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Abstract

These Application Notes describe the steps usedriigure Session Initiation Protocol (SIID)
trunking between BT Business Voice IP Connect andAsaya SIP enabled Enterprige
Solution. The Avaya solution consists of Avaya &sBorder Controller for Enterprise,

Avaya Aura® Session Manager and Avaya Aura® Comugatiin Manager as an Evolutipn
Server. BT Germany is a member of the DevConnesti&eProvider program.

Information in these Application Notes has beerawigtd through DevConnect compliarice
testing and additional technical discussions. Thgstivas conducted via the DevConnpct
Program at the Avaya Solution and Interoperabiliggt Lab.
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1. Introduction

These Application Notes describe the steps usedrtigure Session Initiation Protocol (SIP)
trunking between BT Business Voice IP Connect anf\aya SIP-enabled enterprise solution.
The Avaya solution consists of Avaya Session Bo@iamtroller for Enterprise (Avaya SBCE),
Avaya Aura® Session Manager and Avaya Aura® Comgatiin Manager Evolution Server.
Customers using this Avaya SIP-enabled enterpakgien with BT Business Voice IP Connect
are able to place and receive PSTN calls via acdésti Internet connection and the SIP
protocol. This converged network solution is aermlative to traditional PSTN trunks. This
approach generally results in lower cost for thizgmise customer.

2. General Test Approach and Test Results

The general test approach was to configure a stedikenterprise site using an Avaya SIP
telephony solution consisting of Communication Mgara Session Manager and Avaya SBCE.
The enterprise site was configured to use the SliRKIng service provided by BT.

DevConnect Compliance Testing is conducted joibylyAvaya and DevConnect members. The
jointly-defined test plan focuses on exercising #Bhd/or standards-based interfaces pertinent
to the interoperability of the tested products #rair functionalities. DevConnect Compliance
Testing is not intended to substitute full prodoetformance or feature testing performed by
DevConnect members, nor is it to be construed andarsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The interoperability test included the following:
Incoming calls to the enterprise site from PSTNm@w®using the SIP Trunk provided by
BT, calls made to SIP and H.323 telephones atritergrise
Outgoing calls from the enterprise site completedBA Business Voice to PSTN
destinations, calls made from SIP and H.323 telepbo
Calls using the G.711A, G.711MU, G.729A and G.7@6ecs
Fax calls to/from a group 3 fax machine to a PS®Nnected fax machine using T.38
DTMF transmission using RFC 2833 with successfut®d/ail/Vector navigation for
inbound and outbound calls
User features such as hold and resume, transigfieremce, call forwarding, etc
Caller ID Presentation and Caller ID Restriction
Direct IP-to-IP media (also known as “shuffling”)ttv SIP and H.323 telephones
Call coverage and call forwarding for endpointghat enterprise site
Transmission and response of SIP OPTIONS messagebyw BT Business Voice
requiring Avaya response and sent by Avaya requidim response
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2.2. Test Results
Interoperability testing of the sample configuratisas completed with successful results for BT
Business Voice IP Connect with the following obsgions:

Speech quality was very poor on the Flare ADVD wtesting the G.726 codec. This is a
limitation of the ADVD.

Calls from incoming Toll-Free numbers were notedss toll-free access was not
available to the test network

Operator calls were not tested as they are notadl@aifrom the BT Labs though calls to
test access for Emergency Services were successful.

Fragmented UDP messages were not successfullysesaiaded in the test environment.
Unused headers were removed in the Avaya SBCEeti@ept fragmentation.

2.3. Support

For technical support on BT products please Jstwebsite atvww.bt.comor contact an
authorized BT representative.
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3. Reference Configuration

Figure 1illustrates the test configuration. The test camfadion shows an Enterprise site
connected to the BT Business Voice IP Connect. teatcat the Enterprise site is an Avaya
Session Border Controller for Enterprise, Sessi@mayjer and Communication Manager.
Endpoints are Avaya 96x0 series and Avaya 96xEséH telephones (with SIP and H.323
firmware), Avaya 46xx series IP telephones (witB23 firmware), Avaya 16xx series IP
telephones (with H.323 firmware), Avaya A175 Degkitdeo Device running Flare Experience
(audio only), Avaya analogue telephones and arognalfax machine. Also included in the test
configuration was a one-X Communicator soft phamening on a laptop PC configured for SIP.
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Figure 1: Test Setup BT Business Voice IP Conneah Avaya Enterprise
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4. Equipment and Software Validated

The following equipment and software were usedtersample configuration provided:

Equipment/Software | Release/Version

Avaya

Dell PowerEdge R620 running Session | SM-6.3.2.0.632023-e50-00
Manager on VM Version 8
Dell PowerEdge R620 running System SMGR-6.3.0.8.5682-e50-64 (Build 5682)
Manager on VM Version 8
Dell PowerEdge R620 running R016x.03.0.124.0
Communication Manager on VM Version 8
Avaya Session Border Controller Advanced.2.0.Q48
for Enterprise Server

Avaya 1616 Phone (H.323) 1.302

Avaya 4621 Phone (H.323) 2.902

Avaya 96x0 Phone (H.323) 3.200

Avaya A175 Desktop Video Device (SIP) Flare Expece Release 1.1.2
Avaya 9630 Phone (SIP) R2.6 SP9

Avaya 9608 Phone (SIP) R6.2 SP1

Avaya one—X® Communicator (H.323) on 6.1.8.06-SP8-40314
Lenovo T510 Laptop PC

Analogue Handset NA
Analogue Fax NA

BT

Nokia Siemens Networks hiE 9200 S4.3
Media Gateway hiG1200 V9
SBC Acme Packet Net-Net SD 4xxx SC6.2
ISDN Headset NA
SNOM IP Phone 8.x

5. Configure Avaya Aura® Communication Manager

This section describes the steps for configuringy@ainication Manager for SIP Trunking. SIP
trunks are established between Communication MareagkSession Manager. These SIP trunks
will carry SIP signalling associated with BT Busssé/oice IP Connect. For incoming calls, the
Session Manager receives SIP messages from thea/SB§ for Enterprise (Avaya SBCE) and
directs the incoming SIP messages to CommunicMimmager. Once the message arrives at
Communication Manager, further incoming call treatrtp such as incoming digit translations
and class of service restrictions may be performMicbutgoing calls to the PSTN are processed
within Communication Manager and may be first sabje outbound features such as automatic
route selection, digit manipulation and class o¥ise restrictions. Once Communication
Manager selects a SIP trunk, the SIP signallimgused to the Session Manager. The Session
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Manager directs the outbound SIP messages to thgaASBCE at the enterprise site that then
sends the SIP messages to the BT Business VoetketCommunication Manager
Configuration was performed using the System Ac@esminal (SAT). Some screens in this
section have been abridged and highlighted forityewd clarity in presentation. The general
installation of the Servers and Avaya G430 Medigée@ay is presumed to have been previously
completed and is not discussed here.

5.1. Confirm System Features

The license file installed on the system contrbésmaximum values for these attributes. If a
required feature is not enabled or there is insigfit capacity, contact an authorized Avaya sales
representative to add additional capacity. Usalibglay system-parameters customer-options
command and oRage 2 verify that theMaximum Administered SIP Trunks supported by the
system is sufficient for the combination of truikgshe BT Business Voice network, and any
other SIP trunks used.

display system - parameters customer - options Page 2of 11
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maximum Administered H.323 Tru nks: 12000 0
Maximum Concurrently Registered IP Stati ons: 18000 3
Maximum Administered Remote Office Tru nks: 12000 0
Maximum Concurrently Registered Remote Office Stati ons: 18000 O
Maximum Concurrently Registered IP eC ons: 414 0
Max Concur Registered Unauthenticated H.323 Stati ons: 100 O
Maximum Video Capable Stati ons: 41000 0
Maximum Video Capable IP Softpho nes: 18000 0
Maximum Administered SIP Trunks: 24000 10
Maximum Administered Ad-hoc Video Conferencing Po rts: 24000 0
Maximum Number of DS1 Boards with Echo Cancellat ion: 522 0
Maximum TN2501 VAL Boa rds: 128 0
Maximum Media Gateway VAL Sour ces: 250 1
Maximum TN2602 Boards with 80 VolP Chann els: 128 0
Maximum TN2602 Boards with 320 VolP Chann els: 128 0
Maximum Number of Expanded Meet-me Conference Po rts: 300 O
BG; Reviewed: Solution & Interoperability Test Lab Application ks 6 of 52

SPOC 11/5/2013 ©2013 Avaya Inc. All Rights Reserved. BTDE_CM63_SM



OnPage 4 verify thatlP Trunks field is set toy.

display system-parameters customer-options
OPTIONAL FEATURES

Emergency Access to Attendant? y
Enable 'dadmin' Login? y
Enhanced Conferencing? y

Enhanced EC5007? y

Enterprise Survivable Server? n

Enterprise Wide Licensing? n
ESS Administration? y L
Extended Cvg/Fwd Admin? y
External Device Alarm Admin? y
Five Port Networks Max Per MCC? n
Flexible Billing? n
Forced Entry of Account Codes? y
Global Call Classification? y Multime
Hospitality (Basic)?y  Multimedia
Hospitality (G3V3 Enhancements)? y M
IP Trunks?y

ISDN/SIP

Mode Code f

IP Attendant Consoles? y

Page 4of 11

IP Stations? y

ISDN Feature Plus? n
Network Call Redirection? y
ISDN-BRI Trunks? y
ISDN-PRI? y
ocal Survivable Processor? n
Malicious Call Trace? y
Media Encryption Over IP? y
or Centralized Voice Mail? n

Multifrequency Signaling? y
dia Call Handling (Basic)? y
Call Handling (Enhanced)? y
ultimedia IP SIP Trunking? y

5.2. Administer IP Node Names

The node names defined here will be used in otbefiguration screens to define a SIP
signalling group between Communication Manager&ession Manager. In tm®ode-names-ip
form, assign the noddame andIP Addressfor the Session Manager. In this caSkl-

SMVML1 and10.10.79.61are theName andIP Addressfor the Session Manager SIP interface.
Also note thegorocr name as this is the processor interface that Canwation Manager will

use as the SIP signalling interface to Session kema

display node - names ip
IP NODE NAMES

Name IP Address
SMVM1 10.10.79.61
default 0.0.0.0
procr 10.10.79.52
procr6 :
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5.3. Administer IP Network Region

Use thechange ip-network-region 1command to set the following values:
- TheAuthoritative Domain field is configured to match the domain name agunied on

Session Manager. In this configuration, the donmaime isavaya.com
By default,IP-IP Direct Audio (bothlintra - andinter-Region) is enabledyfes to allow
audio traffic to be sent directly between endpoimthiout using gateway VolP resources.
When a PSTN call is shuffled, the media streanstal#ished directly between the
enterprise end-point and the internal media interfaf the Avaya SBCE.
TheCodec Sefs set to the number of the IP codec set to be fegecalls within the IP
network region. In this case, codec &t used.
The rest of the fields can be left at default value

change ip - network -region 1 Page 1 of 20
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name: default Stub Network Region ‘n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURC E RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
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5.4. Administer IP Codec Set

Open thdP Codec Sefform for the codec set specified in the IP NetwBdgion form in
Section 5.3 Enter the list of audio codec’s eligible to bediseorder of preference. For the
interoperability test the codec’s supported by BiBiBess Voice were configured, namely

G.711A, G.711MU, G.729AandG.726

change ip - codec - set1 Page 1 of 2

IP Codec Set

Codec Set: 1

Audio Silence  Frames Packet
Codec Suppression Per Pkt Size(ms)

1: G.711A n 2 20
2: G.711MU n 2 20
3: G.729A n 2 20

4: G.726A-32K n 2 20

BT Business Voice IP Connect supports T.38 forgnaission of fax. Navigate t®age 2and

define T.38 fax as follows:
Set theFAX - Mode to t.38-standard

SetECM ton
change ip-codec-set 1 Page 2of 2
IP Codec Set
Allow Direct-IP Multi media? n
Mode Redundan cy

FAX t.38-standard 0 ECM: n

Modem off 0

TDD/TTY us 3

Clear-channel n 0
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5.5. Administer SIP Signaling Groups

This signalling group (and trunk group) will be dder inbound and outbound PSTN calls to the

BT Business Voice network. During test, this wasfigured to use TCP and port 5060 to
facilitate tracing and fault analysis. It is recoemded however, to use TLS (Transport Layer
Security) and the default TLS port of 5061 for s@guConfigure theSignaling Group using
theadd signaling-group xcommand as follows:
- SetGroup Type tosip

SetTransport Method totcp

SetPeer Detection Enabledoy allowing the Communication Manager to automaticall

detect if the peer server is a Session Manager

SetNear-end Node Nameo the processor interface (node ngnecr as defined in the

node-names-ipform shown inSection 5.2

SetFar-end Node Nameto the Session Manager (node nedMVM1 as defined in the

IP Node Namedorm shown inSection 5.2

SetNear-end Listen PortandFar-end Listen Port to 5060 (Commonly used TCP port

value)

SetFar-end Network Regionto the IP Network Region configured $ection 5.3

(logically establishes the far-end for calls udinig signalling group as network regit

LeaveFar-end Domain blank (allows the CM to accept calls from any 8@nain on

the associated trunk )

SetDirect IP-IP Audio Connectionstoy

LeaveDTMF over IP at default value aftp-payload (EnablesRFC2833for DTMF

transmission from the Communication Manager)

The default values for the other fields may be used

add signaling -group 1 Page 1 of 2
SIGNALING GROUP
Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tcp
Q-SIP? n
IP Video? n Enforce SIPS URI for SRTP? y
Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting /Connected Public Numbers? y
Remove '+' from Incoming Called/Calling/Alerting/Di verting/Connected Numbers? n
Near-end Node Name: procr Far-en d Node Name: SMVM1
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Net work Region: 1

Far-end Domain:

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y I nitial IP-IP Direct Media? n
H.323 Station Outgoing Direct Media? n A Iternate Route Timer(sec): 6
BG; Reviewed: Solution & Interoperability Test Lab Application ks 10 of 52

SPOC 11/5/2013 ©2013 Avaya Inc. All Rights Reserved. BTDE_CM63_SM



5.6. Administer SIP Trunk Group

A trunk group is associated with the signaling graescribed irfSection 5.5 Configure the
trunk group using thadd trunk-group x command, wherg is an available trunk group. On
Page 1of this form:
- Set theGroup Type field to sip

Choose a descriptiv@roup Name

Specify a trunk access codeAC) consistent with the dial plan

TheDirection is set tawo-way to allow incoming and outgoing calls

Set theService Typefield to public-netwrk

Specify the signalling group associated with thusik group in theSignaling Group

field as previously configured iBection 5.5

Specify theNumber of Members supported by this SIP trunk group

add trunk - group 1 Page 1of 21
TRUNK GROUP
Group Number: 1 Group Type: sip CDR Reports: y
Group Name: OUTSIDE CALL COR: 1 TN: 1 TAC: 101
Direction: two-way Outgoing Display? n
Dial Access? n N ight Service:
Queue Length: 0
Service Type: public-ntwrk Auth Code? n
Membe r Assignment Method: auto

Signaling Group: 1
Number of Members: 10

OnPage 2of the trunk-group form, the Preferrbtinimum Session Refresh Interval (sec)
field should be set to a value mutually agreed Bithto prevent unnecessary SIP messages
during call setup.

add trunk-group 1 Page 2of 21
Group Type: sip

TRUNK PARAMETERS

Unicode Name: auto

Redirec t On OPTIM Failure: 10000
SCCAN?n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval(sec): 90 0

Disconnect Supervision - In? y Out? y
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OnPage 3 set thdNumbering Format field to public. This allows delivery of CLI in E.164

format.

add trunk-group 1
TRUNK FEATURES
ACA Assignment? n Measured: no ne

Page 3of 21

Maintenance Tests? y

Numbering Format: public

Uul Treatment: service-provider
Re place Restricted Numbers? n
Rep lace Unavailable Numbers? n

On Page 4of this form:

SetSupport Request Historyto n as the required information for forwarded and
transferred calls will be sent in tBeversion HeaderandTransferring Party

Information
SetSend Transferring Party Information toy
SetSend Diversion Headetto y

Set theTelephone Event Payload Type&o 101to match the value preferred by BT
Business Voice (this Payload Type is not applieddaits from SIP end-points)

Set thedentity for Calling Party Display to From to ensure that where CLI for
incoming calls is withheld, it is not displayed thre Communication Manager extension

add trunk-group 1 Page 4of 21
PROTOCOL VARIATIONS
Mark Users a s Phone? n
Prepend '+' to Calling/Alerting/Diverting/Connected Number? n
Send Transferring Party Information? y
Network Call Redi rection? n
Send Diversion Header? y
Support Request History? n
Telephone Event Payload Type: 101
Convert 180 to 183 for Earl y Media? n
Always Use re-INVITE for Display Updates? n
Identity for Calling Party Display: From
Block Sending Calling Party Location in INVITE? n
Accept Redirect to Blank User Dest ination? n
Enabl e Q-SIP?n
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5.7. Administer Calling Party Number Information

Use thechange public-unknown-numberingcommand to configure Communication Manager
to send the calling party number in E.164 formathle test configuration, individual stations
were mapped to send numbers allocated from the i&inBss Voice DDI range supplied. This
calling party number is sent in the SIP From, Canéad PAI headers, and displayed on display-
equipped PSTN telephones. Note that the digitstiiyerg the DDI range are not shown.

change public - unknown - numbering 0 Page 1lof 2
NUMBERING - PUBLIC/UNKNOWN FO RMAT
Total

Ext Ext Trk CPN CPN
Len Code Grp(s) Prefix Len

T otal Administered: 8
4 2000 1 49689nnnn00 11 Maximum Entries: 9999
4 2298 1 49689nnnn03 11
4 2316 1 49689nnnn05 11 N ote: If an entry applies to
4 2346 1 49689nnnn02 11 a SIP connection to Avaya
4 2396 1 49689nnnn01 11 A ura(R) Session Manager,
4 2611 1 49689nnnn04 11 t he resulting number must

b e a complete E.164 number.

ommunication Manager
utomatically inserts

oo O

5.8. Administer Route Selection for Outbound Calls

In the test environment, the Automatic Route SeladfARS) feature was used to route
outbound calls via the SIP trunk to the BT Businésie IP Connect. The single diitwas

used as the ARS access code providing a facilityelephone users to dial 9 to reach an outside
line. Use thehange feature-access-codesmmand to configure a digit as tAato Route
Selection (ARS) - Access Code 1

change feature - access - codes Page 1of 1 0
FEATURE ACCESS CODE (FAC)
Abbreviated Dialing Listl Access Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code: *69
Answer Back Access Code:
Attendant Access Code:
Auto Alternate Routing (AAR) Access Code: 7
Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
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Use thechange ars analysi€ommand to configure the routing of dialled dig@owing the

first digit 9. A small sample of dial patterns ateown here as an example. Further
administration of ARS is beyond the scope of tlusuiment. The example entries shown will
match outgoing calls to numbers beginning 0 or thencase of some Operator calls. Note that
exact maximum number lengths should be used whossile to reduce post-dial delay. Calls
are sent tdRoute Pattern 1

change ars analysis 0 Page 1 of 2
ARS DIGIT ANALYSIS TAB LE
Location: all Percent Full: 0
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
0 11 14 1 pubu n
00 13 15 1 pubu n
0035391 13 13 1 pubu n
032 9 18 1 pubu n
0900 8 8 1 pubu n
113 3 3 1 pubu n

Use thechange route-pattern xcommand, wherg is an available route pattern, to add the SIP
trunk group to the route pattern that ARS seldotghis configuration, route pattefinis used to
route calls to trunk group. Numbering Format is applied to CLI and is used to set TDM
signalling parameters such as type of number antbeung plan indicator. This doesn’t have
the same significance in SIP calls and duringrigstiwas set toink-unk.

change route - pattern 1 Page 1 of 3
Pattern Number: 1 Pattern Name:
SCCAN?n  Secure Sl P?n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1:1 0 n user

2: n user
3: n user
4. n user
oF n user
6: n user

BCC VALUE TSC CA-TSC ITC BCIE Service/Feat ure PARM No. Numbering LAR

012M4W Request Dgts Format

Subaddress

l.yyyyynn rest unk-unk  none
2:yyyyynn rest none
3yyyyynn rest none
4:yyyyynn rest none
5'yyyyynn rest none
6:yyyyynn rest none
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5.9. Administer Incoming Digit Translation

This step configures the settings necessary tointapning DDI calls to the Communication
Manager extensions. The incoming digits sent iINMETE message from BT Business Voice
can be manipulated as necessary to route caletddsired extension. In the example, the
incoming DDI numbers provided by BT for testing assigned to the internal extensions of the
test equipment configured within the Communicafitemager. Thehange inc-call-handling-
trmt trunk-group x command is used to translate numi@B#89nnnn00to 0689nnnn08to the

4 digit extension by deleting afLQ) of the incoming digits and inserting the extensimmber.
Note that the significant digits beyond the aredecbave been obscured.

changeinc -call -handling -trmttrunk -group 1 Page 1 of 30
INCOMING CALL HANDLING TREAT MENT

Service/  Number Number  Del Insert

Feature Len  Digits

public-ntwrk 10 0689nnnn00 10 2000
public-ntwrk 10 0689nnnn01 10 2396
public-ntwrk 10 0689nnnn02 10 2346
public-ntwrk 10 0689nnnn03 10 2298
public-ntwrk 10 0689nnnn04 10 2611
public-ntwrk 10 0689nnnn05 10 2316
public-ntwrk 10 0689nnnn06 10 6101
public-ntwrk 10 0689nnnn07 10 2402
public-ntwrk 10 0689nnnn08 10 2501

5.10. EC500 Configuration

When EC500 is enabled on the Communication Manstgéion, a call to that station will
generate a new outbound call from Communicationadganto the configured EC500
destination, typically a mobile phone. The follogiscreen shows an example EC500
configuration for the user with station extensi@®@. Use the commarahange off-pbx-
telephone station-mapping xwherex is the Communication Manager station.

The Station Extensionfield will automatically populate with station exision

For Application enterEC500

Enter aDial Prefix (e.g., 9) if required by the routing configuration

For thePhone Numberenter the phone that will also be called (63201525nnnnnni

Set theTrunk Selectionto 1 so that Trunk Group 2 will be used for routing

Set theConfig Setto 1

change off - pbx - telephone station - mapping 2396 Page 1lof 3
STATIONS WITH OFF-PBX TELEPHONE | NTEGRATION
Station Application Dial CC Phone Number Trunk Config Dual
Extension Prefix Selection Set Mode
2396 EC500 - 03201525nnnnn nn 1 1

Note: The phone number is in the format required togait-net from the BT Germany Lab
environment.

Save Communication Manager changes by entsang translationto make them permanent.

BG; Reviewed: Solution & Interoperability Test Lab Application ks 15 of 52
SPOC 11/5/2013 ©2013 Avaya Inc. All Rights Reserved. BTDE_CM63_SM



6. Configuring Avaya Aura® Session Manager

This section provides the procedures for configy@ession Manager. The Session Manager is
configured via the System Manager. The procedurgade the following areas:
Log in to Avaya Aura® System Manager
Administer SIP domain
Administer Locations
Administer Adaptations
Administer SIP Entities
Administer Entity Links
Administer Routing Policies
Administer Dial Patterns
Administer Application for Avaya Aura® Communicatidlanager
Administer Application Sequence for Avaya Aura® Guomication Manager
Administer SIP Extensions

6.1. Log in to Avaya Aura® System Manager

Access the System Manager using a Web Browser teyieghttp://<FQDN >/SMGR, where
<FQDN?> is the fully qualified domain name of System Ma®a Log in using appropriate
credentials (not shown) and theme tab will be presented with menu options shownelo

Last Logged on at September 3, 2013 7:25 AM
Help | About | Change Password | Log off admin

Avaya Aura®System Manager 6.3

AVAYA

Administrators
Manage Administrative Users
Directory Synchronization
Synchronize users with the enterprise
directory

Groups & Roles
Manage groups, roles and assign roles
to users

User Management

Manage users, shared user resources
and provision users

Communication Manager
Manage Communication Manager 5.2
and higher elements
Communication Server 1000
Manage Communication Server 1000
elements

Conferencing
Manage Conferencing Multimedia
Server objects

IP Office
Manage IP Office elements

Meeting Exchange
Manage Meeting Exchange and Avaya
Aura Conferencing 6.0 elements
Messaging
Manage Avaya Aura Messaging,
Communication Manager Messaging,
and Modular Messaging

Presence
Presence
Routing

Session Manager Routing
Administration

Backup and Restore
Backup and restore System Manager
database

Bulk Import and Export
Manage Bulk Import and Export of
Users, User Global Settings, Roles,
Elements and others

Configurations
Manage system wide configurations

Events
Manage alarms,view and harvest logs

Geographic Redundancy
Manage Geographic Redundancy

Inventory

Manage, discover, and navigate to
elements
Licenses
View and configure licenses
Replication

Track data replication nodes, repair
replication nodes

Scheduler
Schedule, track, cancel, update and
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6.2. Administer SIP Domain

To add the SIP domain that will be used with Sesdanager, sele®outing from theHome
tab menu and in the resulting tab sel@otmainsfrom left hand menu. Click thdew button to
create a new SIP domain entry. In Nemefield enter the domain name agreed with BT; this

will be the same as specified in the Authorital@main specified in the IP Network Region on

the Communication Manager. ReferSection 5.3for details. In testavaya.comwas used.
Optionally, a description for the domain can beeezd in the Notes field (not shown). Click
Commit to save changes.

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

Domain Management

1 Item Refresh
D Name
[ avaya.com

Select : All, None

Type

sip

"Il Home / Elements / Routing / Domains

Notes
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6.3. Administer Locations

Locations can be used to identify logical and/oygatel locations where SIP Entities reside for
the purposes of bandwidth management. One locetiadded to the sample configuration for
all of the enterprise SIP entities. On Reuting tab select.ocations from the left hand menu.
UnderGeneral, in theNamefield, enter an informative name for the locatiSeroll to the
bottom of the page and undescation Pattern, click Add, then enter aiP Address Patternin
the resulting new row, * is used to specify any bemof allowed characters at the end of the
string. Below is the location configuration usedtloe test enterprise.

Home / Elements / Routing / Locations
Help ?
Location Details
General
* Name: |Galway |
Notes:
Dial Plan Transparency in Survivable Mode
Enabled: [
Listed Directory Number:
Associated CM SIP Entity:
Overall Managed Bandwidth
Managed Bandwidth Units: Kbit/sec El
Total Bandwidth:
Multimedia Bandwidth:
Audio Calls Can Take Multimedia Bandwidth:
Per-Call Bandwidth Parameters
Maximum Multimedia Bandwidth (Intra- .
Location): 2000| kbit/Sec
Maximum Multimedia Bandwidth (Inter- 5
Location): 2000] Kbit/Sec
* Minimum Multimedia Bandwidth: 64 Kbit/Sec
* pefault Audio Bandwidth: 80| Kbit/sec ||
Alarm Threshold
Overall Alarm Threshold: | 80 [+] o0
Multimedia Alarm Threshold: | 80 El Y%
* Latency before Overall Alarm Trigger: | 5 Minutes
* Latency before Multimedia Alarm Trigger: 5 Minutes
Location Pattern
2 Items Refresh : Filter: Enable |
"] | 1P Address Pattern - Notes
) *|10.10.79.* VMWare subnet
B  *[10.10.9.7 Lab subnet
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6.4. Administer Adaptations

Calls from BT Business Voice are received at therpnise in E.164 format with a leading “+”
on the Request URI. An Adaptation is used to caner number to national format in the
Session Manager before routing on to the Communoitdlanager. This simplifies the
incoming trunk analysis on the Communication Mamage

On theRouting tab selecAdaptations from the left hand menu.Click ddew (not shown).
- In the Adaptation Namefield, enter a descriptive title for the adaptatio

In theModule Name enterDigitConversionAdapter. This is used for simple digit
conversion adaptations.

In the Module Parameterfield, enterfromto=true . This will apply the adaptation to the
From and To headers as well as the Request URI.

In the sectioigit Conversion for Outgoing Calls from SM.
- UnderMatching Pattern enter+49,
UnderMin andMax enter the Minimum and Maximum digits expected faxaming
calls. During test, a value of 12 was used aswhis the length of the DDI range supplied
by BT.
UnderDelete Digitsenter3 to remove the country code and the “+”.
Underlinsert Digits enter0O to convert to national format.

UnderAddress to Modify chooseboth from the drop down box if this is to be applied to
the From header as well as the Request URI ance@ddrs.

Home / Elements / Routing / Adaptations
Help ?
Adaptation Details
General
* Adaptation name: DE_National
Module name: DigitcanversionAdapterE
Module parameter: [fromto=true
Egress URI Parameters:
Notes:
Digit Conversion for Incoming Calls to SM
0 Items  Refresh Filter: Enable
Matching Pattern Min Max Phone Context Delete Digits Insert Digits Address to modify Adaptation Data Notes
Digit Conversion for Outgoing Calls from SM
1 Item  Refresh i ) ) Filter: Enable
[| | Matching Pattern Min Max gg‘r";':ﬂ gi‘::ft{: Insert Digits ‘:\nﬂ'iﬁs 1a Adaptation Data Notes
| [ T =12 =12 *3 0 both [=]
4 LU {2
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6.5. Administer SIP Entities

A SIP Entity must be added for each SIP-basedhel@psystem supported by a SIP connection
to the Session Manager. To add a SIP Entity, s€létEntities on the left panel menu, and then
click on theNew button (not shown). The following will need to éetered for each SIP Entity.

UnderGeneral:
In theNamefield enter an informative name
In theFQDN or IP Addressfield enter the IP address of the Session Manaigére
signalling interface on the connecting system
In theType field useSession Managefor a Session Manager SIP enti@M for a
Communication Manager SIP entity aBtP Trunk for the Avaya SBCE SIP entity
In the Adaptation field (not available for the Session Manager Sift), select the
appropriate Adaptation from the drop down menu
In theLocation field select the appropriate location from thepddown menu
In theTime Zonefield enter the time zone for the SIP Entity

In this configuration there are three SIP Entities:
Avaya Aura® Session Manager SIP Entity
Avaya Aura® Communication Manager SIP Entity
Avaya Session Border Controller for Enterprise (yev&BCE) SIP Entity

6.5.1. Avaya Aura® Session Manager SIP Entity

The following screens show the SIP entity for Smssilanager. ThEQDN or IP Addressfield

is set to the IP address of the Session ManagesigtRlling interface.
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The Session Manager must be configured with thepots and port numbers that will be used
by the other SIP entities. To configure these stoahe bottom of the page and unéart,
click Add, then edit the fields in the resulting new row.
In thePort field enter the port number on which the systestets for SIP requests
In theProtocol field enter the transport protocol to be used3 requests
In the Default Domain field, from the drop down menu select the domaideal in
Section 6.2as the default domain

6.5.2. Avaya Aura® Communication Manager SIP Entity

The following screen shows the SIP entity for Commation Manager which is configured as
an Evolution Server. ThHEQDN or IP Addressfield is set to the IP address of the interface on
Communication Manager that will be providing SIBmslling. Set thé.ocation to that defined

in Section 6.3the Adaptation to that defined 8ection 6.4and theTime Zoneto the

appropriate time zone.
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Other parameters can be set for the SIP Entithewrs in the following screenshot, but for test,
these were left at default values.

6.5.3. Avaya Session Border Controller for Enterpri  se SIP Entity

The following screen shows the SIP Entity for theaa SBCE. Th&QDN or IP Address
field is set to the IP address of the Avaya SBCQiape network interface (sdagure 1). Set the
location to that defined iBection 6.3and theTime Zoneto the appropriate time zone.

Note: Although an adaptation is shown in the above ssieat, it only applies to numbers
prefixed with 00. These were not used during tedtso the adaptation is not described.
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6.6. Administer Entity Links
A SIP trunk between a Session Manager and anoyisters is described by an Entity Link. To
add an Entity Link, sele&ntity Links on the left panel menu and click on thew button (not
shown). Fill in the following fields in the new rotlat is displayed.
In theNamefield enter an informative name
In theSIP Entity 1 field selectSession Manager
In thePort field enter the port number to which the othetayssends its SIP requests
In theSIP Entity 2 field enter the other SIP Entity for this linkeated inSection 6.5
In thePort field enter the port number to which the othetaysexpects to receive SIP
requests
Select theTrusted tick box to make the other system trusted
In theProtocol field enter the transport protocol to be usedetwdsSIP requests

Click Commit to save changes. The following screen shows thigyHiinks used in this
configuration.

Note: The Session Manager used for testing is also wgbdther test equipment. Only the
Entity Links highlighted in the above screenshet\aalid for this configuration.
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6.7. Administer Routing Policies
Routing policies must be created to direct howscaill be routed to a system. To add a routing
policy, selecRouting Policieson the left panel menu and then click on v button (not
shown).
UnderGeneral:
Enter an informative name in tiNamefield
UnderSIP Entity as Destination click Select and then select the appropriate SIP entity
to which this routing policy applies
UnderTime of Day, click Add, and then select the time range

The following screen shows the routing policy farm@munication Manager.
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The following screen shows the routing policy foe tAvaya SBCE and onward routing to the
PSTN via BT Business Voice.

6.8. Administer Dial Patterns

A dial pattern must be defined to direct callshite appropriate telephony system. To configure a
dial pattern seledDial Patterns on the left panel menu and then click on e button (not
shown).
UnderGeneral:

In thePattern field enter a dialled number or prefix to be matth

In theMin field enter the minimum length of the dialled nienb

In theMax field enter the maximum length of the dialled n&emb

In theSIP Domainfield selectALL or alternatively one of those configured3action
6.2

UnderOriginating Locations and Routing Policies
- Click Add, in the resulting screen (not shown)
UnderOriginating Location, select the location defined $ection 6.3or ALL
UnderRouting Policiesselect one of the routing policies definedSiection 6.7
Click Selectbutton to save.
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The following screen shows an example dial pattenfigured for the Avaya SBCE which will
route the calls out to BT Business Voice.

The following screen shows the test dial pattemmfigored for Communication Manager.

Note: The pattern to be matched has been obscured.
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6.9. Administer Application for Avaya Aura® Communi cation Manager
From theHome tab selecSession Managefrom the menu. In the resulting tab from the left
panel menu seleétpplication Configuration  Applications and clickNew.
- In theNamefield enter a name for the application
In theSIP Entity field select the SIP entity for the Communicatioardger
In theCM System for SIP Entity field select the SIP entity for the Communication
Manager and sele€@ommit to save the configuration.

6.10. Administer Application Sequence for Avaya Aur  a®
Communication Manager
From the left panel navigate 8ession Manager Application Configuration
Application Sequencesand click orNew.
In theNamefield enter a descriptive name
UnderAvailable Applications, click the + sign in front of the appropriate apation
instance. When the screen refreshes the applicstionld be displayed under the
Applications in this Sequenceéheading. Selec€ommit.
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6.11. Administer SIP Extensions
SIP extensions are registered with the Session farend use Communication Manager for
their feature and configuration settings. FromHoene tab selectUser Managementfrom the
menu. Then seledflanage Usersand clickNew (not shown).
On theldentity tab:
- Enter the user's name in thast NameandFirst Name fields
In theLogin Namefield enter a unique system login name in the fofraser@domain
e.g.2208@trusted.voip.BT.fr(entire name could not be displayed in the scie&ihs
which is used to create the user's primary handle
The Authentication Type should beBasic
In thePassword/Confirm Passwordfields enter an alphanumeric password
Set theLanguage PreferenceandTime Zone as required
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On theCommunication Profile tab, enter a numerieéommunication Profile Passwordand
confirm it.

Expand theCommunication Addresssection and clicNew. For theType field selectAvaya
SIP from the drop-down menu. In thkeilly Qualified Address field, enter an extension number
and select the relevant domain from the drop-downumClick theAdd button.
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Expand theéSession Manager Profilesection.
Make sure th&ession Manager Profilecheck box is checked
Select the appropriate Session Manager instanoetfie drop-down menu in the
Primary Session Managerfield
Select the appropriate application sequence framtbp-down menu in th@rigination
Application Sequencefield configured inSection 6.10
Select the appropriate application sequence fradtbp-down menu in the
Termination Application Sequencefield configured inSection 6.10
Select the appropriate location from the drop-dowenu in theHome Location field
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Expand theEndpoint Profile section.
Select the Communication Manager SIP Entity fromSizsstemdrop-down menu
SelectEndpoint from the drop-down menu fétrofile Type
Enter the extension in thiextensionfield
Select the desired template from Femplate drop-down menu
In thePort field IP is automatically inserted
Select theDelete Endpoint on Unassign of Endpoint from Usermon Delete User
check box

SelectCommit (Not Shown) to save changes and the System Mamaljedd the
Communication Manager user configuration autombgica
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7. Configure Avaya Session Border Controller for En  terprise

This section describes the configuration of thes@sBorder Controller for Enterprise (Avaya
SBCE). The Avaya SBCE provides security and maaipar of signalling to provide an
interface to the Service Provider’'s SIP Trunk ieattandard where possible and adapted to the
Service Provider’s SIP implementation where neggssa

7.1. Access Avaya Session Border Controller for Ent  erprise

Access the Session Border Controller using a wetvger by entering the URttps://<ip-
address> where<ip-address>is the private IP address configured at instaltatA log in
screen is presented. Log in using username ucsktharappropriate password.

Once logged in, a dashboard is presented with aimmerhe left-hand side. The menu is used as
a starting point for all configuration of the Avag&8CE.
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7.2. Define Network Information

Network information is required on the Avaya SB@Eatlocate IP addresses and masks to the
interfaces. Note that only thl andB1 interfaces are used, typically tAd interface is used for
the internal side anB1 is used for external. Each side of the Avaya SB@&tlave only one
interface assigned.

To define the network information, navigatelevice Specific Settings Network
Managementin the main menu on the left hand side and cliclddd. Enter details in the blank
box that appears at the end of the list
- Define the internal IP address with mask and agsignterfaceAl

SelectSaveto save the information

Click onAdd

Define the external IP address with mask and agsignerfaceB1

SelectSaveto save the information

Click onSystem Managementn the main menu

SelectRestart Application indicated by an icon in the status bar (not shown)

Select thdnterface Configuration tab and click o oggle Stateto enable the interfaces.
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7.3. Define Interfaces

When the IP addresses and masks are assigneditwetiaces, these are then configured as
signalling and media interfaces.

7.3.1. Signalling Interfaces

To define the signalling interfaces on the Avaya&C&Bnavigate t®evice Specific Settings
Signaling Interface (not shown) in the main menu on the left hand.dixkgails of transport
protocol and ports for the internal and extern& Signalling are entered here
- SelectAdd and enter details of the internal signalling ifgee in the pop-up menu (not

shown)

In theNamefield enter a descriptive name for the internghailing interface

For Signaling IP, select annternal signalling interface IP address definediection 7.2

SelectTCP port numberb060is used for the Session Manager

SelectAdd and enter details of the external signalling i@t in the pop-up menu (not

shown)

In theNamefield enter a descriptive name for the externgihalling interface

For Signaling IP, select arexternal signalling interface IP address definediection
7.2

SelectUDP port number5060is used for BT Business Voice
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7.3.2. Media Interfaces
To define the media interfaces on the Avaya SBG@iigate tadDevice Specific Settings
Media Interface in the main menu on the left hand side. DetailhefRTP and SRTP port
ranges for the internal and external media streemmgntered here. The IP addresses for media
can be the same as those used for signalling.
SelectAdd and enter details of the internal media interiadde pop-up menu
In theNamefield enter a descriptive name for the internatimenterface
ForMedia IP, select annternal media interface IP address definedection 7.2
SelectRTP port ranges for the media path with the enterprisepndts
SelectAdd and enter details of the external media interfadbe pop-up menu
In theNamefield enter a descriptive name for the externatliménterface
ForMedia IP, select arexternal media interface IP address definedbierction 7.2
SelectRTP port ranges for the media path with BT Business Voice

Note: During test the port ranges for the internal axtgémal media interfaces were defined as
the default values used by the Communication Manage
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7.4. Define Server Interworking

Server interworking is defined for each server @med to the Avaya SBCE. In this case, BT
Business Voice is connected as the Trunk Servettan8ession Manager is connected as the
Call Server. Configuration of interworking includdsld support, T.38 fax support and SIP
extensions.

To define server interworking on the Avaya SBCHjigate toGlobal Profiles  Server
Interworking in the main menu on the left hand side. To deBerever Interworking for the
Session Manager, highlight thgaya-ru profile which is a factory setting appropriate foraya
equipment and sele€@one Profile. A pop-up menu is generated hea@one Profile (not
shown)
- In theClone Namefield enter a descriptive name for the Sessionadan and click
Finish — in testASM9 was used (not shown)
In theGeneraltab (not shown) Seleé&idit and enter details in the pop-up menu.
Check ther.38 box then clickNext andFinish (not shown)
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In the Advancedtab (not shown) Sele&dit and enter details in the pop-up menu.
Uncheck theAVAYA Extensions box

To define Server Interworking for BT Business Voibghlight the previously defined profile
for the Session Manager and seléline Profile. A pop-up menu is generated headadne
Profile (not shown)
- In theClone Namefield enter a descriptive name for server intekirng profile for BT

Business Voice and clidkinish — in testBT_DE was used

SelectEdit and enter details in the pop-up menu

Check ther.38 box

SelectNext three times an#inish

7.5. Define Servers

Servers are defined for each server connectecetdvhya SBCE. In this case, BT Business
Voice is connected as the Trunk Server and thei@ebtanager is connected as the Call Server.
To define the Session Manager, navigat&lmbal Profiles  Server Configuration in the

main menu on the left hand side.
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Click onAdd and enter details in the pop-up menu
In theProfile Namefield enter a descriptive name for the Sessionagen and click
Next (not shown)
In theServer Typedrop down menu, sele€all Server
In thelP Addresses / Supported FQDN®&oX, type the Session Manager SIP interface
address which is the same as that defined on then@mication Manager iBection 5.2
CheckTCP in Supported Transports
Define theTCP port for SIP signalling060is used for the Session Manager and click
Finish

Select theAdvancedtab (not shown)

In thelnterworking Profile drop down menu, select th&erworking Profile for the
Session Manager defined $®ction 7.4

Click Finish
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To define BT Business Voice as a Trunk Server,gate toGlobal Profiles  Server
Configuration in the main menu on the left hand side. ClickAaldl and enter details in the
pop-up menu
- In theProfile Namefield enter a descriptive name for BT Businesscéand clickNext

(not shown)

In theServer Typedrop down menu, selettunk Server

In thelP Addresses / Supported FQDN®&oX, type the IP address of BT Business Voice

CheckUDP in Supported Transports

Define theUDP port for SIP signalingb060is used for BT

Click Next again then select theterworking Profile for the BT Business Voice
defined inSection 7.4from the drop down menu
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7.6. Define Routing

Routing information is required for routing to t8ession Manager on the internal side and BT
Business Voice on the external side. The IP addsessd ports defined here will be used as the
destination addresses for signalling. If no pospscified in théNext Hop IP Address default
5060 is used. To define routing to the Session lganaavigate t&lobal Profiles  Routing
in the main menu on the left hand side. ClickAaid and enter details in tHeouting Profile
pop-up menu.
- In theProfile Namefield enter a descriptive name for the Sessionagen, in this case

Call Server, and clickNext (not shown)

Enter the Session Manager SIP interface addrespahth theNext Hop Server 1field

SelectTCP for theOutgoing Transport

Click Finish
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To define routing to BT Business Voice, navigaté&tobal Profiles  Routing in the main
menu on the left hand side. Click Add and enter details in tHeouting Profile pop-up menu.
In theProfile Namefield enter a descriptive name for BT Businesscépin this case a
generic name ofrunk Server was used, and cliddext (not shown)
Enter the BT Business Voice IP address and pdheaiext Hop Server 1field
SelectUDP for theOutgoing Transport
Click Finish

7.7. Topology Hiding

Topology hiding is used to hide local informatiarck as private IP addresses and local domain
names. The local information can be overwritterhvaitdomain name or IP addresses. The
defaultReplace Actionis Auto, this replaces local information with IP addresgemerally the
next hop. Topology hiding has the advantage ofgurisg single Via and Record-Route headers
externally where multiple headers may be receivech fthe enterprise, particularly from the
Session Manager. In some cases where Topology dladin't be applied, in particular the
Contact header, IP addresses are translated fovthy@a SBCE external addresses using NAT.
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To define Topology Hiding for the Session Managewigate tdGlobal Profiles  Topology
Hiding in the main menu on the left hand side. ClickAald and enter details in thieopology
Hiding Profile pop-up menu (not shown).
- In theProfile Namefield enter a descriptive name for the Sessionagen and click
Next
If the Request-Ling Record-RouteandVia Headers aren’t shown, click éwd
Header andselect from theHeader drop down menu
For each of the above headers, leaveRibplace Actionat the default value &uto
If the To andSDPHeaders aren’t shown, click dwd Header andselect from the
Header drop down menu
For each of the above headers, sdledtom theCriteria drop down menu (important
for theFrom header so that the “anonymous.invalid” domain né&meestricted CLI is
not overwritten)
For each of the headers leave Replace Actionat the default value @&futo

Note: The use oAuto results in an IP address being inserted in thegasion of the Request-
URI as opposed to a domain name. If a domain nameguired, the actio@verwrite must be
used where appropriate, and the required domaires@mtered in th@verwrite Value field.
Different domain names can be used for the ents@ind BT Business Voice.
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To define Topology Hiding for BT Business Voiceyigate toGlobal Profiles  Topology
Hiding in the main menu on the left hand side. ClickAald and enter details in thieopology
Hiding Profile pop-up menu (not shown).
- In theProfile Namefield enter a descriptive name for BT Businesscéand clickNext
If the Record-RouteandVia Headers aren’t shown, click &dd Header andselect
from theHeader drop down menu
For each of the above headers, leaveRibplace Actionat the default value dfuto
If the From andSDPandRequest-LineHeaders aren’t shown, click éwd Header
andselect from theHeader drop down menu
For each of the above headers, sdledtom theCriteria drop down menu (important
for theFrom header so that the “anonymous.invalid” domain n&mneestricted CLI is
not overwritten)
For theRequest-Ling From andSDP headers, leave tliReplace Actionat the default
value ofAuto

7.8. Signalling Rules

Signalling rules are a mechanism on the Avaya SBtandle any unusual signalling scenarios
that may be encountered for a particular ServiowiBer. In the case of BT Business Voice, the
test environment was not successfully re-assemblaggnented UDP packets. As this issue
could have been occurring anywhere in the testrenment between the Avaya enterprise
equipment and BT Business Voice, the approach akentto reduce the SIP messages to below
the Maximum Transmission Unit (MTU) so that fragrtegion did not occur. A signalling rule
was used to remove Avaya proprietary headers wieshited in the necessary reduction in size.
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To define the signalling rule, navigate@Domain Policies Signalling Rulesin the main menu
on the left hand side. Click gkdd and enter details in the Signalling Rule pop-up bo
- In theRule Namefield enter a descriptive name for the BT Businésge signalling
rule and clickNext andNext again, therFinish (not shown)
Click on theRequest Headergab and then click oAdd In Header Control (not
shown)
Check theProprietary Request Headerbox
Enter the name of the proprietary header in thedeleblame field, in the example shown
it's P-Location, andALL in the Method Name field
CheckForbidden in the Header Criteria options
In thePresence Actiondrop down menu, seleBeemove Header
Click Finish

Note: The above is an example of the proprietary heafemng test, the same was done for
AV-Global-Session-ID and P-Charging-Vector.

When finished, all the Request Headers definedheilshown under the Request Headers tab as
shown in the screenshot.
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An End Point Policy Group is required to implem#d signalling rule. To define one for the
Session Manager, navigateRomain Policies End Point Policy Groupsin the main menu
on the left hand side. Click dkdd and enter details in the Policy Group pop-up bt §hown)
In theGroup Namefield enter a descriptive name for the Sessionadan Policy
Group, in this cas8M-def-low, and clickNext
Leave theApplication, Border, Media, Security andTime of Day fields at their default
values
In theSignaling drop down menu, select the recently added sigrmgilile for the
Session ManageASGM9)
Leave the Time of Day field at its default value

7.9. Server Flows

Server Flows combine the previously defined prefilgo an outgoing flow from the Session
Manager to BT Business Voice and an incoming floomf BT Business Voice to the Session
Manager. This configuration ties all the previoushtered information together so that calls can
be routed from the Session Manager to BT Businesseévand vice versa.
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To define a Server Flow for the Session Managesigase toDevice Specific Settings End
Point Flows.
Click on theServer Flowstab.
SelectAdd Flow and enter details in the pop-up menu.
In theFlow Namefield enter a descriptive name for the server ffomthe Session
Manager, in this caseession Managemas used.
In theServer Configuration drop down menu, select the Server defineSention 7.5
for the Session Manager
In theReceived Interfacedrop-down menu, select the external SIP signalhitgyface
defined inSection 7.3 This is the interface that signalling bound foe Session Manager
is received on.
In theSignaling Interface drop-down menu, select the internal SIP signalimerface
defined inSection 7.3 This is the interface that signalling bound foe Session Manager
is sent on.
In theMedia Interface drop-down menu, select the internal media interidefined in
Section 7.3 This is the interface that media bound for thes®as Manager is sent on.
In theRouting Profile drop-down menu, select the routing profile of BiisBess Voice
defined inSection 7.6
In theEnd Point Policy Group drop down menu, select the End Point Policy Grinap t
contains the Signalling Rules for the Session Mandegfined infSection 7.8
In theTopology Hiding Profile drop-down menu, select the topology hiding prodie
the Session Manager defined3action 7.7and clickFinish.
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To define a Server Flow for BT Business Voice, gate toDevice Specific Settings End
Point Flows.
Click on theServer Flowstab.
SelectAdd Flow and enter details in the pop-up menu.
In theNamefield enter a descriptive name for the server ffonBT Business Voice, in
this case a generic nameTolink Server was used.
In theServer Configuration drop down menu, select the Server defineSention 7.5
for BT Business Voice
In theReceived Interfacedrop-down menu, select the internal SIP signalimerface
defined inSection 7.3 This is the interface that signalling bound far Business Voice
is received on.
In theSignaling Interface drop-down menu, select the external SIP signalhitgyface
defined inSection 7.3 This is the interface that signalling bound far Business Voice
is sent on.
In theMedia Interface drop-down menu, select the external media intertifined in
Section 7.3 This is the interface that media bound for BT iBess Voice is sent on.
In theRouting Profile drop-down menu, select the routing profile of ession
Manager defined iection 7.6.
In theEnd Point Policy Group drop down menu, select the End Point Policy Grinap t
contains the Signalling Rules for BT Business Valeéined inSection 7.8
In theTopology Hiding Profile drop-down menu, select the topology hiding prodie
the BT Business Voice defined 8ection 7.7and clickFinish.
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The information for all Server Flows is shown osirggle screen on the Avaya SBCE.

8. Configure BT Business Voice Equipment

The configuration of the BT equipment used to supBd Business Voice IP Connect is outside
of the scope of these Application Notes and will In® covered. To obtain further information on
BT equipment and system configuration please coataauthorised BT representative.
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9. Verification Steps

This section provides steps that may be performeetify that the solution is configured
correctly.

1.

From System Managétome tab click onSession Managernd navigate t&ession
Manager  System Status SIP Entity Monitoring . Select the relevant SIP Entity
from the list and observe if tHéonn StatusandLink Status are showing asp.

2.

From the Communication Manager SAT interface riendbmmandtatus trunk n
wheren is a previously configured SIP trunk. Observdlithannels on the trunk group
displayin-servicelidle

status trunk 1

Member Port Service State Mtce Connected Ports

0001/001 TOO0O1 in-servicel/idle no
0001/002 TO0O002 in-servicelidle no
0001/003 TOO003 in-servicel/idle no
0001/004 TO0004 in-servicelidle no
0001/005 TO0O005 in-servicel/idle no
0001/006 TOO006 in-servicelidle no
0001/007 TOO0OO7 in-servicel/idle no
0001/008 TOO008 in-servicelidle no
0001/009 TOO0O09 in-servicel/idle no
0001/010 TO0010 in-servicel/idle no

TRUNK GROUP STATUS

Busy

3. Verify that endpoints at the enterprise site cat@lcalls to the PSTN and that the call
remains active.
4. Verify that endpoints at the enterprise site caringe calls from the PSTN and that the
call can remain active.
5. Verify that the user on the PSTN can end an acialeby hanging up.
6. Verify that an endpoint at the enterprise site @ad an active call by hanging up.
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7. Should issues arise with the SIP trunk, use theyABBCE trace facility to check that
the OPTIONS requests sent from the Session Manégéne Avaya SBCE to BT
Business Voice are receiving a response.

To define the trace, navigateDevice Specific Settings Advanced Options
Troubleshooting  Trace in the main menu on the left hand side and séted®acket
Capture tab.
- Select the SIP Trunk interface from tierface drop down menu
Select the signalling interface IP address fronLibeal Addressdrop down menu
Enter the IP address of the Service Provider's 8BieRemote Addresdield or
enter & to capture all traffic
Specify theMaximum Number of Packets to Capture 10000 is shown as an
example
Specify the filename of the resultant pcap filehaCapture Filenamefield
Click on Start Capture

To view the trace, select tiaptures tab and click on the relevant filename in thedistraces.

The trace is viewed as a standard pcap file in $iimek. If the SIP trunk is working correctly, a
SIP response in the form of a 200 OK will be seemfthe Service Provider.
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10. Conclusion

These Application Notes describe the configuratienessary to connect Avaya Aura®
Communication Manager R6.3 as an Evolution SeArealya Aura® Session Manager R6.3 and
Avaya Session Border Controller for Enterprise ToBusiness Voice IP Connect. BT Business
Voice IP Connect is a SIP-based Voice over IP smiyproviding businesses a flexible, cost-
saving alternative to traditional hardwired telephérunks. The service was successfully tested
with a number of observations listedSection 2.2
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product documentation is availablehdtp://support.avaya.com
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