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Application Notes for Configuring Capita Secure
Information Solutions DS3000 with Avaya Aura® Contact
Center R6.3 and Avaya Communication Server 1000E R7.5
using a Lineside E1 Connection — Issue 1.0

Abstract

These Application Notes describe the configuration steps for provisioning Capita Secure
Information Solutions DS3000 to interoperate with Avaya Aura® Contact Center R6.3 and
Avaya Communication Server 1000E R7.5 using a Lineside E1 card.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisioning DS3000 from Capita
Secure Information Solutions to interoperate with Avaya Aura® Contact Center R6.3 connected
to an Avaya Communication Server 1000E R7.5 using the Application Module Link (AML). The
DS3000 is an Integrated Communication Control System that is used by emergency service
customers for answering 999/112 calls and then from the same application using radio
communication (TETRA digital radio or analogue PMR) to pass details to mobile resources.

As a radio dispatch deployment with basic PTN/PSTN the DS3000 acts as an end PBX and
performs call prioritisation and distribution to DS3000 operators as defined by the profile in
which they have logged in to the DS3000 application. In this type of configuration the DS3000
has two primary connections to the Avaya Solution, a TDM connection to a Lineside E1 card on
the Avaya Communication Server 1000E (CS1000E) and a .net connection to the Avaya Aura®
Contact Center. Control of the Lineside E1 agents is achieved via the .net connection to the
Communication Control Toolkit (CCT) module on the Avaya Aura® Contact Center.

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the ability of Capita’s DS3000 operators
logged into the lineside E1 extensions as contact center agents to answer emergency calls
presented to an emergency Control Directory Number (CDN) on the CS1000E. Calls placed to
the emergency CDN are controlled by the contact center and are routed to the DS3000 agents by
passing the caller to the Lineside E1 extensions. Non Automatic Call Distributed (ACD) calls
that are destined for the DS3000 both locally and from the PSTN are routed to the DS3000 over
SIP trunks using Session Manager, note this configuration is described in the Application Notes
titled Application Notes for Configuring Capita Secure Information Solutions DS3000 with
Avaya Aura® Session Manager R6.3.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance testing focuses on various technical testing scenarios to verify
the usage of DS3000 with the Avaya solution. In addition, serviceability tests were also
performed to assess the reliability and accuracy of the joint solution. The testing focused on the
following types of calls:
¢ Login/Logout Agents using DS3000 — Ensure agents can log in and out of the Lineside
E1 channels or lines from the DS3000 Operators console.

¢ ACD calls into the DS3000 Operators — Ensure that ACD calls are correctly routed to
the DS3000 operators.

¢ Hold/transfer and conference functionality for ACD calls - Verify that non ACD calls
can be placed on hold and transferred and conferenced.

¢ (alling to voicemail — Verify that DTMF tones can be sent. Note that Avaya Callpilot
was used as voicemail.

¢ Failover testing - Verify the behaviour of DS3000 application under different simulated
LAN failure conditions on the Avaya platform.

2.2. Test Results

All Test Cases passed except for the following issues.

e Patch MPLR32475 [AAOA: Stuck Contact when Agentl does a consult transfer but
doesn't complete transfer] was required in order to solve an issue with a supervised
transfer not being completed and the CCT not recognising that the call was abandoned.

e  When an ACD call is placed to a DS3000 operator and they transfer to an “incorrect”
extension number the caller is still available but a second attempt at a transfer is not
possible.

e  When an ACD call is placed to a DS3000 operator and they transfer to a “busy”
extension number the caller is still available but a second attempt at a transfer is not
possible.

The following observations were also noted.

e FTTU is set on the Class of service (CLS) of each LinesideE1 TN. FTTU means Flexible
Trunk to Trunk Connections Unrestricted and this creates trunk to trunk connections for
both Conference and Transfer so that when calling in from the PSTN transfer across the
SIP trunk is allowed.

2.3. Support

Support from Avaya is available by visiting the website http://support.avaya.com and a list of
product documentation can be found in Section 11 of these Application Notes. Technical support
for the Capita DS3000 product can be obtained as follows.

o Tel: +44(0)8456 041999

e Email: csis.info@capita.co.uk
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3. Reference Configuration

Figure 1 shows the setup for compliance testing Capita’s DS3000 with Contact Center R6.3,
connecting to the CCT module in order to control agents logged into the Lineside E1 extensions
on the CST1000E. ACD calls are passed through the Lineside E1 card where they can be
answered by the DS3000 operators acting as Contact Center agents.

Avaya Aura® Contact Avaya Aura® System Avaya Callpilot
Centre R6.3 Manager R6.3 R5.0
L 0]
.net connection to CCT|
module on AACC |
-
Capita DS3000 D$3000 DS3000
Lineside E1 connection to Operator 1 Operator 2
AudioCodes Mediant Gateway |
(Part of Capita’s SIP Solution) |
— = -
—
L PSTN Caller
Avaya Communication
Server 1000E R7.5
Figure 1: Connection of Capita DS3000 with Avaya Aura® Contact Center R6.3 and
Avaya Communication Server 1000E R7.5
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4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

Device Description

Versions Tested

Avaya Aura® Contact Center running on an Windows
2008R2 Server

R6.3 (Service Pack 10)

Avaya Communication Server 1000E running on R7.5
CPPM (See Appendix A for Patch details)
R6.3 FP2

Avaya Aura® System Manager running on S8800

[Build 6.3.0.8.5682-6.3.8.1628]

Avaya Call Pilot 600r Server

Avaya Call Pilot Version 5.00.41
Patch Line-up:

CP50041SU08S
CP500508G09C

Avaya 1140 UNIStim Deskphone

UNIStim V0625C8D

Avaya 3904 Digital set

Core Firmware 024
Flash Firmware 094

Capita DS3000 Solution Kit

Release 3.21
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5. Configure Avaya Communication Server 1000E

It is assumed that a fully functioning CS1000E is in place with the necessary licensing and with
an ELAN connection to the Contact Center already in place. For further information on the
configuration of CS1000E please see Section 11 of these Application Notes. “Putty” is used to
administer the CS1000E. Using Putty, open an SSH Session to the Node IP address of the
CS1000E, login to the CS1000E Linux application using the appropriate credentials and type
cslogin (not shown) to gain access to the PBX command line.

Note: A simulated PSTN connection was present on the CS1000E in the form of a Qsig ISDN
connection, the configuration of which is outside the scope of these Application Notes.

5.1. Create Automatic Call Distribution Queue

An Automatic Call Distribution (ACD) queue must be created in order to log in the Lineside E1
agents. Enter overlay 23 to add a new ACD by typing LD 23 at the > prompt. Ensure the
following are set. Note that the default setting is accepted by pressing return at each prompt.

Prompt Response Description

> LD 23 Enter Overlay 23

REQ new new/add

CUST 0 Customer number (default is 0)

TYPE ACD Automatic Call Distribution

ACDN 1650 ACD Number (any unused number)

MAXP 10 Maximum number of persons in the Queue (10)
......... Return until next prompt

NCEW 3200 Night call forward number (call 3200 if out of service)]
......... Return until next prompt

HMSB YES Hold Make Set Busy (Allowed)

......... Return until next prompt

HOML YES Headset Or MSB key Log Out (Allowed)

......... Return until next prompt

NRAC YES Enable Not Ready Activity Codes

Return to end

5.2. Create a Controlled Directory Number to route calls

A Controlled Directory Number (CDN) must be created in order to route emergency calls to the
Lineside E1 agents. Enter overlay 23 to add a new CDN by typing LD 23 at the > prompt.
Ensure the DFDN is set to that of the ACD queue created in Section 5.1. Note that the default
setting is accepted by pressing return at each prompt.

Prompt Response Description

> LD 23 Enter Overlay 23

REQ new new/add

CUST 0 Customer number (default is 0)

TYPE CDN Controlled Directory Number

CDN 6100 ACD Number (any unused number)

......... Return until next prompt

DFDN 1650 Default DN is set to the ACD Queue created in Section 5.2

......... Return until next prompt
Return to end
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5.3. Create Lineside E1 Agents

El lineside card switch settings are as follows:

e Lineside E1,S1:
e Lineside E1, S2:

Set all the dip switches to OFF
Set dip switch 3 to ON and set all the other dip switches to OFF

Lineside E1 Agents are created in overlay 20. For compliance testing three lineside E1 agents
were created and the following TN’s, DN’s and position ID’s were used.

TNB DN POSID
e 40100 3100 1113100
e 40101 3101 1113101
e 40103 3102 1113102
Prompt Response Description
> LD 20 Enter Overlay 20
REQ new new/add
TYPE 500 “500” type set - (used for Lineside E1)
TNB 4 0100 Loop Shelf Card Unit
DN 3100 Private Directory Number (any unused number)
AST YES Associate Set assignment
IAPG 1 Meridian Link Unsolicited Status Message (1 is on)
......... Return until next prompt
CLS UNR Unrestricted (note this was only set for testing purposes)
XFA Transfer Allowed
C6A Conference Allowed
CFXA Call Forward External Allowed
AGTA ACD services for 500 type telephones allowed
DDGA DN display on other set Allowed.
NAMA Name display Allowed
FTTU Trunk to Trunk Connections unrestricted
......... Return until next prompt
AACD YES Associate set (AST) ACD telephone
AACS YES Application acquired set
......... Return until next prompt
FTR ACD 1650 x ACD Queue created in Section 5.1 with Position ID x
FTR OSP 1 Enable answer and disconnect supervision for outgoing calls
FRT ISP 255 Enable hook flash disconnect supervision with flash timer

Return to end
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6. Configuration of Avaya Aura® Contact Center

It is assumed that a fully functioning Contact Center is already in operation and so these
Application Notes do not go through the setup of the Contact Center from the beginning rather
what steps are required in order to ensure that calls are routed to the DS3000 agents and that
DS3000 agents can log in to Lineside E1 extensions and take control. For more information on
the setup and configuration of Contact Center please refer to Section 11 of these Application
Notes.

Login to the Contact Center by opening a web session (not shown) to the Contact Center server
and enter the proper credentials and click on the Login button.

AVAYA Contact Center - Manager About | Change Passwo
Login
User ID H
Passwurd‘
| Login

6.1. Contact Center Configuration
Select Configuration as highlighted below.

AVAyA Contact Center - Manager About | Audit Trail
Launchpad
{©) Contact Center Management @) Configuration
(@)  Access and Partition Management (ﬁ Scripting
(@ Real-Time Reporting (@ Emergency Help
(Z) Historical Reporting {©) outbound
(@ Call Recording and Quality Monitoring (g Multimedia
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A CDN for emergency calls should be added in order to route the emergency calls to the agents.
To add a CDN to the Contact Center click on CDN’s (Route Points) in the left window and
enter the CDN details in the right window ensure that Acquired? is clicked. Note this will be the
same CDN as was created in Section 5.2.

AVAYA Configuration

Server Download Status Launchpad Help
--{Z) AACC63VMPG

D scthvity Codes CDNs (Route Points)
[:I Call Presentation Classes
[ calR i ality Maritori

0 + Manitoring CDNs | T |
L] Contact Types [nizme [riurser Cal Type Aotpired? __|Status
[CJpniss [ _|Capt=sion |g1 [ Local I Eoqured
[CdFormulas orthe U1 10T Lacal ™ Tequred
([ Global Settings Marthfi102 6102 Local ~ acquired
[ Historical Statistics MorthE103 B103 Local = Acouired
[COIVR ACD-DNs Morthii104 E104 Local Ird cquired
[ Phoneset Displays * m]

D Phonesets and “oice Ports
[ Real-time Statistics
D Routes
[ skillzsts
D Threshold Classes
+ % AACC6IVMPG_CCT

+-{Z) AACCS3VMPG_CMM

Click on IVR ACD-DN:s in the left window and enter the ACD number that was created in
Section 5.1.

AVAyA Configuration

Server Download Status Launchpad Help
=--(Z) AACCEIVMPG
DAC‘tiVity Codes IVR ACD-DNs
A call Presentation Classes
D Call Recording and GQuality Monitaring

[CACONs (Route Points)
[ cortact Types Mame Mumber Threshold Class Acouired? Status
CADMSs b Detaut IWRG 993 I'YR_Template [ Mot & couired
D Formulas 1650 1650 IR _Template | Acouired
* |
DPhoneset and “Yoice Ports
[ AReal-time Statistics
D Routes
[ Askilsets
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To add the Lineside E1 extensions click on Phonesets and Voice Ports in the left window. Add
the TN’s that were created in Section 5.3.

AVAyA Configuration

Server Download Status Launchpad Help
=-{Z) AACCE3VMPG
() Activity Codes Phonesets/\Voice Ports

[ call Presentation Classes
[Z Call Recording and Quality Manitoring

(L CDM= (Route Points)

[ contact Types Mame Type Address Channel IR Mame Acquired? |Status
CJomiss p [4-0-10-0 Agert 4-0-10-0 I Boqired
[ Formulas 4-0-10-1 Agert 4-0-10-1 ~ Scquired
(L Global Settings 4-0-10-2 Agent 4.0-10-2 ¥ |Acqired
[ Historical Statistics 95-0-0-F TETT T o4 e
CAWR ACD-Dis 96-0-0-5 Agert 95-0-0-5 ¥ |acqdred
3 i 96-0-0-5 Agert 95-0-0-6 v Acuiredd

i r

D Routes

[ Skillzets

D Threshold Clazses
+ @ AACCG3VMPG_CCT

In order to route the emergency calls to the agents, emergency skillsets must be added. Click on
Skillsets in the left window and enter the information for the skillset in the right window.

AVAYA Configuration
Server Download Status Launchpad G
=-{Z] AACCE3IVMPG
D Activity Codes Skillsets
DCE" Presentation Claszes
DCaII IREBEEIRE) e QUi M g Contact Type Prefix Skillset Mame Default Activity Code Threshold Class Call Age Preference
L1¢oNs (Route Poirts) ¥ [Waice_Mal i Diefauit_Shillzet 00, Shilset_Defautt_Actvity_Code | SHilset_Template First In Qusus
(centact Types MT M_ Diefauit_Shillset 00, Skilset_Defautt_Actvity_Code | Skilset_Template First In Qusus
Caonss Fane Fr_ Default_shilset 00, Skilset_Defaut_Activity_Cade | Skilset_Template First In Gueus
Crormuas _ Scanmed_Documert |50 Dietauit_skilset 00, Skilset_Defautt_Actvity Code | Skilset_Template First In Quels
@ (el el Sl Opene =N Diefanit_Shilzet 00, Skilset_Defautt_Actvity_Code | Skilset_Template First In Qusus
[tistorical Statistics Predictive_Outbound |PR_ Diefaut_Shillzet 00, Skilset_Defautt_tctvity_Code | Shilset_Template First In Queus
DNR A Dutbound OB_ Defaut_Skillset 00, Skilset_Defautt_Activity_Code Skillzet_Template First In Gueus
CaPhoneset Displays Wieh_Communications | vi_ Dafauit_skilset 00, Skilset_Default_Activity_Code | Skilset_Template First In Quieue
mene_sm I Ve (P Etviil EM_ DiefaLit_Shilzet 00, Skilzet_Defautt_Actvity Code | Skilet_Template First In Queus
LRealfime Statistics aice Diefanit_Shilzet 00, Skilset_Defautt_Actvity_Code | Skilset_Template First In Qusus
fr.ies See Ereraopp T, Shleet Dol oty Code SRSl Temples PretTn Cuue
T s oice Mon_EmergCpp 00, Skilset_Defautt_Activity_Code Skillzet_Template First In Gueus
oice Admint 00, Skilzet_Defautt _Activity_Code Skillzet_Template First In Queus
* % E L e HEY " oice Public 00, Skilzet_Defautt_Activity _Code Skillzet_Template First In Guewe
+ (2] AACCEIVMPG_CMIM =
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Activity codes must be added to allow for the not ready reason codes to operate. Click on
Activity Codes in the left window and add the required activity codes in the right window. Note

these activity codes must be 11 or greater as shown below.

AVAYA

Server Download Status
=I--{iZ)} AAC

|_] Call Presentation Classes

[ CONs (Route Paints)

[ contact Types

[CIomss

I:l Formulas

[ Global Settings

[ Historical Statistics

VR ACD-DHs

D Phoneset Displays

I:l Phonesets and “oice Ports

[ Real-time Statistics

D Routes

[ =killsets

I:l Threshold Classes
+ % AACCE3VMPG_CCT

+- {2 AACC63VMPG_CMM

I:I Call Recording and Guality Monitoring

Configuration
Launchpad Help
Activity Codes
ame Murmber Display Mame
b |System_Defaul_2ctivity_Code |0 System_Default_Activity_Code
Skillzet_Default_Activity_Code |00 Skillzet_Default_Activity_Code

Mot_Ready_Default_Reason_Co

oo

Mot_Ready _Default_Reason_Code

MotRdy _Pull_Mode_Default_Cod

oooo

MotRdy_Pull_Mode_Default_Code

Default_ACW 00000 Default_ A0
Comfort_Break 003 Comfort Break
Training 006 Training
Adminiztration o0z Adminiztration
Cther_Break 04 Other Break
Meeting 005 Meeting
Airevave Call 007 Airsvave Call
LT 11 [T

Toilet 12 Toilet

Smoking 13 Smoking
Msking Friends 14 hsking Friends

Once the configuration details are entered, click on Launchpad at the top of the screen, (not
shown), to get back to the start menu.

PG; Reviewed:
SPOC 9/6/2013

Solution & Interoperability Test Lab Application Notes
©2013 Avaya Inc. All Rights Reserved.

11 of 40
DS3000_AACC63




6.2. Contact Center Agents

Select Contact Center Management shown below. All the Agent details are configured in this
section.

AVAyA Contact Center - Manager About | Audit Trail

Launchpad

—

@ S S S|

=

@ G G S S

Contact Center Management Configuration

=
-

Access and Partition Management Scripting

Real-Time Reporting Emergency Help

-
-

Historical Reporting Outbound

-
=

Call Recording and Quality Monitoring Multimedia

Click on Add highlighted and select new (not shown). Enter a suitable name and Login ID for
the new agent. Ensure that Voice is selected for the Contact Type (not shown) and add the
skillset created in Section 6.1 above. Click on Submit once all the details are entered correctly.

AVA\YA\ Contact Center Management Logged in useri webadmiy
=[] CCM Servers {Supervisors)

=1 (E) AACCEIVMPG

A ) m
[#}- Supervisor Default First Name: User Type: Agent v
“d Agent! TestCT :
= Title: P | DN:
&’ Agent2 TestcT2 e | | ersona

e
,,

- Agent3 TestcT3 Department: | | ACD Queue:

-y Displ Test Language: Engish v

- Disp2 Test2 comment: | ACD Queue Errar:

« Agent Information

Primary Supervisor: ™ | Supervisor PGTest | Call Presentation: | Call_Centre_Administrator |+
Agent Key: l:l Threshold: Agent_Template |
Login Status Logged Out Tn Mame:
» Contact Types
w Skillsets
| skillset Name (2) ~ Contact Type Priority |
Default_skillset Voice ‘ 5 vl
I EmergCpp | ‘Voice ‘ 1 vl |

[Cear] [Sutrmt | [[Create New ] [ Create Many |
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6.3. Creating an Application for emergency routing

All routing changes are done using Orchestration Designer, this allows Applications or Scripts to
be created and associated with a CDN or route point. The download and initial setup of
Orchestration Designer is outside the scope of these Application Notes, for information on the
setup and configuration of Orchestration Designer please refer to Section 11 of these Application
Notes.

A new application was created for the routing of emergency calls and this is associated with the
CDN created on the CS1000E in Section 5.2. Open Orchestration Designer (not shown) and
Connect to CCMA as shown below.

File Edit View Ja
) [® G
Contact Cent = =08
Mot connected to
(Generate Documentation
Synchronization 3
(® Local 52 =
#C 10.52.3.31
A mwava_LAB
*) Synchronization 52 | [21 Problems S
Mo Synchronization Exists
Marne State User Date Modified
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Navigate to Applications in the left window and right click and select New—> Application as
shown below.

1@ Avaya Aura Orchestration Designer,
File Edit View Contact Center Window Help

& @ [

Contact Center &3 =0 = |ml

-

L3 r3'L Application

a"‘" & | Refresh  FS

b‘_J. Fi_Fax_Primary
a'_J. IM_InskantMsg_Primary
E Masker_Script
b‘d MultimediaFlow
l’d Mebwork_Script
a'_J_ OF_Outhound_Primary
b‘.{ PR_Predictive_Primary
&i_ Public
a'_J_ SD_Scanned_Primary
E;_J. SimpleGresting
B SM_SMS_Primary
b‘d WI_Video_Primary

M _Voicemail_Primary

(® Lacal 22 = (|

€ 1052331
€ AvAYA_LAB

*) Synchronization 52 | [21 Problems == |

hln Sunchranizatinn Evick,

Below shows an example of a script used to route calls to a skillset. Once this is completed select
Contact Center and Activate Application as shown below in order to make this active.

=l Avaya Aura Orchestration Designer,

File Edit Wiew ReEyEESaCES Window  Help
(=] W Conneck To CCMA ) [g_\
Conkact Cent Activate Application = @{:_ Emerglpp &4
Deactivate Applicati
& eactivate Application " 1!«"* T ——
g 2Give Ringhack
E IWait 2
E . 4iueue to skillset EmergOpp
E Generate Documentation Ciait 2
IL" Synchronizakion » Ghisconnect
"H TEEHTrE_SCrpE
b’_J. OB _Outbound_Primary
b’_J. PR_Predictive_Primary
&a_ Public
b’_d. SD_Scanned_Primary
&_J. SimpleGreeting
B SM_SMS_Primary
bd ¥I_Video_Primary
bd W1 _Moicemail_Primary
bd WC_Web_Primary
(= Application Yariables [Full Contral] —
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6.3.1. Associate an Application with a CDN

In order to associate an application with a CDN the master script must be opened as shown
below. Double click on Master_Script in the left window. In the main window expand on
Application Manager Data—> CDNs select the required CDN and click on Add as shown
below. Once this is selected a new window Application Chooser opens where the Application
to be associated with this CDN is chosen as is shown below. Click on OK once this is done.

T Avaya Aura Orchestration Designer

File Edit Wiew Contack Center ‘Window Help

: CE@ME:®
Contact Center 52 ‘ = O || emergopp
= = Appications [Full Control] ~ Application Chooser

| Route Configuration:

Avalable Routes: == valid spplications

BB Application Manager Data

. BB cDns

P MulbmediaFlow : (= DNISs

t’i Metwork_Script =1+ Application Yariables

a’i OB _Cuthound_Primary H

b PR_Predictive_Primary = am
o g \[u)vNIicuD < Remaove

ﬁ’i SD_Scanned_Primary

--E“ SimpleGreeting
- $a M_SMS_Primary

i IM_InstantMsg_Primary
14 OB_Outhound_Primary
4 PR_Predictive_Primary
Public

4 S0_Scanned_Primary
1 SM_SMS_Primary

g WI_Video_Primary

i WM _oicemail _Primary

B VI_videa_Primary = B WC_Web_Primary
; b’i WM_Yaoicernai_Primary BB
B i ek Driman e 5---}_“
& Local 2 l =

BT 10.52.3.31
HAC avars_LAB

Default Skillset: | Default_Skillset

(#) Synchronization &2 ‘ B; Problems|
Mo Synchronization Exists
Mame State User Date Modified
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6.4. Configure CCT Users on the Contact Center Server

Navigate to Computer Management, (not shown) and select Users from the left window and
right-click and select New User. Enter a suitable user name and password for this new user.
Click on Create once this user information is entered. Any user that will be created in CCT must

also be added here.

File Action View Help

&8 Computer Management N

=101.x]

&= 7xlc = HE

;‘!a': [;omputer Management (Local) MName | Full Mame | Description | Actions
= '[[’.E System Tools &indministrator Built-in account for administeri _
D Task Schecer frewuser 2l
{2 Event Viewer i Mare Actions »
&2 Shared Folders 4 User name: ITestCT1
£l & Local Users and Groups | | 4 i .
:J Users F| s ITE!St CcT1 n
|| Groups ”i i
@ Perforrnanoe I Description: ITest User for CCT
=y Device Manager i
El {23 Storage i
) 1= Disk Management j Password: I".....".o
ﬁ,} Services and Applications |
Confim password: I"""""|
[ User must change password at nest logan
™ User cannot change password
¥ Password never expires
™ Account is disabled
Help | I Create I Close
4| | i
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6.5. Configuring CCT

It is assumed that the CS1000E information has already been imported into CCT and thus is
beyond the scope of these Application Notes. For further information on CCT and importing
CS1000E information please refer to Section 11 of these Application Notes.

In order to make changes in CCT navigate to configuration from Launchpad as shown below.

AVAyA Contact Center - Manager About | Audit Trail

Launchpad

-

Contact Center Management

=
()

(12 (20 () (22

Configuration

—

@ & G S S

Access and Partition Management

-

Scripting
Real-Time Reporting

=

Emergency Help

-

Historical Reporting

-

OQutbound

—

Call Recording and Quality Monitoring

-

Multimedia

Once in configuration, open the CCT server in the left window and click on Launch CCT
Console in the right window.

AVAyA Configuration

Status

Logged in user:

Server Download

(£ AACCE3VMPG
XA THE

Launchpad

Help

CCT Administration Sel

CCT Administration:
(Z) AACC63VMPG_CMM

CCT Administration URL hitp /AACCEIVIP 5:8081\WebAdmin/

Launch CCT Console
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6.5.1. Add CCT User

To add a new CCT User, right click on Users in the left window and select Add new User, as
shown below.

AVAYA CCT Administration

¢ CCT Users
|Jsars \
o View Details
‘ Login User Hame First Name Last Hame |:|
b Grd AACCHE3IVMPG\TestCT1 | CT1 Agent1 O
P Providers AACCEIVNMPGTestCT2 CT2 agentz O
AACCEIVMPGwypadm CADG User O
AACCE3IVMPG\TestCT3 | CT2 Agent3 O
H o« 4 » » N
4 CCT Users found, displaying 4 CCT Users, Page 1/ 1

Enter the user details. Note these should be the same as those configured in Section 6.4. Open
Address Assignments and include the CDN that was created in Section 5.2.

Note: Any CDN that is used to route calls to Capita agents will also need to be added to the
Address Assignments’.

AVAYA CCT Administration

v Update CCT User

9 User Details

Login User Hame AACCS3VMPG\TestCT1

First Name CT1

Last Name Agentl

0 Address Assignments

Available Resources Assigned Resources
Passive Passive
O Address O Address
¥ 5500 | 6100
O 102 Q@ T 5101
O 6104 © O 6102
[ 7000
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 18 of 40
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Scroll down and open Terminal Assignments. Ensure that the Lineside E1 TN’s that were

created in Section 5.3 are associated with this user as shown below. Click on Save once this is
completed.

AVAYA CCT Administration

H & 4 » » H
o 4 Address found. Page 1/ 1

Terminal Assignments
Users

Available Resources

H o# 4« » W M
3 Address found. Page 1/ 1

Assigned Resources

Passive Passive

Terminal Terminal
O O
] Line 96.0.0.4 | Line 4.0.10.0
O Q|O Line £0.10.1
O Line 96.0.06 @ |O Line 40102

K4/ p B H
3 Terminal found. Page 1/ 1

H M4 |b|mwH
3 Terminal found. Page 1/ 1

Q Terminal Group Assignments
Q Address Group Assignments

@ Agent Assignments

Save
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7. Configuration of AudioCodes Mediant 2000 Gateway

Although the AudioCodes gateway is a third-party product it is a part of Capita’s solution and
must also be configured as a part of this solution. This box is responsible for the connection
between the Avaya Lineside E1 card on the CS1000E and Capita’s SIP stack on the DS3000
Server. Mozilla Firefox is used to configure the AudioCodes mediant VolP Gateway. Open the
web browser and http to the AudioCodes IP address and enter the proper credentials into the
Authentication window as shown below and click OK.

Note: The AudioCodes Mediant 2000 was configured with latest Avaya Aura® Offsite Agent
(AAOA) and so the CAS/E1 configuration should be as defined in AAOA Installation and
Commissioning Guide Release 6.2, see Section 11 for more details on this document.

aJ Connect Eing +
€ > 10,253.144.125 x| (@~
O - ~ | B3 search -
+You Search Images Maps Play YouTube News Gmail Drive Calendar More ~
A faster way to browse the
@
Install Google Chrome|
Authentication Required )
Q A user name and password are being requested by http://10,253,144,125. The site says: "Realm1”
User Name:
Passwiori d:

Google Search I'm Feeling Lucky

Once logged in correctly the following screen is shown. Select Configuration from the left
window and select Full, highlighted below.

{1 audioCodes | ar
&« P 10.253.144.,125 <
p 2 ~ n Search -
ns AniaCnilis e T !.p Sl @ Burn Device Actions - \ii’ Home t- Log off
Ilcmml e _?Sti:znustics ( Mediant 2000 Home Page
Scenarios Search
O Basic - 1 1
*L:Esystem
= oo 5= IIDODOOOOOI' e o
General Information Trunk Status
IP Acldress 10.253.144.125 D Dizable
Subnet Mask 2552552550 © Active - OK
Default Gateway Address 10.253.144 247
Firmware Version 6404 029,008 bt IRl
By ieaTe = ©  LOT {LOF Alarm
Gatewvay Operational State UMLOCKED Q@ AIS Alarm
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Select VoIP-> TDM—->TDM Bus Settings in the left window. Ensure that PCM Law Select is
set to the correct setting (as this compliance testing was done in Europe ALaw was selected).
This will ensure that all traffic from/to DS3000 is processed as A law through the Mediant.

f @ AudioCodes

| cenfiguratian| aintenance hanostics

Scenarios Search

O pasic & Full

il sy stem

=l vorp
| HidWetwork
=DM
SIS e cority
'*L:?PSTN

# ¥ signaling

i media
Eliservices
“’L?Cnntrn\ Metwark
FHsIP Definitions
# @ coders And Prafiles
=G and 1P to IF

TOM Bus Local Reference

1

{ Submit 9 Burn Device Actions ¥ \ﬁ’ Home @/ Help t- Log off
( TDM Bus Settings
- 1
% PCM Law Select ALaw v I
% TDM Bus Clock Source Metwork W
% TDM Bus PSTH Auto FallBack Clock Disable e
% TDM Bus PSTH Auto Clock Reverting Dizable -
% Idle PCM Pattern 213
% ldle ABCD Pattern 0=0F “

Select VoIP—> SIP Definitions=> General Parameters in the left window. Ensure that SIP
Transport Type and SIP UDP Local Port are set to UDP and 5060, as they are required in

Section 7.3.

& AudioCodes

| Configurstion | Maintenance ?[a)ﬁ:sgnnsucs

Scenatios Search

Opasic ©Full

E s ystem
Sli@vare
S Netmork
= tom
“‘r_jSecur\ty
=idpsTH
| signaling
E@madia
Fldservices
I control Network
=LA SIP Definitions
Advanced Parameters
Account Table
Proxy & Registration

*L-?CDders And Profiles
® v and IP to TP

LIRADIUS Accounting Settings

ﬁ Submit 9 Burn Device Actions— w \fj’ Home @/ Help t- Log off
( SIP General Parameters
Bj
w SIP General A
% NAT IP Address 0000
PRACK Mode Supported v
Channel 5elect Mode Cyclic Ascending b
Enable Early Media Enable e
183 Message Behavior Progress b
Session-Expires Time 1]
Minimurn Session-Expires a0
Session Expires Method RelNVITE v
Asserted Identity Mode Disabled v
Fax Signaling Method No Fax e
Detect Fax on Answer Tone Initiate T.38 on Preambls ha
SIP Transport Type upF v
SIP UDP Local Port 5060
SIP TCF Local Part SO060
SIF TLS Local Port 5061
Enable SIPS Disable ha
Enable TCP Cannection Reuse Enahle ¥
TCP Timeout 0
SIP Destination Port 5060 b
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Select VoIP—> SIP Definitions> Advanced Parameters in the left window. Ensure that
Disconnect on Broken Connection is set to No.

?s Aud|oCodes Mediant 2000 \4 Submit @ Burn | Device Actions v | @ Home @I Help 9 Log oft
Configuration| Mairtenance ?Sti:sgnnstics (" ad d
Scenarios Search
S — w General
Opasic & Full ﬁ 1P Security |D\sabla V|
E iy stem Filter Calls to IP [Don't Fiter v
Eﬁ\"‘ﬂp %  Enable Digit Delivery to Tel |D\sabla vl
g:;tmwurk %  Enable Digit Delivery to 1P | Disable v|
. PSTH Alert Timeout [120 |
Sg@peTy QoS Statistics in SIP Release Call | Disable: ~|
Il signaling e
g;‘:f\:iaces r Disconnect on Broken Connection [No ~| I
@ - ontrol Network: Broken Connection Timeout [100 msec] "H]I] |
Bhﬁ_SIP Definitions % Disconnect Call on Silence Detection |Nn vl
| |General Parameters %  silence Detection Perind [sec] ‘12U |
_ladvanced Parameters I \%&  Silence Detection Methad | Packets Count ~|
_J.Accuunt W Enable Fax Re-Routing | Disablz vl
;Proxy & Registration
| lrap1us Accounting Settings + CDR and Debug
@ coders and Profiles CDR Server IF Address | |
ﬁGW and IF to I CDR Report Level |Nane v|

= Mice Daramea tare

Select VoIP->Coders And Profiles—=> Coders in the left window. Ensure that Coder Name is
set to the correct Law. As the compliance testing was done in Europe this was set to G.711A-

Law.
Fa um = o g [ Submit Burn | Device Actions = # Home Help &= | oy off
i ﬂAuleCDdes Mediant 2000 \J., \@; iy \e" y -od
p
-
Status 4 it
Configuration | Malrtenance & Diagnostics
ScEnarios Search
—— et Packetization Time Rate Payload Type Zilence Suppression
Opasic @Full © [Brmadaw v [20 v [64 v f Disabled v
el
Eﬁiyf;em \ =] \ v || ]
o
El@network \ = \ v | |
El@om \ ~ \ ¥ | ]
h’_jSecurity
®idesTy \ = \ 2 |l I C =
FFsignaling \ =] \ s | 0
=
Gnedia ‘ v [ ¥ I ~]
aServlces
®l@ control Network \ ¥ \ v || |
FJs1p Definitions [ v I v [ v v
=l coders and Profiles
: \ > \ | |
Coders
uCDders Group Settings
Tel Profile Settings
_LIP Profile Settings
HGw and 1P to 1P
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Select VoIP->GW and IP to IP-> Trunk Group-> Trunk Group from the left window. Enter
the position ID for the first Lineside E1 Terminal Number (TN) into Phone Number. Note for
compliance testing this is the same number created in Section 5.3. In each trunk group supported
by the gateway set the Phone number for the first channel to the “Position ID” number of the
Terminal Number associated with the channel. For example see Section 5.3 were the Terminal
Number 4-0-10-0 has Position ID 1113100 and number 3100. The position ID is the number
configured into the DS3000 database to ensure consistency with the manner in which the
terminal is identified to the AACC via the CCT interface.

?E AudioCodes R T f Submit 9 Burn Device Actions ¥ @{ Home @x Help t. Loy oft
[ contiguation]| maintenance ?Stié'énosﬁcs ( Trunk Group Table
Seenarios Search hd
&dd Phone Context As Prefix Disable v
O Basic_ @ Full Trunk Group Index =10 %
+\f'_?system
E‘L.:-’_‘DIP Group Index | Fram Trank] To Tronk Channels Phans Number Trunk Groop 1D Tel Profils 10
L Network -
Bl Tom s 1 - 1 v 1-30 1113100 1 1
U s ecurity 2 b A
H@psTn 3 v A
*id signaling
I Media g > >
Sl services 5 v [ ~
Il Control Nstwark
#ils1r Definitions 5 = =
*\dcoders And Profile ¥ ¥ ™
= cw and IP to 1P . = =
=S Trunk Group
_Trunk Group = d d
LITrunk Graup Settings 10 b b
"*M:?Mampulatlons
#(@routing
#JDOTMF and Supplementary
# [ Jpigital Gateway
@ advanced Applications

Select VoIP->GW and IP to IP-> Routing—> General Parameters from the left window.
Ensure that Yes is selected for Replace Empty Destination with B-Channel Phone Number in
the main window. This ensures that the “to” address is valid when SIP calls reach the DS3000.

# coders And Profiles
S Gw and 1P 1o 1P
+L"?Trunk Group
*| i Manipulations
=R outing
lGeneral Parameters
ITel to IP Routing
!IP to Trunk Group Routing

_|alternative Routing Reasons
| IFarward On Busy Trunk
= BDTMF and Supplementary
+lﬁ?D\gital Gateway
FEH advanced applications

Source Manipulation Mode
Max Allowed Packet Lass for alt Routing [%]
Max Allowed Delay for alt Routing [msec]

FROM & PAl (after manipulation] %
20
250

7% | ” Submit Burn Device &ctions - (#% Home Help p—
- ant 2 'y} Log off
£ S AudioCodes Mediar 2000 ¥ e & @ =
=
‘Cnnf\guraﬁnnl Maintenance g[a)li:znnﬂics ( Routing General Parameters
Scenarios Search
w General Parameters
Opasic ©OFull Add Trunk Group 10 as Prefix Mo 5
+'L48y5t5m Add Trunk 10 as Prefix Mo h..*
=\ vo1p Replacs Empty Destination with B-channel Phone Number “fes v I
=l
L_:Natwork Add WP and TOMN to Called Number Na v
S TDM
=y Add NPT and TOM to Calling Nurmber Mo hd
Hid security T = -
Tra IP to Tel Remove Routing Table Prefiz Ma -
L!PSTN
*JS\gnalmg Source IP Address Input _S.IP.antac_tHeader >
@ edia Enable Alt Routing Tel to 1P Disable v
#il services alt Routing Tel to 1P Mode |Bath -
+Iil control Network Alt Routing Tel ta 1P Connectivity Method ICMF Fing v
= s1P Definitions Alt Routing Tel ta IP Keep alive Time 1]
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Select VoIP->GW and IP to IP->Routing—>IP to Trunk Group Routing from the left
window. Note that in the example below 6* and 3* are selected for outgoing calls, this ensures
that all calls beginning with either 3 or 6 will go out the VoIP gateway. This will also ensure that
that the destination test@a.b.c.d is not routable to the trunk group.

/% |

£ & AudioCodes

Mediant 2000

.\4 Submit @Burn

Device Actions -

@ Home

@Help

@ Lag off

o 4

Status
Configuration| Malntenance  Diagnostics

Scenarios

Search

-

O Basic_ @ Full
FFsystern
=@ vote
N etwork
Hd oM
BSecur\tv
HLHpsTH
\liS\gnaling
T Media
i Fgervices
B contral Network
HiFs1r Definitians
®idcoders And Profiles
Ed W and 1P ta 1P
FF Trunk Group
E@Manipulations
Ehﬁ_Routmg
QGenera\ Parameters
Telto IF Routing

Basic Parameter

-

Routing Index
IP To Tel Routing Mode

1-12 -

Route calls before manipulation

Dest. Host Prefix

Source Host Prefix

Dest. Phone Prefix

Source Phone Prefix

Source 1P

Trunk
Group
(5]

IP Profile

Address  |-= s

e

1 0

S

1 0

ol o | w e o e e

_JIP ta Trunk Group Routing I
L_|Alternative Routing Reasons
| |Forward on Busy Trunk
FLFDTMF and Supplementary

A

Select VoIP->GW and IP to IP->Manipulations—> Release Cause Mapping from the left
window. Ensure that 3 is entered for the Q.850 Cause and 500 is entered for the SIP Response.
This will ensure that the DS3000 is able to check for Mediant Gateway availability. Once all the
configuration is completed click on Submit and then Burn at the top of the page.

/% |

{ o AudioCodes

Mediant 2000

ﬁ Subimit @ Burn

Device Actions - |

@ Home

@ Help

S- Lag off

i Status
Configuration | Malntenance & Diagnostics

-

Scenarias Search

O pasic ©Full

HlidpsTH

i signaling

HiBmedia

ﬁSerwces

#lid cantral Netwark

HJs1pP Definitions

® @ caders And Prafiles

Silew and 1P to 1P
ﬁTrunk Group
E‘[i_Mampulatmns

QGensral Settings

_JDest Mumber IP-=Tel

|_IDest Number Tel-»IP

_JCang Mame Ip->Tel

QC&ng Mame Tel-=IP

_JSUurce Number IP-=Tel

QSUurce Number Tel-=IP

_JRedlrect Mumber IP -> Tel

_JIRedirect Nurnber Tel->1P

JPhone Context

|IRelease Cause Mapping I
FSRouting
FUIDTMF and Supplementary

>

Release Cause Mapping from ISDN to SIP

Q650 Cause

| >

SIP Response

500

fr-0 - R - S S, T O VR Y [

11

1z

Release Cause Mapping

5IP Response

from SIP to ISDN

Q.550 Cause
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8. Configure Capita DS3000 Application

The following sections describe the step required to configure the DS3000 application in order to
connect successfully with the Lineside E1 card on the CS1000E.
8.1. Configure the DS3000 extension numbers

Open the DS3000 Client on the DS3000 Client machine. Enter the correct credentials on the
LOGON PAD.

9N Enter PIN To Log On

LOGON PAD

l;-‘_ Remote Desktop Connection v
5]

Sticky Motes

- Administrator
F * ' D53000 Client
i — Documents
‘i&%} Snipping Tool
Pictures

J Calculator
i Music

/) Paint

Computer
Control Panel
Devices and Printers
Default Programs

Help and Support

» Al Programs Run...

B - o =]~ S e
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Click on Resume at the bottom of the screen as highlight.

L DS53000 User Console EI@

. Jan 17 13:29
EN AA.001 2| @) | select User Type

User Type Selection

Select Done at the bottom of the screen as highlighted.

L D53000 User Console EI@

EN Jau?og:m B2 | ) | select Functional Areas

Functional Area Select
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Click on the UpdateDbase button highlighted.

I DS3000 User Console

Jan 17 13:30

EN AA.001

8.1.1. Configure ACD Extensions

%} Failed to Load Resource Groups

Term

Ovrd
Update Fault
Dbase Log

Note that the ACD extensions are already populated in the database and these are configured by
selecting the icon highlighted below.

| ANCIL DPNSS Edensions | User Profiles |

- b CARDS | Unde Edt KeyTex QueueText AcceptType PageNo Qpriority DisplayGroup DisplaySubGroup  Colour§|
- , — g e T T n A e
k. DSl 2 | 510022 [Telephone [ = ][24; Avaya 0 |cRP-16 ~|suBGRP-01 [~ (1. TELE]
- k. RADIO 3 | [Telephone [~ [[1:PAGE13... [+] 0 GRP-3 ~|(suBGRP-01 [ ~][1: TELE]
(| REMOTE 4 | Telephone ~|1:PAGE 13 0 |GRP-18 - |[SUBGRP-32 |~ |[1: TELE]
|, SCREENS 5 |Telephone v |1:PAGE1 3. [~]0 |aRp7 ~|suBGRP-01 [~ |[1: TELE
k. SELCALL 3 [Telephone ~|1:PAGE1@.. [~]0 |GRP-8 ~|suBGRP-32 [~ |[1. TELE
k. SOUNDS 7 | Telephone ~|[1:PAGE 13 0 |sRP3 ~|suBGRP-01 |~ |[1: TELE
|, SYSTEM g |COMB 1142 |[Telephone v |1:PAGE1 3. [~]0 |GRP2 ~|[suBGRP-01 [~ |[3: TELE
| = .. TELEPHONY | €] | EXT 49908 [Telephone v|1:PAGE1@.. [r]0 GRP-3 ~|[suBGRP-01 [+ |[1: TELE
o ACD Parameters 10 | EXT 43909 | Telephone ~|1:PAGE 13 0 GRP-3 - |[SUBGRP-01 |~ |[1: TELE]
o Call Routes 11 | ExT 49910 |Telephone »|[1:PAGE 103 0 |GRP-3 ~|suBGRP-01 [~ |[1: TELE
8 Divert 12 | ExT 49911 [Telephone [ [[1:PAGE1 (3. [»]0 |GRP-3 v |suBGRP-01 [~ |[1: TELE]
i % DPNSS Edensions | 13 | ExT 29912 | Telephone ~|[1:PAGE 13 0 GRP-3 ~|suBGRP-01 |~ |[1: TELE
i GSM Pagers 14 | 50000 |[Telephone  |[24: Avaya 0 |GRP2 ~|suBGRP-01 [~ |[1: TELE
o HandOff Groups 15 [Telephone v |1:PAGE1@.. [r]0 |sRP-2 ~|[suBGRP-01 [+ |[1: TELE
~off PABX Setup 16 [Telephone [~ [1:PAGE1@3... []0 |eRP-2 ~|susGrP-01 [~ (1. TELE]
o Tele Colour Schemes 17 |[Telephone »|[1:PAGE 103 0 |GRP-2 ~|suBGRP-01 [~ |[1: TELE
- Tele Groups 18 [Telephone [+ ][1:PAGE1(3... [] 0 [GRP-2 ~|(SUBGRP-01 [~ [1: TELE]
g Tele Lines 19 | Telephone ~|1:PAGE1B.. [=]0 |aRe-2 ~|suBGRP-01 |~ |[1: TELE
o Tele Pages 20 Telephone »|[1:PAGE 103 0 |GRp2 ~|suBGRP-01 [~ |[1: TELE
k. TETRA 21 [Telephone v|1:PAGE1@.. [r]0 |sRP-2 ~|[suBGRP-01 [+ |[1: TELE
[l USERS el [Telephone [~ |[1:PAGE1(3... [~ [0 |GRP-2 ~ |[suBGRP-01_ |~ 1. TELE
| VIDEO px] | Telephone ~|1:PAGE 13 0 |aRe2 ~|suBGRP-01 [~ |[1: TELE
-k, WEB yo2 [Telephone | [<none> 0 |[GRP-1 ~|[suBGRP-01 [+ |[3: TELE
25 [Telephone [~ [[1:PAGE13... [=] 0 GRP-1 ~|[SUBGRP-01 [ ~|[3: TELE]
% [Telephone [+ |[2:PAGE23 0 |GRR ~|[suBcRP-01 [ +][1. TELE
27 [Telephone v|2PAGE23.. [r]0 |GRP-1 ~|[suBGRP-01 [~ |[1: TELE
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Once selected the window below opens, ensure that the following are selected:
e Position ID (1113100) configured in Section 5.3 for the Extension and CDSExtension
e VTN Controlled for VITNExtensionType
¢ Terminal Position n for AssociatedTerminal where special use below is CDS Personal
(n is DS3000 operator console number in range 1 to 245)
¢ (DS Personal or CDS Pool as required for SpecialUse
Click on OK once completed.

- [y, ANCIL DPNSS Extersions |
k- |, CARDS Undo Edit KeyText QueveText AcceptType PageMo Qpriority DisplayGroup
- |, COASTGUARD 1 # [ rann1a [ [ P | Y o— lwln l=rp_1g -
[l DSl = X =
e 2 | Property Setting P16
- |, RADIO 5 = =
- |, REMOTE 1 KeyTet = =
i1}, SCREENS 5 QueueTert = =
- |, SELCALL c Accept Type Telephone - = =
- ), SOUNDS 5 ] Pagelflo <none> | =5 =
- (J,, SYSTEM E Qpriority 0 = =
- |, TELEPHONY 5 - ||| DisplayGroup GRP-1 5| = =
i ACD Parameters 10 7 | DisplaySubGroup | SUBGRP-01 - = =
- s 4w | fSouschene (3 TELEPHONECOIOURCOMBIATION 3 -E -
- Divert 12 — ExteHSfcn 1113100 = =
g DPNSS Extensions 1 ExtensionUse |Local ‘v = =
;} GSM Pagers 18 GSMLookUp ] %) =
g HandOff Groups 15 ForwardingGroup 255 == =
- PABX Selup 0 tiandOffiode [Disabled ) =
- Tele Colour Schemes = | | CDSExension 1113100 I = =
W Tele Groups = | OpGroups Q (OPGOT.. = =
g Tele Lines 19 VTNE?denslonT‘f'pe VTN Co.ntmlled | =
-of? Tele Pages 20 gssot.:iTLedTenmnal 1;:1['):rr';mal F‘o:mn 1 =l =
-, TETRA 2 peciallse 'erson; - = =
o |, USERS > = =
7|, VIDEO 23 [ QK l l Print | I Cancel l P2 -
(|, WEB [ P =
25 [VINZ I [Telephone [ v [[I: FAGE [ (3. [¥|U [GHP-1 -
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8.1.2. Configure ACD Users

Select USERS-> User Profiles in the left window and select user 1 by clicking the icon
highlighted below.

Note: The Agent Login ID is formed by concatenating two pieces of information so that each
user can have different ACD agent profiles dependant on the operational role. It is recommended
that customers consult with Capita for explanation of configuration options available to assist
with definition of Contact Center and DS3000 data configuration.

Fle Edt Table Help
ba W' 2 d#& D
- k. ANCIL DPNSS Extensions | User Profiles -
b, CARDS Undo FEdit  PinMo Userld Password Insecure User Role LastUserType Friendly Name
- ., COASTGUARD [ i - [a] Engineer |6 EUTDY | Engineer OF 01
-, DSI 2 2 I Engineer > |[8: EUTD1 - | Engineer OF 02
- J. RADIO 3 P dE Engineer ~|[6: EUTD1 ~| Rad & Tele OF 01
|, REMOTE 4 Fa ] Operator ~|[2: RuTn: | Radio OP 01
|, SCREENS 5 25 Operator - |[3: TuTD1 | Telephone OP 01
-1}, SELCALL 5 75 0 Supervisor 1| = [4: SUTD1 ~ | Supenvisor OF D1
- . SOUNDS 7 4R [ SysMar  |[5: MuTO1 v | System Manger
- ), SYSTEM 2 s ] Operator + |[<none> - | USER 008
-1}, TELEPHONY 9 219 [a] Operator v |[<none> | UsER 009
-l TETRA 10 Vi O Operator ~ | [<none> ~| user 010
= USERS | 11 Z | Operator ~[<none> -] UsER 011
+4 Audio Op 12 e ] Operator + |[none> ~| USER 012
Wi Functional Areas 13 213 Operator ~|[<none> - | UsER M3
-4 Operator Groups 14 Pl ] Operator ~ |[<none> +| USER 014
-l Teminal Config 15 2115 i Operator +|[<none> ~| USER 15
16 iz 0 Operator | [none> ~| user o16
17 2117 [ Operater  |[<nane> -|userm7
- 18 i O Operator ~|[<none> -| user 018
- k. VIDEO 19 219 Operator ~|[<none> -] USER 019
I WEB 20 /; 2 O Operator ~|[<none> | useR 20

Note the CDS Agent Name is 111 which correspond to 9(111) which is the configured Agent
Login ID from Section 6.2. Click on OK once completed.

|, COASTGUARD »

-l DSI

k. RADIO

|, REMOTE
|, SCREENS

| SELCALL

|, SOUNDS

. SYSTEM

|l TELEPHONY

- . TETRA

- USERS

44 Audio Op

W Functional Areas

ﬁ Operator Groups

. Terminal Config

Q User Config
@i, User Profiles
& User Types

. VIDEO

-, WEB

P | |- | O |Engneer  [~|&EUTOI_[~]&

Selected Functional Areas
selected_fa_count

LastUser Type

BHRMNEZEZIFIGTERIRIS L @ a0 s wn

B

5
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Select USERS—> User Types from the left window. The user type used in the compliance test
was EUTO01.This user type was already in the database but in order to configure it click on the
icon highlighted below.

7 B
o™ 2 e D
- |, ANCIL DPNSS Extensions | User Profiles | User Types

; t gingUARD Unde Edt Mame SISEngineer TetraSupervisor MiscPrivs TeleSupervisor ﬁnn;mlﬁ‘;}:n
-, DSl 1 / |cutor ] Ehiew AI TPA.. [
- i, RADIO 2 | Rutm Ol £ Bifiew AI TPA. . Ol
1), REMOTE 3 [ Tutor [&] Ehview Al TPA.. [&]
- |, SCREENS 4 /" suTot Llview AITPA... Tl
- |, SELCALL 5 MUTO1 Lhview All TPA..
- |, SOUNDS | EUTO1 £ diew AI TPA. Il
o |, SYSTEM 7 uToe7 Lhview Al TPA.. B
-, TELEPHONY 8 /" uTons Llview AITPA... Tl
- ), TETRA 3 /| uToos Ehiew AI TPA..
=- | USERS | 10 “” uToio @MHTPA, I
20 AudoCp 1  Juton Eview Al TPA.. =]
: g Functional Areas 12 A” utnz %"TPA-— il
- Operator Groups 13 / |utons Ehiew AI TPA..
- Teminal Config 4 Z uTm4 @MHTPA, ]
8, User Corfig 15  utos Ehview Al TPA.. =]
Uses Profles 16 | utoe Lview Al TPA... El
17 / luton Ehview Al TPA.
T VIDED 18 7 |utms Ebview A TPA . o
), WEB 19  utms Eview Al TPA.. [5]
20 7 urozo L Bifiew AL TPA... Il

The resulting window is opened, scroll down to the bottom and note that CDSAgentAffix is set
to 9 which corresponds to the (9)111 agent login ID configured in Section 6.2. Click on OK
once completed.

# Operator Groups IE]
Teminal Corfig “
User Config 15
User Profiles i)
User Types i
|, VIDED i)
-, WEB 13
2 [
2
22
23
24
25 -
5
z
28
23
ki
E]
32
a3
=)
5
£
7
a8
3
40
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9. Verification Steps

The following steps can be taken to ensure that all connections between Capita’s DS3000
Solution and the Avaya Solution are configured correctly.
e Make an ACD call to the DS3000 and verify that the caller can be heard or call the
extension (DN) of the Lineside E1 channel directly such as 3100 in this example.

9.1. Verify that calls can be made to the DS3000

Open the DS3000 Client on the DS3000 Client machine. Enter the correct credentials on the
LOGON PAD.

| Jan 171327 |

AA.001

l;-‘_ Remote Desktop Connection v
5]

Sticky Motes

- Administrator
F * ' D53000 Client
i — Documents
‘i&%} Snipping Tool
Pictures

J Calculator
i Music

/) Paint

Computer
Control Panel
Devices and Printers
Default Programs
Help and Support

» Al Programs Run...

[ Search pragrams and files 2] >

B - o =]~ S e
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Click on Resume at the bottom of the screen as highlight.

L DS53000 User Console EI@

. Jan 17 13:29
EN AA.001 2| @) | select User Type

User Type Selection

Select Done at the bottom of the screen as highlighted.

L D53000 User Console EI@

EN Jau?og:m B2 | ) | select Functional Areas

Functional Area Select
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Click on the Main Scrn button highlighted below.

€ DS2000 User Console [ e |

Jan 17 16:59

e AA.001

Once a call is presented to the Lineside E1 the following screen should appear. Click on the
VTN 1 button highlighted to take the call. Please note that under ACD operation calls will be
auto answered and the agent does not need to touch a key. In this example a direct call was made
from 3206 to 3100 to test the Lineside E1 line 3100.

Jun 28 11:52

More
Pages

3000 3025 3120

CS1000

2 Vol Tone Urgen Pager
Take Call
EE| Radio ﬁ§§| TETRA EE | Terminal é; | ‘Control é| Telephone @ Redial @
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Once the call is taken the following screen appears showing that caller 3206 called.

SR © | 4)
Wl d S g

w38

Active More
Tele CS1000 3000 3025 3120 Pages

H/Set | Alert Mak GSM
Take Call
- ISR EE . = N No R 1
: ‘-‘E':] I UA!"I " = ”[ L:_J “ - )[R0 ) zgf:)::lszsnls =
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10.

Conclusion

These Application Notes describe the configuration steps required for DS3000 from Capita
Secure Information Solutions to successfully interoperate with Avaya Aura® Contact Center
R6.3 and Avaya Communication Server 1000E R7.5 using a Lineside E1 connection. Please
refer to Section 2.2 for test results and observations.

11.

Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.

[1]

Software Input Reference Administration Avaya Communication Server 1000, Release
7.5; Document No. NN43001-611_05.02

Administering Avaya Aura® Session Manager, Doc # 03603324, Issue 1 Release 6.3
Avaya Aura® Contact Center Administration, Doc # NN44400-610, Issue 04.02 Release
6.3

Unified Communications Management Common Services Fundamentals Avaya
Communication Server 1000, Doc # NN43001-116, 05.08

Element Manager System Reference —Administration Avaya Communication Server 1000
Doc # NN43001-632, 05.04

Application Notes for Configuring Capita Secure Information Solutions DS3000 with
Avaya Aura® Session Manager R6.3.

AAOA Installation and Commissioning Guide Release 6.2 NN44400-330 03.02 24
August 2011

Product documentation for DS3000 can be requested from Capita or may be downloaded from
http://'www.capitasecureinformationsolutions.co.uk
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Appendix

List of Linux Patches on Avaya Communication Server 1000E R7.5

[paul@csikpg ~]$ pstat

Product Release: 7.50.17.00

In system patches: 1

PATCH# NAME IN_SERVICE DATE SPECINS TYPE RPM

31 p31484_1 Yes 17/01/13 NO FRU ¢s1000-shared-general-7.50.17-00.i386

In System service updates: 31
PATCH# IN_SERVICE DATE  SPECINS REMOVABLE NAME

0 Yes 16/01/13 NO YES ¢s1000-linuxbase-7.50.17.16-13.i386.000

1 Yes 16/01/13 YES YES ¢s1000-baseWeb-7.50.17.16-2.i386.000

2 Yes 16/01/13 NO YES cs1000-patchWeb-7.50.17.16-8.i386.000

3 Yes 17/01/13 NO YES cs1000-shared-pbx-7.50.17.16-1.i386.000

4 Yes 17/01/13 NO YES ¢s1000-kcv-7.50.17.16-1.i386.000

5 Yes 17/01/13 NO yes avaya-cs1000-cnd-4.0.20-00.i386.000

6 Yes 17/01/13 NO YES cs1000-ipsec-7.50.17.16-1.i386.000

7 Yes 17/01/13 NO YES ipsec-tools-0.6.5-14.el5.3_avaya_1.i386.000
8 Yes 17/01/13 NO YES spiritAgent-6.1-1.0.0.108.208.i386.000

9 Yes 17/01/13 NO YES ¢s1000-mscTone-7.50.17.16-1.i386.000

10  Yes 17/01/13 NO yes tzdata-2011h-2.€l15.i386.000

11 Yes 17/01/13 NO YES ¢s1000-pd-7.50.17.16-1.i386.000

12  Yes 17/01/13 NO YES ¢s1000-ncs-7.50.17.16-1.i386.000

13  Yes 17/01/13 NO YES cs1000-EmCentrallLogic-7.50.17.16-2.i386.000
14 Yes 17/01/13 NO YES ¢s1000-cs1000WebService 6-0-7.50.17.16-1.i386.000
15  Yes 17/01/13 NO YES ¢s1000-mscMusc-7.50.17.16-11.i386.000

16  Yes 17/01/13 NO YES ¢s1000-mscAnnc-7.50.17.16-10.i386.000

17  Yes 17/01/13 NO YES cs1000-csoneksvrmgr-7.50.17.16-1.i386.000
18 Yes 17/01/13 NO YES ¢s1000-bcc-7.50.17.16-69.i386.000

19 Yes 17/01/13 NO YES cs1000-csmWeb-7.50.17.16-6.i386.000

20 Yes 17/01/13 NO YES ¢s1000-mscConf-7.50.17.16-1.i386.000

21 Yes 17/01/13 NO YES cs1000-emWeb_6-0-7.50.17.16-34.i386.000
22  Yes 17/01/13 NO YES ¢s1000-Jboss-Quantum-7.50.17.16-30.i386.000

23 Yes 17/01/13 NO YES cs1000-tps-7.50.17.16-24.i386.000

24 Yes 17/01/13 NO YES ¢s1000-sps-7.50.17.16-10.i386.000

25 Yes 17/01/13 NO YES cs1000-ftrpkg-7.50.17.16-11.i386.000

26 Yes 17/01/13 NO YES cs1000-emWebLocal_6-0-7.50.17.16-3.i386.000
27 Yes 17/01/13 NO YES cs1000-dmWeb-7.50.17.16-6.i386.000

28 Yes 17/01/13 NO YES ¢s1000-dbcom-7.50.17.16-1.i386.000

29 Yes 17/01/13 NO YES ¢s1000-vtrk-7.50.17.16-131.i386.001
30 Yes 17/01/13 NO YES cs1000-mscAttn-7.50.17.16-3.i386.000
[paul@csikpg ~1$
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List of Call Server Patches on Avaya Communication Server 1000E R7.5

.mdp issp

VERSION 4121
RELEASE 7
ISSUE 50 Q +

DepList 1: core Issue: 01 (created: 2013-01-11 11:29:20 (est)) ALTERED
IN-SERVICE PEPS

PAT# CR # PATCH REF # NAME DATE FILENAME SPECINS
000 wi00965603 ISS1:10F1 p31618_1 17/01/2013 p31618_1.cpl NO
001 wi01044868 ISS1:10F1 p32261_1 17/01/2013 p32261_1.cpl NO
002 wi01031887 ISS1:10F1 p31814_1 17/01/2013 p31814_l.cpl NO
003 wi01001588 ISS1:10F1 p31976_1 17/01/2013 p31976_1.cpl NO
004 wi00977002 ISS2:10F1 p30786_2 17/01/2013 p30786_2.cpl NO
005 wi01043458 ISS1:10F1 p31712_1 17/01/2013 p31712_1.cpl NO
006 wi01016398 ISS1:10F1 p32019_1 17/01/2013 p32019_1.cpl NO
007 wi01042797 ISS1:10F1 p32089_1 17/01/2013 p32089_1.cpl NO
008 wi01022466 ISS1:10F1 p32205_1 17/01/2013 p32205_1.cpl NO
009 wi00965009 ISS1:10F1 p31600_1 17/01/2013 p31600_1.cpl NO
010 wi01033197 ISS1:10F1 p29818_1 17/01/2013 p29818_1.cpl NO
011 wi01034409 ISS1:10F1 p29708_1 17/01/2013 p29708_1.cpl NO
012 wi01028650 ISS1:10F1 p32188_1 17/01/2013 p32188_1.cpl NO
013 wi01039079 ISS1:10F1 p32210_1 17/01/2013 p32210_1.cpl NO
014 wi00967505 ISS1:10F1 p31491_ 1 17/01/2013 p31491_1.cpl NO
015 wi00971980 ISS1:10F1 p31863_1 17/01/2013 p31863_1.cpl NO
016 wi01041545 ISS1:10F1 p32236_1 17/01/2013 p32236_1.cpl YES
017 wi01039099 ISS1:10F1 p32269_1 17/01/2013 p32269_1.cpl NO
018 wi00854469 ISS1:10F1 p30701_1 17/01/2013 p30701_1.cpl NO
019 wi01031571 ISS1:10F1 p32158_1 17/01/2013 p32158_1.cpl NO
020 wi01021598 ISS1:10F1 p32066_1 17/01/2013 p32066_1.cpl NO
021 wi01029486 ISS1:10F1 p32144 1 17/01/2013 p32144_1.cpl NO
022 wi01044828 ISS1:10F1 p31510_1 17/01/2013 p31510_1.cpl NO
023 wi01034452 ISS1:10F1 p31672_1 17/01/2013 p31672_1.cpl NO
024 wi01023570 ISS1:10F1 p32096_1 17/01/2013 p32096_1.cpl NO
025 wi01005653 ISS1:10F1 p31952_1 17/01/2013 p31952_1.cpl NO
026 wi01033893 ISS1:10F1 p32167_1 17/01/2013 p32167_1.cpl NO
027 wi01001911 ISS1:10F1 p31920_1 17/01/2013 p31920_1.cpl NO
028 wi01045924 ISS1:10F1 p32259_1 17/01/2013 p32259_1.cpl NO
029 wi01032447 ISS1:10F1 p32160_1 17/01/2013 p32160_1.cpl NO
030 wi01008943 ISS1:10F1 p31382_1 17/01/2013 p31382_1.cpl NO
031 wi01030088 ISS1:10F1 p32148_1 17/01/2013 p32148_1.cpl YES
032 wi01020230 TSISZ2EIOE p32057_2 17/01/2013 p32057_2.cpl YES
033 wi01031640 ISS1:10F1 p31607_1 17/01/2013 p31607_1.cpl YES
034 wi01044026 ISS1:10F1 p32249_1 17/01/2013 p32249_1.cpl NO
035 wi01011113 ISS1:10F1 p32054_1 17/01/2013 p32054_1.cpl NO
036 wi01007604 ISS1:10F1 p31983_1 17/01/2013 p31983_1.cpl NO
037 wi01020587 ISS1:10F1 p32097_1 17/01/2013 p32097_1.cpl NO
038 wi00993743 ISS1:10F1 p31865_1 17/01/2013 p31865_1.cpl NO
039 wi01014835 ISS1:10F1 p32015_1 17/01/2013 p32015_1.cpl NO
040 wi01027609 ISS1:10F1 p31850_1 17/01/2013 p31850_1.cpl NO
041 wi01042755 ISS1:10F1 p31667_1 17/01/2013 p31667_1.cpl NO
042 wi01033550 ISS1:10F1 p31565_1 17/01/2013 p31565_1.cpl NO
043 wi01018064 ISS1:10F1 p32044_1 17/01/2013 p32044_1.cpl NO
044 wi01042548 ISS1:10F1 p32232_1 17/01/2013 p32232_1.cpl NO
045 wi01037234 ISS1:10F1 p32220_1 17/01/2013 p32220_1.cpl NO
046 wi01027702 ISS1:10F1 p32140_1 17/01/2013 p32140_1.cpl NO
047 wi01016303 ISS1:10F1 p32031_1 17/01/2013 p32031_1.cpl NO
048 wi01042791 ISS1:10F1 p32234_1 17/01/2013 p32234_1.cpl NO
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 37 of 40

SPOC 9/6/2013

©2013 Avaya Inc. All Rights Reserved.

DS3000_AACC63




049
050
051
052
053
054
055
056
057
058
059
060
061
062
063
064
065
066
067
068
069
070
071
072
073
074
075
076
077
078
079
080
081
082
083
084
085
086
087
088
089
090
091
092
093
094
095
096
097
098
099
100
101
102
103
104
105
106
107
108
109
110

wi00897279
wi01034420
wi01044293
wi01020752
wi01006063
wi01008505
wi01008106
wi00976951
wi01050993
wi00837538
wi01020959
wi01013144
wi00978818
wi00999802
wi01039170
wi00978892
wi01014478
wi01012423
wi01012229
wi01042118
wi01030651
wi01031825
wi01051024
wi01032794
wi01003896
wi01031512
wi01037848
wi00896319
wi01039486
wi01008188
wi01037022
wi01000796
wi01050057
wi01051786
wi01040096
wi01037975
wi00998328
wi01011078
wi01044600
wi01036339
wi00967507
wi01041007
wi01001938
wi01043882
wi01044873
wi01057299
wi01046101
wi01034774
wi01005927
wi01015780
wi01003861
wi00996889
wi01007960
wi01012638
wi01034779
wi00991907
wi01028950
wi01008316
wi01037773
wi00949136
wi01044845
wi01046277

ISS g
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
LSS g
ISS1:
ISS g
ISS g
ISS1:
LSS g
ISS1:
LSS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
LSS g
ISS1:
LSS g
ISS1:
LSS g
ISS1:
LSS g
ISS1:
LSS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS1:
ISS g
ISS1:
issl:
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS1:

10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
lofl
10F1
10F1
10F1
10F1
10F1
10F1

p31129_1
p31584_1
p32250_1
p32108_1
p31957_1
p31968_1
p31861_1
p30112_1
p32289_1
p30568_1
p32062_1
p31929_1
p31919_1
p31577_1
p32207_1
p31894_1
p32301_1
p26155_1
p31993_1
p32231_1
p32159_1
p31882_1
p32290_1
p31480_1
p31631_1
p32154_1
p32202_1
p31070_1
p32209_1
p32020_1
p32192_1
p31800_1
p32286_1
p32296_1
p32214_1
p32227_1
p31899_1
p31996_1
p32255_1
p32204_1
p31416_1
p32059_1
p31921_1
p32248_1
p31749_1
p32367_1
p32263_1
p32173_1
p31905_1
p32083_1
p32113_1
p31933_1
p31965_1
p32008_1
p32174_1
p31907_1
p31782_1
p32026_1
p31544_1
p31441_1
p31739_1
p32265_1

17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013

p31129_1.
p31584_1.
p32250_1.
p32108_1.
p31957_1.
p31968_1.
p31861_1.
p30112_1.
p32289_1.
p30568_1.
p32062_1.
p31929_1.
p31919_1.
p31577_1.
p32207_1.
p31894_1.
p32301_1.
p26155_1.
p31993_1.
p32231_1.
p32159_1.
p31882_1.
P32290_1.
p31480_1.
p31631_1.
p32154_1.
p32202_1.
p31070_1.
p32209_1.
p32020_1.
p32192_1.
p31800_1.
p32286_1.
p32296_1.
p32214_1.
p32227_1.
p31899_1.
p31996_1.
p32255_1.
p32204_1.
p31416_1.
p32059_1.
p31921_1.
p32248_1.
p31749_1.
p32367_1.
p32263_1.
p32173_1.
p31905_1.
p32083_1.
p32113_1.
p31933_1.
p31965_1.
p32008_1.
p32174_1.
p31907_1.
p31782_1.
p32026_1.
p31544_1.
p31441_1.
p31739_1.
P32265_1.

cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl

NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
YES
NO
NO
NO
NO
NO
NO
NO
NO
NO
NO
YES
NO
NO
YES
NO
YES
NO
NO
YES
NO
YES
NO
NO
YES
NO
NO
NO
YES
YES
NO
NO
NO
NO
NO
NO
YES
NO
NO
NO
NO
NO
NO
YES
NO
NO
NO
NO
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111
112
113
114
115
116
117
118
119
120
121
122
123
124
125

MDP>LAST SUCCESSFUL MDP REFRESH
MDP>USING DEPLIST ZIP FILE DOWNLOADED

wi01037583
wi01010472
WI01018404
wi01043713
wi01040531
wi00897250
wi01042285
wi01020043
wi01006811
wi01038128
wi01003384
wi00967514
wi01039718
wi01003814
wi01003815

ISS g
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:
ISS g
ISS1:

10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1
10F1

p32201_1
p31975_1
p31568_1
p32245_1
p32218_1
p31127_1
p32230_1
p32055_1
p31967_1
p32208_1
p31479_1
p31351_1
p32279_1
p31940_1
p32475_1

17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
17/01/2013
30/07/2013

:2013-01-14 20:19:30(Local

p32201_1.
p31975_1.
p31568_1.
p32245_1.
p32218_1.
p31127_1.
p32230_1.
p32055_1.
p31967_1.
p32208_1.
p31479_1.
p31351_1.
p32279_1.
p31940_1.
p32475_1.

Time)

:2013-01-11 11:29:20(est)

cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl
cpl

NO
NO
NO
YES
NO
NO
YES
NO
YES
NO
NO
NO
YES
NO
NO
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