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Abstract

These Application Notes describe the configuration steps requiredlSiGr telecom EV@
activefor Avaya voice recordeto interoperate with Avaya AugaCommunication Managq
using Avaya Aur® Application Enablement Service®ASC teecom EVQp activefor Avaya
voice recordels a call recording solutiorDuring compliance testingASC telecom EV@®@
voice recordeused the Telephony Services Application Programming Interface from A
Aura® Application Enablement Services to monittateons on Avaya Au@ Communication
Manager, and used théingle Step Conference feature via the Avaya Auwdpplication
Enablement Services Device, Media, and Call Control interface to capture the
associated with the monitored stations for calbrdmg.

Information in these Application Notes has been obtained through DevConnect com
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration used to enable the ASC telecam EVO
activefor Avaya voice recording server to interoperate with Avaya Aura® Communication
Manager, Avaya Aura® Application Enablement Services, and Avaya Aura®oBeVianager.

The EVQp activefor Avaya voice recorder offers various methods of voice recording. For the
purpose of the tests described by these Application Notes, Single Step Conference feature was
used.

2. General Test Approach and Test Results

The gaeral test approach was to validate coroaditrecordingfor call handling scenaricend
recovery from network interruptioRarties involved in calls, clarity of recording and accurate
call times and durations weagsoverified. The resumption of cakcording following outages
of various components of the solution was also checked.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standas#sl intedces pertinent

to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construeahasndorsement by Avaya of the suitability or
compl eteness of a DevConnect memberds solutio

2.1. Interoperability Compliance Testing

Interoperability compliance testing consisted of successiedr and accuratecording of both
monitored and unmonitored &xsions, as well as recovery from failurehefollowing
scenarios:
e Internal callg called/calling party ends call
Call s bet we e n -inmind/cutbdurel dalled Baxtydcalling party ends call
PSTN Calls' inbound/outbound called party/callipgrty ends call
Hold/Retrieve
Supervised/Unsupervised Transfer
Conference
Call Forwarding
Hunt Group Calls
Bridged Appearance answered/placed by bridged appearance
Calls gone to cover
PBX restart recovery
EVOip network recovery
EVOip power outage recover
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2.2. Test Results

All test cases passed successfully with the following observations:

e Ais a monitored station with a bridged appearance of b, b is an unmonitored station and ¢
is an unmonitored statioim a scenario where calls b, and the call is answdren the
bridged appearance of b on A, the call is recorded. Howetwenthe call is placed from
the bridged appearance of b on A to c, the call is not recorded. By way of explanation, the
first call is recorded as the call is answered on a statibbich is monitored regardless of
whether the bridged appearance is ustmvever the second call is not recorded due to
the fact that EV@ uses the calling number to identify whether the call is recavded
not When a call is placed from the bridge appeeeathe calling number of unmonitored
station b is sent.

2.3. Support
Support for EV@p activefor Avaya is available at:
e Phone +49 6021 500D
e Fax +49 6021 5004310
e E-Mail: hg@ascteleamm.com
e Web: http://www.asctelecom.com
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3. Reference Configuration

An Avaya S8800 Server running Avaya Aura® Communication Manager R6.2 serd2g H
endpoints with an Avay G450 Media Gateway was configured along with Avaya Aura®

Session Manager R6.2 hosted on an Avaya S8800 Server providing SIP endpoints. ASC telecom
EVOip activefor Avaya was configured on the same IP network for connection to Avaya Aura®
Application Enakement Services over TSAPI.

Avaya Aura® Session  Avaya Aura® Communication Avaya Aura® Application ASC telecom EVOip Active Avaya G450 Media Gateway
Manager R6.2 & Avaya Manager R6.2 Enablement Services for Avaya
Aura® System Manager R6.2 10.10.16.142 10.10.16.96 10.10.16.75

Simulated
PSTN

Avaya 2420 Digital
Deskphone

Windows Administration
Workstation
running ASC telecom POWERpiay

application Avaya 96xx SIP and H323 Deskphones

Networked
PBX

Avaya Aura® Communication Manager, Avaya Aura® Session Manager and Avaya
Aura® Application Enablement Services with ASC telecontEVOip active for Avaya
Solution
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4. Equipment and Software Validated
The following equipment and &ware were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura®CommunicatiorManager | R6.2 SP4uild R016x.02.0.823:20199
running onAvaya S8800 Server
Avaya Aura® Session Manager running | R6.2 SP3
Avaya S8800 Server
Avaya Aura® Application Enablement | R6.2
Services
Avaya G450 Media Gateway 31.22.0
e MM710 e HW5 FW22
e MM712 e HW7FW14
Avaya 9630 IP Deskphone e H323 S3.1SP5
e SIP 2.6 SP9
Avaya 2420 Digital Deskphone 2420 Rel 6.00 HWT=51H HWV=1
FWV=6
ASC telecom EV(@ activefor Avaya v10.0
ASC telecom POWERay v10.0

5. Configure Avaya Aura® Communication Manager

The configuration and verification operations illustrated in this section were all performed using
the Communication Manage&ystem Administration Termin&bAT). It is assumedhat the

relevant dialplan, hunt groups, stations, trunks and call rohting been configured. The
connection from Communication Manager to Session Manager is not specific to the test
environment and is therefore not detailed below.

The information provided in this section describes the configuration of Communication Manager
for this solution. For all other provisioning information such as installation and configuration,
please refer to the product documentatioSéation 10
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5.1. Configure AEServices

An AEServices link must be established between Communication Manager and Application
Enablement Services. Enter the commelng@nge nodenamesip and entethe nodeéNameand

IP Addressfor Application Enablement Services in this ca8el0.5.96 Take a note of the
procr nodeNameandIP Address, in this casd.0.10.16.142.

change node - names ip Page 1of 2
IP NODE NAMES

Name IP Address

procr 10.10.16.142

CM521 10.10.16.23

Gateway 10.10.16.1

IPbuffer 10.10.16.184

Intuition 10.10.16.51

MedPro 10.10.16.32

Presence 10.10.16.83

RDTT 10.10.16.185

SESMNGR 10.10.16.44

SM1 10.10.16.43

SM61 10.10.16.201

default 0.0.0.0

aesservere2 10.10.16.96

In order for Communication Manager to establish a connectigppiication Enablement
Services, administehe CTI Link as shown belowlsing theadd cti-link next command

specify an availabl€Extensionnumber, set th&ype asADJ-IP, which denotes that this is a link
to an IP connected adjunct, and name the link for easy identification, indtasce, theode
name is used.

add cti  -link next Page 1of 3
CTI LINK
CTI Link: 1
Extension: 5899
Type: ADJ- IP
COR: 1
Name: aesserver62

Using the commandhange ipservices,configure IRServices usindESVCS as theService
Type enter thegprocr node name as noted above asltbeal Node

change ip - services Page 1lof 4
IP SERVICES
Service Enabled Local Local Remote = Remote
Type Node Port Node Port
AESVCS y procr 8765
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OnPage 4 set theAE Services Servemnodename and th@asswordthat Application
Enablement Services will use to authenticate with Communication Manager.

changeip - services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1 aesserver62 Avayapasswordl y in use

5.2. Configure Single Step Conference Stations

EVOip activeusesa pml of stations as recording extensions, these are used to conference into
stations which are configured to have their calls recorded. Enter the coradthathtion next
wherenext is the next available extension based on the dial plan, to add an extSettbe
Security Codeto be the same as thtension, set thelType as 4624 thePort asIP and assign

an identifyingName. Ensure thatP SoftPhoneis set toy. Repeat this according to the number

of extensions required by EV active During the compance test 4 stations were configured
for this purpose, 65006503.

add station next Page 1 of 6
STATION
Extension : 6500 Lock Messages? n BCC: 0
Type: 4624 Security Code: 6500 TN: 1
Port: IP Coverage Path 1: COR:1
Name: Recorder,6500 Coverage Path 2: COos: 1

Hunt - to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message La mp Ext: 6500
Speakerphone: 2 - way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Registration Allowed: default

5.3. Configure SIP Stations for CTI Control

SIP stations must be configurexdbe monitored ¥ EVOip active Usethe commanahange
station xxxx wherexxxx is a SIP extensiorOnPage6, configureType of 3PCC Enabledto
Avaya. For the purposes of the compliance test SIP stations 6002 and 6003 were configured.

change station 6002 Page 6 of 6
STATION
SIP FEATURE OPTIONS
Type of 3PCC Enabled: Avaya
SIP Trunk: aar
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6. Configure Avaya Aura® Application Enablement Services

Server

This section pvidesthe procedure for configuring Application Enablement Services. The
procedures include the following areas:

Launch OAM interface

Administer the Switch Connection

Administer TSAPI Link

Restart TSAPI Service

Obtain Tlink name

AdministerCTI User

Configure port for unencrypted DMCC connection

6.1. Launch OAM Interface

Access the OAM welbased interface of AE Services, in this instance using the URL
https://10.10.16.96~here 10.10.16.96 is the IP Address of AHe Managerant console is
displayed. Logn using the appropriate credentials.

AVAyA Application Enablement Services

Management Console

Please login here:
Username

Password

Copyright @ 2009-2012 Avavya Inc. All Rights Reserved.

RP, Reviewed: Solution & Interoperability Tad ab Application Notes ASCCMSMAES62
3/1/2013 ©2013Avaya Inc. All Rights Reserved.


https://10.10.16.96/

TheWelcome to OAM screen is displayed next.

welcome: User craft
Last login: Tue ©ct 2 15:09:34 2012 from 10.10.16.62
H H H Murnber of prior failed login atternpts: 0
AVAyA Appllcatlon Enablement SeW'CeS HostMame/IP: agsservertz/10,10.16.96
Management Console Server Offer Type: TURNKEY
SW Version: r6-2-0-15-0
Server Date and Time: Fri Oct 5 15:17:18 BST 2012

Home Home | Help | Logout

AE Servic
Communication Manager Welcome to OAM
Interface
Licensing . . A . . .
The AE Services Operations, Administration, and Management {OAM) Web provides you with toals for managing
Maintenance the AE Server. OAM spans the following administrative domains:
Networking * AE Services - Use AE Services to manaage all AE Services that you are licensed to use on the AE Server.
* Communication Manager Interface - Use Communication Manager Interface to manage switch
Security connection and dialplan.
# Licensing - Use Licensing to manage the license server,
Status * Maintenance - Use Maintenance to manage the routine maintenance tasks,
# Metworking - Use Netwarking to manage the network interfaces and ports.
User Management * Security - Use Security to manage Linux user accounts, certificate, host authentication and authorization,

configure Linux-PAM (Pluggable Authentication Modules for Linux) and so on.

Status - Use Status to obtain server status informations.

User Management - Use User Management to manage AE Services users and AE Services user-related
Help resources,

Utilities - Use Utilities to carry out basic connectivity tests.

Help - Use Help to obtain a few tips for using the OAM Help system

Utilities

Depending on your business requirements, these administrative domains can be served by one administrator
for all domains, or a separate administrator for each domain,

Copyright @ 2009-2012 Avaya Inc. All Rights Reserved,

6.2. Administer the Switch Connection

To establiska connection between Communication Manager and AE Services, click
Communication Manager Interface A Switch Connections In the field next téAdd
Connectionentera name, in this cas€M62 and click onAdd Connection.

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

mmunication Manager Switch Connections
Interface

Switch Connections [cmez| i Add Connection I
Dial Plan Processor Ethernet Msg Period Number of Active Connections

Licensin : . . . . .
& 9 Edit Connection | _Edit PE/CLAN 1Ps | Edit H.323 Gatekesper | Delste Connection | _Survivability Hierarchy |
b Maintenance
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The following screen is displayed. Complete the configuration as shown and enter the password
specified inSection 5.1when configuring AESVCS in igservices. ClicikApply when done.

Communication Manager Interface | Switch Connections Home | Help | Logout

b AE Services

- Communication Manager Connection Details - CM62

Interface
Switch Connections Switch Password | ............
Dial Plan Confirm Switch Password [reesesrssese
» Licensing Msg Periad |3D Minutes (1 - 72)
» Maintenance S5l 2
» Networking Processor Ethernst ~
» Security e

» Status
» User Management

b Utilities

» Help

Copyright © 2009-2012 Avaya Inc. All Rights Reserved.

The following screen will be shown displaying the newly added switch connedicEdit
PE/CLAN IPs in order to specify the IP addresspobcr, as noted irsection 5.1

Communication Manager Interface | Switch Connections

Home | Help | Logout
)} AE Services

+ Communication Manager Switch Connections

Interface
Switch Connections Add Connection
Dial Plan

Connection Name

Processor Ethernet

Msg Period Number of Active Connections

} Licensing || & cmes s 20 HD ”
» Maintenance

. Edit Connection I Edit PE/CLAN IPs I Edit H.323 Gatekeeperl Delete Connection I Survivability Hierarchy I
» Networking

» Security
b Status
» User Management

) Utilities

» Help

Copyright @ 2009-2012 Avaya Inc. All Rights Reserved.
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Next toAdd name or IP, enter the IP address of procr as shown belod/ clickAdd name or
IP.

Communication Manager Interface | Switch Connections Home | Help | Logout

n Manager Edit Processor Ethernet IP - CM62
Switch Connections [10.10.16.142] Add/Edit Name or IP |
Ciallelan | vemeorteaddress |  staus |

} Licensing
Brack

» Maintenance

» Metworking

)} Security

» Status

» User Management
) Utilities

» Help

Copyright @ 2009-2012 Avaya Inc. All Rights Reserved.

The following screen will now appear displaying the newly added IP address.

Communication Manager Interface | Switch Connections

Home | Help | Logout

Edit Processor Ethernet IP - CM62

Interface
Switch Connections [totoieaaz | | add/Edit Mame or 1P
BIEl P | vameorteaddress | stws |
} Licensing 10.10.16.142 [[1de |

» Maintenance Back

» Networking

» Security

b Status

» User Management

b Utilities

» Help

Copyright @ 2009-2012 Avaya Inc, All Rights Reserved.
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6.3. Administer TSAPI Link

SelectAE ServicesA TSAPI A TSAPI Links from the left pane. Th€SAPI Links screen is

displayed click Add Link .

AE Services | TSAPI | TSAPI Links

LA
DLG
DMCC
SMS

TSAPI

= TSAPI Links

= TSAPI Properties
TWS

, Communication Manager
Interface

TSAPI Links

[‘add Link | Edit tink | Delete Link |

Configure the TSAPI Link using the newly configur@ditch Connectionasshown below and

click Apply Changes

AE Services | TSAPI | TSAPI Links

AN
DLG
DMCC
SMS

TSAPI
= TSAPI Links
= TSAPI Properties

TWS
Communication Manager

4 Interface

RP, Reviewed:
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Add TSAPI Links
Il vI
ICI"-"IE\E "Il

Switch CTI Link Murmber I 1 "I

Lirk

Switch Connection

ASAI Link Yersion |4 vI
Security | Both LI

Apply Changes I Cancel Changes I
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The screen below will be displayed with instructions to restart the TSAPI ServerAGpk
taking note of the instructions given.

AE Services | TSAPI | TSAPI Links

CLAN Apply Changes to Link
DL warning! Are you sure you want to apply the changes?
These changes can only take effect when the TSAPI server restarts,
DMCC
Please use the Maintenance -> Service Controller page to restart the TSAPI server.
SMS

TSAPI Cancel |

= TSAPI Links
= TSAPI Properties
TWS

Communication Manager

* Interface

The following screen will be displayed showing the TSAPI Link.

AE Services | TSAPI | TSAPI Links Home | Help | Lagout
CVLAN TSAPI Links
DMCe
[y [[evez [ e Bath |
SMS
- add Link | _EditLink | Delste Link |

= TSAPI Links
= TSAPI Properties
TWS

6.4. Restart TSAPI Service

SelectMaintenanceA Service Controller from the left pane, to display tlgervice Controller
screen in the right pane. €tk theTSAPI Service and clickRestart Service.

Maintenance | Service Controller

} AE Services

N Communication Manager Service Controller
Interface

} Licensing

* Maintenance | service  [controller Status

Date Time/NTP Server ™ asal Link Manager Runming
i r i Runnin
Security Database DMCC Service a
[T cuLan service Running
Service Controller .
I bLG servics Running

Server Data .
r Transport Layer Service Running

Networkin )
‘ - M Tsapl service Running

» Security
For status on actual services, please use Status and Control

} Status

} User Management Start I Stop ” Restart Service | Restart AE Server | Restart Linux | Restart Web Server
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6.5. Obtain Tlink Name

SelectSecurity A Security DatabaseA Tlinks from the left pane. Thé&links screen shows a
list of the Tlink names. Locate the Tlink name associated with the relevant switch connection
which would use the name of the switch connection as part of the Tlink name.

Security | Security Database | Tlinks

} AE Services

, Communication Manager Tlinks
Interface

} Licensing Tlirk Matme

b Maintenance ® AvATAR#CMEZ#CSTA#AESSERVERGZ
O AvATA#CMEZ#CSTA-S#AESSERVERS?

r Networking
¥ Security Celete Tlink |
Account Management

Audit

Certificate Management
Enterprise Directary
Host Ad

PAM

Security Database
= Control

CTI Ll=ers

= Devices

= [evice Groups

= Tlinks

= Tlink Groups

= ‘Worktops
Session Timeouts
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6.6. Administer CTI User

In this section a CTI user is configured for the EServer to communicate with Application
Enablement Services. Selétser ManagementhA, User Admin A Add User from the left
pane to display thAdd User screen in the right pane. Enter desired valueb$er I1d,
Common Name Surname, User PasswordandConfirm Password. ForCT User, selectYes
from the dropdown list. Retain the default value in the rémiag fields. ClickApply at the
bottom of the screen (not shown below).

User Management | User Admin | Add User

AE Services

Communication Manager
Interface

Licensing

Maintenance
Networking
Security
Status

* User Management

Service Admin

Add User

Fields marked with * can not be empty.
* User Id Ievn:nip

* Common Mame Iew:uip

* Surname Iew:uip

* User Passward qu-u

* Confirm Password I-nun

Adrmin Mote |
User Admin Avaya Role | Mone =l
= Add User Business Category |
= Change User Password
= List all Users Car License I
= Modify Default Users M Home |
= Search Users
— Css Home |
p Utilities
CT User I“r‘ES "I
» Help
Department Mumber I
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This user should be configured as an unrestricted 8stctSecurityA Security DatabaseA
CTI Users A List All Users from the left pane, click on the radio button beside #e¥ areated
above, in this caseyvoip and clickEdit. Place a tick in the box next tdnrestricted Accessas
shown in the image belowClick Apply Changeswhen done.

Security | Security Database | CTI Users | List All Users

» AE Services
, Communication Manager Edit CTI User
Interface

} Licensing User Profile: User ID

. Cornrnon Marme
» Maintenance

Waorktop Name

» Networking

Unrestricted Access

* Security

Account Management Call Origination/Terrination and Device

Call and Device Control:

m @
= ozl = = A=l = =
(=] o| o a Ol 2. 2.
=] S| 3 = =T o
] m| m m T
14 4| |« 4 P

Status

Audit
Certificate Management Call and Device Monitoring: Device Monitoring
Enterprise Directory Calls On & Device Monitaring
Host &b, Call Manitaring
P
Securlty Database Routing Control: Allow Routing on Listed Devices
= Control | apply Changes I Cancel Changes
@ CTI Users

= List All Users

= Search Users
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6.7. Configure Port for Unencrypted DMCC Connection

Click Networking A Ports, in theDMC C Server Portssection ensure thatnencrypted Port
is Enabled and set tat721 Click Apply Changes (not shown) when done.

~ Networking Encrypted TCF Port |EEEE! & O

AE Service IP (Local IP)

DLG Port TCP Port SETE
Metwork Configure
Ports TSAPI Ports Enabled Disabled
: TSAPI Service Fort 450 G
TCP Settings ervice Po "
- - Local TLIMK Ports
» Security TCP Port Min 1024
» Status TCP Port Max 1039
Unencrypted TLINK Ports
} User Management .
TCP Part Min Jtosa
} Utilities
TCP Port Max Jtoes
» Help
Encrypted TLIMK Ports
TCF Part Min JLoes
TCP Part Max JLos1
DMCC Server Ports Enabled Disabled
Unencrypted Port |4?21 w
Encrypted Port |4?22 "
TR/87 Port k7e3 (ol
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7. Configuration of ASC telecom EVOip active

EVOip activeis installed and commissioned by an ASC teleemmgineer. The following s#ion
describsthe configuration necessary for interfacing with the Avaya components of the solution

The initial EVOip activeconfigurationis administered using an integrated web interface.
Navigate to the URL of the ASC DataManager web interfacdischse
https://10.10.16.75/ADMand enter the appropriate login credentials.

o RN - % T L ~ A o
@ ‘“:—,\ ‘nr_r_ps:mo.m.15.75,|‘Am«1,"| B 7|18 certfi|| 5|42/ X | @ ascpataManager 2.9 5 A A T

Help

File Edit ‘iew Favorites Tools

ASC DataManager

DataManager
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Click Configure A Systemand selecAvayalnterface from theSelect moduledrop down box.

ASC DataManager

= = — [o]
15 ASC DataManager System ®» B B & B B 8 =

@& User Administration
Bl e atioy |Select module: |[Alarm Manager =l

System Alarm Manager

EVOip AP| Server

HEl RIA e| Name Archive Manager Value(s)
) Database Inserter

e Toegd Delete Manager

Channel Gusrd Post Processor

Recording Planner EVOip

Racarding Dacisan Pravia EVOip active

License Server

Recorder Information {4R3

Local Replay Service
@i Archive Client e
D# SDDM Client Selective Data Distribution Manager
ﬁBaclmp Recording Interface Adapter
@ Registry ‘Avayalinterface

ﬁ Information

Dl ASC DataManager System @ B, B & E E ‘,_': c%—»
@& User Administration

EB?Conﬁuuralion
System
EVOip
RIA
BF Auto Tagging
Channel Guard

Select module: |Avayainterface | =

Recording Planner
Recording Decision Previe
Recorder Information (4R3

@& Archive Client

ﬁ SDDM Client

B? Backup

Registry

D# Information
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Expand theCommunicationManager field and enter the procr IP address infheddress of
CLAN field and the Switch Name configuredSection 6.1as theName of switch connection
field.

e

MName

IP address of CLAN

Mame of switch connection

% [10.10.16.142

% [cmez

Expand theAESServerfield and enter thdetails as shown below.
Note: TheUserandPasswordspecified relate to the CTI User configuredSection 66.

=] IP address of AES server ) [10.10.15.95 |
PoriEncrypted Encrypted IP port of AES server & [4722 |
ForntUnencrypted Unencrypted IP port of AES server ﬂ |4?21 |
Secure Encryption enabled ) | Mo |
TrustsStorel ocation Location of cerificate file (leave empty ﬁ |
for default)
User Login username *} |e1mip
Password Login password ) |E1mip123!

Expand theSoftphonesA SoftphoneRange_Gields and enter the first recorder extension as
configured inSection 5.2in theRangeStartfield, in theRangeLenfield, enter the number of
recorders configured.

RegistrationRetryDelay | Delay for retrying failed softphone
registrations (s)

G [1s |

RangeStart First ext number of this range & |55[JD |
Rangelen Length of ext number range ﬂ |5 |
RP, Reviewed: Solution & Interoperability Tad ab Application Notes ASCCMSMAES62
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Expand theRTP field andenter the IP address of th¥@ip activeserver in theRtpTargetlP
andRtcpTargetlP fields.

o
RipTarget! P IP address of RTP stream target & | 10.10.16.75 |
RipBasePort RTP base port & [22222 |
RicpTarget!P IP address of RTCP stream target & | 10.10.16.75 |
RicpBasePort RTCP base port & [22223 |

Click EVOip from theSelect moduledrop down list and exparttie Calldata field. SelectYes
from theEnableCallTaggingdrop down box.

EnableCaliTagging Enables tagging of call related 5] |Yes ﬂ
data. May be disahled ifa CTIC is
used.

SelectEVOip channelsin the left pane and click davVOip Channel 001, enter an extension
number to be recorded by this channel inER&ensionfield, in this cas&00Q Repeathis

configuration against other EVOip Channels according to the other extensions to be recorded.

. . = = = = o
D& ASC DataManager EVOip channels i & BR B B 3 @
@ User Administration _
Bl Configuration ChannelDescription
DO AT NID A NNEL
S m
EVOip O Voip cnannel U0 4RIGMPT3UY
RIA OK EWVQip Channel 003 4R3GMPT3UZ
| ok EWOip Channal 004 4R3GMPTIVI
Auto Tagging
oK EWOip Channel 005 4R3GMPTIVI
S IEDREIE LT oK EV0Oip Channel 008 4RIGMPTAVZ
Recording Plannar OK EWOip Channel 007 4R3GMPTIV3
Recording Decison Pravie| K EVOip Channal 003 4R3GMPT3V4
. | oK EVOip Channsl 008 4R3GMPT3V5
E e o e e oo oo.ooooog T i
D?Archiue Client (YMMDD:HH:mm).
EIaF SDDM Client PackageTimeout Time to wait hefore call packages get finally ¢3| 100 '
D?Backup processed after call end. Unitis 100 ms.
Registry AGCEnable Enable AGC mode. %[ Disabled ==
D?Information _ _
InputType 1 The inputtype ofthis channel. & STATIC_INCOMING (STATIC_INCOMING) = | I”
P The IP address of the input. ﬁ| | v
MacAddress The Mac address ofthe input. ¢3| | |
Extension The Extension ofthe input. ¢}|5000 | '
Availability This channel is physically available Ives j ~
PostCompression Post compression setting. ¢)| disabled j il
< o
Fl | | _.l Check alll Reset] Reset all] Save Conﬁgumtion]
Copyright ASC telecom AG. All rights reserved.
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8. Verification Steps

8.1. Verify Avaya Aura® Communication Manager AESVCS cti-link
Status

Enter the commanstatus aesvcs ctiink and confirm that th&ervice Sate of the ctilink
configured inSection 5.1is established

status aesvcs cti - link

AE SERVICES CTI LINK STATUS
CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no aesserver62 established 238 238

8.2. Verify Avaya Aura® Application Enablement Services Service
Status

Click AE Servicesand verify that th&©MCC ServiceandTSAPI Service StatusareONLINE
and theLicenseMode displaysNORMAL MODE .

CWLAMN AE Services
DLG
IMPORTANT: AE Services must be restarted for administrative changes to fully take effect,
DMCC Changes to the Security Database do not require a restart,
SMS
Service License Mode
TSaPT _—__— __— ———————— —~m—
ASAI Link Manager 7L Running 7L 7L
TWS
. . CVLAM Service OMLINE Running MNORMAL MODE MAA |
Communication Manager - -
Interface DLG Service COFFLIME Running MAA /A |
» Licensing DMCC Service OMNLINE Running NORMAL MODE /A |
. TSAFI Service CMLIME Running MNORMAL MODE MAA |
} Maintenance
Transport Layer Service /A Running /A /A |
b Npatwaorkinn
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8.3. Verify CTI User Status

Using the Application Enablement Services web interface 8iakusA Status and Control
A DMCC Service Summaryconfirm that there is an actigession 1D theUser is that
configured inSection 66 the Application is cmapiApplication which represents the EV®
activeapplication, thd=ar-end Identifier is the IP address assigned to the HY&rtiveserver
in this casel0.10.16.75and the# of Associated Deviceselates to the number of service
obsenrer recorder stations configured, in this case

8.4. Verify ASC telecom EVOip active Channel Monitor Status

Place a call to/from a monitored station, ensurd*@8VERplay Monitoring screerdisplays the
relevantchannektatus.
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