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Abstract

These Application Notes describe the configuration steps required for the CallTech Dali®
Processing Billing system to successfully interoperate with Avaya Aura® Communication
Manager.

CallTech Dali® CDR Processing Billing system is a call accounting software that
interoperates with Avaya Aura® Communication Manager over the TCP/IP protocol. Call
records can be generated for various types of calls. CallTech Dali® collects, and processes the
call records.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

The overall objective of this interoperability compliance test is to verify that the CallTech Dali®
CDR Processing Billing system software can interoperate with Avaya Aura® Communication
Manager R6.3. CallTech Dali® CDR Processing Billing system (herein referred to as Dali)
connects to Avaya Aura® Communication Manager over the local or wide area network using a
CDR link running on the TCP/IP protocol. Avaya Aura® Communication Manager is
configured to send CDR records to Dali using a specific port.

Dali provides traditional call collection, rating, and reporting for any size businesses. Dali can
interface with most telephone systems - in particular, with the Avaya Aura® Communication
Manager - to collect and interpret the detailed records of inbound, outbound, tandem, and
internal telephone calls. Dali then calculates the appropriate charge for local, long distance,
international & special calls and allocates them to responsible parties.

During testing, SIP endpoints were included, the SIP endpoints registered with Avaya Aura®
Session Manager. An assumption is made that Avaya Aura® Session Manager and Avaya
Aura® System Manager are already installed and basic configuration has been performed.

Only steps relevant to this compliance test will be described in this document. In these
Application Notes, the following topics will be described:

e Avaya Aura® Communication Manager — A SIP trunk configuration between Avaya
Aura® Communication Manager and Avaya Aura® Session Manager. A CDR link
configuration on Avaya Aura® Communication Manager.

e Avaya Aura® Session Manager — SIP trunk configuration between Avaya Aura®
Communication Manager and Avaya Aura® Session Manager.

e Dali — A CDR link configuration on Dali.

2. General Test Approach and Test Results

The general test approach was to manually place intra-switch calls, inbound trunk and outbound
trunk calls, transfer, conference, and verify that Dali collects the CDR records, and properly
classifies and reports the attributes of the call.

For serviceability testing, physical and logical links were disabled/re-enabled, Avaya Servers
were reset and Dali was restarted.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance testing included features and serviceability tests. The focus of
the compliance testing was primarily on verifying the interoperability between Dali and
Communication Manager.

2.2. Test Results

All executed test cases passed successfully. Dali successfully collected the CDR records from
Communication Manager via a TCP/IP connection for all types of calls generated including
intra-switch calls, inbound/outbound PSTN trunk calls, inbound/outbound private IP trunk calls,
transferred calls, and conference calls.

For serviceability testing, Dali was able to resume collecting CDR records after failure recovery
including buffered CDR records for calls that were placed during the outages.

2.3. Support
Technical support for Dali can be obtained through the following:

e support@calltechsa.com
e +57(1) 6356535 Ext: 911
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3. Reference Configuration

Figure 1 illustrates a configuration used during the compliance test. For completeness, Avaya
96xx Series SIP IP Telephones on the Avaya S8300D Server and Avaya G450 Media Gateway
side have been registered to Session Manager. These endpoints are included in Figure 1 to
demonstrate calls between the SIP IP telephones that are going through the IP/PRI trunk between
two Communication managers. The solution described herein is also extensible to other Avaya
Servers and Media Gateways.

Note: Avaya S8300D Server with an Avaya G430 Media Gateway was included in the test only
to provide an inter-switch scenario. Thus, there will not be any discussion on configuring Avaya
S8300D Server with an Avaya G430 Media Gateway.
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Figure 1. Test configuration of Dali with Avaya Aura® Communication Manager
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya S8300D Server with Avaya G450 Media Avaya Aura® Communication
Gateway Manager 6.3 (R016x.03.0.124.0) with
Patch 03.0.124.0-21754
Avaya Aura® System Manager 6.3.13
Avaya Aura® Session Manager 6.3.13.0.631304
Avaya S8300D Server with Avaya G430 Media Avaya Aura® Communication
Gateway Manager 6.01 (R015x.02.1.016.4)
Avaya 9600 Series SIP IP Telephone
9620 2.6.12
9641G 6.4.1.25
Avaya 9600 and 96X1 Series H.323 IP Telephone
9620 3.22
9621G 6.23
9650 3.23
CallTech Dali on Windows 8.1 Enterprise | Dali 2.0

5. Configure Avaya Aura® Communication Manager

This section describes the procedure for configuring call detail recording (CDR) in
Communication Manager. These steps are performed through the System Access Terminal
(SAT). These steps describe the procedure used for the Avaya S8300D Server. All steps are the
same for the other Avaya Servers.

Communication Manager will be configured to generate CDR records using TCP/IP to the IP
address of the PC running Dali. For the Avaya S8300D Media Server, the TCP/IP link originates
at the IP address of the local processor (with node-name - “procr”). For the Avaya G650 Media
Gateway, the SIP trunk terminates at the IP address of the CLAN board.
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5.1. Configure CDR

Use the change node-names ip command to create a new node name, for example, calltech.
This node name is associated with the IP Address of the PC running the Dali application. Also,
take note of the node name — “procr”. It will be used in the next step. The “procr” entry on this
form was previously administered.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
[calltech 10.64.101.241]
default 0:,0,0-,0
lprocr 10.64.41.21]
procré6 88
rdtt-1 10.64.40.14
SM-1 10.64.41.42

Use the change ip-services command to define the CDR link to use TCP/IP. To define a
primary CDR link, provide the following information:
e Service Type: “CDRI1” [If needed, a secondary link can be defined by setting Service
Type to CDR2.]

e Local Node: “procr” [For the Avaya G650 Media Gateway set the Local Node to the
node name of the CLAN board.]

e Local Port: “0” [The Local Port is fixed to 0 because Communication Manager initiates
the CDR link.]

e Remote Node: “calltech” [The Remote Node is set to the node name previously defined.]

e Remote Port: “9000” [The Remote Port may be set to a value between 5000 and 64500
inclusive, and must match the listening port configured in Dali.]

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765
[cDR1 procr 0 calltech 9000
CDR2 procr 0 rdtt-1 9005

On Page 3 of the ip-services form, disable the Reliable Session Protocol (RSP) for the CDR link
by setting the Reliable Protocol field to “n”.

change ip-services Page 3 of 4

SESSION LAYER TIMERS

Service Reliable Packet Resp Session Connect SPDU Connectivity
Type Protocol Timer Message Cntr Cntr Timer
CDR1 30 3 3 60
CDR2 v 30 3 3 60
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Enter the change system-parameters cdr command from the SAT to set the parameters for the
type of calls to track and the format of the CDR data. The example below shows the settings
used during the compliance test. Provide the following information:

e CDR Date Format: “month/day”

e Primary Output Format: “customized”

e Primary Output Endpoint: “CDR1”

The remaining parameters define the type of calls that will be recorded and what data will be
included in the record. See reference [2] for a full explanation of each field. The test
configuration used some of the more common fields described below.

e Use Legacy CDR Formats?: “n” [Allows CDR formats to use 4.x CDR formats. If the
field is set to “y”, then CDR formats utilize the 3.x CDR formats.]
e Intra-switch CDR: “y” [Allows call records for internal calls involving specific stations.
Those stations must be specified in the INTRA-SWITCH CDR form.]
e Record Outgoing Calls Only?: “n” [Allows incoming trunk calls to appear in the CDR
records along with the outgoing trunk calls.]
e Outg Trk Call Splitting?: “y” [Allows a separate call record for any portion of an
outgoing call that is transferred or conferenced.]
e Inc Trk Call Splitting?: “y” [Allows a separate call record for any portion of an
incoming call that is transferred or conferenced.]
e Call Account Code Length: “6” [The length may be set to a value between 1 and 15.
However, during the compliance test, “6” was used.]

change system-parameters cdr Page 1 of 1
CDR SYSTEM PARAMETERS

Node Number (Local PBX ID): 1 |CDR Date Format: month/daﬂ
[Primary Output Format: customized [Primary Output Endpoint: CDRI]
Secondary Output Format: Customized Secondary Output Endpoint: CDR2

Use ISDN Layouts? n Enable CDR Storage on Disk? y

Use Enhanced Formats? n Condition Code 'T' For Redirected Calls? n

Wse Legacy CDR Formats? n| Remove # From Called Number? n

Modified Circuit ID Display? n [Intra-switch CDR? Y]

Record Outgoing Calls Only? n [outg Trk Call Splitting? y]

Suppress CDR for Ineffective Call Attempts? n Outg Attd Call Record? n

Disconnect Information in Place of FRL? n Interworking Feat-flag? n

Force Entry of Acct Code for Calls Marked on Toll Analysis Form? n
Calls to Hunt Group - Record: member-ext
Record Called Vector Directory Number Instead of Group or Member? n

Record Agent ID on Incoming? y Record Agent ID on Outgoing? y
[Inc Trk Call Splitting? Y] Inc Attd Call Record? n
Record Non-Call-Assoc TSC? n Call Record Handling Option: warning
Record Call-Assoc TSC? n Digits to Record for Outgoing Calls: dialed
Privacy - Digits to Hide: 0 [CDR Account Code Length: 6|
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If the Intra-switch CDR field is set to “y” on Page 1 of the system-parameters cdr form, then
use the change intra-switch-cdr command to define the extensions that will be subject to call
detail records. In the Assigned Members field, enter the specific extensions whose usage will be
tracked.

Note: Using the Communication Manager firmware (Section 4), it recognized SIP endpoints.
Thus SIP endpoints also need to be included in the INTRA-SWITCH CDR form. The extension
72021 and 72022 are SIP extensions.

change intra-switch-cdr Page 1 of 3
INTRA-SWITCH CDR

Assigned Members: 9 of 1000 administered
Extension Extension Extension Extension
72001
72002
72003
72021
72022

5.2. Configure IP Network Region

This section describes the steps for administering an IP network region in Communication
Manager for communication between Communication Manager and Session Manager. Enter the
change ip-network-region <n> command, where n is a number between 1 and 250 inclusive,
and configure the following:

e Authoritative Domain — Enter the appropriate name for the Authoritative Domain. Set
to the appropriate domain. During the compliance test, the authoritative domain is set to
“avaya.com”.

e Codec Set — Set the codec set number as provisioned in the IP Codec Set form.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: [Authoritative Domain: avaya.com
Name :
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.1p Priority:
Video 802.1lp Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

()}
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5.3. Configure IP Node Name

This section describes the steps for setting IP node name for Session Manager in Communication
Manager. Enter the change node-names ip command, and add a node name for SM-1 (Session
Manager) along with its IP address.

change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
Dali 10.64.43.249
default 0.0.0.0
procr 10.64.41.21]]
procrb6 38
rdtt 10.64.40.14
[sM-1 10.64.41.42|

5.4. Configure SIP Signaling
This section describes the steps for administering a signaling group in Communication Manager
for signaling between Communication Manager and Session Manager. Enter the add signaling-
group <s>command, where s is an available signaling group and configure the following:

e Group Type — Set to “sip”.

e Transport Method — Set to “tls”.
e Near-end Node Name - Set to “procr” as displayed in Section 5.3.
e Far-end Node Name - Set to the “SM-1" configured in Section 5.3.
e Far-end Network Region - Set to the region configured in Section 5.2.
e Far-end Domain - Set to “avaya.com”.
e Direct IP-IP-Audio Connections: Set to “y”
add signaling-group 92 Page 1 of 2
SIGNALING GROUP
Group Number: 92 [Group Type: sip
IMS Enabled? n [Transport Method: tls
Q-SIP? n
IP Video? y Priority Video? y Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n

Near-end Node Name: procr] [Far-end Node Name: SM-1]
Near-end Listen Port: 5061 Far-end Listen Port: 5061
[Far-end Network Region: 1

Far-end Domain:avaya.con]

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload [Direct IP-IP Audio Connections? y]|
Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP-IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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5.5. Configure SIP Trunk

This section describes the steps for administering a trunk group in Communication Manager for

trunking between Communication Manager and Session Manager. Enter the add trunk-group

<t> command, where t is an unallocated trunk group and configure the following:

Group Type — Set the Group Type field to “sip”.

Group Name — Enter a descriptive name.

TAC (Trunk Access Code) — Set to any available trunk access code.

Signaling Group — Set to the Group Number field value configured in Section 5.4.

e Number of Members — Allowed value is between 0 and 255. Set to a value large enough
to accommodate the number of SIP telephone extensions being used.

add trunk-group 92 Page 1 of 21
TRUNK GROUP

Group Number: 92 |Group Type: sip| CDR Reports: y
[Group Name: SM 41 42 COR: 1 TN: 1
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
[Signaling Group: 92
Number of Members: 10

5.6. Configure Uniform Dial Plan

This section describes the steps for administering a uniform dial plan in Communication
Manager. Enter change uniform-dialplan <u>, where u is the uniform-dialplan number. The
following screen shows the Uniform Dial Plan configuration. The 5-digit extension range
starting with 4200x was used for the Avaya S8300D Server with G430 Media Gateway side IP
telephones, and utilized Automatic Alternate Routing (AAR).

change uniform-dialplan 2 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node
Pattern Len Del Digits Net Conv Num
[4200 5 0 aar 1|
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5.7. Configure Automatic Alternate Routing

Enter change aar analysis <a>, where a is the AAR number. Automatic Alternate Routing
(AAR) was used to route calls to the appropriate route pattern. The 5-digit extension range
starting with 42 used the route pattern 10. 4200x extensions are H.323 IP phones in Avaya
S8300D Server with Avaya G430 Media Gateway side. To call these H.323 IP phones from
S8300D Server with Avaya G450 Media Gateway side, route pattern 10 will be used, which is an
ISDN/PRI or IP trunk.

change aar analysis 2 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 3
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
20004 5 5 91 unku n
[4200 5 5 10 aar 0|
33 5 5 91 unku n
415 10 10 92 aar n
50000 5 5 92 unku n
53005 5 5 91 unku n

5.8. Configure Route Pattern

Enter change route-pattern <r>, where r is the route-pattern number. The route pattern 10
routes calls to the trunk group 10, which is either the IP or PRI trunk to Avaya S8300D Server
with Avaya G430 Media Gateway.

change route-pattern 10 Page 1 of 3
Pattern Number: 10 Pattern Name: ToG430
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
L: 10 0 n  user
2: n user
38 n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
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5.9. Configure Off-PBX-Telephone Configuration-Set

SIP endpoints and off-pbx-telephone stations will be automatically created in Communication
manager when users (SIP endpoints) were created in Session Manager.

However, the off-pbx-telephone configuration-set form needs to be modified. Enter change
off-pbx-telephone configuration-set. Disable the CDR for Calls to EC500 Destination? field
by setting it to “n”. Set the CDR for Origination field to “none”.

change off-pbx-telephone configuration-set 1

CONFIGURATION SET:

Configuration Set Description:
Calling Number Style:

Page 1

network

ICDR for Origination:

none

[CDR for Calls to EC500 Destination?

|

Fast Connect on Origination?

Post Connect Dialing Options:

Cellular Voice Mail Detection:

Barge-in Tone?

Calling Number Verification?

Call Appearance Selection for Origination:
Confirmed Answer?

Use Shared Voice Connections for Second Call Answered?
Use Shared Voice Connections for Second Call Initiated?
Provide Forced Local Ringback for EC5007?

Apply Ringback upon Receipt of:

n
dtmf
timed
n

y
primary-first
n

n
n
n
Call-Proceeding

(seconds) :

of

4
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager as provisioned in the
reference configuration. Session Manager is comprised of two functional components: the
Session Manager server and the System Manager server. All SIP call provisioning for Session
Manager is performed through the System Manager Web interface and is then downloaded into
Session Manager.

It is assumed that Session Manager and System Manager have been installed, network

connectivity exists between the two platforms, and following topics are already configured:
e SIP Domains

Locations

SIP Entities

Entity Links

Time Ranges

Routing Policy

Dial Patterns

Manage Element

Applications

Application Sequence

This section only discusses the User Management process to add SIP users that will be used
during the compliance test.
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6.1. Configure SIP Users
Launch a web browser, enter http://<IP address of System Manager> in the URL, and log in
with the appropriate credentials.

_ } Log ol
admin

Administralors Collaboration Environmesnt Backup and Restore
Directory Synchrontzation Communication Manager Bulk Tmport and Export
Groups & Rolos Communication Server 1000 Configurations
Ussr Management Conferoncing Tvents
User Provisioning Rule 1P Office Geogrophic Redundancy
Mecting Exchange Inventory
Messaging Licenses
Prosence Regplscation
Houting Keports
Session Manager Scheduler
Work Assignment Security

Shutdown
Soltware Management

Templates
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During the compliance test, no special users were created for this solution. All users were
created prior to the compliance test. However, steps to configure a user are included.
When adding a new SIP user, use the option to automatically generate the SIP station in
Communication Manager, after adding the new SIP user.

To add new SIP users, Navigate to Home > Users = User management - Manage Users.
Click New (not shown) and provide the following information:
e Identity section
o Last Name — Enter last name of user.
o First Name — Enter first name of user.
o Login Name — Enter extension number@sip domain. The sip domain is defined
as Authoritative Domain in Section 5.2.
o Authentication Type — Verify Basic is selected (default).

Help ?

Manage Users

New User Profile |Commit & Continue| [Commit] {Cancel]

Cancel

Svﬂm_’m . E n Communication Profile Membership Conlacts
Communication Profile

Password Policy User Provisioning Rule «

Usar Provissoning Rule: v

Identity «

* L3st Name: |72021 J

Last Name (Latin Translation): 72021
* First Name: 72021
Frst Name (Latin Translation): 72021

Middle Name:

Descnpbion:

¥ Login Name: |72021Qavaya.com

* Authentication Type:
Passworgd:
Confirm Password:

Locahzed Display Name: |SIP-1

Endpoint Display Name: |SIP-1

CRK; Reviewed: Solution & Interoperability Test Lab Application Notes 15 of 33
SPOC 8/25/2015 ©2015 Avaya Inc. All Rights Reserved. Dali-CM63



e Communication Profile section
o Communication Profile Password — Enter a numeric value used to logon to SIP
telephone.
o Confirm Password — Repeat numeric password
o Verify there is a default entry identified as the Primary profile for the new SIP
user. If an entry does not exist, select New and enter values for the following
required attributes:
= Name — Enter Primary.
= Default — Enter ¥

Help 7
Manage Users P

New User Profile Commit & Continue| [Commit| [Cancel|

Syst P ACLs
tdentity * | vorvostiv | contacts

Communication Profile

Password Policy Communication Profile »

Communication Profile Password: ||u|u |

Confirm Password: [sesses |

o
|Name
L &  Primary
Select : None
* Name: |F’rimar\,-r
Default :
CRK; Reviewed: Solution & Interoperability Test Lab Application Notes 16 of 33
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e Communication Address sub-section
Select New to define a Communication Address for the new SIP user, and provide the
following information.
o Type — Select Avaya SIP using the drop-down menu.
o Fully Qualified Address — Enter same extension number and domain used for
Login Name, created previously.
Click the Add button to save the Communication Address for the new SIP user.

Communication Address =

Type Handle Domain

Mo Records found

Type: Avaya SIP W
m —
Fullgg;rilglseld 72021 @ | gvaya.com b
CRK; Reviewed: Solution & Interoperability Test Lab Application Notes 17 of 33
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Session Manager Profile section

o Primary Session Manager — Select one of the Session Managers from the drop

down list.

o Origination Application Sequence — Select Application Sequence for

Communication Manager from the drop down list.

o Termination Application Sequence — Select Application Sequence for

Communication Manager from the drop down list.

o Home Location — Select a location already defined in the Location form.

Call Routing Settings
* Home Lecation || 41-subnet

¥ Session Manager Profile =

SIP Registration

* Primary Session Manager
SME3

Secondary Session Manager | (None)
Survivability Server | (None)
Max. Simultaneous Devices |1 v

Block Mew Registration When
Maximum Registrations Active?

Application Sequences

Origination Sequence || AppSeqg-CMe32

Termination Sequence || AppSeq-CM63

Conference Factory Set | (None)

Call History Settings

Enable Centralized Call History?

Primary | Secondary | Maximum

7 0 7
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e Endpoi

nt Profile section

@)
©)
@)

0 O O O O

System — Select “Managed Element”, using the drop down menu.

Profile Type — Select “Endpoint”, using the drop down menu.

Use Existing Endpoints - Leave unchecked to automatically create new endpoint
when new user is created. Or else, check the box if endpoint is already defined in
Communication Manager.

Extension - Enter same extension number used in this section.

Template — Select template for type of SIP phone, using the drop down menu
Security Code — Enter numeric value used to logon to SIP telephone.

Port — Verify “IP” is shown for this field.

Voice Mail Number — Enter Pilot Number for Avaya Modular Messaging if
installed. Or else, leave field blank. This feature is not used during the
compliance test.

Delete Endpoint on Unassign of Endpoint from User or on Delete User —
Check the box to automatically delete station when Endpoint Profile is un-
assigned from user.

¥l CM Endpoint Profile =

* System | Element-CMG&3 v

* Profile Type | Endpoint v

Use Existing Endpoints |

* Extension (@ 72021 Endpoint Editor
Template | 9620SIP_DEFAULT_CM_6_3 r
Set Type 9620SIP

Security Code ssssss

Port 1P

Voice Mail Number

Preferred Handle | (Mone) v

Enhanced Callr-Info display for 1-line

phones

Delete Endpoint on Unassign of Endpoint
from User or on Delete User,

Override Endpeint Name and Localized

Mame

Click Commit (not shown) to save definition of the new user.
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The following screen shows the created SIP users during the compliance test.

o+ Moo [ Usens [ User Management [ Manays Users

User Management

Users

i View Edt| O New Z)Duplicate | | 9 Delete

8 3tams O Show Al ¢

Last Nawe First Same Désplay Name

S1P-softciemn

26, S1P-sofchen

Polcam w5000

nr4 a ool

Agent g Agent, 57

admin ey Defauk &dmen istyater
¢ s station 1 17, Station 3

¥ St 51P, Stabon 2
Al“ Stat i.i". Staton 3
Sedect : A, tone

More Actions =

Login Name

T2026@avays. com

QOSTS Moy com
admn
'.;3.'1:-4‘\- o
T2RISevayd Lom

T2023Q avaya.com

Agvanied
Searth
-

Fiter: Enalie

SIF Manidie Last Login

£3,00:24 AN 05100
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7. Configure CallTech Dali® CDR Processing Billing system
This section describes the operation of Dali to receive CDR data from Communication Manager.
Installation of the Dali software was performed by a CallTech engineer prior to the actual
compliance test. In this section, the following topics are discussed:

e Configure Dali

e View Dali CDR report
Note: At the time of testing, the Dali software was in Spanish, an English version was not
available. A CallTech engineer installed the application in Spanish.

7.1. Configure Dali for Avaya Communication Manager
From the Windows 8 system, select Administrador DaliConnect.

e B

Explorador de
archivos

Alarmas y Dali Server, PBXs,
monitoreo extensiones,...

>

Dali Tarifas, Administrador
Bandas,... DaliConnect

DaliConnect Panel de control
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In the Remote Desktop Connection window, select the Activar button.

10.64.41.241 - Remote Desktop Connection _Igl Xl

Configuracion Herramientas Ayuda

>

Configure la conexion con cada una delas plantas
telefonicas de las cuales desea capturar informacion.

Puede capturar informacidn simultanea de una o varias
PBX via: Serial(RS 232) o IP.

por cada una de ellas reguiere un IdDaliConnect, el cual
debe ser autenticado en el paso inicial.
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The Configuracion page is displayed. Select LAN/IP tab, and click NomFomato.

On the following page, click on the Seleccione Driver tab. Select Avaya from the NomSwitch
list on the left pane, and select 68 on the CodFomato of the right pane to select the proper driver.

Select Next (Siguiente).

1. Seleccione el tipo de planta telefénica

CodForrmata | MomFormato | MNumlineas | CarlricT rama | TramaEjernpl | I A|

MomSwitch

Seleccione el Driver para la planta telefdnica.

3COM

ALCATEL

ASTERISE.

BOSCH

Calltech 5.4
CISCO-LUCH
ERICSS0M

a7
E1
62
B6
E7

Drefirnity 11 1 [rull] A=10 [r
Deninity %W 1 [rwall] [Fwall] 4
Definity 113 1 [rwall] [Fwall] [r
Dieninity & 1 [ruil] A=10 [r
IPOFFICE-RO 1 [rall) [rill] H

Cancelar cambios | Guardar cambios |
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From the previous page, click on the Configure Driver tab. Configure each field of the format
under NombreCamp.

Seleccione Driver  Configure Driver |

lIl. Revise el Driver de la planta telefénica. Switch: _ Driver: _
MarnbreCamp | InicioCampa | LongCampa | Condicion | CodFormata o
» ;I 50 14 [rall) [t
Afio il 2 [rall) =t
CodigoCuent 81 ] (] B3
Dia 3 2 [rwall) =t
Digitozkarca 29 20 [tall) ED
DwracionHora 12 1 [tall) (o
Duracionding 13 2 [tall) B3 bl
| << Regresar I

Cancelar cambios | Guardar camhbios |

Noted: A CallTech engineer configured setting up a format type and TCP/IP configuration
prior to the actual test. Please contact CallTech for above configuration issues.
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7.2. View Dali CDR Report
To view the CDR report, launch the DaliConnect icon from the Main menu.

DaliConnect

The next page shows raw data and processed data.

|
10.64.41.21:14345

ldDaliConect: 1 -=Conectado con: 10.64.41.21:14345 AnalizaraSCll...

X

Tramas recibidas

£ >

[T Ocultar tramas E Tramas procesadas. >~

£ >
Driver: AVAYA -- AvayaCM

CRK; Reviewed: Solution & Interoperability Test Lab Application Notes 25 of 33
SPOC 8/25/2015 ©2015 Avaya Inc. All Rights Reserved. Dali-CM63



The next page shows when the call is in process.

10.64.41.

IdDaliConect: 1 ->Conectado con: 10.64.41.21:14345

1:14.
AnalizarASCI...

[T Ocultar tramas

<
Driver: AVAYA -- AvayaCM

X

Tramas recibidas

Tramas procesadas. X

To generate a report using the raw data, select the Alarmas y Monitoreo icon from the main

menu.

\

Alarmasy
monitoreo
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The following page is displayed. Select initial and final dates for report.

Facturar

Facturacion de llamadas telefonicas por demanda

=) Para volver a tarificar seleccione &l rango de fechas v haga
click en “Volver a Facturar’

Facturacion dellamadas telefonicas....

Fecha Inicial: Fecha Final:

4| mayode2015 | 4| mayode2015  » |
27X 23 o1 2 3 X728 023 W o1 2 3
4 5 &6 7 & 5 10 4 5 6 7 & 5 10
11 12 13 14 15 16 17 11 12 13 14 15 16 17
18 1% 20 21 22 23 24 18 1% 20 21 22 23 24
25 26 ZH 28 29 W 3 25 26 ZMH2e 29 W 3
1 2 3 4 & & 7 1 2 3 4 & 6 7
=3 Hoy: 27/05/2015 =3 Hoy: 27/05/2015

Hora Ini{:ial:lﬂ' == | Iﬂ' - Hora Final: |23 = |5~5' -

Walver a Facturar

03:16:33 : Uamadas5Saliertes a Mover: 1
(3:16:33 : Ejecutando Proceso Maovimiento de Llamadas Entrantes....

03:16:34 : MoverLlamadas-> UsarProcMoverllamadas =

03:16:34 : UamadasEntrantes a Mover: 0

03:16:34 : Verficando Sistema Prepago 27/05/2015 3:16: 34 p. m.
03:16:34 : Fin Verficacion Sistema Prepago 27052015 31634 p. m.

(3:16:33 : Rango de fechas a mover entre 277052015 3:.07.00 p. m. y 27/05/2015 3:.07:00 p. m. ~

W
(=] Aplicar tarifas larga distancia, celulares, locales,
ate. Eacturar
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Launch a web browser, enter http://<IP address of Dali/DaliEnterprise/Login.aspx> in the
URL, and log in with the appropriate credentials.

o D herp/ Nocalhost Dald nterprise/ Login.aty P = C || £ DaliEnterprise

-
"
Company: ﬂ‘

Selaccione una Compaiiia v

User Name:

Password:
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Navigate to Reportes = Generar Reportes.

Dali Configuracson Reportes Permisos Ayvda
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Provide the following information on the Reportes page:
e On the right pane, select PBX AVAYA on the Planta field, using the drop-down menu.
e On the top menu, navigate to Reportes - Multiples PBX - Tipos de Llamada (not

shown).

e Select Ver Reporte from the bottom of the right pane

User: dall

Dali Configuracion W Permusos

Uamadas Salentes por Extensdo ©™
Usmadas Salentes por Area y Ex
Uamadas Entrastes por Area
Resumen poc Area

Resumen por Area y Extensidn
Consoldado Salentes por Area
Consoldado Sabentes por Carrier
Ext. y Cod un Regatrar

Uamadas Entrastes por Usuara

Cargoe Usuanos

Usmadas Salentes por Usuano y
B Mitigles Centes
v
B Reportes Especales
< >

Area Todas les areas

i

(IR Todos bs psuarios

Fecha Inical Fecha Fnal
27052015 —_ 27/05/2015

B (=]

“Itocal WINaconal V] intemacionat ¥ Cebdar V] Especal

Ext Inical Ext Fnal
Nussero Costo
Duracon Cestino
Tep

Adiconar Extensones
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The following shows the sample reports.

6.:’[‘?_;)-0

L AL B V6 )

TN PN -
TREN %0 »
ITRECIS WOIe m
TRVN NN -
TRAWN N -
ITRLANE WA -
TR0 NWe =
R0 2000 m
JTRLNE W AWa -
ITRA20M WA m
JTRA0IS AT 00 m
TR0 WAL -
TR NN -
TR0 1101008 =
TR0 MOTHe -
TR0 1100000 m
TR 110400 =
JTRL0E 110U -
TS 11Ot -
T 1IN K. -
RS 1105008 -
JTLAE MW -
TR0 NN =
TN 111100 -
TRLWS NS -
JTRA0S 11200 -
ITRAM 1160 -
TIRAANS 11100t m
TRA2NS 1NV m
ITRAE 11600 -
STCAMS 126 =
TR 1M m
TN 120K -
A0S Nt m
AN M2 -
TN TN -
TTRAANS NITWe -
ITRANS 1130 -
TR NN -
TN 11300 -
TS "R -
ITRANS V1M -
Jroaas Nt m
TR0 1M =

[ 18 [menrepon v| + |

Puats teletinca
Penodo reparte

10 100w v e

PEX AVAYA
mibrcoles, 27 enay 2015 - mibreclan, 37.may. 2014

i
CEEE

§id
§3E§

¥
§§E

BBz nos2858nee

YESRAUABUB T oNewssnvwautie

5§§§§8§§§§§§§§i§§3§§§§i§§§§§§§§

§§§§§3§§§§§§§§§§§§§gg

LR E
1331

ggaaee gEggEs

"0

H

i

H

i

H
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8. Verification Steps
The following steps may be used to verify the configuration:

e Check the CDR status, by running the status cdr command in Communication Manager,
and verify the Link State is “up” and Reason Code is “OK”.

status cdr-link
CDR LINK STATUS

Primary Secondary

Link State: up down
Number of Retries: 999

Date & Time: 2015/05/28 14:36:47 2015/06/03 15:02:30

Forward Seg. No:11 0

Backward Seqg. No: 0 0
CDR Buffer % Full: 0.82 0.00

Reason Code: OK CDR connection is closed

e Make several SIP calls between two Communication Managers, and verify that call
records were collected from Dali.

9. Conclusion

These Application Notes describe the procedures for configuring Dali to collect call detail
records from Avaya Aura® Communication Manager. All executed test cases passed
successfully.

10. References

This section references the Avaya and Dali documentation that are relevant to these Application
Notes.

[1] Administering Avaya Aura® Communication Manager, Document 03-300509, Issue 10
Release 6.3, available at http://support.avaya.com.

[2] Avaya Aura® Communication Manager Feature Description and Implementation, Document
555-245-205, Release 6.3, Issue 12, available at http://support.avaya.com.

The Dali Solution and Product information is available from Dali. Visit
https://www.Dali.com/literature request.html
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