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Application Notes for TeleApps Admin Assist with Avaya
Communication Manager and Avaya Application
Enablement Services - Issue 1.0

Abstract

These Application Notes describe the procedures for configuring TeleApps Admin Assist to
integrate with Avaya Communication Manager and Avaya Application Enablement Services.
TeleApps Admin Assist is a web-based application that assists enterprise and call center
administrators in managing their users.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe a compliance-tested configuration comprised of Avaya
Communication Manager, Avaya Application Enablement Services (AES) and TeleApps Admin
Assist.

TeleApps Admin Assist is a web-based application that assists enterprise and call center
administrators in managing their users. There are two modules in Admin Assist. The first
module, PABX Administration, is useful for administrators who are responsible for managing
enterprise and call center users of an organization. The second module, Call Center
Administration, allows call center supervisors to change their agents’ states from their PC.

TeleApps Admin Assist communicates with Avaya AES using the System Management Service
(SMS) for PABX Administration and Telephony Services Application Programming Interface
(TSAPI) for Call Center Administration. Both SMS and TSAPI Services are provided by the
Avaya AES Server.

Figure 1 illustrates a sample configuration consisting of an Avaya S8300 Server, an Avaya
G350 Media Gateway, an Avaya AES Server, Avaya IP and Digital Telephones and Microsoft
Windows 2003 Server running TeleApps Admin Assist Server software. A PC was also installed
with the TeleApps Admin Assist Client which functions the same way as the web-based Call
Center Administration module. An Avaya C364T-PWR Converged Stackable Switch provides
network connectivity to all the servers and IP telephones.

?‘ 10.1.10.0/24 ) )
406 TeleApps Admin Assist

Windows Client

i

TeleApps Admin Assist |
Microsoft Active Directory

Avaya Application Enablement
Services (AES) Server

Avaya CI64T-PWR Converged
10.1.20.0/24 Stackable Switch / Layer 3 Router
.10 —
P B Do
m Avaya 2420
Avaya 4625SW Avaya 9630 Avaya S8300 Server running  Digital Telephone
IP Telephone IP Telephone  Ayaya Communication Manager x20002
x20001 x20003 in Avaya G350 Media Gateway
Figure 1: Test Configuration
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration

provided:
Equipment Software
Avaya S8300 Server Avaya Communication Manager
5.1.1 (R015x.01.1.415.1)
with Service Pack 1
(01.1.415.1-16402)
Avaya G350 Media Gateway 28.19.0
- MM712AP DCP Media Module HWO04, FW009
Avaya Application Enablement Services 4.2.1 with Patch 1
(r4-2-1-20-5-0)
Avaya 4625SW IP Telephone 2.9 (H.323)
Avaya 9630 IP Telephone 2.0 (H.323)
Avaya 2420 Series Digital Telephone -
Avaya C364T-PWR Converged Stackable Switch 4.5.18
TeleApps Admin Assist 1.0
Microsoft Windows Server 2003 Standard Edition Service Pack 2

3. Configure Avaya Communication Manager

This section provides the procedures for configuring the Computer Telephony Integration (CTI)
links on Avaya Communication Manager. All the configuration changes in Avaya
Communication Manager are performed through the System Access Terminal (SAT) interface.
The highlights in the following screens indicate the values used during the compliance test.

3.1. Configure AES and CTI Links

The Avaya AES server forwards CTI requests, responses, and events between TeleApps Admin
Assist and Avaya Communication Manager. The Avaya AES server communicates with Avaya
Communication Manager over an AES link. Within the AES link, CTI links may be configured
to provide CTI services to CTI applications such as TeleApps Admin Assist. The following steps
demonstrate the configuration of the Avaya Communication Manager side of the AES and CTI
links. See Section 4 for the details of configuring the AES side of the AES and CTI links.

Step

Description

1.

Enter the display system-parameters customer-options command. On Page 3, verify
that Computer Telephony Adjunct Links is set to y. If not, contact an authorized Avaya
account representative to obtain the license.
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Step | Description
display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? n Audible Message Waiting? n

Access Security Gateway (ASG)? n Authorization Codes? y

Analog Trunk Incoming Call ID? n Backup Cluster Automatic Takeover? n

A/D Grp/Sys List Dialing Start at 01? n CAS Branch? n

Answer Supervision by Call Classifier? n CAS Main? n

ARS? y Change COR by FAC? n

ARS/AAR Partitioning? y Computer Telephony Adjunct Links? &

ARS/AAR Dialing without FAC? n Cvg Of Calls Redirected Off-net? n

ASAl Link Core Capabilities? n DCS (Basic)? n

ASAI Link Plus Capabilities? n DCS Call Coverage? n

Async. Transfer Mode (ATM) PNC? n DCS with Rerouting? n

Async. Transfer Mode (ATM) Trunking? n

ATM WAN Spare Processor? n Digital Loss Plan Modification? n

ATMS? n DS1 MSP? n

Attendant Vectoring? n DS1 Echo Cancellation? n

2. | Enter the add cti-link m command, where m is a number between 1 and 64, inclusive.
Enter a valid Extension under the provisioned dial plan in Avaya Communication
Manager, set the Type field to ADJ-IP, and assign a descriptive Name to the CTI link.
add cti-link 1 Page 1 of 3

CT1 LINK
CTI Link: 1
Extension: 29901
Type: |ADJ-IP
COR: 1
Name:

3. | Enter the change node-names ip command. In the compliance-tested configuration, the
IP address of the S8300 Server (shown as procr) was utilized for connectivity to Avaya
AES.
change node-names ip Page 1 of 2

IP NODE NAMES
Name IP Address
default 0.0.0.0
lprocr 10.1.20.10]

4. | Enter the change ip-services command. On Page 1, configure the Service Type field to
AESVCS and the Enabled field to y. The Local Node field should contain the node-
name procr as shown in Step 3. During the compliance test, the default port was utilized
for the Local Port field.
change ip-services Page 1 of 4

IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
IAESVCS y procr 8765
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Step | Description

On Page 4, enter the hostname of the Avaya AES server for the AE Services Server field.
The server name may be obtained by logging in to the Avaya AES server using Secure
Shell (SSH), and running the uname -a command. Enter an alphanumeric password for
the Password field and set the Enabled field to y. The same password will be configured
on the Avaya AES server in Section 4.3 Step 2.

change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: aesl XXXHXXXIXHXXXXHXXXXX Y]
2:
3:

3.2. Configure SAT User Profile

A SAT User Profile specifies which SAT screens may be accessed by the user assigned with the
profile and the type of access to each screen. TeleApps Admin Assist logs in to the SAT using
the SMS Service to modify station records. Thus, a SAT User Profile with the required
permissions is created and assigned to the Admin Assist login account.

Step | Description

1. | Enter the add user-profile n command, where n is the next unused profile number. Enter
a descriptive name for User Profile Name and enable only the category Stations M by
setting the Enbl field to y. In this configuration, the user profile 20 is created.

add user-profile 20 Page 1 of 41
USER PROFILE 20

User Profile Name: Teleapps AdminAssist

This Profile is Disabled? n Shell Access? n
Facility Test Call Notification? n Acknowledgement Required? n
Grant Un-owned Permissions? n Extended Profile? n
Name Cat Enbl Name Cat Enbl

Adjuncts A n Routing and Dial Plan J n

Call Center B n Security K n

Features C n Servers L n

Hardware D n Stations M}y

Hospitality E n System Parameters N n

IP F n Translations O n

Maintenance G n Trunking P n

Measurements and Performance H n Usage Q n

Remote Access I n User Access R n
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3.3. Configure Login Group
Create an Access-Profile Group to correspond to the SAT User Profile created in Section 3.2.

Step

Description

1.

Using a web browser, enter https://<IP address of Avaya Server> to connect to the
Avaya Server being configured and log in using appropriate credentials.

2N https://10.1.20.10/cgi-bin/loginfweblogin - Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

eBack - @ |2] @ ¢ h /,A‘ Search \Sji(Favnrltas @ L-—:'

2ELUAS03

EE&

#‘l-

Address @] httpsifj10,1.20.10jcgi-binflegin/webLogin

v B e

AVAYA

Logon

Logon ID:

_Logon |

Integrated Management
Standard Management Solutions

2001-2008 Avaya Inc, All Rights Reserved.

This Server: [1] s8300-sysB

&] pone

2 S Local intranet

Click Launch Maintenance Web Interface. This will open up the Maintenance Web
Pages in a new window that will allow the user to complete the configuration process.

23l Standard Management Solutions - Microsoft Internet Explorer

Fle Edt view Favorites Tools  Help

Dok -

() E] @ Lh /‘,A‘ Search *Favnrltes & E:_jv :;, = ._] i 3

L ?gr

Address | @] httpsi}f10.1.20. 10fcgi-binfunified

V‘Gn

AVAYA

= Installation Launch Avaya Installation Wizard
The Avava Network Region wizard
allows you to guickly administer
network regions,
cM The Mative Configuration Manager

allows you to administer this system
using a graphically enhanced SaT
applet.

Administration

The Administration Web Interface
allows you to administer this SES
server,

SES
Administration
The Maintenance Web Interface allows

you to maintain, troubleshoot, and
canfigure the server.

Maintenance

The Upgrade Tool allows vou to
upgrade all servers, Survivable
Procsssars, G700 Media Gatsways, and
G350 Media Gateways.

Upgrade

Standard Management Solutions

Help Log Off

2001-2008 Avaya Inc. All Rights Reserved,

Integrated Management

Launch Avaya Installation Wizard

Launch Avaya Network Region
Wizard

Launch Native Configuration
Manager

Launch SES Administration
Interface

Launch Maintenance Web
Interface

Launch Upgrade Tool

@ Done

é \j Localintranet
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Description

From the navigation panel on the left side, click Administrator Accounts. Select Add
Group and click Submit.

3 Administrator Accounts nternst Dxplorer =
i » ™ > — . p
Qu-©Q FHREAG Pows i @ - LSO B ar
Ao | 4] hetps:ff 101 20 0oy binjseidmindrert jo_ndmindeent ~ B

Integrated Management
Maintenance Web Pages

Help Exit
Alarms
Current Alarms

Agent Status
PP Agents

~ R sons
w Administrator Accounts
The Adsrmuilrator Aezaunts wab paged allaw you b add, delets, or clhangs sdesudrator g and Linuz grisipe.
Select Action:
0 add Login
Chrivileged Administrator
O Ungrivileged administrator
(I 5AT Access Only
O Wb Access Only

" Status Summary
Py -

::ru:r Date/ Time O Muderm Access Only

h (D E0R feemce Only

(I CM Messaging Access Only

() Bussiness Partner Login (dadmin)
(Cr Business Partner Craft Login

C Custom Login

O change Login Setect Logn -

) emave Login Sdoct Logn -

DackAlnkack Login Selact Login -
d Growp

O Remave Group Select Grnhp ~

w

& = B 8 Leedintranet

Select Add a new access-profile group and select prof20 from the drop-down box to
correspond to the user-profile created in Section 3.2 Step 1. Click Submit. This
completes the creation of the login group.

23 Administrator Accounts -- Add Group - Microsoft Internet Explorer
@Back - -\J @ @ _/b /'H' Search ‘il'( Favarites {?} E_E:v :‘; ' : i ] ﬁ ‘:'3

Address |@ https:f{10,1.20,10fcgi-binfsecAdmindcent/w_adminaccnt

AVAYA

| Help Exit
LONTIJUFE SEFVEr
Restore Defaults
Eject CD-ROM

Server Upgrades
Manage Software
Make Upgrade Permanent
Boot Partition
Manage Updates
BIOS Upgrade

Data Backup/Restore
Backup Now
Backup History

Schedule Backup
Backup Logs
¥Yiew/Restore Data
Restore History
Format CompactFlash

strator Accounts
Login Account Policy
cChange Password
Login Reports
Modem
Server Access

Integrated Management
Maintenance Web Pages

This Server: [1] s8300-sysB I
A M
— ® Administrator Accounts -- Add Group

This page allows you to add a new access-profile or nan-access-profile Linux group. An access-profile
group is used to control permissions within applications, such as the SAT and the web interface (Web
Access Mask),

Select Action:

Add a new access-profile group: | rof2l v

O Add a new non-access-profile group:

Group Marne:

Group Mumber:

Lsubnic ] concet B

| (500 to sO0OD)

w»

5 ‘g Local intranet:
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3.4. Configure Login
Create a login account for TeleApps Admin Assist to access the SAT using the SMS Service.

Step

Description

1.

From the navigation panel on the left side, click Administrator Accounts. Select Add
Login and SAT Access Only to create a new login account with SAT access privileges
only. Click Submit.

2l Administrator Accounts - Microsoft Internet Explorer

eﬁack L - | @ @ _;\J /."Search S“\?Favor\tes Q:‘l E':- i;’, = ___‘ ﬁ 3 :"",'."'f

Address |ﬁj hitps:/f10.1.20,10/cgi-bin/secAadminAcont/vw_adminAccnt vl e

AVAyA Integrated Management

Maintenance Web Pages
Help Exit This Server: [1] s8300-sysB

Alarms -~ I A
Current Alarms ~ @ Administrator Accounts
Agent Status
SNMP Agents
SNMP Traps The Administratar Accaunts web pages allaw you to add, delete, or change administrator logins and Linux groups.
Filters

_SNMP Test Select Action:
Diagnostics

Restarts

Beta oy [©] add Login

Ping ’

Traceroute O privileged Administrator
Netstat - .
Modem Test O Unprivileged Administrator

Network Time Sync
Server SAT Access Only

Status Summary
Process Status O web Aceess Only
Shutdown Server
Server Date/Time O Madem Access Only
Software Yersion

Server Configuration (O CDR Accass Only
Configure Server
Restore Defaults ) CM Messaging Access Only
Eject CD-ROM

Server Upgrades O Business Partner Login {dadmin}
Manage Software
Make Upgrade Permanent (O Business Partner Craft Lagin
Boot Partition
Manage Updates O Custom Lagin
BIDS Upgrade

Data Backup/Restore =
Backup Now ) change Login | Select Login ¥
Backup History

Schedule Backup O Remove Lagin ‘Select Lagin v|
Backup Logs

¥iew/Restore Data . =
Restore History O Lock/Unlack Lagin ‘ Select Login |

Format CompactFlash
Security © add croup

Administrator Accounts T
LoninAccount Raicy O Remave Group | Select Group "|

Change Password

|2

Login Reports
Modem
Server Access

3
& |

é ‘i Local intranet
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Step

Description

For the field Login name, enter the login to be created. In this configuration, the login
adminassist is created. Configure the other parameters for the login as follows:

e Primary group: users [Limits the permissions of the login]

e Additional groups (profile): prof20 [Select the login group created in Section

33]

e Select type of authentication: Password [Uses a password for authentication.]
e Enter password or key / Re-enter password or key [Define the password]

Click Submit to continue. This completes the configuration of the login.

2 Administrator Accounts - Add Login; SAT Access Only - Microsoft Internet Explorer

eaa(k - \ﬂ IE.] h /-f“ Search \;E(Favnntes & x- ; = _] ﬂ @ 2

»

Address @ hittps:/{10.1.20.10cgi-binfsecAdminAccnt/w_adminAcert

v B o

AVAYA

Help Exit

Alarms A R
Current Alarms o
Agent Status
SNMP Agents

SNMP Traps This page allaws you ta create o login that is intended to have access only ta the Communication Manager System Administration Terminal (SAT) interface.

Filters

SNMP Test
Diagnostics

Restarts Lagiihatne |‘admmass\st |

System Logs

Ping Primary grou

Traceroute varede O susers

Netstat users

Modem Test

Administrator Accounts -- Add Login: SAT Access Only

Network Time Sync additional il A
Server el et thceRl) [ pror20 | You must assign a profile

Status Summary
Process Status
Shutdown Server
Server Date/Time
Software Yersion

Server Configuration
Configure Server
Restore Defaults
Eject CD-ROM

Server Upgrades
Manage Software Home directary [7 me/adminas |
Make Upgrade Permanent —_—
Boot Partition
Manns Hetatee Lok this account O
BIOS Upgrade

Data Backup/Restore Date after which account is [ |
Backup Now disabled-blank to ignore —

Linux shell foptecs/bin/auts |

Backup History (rrrr-MM-D0D)

Schedule Backup

Backup Logs Select type of

Yiew fRestare Data Siheitication Passwm’d
Restore History O AsG: enter key

Format € tFlash
i AL A O AsG! Auto-generate key

Administrator Accounts
Login Account Policy Enter password or key |seneenee | |
Change Password
Login Reports Re-ent dor ki
it i e-enter password or key [ceveesesl ] |
Server Access
Syslog Server Force password/key Oves
License File change on next login

tication File ®no

irewall

Tripwire
Tripwire Commands )

Install Root Certificate Submit || cancel [l Help |
SSH Keys —

wWeb Access Mask v

that has no web access if you
want a login with SAT access
only.

ATh\s shell setting does NOT

disable the "go she SAT
comnrnand for this user,

Integrated Management
Maintenance Web Pages

This Server: [1] sB300-sysB

|

%

€] Dane

) 84 Local intranet
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4. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya Application Enablement Services.
The procedures fall into the following areas:

Administer CTI User

Verify Avaya Application Enablement Services License
Administer Switch Connection

Administer TSAPI link

Administer CTI user permission

Administer SMS Configuration

4.1. Administer CTI User

Step | Description

1. | Launch a web browser and enter https://<IP address of AES server>/MVAP/ to access

2N https://10.1.10.71:B443/MVAP/formsicommon/home. jsp - Microsoft Internet Explorer
Fle Edit Yiew Favorites Tools Help e

Oaa:k ) Iﬂ \E"‘ l /' Search _ Favories {4} - &3 ) ﬁ ‘:‘i

Address | ] https:£f10,1.10,71:8443/MVAR formsfcommar, Jhome.jsp v B ks

Application Enablement Services

Operations Administration and Maintenance
Home vou are here: = Home

CTI OAM Administrati
miwstation | | welcome to OAM
User Management

8 ity Administrati
ecunt R The AE Services Operations, Administration, and Management (OAM) Webh provides you with tools

for managing the AE Server. OAM spans the following administrative domains:

« CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the AE Serwer.

s User Management - Use User Management to manage AE Services users and AE Services
user-related resources,

s Security administration - Use Security administration to manage Linux user accounts and
configure Linux-PaM (Pluggable suthentication Modules for Linux)

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain,

a Inc. all Rights R

&] Done 2| & Local inkranet

the AES OAM web based interface. Log in to AES OAM using an administrative login
and password (not shown), and the Welcome To OAM screen will be displayed.
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Step | Description

2. | Click User Management, then User Management > Add User in the left pane. Specify a
value for User 1d, Common Name, Surname, User Password and Confirm Password.
Set CT User to Yes. Use the values for User Id and User Password to configure
TeleApps Admin Assist in Section 5.2 Step 1 to access the TSAPI Service on the AES
server. Scroll down to the bottom of the page and click Apply (not shown).

3 Add User - Microsoft Internet Explorer

File Edit View Favorites Tools  Help

Qe - ) [%] [ 10| Osewch §pFavaies &) (- g = 6 & 3

Address @ https:/f10.1.10.71/MVAP factionfuser /precreateuser.do

VEGD

Application Enablement Services
Operations Administration and Maintenance

® 040 Home ®Halp @Logout

You are here: > User Management = Add User

User Management Home

User Management
= Add User

List all Users
SGliHcE Fields marked with * can not be empty.
Search Users

| Modify Defsult User * Usar Id

| Change User Password i3 S =

| » Service Management ammon NamsJTsleapps

* User Dassword
* Confirm F‘asswnrd

|
1
o *suramefumn o] |

Admin Notel

Awaya Role |7Nune

L=l

Business Categaory |
Car License |

CM Home |

Css Home |

Department Mumber [

B

é “3 Local intranet
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4.2. Verify Avaya Application Enablement Services License

Step | Description
1. | Select OAM Home, then click on CTI OAM Administration from the left menu (not
shown), and the following screen is displayed. Verify that the Avaya Application
Enablement Services license has proper permissions for the features illustrated in these
Application Notes by ensuring that both TSAPI and SMS services are licensed. If they are
not, contact the Avaya sales team or business partner to obtain the required licenses.
7} Welcome to CT1 OAM Screens - Microsoft Internet Explorer
File Edit Yiew Favorites Tools Help
@Back A > | ﬂ |E1 _;\ /\._:Search “,\j—’ Favorites €‘? Q- ?_ B i | ﬁ @ ‘i‘s
o5 [ ] https:{710.1.10.71 MvAPfFormsfctjctiHome.sp N I
e |
®0am Home @ Help @Logo
GTI 0AM Home You are heret = C
el G Welcome to CTI OAM Screens
» Status and Control
» Maintenance
'+ Alarms [craft] Last login: FriJan 9 15:20:08 2009 from 10.1.10.152
+ Logs
v Ltilitios IMPORTANT: &4E Services must be restarted for administrative changes to fully take effect.
» Help Changes to the Security Database do not require a restart.
Service Status State Licenses Purchased
ASAI Link Manager Rurning N/ A M/
DMCC Service Running DONLIME Yes
CVYLAN Service Running OMLIMNE Yes
DLG Service Running OFFLINE Ves
';;ar:is;:rt Eayel Running MAA M4
TSAPI Service Running OMLINE Ves
SMS N/ & /& Yes
For status on actual services, please use Status and Control,
License Information
You are licensed to run Application Enablement (CTI) version 4.2, @
-E]Dnne S %4 Localintranet
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4.3. Administer Switch Connection

Step

Description

1. | From the CTI OAM Home menu, select Administration > Switch Connections. Enter a

File Edit Wew Favorites Tools Help

Dok -

@ - \il] @ _;\J /:‘Search *-i:"j_\iFavuntes £

Address | @] https://10.1.10,71:8443/MAP FormscifswitchConns. jsp

a https://10.1.10. 71: 844 3/MVAP/forms/cti/switchConns. jsp - Microsoft Internet Explorer

descriptive name for the switch connection and click Add Connection. In this case,
SITEB is used.

EEX
&

v BYco tnks
'S

-~

7 AVAYA

CTI 0AM Home

You are here:

> Administration >

Switch Connections

A;piication Enablement Services

Operations Administration and Maintenance

0AM Home @ Help @Logout

~ |Administration

» Metwork Configuration

Switch Connections

b CTI Link Admin
+ DMCC Configuration
TSAPI Configuration

sITEB |

Switch Connections

i Add Connection

Mumber of Active
Connections

Connection Name

Connection Type

» Security Database

I Edit Connection

| [ EdtcLanips | [

Edit H.323 Gatekeeper ] l Delete Connection J

v Certificate Management
+ Dial Plan
Enterprise Directory
» Host an
SMS Configuration
|+ Status and Control
| » Maintenance
|+ alarms
+ Logs
|+ Utilities
' » Help

B

2 %3 Local intranet

2. | The Set Password screen is displayed. For the Switch Password and Confirm Switch

@ Back ~ 2}

Iﬂ IEI _l\| - searth ‘i:’Favor\tes ei K- & =

<3 hitps://10.1.10.71/MVAP/action/cti/switchConns. do - Microsoft Internet Explorer

File Edit ‘View Favorites Tools  Help

iS50 3

Password fields, enter the password that was administered in Avaya Communication
Manager using the IP Services form in Section 3.1 Step 4. The SSL field needs to be
checked for the Avaya S8300 Server. Click on Apply.

Address (€] https:}10.1.10.71MYAR actionfcti/switchConns. do

7 AVAYA

Vou are here: >

CTI OAM Home

Administration » S

witch Connections

Application Enablement Services
Operations Administration and Maintenance

® 040 Home ®Help @Logout

~ Administration
+ Metwork Configuration

Switch Connections
» CTI Link Admin
» DMCC Configuration
TSAPI Configuration
» Security Database
» Certificate Management
» Dial Plan SsL

U L
Enterprise Director: Apply

» Host A

Switch Password

Canfirm Switch Password

Set Password - SITEB

Please note the following:
* Changing the password affects only new connections, not open connections.

&] bone

& %4 Local intranet
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Step

Description

3. | The Switch Connections screen is displayed. Select the newly added switch connection

Qe - ()

name and click Edit CLAN IPs.

2 https:£/10.1.10. 71/MVAPHorms/ctilswitchConns. jsp - Microsoft Internet Explorer

L

-

-

.

=,

-

-

File Edit View Favorites Toaols Help o
A & L ; ; 24
A @G| P Frreem @ ST LR
Address @https:ﬂflu.1‘IU.?IﬂMVAPﬂfurmsﬂctu’swk:hCDnns‘]sp | 5o
!A

{ GTI 0OAM Home
| |+ Administration

MNetwark Configuration
Switch Connections
CTI Link Adrnin

DMCC Configuration
TSAPL Configuration
Security Database
Certificate Management
Dial Plan

Enterprise Directory
Host A4

You are here:

= Administration =

Switch Connections

Application Enablement Services

Operations Administration and Maintenance
® 040 Home @ Help @Logout

Switch Connections

Connection Name

SITER

| [__Add Connection

MNumber of Active Connections

o

Edit Cannection

JI[ Edit CLAN IPs

i

Edit H.323 Gatekeeper ] [

Delete Connection

é ‘._% Local intranet

4. | In the Edit CLAN IPs screen, enter the host name or IP address of the S8300 Server used

\ﬂ @ )| ) search S Favortes )| |

2 https:£/10.1.10. 71/MVAP/action/ctifswitchConns. do - Microsoft Internet Explorer
File Edit View Favorites Toaols Help

Qe - ()

JdB9 3

for AES connectivity, which corresponds to the IP address as shown on Avaya
Communication Manager in Section 3.1 Step 3. Click Add Name or IP.

L

address | @] https;i/10.1,10.71/Mvapfaction/ctijswitchCanns, do

v}Go

GTI 0OAM Home
| |+ Administration

MNetwark Configuration
Switch Connections
CTI Link Adrnin

DMCC Configuration
TSAPL Configuration
Security Database
Certificate Management
Dial Plan

Enterprise Directory
Host A4

You are here:

= Administration =

Switch Connections

Application Enablement Services

Operations Administration and Maintenance
®04M Home @®Help @ Logout

-

Edit CLAN IPs - SITEB

10.1.20.10

Mame or IP Address

[ Add Name or IP

Status

é ‘._% Local intranet =
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4.4. Administer TSAPI Link

Step | Description

1. | To administer a TSAPI link on AES, select Administration > CTI Link Admin >

TSAPI Links from the CTI OAM Home menu. Click Add Link.

2} https:/f10.1.10. 71/MVAP/forms/ctiftsapilinks. jsp - Microsoft Internet Explorer

File Edit ‘iew Favorites Tools Help

A o 1 .\ .7: Ak:n\; B . T 3
Oﬁack > \ﬂ IELI ) search ¢ Favorites {‘1 f -

Address | €] https:{[10.1.10.71 MyARfforms|ctiftsapilinks. jsp

L ES93

vfGo

Application Enablement Services
Operations Administration and Maintenance

® 0L Home ®Help @Logout

You are here: >

TSAPI Links

CTI OAM Home Administration =

~| Administration

» Metwork Configuration

CTI Link Admin > TSAPI Links

Switch Connections

—_———— Link Switch Connection
|| [Tk admin]
| [ Add Link ][ Edit Link ] [ Delete Link

CYLAN Links
DLG Links
» DMCC Configuration
TSAPI Configuration
» Security Database
» Certificate Management

& 8 &3 Local intranet

Switch CTI Link #  ASaAI Link Version Security

In the Add / Edit TSAPI Links screen, select the following values:

e Link: Select an available Link number from 1 to 16.

e Switch Connection: Administered switch connection in Section 4.3 Step 1.

e Switch CTI Link Number: Corresponding CTI link number in Section 3.1 Step 2.

e ASAI Link Version: Setto 5.

e Security: Set to Both to allow both encrypted and unencrypted
TSAPI Links.

Note that the actual values may vary. Click Apply Changes.

2} https://10.1.10. 71/MVAP/action/ctiftsapilinks. do - Microsoft Internet Explorer
File Edt View Favortes Tooks Help "

3 2 1 A =) . . &
@Eack 2> \ﬂ lgl (| Search 7.0 Favorites ei ( =

address | @] htps: /10,1, 10.71jMvaPjactionjctiftsapiLinks.do

Application Enablement Services
Operations Administration and Maintenance

CTI OAM Home You are here: >
| |~ Administration
» Metwaork Configuration

Switch Connections

Administration >

Add / Edit TSAPI Links

CTI Link Admin_ > TSAPI Links

» Security Database

" Apply Changes ]H Cancel Changes
» Certificate Management | | -

|~ CTILink Admin LIk 1J

| TSAPI Links Switch Connection: SITEE v |

CVLAN Links Switch CTI Link Number: 1 B

| DLG Links :

{ ASAL Link Yersion 5l

{ » DMCC Configuration .

i TSAPL Configuration Security Both S
@Dona

5 %3 Local intranet =
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Step | Description

3. | Click Apply to confirm the changes.

3 https://10.1.10.71/MVAP/action/ctifaddTsapilinks. do - Microsoft Internet Explorer
File:

Edit Wiew Favorites Tools Help W
Qe - © |ﬂ @ ) ) seah 57 Favertes {7 _ 3 - L) i @ 2
Address @j https:/f10.1.10.71/MYAP actionfctij addTsapiLinks do Vi Go

7 AVAYA Application Enablement Services

Operations Administration and Maintenance

=

A1 Home @Help @Logout

CTI OAM Home
Administration
+ Metwork Configuration

F]

Apply Changes to Link

Switch Connections
Warning! Are you sure you want to apply the changes?
CTI Link Admin z 2 Y Erst P

{ =t atmin These changes can only take effect when the TSAPI server restarts,
TSAPI Links Please use the Maintenance -> Service Controller page to restart the TSAPI server.

| CYLAM Links Cancel
{ DMCC Canfiguration
. TSAPI Configuration
Security Database
Certificate Management »

&] Dore 2 % Localintranet

4

-

v -

4. | To restart the TSAPI Service, select Maintenance > Service Controller from the CTI
OAM Home menu. Check the TSAPI Service checkbox and click Restart Service.

7 Service Controller - Microsoft Internet Explorer

File

Edit  View Favorites  Tools  Help o

- » = n S
Qe - () \ﬂ @ 70 | Pseat Sleramies @ R-4 B - L) [ @ B
Address I@ https:/110.1.10,71MYAR Forms ctifserviceController jsp | 50

,-//A:/AVA Application Enablement Services

Operations Administration and Maintenance

1 Home @ Help @Logout

Mainten >

CTI OAM Home

» Administration -
| Service Controller
| |» Status and Control
' Service Controller Status
| Service Contraoller 0O =
! Tl ASAL Link Manager urning
| Restore Database [ oMce Service Running

Import SOB [J CVLAN Service Running

» Alarms [ oLG Service Running
' L_ugg [ Transport Layer Service Running
| v Utilities : 5 .

» Hel TSaPI Service unning
{ For status on actual services, please use Status and Contral.
i Start | | Sto Restart Service Restart AE Server Restart Linux Restart Web Server
| Em| ] | I I

: é ‘I'j Local inkranet
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Step | Description

5. | Click Restart to confirm the restart.

X 2 ¢

D search L2 Faverites 2} | (&
i ] .

%03

2} https:/f10.1.10. 71/MVAPfaction/ctifServiceController_Action.do - Microsoft Internet Explorer
File Edit Yiew Favorites Tools Help

@ Back ~ ?

Address | ] https:if10.1,10, 71 JMYAPfaction fctifServiceCantraller_Action,da

CGTI 0OAM Home
| v Administration
» Status and Control
|+ Maintenance
| Service Controller

Backup Datsbase
Bestore Datsbase

You are here: =

Maintenance > Service Controller

Application Enablement Services
Operations Administration and Maintenance

®04M Home @Help @Logout

Restart Service

Warning! Are you sure you want to restart?
Restarting will cause all existing connections to be dropped and associations lost,

==

Import SDB
» Alarms

é \.-J Local inkranet

6. | Navigate to the Tlinks screen by selecting Administration > Security Database > Tlinks

<3 hitps://10.1.10,71/MVAP/forms/cti/tlinks. jsp - Microsoft Internet Explorer

File Edit ‘iew Favorites Tools  Help

@Ba:k - Iﬂ @ _;\ j_‘sEar:h ‘ii‘:(Favuntes o ¢

eSS0 3

from the CTI OAM Home menu. Note the value of the Tlink Name, as this will be
needed to configure the TeleApps Admin Assist Server in Section 5.2 Step 1. In this
configuration, the Tlink Name is AVAY A#SITEB#CSTA#AESL, which is
automatically assigned by the AES server.

Aiddress ] hittps: [10.1.10.7 AR formsfcttinks jsp

CTI OAM Home
-

Switch Connections
b CTI Link Admin
+ DMCC Configuration

Vou are here: >

Administration > y Datahase >

v B
—

Application Enablement Services
Operations Administration and Maintenance

® 041 Home @Help @Logout
Tlinks

» Metwork Configuration

Tlinks

Tlink Name

O [AVAVARSITEB#CSTA#AESL |

TSAPI Configuration

O AYAVA#SITEB#CSTA-S#AES]

~|Secunity Database

SDB Cantrol

v CTI Users
Warktops
Devices
Device Groups

Edit Tlink Delete Tlink

é ‘j Local intranet
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45. Administer CTl User Permission

Step | Description

1. | Select Administration > Security Database > CTI Users > List All Users from the CTI
OAM Home menu. Select the User ID created in Section 4.1 Step 2 and click Edit.

24 https://10.1.10.71/MVAP/forms/ctiflistCtiUsers. jsp - Microsoft Internet Explorer

File Edit W¥iew Favorites Tools  Help i

@Back - &l Iﬂ @ 7;\| /-.._:Search ‘i{;‘\'\fFavor\tes €f_‘£ [V hd ';_ = 4‘1 ﬁ ‘ii

Address :@] https: /10,1, 10,7 LMVAP Forms)ctilistCtillsers. jsp

Application Enablement Services
Operations Administration and Maintenance

CTI 0AM Home ¥ou are here: > Administration >

| - [Administration
~lauunstiaign) CTI Users
Netwaork Configuration
! Switch Connections
CTI Link Admin
DMCC Configuration

[
TSAPL Configuration

Security Database - -
- List Al

SDB Control
~|CTI Users
List All Users

Search Users

Security Database =

User ID Comrmon Mame ¥orktop Name Device 10
adminassist Teleapps MNOMNE MNONE

I PR et

;g'] 2 % Local intranet

2. | Assign access rights and call/device privileges according to customer requirements. For
simplicity in configuration, Unrestricted Access was enabled during compliance testing.
If Unrestricted Access is not desired, then consult [1] for guidance on configuring the
call/device privileges as well as devices and device groups. Click Enable.

2} https:#/10.1.10.71/MVAP/action/cti/ctiUsers. do - Microsoft Internet Explorer

File Edit W¥iew Favorites Tools  Help

©Back - &l |ﬂ @ 7;\ /-._:Search ‘i;'/"'\?Favor\tes €‘{ - ';_ = i ‘ ﬁ @ ‘i“

Address @Es:n‘al.1U.TIIMV»Qﬁc_tmm’ctl,ict\Users‘do N N - - - - B - - _vi G
rom—— —— ———— e m—
e Application Enablement Services
/ AVAyA Operations Administration and Maintenance

You are here:

CTI 0OAM Home > Administration > Security Dstabase = CTI Users

|+ Administration -
: Edit CTI User
» Metwork Configuration
Zwitzh Connectians Conn?ctlons User ID adrminassist
» CTI Link Admin
% Comman Name Teleapps
» DMCC Configuration T
TSAPI Configuration Worktop:Name | HENE _v‘
~ Security Database Unrestricted Access
SDB Contriol
S s Call Origination and Termination | Nene |
List All Users = ="
Search Users e
Device / Device Mone v
Worktops ==
Devices Call / Device |,N°“9,‘i.
Device Groups call / call O
Tlinks
Jlink Graups [
T“r?k Sroups Allow Routing on Listed Device |Mone v
» Certificate Management —
» Dial Plan [ Apply Changes ] [ Cancel ] 2
&] Dore S %4 Locsl intranet
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Step

Description

Click Apply to apply the changes.

A https://10.1.10. 71/MVAP/action/ctifeditCtiUser. do - Microsoft Internet Explorer

@Ba:k - el

File Edit View Favorites Tools  Help

[# B @b O s Gpraaies € (- L

JESH 3

CTI 0AM Home
~ Administration

v -

Address 1@3 https:/f10.1.10.71 /MVAP factionfctijeditCtiUser .do

+ Metwork Configuration
Switch Connections
CTI Link Admin

DMCC Configuration

You are here: > Administration > Security Database > CTIUsers =

Application Enablement Services
Operations Administration and Maintenance

Home @ Help @Logout

Apply Changes to CTI User Properties

Warning! Are you sure you want to apply the changes?

==

SDB Control

TSAPI Configuration
-~ Security Database

é_‘l Done

=] %3 Localintranet

4.6. Administer SMS Configuration

Step

Description

1.

From the CTI OAM Home menu, select Administration > SMS Configuration. Set
Default CM Host Address to the IP Address of the S8300 Server, Default CM Admin
Port to 5022 and CM Connection Protocol to SSH. The remaining fields can be left at
their default values. Click Apply Changes. These values will be used to configure the
TeleApps Admin Assist Server in Section 5.2 Step 1.

2} hitps:/110.1.10, 71/MVAP/forms/cti/sms. jsp - Microsoft Internet Explorer

File Edit VYiew Favorites Tools  Help

Qo= - @ - \j E] jW SO search Sz Favarites 8} | (- ; =

Address :@j https:/{10.1.10.71 MY AP Farms/ctijsms.jsp

S IE

B

CTI OAM Home

You are here: = Administration > SMS Configuration

Application_Enme ment Services

Operations Administration and Maintenance
® 04 Home ®Help @Logout

~ |Administration

» CTI Link Adrmin

» Metwork Configuration
Switch Connections

» DMCC Configuration
TSAPI Configuration
» Security Database

SMS Configuration

Default CM Host address [10.1.20.10

10.1.20.
Default CM Admin Port 5022 _
CM Connection Protocal

» Certificate Management SMS Lagaing |mi\
» Dial Plan SMS Log Destination I_ipaﬂa__:f
e Ly M Prasy Trace Logging | NONE |
b Host &4 —— _—
Prory Log Destination |fvarflog/avayaaesiossicm|
WeblM Configuration Max Sessions per CM 5 =
Bridged Alert Config CM Security Code Access[NONE v|
» Status and Control ———
| [+ maintenance [ Apply Changes "[ Restore Defaults H Cancel I
v Alarme s
5| 89 Local intranet
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5. Configure TeleApps Admin Assist

TeleApps installs, configures, and customizes the TeleApps Admin Assist application for their
customers. This section only describes the interface configuration required for the TeleApps
Admin Assist application to communicate with Avaya AES and Avaya Communication
Manager.

Refer to [3] for configuring the TeleApps Admin Assist application.

5.1. Install Avaya AES TSAPI Client Software

TeleApps Admin Assist uses the Avaya AES TSAPI Client software to communicate with the
TSAPI Service on the AES server. Install the AES TSAPI Client software on both the TeleApps
Admin Assist Server and all PCs running the TeleApps Admin Assist Client.

The Avaya AES TSAPI Client software will be provided by TeleApps, or it can also be
downloaded from the Avaya Support website (http://support.avaya.com).

The installation runs through the following steps:
a. A welcome window will be displayed. Click Next to continue.
b. Accept the Destination Folder and click Next.

C. In the Host Name or IP Address field, enter the IP address of the AES server
and click Add to List. In this configuration, enter 10.1.10.71. Click Next.

d. At the end of installation process click Finish.
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5.2. Configure TeleApps Admin Assist

Step | Description
1. | On the TeleApps Admin Assist Server, edit the file web.config located in the
C:\Inetpub\wwwroot\TeleAppsAdminAssist\ folder using Notepad. In the
<appSettings> section, configure the following settings required for the TSAPI and SMS
Services:
TSAPI Service
<add key="AESServerlID" value="AVAYA#SITEB#CSTA#AES1" />
<add key="AESUserName'" value="adminassist" />
<add key="AESPassword™ value="Encrypt(XXXxXxxxx)" />
The values are obtained from Section 4.4 Step 6 and Section 4.1 Step 2 respectively.
SMS Service
<add key="'SMService.SystemManagement"
value=""http://10.1.10.71/sms/SystemManagementService.php" />
<add key="'SMSUserName" value="Encrypt(adminassist@®10.1.20.10:5022)" />
<add key="'SMSPassword" value="Encrypt(yyyyyyyy)" />
10.1.10.71 is the IP address of the AES Server. The other values are obtained from
Section 3.4 Step 2.
B web.config - Notepad EEX
File Edit Format View Help
<”if‘xm'l version="1.0"7> -~
<'__No'ce: Az an alternative to hand editing this file you can use the
web admin tool to configure settings for your application. use
the website-»Asp. et Configurat’lon option in visual studio.
A full Tist of settings and comments can be found in
machine. config. comments usually Tocated in
SwindowsiMicrosoft. Net Framework w2, <\Config
;E;I’TF"I L_,Ir"a‘t"IDI’_T smlns="http://schemas.microsoft. coms/. NetConfiguration2. 0"
<configsectionss
<section name="logdnet" type="logdnet.Config. LogdnetConfigurationsectiontandler, logdnet" /=
<section name="siteMap" type="System.web.-mTsiteMapprovider"” />
</ configsections>
<system. codedoms
<compilerss
. <compiler 1angua§|]e="c#;cs;csharp" extension=".cs" type="Microsoft.csharp.CsharpCoderrovider, system,
version=2.0.3600.0, culture=neutral, PublickeyToken=b77alc561934e08%" compileroptions=",unsafe+
warningLevel="4" />
</ /Compilersx>
</system. codedom>
<appsettingss
<add key= AESServerID value= AVAYA#SITEE#CSTA#AESL S />
<add key="aEsusername” value="adminassist" /»
<add key="agspassword"” wvalue="Encrypt Caxxxxxxx)" />
a0l Key= Adentotates  wa U= Lo, Roaoy, Aow, A%, Cogout />
<add key="sMservice, Systemmanagemant” value="http://10.1.10.71/5ms SystemManagementSermce.php >
<add key="smsusername’ value="Encrypr(adminassist@lo.1.20.10:50220"
<add key="sMsSPassword" walue="Encrypt( 0"
<add Key= LDAPPATR walle= DEecrypt ?+M1Euéq¥%¥RR OMZ=WHSOVEFMI T TUC] RoRec T /ARWKIMUNOZROVINGIaTH: 1" />
<add key="Rootbomain” walue="Decrypt(7rHgjpaTH2qlefon smbvyg==)" />
<add key="Username" value="Decrypt (+wlomgwpIoyyaPvlsvlavg==1" /> @
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Step | Description

2. | On the PC installed with the TeleApps Admin Assist Client, edit the file
AgentAdmin.exe.config located in the C:\Program Files\TeleApps\TAAgentAdmin\
folder using Notepad. In the <appSettings> section, configure the following settings
required for the TSAPI Service:

<add key="'AESServerlID" value="AVAYA#SITEB#CSTA#AES1"/>
<add key="AESUserName" value="adminassist"/>
<add key=""AESPassword" value=""XXxXxXxxxx"/>

The values are obtained from Section 4.4 Step 6 and Section 4.1 Step 2 respectively.
This completes the configuration of TeleApps Admin Assist.

B AgentAdmin.exe.config - Notepad

File Edit Format View Help

k7xml wersion="1.0" encoding="utf-8" 7> ~
<configuration:
<configsectionss
<section name="Tlogdnet" type="logdnet.Config.LogdnetConfigurationsectiondandler, Togdnet" =
</configsectionss

<appsettingss .
<!——Product Mame - Do not change, mandatory for license--»
<add key="Productiame" walue="Teleappsagentadmin’ s

| ——AF erver Th-—
|<add key="AESServerID" walue="AVATA#SITEEFCSTARAESL" > |

<!-—AES Login Detajls—->
<add key= AESUserMame’ walue= adminassist /=
<add key="AESPassword" walue="=xxxxxxx"/ =

<! -—AES App1icati0n Mame—-x
<add key="AESAppname" wvalue="Test"/ />

<! —=T5 version--»
<add key="Tsversion" wvalue="Ts1l-2"/>

<!--33 Private Data version--»
<add key="G3IPDversion" walue="7"/>

<fappsettingss

<logdnet>
<appender name="RollingrFile" type="logdnet.Appender.rollingFileappender >
<file value="cC:i%LogsSTasgentadmin, Jog" />
<appendToFile value="true"/ >

6. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing evaluated the ability of TeleApps Admin Assist to list, add, modify and delete users and
stations from both the Microsoft Active Directory and Avaya Communication Manager. The
feature also evaluated the ability of TeleApps Admin Assist to query and change the states of
agents. The serviceability testing introduced failure scenarios to see if TeleApps Admin Assist
can resume recording after failure recovery.

6.1. General Test Approach

The general approach was to add, modify or delete users with different station types, such as
Avaya 2400 Series Digital Telephones and 4600 and 9600 Series IP Telephones, and to verify
that the stations were added, modified or deleted on Avaya Communication Manager. Agents in
different states such as logout, ready, after-call-work (ACW) and aux-work (AUX) were also
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verified and changed between the different states using TeleApps Admin Assist. For
serviceability testing, failures such as disconnecting the LAN cable to the TeleApps Admin
Assist and Avaya AES Server, and resetting the TeleApps Admin Assist Server and Avaya
Communication Manager were applied.

6.2. Test Results
All test cases were executed and passed. The following observations were noted:

e The fields that are shown are restricted to the ones that are commonly used. In addition,
only the values for these fields can be changed. To change the values for other fields, the
administrator will need to use the SAT user interface on Avaya Communication
Manager.

e The field User logon name (pre-Windows 2000) under the Account tab in Microsoft
Active Directory was not set properly during testing. TeleApps will provide the fix in a
future patch.

e The button assignments on the station currently have the following restrictions. TeleApps
will provide the enhancement in a future patch.

— Only the first 6 buttons can be assigned.
— Features that can be assigned are limited to those without additional data, (e.g. call-
appr, auto-cback) or when the additional data is optional (e.g. call-fwd, send-calls).

7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services and TeleApps Admin Assist.

7.1. Verify Avaya Communication Manager

Verify the status of the administered TSAPI CTI link by using the status aesvcs cti-link
command. The Service State field should display established.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
L 5 no aesl established 47 53

7.2. Verify Avaya Application Enablement Services

From the CTI OAM Admin web pages, verify the status of the TSAPI Service by selecting
Status and Control > Services Summary from the left pane. The Status field for TSAPI
Service should display ONLINE.
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2} https://10.1.10, 71/MVAP/action/cti/servicesSumm. do - Microsoft Internet Explorer

File Edt ‘iew Favortes Tools  Help o
A a A 3 €3 jm oY
@Eack - |ﬂ @ (0 | O seach Seraots &) | 2 dap & - L) K @ 3
1
Address @j https:ff10. 1,10, 71/MyAR faction/ ctifservicesSumm, do ¥ ek

Application Enablement Services
Operations Administration and Maintenance

Al Home @Help @Logout

CTI OAM Home Status and Control = Serw Summarsy

|+ Administration -
| Services Summary =
| '+ |Status and Control
Switch Conn S : :
witch Conn Summar Service State Since Cause
= O CYLAN Service ONLINE 2008-12-19 13:40:47 HORMAL
+ Maintenance
By alarms O DLG Service OFFLINE*  2008-12-19 134959 MO_LICENSE_ACQUIRED_{1)
'+ Logs ® [ TS8P Service ONLINE 2008-12-30 15:28:36 NORMAL |
+ Utilities O DMCC Service OMLINE 2008-12-19 13:49:51 NORMAL
v

é "j Local intranet

Browse to the SMS Service test page https://<IP address of AES>/sms/sms_test.php. Using
the login information for Admin Assist in Section 3.4 Step 2, verify that a listing of the station
records on Avaya Communication Manager can be retrieved successfully.

23 SMS Interactive Test - Microsoft Internet Explorer [E@gl
File Edit View Favorites Tools  Help "f'
Q- © WEAG P Jores @ 2 L= K 3

Address |_@j https:ff10.1,10.71fsms/sms_test.php V‘ G0

]
B Web Service Request Form

Connection Information Request Parameters

@SS Login 1D Eat:lm\nassist@lﬂ.li login@hostaddress:port Model |‘Stat\on | | [3

SMS Host 'https_f’fl_tl{l_tl_?} Objectname I"‘ 1 ‘
SOAP Request Timeout (Seconds) _SEI Qualifier ‘ ‘
i Vii
Session Recording
Fields

[ record sMs Request

[ Record Result Data |

_G_et Record Clear Record | Submit Request

Last Request Response

Session ID |aee7981f92301 204292865557 d4 aaa52 Duplicate Session

'Response { i
wvar §result code = O -
VAar $result_da\:a = 'Extension[0]=10007|Extension[1]=10008|Exten=sion[Z]

Responise ‘=10009| Extension[3]=10012 |Extension[4] =10013 |Extension[5]=10021|Extension[6]

‘=1EIEIZZ |Extension[7]=10101|Extension[8]=10102 |Extension([9]=10103 |Extension[10]

=10104 | Extension[11]=10105|Excen=sion[12]=10106| Extension[13]=10107|Exten=sion

‘ [14]=10108| Extension[15] =10105 | Extension[16]=10110|Extension[17]

~10201 Extension| 18] ~10202 | Extension[19] ~10203 | Extenaion[20] 10204 | Extenszon ¥

@1 Dore g ‘.-j Local intranet

7.3. Verify TeleApps Admin Assist

Add a new user using TeleApps Admin Assist. Verify that the user is created in Microsoft Active
Directory and the user extension is created in Avaya Communication Manager.
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2 Add User Page - Microsoft Internet Explorer

File Edit W“ew Favorites Tools Help

OO NRBAG|Ooe e @ -2 B-LA 3
fddress |@ http:/{10.1. 10, 106 TeleAppsAdminAssist/AddUser. aspx VB s ks *
a

\& TeleApps Admin Assist

PABX Administration

List Stations First Mame dobn ] E-mail Alias ]
Last b |Doe Description [John Doe

List Users At Hame ‘_:| i '__77‘
Logon Mame liohndoe | Part |_IF' |

Add User

Pagsword } | Extension |20015 ‘

Search User fmmmmeee ] ETTE—— |
Confirm Password jesssnsss Template Templatel xml ¥

Manage Templates Message Lamp W Emergen:y W
Extension location Extension

Call Center Administrati
S [CTUser Must change the Password on nest lagon [#lUser Cannot Change the Passward
Agent State
g [¥] Password Never Expires [[IDisable User account

[Ccreate Mail Box

Cancel

&) Error on pags. 8 Local intranet

Obtain the status of an agent using TeleApps Admin Assist and verify that the status corresponds
to that observed on the telephone.

2 TeleApps Agent Administration - Set Agent Status - Microsoft Internet Explorer

File  Edit ‘Wiew Favorites Tools  Help

@Back - ‘_) Iﬂ Ig ;\] /_ﬁ' Search *Favurites &3 -:“' ‘-; % T _,J ﬁ @ ‘3

Address ‘@] http:fi10.1.10, 106/ TeleAppsAdminAssistiSetAgentStatus, aspx?id=11001 V| Go

3

\&TeleApps Admin Assist

Current Status

Agent ID: 11001 Agent Name: Agent 1
PABX Administration

List Stations
Set New Status

List Users Agent Status: L
Add Ul
2t Get Current State Additional Info: {In case of Login/alx)

Search User

lfanage Templates

ILugin ¥ Extension i__2_DD_D3 |
Call Center Administration Agent Password IDDDDDD—|
Agent State ALY Mode: |
[ Set Agent Status ] [ Cancel ]
v
@ Done l'-j Local inkranet
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8. Support
For technical support on TeleApps Admin Assist, contact the TeleApps support team at:

e Phone: +61 2 8205 0529
e Email: support@teleapps.com.au

9. Conclusion

These Application Notes illustrate the procedures for configuring TeleApps Admin Assist to
interoperate with Avaya Application Enablement Services and Avaya Communication Manager.
In the configuration described in these Application Notes, TeleApps Admin Assist uses the
TSAPI and SMS Services of Avaya Application Enablement Services to perform its tasks. All
test cases were completed successfully.

10. Additional References

This section references the Avaya and TeleApps documentation that is relevant to these
Application Notes.

The following Avaya product documentation can be found at http://support.avaya.com .

[1] Avaya MultiVantage® Application Enablement Services Administration and Maintenance
Guide, Release 4.1, Document ID 02-300357, Issue 9, February 2008.

[2] Feature Description and Implementation for Avaya Communication Manager, Issue 6,
January 2008, Document Number 555-245-205.

The following product documentation is available from TeleApps.
[3] TeleApps Admin Assist 1.0 User Guide, Version 1.0, December 2008
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products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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