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Abstract

These Application Notes describe a solution for supporting wireless interoperability between
the Ascom wireless 175 VoWiFi Handsets with Avaya IP Office in a converged Voice over IP
and Data Network. Emphasis of the testing was placed on verifying good voice quality of calls
with Ascom wireless SIP handsets registered to the Avaya IP Office.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

Implementing wireless telephony requires interoperability between the wireless telephony products
and the telephony infrastructure. As IP telephony evolves, potential implementers of this
technology look for flexibility and choice when deciding on which particular technology to
implement. Regardless of the technology chosen the telephony infrastructure needs to be flexible
enough to support solutions using all available technologies.

These Application Notes describe the configuration process necessary to provide interoperability
between Avaya IP Office and Ascom wireless 175 VoWiFi SIP Handsets in a Converged Voice
over IP and Data Network.

1.1. Interoperability Compliance Testing

Testing was conducted via the DevConnect Program at the Avaya Solution and Interoperability
Test Lab. Compliance testing focused on verifying interoperability of the Ascom wireless 175
VoWiFi Handset with Avaya IP Office. Additional testing verified proper operation between the
Ascom wireless 175 VoWiFi Handset with Avaya 9600, 1600, 5600 Series H.323 IP Telephones
and the Avaya 2410 Digital Telephone. Voicemail and MWI using Voicemail Pro were verified to
operate correctly. Network level tests included verifying roaming from access point to access point
and validating Quality of Service for voice calls in a converged voice and data network
configuration.

Avaya’s formal testing and Declaration of Conformity is provided only on the headsets/handsets
that carry the Avaya brand or logo. Avaya may conduct testing of non-Avaya headset/handset to
determine interoperability with Avaya phones. However, Avaya does not conduct the testing of
non-Avaya headsets/handsets for: Acoustic Pressure, Safety, Hearing Aid Compliance, EMC
regulations, or any other tests to ensure conformity with safety, audio quality, long-term reliability
or any regulation requirements or scalability. As a result, Avaya makes no representation whether a
particular non-Avaya headset will work with Avaya’s telephones or with a different generation of
the same Avaya telephone.

Since there is no industry standard for handset interfaces, different manufacturers utilize different
handset/headset interfaces with their telephones. Therefore, any claim made by a headset vendor
that its product is compatible with Avaya telephones does not equate to a guarantee that the headset
will provide adequate safety protection or audio quality.

1.2. Support

Technical support for the Ascom wireless 175 VoWiFi handset can be obtained through your local
Ascom supplier.

Ascom global technical support:
Phone: +46 31 559450
Email: support@ascom.se
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2. Reference Configuration

The network diagram shown in Figure 1 illustrates the testing environment used for compliance
testing. The network consists of an Avaya IP Office, one Avaya 9620 IP Telephone (H.323), one
Avaya 1616 IP Telephone (H.323), one Avaya 5610SW IP Telephone (H.323), one Ascom Device
Manager (WinPDM) and two Ascom wireless 175 VoWiFi SIP Handsets, one server running Avaya
IP Office Manager and Voicemail Pro and one server providing network services such as DHCP,
TFTP and HTTP..

The wireless network consists of one Motorola RFS4000 controller and three Motorola AP300
access points.
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Figure 1: Network Diagram
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3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software/Firmware
Avaya PBX Products
Avaya [P Office (IP500) 6.0 (8)
Avaya IP Office Manager 8.0 (8)

Avaya Messaging (Voice Mail) Products

Avaya Voicemail Pro

6.0 (22)

Avaya Telephony Sets

Avaya 1600 Series IP Telephones

Avaya one-X Deskphone Value Edition 1.020

Avaya 5600 Series IP Telephones 8.016
Avaya 9600 Series IP Telephones S3.110b
Avaya 2420 Digital Telephone 6.0

Ascom Products

Ascom wireless 175 VoWiFi Handset 1.7.7 (SIP)
Ascom Device Manager (WinPDM) 354
Motorola Products
Motorola RFS4000 controller 4.1.0.0-042R
Motorola AP300 Access Point 4.1.0.0-042R
MS Products
PC Micrpsoft Windows 2003 Server (File/DHCP
Service)
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4. Avaya IP Office Configuration

This section was included to verify that Avaya IP Office was configured correctly. Except where
stated, the parameters in all steps are the default settings and are supplied for reference. For all
other provisioning information such as provisioning of the trunks, call coverage, extensions, and
voice mail, please refer to the Avaya IP Office product documentation in Section 9.

Step | Description

1.| Avaya IP Office is configured via the Avaya IP Office Manager program. Log into the
Avaya IP Office Manager PC and select Start — Programs — IP Office — Manager to
launch the Avaya IP Office Manager application. Select File — Open to search for IP
Offices in the network. Click on appropriate Avaya IP Office. Click OK and log into the
Avaya IP Office Manager application using the appropriate credentials.

2. | The main IP Office Manager window appears. The following steps refer to the
Configuration Tree which is in the left pane of the window and under the heading IP
Offices.

ﬁ Avaya IP Office R6 Manager 00ED070564 1F [6.0{8)] [Administrator{Administrator)]
File  Edit “iew Tools Help
- 4] ﬂ A v OOEON7ASE1F - Lser + RemoteManager -
S ones B
- & BOOTP (3) Phone Manager Options | Hunt Group Membership | ANNoUNCEMENtS I Personal Directory I
UOET:Urzt?gsgﬁ User I\u'nitema\l | DD | ShortCodes I Source Mumbers | Telephory | Forwarding I Dial In I Voice Recording | Button Programmming | Menu Programming | Mahility |
[5-5p System (1] Mame IRetheManagEr
4 Line (5)
[z Control Unit (5) Passward [rttnin
Confirm Password I********
Full Name I
B% short Code (57)
B Service () Extension I
3 ?‘nﬁirﬁ\}rzg Call Route (23 Locale I j
it e I B
@“- Time: Profile (0) System Phone Rights raore =l
[-{f8) Firewall Profile (1
..n 1P Route (2) w Profile IBas\c User j
&= FtEEDLInt Code (0) r Receptionist
; I;IE:EZT((UT)U = Enable SoftPhane
e LngitalILAN (o) I™ Enable one-i Partal Services
ﬁ(' g;\e;(?)ghts @ ™ Enable one-% TelsCommutsr
" RAS Location Request (0) I~ Ex Directory
gl E911 System (1)
DTava\c: | Device Type Unknown
User Rights
User Rights view IUser data j
wWiorking hours time profile I(Nnne) j
‘Working hours User Rights I j
Out of hours User Rights I j
oK | Cancel | Help |
Ready =
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3.| Verify VolP information.
The Avaya IP Telephones will get Differentiated Services information from the Avaya IP
Office. In the Manager window, from the Configuration Tree, click System - LAN1 >

VoIP. Verify that the DiffServ Settings for DSCP and SIG DSCP are both set to 46. If
they are not 46, change them and then click OK to continue.

Notes:

e Alternative QoS settings are required in an U-APSD-enabled WLAN
environment. Please contact Ascom for further details.

e (00E00705641F is the MAC address of this specific IP Office and will be different
for all IP Offices.

ﬁ Avaya IP Dffice R6 Manager ODEDD70564 1F [6.0{8)] [Administrator{Administrator)]

Fle Edit Wew Tools Help

= =l j Al 0DEN07OS641F  System T+ ODE0O70SE4+1F -
IP Offices E O0EQ0705641F i v <] >

K BoOTR (3)

Systsm LANZ I DS | Yoicemail | Telephony | Directory Serwcesl Sysbem Events I SMTP | SMDR | Twinning | YCM I CCR I

LAN Settings Network Topolagy | STP Registrar |

P :r.. :ve (s) IV H323 Gatekeeper Enable

BT
[l Cantral Unit (5} ¥ SIP Trunks Enable
-4y Extension (26) v sip Reqistrar Enable
E-g User (26)
[+-p§ HuntGroup (1)
9% short Code (57) RTP Port Mumber Range ——————————
- @ Service (0) V¥ H3Z3 Auto-create Extn —
1ol RAS (1) Port Range (Minimum) 49152 =
i
(-4 Incoming Call Route (2) V' H3za auto-create User Part Range (Maximum)  [S3z246 =
- Eﬁ ‘WanPort {0}
@ Directory (0 jv Enable RTCP Maritoring
477 Time Profile (0) On Port 5005

&) Firewall Profile (1)

— DiffServ Settings
=+l IP Route (2)

- Account Code (D) 55 =] DsP(Hex) [FC =] DSCPMask(Hex) [B8 =] SIGDSCR (Hex)
2% Licenss (71) pScR 63 =] DSCPMask [+ =] =1cosce
- Tunnel {0}
.. Logical LAN (0) ~DHCP Settings
1§ User Rights (8) ; |
- ARS (1) Primary Site Specific Option Number (SS0M) 176

o RAS Location Request (0)

Secondary Site Specific Option Mumber (SSON) 242
- f% E911 System (1)

VLAN Mok Present ‘I

(0] 4 | Cancel | Help |
Ready ,75
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4. | Disable DHCP server on Avaya IP Office.
From the Configuration Tree, click System > LAN1 > LAN Settings. Set the DHCP
Mode to Disabled. Click OK to continue.

ﬁ Avaya IP Office R6 Manager DDEDDT05641F [6.0(8)] [Administrator{Administrator)]

File  Edit View Tools Help

- HEE &L v O0E00705641F - System * IEQUFOSE41F -
Poncs |
R BoOTR (3) . . =
System| -LAM LAMZ | DNS | Voicemail | Telephorry | Directory Services | System Events | SMTP | SMDR. | Twinning | ¥CM | CCR
Operator {3) | I | | | | I I | | |
O0EON70S641F YoIP | Metwork Topology I SIP Registrar |
[ ]
+ DOEODFOSE41F IP Address m .32 .68 1
B35 Line (3) 1P Mask 255 . 285 . 255 . 0
= Contral Unit (5)
[+ Extension (26} Primary Trans. IP Address a .0 .0 .0
E; User (26)
Bl 5 HunkGroup (1) RIF Mode INone j
[+-@% Short Code (57) ™ Enable MaT
B service (0)
[ -adfy RAS (1) Mumber OF DHCP 1P Addresses |1 3:
@ Incoming Call Route (2) DHCF Mode
WanPort (0]
@ Directory (03 ’7(‘ Server " Client " Dialin ‘ Adwanced

Time Profile {0)
@ Firewall Profile (1)
-l 1P Route (2)

- Account Code (0)
W License (71)

- Tunnel (0}

~-. Logical LAM (0)
i User Rights (8)
B BRS (1)

# RAS Location Request (03

--gl E911 System (1)

lTl Cance| | Help |

Ready B
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4.1. SIP Extension Configuration

This section was included to show basic SIP Extension configuration. Except where stated, the
parameters in all steps are the default settings and are supplied for reference. For all other
provisioning information such as provisioning of the trunks, call coverage and voice mail, please

refer to the Avaya IP Office product documentation in Section 9.

Step | Description

1. | Avaya IP Office is configured via the Avaya [P Office Manager program. Log into the
Avaya IP Office Manager PC and select Start — Programs — IP Office — Manager to
launch the Avaya IP Office Manager application. Select File — Open to search for IP
Offices in the network. Click on appropriate Avaya IP Office. Click OK and log into the
Avaya IP Office Manager application using the appropriate credentials.

2. | The main IP Office Manager window appears. The following steps refer to the
Configuration Tree which is in the left pane of the window and under the heading IP
Offices.

h-'i Avaya IP Dffice R6 Manager DDEOD70564 1F [6.0(8)] [Administrator{Administrator)]
Fle Edit Wew Tools Help
- o =Y R ANEANTASEA1F = Lser - RemoteManager
IP Offices g RemoteManager:
'S BOOTP (3) Phone Manager Options I Hunt Group Membership | Announcements | Petsonal Directory |
_ - gg;;;norsg)ﬁ User |Voicemail| DD I ShortCades | Source Numbersl Telephany | Farwarding | Dial In | Voice Recordingl Button Pragranmmming | Menu Proqrammingl Mob\lityl
(-5 System (1] Name |RsmutsManagsr
-7 Line (5)
-2 Contral Uit (5) Password R —
g & Bdtersion (26) Confirm Password IWWWW
(-5 HuntGroup (1) Full Hame [
[#-@% Short Code (57)
B Service (0) Extension |
8 3 ?niin('\?n)g Call Route (2) Locale I j
iji E\::;ZE((DU)) Priotity IS j
£ Time Profile (3} System Phone Rights [hore =l
g g :;rzv;:!:;;;wle w Profile IBaslc User j
#m Account Code (0) u Receptionist
[+)- % License (71)
i Turinel (0 I Enable SoftPhone
<. Logical LAN (0) I Enable one-% Partal Services
g if‘ g:\?g?hts @ I Enabile one-¥ TeleCommuter
@ RAS Location Request (0) ™ Ex Directory
- E911 System (1)
DTE;;;E | Device Type Unknown
User Rights
User Rights view IUssr data j
Working haur s time profile Ianna) j
‘Working hours User Rights I j
Out of hours User Rights I j
| Cance] | Help |
Ready Bt
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3. | Create SIP Extension.

From the Configuration Tree, right mouse click on Extension > New - SIP Extension.
Enter a unique extension, click VoIP to continue.

{{dl Avaya IP Office R6 Manager 0DED0705641F [6.0(8)] [Administratar(Administrator)]
fle Edt Wew Ioos Help

= j A DOEOO7OSE41F ~ Extension ~ 155000 -
IP Offices i SIP Extension: 8001 =

JH[=] E3

perator (3}

BOOTP (2) || B fvorr | e Fax |

OED0705641F Extension Id [aoot
System (1)
{ Line (5) Base Extension 22000
= Control Unit (5
Caller Display Type on -
& Extension (24) I H
-, 8012 Reset Volume After Calls |
-l 2202
& 3203 Device bype [Unknawn SIF device:
-l 4204
il 5205
Module o
& 6206
-l 7 207 Fork IU_
& s
A& 26210 Disable Speakerphone I
49211 Force Authorisation
v
& s021z o

", 3000 22001

-y, 004 22003

", 5008 22004

"Wy 8005 22005

-, BO0B 22010

", 5007 22011

- ey, BO0Y 30000

-, 011 30001

", 5010 30002

--"my, BO03 51000

-y, 5002 51001

A& 25 52001

- 1 55000

B§ User (25)

E- i HuntGroup (1)

[ @) Short Cods (57)

B service (0)

ol RAS (1)

- Q Incoming Call Route (2)
£ WanPort (0)

. Directory (0) =
£ Time Profile (0)

[} Firewall Profile (1)

- [l TP Route (2)

@ Account Code (0)

41 License (70) &l o | cones Help

Ready I

TMA; Reviewed:

Solution & Interoperability Test Lab Application Notes 9 of 26
SPOC 5/21/2010

©2010 Avaya Inc. All Rights Reserved. Ascom-i75-IPO




4.| Verity Direct Media Path.
Verify that Allow Direct Media Path is checked. Click OK to continue.

{ldl Avaya IP Office R6 Manager 0DEDO705641F [6.0{8)] [Administrator(Ad

File Edt Wew Tools Help

- \H 3 A N0EOO7OS641F - Extension - 155000 B

SIP Extension: 8001 *

=] Extn

138 ra|

Iél % OOEQO705641F 1P Address g .0 .0 .0 ™ WolIP Silence Suppression

[#-5p System (1)
T Lne (5) Compression Mode |Aummam Select | ™ Fax Transpart Suppert
< Cantral Lt (5] TOM->IP Gain [oefaute =] T Lorsl Hoid busic
-4 Extension (24)
-y, 8012 IP->TDM Gain [Default =] |¥ #llow it Media Path
&z ;
- 3203 DTMF Support [recasas =l IV Re-inyite Supparted
A& 4204 ™ Use Offerer's Preferred Codec
& 5205
- 6206 I™ Reserve 3rd party IP endpoint license
& 7207 %
A& 5208
-~ 26210
& 9211
A E0 212

", BO0D 22001
", 5004 22003
--"my, BOOS 22004
-, BO0S 22005
", B006 22010
e, BOOF 22011
g, BO03 30000
", 2011 30001
", B010 30002
e, H003 51000
", 8002 51001
oy 25 52001
A& 155000

B User (25)

F-559 HuntGroup (1)
-8 short Code (57)
B Service (0)

Bl RS (1)

B Incoming Call Route (2)
- §g) wanPort (0)

- Directory (0)

£ Time Profile (0}
F-) Firewall Profile (1)
- [l TP Route (2)

#m Account Code (0}

License (70) Ei ok | Cancel Help
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5.| Create User:

From the Configuration Tree, right mouse click on User > New. Enter the extension that
was created in Step 3 and precede it with Extn, for example, Extn22000. Enter a
Password and Confirm Password value, enter the extension that was created in Step 3.
Click Telephony to continue.

@ Avaya IP Office R6 Manager 0DED0TD5641F [6.0(8)] [Administrator(Administrator)] M= 3
Ble Edt Wew Iools Help
=i H A v Q0EQO70SE41F - User - 202 Extriz02 -
IP Offices i <User:0>: =
& s0z1z =1 b Group Membership | Announcements | Personal Directory
.
8001 22000
User
e, 2000 22001 voicemal | DMD | ShertCodes | Source umbers [ Telephany | Forwarding | Dial In | voice Recording | Button Programming | Menu Programming | Mabiiy | Phone Manager Optians |
", 5004 22003 Nams Ernzzo00
- g, BO03 22004 I_I

-, BO0S 22005 Password .

", 5005 22010
. BOD7 22011 Confirm Password otk
-, 5003 30000
*, 5011 30001
-y, 8010 30002 Extension 22000
-y, 5003 51000
“, 5002 51001 Locale
-l 2552001 _— 5
& 155000
e [Useres) System Phone Rights [hione

-~ Jm MNoUser
RemoteManager Profile [Basic User
202 Extnz02
203 Extn203
204 Extnz04 ™| Enable SoftPhone

205 Extn205

206 Extn206

207 Extnz07 ™ Enable one-2 TeleCommuter,

208 Extn208 ™ Ex Directary

210 Extn210
211 Extnzll Device: [Unknown STP device:
212 Extnz12 T

- gm 22001 Extnz2001

Full Mame:

Lol L Lo L

™ Receptionist

™ Enable one-% Portal Services

User Rights
22003 Extn22003
- 22004 Extn22004 User Rights view IUsEr data
- 22005 Extn22005
- 29010 Extnz2010 working hours time profile [ <Hionez

g 22011 Extnz2011
30000 ExEn30000
30001 Extn30001 Qut: of hours User Rights
30002 Extn30002
y~ S1000 ExEnS1000
51001 ExtnS1001
52001 Extn52001
55000 ExEnSS000
[ HuntGroup (1)
[-@X Short Code (57) o p— -
@ service (1) =l o | cancel telp

Working hours User Rights

Ll L L L

Ready I
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Click Supervisor Setting, Enter a Login Code, 123456 was used for compliance testing.
The Login Code is used by the Ascom IP-DECT Handset to log into the IP Office, it will
be configured in Section 5.1, Step 11. Click OK to continue.

The changes must be saved before they will take effect, click to the ' icon to save the
configuration.

{fdl Avaya IP Office R6 Manager DDED0705641F [6.0(8)] [Administrator{administrator)]

JH[=] B3
Fle Edt Ve Took Help
SHEHEE A 00E00705641F - User - 02 Extriz0z -
----- & s0212 =

Hunk Graup Membership | Announcements | Personal Direct

ary
User | Voicemail | DMD | ShortCodes | Soures Numbers | Telsphony | Forwarding | Dial In | Vaice Recording | Button Pragramming | Menu Programming | Habilty | Phone Manager Options |
Call Settings || Supervisar Settings | Muli-ine options | Call Log |

Iww«w«»«*

----- Sy, G001 22000

"y, BO00 22001
----- "y, BO04 22003
----- S, GO0G 22004

"y, BO0S 22005
----- Sy, G006 22010
----- Sy, G007 22011

Login Code I~ ForceLagin

“, 5009 30000
----- e, 5011 30001
w5010 30002
. 800351000
----- e, 500251001

Monitor Group
Coverage Group

Status on No-Answer

Login Idle Period (secs) |

[<tiones

[<tiones>

[Looged Gn (o change)

I™ Force Account Code

™ outgaing Call Bar

Ll Lo Ll

A 2552001

4 155000

User (25)

hollser
RemoteManager
----- 202 Extnz02
203 Extn203

----- 204 Extnz04

205 Extnz05

206 Extn206

----- 207 Extnz07

----- 206 Extniz08

210 Extn210

----- 211 Extnizi 1

----- 212 Extnzi2

v 22001 ExtnZ2001
----- [ 22003 Extn22003
v 22004 ExtnZ22004
[ 22005 ExtnZ2005
----- [ 22010 Extn22010
v 22011 Extnz2011
30000 Extn30000
----- 30001 Extn30001
30002 Extn30002
{51000 ExtnS1000
----- [ 51001 Extn51001
52001 Extn52001
----- 55000 ExtnSS000
F- 5 HuntGroup (1)

[1-8K Short Code (57)
B Service (0) = -

= e |

™ Inhibit GFF-Switch ForwardjTransfer
™ Can Intrude

Reset Longest Idle Time
Al Calls

B-d

¥ Cannot be Intruded
" External Incoming

[™ Can Tracs Calls

[~ cer agent

After Call Work Time (secs) [System Defal (10) = [ utematic After Cal Wark

Help |

i

Ready

Repeat Steps 3 through 6 for additional Extensions.
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5. Configure the Ascom wireless i75 VoWiFi Handset

The following steps detail the configuration process for the Ascom wireless 175 VoWiFi Handset
using the Ascom Device Manger (WinPDM) Windows-based application. For complete details on
all the supported features on the Ascom wireless 175 VoWiFi Handset refer to Section 9, [6].

Step | Description
1.| Launch the WinPDM application from the computer that has the application installed and
has the WinPDM physically attached via a USB cable. Before the user is presented with
the following screen a login is required. See Section 9, [6] for administration and
configuration information on the WinPDM. After the user has logged on to the WinPDM
the following screen is displayed which shows the devices found in the database. Since no
devices have been plugged into the WinPDM, none are shown at this time.
File Device Options  Help
Devices | Mumbers | Templates | Licences
Device types: Search for: in: [Device 1D v
Al Device ID Device bype Software version Parameter version | Upgrade status anline Latest number
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Step

Description

Create the extension profiles on the Ascom WinPDM. For this example extension 22000
will be used. From the Ascom WinPDM window, click Numbers = New. The New
numbers dialogue window appears, Set the following options:

e Call number = 22000

Click OK to continue.

% MewSite - Ascom WinPDi A EII
File Mumber Options  Help

‘ Dewcesl Humbers I Templates || L\cences|

Edit Delete

Device bypes: Search for: | in: ‘Pararnetar wersion Vl [ Show all

':*1”:' Mumber Device type Parameter wersion Device ID Online Status Saved Last run kemplate

|

E3

B New numbers
Device bype: 7!

Parameter version: | 5.7

E
AREIRES

Template: Mone

Preafix:
(&) Single Call number: 22000

() Range  Start call number:

|

Stop call number:

5] (o]

Repeat Step 2 for all Ascom 175 handsets as shown in Figure 1.
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Step | Description

4.| Place an Ascom wireless 175 Handset into the WinPDM, Once an Ascom wireless 175
Handset is placed into the cradle, the WinPDM recognizes the telephone. Click the radio
button labeled Associate with number and then click Next.

# MNew Device Wizard §|

Welcome to the Found New Device Wizard

Ascom WinPDM has detected a new i75 device with parameter version 5.5

Wwhat do you wish to doowith this device?

{(®) Associate with numbet:

Associate this device with an available number,

) Run template

Fun a kemplate on this device.

(" Do nothing

Close this dialog without any Further actions.,

Click Mext ko conkinue

Mext = Cancel
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Step | Description
5.| The Associate device dialogue window appears. Select the extension that the Ascom
wireless 175 Handset is associating to and select OK.
# hssociate device E'
Choose a nurmber ko associate with
... Dewic...  Param... Devic... Online Skatus Saved Lastr...
5.7 Synchron.., |/:
w
Search For: | i |Numl:uer V| [ Shiow all ]
I O, ] [ Cancel ]
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Step

Description

After entering OK, the new extension is created. Highlight the extension and select Edit
tab.

B NewsSite - Ascom WinPDit EHEE\

File Mumber Options  Help

Dewcesl Hurnbers ‘Templates Licences

& 7]

Mew Delete

s

I Mumber Device bype Parameter version Dewvice [0 online Stakus Saved
i75 1

Device bypes: Search For: |\n: |Parametar version vl [ Show all ]

Last run template
5.7 v Synchronized v |~
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Step

Description

The Edit parameters for 22000 dialogue window appears. Navigate to the System A
configuration page by clicking SYSTEM and then A. Verify and Configure the parameters
that are listed below, click Device = User to continue.

Two security schemas were tested: None/Open, and WPA2-AES-CCMP. Only OPEN will
be shown in this document. For complete details on how to configure these parameters
using the WinPDM refer to [6].

[ 2
System Name Ascom22000
(13 2
DHCP mode Enable
[ 31 b
ESSID m-voicel
31 [13 2
Security mode OPEN
1 (1] 2
Encryption type NONE
3 13 1 3 9
IP DSCP for voice 0x2E (46) — Expedited Forwarding
. . 6 3 2
IP DSCP for signaling 0x1A (26) — Assured Forwarding 31
# Edit parameters for 22000 [X|
Device bype: Ei?S i
Parameter version: 5? - i
L
Mame Value
System name Ascomz2000 | e
DHCP mode Enable | e
Phone IP address 127.0.0.1 e
Subnet mask. 255.255,255.255 e
E} Default gateway 0.0.0.0 e
) Audio ESSID m-voicel e
- LT Security mode COPEN e
(-3 Presence Encryption type NOME e
[#-{Z) Location WEP key 1 kA e
(-2 Marmal WEP key 2 bk e
[#-42) In Charger WEP key 3 ok e
(-2 Profile 2 WEP ke 4 bk e
[#-) Profile 3 WEP transmit key WER key 1 e
(== i ProF?Ie 4 WPA-PSK passphrase [r——— e
E- Prof!le 5 EAP authentication user name e
E- Prof!le 6 EAP authentication password R e
E- Prof!le 7 Advanced: Metwork association OPEN e
E- Prof!le 8 Advanced: Metwork authentication MCME e
B2 Profile 9 advanced: EAP type HOMNE e
({2 Protacols Advanced: Inner EAP bype MOME e
(-2 Hot lfeys Yoice power save mode ACTIVE e
D) Services 202.11b/qg channels 1,6,11 e
B2 Alarm Advanced: 802.11b/g channels e
B2 Push-To-Talk 'wworld mode regulatory domain world mode (802.11d) e
Transmission power Automatic e
1P DSCP for voice 0x2E (46 - Expedited Forwarding e
1P DSCP for signalling 0x14 {26) - Assured Forwarding 31 e
SPEC Call Admission Contral Cisable e
Transmit gratuitous ARP Disable e
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Step

Description

Verity and Configure the parameters that are listed below, click General to continue.

User display text

Endpoint ID

“22000”
“22000”

§i Edit parameters for, 22000

Device bype: |i?5

Parameter version: |5.7

X

(-3 Audio
-3 U
({3 Presence
[#-{) Location
(-1 Mormal
-3 In Charger
[ Profile 2
-3 Profile 3
{3 Prafile 4
(-3 Profile 5
(-3 Profile &
(-3 Profile 7
-3 Profile &
{3 Prafile 9
({3 Protocols
[ Hat keys
(-3 Services
- Alarm

=

H-{3) Push-Ta-Talk

Ellf) System Mame Yalue

[ Automatic key lock Disable

Phone lock code

shekskksbskopoololok

User display text 22000 ]

Rotate new messages Disable
Ackive system A

Direct off hook from charger Disable
Endpoint number 22000

ndpaint 1D 22000

Lo ¢ Message centre

00000008
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Step

Description

Ensure that the Time zone and NTP server values are set. Click Protocols to continue.

# Edit parameters for 22000

Device bype: Ei?s

Parameter version: |5.7

9

Mame Yalue
Max number of call completions 10 (2]
Wibrate during call Wibrate only on urgency messages e
Emergency number e
Dial pause time 1 (2]
Time zone Eastern Time (GMT-5) | e
LCD contrast Level & (default) [2]
"oice mail number e
Phone mode Personal (2]
Backlight timeout 20 e
Unread message reminder Disable e
Message reminder inkerval 7 (2]
Adrninistration user narne admin (2]
Adrninistration password R SR e
Replace Call Rejected with User Busy Disable (2]
NTF server 192,50,10,250 | e
{50 Push-To-Talk
[o]:4 ] [ Cancel
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Step | Description

10. | Click GENERAL. Verify and Configure the parameters that are listed below. Ensure that
the codec chosen matches whatever is used on Avaya IP Office. Click SIP to continue.

VolIP protocol “SIp”
Codec configuration “G.711 u-law”
Internal Call number length “5”

X

§i Edit parameters for, 22000

Device type: |i?5 |

Parameter version: |5.? |

EH':) System # | Mame Walue
A YoIP protocol SIP

Codec configuration G711 u-law

(Codec packetization time configuration 20

cow D Internal call number length 5
[0 Device

0000

- 4 Unite

o 3 Message centre
-3 Audio
-3 U
({3 Presence
(-3 Location
(-1 Mormal
-3 In Charger
[ Profile 2
[
£
£
[E
£
£
2

H-{) Profile 3
-{7) Profile 4
-{.7) Profile 5
H-{3) Profile &
-{.7) Profile 7
-{.7) Profile &

- # H.323

.
[ Hat keys
(-3 Services v
< | >
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Step | Description
11. | Navigate to the SIP configuration page by clicking PROTOCOLS and then SIP. Verify
and configure the parameters that are listed below.
The SIP proxy password field must match the user password configured on IP Office.
Once the information has been configured, the WinPDM reports the information as ***%*,
After clicking OK, pick up the 175 handset from the WinPDM in order to reboot the
handset and activate the new configuration.
SIP proxy IP address “10.32.68.1”
SIP proxy password “123456”
Hold type “SendOnly with connection information 0.0.0.0”
Device bype: i75
Parameter version: |5.7
0| Mame Walue
SIP proy [P address 10.32.68.1 | e
Secondary SIP proxy IP address 0.0.0.0 e
SIP proxy listening port 5060 9
SIP proxy ID 9
SIP prosy password i e
- & User Send DTMF using RFC 2633 ar SIP INFO RFCZ833 e
-~ @ General Haold bype SendOnly with connection information 0.0.0.0 e
- # Unite Egistration identity Erdpoint nurmber e
. ® Message centre Authentication identity Endpoint number e
+\.3 Audio Call forward locally Disabled (2]
+\.3 Ut MOH locally Enabled e
+-]) Presence Hold on Transfer Disabled (2]
+\.3 Location SDP media mode attribute Session attribute e
+\.3 Harmal Direct signaling Disabled e
- In Charger SIF Register Expiration 3600 e
+-7) Profile 2
-3 Profile 3
-3 Profile 4
-3 Profile 5
-3 Profile 6
-3 Profile 7
+G Profile &
-3 Profile 9
= i) Protocols
- 4 General
- H.323
+\.3 Hat keys
+\.3 Services v
< >
12. | Repeat Steps 1 — 11 for each Ascom wireless 175 VoWiF1 Handset being provisioned, but
modify the appropriate extension fields to avoid duplication.
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6. General Test Approach and Test Results
6.1. General Test Approach

All feature functionality test cases were performed manually. The general test approach entailed
verifying the following:

Registration, re-registration of Ascom 175 VoWiFi Portable Handsets with Avaya IP Office.

Verify Message Waiting Indicator and message retrieval with Avaya Voicemail Pro.

VolIP calls between Ascom and Avaya Digital Telephones, Avaya H.323 IP Telephones.

Inter-office calls using SIP, G.711U-law and G.729a codec, shuffling (between 175’s),

conferencing, voicemail, DTMF.

e Wireless Roaming, Wireless Security, Wireless Authentication and Wireless Quality of
Service.

e Verifying that QoS directed the voice signaling and voice media to the higher priority queue

based on WMM QoS.

6.2. Test Results

The Ascom wireless 175 VoWiFi Handset passed all test cases. Ascom wireless 175 VoWiFi
Handsets were verified to successfully register with Avaya IP Office. The compliance testing also
focused on verifying WMM Quality of Service for voice traffic while low priority wireless
background traffic was competing for bandwidth. The Ascom wireless 175 VoWiFi Handset was
verified to roam successfully between access points while maintaining voice calls. Multiple
security schemas, OPEN and WPA2-AES-CCMP were used for testing. Telephone calls using
codec’s G.711U-law and G.729a were verified to operate correctly with the media path direct
between the Ascom wireless 175 VoWiFi Handset (shuffling enabled) and with the media path
centralized through Avaya IP Office (shuffling disabled). Calls were maintained for durations over
one minute without degradation to voice quality. The telephony features verified to operate
correctly included attended/unattended transfer, conference call participation, conference call
add/drop, call waiting, caller ID operation, call forwarding unconditional, call forwarding clear, call
park, call pickup, Twinning/bridged, voicemail using Avaya Voicemail Pro, Message Waiting
Indicator (MWI) and message retrieval, hold and return from hold.
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7. Verification Steps

The following steps can be used to verify proper operation of the Ascom wireless 175 VoWiFi
Handset.
¢ Ensure that the ESSID value of the wireless network matches the ESSID field value
configured in Section S Step 7 on the Ascom wireless 175 VoWiFi Handset.
e Ensure that the VoIP Protocol and Codec configuration field values are set correctly, see
Section 5, Step 10.
e Ensure that the SIP proxy IP address and SIP proxy password field values are set
correctly, see Section 5, Step 11.
e Ensure that the Ascom wireless 175 VoWiFi Handset was removed from the Device
Manager after completing the configuration to apply the changes and reboot the handset.
e Place calls from the Ascom wireless 175 VoWiFi Handset and verify two-way audio.
e Place a call to the Ascom wireless 175 VoWiFi Handset, allow the call to be directed to
voicemail, leave a voicemail message and verify the MWI message is received.
e Using the Ascom wireless 175 VoWiFi Handset that received the voicemail, connect to the
voicemail system to retrieve the voicemail and verify the MWI message clears.
e Place calls to the Ascom wireless 175 VoWiFi Handset and exercise calling features such as
transfer, conference and hold.

8. Conclusion

These Application Notes illustrate the procedures necessary for configuring the Ascom wireless 175
VoWiFi Handset with Avaya IP Office. All feature functionality test cases described in Section 6.1
passed.
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9. Additional References
The documents referenced below were used for additional support and configuration information.

This section references documentation relevant to these Application Notes. In general, Avaya
product documentation is available at http://support.avaya.com

1. IP Office 6.0 Installation Manual, Issue 21f, March 1 2010, = Document Number 15-601042
http://support.avaya.com/css/P8/documents/100073460

2. TP Office Release 6.0 Manager 8.0, Issue 24h, February 20, 2010
Document Number 15-601011
http://support.avaya.com/elmodocs2/ip_office/R4.2/NewissueseptO8/eng/manager en.pdf

3. 1P Office Release 6.0 System Status Application, Issue 05a, February 12, 2010
Document Number 15-601758
http://support.avaya.com/css/P8/documents/100073300

4. TP Office Release 6.0 Voicemail Pro, Issue 22b, January 16, 2010
http://support.avaya.com/css/P8/documents/100073435

5. TP Office System Monitor, Issue 02b, November 28, 2008
Document Number 15-601019
http://support.avaya.com/css/P8/documents/100073350

Ascom product documentation.

6. Ascom product documentation can be found at http://www.Ascomwireless.com
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
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