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Application Notes for Virtual Hold Concierge with Avaya
Communication Manager using Avaya Application
Enablement Services — Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Virtual Hold Concierge
to successfully interoperate with Avaya Communication Manager using Avaya Application
Enablement Services. Information in these Application Notes has been obtained through
compliance testing and additional technical discussions. Testing was conducted via the
DeveloperConnection Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

Virtual Hold Concierge is a contact center solution that provides intelligent queue management
when incoming call traffic exceeds agent availability. Concierge calculates and informs the
caller of expected wait time, maintains the caller position in a virtual queue, and calls the caller
back when the caller’s turn comes up. The CTI integration with Avaya Communication
Manager is achieved through the Avaya Application Enablement Services (AES) CVLAN
service.

Concierge uses the Avaya AES CVLAN service to query and monitor the skill/ACD queues.
The information obtained from the CTI event reports is used to calculate the expected wait time.
All incoming calls are routed by Concierge using the CTI adjunct routing capabilities. When the
expected wait time for the skill/ACD queue reaches a defined threshold, Concierge can specify
the call to be routed to an available line-side DS1 station that terminates to Concierge. The
internal Interactive Voice Response (IVR) component of Concierge will play the expected wait
time announcement and provide the caller with options to continue to wait in queue or to be
called back.

Callers that decide to continue to wait in queue will be transferred by Concierge to the skill/ACD
queue. Callers that decide to be called back will be prompted for a callback number and time,
and Concierge will track the caller position in a virtual queue. When it is almost time for the
caller to be serviced from the virtual queue, Concierge will place a callback call to the caller, and
transfer the call to the skill/ACD queue with priority, such that the call will be placed in front of
the queue. The callback calls are originated from available line-side DS1 stations. The DS1
circuit pack on Avaya Communication Manager is physically connected to the Dialogic T1/E1
card on Concierge. Callback calls are originated by Concierge from an available port on the
Dialogic T1/E1 card, with call progress tones and tone detection handled by Concierge. When
the callback call is connected and accepted by the caller, Concierge then utilizes the CTI domain
control capabilities to transfer the callback call to the skill/ACD queue.
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2. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya S8700 Media Servers Communication Manager 3.0.1, load 346.0
Avaya MCC1 Media Gateway
e TN799DP C-LAN Circuit Pack HWO01 FWO015
e TN464GP DS1 Interface HWO02 FWO018
Avaya Application Enablement Services 3.0, build 46

Avaya C363T-PWR Converged Stackable Switch 45.14

Avaya C364T-PWR Converged Stackable Switch 4.5.14

Avaya 4600 Series IP Telephones 1.8.3 (4624), 2.1.3 (4610SW)

Virtual Hold Concierge on 6.2.0.1
Dell Optiplex 170L with Windows 2003 Server
e Dialogic D240JCT-T1 Card
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3. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager. The
procedures include the following areas:

e Verify Avaya Communication Manager License
e Administer IP node name for C-LAN

e Administer IP interface for C-LAN

e Administer data module for C-LAN

e Administer IP services for AES transport link

e Administer CTI link for CVLAN service

e Administer vectors and VDNs

e Administer line-side DS1 stations

The detailed administration of contact center devices, such as ACD/skill groups, logical agents
and station extensions are assumed to be in place and are not covered in these Application Notes.

For the compliance testing, a skill group number of “101” with extension number “54101” was
created. This information will be used to configure the vectors in Section 3.7 and the Virtual
Hold Concierge agent groups in Section 5.3.
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3.1. Verify Avaya Communication Manager License

Log into the System Access Terminal (SAT) to verify that the Avaya Communication Manager
license has proper permissions for features illustrated in these Application Notes. Use the
“display system-parameters customer-options” command to verify that both the ASAI Link
Core Capabilities and ASAI Link Plus Capabilities customer options are set to “y” on Page 3.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call 1D?

A/D Grp/Sys List Dialing Start at 01?
Answer Supervision by Call Classifier?
ARS?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

ASAI Link Core Capabilities?

ASAI Link Plus Capabilities?

KKKKKKKKK oK

Audible Message Waiting?
Authorization Codes?

Backup Cluster Automatic Takeover?
CAS Branch?

CAS Main?

Change COR by FAC?

Computer Telephony Adjunct Links?
Cvg OF Calls Redirected Off-net?
DCS (Basic)?

DCS Call Coverage?

<KKK 3333 5KK

Navigate to Page 6, and verify that the Vectoring (Basic) customer option is set to “y”.

display system-parameters customer-options Page 6 of 11
CALL CENTER OPTIONAL FEATURES

Call Center Release: 3.0

ACD? y Reason Codes? y
BCMS (Basic)? y Service Level Maximizer? n
BCMS/VuStats Service Level? y Service Observing (Basic)? y
BSR Local Treatment for IP & ISDN? n Service Observing (Remote/By FAC)? y
Business Advocate? n Service Observing (VDNs)? y
Call Work Codes? y Timed ACW? y
DTMF Feedback Signals For VRU? n Vectoring (Basic)? y
Dynamic Advocate? n Vectoring (Prompting)? y
Expert Agent Selection (EAS)? y Vectoring (G3V4 Enhanced)? Y
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 50f34
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3.2. Administer IP Node Name for C-LAN

Use the “change node-names ip” command, and add an entry for the C-LAN that will be used for
connectivity to the AES server. In this case, “clan-1b09” and “192.45.100.87” are entered as
Name and IP Address. The actual node name and IP address may vary. Submit these changes.

change node-names ip
IP NODE NAMES

Name IP Address
clanP2-1a04 192.168.61 .21
clanP27-2a03 172.16 .252.200
clanP7-3a04 192.168.1 .10
default o .0 .0 .0
clan-1b09 192.45 .100.87

3.3. Administer IP Interface for C-LAN

Add the C-LAN to the system configuration using the “add ip-interface 1b09” command. Note
that the actual slot number may vary. In this case, “1b09” is used as the slot number. Enter the
C-LAN node name assigned from Section 3.2 into the Node Name field. The IP Address field
will be populated automatically.

Enter proper values for the Subnet Mask and Gateway Address fields. In this case,
#255.255.255.0” and “192.45.100.1” are used to correspond to the network configuration in these
Application Notes. Set the Enable Ethernet Port field to “y”, and use a separate Network
Region for the C-LAN dedicated for AES connectivity. Default values may be used in the
remaining fields. Submit these changes.

add ip-interface 1b09
IP INTERFACES

Type: C-LAN
Slot: 01B09
Code/Suffix: TN799 D
Node Name: clan-1b09
IP Address: 192.45 .100.87
Subnet Mask: 255.255.255.0
Gateway Address: 192.45 .100.1
Enable Ethernet Port? y
Network Region: 2
VLAN: n

Number of CLAN Sockets Before Warning: 400

ETHERNET OPTIONS
Auto? y
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3.4. Administer Data Module for C-LAN

Add a new data module using the “add data-module n” command, where “n” is an available
extension. Enter the following values:

Name: A descriptive name.

Type: “ethernet”

Port: Same slot number from Section 3.3 above and port “17”.
Link: An available link number.

add data-module 2001
DATA MODULE

Data Extension: 2001 Name: CLAN 1B09 Data Module
Type: ethernet
Port: 01B0917
Link: 11

Network uses 1"s for Broadcast Addresses? Y

3.5. Administer IP Services for AES Transport Link

Administer the transport link to the AES server with the “change ip-services” command. Add an
entry with the following values for fields on Page 1:

e Service Type: “AESVCS”
e Enabled: “y”
e Local Node: C-LAN node name from Section 3.2.
e Local Port: Retain the default value of “8765.
change ip-services Page 1 of 3
IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
SAT y clanP27-2a03 5023 any 0
SAT y clan-1b04 5023 any 0
AESVCS y clan-1b04 8765
AESVCS y clan-1b09 8765
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 7o0f34
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Proceed to Page 3, and enter the following values:

e AE Services Server: Name obtained from the AES server, in this case “AES-DevCon2”.
e Password: Same password to be administered on the AES server.
e Enabled: “y”

Note that the name and password entered for the AE Services Server and Password fields are
case sensitive, and must match the name and password on the AES server. The administered
name for the AES server is created as part of the AES installation, and can be obtained from the
AES server by typing “uname —n” at the Linux command prompt. The same password entered in
the screen below will need to be set on the AES server, as described in Section 4.3.

change ip-services Page 3 o0of 3
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: devconaes01 * y in use
2: AES-DevCon2 * y
3:

3.6. Administer CTI Link for CVLAN Service

Add a CTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter “ASAI-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields. Submit these changes.

add cti-link 3 Page 1 of 2
CTI LINK
CTI Link: 3
Extension: 2203
Type: ASAI-IP
COR: 1
Name: Virtual Hold CVLAN CTI Link
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3.7. Administer Vectors and VDNs
Administer a set of vectors and Vector Directory Numbers (VDNs) for the following purposes:

e Entry: To provide adjunct routing and failure coverage.
e Holding: To queue incoming calls to the skill/ACD group at medium priority.
e Callback: To queue callback calls to the skill/ACD group at high priority.

3.7.1. Entry Vector and VDN

Modify a vector using the “change vector n” command, where “n” is an existing vector number.
The vector will be used to provide adjunct routing to the CTI link defined previously in Section
3.6. Note that the vector Number, Name, wait-time step, and route-to number may vary. The
route-to number is used as the covering point to provide failure coverage in case of failures
from adjunct route.

change vector 991 Page 1 of 3
CALL VECTOR
Number: 991 Name: VH Entry
Multimedia? n Meet-me Conf? n Lock? n

Basic? y EAS? y G3V4 Enhanced? y ANI/I1I-Digits? y ASAl Routing? y
Prompting? y LAI? y G3V4 Adv Route? y CINFO? y BSR? n Holidays? n
Variables? n 3.0 Enhanced? n

01 adjunct routing link 3

02 wait-time 20 secs hearing silence

03 route-to number 27992 with cov n if unconditionally
04

Add a VDN using the “add vdn n” command, where “n” is an available extension number. Enter
a descriptive name for the Name field, and the vector number from above for the Vector
Number field. Retain the default values for all remaining fields.

add vdn 27991 Page 1 of 2
VECTOR DIRECTORY NUMBER

Extension: 27991
Name: VH Entry VDN
Vector Number: 991
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3.7.2. Holding Vector and VDN

Modify a vector to queue incoming calls to the skill/ACD group at medium priority. Note that
the vector Number, Name, queue-to skill, and wait-time step may vary.

change vector 992 Page 1 of 3
CALL VECTOR
Number: 992 Name: VH Holding
Multimedia? n Meet-me Conf? n Lock? n

Basic? y EAS? y G3V4 Enhanced? y  ANI/I11-Digits? y  ASAl Routing? y
Prompting? y LAI? vy G3V4 Adv Route? y CINFO? y BSR? n Holidays? n
Variables? n 3.0 Enhanced? n

01 queue-to skill 101 pri m
02 wait-time 20 secs hearing ringback
03

Add a VDN with an available extension as shown below. Enter a descriptive name for the Name
field, and the vector number from above for the Vector Number field.

add vdn 27992 Page 1 of 2
VECTOR DIRECTORY NUMBER

Extension: 27992
Name: VH Holding
Vector Number: 992

3.7.3. Callback Vector and VDN

Modify a vector to queue callback calls to the skill/ACD group at high priority. Note that the
vector Number, Name, queue-to skill, and wait-time step may vary.

change vector 993 Page 1 of 3
CALL VECTOR
Number: 993 Name: VH Callback
Multimedia? n Meet-me Conf? n Lock? n

Basic? y EAS? y G3V4 Enhanced? y  ANI/I11-Digits? y ASAl Routing? y
Prompting? y LA1I? vy G3V4 Adv Route? y CINFO? y BSR? n Holidays? n
Variables? n 3.0 Enhanced? n

01 queue-to skill 101 pri h
02 wailt-time 20 secs hearing ringback
03

Add a VDN with an available extension as shown below. Enter a descriptive name for the Name
field, and the vector number from above for the Vector Number field.

add vdn 27993 Page 1 of 2
VECTOR DIRECTORY NUMBER

Extension: 27993
Name: VH Callback
Vector Number: 993

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 34
SPOC 6/20/2006 ©2006 Avaya Inc. All Rights Reserved. VH-AES.doc




3.8. Administer Line-Side DS1 Stations

Administer the line-side DS1 stations. Each line-side DS1 station is a port off of the DS1 circuit
pack that is physically connected to the Dialogix T1/E1 card in the Virtual Hold Concierge
server. Typically half of the port capacities are configured to handle inbound calls, and the other
half are configured to handle outbound callback calls. For the compliance testing, two ports
were configured for handling of inbound calls, and two ports for handling of outbound callback
calls. The customer can vary the number of ports to be used for each purpose.

3.8.1. Inbound Line-Side DS1 Stations

Use the “add station n” command, where “n” is an available extension number. Enter the
following values for the specified fields, and retain the default values for all remaining fields.
Submit these changes.

e Type: “DS1FD” to indicate line-side DS1.
e Port: An available port from the DS1 circuit pack.
e Name: A descriptive name.

add station 22291 Page 1 of 3
STATION
Extension: 22291 Lock Messages? n BCC: O
Type: DS1FD Security Code: TN: 1
Port: 01B1701 Coverage Path 1: COR: 1
Name: VH Inbound Line #1 Coverage Path 2: CoS: 1
Hunt-to Station: Tests? y

Repeat the “add station n” command to add the desired number of line-side DS1 stations to be
used for handling of inbound calls. When possible, use consecutive extension numbers for the
line-side DS1 stations, for ease of configuring Virtual Hold Concierge.

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 110f 34
SPOC 6/20/2006 ©2006 Avaya Inc. All Rights Reserved. VH-AES.doc




3.8.2. Outbound Line-Side DS1 Stations

The procedure for creating the line-side DS1 stations for outbound callback calls is exactly the
same as the procedure for creating line-side DS1 stations for inbound calls. Follow the

procedure described in Section 3.8.1 to create the desired number of line-side DS1 stations for
handling of outbound callback calls.

add station 22295 Page 1 of 3
STATION

Extension: 22295 Lock Messages? n BCC: O
Type: DS1FD Security Code: TN: 1
Port: 01B1705 Coverage Path 1: COR: 1
Name: VH Outbound Line #1 Coverage Path 2: Cos: 1

Hunt-to Station: Tests? y
Below is a listing of all line-side DS1 stations created for the compliance testing.
list station 22291 count 4
STATIONS

Ext/ Port/ Name/ Room/ Cvl/ COR/ Cables

Type Hunt-to Surv GK NN Move Data Ext Cv2 COS Jack

22291 01B1701 VH Inbound Line #1 1

DS1FD no 1

22292 01B1702 VH Inbound Line #2 1

DS1FD no 1

22295 01B1705 VH Outbound Line #1 1

DS1FD no 1

22296 01B1706 VH Outbound Line #2 1

DS1FD no 1
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3.9. Administer Hunt Group

Administer a hunt group to be used for routing of inbound calls to the line-side DS1 stations.
Use the “add hunt-group n” command, where “n” is an available hunt group number. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

e Group Name: A descriptive name.
e Group Extension: An available extension number.

add hunt-group 234 Page 1 of 60
HUNT GROUP
Group Number: 234 ACD? n
Group Name: VH Inbound DS1 Queue? n
Group Extension: 54234 Vector? n
Group Type: ucd-mia Coverage Path:
TN: 1 Night Service Destination:
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

Navigate to Page 3 of the HUNT GROUP screen, and enter the extensions of all line-side DS1
stations to be used for handling of inbound calls from Section 3.8.1. Submit these changes.

add hunt-group 234 Page 3 of 60
HUNT GROUP
Group Number: 234 Group Extension: 54234 Group Type: ucd-mia
Member Range Allowed: 1 - 1500 Administered Members (min/max): 1 /2

Total Administered Members: 2
GROUP MEMBER ASSIGNMENTS

Ext Name (24 characters) Ext Name (24 characters)
1: 22291 VH Inbound Line #1 14:
2: 22292 VH Inbound Line #2 15:
3: 16:
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 13 0f 34
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4. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya Application Enablement Services.
The procedures include the following areas:

e Verify Avaya Application Enablement Services License
e Administer local IP

e Administer switch connection

e Administer CVLAN link

4.1. Verify Avaya Application Enablement Services License

Access the AES OAM web based interface by using the URL “https://ip-address:8443/MVAP”
in an Internet browser window, where “ip-address” is the IP address of the AES server. The
Login screen is displayed as shown below. Note that the AES OAM includes two separate
administrative accounts, one to access CTI OAM Admin and a separate one to access User
Management. Log in using the CTI OAM Admin user name and password.

AVAYA o

AN Home

: Login

Username |

Passward: |

", (7o)
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The Welcome To OAM screen is displayed, as shown below. Select OAM Home > CTI OAM
Admin from the left pane.

¥ou are here: > Home
L Ay : Welcome to OAM

The AE Services Operations, Administration, and Management {OAM) Web provides you with tools for
managing the AE Server. OAM spans the following administrative domains:

e CTI OAaM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the AE Server.

e User Management - Use User Management to manage AE Services users and AE Services user-
related resources.

Depending on your business reguirements, these adminstrative domains can be served by one
administrator for both domains, or 2 separate administrator for each domain.

NOTE: AE Services OAM \Web pages and OAM-based descriptions in the AE Services documentation
use the term CMAPI to refer to AE Services Device and Media Cantral,

. (Fee]

The Welcome to CTI OAM Screens is displayed. Verify that the Avaya Application
Enablement Services license has proper permissions for the features illustrated in these
Application Notes by ensuring the CVLAN service is licensed, as shown in the bottom of the
screen below. If the CVLAN service is not licensed, contact the Avaya sales team or business
partner for a proper license file.

You are here: > CTI OAM Horme

: Welcome to CTI OAM Screens

[craft] logged in on Wed May 24 15:55:00 E.5.T. 2006

L|:_u_ — Service Controller Status
ASAI Link Manager Running
CMAPI Service Running
CVLAN Service Running
DLG Service Running
Transport Layer Service Running
TSAPI Service Running

For status on actual services, please use Status and Control,

IMPORTAMT: AE Services must be restarted for administrative changes to fully take effect.
Changes to the Security Database do not require a restart,

License Information

You are licensed to run Application Enablement (CTI) version 3.0

You are licensed for the following services
« DLG

s CWLAN

« TS5API
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4.2. Administer Local IP

From the CTI OAM Home menu in the left pane, select Administration > Local IP. The
Local IP screen is displayed into the right pane, as shown below. In the Client Connectivity
field, select the AES server IP address that will be used to connect to Virtual Hold Concierge. In
the Switch Connectivity field, select the AES server IP address that will be used to connect to
Avaya Communication Manager. Click on Apply Changes.

You are here: = Administration > Local IP

~ administration

n
E—— =~ Local IP
Ports : _:
Switch Connections Client Connectivity | eth0:192.45.30.152 V|
» CTI Link Admin Switch Connectivity | eth1:192.45.100.153 +|
b CMAPT Configuration Media Connactivity |__a‘['_\ﬂ}f v'i

TSAPI Configuration
v Security Database

Apply Changes ]

4.3. Administer Switch Connection

From the CTI OAM Home menu in the left pane, select Administration > Switch
Connections. The Switch Connections screen is displayed, as shown below. Enter a
descriptive name for the switch connection and click on Add Connection. In this case,
“devcon27S8700” is used. Note that the actual switch connection name may vary.

¥ou are here: > Administration > Switch Connections

+ Administration

Local Ip : Switch Connections

Ports

Switch Connections |devcon27 36700 [ Add Connection |
» CTI Link &dmin Connection Mame Mumber of Active Connections
et i @® devcon3558710 0

TSAPI Configuration [

: Edit Connection | | Edit CLANIPs | | Edit H323 Gatekeeper | [ Delste Connection |
» Security Database

v Status and Control
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Next, the Set Password — devcon27S8700 screen is displayed. Enter the same password that
was administered in the Avaya Communication Manager IP SERVICES screen from Section
3.5, and re-enter the same password in the Confirm Switch Password field. Retain the check in
the SSL check box. Had the switch been an Avaya DEFINITY Server G3csi, the SSL would
need to be unchecked. Click on Apply.

You are here: > Administration > Switch Connections

ML B. set Password - devcon27S8700
Local Ip 2]
Ports
Switch Connections
» CTI Link Admin
» CMAPI Configuration

Switch Password i............ |

Confirm Switch Password I............ |

- SsL
TS4PI Configuration ) . )
e Please note that changing the password affects only new connections, not open connections.
b Securty Database
» Status and Control Apply

The Switch Connections screen is displayed next, as shown below. Select the newly added
switch connection name from the listing, and click on Edit CLAN IPs.

You are here: > Administration > Switch Connections

an . . ;
Local 1P = Switch Connections

Forts ;
Switch Connections ||

| [ Add Connection

» CTI Link Admin

b CMAPI Configuration
TSAPI Configuration

» Security Database

Connection Mame
® devcon2758700
O devcon3&Se710

MNumber of Active Connections
u]
u]

[ Edit Connection

| [ EditcLanips | [

Edit H.323 Gatekeeper ] [ Delete Connection

The Edit CLAN IPs — devcon27S8700 screen is displayed next. Enter the host name or IP
address of the C-LAN used for AES connectivity from Section 3.2. In this case,
#192.45.100.87” is used. Click on Add Name or IP.

v Administration
Local IP
Ports
Switch Connections
b CTI Link Admin
» CMAPI Configuration
TSaPI Configuration
b Security Database

You are here: =  Administration

=  Switch Connections

B Edit CLAN IPs - devcon27S8700

[192.45.10087

[ Add Name ar IP

Marme or I[P Address

Status
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4.4, Administer CVLAN Link

To administer a CVLAN link, select Administration > CTI Link Admin > CVLAN Links

from the CT1 OAM Home menu in the left pane. The CVLAN Links screen is displayed, as
shown below. Click on Add Link.

Ports
Switch Connections
- CTI Link Admin
TSAPI Links

DLG Links
b CMAPI Configuration I

®
CWLAN Links o}
o]
A

You are here:

B CVLAN Links

Signal Praprietary Switch Switch CTI ASAl _Lmk Heartheat Active Clients
Connection Link Mumber Wersion State
2 YES devcon27568700 2 4 OFF o
3 YES devcon3558710 7 ON a
4 MO devcon3sse710 8 OoN o

>  Administration = CTILink Admin > CYLAN Links

TS4PL Configuration

dd Link | [ Edit Link | [ Delete Link | [ Edit Client

v Security Database

The Add/Edit CVLAN Link screen is displayed next. Select the following values for the
specified fields, and click on Apply Changes.

Signal:
Switch Connection:

ASAI Link Version:

An available signal number from the drop down list.
Name of switch connection from Section 4.3.

Switch CTI Link Number: CTI link number from Section 3.6.

Version “4” from the drop down list.

AVAYA

Local IP
Ports

Switch Connections
» CTI Link Adrmin
TSAPI Links
CWLAM Links
DLG Links
» CM&PI Configuration
TS4P1 Configuration
» Security Database

» Status and Control

You are here: > Administration = CTI Link Admin > CYLAN Links

: Add / Edit CVLAN Link

Signal

Proprietary
Switeh Cannection con27 58700 ¥

Switch CTI Link Number |3 Vi:

aSal Link version |4 |

Heartbeat F

[ Apply Changes ” Cancel Changes ]

The Apply Changes to Link screen is displayed. Click on Apply.

Local IP
Ports
Switch Connections
» LTI Link Admin
TSAPI Links
CYLAM Links
DLG Links

You are here: =  Administration = CTILink Admin > CYLAM Links

: Apply Changes to Link

VWarning! Are you sure you want to apply the changes?
Changing the link version may drop all active clients.
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45. Administer CVLAN Client

The CVLAN Links screen is displayed again and updated with the newly added CVLAN link.
Select the radio button next to the newly added CVLAN link, and click on Edit Client.

You are here: >  Administration = CTI Link Admin > CYLAMN Links

Ll % CVLAN Links

Forts
Switc.h Conngctions Signal Proprietary Coi\:niatcctr:m I_Sir:\liitl'SSmcheIr A\?:‘rlsiLDi:k Heg{;?sat Active Clients
7 %‘mj (3] 2 YES devcon27S8700 2 4 OFF 0
CYLAN Links (3] 3 YES devcon3558710 7 oM 0
DLG Links (3] 4 MO devcon3558710 g oM 0
» CMAPI Configuration ® 5 NO devcon2758700 3 4 OFF 0
TSAFL Configuration ((Add Link ] [ Edit Link | [ Delete Link | [ Edit Client |

» Security Database

The Edit Clients screen is displayed next. Enter the IP address of the Virtual Hold Concierge
server, in this case “192.45.30.232”, and click on Add Client.

DAM Home
CTI QA
- Administration

You are here: > Administration > CTI Link Admin > CWLAMN Links

Local 12 = Edit Clients

Parts o

e e 192,45 30 232 [ Add Client

+ CTI Link Admin ' :
TSAPI Links Mame or [P Address  Status
CWLAM Links Drop Client l [ Delete Client
DLG Links
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 19 of 34
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5. Configure Virtual Hold Concierge

This section provides the procedures for configuring Virtual Hold Concierge. The procedures
include the following areas:

e Launch configuration wizard

e Administer switch connection

e Administer agent groups

e Administer IVR servers and extensions
e Administer queues

e Administer incoming extensions

Virtual Hold Concierge can be configured on a single server or with components distributed
across multiple servers. For ease of compliance testing, the configuration used a single server
hosting all components.

5.1. Launch Configuration Wizard

From the Virtual Hold Concierge server, navigate to Start > Programs > VHT > VHT
Configuration Wizard to launch the Configuration Wizard. The Welcome to the Virtual Hold
Configuration Wizard screen is displayed, as shown below. Click Configure to proceed.

Configuration Wizard

\74YIRTUAL HOLD"

TECHNOQLOGTY

Welcome to the Virtual Hold Configuration Wizard

Flease follow the instructions on the screen. Click the "Configure" button to
hegin.

Mote: Once an item has been created, it cannot be modified or
deleted by this Configuration ‘Wizard, Flease use EyeQto
modify or delete configuration data.

Configure
“Artual Hold Configuration Yizand “Wersion 1.4.10
Copyright 2006 -%rtual Hold Technology & &l Rights Reserved
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5.2. Administer Switch Connection
The Switch Connection screen is displayed. Click Add to create a connection to the switch.

Configuration Wizard

k’Zj VIRTUAL HOLD’

TECHMNOLOGY

Switch Connection

Click "Add" to create a connection to the Switch.
If wou do notwish to create a connection to the Switch, click the "Skip"
buttan.

Mote: Once an item has been created, it cannot be modified or
deleted by this Configuration Wizard, Please use Evelto
madify or delete configuration data.

<Back | Skip >

“wirtual Hold Configuration Yizard

Copyeright 2006 -*irtual Hold Technology &

Finish |

“ersion 1.4.10

&l Rights Reserved

The Switch Types screen is displayed next. Enter the following values for the specified fields.

e Switch Type: Select “TIALAvaya” from the drop down list.

e MapD/Telephony Server IP: Client connectivity IP on AES server from Section 4.2.
e Signal Node: CVLAN signal number on AES server from Section 4.4.

Note that the value of the Site Name field is automatically populated and was created as part of
the installation. The values in the Logical ID and DLL Name fields are changed automatically
upon selecting the value for the Switch Type field. Click Create, followed by Close.

5witch Types
Site Mams: =
Switch Type: |T|-"3t|-‘3wa_','a :J
M apD/T elephony Server |F; |1 92.45.30.152 _‘_'_I
Signal Mode: | 5
Lagical ID: [ TIAL_Avaya.di
DLL Mame: [ TIAL_Avaya.di
Create | Cloze
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5.3. Administer Agent Groups
The Agent Groups screen is displayed. Click Add to create agent groups.

Etonﬁguration Wizard

L"’Z"‘ VIRTUAL HOLD

TECHNQLOGY

Agent Groups

Click "Add" to create Agent Groups.
Ifwou do notwish to create Agent Groups, click the "Skip" button.
If wou wish to return to the presvious screen, click the "Back” button,

MNote: Once an item has been created, it cannot be modified or
deleted by this Configuration Wizard, FPlease use EyeQto
modify or delete configuration data,

< Back | Skip > Firish_|
“wirtual Hold Configuration Yizard “erzion 1.4.10
Copyright 2006 -*rtual Hold Technology & Al Rights Reszerwved

The Agent Groups screen below is displayed next. This screen is used to define the skill/ACD
group. For the Starting Agent Group field, enter a descriptive agent group name and the agent
group extension number, separated by a colon. Note that the agent group name, in this case
“DevConnect”, will be used later to administer queues in Section 5.5. The agent group
extension number, in this case “54101”, is the skill extension number on Avaya Communication
Manager. Click Create, followed by Close.

TLT; Reviewed:
SPOC 6/20/2006

:E-Ag-e-nt- Groups i
Site Name: iF'de_'r' l!
Starting Agent Group™ lDevEunnect:541 )

MHumber to Create; I1

*If uzitg an Avapa, add ' Queueskd!

Create Cloze
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The Agents screen is displayed. Click Skip.

"V VIRTUAL HO IG.Q

TECHNOLO

Agents

Click "Add" to create Agents,
If you do notwish to create Agents. dlick the "Skip” bution.
Ityouwish to retum to the previous screen, click the "Back" button

Mote: Once an item has been created. it cannat be modified ar
deleted by this Configuration Wizard: Please use EyeQin
modify or delete configuration data.

<Bark Skip > Finish

Wirtual Hold Canfiguration Wizard ersion 1.4.10

Copyright 2008 -\irtual Hold Technology & Al Rights Reserved

5.4. Administer IVR Servers and Extensions
The IVR Servers screen is displayed. Click Add to create VR servers.

Eunfiguratiun Wizard

‘"V/‘VERTUAL HOLD"

TECHNOGLOGY

IVR Servers

Click "Add" to create VR Servers
Ifywou do notwish to create VR servers, click the "Skip" button.
If youwish 10 return ta the previous screen, click the "Back” buttan

Mate: Once an item hag been created. it cannot be modified or
deleted by this Configuration Wizard, Flease use EyeQto
modify or delete configuration data.

<Back | Skip > Firish
“irtual Hold Configuration Vizard “ersion 1.4.10
Copyright 2008 - Virtual Hold Technology & 2l Rights Reserved

The IVR Servers screen below is displayed next. For the Route Point field, enter the extension
of the hunt group for the inbound line-side DS1 stations from Section 3.9. Default values may
be retained for all remaining fields. Click Create, followed by Close.

TLT; Reviewed:
SPOC 6/20/2006

I'|||'R Servers
Site Mame; lPde.'r' li
VR ID: I
Host Hame: W
Raute Fairt: W

Create | Close |
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The IVR Extensions screen is displayed. Click Add to create IVR extensions.

Configuration Wizard

{W‘VERTUAL HOLD'

TECHNOGLOGY

IVR Extensions

Click "Add" ta create IR Extensions.
If wou do notwish to create VR Extensions, click the "Skip" button.
If wou wish to return to the previous screen, click the "Back” button.

Mote: Once an item has been created, it cannot be modified or
deleted by this Configuration Wizard; Flease use EyeQto
modify or delete configuration data.

<-Back | Skip-> A T Finish
“irtual Hold Configuration Yizard “ersion 1.4.10
Copyright 2006 -*irtual Hold Technology @& All Right= Reserved

The IVR Extensions screen below is displayed next. For the Starting Extension fields, enter
the starting extension number of the inbound and outbound line-side DS1 stations from Section
3.8. For the Starting Time Slot fields, enter the starting DS1 port number of the inbound and
outbound line-side DS1 stations from Section 3.8. For the Number to Create fields, enter the
number of inbound and outbound line-side DS1 stations that were created from Section 3.8.
Retain the default values for all remaining fields. Click Create, followed by Close.

In the case that the line-side DS1 station extension numbers are not sequential, then each
extension number will need to be entered individually on this screen.

A 1R Extensions
Site Mame: IPde}' 'l Host Narme: IHUTHLESS
—Inbound — Outbound
Starting Extension™ i22291 Starting E stension™ i22295
Starting Line Mumber: i1 Starting Line Mumber: i3
Starting Time Slot: i1 Starting Time Slof: |5
Board: i1 Board: i‘l
MHumber to Create: i2 Mumber ta Create: i21
IV Create Inbound Extensions V¥ Create Outbound Extensions
—Board Tvpe
¥ Auto Humbering
@ T1[24Lines)  E1[30Lines] € Analog (4 lines]
™ Estension Prefis |
Create | Clase |
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5.5. Administer Queues
The Queues screen is displayed. Click Add to create queues.

A configuration Wizard

WAVETRLROLY

Queues

Click "Add" to create Queues.
If you do notwish to create Queues, click the "Skip" buttan.
If you wish to return to the previous screen, click the "Back" button

Mote: Once an item has heen created, it cannot be modified ar
deleted by this Configuration Wizard; Please use EyeQ1in
modify or delete configuration data.

< Back | Skip-> AT Finigh
wirtual Hold Configuration YWizard ‘ersion 1.4.10
Capyright 2006 -\irtual Hold Technology & Al Rights Reserved

The Queues Setup screen is displayed next. The QueueSettings area contains parameters
relating to the skill/ACD queue. The Business Hours area contains the hours of normal business
operation. The Callbacks Offered area contains the hours of when the callback option will be
offered to the callers. The Callbacks Allowed area contains the maximum threshold of callback
calls that can be launched. Consult the Virtual Hold Concierge documentation for proper values
to administer for these areas.

The Queue ID field value needs to match the agent group name from Section 5.3. For the
compliance testing, the Name field was modified for a more descriptive name, as shown below.
All remaining default values were retained from the Use Test Defaults option. Note that the
Turn On Threshhold field defines the threshold for when the incoming calls are to be routed to
the line-side DS1 stations. Click Create, followed by Close.

| . - £ Use Production Use Test
Site Mame: IF’uldy _l Queue ID: |DevEunnecl e Do |

— QueueSettings o T T
I“—ﬁv umn On W all Handle = oding lﬂ.
Op Mode: | Hornal Threshhold fsec | S Tinefsecst ¥ 1 Feriod fsec 170 =
M ame: DevConnect | Seript Mumber: i - .E«::z{nnts 3 - L{fefn%?: I3 E:
"ﬁv Agents Staffed m_ Busy Period ﬂ. T Again
Mode Prediclrys Override: THUE [zecsl 0 =1 Period [secs] Bl
S WHT_Test Callback 45 5: Mo Ans I3 5: Max i5 5:

Threshold Isecs Attempts: Attemots:

— Business Hours

DayOftweek: Sun ¥ Mon ¥ Tues W wed W Thu W Fi [ Sat

Time Begin:  [0:00  [00:00  [oxoo | [ok0o  [oooo | [oooo | [oooo

Tirne End: 2353 2353 [2353 | [2zE9 [23me [23m9 | [23me
— Callbacks Offered
DayOftwesk, Sun M Mon M Tues @ Wed W Thu M Fi M sa W

TimeBegn:  [0000  [o000  foooo | [ocoo | focoo | focoo | Joooo

Time End: EEN EE N EE EE N I

~ Callbacks Allowed
DayOftweek: Sun B Mon ¥ Tues P Wed W Thus M Fi ¥ Sa W

Sched

sk 5 [ M A A0 FFE B o

Create | Close |
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The Callback and Holding Queues screen is displayed. Click Add to create queues.

ﬂtonﬁguration Wizard

L""/QVIRTUAL HOLD"

TECHNOLDOGY
Callback and Holding Queues

Click "Add" to create Callback and Holding Queues.
If wou do notwish to create Callback or Holding Queues,
click the "Skip" button.
Ifwouwish to return to the previous screen, click the "Back" button.

MNaote: Once aniterm has been created, it cannot be modified or
deleted by this Configuration Wizard, Flease use Evellto
madify or delete configuration data.

<Back | Skip - Firish_|
“irtual Hald Configuration Yizard “Wersion 1.4.10
Copyright 2008 -%irtual Hold Technology & 21| Rights Reserwed

The Callback and Holding Queues screen below is displayed next. For the Callback Queue
ID field, enter the extension of the Callback VDN from Section 3.7.3, and the corresponding
Transfer Device field will be populated automatically. For the Holding Queue ID field, enter
the extension of the Holding VDN from Section 3.7.2, and the corresponding Route Device and
Transfer Device fields will be populated automatically. Retain the default in the Site Name
field. Click Create, followed by Close.

TLT; Reviewed:
SPOC 6/20/2006

Eallhack and Holding Queues - O] =]
Site Mame: |F'urd_l,l Ll

i Calback Queues

Callback Queus 1D 27333
Transfer Device: 27333

Create |

~Holding Queues

Halding Queue D 27a3d
Route Device: 27332
Transfer Device: 27332

Create |
Cloze |
A
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5.6. Administer Incoming Extensions
The Incoming Extensions screen is displayed. Click Add.

Eonfiguratiun Wizard

VAVRTRL O

Incoming Extensions

Click "Add" to create Incoming Extansions.
If wou do notwish to create Incoming Extensions, click the "Skip" buttan.
[fyou wish to return to the presvious screen, click the "Back" button.

Mote: Once an item has been created. it cannot be madified or
deleted by this Configuration Wizard; Flease use EyveQto
modify or delete configuration data.

<-Back | Skip-> Al Finisty
“wirtual Hold Configuration Yyizard “Wersion 1.4.10
Copyright 2006 - “Wirtual Hold Technology & All Rights Reserved

The Queue ACD Config screen is displayed next. For the Extension field, enter the extension
of the Entry VDN from Section 3.7.1. Retain the default values in all remaining fields. Click

Create, followed by Close.

TLT; Reviewed:
SPOC 6/20/2006

A oueue acp config |

Site Marne: I Purdy ¥ i
Gueue D IDeonnnect T i

— Incoming Extenzions

Extension™ |2?991
Labet. |E wherion
Country [D: | 1

Treatment Tupe: IU - i
ScrptMumber: |1|

IF 1D; g z

Huolding Queue 1D: |2?992 .:I
Calback Queue 1D: |2?993 .:I
UnderThreshold Queue [D: !2?992 .:I

Create |

Close |
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The Incoming Applications screen is displayed. Click Skip.

Eunfiguratinn Wizard

77 VIRTUAL HOLD"

L‘TECHNOLOG‘I"

Incoming Applications
Click "Add" to create Incoming Applications
(DOnly applicable for Aspect and Intecom ACD's).
If wouwish to return to the previous screen, click the "Back" buttan.
Mote: Once an item has been created, it cannot be modified or

deleted by this Configuration Wizard, Flease use Evelto
modify or delete configuration data.

Ifwou do notwish to create Incoming Applications, click the "Skip" button.

< Back | Skip -» AT Finish
“wirtual Hold Configuration izand “erzion 1.4.10
Copyright 2008 -*irtual Hald Technology & All Right=s Reserved

The Finished screen is displayed next. Click Finish to close the Configuration Wizard.

TLT; Reviewed:
SPOC 6/20/2006

ﬂ[onﬁguration Wizard

VAYRTLTOW

Finished

Click "Finish" to close this wizard.

If wou wish to return to the prewvious screen, click the "Back" button.

Maote: Once anitem has been created, it cannot be modified ar
deleted by this Configuration Wizard: Flease use EyeQta
modify or delete configuration data.

Shkip=> Al Finish
“wirtual Hold Configuration Yvizard “ersion 1.4.10
Copyright 2006 - “irtual Hold Technalogy & All Rights Reserved
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6. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying Virtual Hold Concierge handling of CVLAN messages
in the areas of routing, domain control, event notification, and value queries. The call scenarios
included building up the skill/ACD queue and expected wait time, routing of inbound calls to the
inbound line-side DS1 stations, and originating and transferring of outbound callback calls.

The serviceability testing focused on verifying the ability of Virtual Hold Concierge to recover
from adverse conditions, such as busying out the CTI link and disconnecting the Ethernet cable
for the CTI link.

6.1. General Test Approach

The feature test cases were performed both automatically and manually. Upon start of the
Virtual Hold Concierge application, the application automatically queries Avaya Communication
Manager for skill/ACD status and requests monitoring. For the manual part of the testing,
incoming calls were made to the monitored VDNSs to enable event reports to be sent to Virtual
Hold Concierge. Manual call controls from the agent telephones were exercised to verify event
reports associated with remaining features such as conferencing and transferring of calls.

The serviceability test cases were performed manually by busying out and releasing the CT1 link,
and by disconnecting and reconnecting the LAN cables.

The verification of all tests included checking of proper states at the telephone sets, and
monitoring the event report logs from the Virtual Hold Concierge server log files.

6.2. Test Results
All test cases were executed and passed.

TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 29 of 34
SPOC 6/20/2006 ©2006 Avaya Inc. All Rights Reserved. VH-AES.doc



7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services, and Virtual Hold Concierge.

7.1. Verify Avaya Communication Manager

Verify the status of the administered CTI link by using the “status aesvcs cti-link” command.
Verify the Service State is “established” for the CTI link number administered in Section 3.6, as
shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 no down 0 (0]

2 4 no AES-DevCon2 restarted 30 15

3 4 no AES-DevCon2 established 15 15

Verify the status of an inbound line-side DS1 station during an active inbound call using the
“status station n” command, where “n” is the extension of the connected station. Verify that the
Service State is “in-service/off-hook™ as shown below.

status station 22291 Page 1 of 3
GENERAL STATUS
Administered Type: DS1FD Service State: in-service/off-hook
Connected Type: N/A Parameter Download: not-applicable
Extension: 22291 SAC Activated? no

Port: 01B1701 User Cntrl Restr: none

Call Parked? no Group Cntrl Restr: none
Ring Cut OFF Act? no CF Destination Ext:

Active Coverage Option: 1

Verify the status of an outbound line-side DS1 station during an active outbound callback call
using the “status station n” command, where “n” is the extension of the connected station.
Verify that the Service State is “in-service/off-hook” as shown below.

status station 22295 Page 1 of 3
GENERAL STATUS
Administered Type: DS1FD Service State: in-service/off-hook
Connected Type: N/A Parameter Download: not-applicable
Extension: 22295 SAC Activated? no

Port: 01B1705 User Cntrl Restr: none

Call Parked? no Group Cntrl Restr: none
Ring Cut Off Act? no CF Destination Ext:

Active Coverage Option: 1
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7.2. Verify Avaya Application Enablement Services

From the CTI OAM Home menu, verify the status of the switch connection by selecting
Status and Control > Switch Conn Summary from the left pane. Verify the Conn State is
“Talking” for the switch connection administered in Section 4.3, as shown below.

You are here:

> Status and Control >  Switch Conn Summary

B, switch Connections Summary

[ |
Active
: Caonn : Onling/ CLAMs/  # of MCI  Msgs To Msgs From :
Switch Conn State Since Offline admin'd Conns Switch Switch Msg Period
CLANs
. 2006-05-23 .
@ devcon27SE700  Talking 11:93:11.0 COnline 1/1 4 225 240 30
Logout O deveon3158700 Taking 20097052l g 1/1 1 194 194 30
22:03:31.0
2006-02-07 .
() dewcon3558710 TCP Down 09:06:36.0 COnline o/1 4 u] u] 30
[ Online ] [ Offline ] [ Message Period ] [ Switch Connection Details ]
[ Per Serice Switch Connections Details ]

. [Fob)

Verify the status of the CVLAN link by selecting Status and Control > Services Summary
from the left pane. Click on CVLAN Service, followed by Details. The CVLAN Service
Summary screen is displayed. Verify the Conn Status is “Talking” for the CVLAN link signal
administered in Section 4.4, as shown below.

You are here:

= Status and Control > Services Sumrmary

= CVLAN Service Summary

Switch Conn Surmmar:

: : : Msgs
3 Switch Conn Switch  Conn ; Service : #of Msgs To Msg
Services Summary - ; %
signg! Marne CTI Link Status ince State sl Assocs  Switch ko Period
Switch
. 2006-05-07 4
) z devcon2758700 2 Talking 11:23:11.0 Online 4 u] 15 20 20
CM 2006-02-07 :
= () 3 devcon355S8710 T Down  09:06:32.0 Online o o o 30
I_II_I_I_ L
M 2006-02-07 .
O 4 devcon3558710 =] Down  09:06:32.0 Online u] u] u] 20
3 2006-05-23 :
® g devcon2758700 3 Talking 11:23:11.0 Online 4 u] 15 15 20
[ Disconnect Clients ] [ Online ] [ Offline ]
1
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7.3. Verify Virtual Hold Concierge

Bring up the web based process monitoring window by using the URL “http://host
name/SENSeWeb/VH_SENSeWebForm1.aspx” in an Internet browser window, where “host
name” is the host name of the Concierge server. The screen below is displayed, and shows a
listing of the processes. Verify that the Status of all processes is “Up”.

] WHT SENSe - Microsofl Intermet Exnplorer HFTE
File Edit View Favorites  Tools  Help | ?
Gk -5 - QO G Qsewh Fifavertes F |- S
Address [ @) brtp: iruthiessSENSeWeb/VH_SENSeWebForm . aspi =] @oo |unks
VH SENSe w2 1.1 - Server RUTHLESS CPU: 2% 5f24/2006 11:25.04 AM =l
Stop VH Log Files: VH SENSe MSEvents Services Stop
5/24/2006 11:25:04 AM Tspeases Stop
Swstemn Healthy, Sernces Up, Processes Up, since: 52472006 11:03:13 AM, Up Time: 00:21:50
|]?C Name Process Type Process Name Status Initialized I.DIFI].E Time PID
LOCALPC Sernce VHT_ReportWriter exe Tp nfa nfa 572412006 11.0247 AM 3344
LOCALPC Apphcaton VHT Mamm Console.exe Up nfa nfa 5/24{2006 11:02:55 AWM 0
LOCALPC Apphicaton VHT Report Consoleexe  Up nfa nfa 5/24/2006 11:03:03 AWM 0
LOCALPC |Application VHT IVE_Console exe Tp nfa nfa 5/24/2006 11:03:12 AM 0 o
&
GES T 7

Bring up the web based queue monitoring window by using the URL “http://host
name/eyeQ/Home.aspx” in an Internet browser window, where “host name” is the host name of
the Concierge server. Log in with proper credentials. Click on the QueueWATCH icon
followed by Queue Statistics (not shown). In the Queue Statistics screen below, verify that the
data values properly reflect the current system activity.

3 (ueue Statistics - Microsoft Internet Explorer
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8. Support

Technical support on Virtual Hold Concierge can be obtained through the following:

e Phone: (866) 670-2223
e Email: support@virtualhold.com

9. Conclusion

These Application Notes describe the configuration steps required for Virtual Hold Concierge
6.2 to successfully interoperate with Avaya Communication Manager 3.0.1 using Avaya
Application Enablement Services 3.0. All feature and serviceability test cases were completed
successfully.

10. Additional References
This section references the product documentation relevant to these Application Notes.

e Administrator Guide for Avaya Communication Manager, Document 03-300509, Issue 1,
June 2005, available at http://support.avaya.com

e Avaya Application Enablement Services 3.0 Administration and Maintenance Guide,
Document ID 02-300357, Issue 1, June 2005, available at http://support.avaya.com.

e Virtual Hold ACD Configuration Guide, available from the Virtual Hold Concierge 6.2
Installation CD.

e Virtual Hold Version 6 Deployment Guide, available from the Virtual Hold Concierge 6.2
Installation CD.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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