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Abstract 
 

  

These Application Notes illustrate a sample configuration using Avaya Communication Server 

1000E Release 7.5, Avaya Aura® Session Manager Release 6.1, and the Avaya Aura® 

Session Border Controller Release 6.0.2, with the AT&T IP Flexible Reach SIP Trunk service 

using either AVPN or MIS/PNT  transport connections. 

 

Avaya Aura® Session Manager 6.1 is a core SIP routing and integration engine that connects 

disparate SIP devices and applications within an enterprise. Avaya Communication Server 

1000E 7.5 is a telephony server, and is the point of connection between the enterprise endpoints 

and Avaya Aura® Session Manager. An Avaya Aura® Session Border Controller 6.0.2 is the 

point of connection between Avaya Aura® Session Manager and the AT&T IP Flexible Reach 

service, and is used to not only secure the SIP trunk, but also to make adjustments to the 

signaling for interoperability.  

 

The AT&T IP Flexible Reach service is one of several SIP-based Voice over IP (VoIP) 

services offered to enterprises for a variety of voice communications needs. The AT&T IP 

Flexible Reach service allows enterprises in the U.S.A. to place outbound local and long 

distance calls, receive inbound Direct Inward Dialing (DID) calls from the PSTN, and place 

calls between an enterpriseôs sites. 

 

AT&T is a member of the Avaya DevConnect Service Provider program.  Information in these 

Application Notes has been obtained through compliance testing and additional technical 

discussions. Testing was conducted via the DevConnect Program.   
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1. Introduction  
These Application Notes illustrate a sample configuration using Avaya Communication Server 

1000E Release 7.5 (CS1000E), Avaya Aura® Session Manager Release 6.1 (Session Manager), 

and the Avaya Aura® Session Border Controller Release 6.0 (Avaya Aura® SBC), with the 

AT&T IP Flexible Reach SIP trunk service for PSTN access. 

 

The AT&T IP Flexible Reach service is one of several SIP-based Voice over IP (VoIP) services 

offered to enterprises for a variety of voice communications needs. The AT&T IP Flexible Reach 

service allows enterprises in the U.S.A. to place outbound local and long distance calls, receive 

inbound Direct Inward Dialing (DID) calls from the PSTN, and place calls between an enterpriseôs 

sites. The AT&T IP Flexible Reach service utilizes AVPN
1
 or MIS/PNT

2
 transport services. 

 

For more information on the, AT& T IP Flexible Reach service visit: 

http://www.business.att.com/enterprise/Service/business-voip-enterprise/network-based-voip-

enterprise/ip-flexible-reach-enterprise/. 

2. General Test Approach and Test Results  
The interoperability compliance testing focused on verifying inbound and outbound call flows (see 

Section 2.3 for examples) between the CS1000E, the Avaya Aura® SBC, and the AT&T IP 

Flexible Reach service. The CS1000E users make calls to and from the PSTN via the AT&T IP 

Flexible Reach service. 

2.1. Interoperability Compliance Testing  

The compliance testing was based on a test plan provided by AT&T. This test plan examines the 

functionality required by AT&T for solution certification as supported on the AT&T network. Calls 

were made to and from the PSTN across the AT&T network. The following features were tested as 

part of this effort: 

¶ SIP trunking of inbound and outbound calls. 

¶ Incoming calls from the PSTN were routed to the DID numbers assigned by the 

AT&T IP Flexible Reach service to the CS1000E location.  These incoming PSTN 

calls arrived via the SIP Trunk and were answered by Avaya IP UNIStim 

telephones and fax machine emulation software (Ventafax). Proper call disconnect 

was verified.  

¶ Outgoing calls from the CS1000E location to the PSTN were routed via the SIP 

Trunk to the AT&T IP Flexible Reach service.  These outgoing PSTN calls were 

originated from Avaya IP UNIStim telephones, and fax machine emulation software 

(Ventafax). Proper call disconnect was verified. 

¶ Use of G.729A and G.711Mu codecs were verified. 

¶ Inbound and outbound T.38 Fax, using combinations of G3 and SG3 modes, were 

verified. 

                                                 
1
 AVPN uses compressed RTP (cRTP). 

2
.MIS/PNT does not support cRTP. 

http://www.business.att.com/enterprise/Service/business-voip-enterprise/network-based-voip-enterprise/ip-flexible-reach-enterprise/
http://www.business.att.com/enterprise/Service/business-voip-enterprise/network-based-voip-enterprise/ip-flexible-reach-enterprise/
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¶ CS1000E station call coverage to Avaya Call Pilot® for message generation and retrieval 

(including Message Wait Indicator). 

¶ Passing of DTMF events (RFC2833) and their recognition by navigating automated 

menus (e.g. Avaya Call Pilot® message selection and retrieval) 

¶ PBX features such as hold, resume, conference and transfer. 

¶ Requests for privacy (i.e., caller anonymity) for CS1000E outbound calls to the PSTN, 

and for inbound calls from the PSTN to CS1000E, were verified.   

¶ SIP OPTIONS monitoring of the health of the SIP trunk was verified.  Both the AT&T 

IP Flexible Reach service and the Avaya Aura® SBC were able to monitor health using 

SIP OPTIONS.   

¶ Inbound calls to CS1000E station that were call forwarded back to PSTN destinations, 

through use of Diversion Header were verified. 

¶ Proper UDP port ranges for RTP media (16384-32767) were verified. 

2.2. Test Results  

Interoperability testing of the sample configuration was completed with successful results.  The 

following observations were noted during testing: 

2.2.1 Known Limitations  
 

1. To allow the CS1000E user to transfer a call from PSTN user A to PSTN user B, before 

user B has answered the call (unattended transfer), CS1000E plug-in 501 must be enabled 

as shown in Section 5.7.  While plug-in 501 will allow the CS1000E user to complete the 

transfer operation, user A will not hear ring back tone while user B is ringing in this case.  

PSTN users A and B will have two-way talk path once user B answers. 
 

2. G.711 fax is not supported in the reference configuration. T.38 faxing is supported, as is 

Group 3 and Super Group 3 fax. Fax speeds to 14400 bps are supported in the configuration 

tested. In addition, Fax Error Correction Mode (ECM) is supported in the reference 

configuration.  
 

3. The AT&T IP Flexible Reach service does not support SIP History-Info headers. However, 

the AT&T IP Flexible Reach service requires that SIP Diversion Header be sent for certain 

redirected calls (e.g. Call Forward). Session Manager can convert the History Info header 

into the Diversion Header by the use of the adaptation ñDiversionTypeAdapterò for these 

types of calls (see Section 6.3.2). For all other calls, the Avaya Aura® SBC will strip off 

History-Info headers (see Section 7.2.5). 
 

4. Emergency 911/E911 Services Limitations and Restrictions ï Although AT&T provides 

911/E911 calling capabilities, AT&T does not warrant or represent that the equipment and 

software (e.g., IP PBX) reviewed in this customer configuration guide will properly operate 

with AT&T IP Flexible Reach to complete 911/E911 calls; therefore, it is the customerôs 

responsibility to ensure proper operation with the equipment/software vendor. 
 

While AT&T IP Flexible Reach services support E911/911 calling capabilities under certain 

Calling Plans, there are circumstances when the E911/911 service may not be available, as 

stated in the Service Guide for AT&T IP Flexible Reach found at 
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http://new.serviceguide.att.com. Such circumstances include, but are not limited to, 

relocation of the end userôs CPE, use of a non-native or virtual telephone number, failure in 

the broadband connection, loss of electrical power, and delays that may occur in updating 

the Customerôs location in the automatic location information database.  Please review the 

AT&T IP Flexible Reach Service Guide in detail to understand the limitations and 

restrictions. 
 

2.3. Call Flows  

To understand how inbound AT&T IP Flexible Reach service calls are handled by the Avaya CPE 

environment, three basic call flows are described in this section.  However, for brevity, not all 

possible call flows are described. 
 

2.3.1  Inbound  

The first call scenario illustrated is an inbound AT&T IP Flexible Reach service call that arrives at 

the Avaya Aura® SBC, to Session Manager, and is subsequently routed to the CS1000E, which in 

turn routes the call to a phone or fax.    
   

1. A PSTN phone originates a call to an AT&T IP Flexible Reach service number. 

2. The PSTN routes the call to the AT&T IP Flexible Reach service network. 

3. The AT&T IP Flexible Reach service routes the call to the Avaya Aura® SBC. 

4. The Avaya Aura® SBC performs SIP Network Address Translation (NAT) and any 

necessary SIP header modifications, and routes the call to Session Manager.   

5. Session Manager applies any necessary SIP header adaptations and digit conversions, and 

based on configured Routing Policies, determines to where the call should be routed next.  

In this case, Session Manager routes the call to CS1000E. 

6. Depending on the called number, CS1000E routes the call to a phone or fax. 
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Figure 1 - Inbound AT&T IP Flexible Reach Call  

http://new.serviceguide.att.com/
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2.3.2 Outbound  

The second call scenario illustrated is an outbound call initiated on CS1000E, routed to Session 

Manager and is subsequently sent to the Avaya Aura® SBC for delivery to AT&T IP Flexible 

Reach service. 
      
 

1. A CS1000E phone or fax originates a call to an AT&T IP Flexible Reach service number for 

delivery to PSTN. 

2. CS1000E routes the call to the Session Manager.  

3. Session Manager applies any necessary SIP header adaptations and digit conversions, and 

based on configured Routing Policies, determines to where the call should be routed next.  

In this case, Session Manager routes the call to the Avaya Aura® SBC. 

4. The Avaya Aura® SBC performs SIP Network Address Translation (NAT) and any 

necessary SIP header modifications, and routes the call to the AT&T IP Flexible Reach 

service. 

5. The AT&T IP Flexible Reach service delivers the call to PSTN. 
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Figure 2 - Outbound AT&T IP Flexible Reach Call 

 

2.3.3  Call Forward Re -direction  

The third call scenario illustrated is an inbound AT&T IP Flexible Reach service call that arrives at 

the Avaya Aura® SBC, to Session Manager, and subsequently CS1000E. The CS1000E routes the 

call to a destination station, however the station has set Call Forwarding to an alternate destination. 

Without answering the call, CS1000E immediately redirects the call back to the AT&T IP Flexible 

Reach service for routing to the alternate destination.  
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Note ï In cases where calls are forwarded to an alternate destination such as an N11, NPA-555-

1212, or 8xx numbers, then the AT&T IP Flexible Reach service requires the use of SIP Diversion 

Header for the redirected call to complete (see Section 6.3.2). 
   

1. Same as the first call scenario in Section 2.3.1. 

2. Because the CS1000E phone has set Call Forward to another AT&T IP Flexible Reach 

service number, CS1000E initiates a new call back out to Session Manager, the Avaya 

Aura® SBC, and to the AT&T IP Flexible Reach service network.   

3. The AT&T IP Flexible Reach service places a call to the alternate destination and upon 

answering; CS1000E connects the calling party to the target party.  
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Figure 3 - Re-directed (e.g. Call Forward) AT&T IP Flexible Reach Call  

  

2.3.4 Coverage to Voicemail  

The call scenario illustrated is an inbound call that is covered to voicemail.  In this scenario, the 

voicemail system is an Avaya Call Pilot® system connected to the CS1000E.   
 

1. Same as the first call scenario in Section 2.3.1. 

2. The called CS1000E phone does not answer the call, and the call covers to the phoneôs 
voicemail.  CS1000E forwards the call to Avaya Call Pilot®.  Avaya Call Pilot® answers 

the call and connects the caller to the called phoneôs voice mailbox. 
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Figure 4 - Coverage to Voicemail  

2.4. Support  

2.4.1 Avaya  

For technical support on the Avaya products described in these Application Notes visit 

http://support.avaya.com. 

2.4.2 AT&T 

AT&T customers may obtain support for the AT&T IP Flexible Reach service by calling (877) 288-

8362. 

3. Reference Configuration  
The reference configuration used in these Application Notes is shown in Figure 5 and consists of 

several components: 
 

¶ The CS1000E system provides the voice communications services for the enterprise site. 

The system is comprised of: 
 

o  The MG1000E Gateway containing: 

Á Call Server (CPPM). 

Á Media Gateway Controller (MGC), which provides Digital Signaling 

Processor (DSP) resources. 

Á Meridian Integration Recorded Announcement (MIRAN) card used for 

Music on Hold. 

Á Avaya Call Pilot® messaging application. 

o IBM 306M Consumer Off The Shelf (COTS) server 

Á SIP Signaling Server 

http://support.avaya.com/


 
JF; Reviewed: 

SPOC 11/1/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

11 of 115 

CS1KSMASBCIPFR 

 

Á Avaya Unified Communications Management (UCM) 

 

Note ï Only the CS1000E system provisioning providing SIP trunk functionality is 

described in these application notes. For additional CS1000E system provisioning 

documentation see Section 12. 
 

¶ Avaya ñdeskò phones are represented with Avaya 1140E and 2004 UNIStim IP phones. 
 

¶ The Avaya Aura® SBC provides address translation and SIP header manipulation between 

the AT&T IP Flexible Reach service and the enterprise internal network. TCP transport 

protocol is used between the Avaya Aura® SBC and Session Manager. UDP transport 

protocol is used between the Avaya Aura® SBC and the AT&T IP Flexible Reach service.  
 

¶ An existing Avaya Call Pilot® system provides the corporate voice messaging capabilities 

in the reference configuration. Note - The provisioning of Avaya Call Pilot® is beyond the 

scope of this document (see [11] for more information). 
 

¶ Outbound calls were originated from a phone or fax provisioned on the CS1000E system. 

SIP signaling is passed from CS1000E system to Session Manager, and to the Avaya Aura® 

SBC, before being sent to the AT&T network for termination. Media was sent from the 

calling IP phone directly to the Avaya Aura® SBC. Legacy devices such as analog fax send 

their audio from the MGC to the Avaya Aura® SBC. The Avaya Aura® SBC then directs 

the media to the AT&T network.  
 

¶ Inbound calls were sent from PSTN/AT&T, through the Avaya Aura® SBC to Avaya 

Aura® Session Manager, and on to the CS1000E system. The CS1000E system terminates 

the calls to the appropriate phone or fax extensions.  

 

Note ï In the reference configuration TCP (port 5060) is used as the transport protocol between the 

CS1000K, the Avaya Aura® SBC, and Session Manager. This was done to facilitate protocol trace 

analysis. However, Avaya best practices call for TLS (port 5061) to be used as the transport 

protocol where applicable.  

 

UDP transport using port 5060 is required by the AT&T IP Flexible Reach service for the 

connection between the Avaya Aura® SBC and the AT&T T IP Flexible Reach border element. 
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Figure 5: Avaya Interoperability Test Lab Configuration  



 
JF; Reviewed: 

SPOC 11/1/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

13 of 115 

CS1KSMASBCIPFR 

 

 

3.1. Illustrative Configuration Information  

The specific values listed in Table 1 below and in subsequent sections are used in the reference 

configuration described in these Application Notes, and are for illustrative purposes only.  

Customers must obtain and use the specific values for their own specific configurations.  

 
  

Note - The AT&T IP Flexible Reach service border element IP address shown in this document is 

an example. AT&T Customer Care will provide the actual IP addressing as part of the IP Flexible 

Reach provisioning process. 

 
 

Component Illustrative Value in these 

Application Notes 

Avaya CS1000E 

SIP Signaling Server IP Address (TLAN)  172.16.6.110 

MGC Media (DSP) IP Address (TLAN)  172.16.6.115 

CS1000E extensions 40xx  

Avaya Call Pilot® 

Call Pilot Application 192.168.67.130 

Call Pilot Mailboxes  4xxx 

Acme SBC 

IP Address of ñOutsideò (Public) Interface 

(connected to AT&T Access Router/IP Flexible 

Reach Service) 

192.168.64.130 

 

IP Address of ñInsideò (Private) Interface 

(connected to Session Manager) 

192.168.67.125  

 

AT&T IP Flexible Reach Service 

Border Element IP Address 135.25.29.74 

AT&T Access router interface (to Acme outside) 192.168.64.254 

AT&T Access Router NAT address (Acme 

outside address) 

135.16.170.55 

Table 1: Illustrative Values Used in these Application Notes 
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4. Equipment and Software Validated  
The following equipment and software were used in the sample configuration. 

 

Equipment Software 

Avaya Communication Server 1000E Platform: 

 

¶ MG1000E Media Gateway 

¶ IBM xSeries 306M (COTS) SIP Signaling 

server 

Release 7.5, Version 7.50.17 with 

Service_Pack_Linux_7.50_17_20110426 

and Plug-in 501 Enabled 

 

 

Avaya Call Pilot® 

CP 5.00.41 

CP50041SU09S, 

CP500S09G25S, 

CP500S09G32C 

 

Avaya S8800 Server (System Manager) 

Avaya Aura® System Manager 

Release 6.1.0 with SP2 (Build Number 

6.1.0.0.7345-6.1.5.106) 

Avaya S8800 Server (Session Manager) 
Avaya Aura® Session Manager 

Release 6.1 SP2 (Load 6.1.2.0.612004) 

Avaya S8800 Server (Session Border Controller) 
Avaya Aura® Session Border Controller 

Release 6.0.2.0.3 

Avaya 1140E Series IP Deskphones (UNIStim) FW 0625C8A 

Avaya 2004 Series IP Deskphones (UNIStim) FW 0604DCN 

Fax device Ventafax Home Version 6.3.102.288 

AT&T IP Flexible Reach Service via AVPN or 

MIS/PNT transport service connections. 

VNI 21 

 

 

Table 2: Equipment and Software Used in the Sample Configuration 
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5. Configure Avaya Communication Server 1000E  
This section describes the Avaya Communication Server 1000E configuration, focusing on the 

routing of calls to Session Manager over a SIP trunk.  In the sample configuration, Avaya 

Communication Server 1000E Release 7.5 was deployed with Call Server applications running on 

a CP+PM server platform with MGC, and utilizing a separate SIP Signaling Server.   

 

Avaya Aura® Session Manager Release 6.1 provides all the SIP Proxy Service (SPS) and Network 

Connect Services (NCS) functions previously provided by the Network Routing Service (NRS). 

As a result, the NRS application is not required to configure a SIP trunk between Avaya 

Communication Server 1000E and Session Manager Release 6.1. Therefore NRS was not included 

in the reference configuration. 

 

This section focuses on the SIP Trunking configuration.  Although sample screens are illustrated to 

document the overall configuration, it is assumed that the basic configuration of the Call Server 

and SIP Signaling Server applications has been completed, and that the Avaya Communication 

Server 1000E is configured to support analog and UNIStim telephones (although supported, SIP 

telephones were not part of the reference configuration.  For references on how to administer these 

functions of Avaya Communication Server 1000E, see Section 12. 

 

Step 1 - Unless otherwise noted, all CS1000E provisioning was performed via the Avaya Unified 

Communication Management (AUCM) web interface. The AUCM  web interface may be launched 

directly via https://<ip address> where the relevant <ipaddress> in the sample configuration is 

172.16.6.111. The following screen shows an abridged log in screen. Log in with appropriate 

credentials.   

 

 
 

Note ï Al though not used in the reference configuration, Avaya Aura® System Manager may be 

configured as the Primary Security Server for the Avaya Unified Communications Management 

application and Avaya Communication Server 1000E is registered as a member of the System 

Manager Security framework. The Element Manager then may be accessed via System Manager. 

In this case, access the web based GUI of Avaya Aura® System Manager by using the URL 

ñhttp://<ip-address>/SMGRò, where <ip-address> is the IP address of Avaya Aura® System 

Manager.  Log in with appropriate credentials.  The Avaya Aura® System Manager Home Page 

will be displayed.  Under the Services category on the right side of the page, click the UCM 

Services link. 

 



 
JF; Reviewed: 

SPOC 11/1/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

16 of 115 

CS1KSMASBCIPFR 

 

 
 

Whether the CS1000E is accessed directly or via System Manager, the Avaya Unified 

Communications Management Elements page will be used for configuration.  

 

Step 2 - Click on the Element Name corresponding to ñCS1000ò in the Element Type column.  

In the abridged screen below, the user would click on the Element Name ñEM on cots1ò. 

 

 

5.1. Node and Key IP Addresses  

Step 1 - Expand System Ą IP Network  on the left panel and select Nodes: Servers, Media 

Cards. The IP Telephony Nodes page is displayed as shown below. Click ñ<Node id>ò in the 

Node ID column to view details of the node.  In the sample configuration, Node ID ñ1001ò was 

used. 
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The Node Details screen is displayed with additional details as shown below.  Under the Node 

Details heading at the top of the screen, make a note of the TLAN  Node IPV4 address.  In the 

sample screen below, the Node IPV4 address is ñ172.16.6.110ò.  This IP address will be needed 

when configuring Session Manager with a SIP Entity for the CS1000E in Section 6.4.1. 

 

 
 

The following screen shows the Associated Signaling Servers & Cards heading at the bottom of 

the screen, simply to document the configuration.  
 

 
 

Step 2 - Expand System Ą IP Network  on the left panel and select Media Gateways.  Click on 

the IPMG ID (e.g. 000 01).  

 



 
JF; Reviewed: 

SPOC 11/1/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

18 of 115 

CS1KSMASBCIPFR 

 

 
 

This will open the Property Configuration screen. 

 

Step 3 ï Click on the Next button. 
 

 
 

This will open the MGC Configuration screen. The Telephony LAN (TLAN) IP Address under 

the DSP Daughterboard 1 heading will be the IP Address in the SDP portion of SIP messages, for 

calls requiring MGC resources.  For example, for a call from an analog or digital telephone to 

PSTN, the IP Address in the SDP in the INVITE message that the CS1000E sends to Session 

Manager, and on to the Avaya Aura® SBC, will be 172.16.6.115 in the sample configuration. Note 

that the Avaya Aura® SBC will change this IP address to the Avaya Aura® SBC ñoutsideò IP 

address before sending the INVITE on to the AT&T IP Flexible Reach service. 
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5.2. Virtual D -Channel, Routes and Trunks  

Avaya Communication Server 1000E Call Server utilizes a virtual D-channel and associated Route 

and Trunks to communicate with the Signaling Server.  

5.2.1 Virtual D -Channel Configuration  

Expand Routes and Trunks on the left navigation panel and select D-Channels.  In the sample 

configuration, virtual D-Channel 15 is associated with the Signaling Server. 

 

 



 
JF; Reviewed: 

SPOC 11/1/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

20 of 115 

CS1KSMASBCIPFR 

 

5.2.2 Routes and Trunks Configuration  

In addition to configuring a virtual D-channel, a Route and associated Trunks  must be configured. 

   

Step 1 - Expand Routes and Trunks on the left navigation panel and expand the Customer 

number (e.g. Customer 0).  In the example screen that follows, it can be observed that Route 16 

has 10 trunks in the sample configuration (Trunk:1 ï 10).  

 

 
 

Step 2 ï Click on Trunk:1 -10 to display each trunk channel. 

 

 


