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Abstract

These Application Notedlustrate a sampleonfigurtion usingAvaya Communication Servg
1000E Release 7.5Avaya Aura® Session Manager Releasel,6and the Avaya Auf@
Session Border Controll&elease 6.@, with the AT&T IP Flexible Regh SP Trunk service
using eithelAVPN or MIS/PNT transport connections.

Avaya Aura® Session Manager 6.1 is a core SIP routing and integration engine that
disparate SIP devices and applications within an enterprise. Avaya Communicatiof
1000E 7.5 is a telephony server, and is the point of connection between the enterprise
and Avaya Aura® Session Manager. An Avaya Aura® Session Border Controller 6.0,
point of connection between Avaya Aura® Session Manager and the AT&T XPIEI®Reac
service, and is used to not only secure the SIP trunk, but also to make adjustmer
signaling for interoperability.

The AT&T IP Flexible Reach service is one of several-l¥Bed Voice over IP (VoIR
services offered to enterprises farvariety of voice communications needs. The AT&T]
Flexible Reach service allows enterprises in the U.S.A. to place outbound local ar
distance calls, receive inbound Direct Inward Dialing (DID) calls from the PSTN, and
calls betweenanener i seds sites.

AT&T is a member of the Avaya DevConnect Service Provider program. Information in
Application Notes has been obtained through compliance testing and additional te
discussions. Testing was conducted via the DevConnect Program.
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1. Introduction

These Application Notes illustrate a sample configurationgu8ivaya Communication Server
1000ERelease 7.9CS1000E)Avaya Aura® Session Manager Release(6dssion Manager)
and the Avaya Aura® Session Border Controller ReleasgA¥&ya Aura® SBC), with the
AT&T IP Flexible ReacltSIP trunkservicefor PSTN acess.

The AT&T IP Flexible Reach service is one of severati&dBed Voice over IP (VoIP) services

offered to enterprises for a variety of voice communications needs. The AT&T IP Flexible Reach
service allows enterprises in the U.S.A. to place outbowal &nd long distance calls, receive

i nbound Direct I nward Dialing (DID) calls fro
sites. The AT&T IP Flexible Reach service utilizes AVRN MIS/PNT transport services.

For more information on th&T& T IP Flexible Reach servioasit:
http://www.business.att.com/enterprise/Service/businegsenterprise/atwork-basedvoip-
enterprise/iglexible-reachenterprise/

2. General Test Approach and Test Results

The interoperability compliance testing focused on verifying inbound and outbound call flows (see
Section 23 for examples) between the CS1000E, the Avayea® SBC, and the AT&T IP

Flexible Reach servic&he CS1000E users make callsandfrom the PSTN via th&T&T IP

Flexible Reach service

2.1. Interoperability Compliance Testing

The compliance testing was based on a test plan provided by AT&T. This teskataimes the
functionality required by AT&T for solution certification as supported on the AT&T network. Calls
were made to and from the PSTN across the AT&T netwldr& following features were tested as
part of this effort:
1 SIP trunkingof inbound and otbound calls.
1 Incoming calls from the PSTN were routed to the DID numbers assigrtbe by
AT&T IP Flexible Reach servic® the CS1000E location. These incoming PSTN
calls arrived via the SIP Trunk and were answered by Avaya IP UNIStim
telephones and faxachine emulatiosoftware(Ventafax).Proper call disconnect
was verified
9 Outgoing calls from the CS1000E location to the PSTN were routed via the SIP
Trunk tothe AT&T IP Flexible Reach servicelrhese outgoing PSTN calls were
originated from Avaya IRJNIStim telephonesand fax machinemulation software
(Ventafax) Proper caldisconnect waserified.
1 Use of G.729A and G.711Mu codecs were verified.
1 Inbound and outbount.38 Fax using combinations of G3 and SG3 modes, were
verified.

! AVPN uses compressed RTP (cRTP).
2 MIS/PNT does not support cRTP.
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1 CS1000E stationadl coverage to Avaya Call Pilotfor message generation and retrieval
(including Message Wait Indicator).

1 Passing of DTMF even{®RFC2833)and their recognition by navigating automated

menug(e.g.Avaya Call Pilot® message selection and retrieval)

PBX fedures such as hold, resume, conference and transfer.

Requests for privacy (i.e., caller anonymity) @$1000Eoutbound calls to the PSTN

and for inbound calls from the PSTN to CS100@Ere verified.

1 SIP OPTIONS monitoring of the health of the SIP krwas verified. Botlihe AT&T
IP Flexible Reach servia@ndthe AvayaAura® SBCwere able to monitor health using
SIP OPTIONS.

1 Inbound callgo CS1000E statiothat were call forwarded back to PSTN destinations
through use of Diversion Headeere veriied.

1 ProperUDP port ranges foRTP medig1638432767) were verified

2.2. Test Results

Interoperability testing of the sample configuration was completed with successful results. The
following observations were notefliring testing

2.2.1 Known Limitations

1. To alow the CS1000E user to transéecall from PSTN user Ao PSTN user Bbefore
user B has answered the dalhattended transferfL S1000Eplug-in 501 must be enabled
as shown irSection5.7. While plugin 501 will allow the CS1000E user to complete the
transfer operation, user A will not hear ring back tone while user B is ringing in this case.
PSTN users A and B will have tweay talk path once user B answers.

2. G.711 fax is not supported in the reference configuralic8 faxing is supported, as is
Group 3 and Super Group 3 febax speeds to 14400 bps are supported in the configuration
tested. In addition, Fax Error Correction Mode (ECM) is supported in the reference
configuration.

3. TheAT&T IP Flexible Reach service does not support SIP Histofy headers. However,
the AT&T IP Flexible Reach service requires that SIP Diversion Header be sent for certain
redirected calls (e.g. Call Forward). Session Manager can convert the History Info header
into the Diversi on He a dDeersiobTypeAdapeerfoutsese of t h
types of call{seeSection6.3.2. For all other calls, the Avayaura® SBC will strip off
History-Info headers (seBection 7.2.5.

4. Emergency 911/E911 Services Limitations and Restriciiohshough AT&T provides
911/E91 calling capabilities, AT&T does not warrant or represent that the equipment and
software (e.g., IP PBX) reviewed in this customer configuration guide will properly operate
with AT&T IP Flexible Reach to complete 911/E911 calls; therefore, it is therowestio 6 s
responsibility to ensure proper operation with the equipment/software vendor.

While AT&T IP Flexible Reach services support E911/911 calling capabilities under certain
Calling Plans, there are circumstances when the E911/911 service may notdi#ey\as|
stated in the Service Guide for AT&T IP Flexible Reach found at

JF; Reviewed: Solution & Interoperability Test Lab Application Note 6 of 115
SPOC 11/22011 ©2011 Avaya Inc. All Rights Reserved. CS1KSMASBCIPFR



http://new.serviceguide.att.cor8uch circumstances include, but are not limited to,
relocationof t he end us e rnétise oC/PiEAl telephoree nwonber, &ilure i n

the broadband connection, loss of electrical power, and delays that may occur in updating
the Customerd6és |l ocation i n t heeleasardeavthat i c |
AT&T IP Flexible Reach Service Guide in detail to understand the limitations and

restrictions.

2.3. Call Flows

To understand how inbound AT&T IP Flexible Reach service calls are handled by the Avaya CPE
environment, three basic call flows are descrilbeithis section. However, for brevity, not all
possible call flows are described.

2.3.1 Inbound

The first call scenario illustrated is an inbound AT&TFlexible Reach service call that arrivas
the AvayaAura® SBC, toSession Manageand is subsequently routed to the CS1000E, which in
turn routes the call to a phone or fax.

A PSTN phone originates a call to an AT&T IP Flexible Reach serviadbau

The PSTN routes the call to the AT&T IP Flexible Reach service network.

The AT&T IP Flexible Reach service routes the call to the Avaya® SBC.

The AvayaAura® SBC performs SIP Network Address Translation (NAT) and any
necessary SIP header modifiions, and routes the call to Session Manager.

Session Manager applies any necessary SIP header adaptations and digit conversions, and
based on configured Routing Policies, determines to where the call should be routed next.
In this case, Session Maragoutes the call to CS1000E.

6. Depending on the called number, CS1000E routes the call to a phiaxe

PwnE

o

1 AT&T
IP Flexible Reach

Service

PSTN
Phone

Avaya Aura®
SBC
4
4
Avaya 5 Avaya Aura®
Communication |« Session
Server 1000E Manager

Phone

Figure 1 - Inbound AT&T IP Flexible Reach Call
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2.3.2 Outbound

The second call scenario illustrated is an outbound call initiated on CS1000E, routed to Session
Manager and is subsequently sent toAkiayaAura® SBC for delivery to AT&T IP Flexible
Reach service.

1. A CS1000E phone or fax originates a call to an AT&T IP Flexible Reach service number for
delivery to PSTN.

2. CS1000E routes the call to the Session Manager.

3. Session Manager applies any necessary SIP header adaptations and digit conversions, and
based on confiured Routing Policies, determines to where the call should be routed next.
In this case, Session Manager routes the call to the Avana® SBC.

4. The AvayaAura® SBC performs SIP Network Address Translation (NAT) and any
necessary SIP header modificatipasd routes the call to the AT&T IP Flexible Reach
service.

5. The AT&T IP Flexible Reach service delivers the call to PSTN.

AT&T
+—— |IP Flexible Reach
6 5 Service
PSTN
Phone

Avaya Aura®
SBC
y
3
Avaya Avaya Aura®
Communication » Session
Server 1000E 2 Manager

Figure 2 - Outbound AT&T IP Flexible Reach Call

2.3.3 Call Forward Re -direction

The third call scenario illustrated is an inbound AT&T IP Flexible Reach service call that atrives

the AvayaAura® SBC, toSession Manageand subsequently CS1000Ehe CS1000E routes the

call to a destination station, however the station has set Call Forwarding to an alternate destination.
Without answering the call, CS1000E immediately redirects the call back to the AT&T IP Flexible
Reach service for routing to the attate destination.
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NoteT In caseswhere calls are forwarded to alternate destinatiosuch as aiN11l, NPA555
1212, or 8xx numberthen the AT&T IP Flexible Reach service requires the use of SIP Diversion
Header for the redirected call to completeeSection6.3.29.

1. Same as the first call scenarioSection 23.1.

2. Because the CS1000E phone has set Call Forward to another AT&T IP Flexible Reach
service number, CS1000E initiates a new call back out to Session Manager, the Avaya
Aura® SBC, and to ta AT&T IP Flexible Reach service network.

3. The AT&T IP Flexible Reach service places a call to the alternate destination and upon
answeringCS1000E connects the calling party to the target party.

Alternate
Destination

PSTN
Phone

Phone with

Call Forward Avaya Aura®
SBC

A

1 2
A\
Avaya ‘1 Avaya Aura®
Communication Session
Server 1000E 2‘ Manager

Figure 3 - Re-directed (eg. Call Forward) AT&T IP Flexible Reach Call

2.3.4 Coverage to Voicemail

The call scenatrio illustrated is an inbound call that is covered to voicelmdlilis scenario, the
voicemail system isreAvayaCall Pilot® system connected tbe CS1000E

1. Same as the first call scenarioSection 2.31.

2. The called CS1000E phone does not answer t
voicemail. CS1000Borwardsthe call toAvayaCall Pilot®. AvayaCall Pilot® answers
thecalanc onnects the caller to the called phol
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—=/ IP Flexible Reach

PSTH
Phaore

Avaya Aurai
Avaya Call Pilot sBC
24 Ty
Avaya 1 Avaya Aurain
Communication = Bassion
Server 1000E Manager

i
i)

Agent / Phone

Figure 4 - Coverage to Voicemail
2.4. Support

2.4.1 Avaya

For technical support on the Avaya products described in thesec&ppt Notes visit
http://support.avaya.com

2.4.2 AT&T

AT&T customers may obtain support for the AT&T IP Flexible Reach service by calling (87-7) 288
8362.

3. Reference Configuration

The reference configuration used ingdbéApplication Notes is shown Figure 5 and consists of
several components:

1 The CS1000E system provides the voice communications services for the enterprise site.
The system is comprised: of

0 The MG1®MOE Gatewayontaining:
A cCall Sever (CPPM).
A Media Gaeway Controller (MGC), which provides Digital Signaling
Processor (DSP) resources.
A Meridian Integration Recorded Announcement (MIRAN) card used for
Music on Hold.
A Avaya Call Pilo® messaging application.
o [IBM 306M Consumer Off The Shelf (COTSgrver
A SIP Sgnaling Server
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A Avaya Unified Communications Management (UCM)

Notei Only the CS100E system provisioning providirglP trunk functionality is
described in these application notes. For additional CS1000E system provisioning
documentatiorseeSection12.

T Avaya fidesko phones d4dIXe@E ande@UNStira i phortes. wi t h A

1 The AvayaAura® SBCprovidesaddress translation ai®lP header manipulation between
the AT&T IP Flexible Reach service and the enterprise internal network. TCP transport
protocol is used between thevaya Aura® SBC andSessiorManager. UDP transport
protocol is used between theayaAura® SBCand the AT&T IP Flexible Reach service.

1 An existing AvayaCall Pilot® system provides the corporate voice messaging capabilities
in the reference configuratiohlote - The provisioning oAvayaCall Pilot® is beyond the
scope of this documefdgee 1] for more information)

1 Outbound calls were originated from a phone or fax provisiond¢deo@S1000E system
SIP signaling is passetbin CS1000E systerno Session Manager, and to tAeayaAura®
SBC, before being sent to the AT&T network for termination. Media was sent from the
calling IP phonedirectly to theAvayaAura® SBC. Legacy devices such asalogfax send
their audio from théMGC to the AvayaAura® SBC. The AvayaAura® SBCthen directs
the media to the AT&T network

1 Inbound calls were sent from PSTN/AT&T, through theaya Aura® SBCto Avaya
Aura® Session Manager, and on to the CS1000E sy3teenCS1000E systetarminates
the calls to the appropriate phone or fax extensions.

Notei In the reference configuration TCP (port 5060) is used as the transport protocol between the
CS1000K, the Avayaura® SBC,andSession Manager. This was done to facilitate protocol trace
analysis However, Avaya best practices call for TLS (port 5061) to be used as the transport
protocol where applicable.

UDP transport using port 5060 is required by the AT&T IP Flexible Reach service for the
connection between the Avapara® SBC and the AT&T TP Flexible Reach border element.
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ATAT
AVPN or MISIPNT
Transport Network

ATET
IP Flexible Reach Service

‘-l

~
AT&T Router @
Public Side
“"Qutside"
. . Avaya Aura® Session
Enterprise Office Border Controller
Private Side
“Insida"
PRIVATE IP ADDRESS S "‘lﬂm@'
Avaya Communication Server 1000E
COTS SIP Signaling Server
-
Avaya
~ Communication
Server MG1000E
With Call Pilot
1140E
Unistim
IP phones
PC with
Ventafax o
Figure 5: Avaya Interoperability Test Lab Configuration
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3.1. lllustrative Configuration Information

The specific values listed ifable 1 below and in subsequent sections are used in the referenc
configuration describeth these Application Notes, and are for illustrative purposes only.
Customers must obtain and use the specific values for their own specific configurations.

e

Note- The AT&T IP Flexible Reach service border element IP address shown in this docume
an example. AT&T Customer Care will provide the actual IP addressing as part of the IP Fle

Nt is
Xible

Reach provisioning process.

Component lllustrative Value in these

Application Notes

Avaya CS1000E

SIP Signaling Server IP AddreSELAN) 172.16.6.110

MGC Media (DSP) IP Addres§LAN) 172.16.6.115

CS1MOE extensions 40xX

Avaya Call Pilot®

Call Pilot Application 192.168.67.30

Call PilotMailboxes AXXX

Acme SBC

| P Address of AOut si 192.168.64.130

(connected to AT&T Access Router/IP Flexibl
Reach Service)

| P Address of #fAlnsid 192.168.67.125
(connected to Session Manager)
AT&T IP Flexible Reach Service

Border Element IP Address 135.25.29.74
AT&T Access router interface (to Acme outsig 192.168.64.254
AT&T Access Router NAT address (Acme 135.16.170.55

outside address)

Table 1: lllustrative Values Used in these Application Notes
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4. Equipment and Software Validated

The following equipment and software were used in the sample configuration.

Equipment

Sdtware

Avaya Communication Server 100@#atform

1 MG1000E Media Gateway
1 IBM xSeries 306M (COTS) SIP Signaling
server

Release 7.5, Version 7.50.With
Service_Pack_Linux_7.50 17 2011042¢
andPlugin 501 Enabled

Avaya Call Pilot®

CP 5.00.41
CP50041SU0s,
CP500S09G25S,
CP500S09G32C

Avaya S8800 Server (System Manager)

Avaya Aura® System Manager
Release 6.0 with SP2(Build Number
6.1.0.0.7345.1.5.106)

Avaya S8800 Server (Session Manager)

Avaya Aura® Session Manager
Release 6.5P2(Load 6.12.0.612004)

Avaya S8800 Server (Session Border Controlle

Avaya Aura® Session Border Controlle
Releas&.02.0.3

Avaya 1HM0E SerieslP Deslphones (UNIStim) FW 06 5C8A
Avaya 20@ Series IP Deskphong€g/NIStim) FW 0604DCN

Fax device Ventafax Home Version 6.3)2.288
AT&T IP Flexible Reach Service via AVPN or VNI 21

MIS/PNT transport service connections.

Table 2: Equipment and Software Used in the Sample Configuration
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5. Configure Avaya Communication Server 1000E

This section describes the Avaya CommunicaBenver 1000Eonfiguration, focusing on the
routing ofcalls to Session Manager over a SIP trulikthe sample configuration, Avaya
Communication Server 1000E Release 7.5 was deplejedCall Server applications running on
a CP+PM server platform witlGC, andutilizing a separate SIP Signaling Server

Avaya Aura® Session Manager Release 6.1 prowatleee SIP Proxy Service (SPS) and Network
Connect Services (NCS) functions previously provided bygiigvork Roding ServicelNRS).

As a result, th&lRSapplication is notequiredto configure a SIP trunk between Avaya
Communication Server 1000E andsSion Manager Release .6Therefore NRS was not included
in the reference configuration

This section focuses on the SIP Trunking configuration. oligih sample screens are illustrated
document theverallconfiguration it is assumed thahe basiconfiguration of the Call Server
and SIP Signaling Servapplications has been completaddthat theAvaya Communication
Server 1000E is configured supporianalogandUNIStim telephonegalthough supported, SIP
telephones were not part of the reference configuratt@nreference®n how to administer these
functions of Avaya Communication Server 1000E, Seetion P.

Step 1- Unless otherwiseated, all CS1000E provisioning was performed viaAliaya Unified
Communication Management (AUCM)eb interfaceThe AUCM web interfacanay be launched
directly viahttps://<ip address> where the relevant <ipaddress> in the sample configuration is
172.166.111 The following screen shows an abridged log in screen. Log in with appropriate
credentials.

AVAYA

Usger ID: |

Password: |

Log In

Change Passwaord

Notei Although not used in the reference configuragtiwaya Aura® System Managsray be
configured as the Primary Security Server for the Avaya esh@ommunications Management
application and Avaya Communication Server 1000E is registered as a member of the System
Manager Security framewarkhe Element Manageéhenmay be accessed via System Manager.
In this case, @cess the web based GUlAfaya Aura® SystenManager by using the URL

Ahtt p-addrkeps > wWesMGRaoldress>is the IP address of Avaya Aura® System
Manager. Logn with appropriate credentials. The Avaya Aura® System Manager Home Page
will be displayed. Undethe Servicescategory on the right side of the page, clitkk UCM
Serviceslink.
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Administrators
Manage Administrative Users

Groups & Robes
Manage groups, roles and assign
roles b usens

Subscribers
Manage users and shared redcurces
adscciabed with CS1000, mchiding
LOaRfile import amd export

Synchronize and Import
Synchronize users with the
SnLirpaid e DOy, BRI uldfd

from filg

UM Hokes
Manage UM Roles, assign robes to
TS

User Management

Manage udars, dhared uler
MASOUINCAS and Prowision Lers

Application Managemenl
Manage sppications srd sppbcation

clrhcates

Communication Manager
Manags Commurecation Managaer
objects

Conferending

Conferencing
Inventory
Manpgs, decdndd, and Adagate Lo
alamants, update slemant soaftware
MiEssadqing
Manage Messaging System cbjects
Présence
Prasence
Routing
Natwark Roubing Policy
SIPF AS 8.1
SIP AS 6.1
Session Manadger
Sosmon Manager Blemant Manager

Backup and Restore
Eackup and rastore System Managaer
database

Conligurations
Manage system wide configurations

Events

Manage alarme, vsew and haroest
loigrs
Licenses
View and configure Bcenses
RepBcation

Track daty replcation nodes, repar
FRphC BN nodis
Scheduler
Schadule, track, cancel, update and
delete jobs
SeCurity
Manage Secunty Cerbificates
Templates
Manage Templates for
Communicabon Manager and
Massaging System objects

UCM Services
pphc abons and

nrvigatsn such as C5 1000
deployment, patchng, [555 and
SHMP

Whether the CS1000E is accessed directly or via System Marntagé&vaya Unified
Communications ManagemeBtementspage vill be usedor configuration

Step 2- Click on theElement N\amec or r espondi ng

Elemerit Tygetout@ 0 i n

In the abridged screen below, the user would click ofctbment NamefiEM oncotsh .

AVAYA

Avaya Unified Communications Management

Software Version: 02.20.0009.01(3993)

User Name admin

= Network Host Name: 172.16.6.111
Elements
~ 51000 Services
S Elements
Patches

SNMP Profiles
Secure FTP Token

Mew elements are registered into the security framewaork, or may be added as simple hyperlinks. Click an element name to launch its
management service. You can optionally filter the list by entering a search term.

Software Deployment

|I Search ” Reset]

~ Lser Senices
Administrative Users
External Authentication Add... | =l |

Passward
& ity [ ElementMame Element Type « Release

Holas 17 EM on cots Cs1000 75

ZO'::St L[] 192.12.0.100 Call Server 75
ETNCales

AL 2[] 19242.0.11 Wedia Gateway 75

= Tools Controller
Logs
e 4[] cotstntlab.com (primary)  Linux Base 75

F a e
Address Description
192.12.0.100 New
element.
192.12.0.100 New
element.
192.12.0.11 New
element.
172.16.6.111 Base 08
element.

5.1. Node and Key IP Addresses
Step 1- ExpandSystemA [P Network on the left panel and selddbdes: ServersMedia

Cards. ThelP Telephony Nodeppage i s

di spl ay e d<Nodeidsoh a wmn t theel

Node ID columnto view details of the node. In the sample configuratdode ID10010 wa s

used.
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AVAYA CS1000 Element Manager
L UCM Network Services | Managing: 192.12.0.100 Username: admin
System » IP Network » IP Telephony Nodes
 Home
ks IP Telephony Nodes
- Virtual Terminals Click the Mode D to view or editits properties.
F System
+Alarms
- Maintenance Frint | Refr
+ Core Equipment
- Peripheral Equipment [] Mode ID = Components  Enabled lications ELAN IP Mode/TLAN IPv4 Node/TLAMIPvE Status
- IP Metwork : - i =
_ Nodes: Servers. Media Cards [Jja001 1 LTPS, Gateway ( SIPGw ) 172.16.6.110 Synchronized
- Maintenance and Reports Show: Nodes [] Component servers and cards IPv address
- Media Gateways

TheNode Detailsscreen is displayed with additional detas shown belowlUnder theNode
Details heading at the top of the screergk®a a note of th€LAN Node IPV4 address.In the
sample screen below, thode IPV4 addresss fil72.16.6.1160 .This IP address will be needed
when configuring Session Manageith a SIP Entity for the CS1000& Section6.4.1

Node Details (ID: 1001 -LTP S, Gateway ( SIPGw )

e
Maode 1D: * (0-9989) =

Call server IP address: 192120100 : TLAN address type: & |Pvd only

2 IPv4 and IPv&
Embedded LAN (ELAN) Telephony LAN (TLAN)
Gateway IP address: |192.12.0.1 1 Maode IPv4 address: f1?"2. 16.6.110
Subnet mask: (255255 255 0 Subnet mask; 2552552550 '

b
* Required Value. [ Save ] [Cancel ]

The following screen shows tiessociated Signaling Servers & Cardéieading at the bottom of
the screensimply to document the configuration.

Associated Signaling Servers & Cards

jSeIect to add ~| Print | Refresh
[] Hostname = Type Deployed Applications ELAN IP TLAN IPvd Role
[] cots1 signaling_Server S >: Gateway, PD, Presence g5 45 4 49 17216.6.111 Leader

Fublisher, IP Media Services
Show:

Nete: Only =erver(s) that are not part of any other IP telephony nodes and deployed application(s) that match the service(z) =selected for this node are
available in the servers list .

Step 2- ExpandSystemA [P Network on the left paneand selecMedia Gateways Click on
the IPMG ID (e.g000 0).
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AVAYA €S1000 Element Manager

+ UCM Hetwork Services | Managing: 192.42.0.400 Username: admin
L Home System » IP Network » Media Gateways

I Links
- Virtual Terminals Media Gateways
- System
+Alarms
- Maintenance
+Core Equipment Add... f Refrd

- Peripheral Equipment
- 1P Network IPMG IP Address Zone Type

-MNodes: Servers, Media Cards
) 000 01 192.12.0.11 1 MGC
- Maintenance and Reports O jlile103

- Media Gateways
-Zones

This will open the Property Configuration screen.

Step 3i Click on the Next button.

AVAYA €S1000 Element Manager

+ UCM Network Services #| WManaging: 192.12.0.100 Username: admin
- Home System » IP Network » Media Gateways » IPMG 0 1 Property Configuration

I Links
- Virtual Terminals IPMG 0 1 Property Configuration
- System
+Alarms
- Maintenance
+ Core Equipment e
_ Penipheral Equipment
- IP Network ELANIP address: |192.12.0.11 |
-Modes: Servers, Media Cards : B
- Maintenance and Reports Bandwidth zone number: |1 (0-8000)
- Media Gateways .
b IPMG type:

-Host and Route Tables A
- Metwork Address Translation ELAN passihrough port CE

- QoS Thresholds Faceplate ELAN port: |1E
- FPersonal Directories —
- Unicode Name Directory Backplane ELAN connection: [E
+ Interfaces ==
- Engineered Values TLAM passthrough port: [CT
+ Emergency Senices
+ Geographic Redundancy Faceplate TLAN port: | 2T
+ Software r
I Customers
I Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
+ Dialing and Numbering Plans

Backplane TLAN connection: T

[ et ] Cance

This will open the MGC Configuration screen. Thelephony LAN (TLAN) IP Address under

the DSP Daughterboard 1heading will be the IP Address in the SDP portion of SIP messages, for
calls requiring MGC resources. For example, for a call from an analog or digital telephone to
PSTN, the IP Address in the SDP in the INVITE messhgethe CS1000Eesds to Session

Manager, and on to the Avayaira® SBC,will be 172.16.6.11%n the sample configuratioMote

that the AvayaAura® SBC wil change this IP address to the Avsdyga® SBC fAout si deo
address before sending tidMITE on to the AT&T IP Flekle Reach service.
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AVAYA

- UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- P MNetwork
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
- Host and Route Tables
- Metwork Address Translation
- QoS Thresholds
- Fersonal Directories
- Unicode Mame Directory
+Interfaces
- Engineered Values
+ Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans

£ >

5.2. Virtual D

Avaya Communication Server 1000E Call Server utilizes a virtuethdhnel and associated Route

s

C€S81000 Element Manager

Managing: 192.12.0.100 Username: admin

System » IP Network » Media Gateways » IPMG 0 1 Property Configuration » IPMG 0 1 Media Gateway Controller (MGC) Configuration

IPMG 0 1 Media Gateway Controller (MGC) Configuration

- Media Gateway Controller
Hostname |MGC

Embedded LAN (ELAN) IP address [19212.011

Embedded LA (ELAN) gateway IP address |192.12.0.100

Embedded LAN (ELAN) subnet mask [255 255 255 0
Telephony LAN (TLAN) IP address [172.166.116
Telephony LAN (TLAN) gateway IP address :1?2.16.6.1

Telephony LAN (TLAN) subnet mask |255.255 255 0

- DSP Daughterboard 1
Type of the DSP daughterboard | DB9G  + |

Telephony LAN (TLAN) IP address |172.16.6.115

Telephony LAN (TLAN) gateway IP address 172.16.6.1
Telephony LAN (TLAN) IPv6 address [

- Electronic Switched Network.  »

-Channel, Routes and Trunks

and Trunks to communicate with the Signaling Server.

5.2.1 Virtual D -Channel Configuration

ExpandRoutesand Trunks on the left navigation panel and selBeChannels In the sample
configuration, virtual BChannel 5 is associated with the Signaling Server.

AVAYA

- UCM Network Services
- Home
- Links
- irtual Terminals
- System
+Alarms
- Maintenance
+Core Equipment
- Peripheral Equipment
- IP MNetwork
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
-Hostand Route Tables
- Metwork Address Translation
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+zeographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface

CS1000 Element Manager

A Managing: 192.12.0.100 Username: admin

Routes and Trunks » D-Channels

D-Channels

Maintenance

D-Channel Diagnostics (LD 96)

Metwork and Peripheral Equipment (LD 32, Virtual D-Channels)
MSDL Diagnostics (LD 96)

TMDI Diagnostics (LD 95}

D-Channel Expansion Diagnostics (LD 48)

Configuration

Choose a D-Channel Number; | 0 _V_5 andtype: |DCH || to Add

- Channel: 15 T;lpe: DCH Card Type: DCIP

- Channel: 20 Type: DCH Card Type: DCIP

Description: VDCH

Description: private
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5.2.2 Routes and Trunks Configuration
In addition to configuring a virtual 8hannel, &Route and assoiatedTrunks must be configured.

Step 1- ExpandRoutes and Trunkson the left navigation panel aespand theCustomer
number(e.g.Customer Q. In the example screehat follows it can be observed thRbute 16
has 10 trunks in the sample cauffation (Trunk:1 T 10).

Step 2i Click onTrunk:1 -10to display each trunk channel.
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