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with Avaya™ Communication Server 1000 Release 7.6 – 

Issue 1.1 
 

 

 

Abstract 
 

  

These Application Notes describes a compliance-tested configuration consisting of Avaya™ 

Communication Server 1000 Release 7.6 and RedSky E911 Manager®. MyE911®, 

Emergency On-Site Notification (EON) Client, and E911 Anywhere® are also part of this Red 

Sky solution. 

 

Readers should pay attention to section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 
 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab.  
 



 
PM; Reviewed: 

SPOC 9/4/2014 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

2 of 39 

E911MCS1K76 

 

1. Introduction 
These application notes describe a compliance-tested configuration consisting of Avaya 

Communication Server 1000 Release 7.6 (hereafter referred to as CS1000) and the RedSky E911 

Manager® (hereafter referred to as E911M). 

 

MyE911®, Emergency On-Site Notification (EON) Client, and E911 Anywhere® (E911A) are 

also part of this Red Sky solution.  

 

The E911M is a cloud-based or on-premise solution that acts as an External Discovery Manager 

(DM) of the CS1000 Emergency Service provides location information of registered endpoints to 

CS1000. 

 

E911M is also responsible to keep the Automatic Location Identification (ALI) database 

updated. This is typically done by sending ALI data to E911A, a Redsky cloud-based solution; 

however traditional PS-ALI methods may also be used. ALI database is used by Public Safety 

Answering Point (PSAP) to search for specific address/location of CS1000 endpoint using 

Calling Line Identification (CLID). 

 

Note: Every CLID must be provisioned with the E911M before it can be useful when an 

emergency call is made. This requires that a preconfigured CLID is provisioned for every 

potential emergency caller location in the environment. 

 

The E911M provides On-Site Notification (OSN) Alerter that captures OSN records on CS1000 

and provides alerts via email, text, or a “screen pop” to end users when the 911 call is made. The 

EON Client receives notifications from E911M and provides screen pops on a user’s computer. 

 

MyE911® provides 911 protections to Avaya softphone users. MyE911® is installed on a user’s 

laptop. Every time the softphone is launched, MyE911®preempts the registration process and 

requires the user to identify their location to the enterprise. The user may select a location from 

the validated list of Corporate or Personal favorites or create a new location. Once this action is 

performed, the softphone is immediately released for use and the CLID has been updated with 

appropriate ALI data.  

2. General Test Approach and Test Results 
This section details the general approach to the testing, what was covered, and results of the 

testing.  If the testing was successfully concluded but it was necessary to implement 

workarounds or certain non-critical features did not work, it should be noted in Section 2.2. 

 

This section describes the general test approach used to verify the interoperability of the E911M 

with the Avaya CS1000 Emergency Service Release 7.6. There are two major components to 

E911, location provisioning and emergency calling. 

 

Devices are first added and provisioned in the CS1000 then synced with E911M through a 

download process. E911M then runs a location discovery on devices that support it and writes 
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back an ERL ID to CS1000. Finally, locations are updated appropriately through E911 

Anywhere® or a traditional ALI provider.  

 

The compliance testing focused on verifying the generation of ALI records and not on the 

transfer of ALI records to ALI databases. 

 

When an emergency call is placed, E911M reads OSN record on CS1000 and gets the CLID. The 

E911M uses this CLID information to look up a corresponding Emergency Response Location 

(ERL) which contains Building Name, Floor, Room and Emergency Location Information 

Number (ELIN) in E911M database and sends an alert email, text, or “screen pop” which can be 

used by security personal on site. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 
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2.1. Interoperability Compliance Testing 

The general test approach was to verify the integration of the RedSky E911 Manager® with the 

Emergency Service on the CS1000. 

 The compliance testing focused on verifying the generation of ALI records and not on the 

transfer of ALI records to ALI databases. 

 Calls are routed to the correct designated number and call events are logged by E911M 

when 911 calls were placed from CS1000 analog, digital and IP deskphones. 

 When the 911 calls were made, verify an email is sent to security personal on site with 

following information: Customer, PBX, ELIN, Extension, Building Name, Building UID, 

Address and Location (Room, Floor). 

 When the 911 calls were made, verify an EON is activated as on screen alert with the 

following information: Customer, PBX, ELIN, Extension, Building Name, Building UID, 

Address and Location (Room, Floor) and alert comes in the form of an audible siren. 

 Change IP addresses of existing IP phones on CS1000 system, verifying that RedSky 

E911M can correctly identify these new IP address and update the ERL for those phones. 

 Modify phone information such as ERL, Call Party Name Display (CPND), Office Data 

Administration System Station Designator (DES) on CS1000, perform the Call Server 

download on E911M, verifying consistency of phone information reported in the RedSky 

E911 Manager to CS1000.  

 Verify consistency of ERL table updated and listed on CS1000 to E911M. 

 When Avaya softphone user starts to launch their softphone, MyE911 will pop-up to ask 

softphone user select a valid location listed on the screen which according to their current 

location before let the login process of Avaya softphone continue. 

2.2. Test Results 

The RedSky E911 Manager® Solution successfully passed compliance testing. RedSky E911 

Manager® was able to retrieve station emergency numbering and location information from 

Avaya Communication Server 1000. The objectives of Section 2.1 were verified with following 

observations: 

 Need to allow extra time for E911M to complete processing of downloaded data. 

Although log event shows that the download is completed, E911M downloaded data 

processing may still be in progress. 

 E911M only updates ERL value on IP phone which has IP address in the previously 

configured IP Range. If an ERL is manually assigned for IP phones on CS1000 and the 

IP range on E911M does not cover this phone, ERL will not be updated nor displayed on 

E911M for this phone. As a result, the ERL shown in alert email for this phone is 

UNKOWN. 

 When a softphone user’s location has been changed on myE911, this location is updated 

on E911M database but not on CS1000. The CS1000 administrator needs to manually 

start the download process on E911M to have the new location/ERL updated on CS1000. 

 When user receives an alert for 911 call, time shown in the alert is the time on E911M 

server not the CS1000 time. 
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2.3. Supports 

For technical support on the RedSky E911 Manager solution, contact at: 

 Web: http://www.redskye911.com/ 

 Email: support@redskytech.com 

http://www.redskye911.com/
mailto:support@redskytech.com


 
PM; Reviewed: 

SPOC 9/4/2014 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

6 of 39 

E911MCS1K76 

 

3. Reference Configuration 
Figure 1 below illustrates the reference configuration used during compliance testing.  The 

RedSky E911 Manager Solution was installed on CentOS Release 6.2 Linux server. 

 

 

Figure 1: RedSky E911 Manager Solution and Avaya Communication Server 1000 Emergency 

Service 
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4. Equipment and Software Validated 
 

Equipment Software Version 
Avaya Communication Server 1000 

Co-Res 
Call Server (CPPM): 7.65 P+ 4121 

 

Avaya SIP Line Server Signaling Server (CPPM): 7.65.16 

Avaya Softphones 2050PC 

Avaya one-X Communicator 

Release 3.4 

CS6.1.1.02 

Avaya Communication Server 1000 IP 

Desk phones  

1110 

1165E 

2004P1 

 

 

0623C8Q 

0626C8V 

0602B76 

CentOS Linux server Release 6.2 
 

RedSky E911 Manager® 6.3.5 

RedSky MyE911® for Softphone Server version 17559 

Client version 17024 

RedSky Emergency On-Site 

Notification (EON) Client 

17559 

RedSky E911 Anywhere® 6.3.5 
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The following packages must be enabled in the keycode file in order for the Emergency Service 

Access feature to operate successfully. 

 

Feature Packaging Requirement 

 

Package Mnemonic Name Description 

329  

 

ESA Emergency 

Services 

Access 

Defines an emergency number as 

being dial-able without a prefix. 

Recognizes the emergency call and 

provides special treatment and 

route to CAMA, PRI or other 

trunks. Provides flexible ANI 

number translation for DID 

numbers and sends out the ANI 

with the call to enable the 

PSAP to look up the caller. 

Includes Enhanced Routing 

functionality, Multiple ESDNs, and 

Misdial Prevention. 

330  ESA_ SUPP ESA 

Supplementary 

Provides networking support by 

routing node-to-node ANI info for 

forwarding to a PSAP. Converts 

incoming ISDN to CAMA tandem 

which allows CLID forwarding via 

out-pulsed CAMA.  Also provides 

On-Site-Notification (OSN) so that 

customer staffs are aware of the 

call. This includes OSN phones per 

ERL. 

331  

 

ESA_CLMP ESA Calling 

Number 

Mapping 

Provides flexible ANI number 

translation for non-DID numbers 

(i.e. to translate non-DID numbers 

to DID numbers). This includes 

Dynamic ELIN functionality. 

337  

 

ESA_EXTERNAL_

DM 

ESA External DM 

Interface 

Allows the use of an external 

Discover Manager (and 

corresponding LIS) to provide 

advanced location determination 

for IP phones. Additionally, the 

External Discovery Manager is 

charged separately. 
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5. Configure Avaya Communication Server 1000 
This assumes that CS1000 is installed and in operational state.  

This section will describe steps to configure: 

 Emergency Service Access to route the call to simulated PSAP, 

 SNMP to generate alarms when 911 calls are made and sending the alarms to the E911M 

server. 

 User for E911M to access and make SOAP request to the CS1000. 

5.1. Configure Emergency Service Access (ESA) on CS1000 

This section describes the steps to configure Emergency Service Access (ESA) on a CS1000 

system using Element Manager Web portal. The values used in this guide may be unique to the 

example shown. User will have to use values that are unique to their site, where this solution is 

being deployed e.g. site’s IP address, extension numbers and etc.  

 

This section describes steps to create Emergency Services Directory Numbers (ESDN), and how 

to dial it with and without dial Access Code (AC). No On-Site Notification station is configured 

in ESA. During compliance test, office phone 613-967-5280 is use as simulated PSAP number. 

When user dials 911, the call is routed to this office phone.  

 

Note: It is importance that while covering the 911 ESDN programming, make sure to cover the 

AC1/AC2 + 911 as well. Example AC1 is 9 and AC 2 is 6. If 9-911 (or 6+911) is not configured 

properly to 911, there could have different operations and results between 911 and 9-911. This is 

one of the most common configuration errors in the field. Make sure comparing the operation of 

911 and 9-911 having the same outcome will confirm proper configuration.  

 

For more information about multiple ESDN, dial ESDN with access code. See Emergency 

Service Access Fundamental document listed in reference Section 9.  

 

The following ESA configuration was configured during compliance test: 

 

 Verify OSN is configured in Teletype (TTY) 

 Configure Service Parameter. 

 Configure Digit Manipulation Index. 

 Configure Route List Index. 

 Configure Emergency Service Directory Numbers. 

 Configure AC + ESDN 
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5.1.1. Verify OSN is configured in TTY 

The Teletype (TTY) output message type, OSN, is used for printing OSN system messages. 

E911M will monitor TTY output from the CS1000 for emergency calls.  Using LD 22 to verify 

that OSN is configured in USER filed of TTY as shown below: 

 

 

5.1.2. Configure Service Parameter 

This section describes steps to logon CS1000 Element Manager and steps to configure the 

CS1000 to use an External Discovery Manager DM interfaces to keep the location data of an IP 

telephone up to date. 

 

In IE launch System Manager at http://<IP Address or FQDN> where <IP address or FQDN> is 

the IP address or FQDN of System Manager, login with the appropriated credential. In System 

Manager, click on Communication Server 1000 as shown below: 
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In Elements page, click the server name to navigate to Element Manager for that server, as show 

below, EM on sipl75 is selected. 

At the bottom, when user moves the mouse over to EM on sipl75, it shows the Security 

ObjectID of CS1000 as higlighted in screenshot below. This information is needed when create 

Call Server on E911M in Section 6.3. 

 

 
 

The CS1000 Element Manager page launch as shown below: 
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On the CS100 Element Manager page, navigate to System  Emergency Services  Service 

Parameters. The Service Parameters page appears as shown below.  

 

On the Service Parameters page fill the form as shown: 

 Location Information Services (LIS): select External Discovery Manager 

(EXT/DM).  

 Leave other fields as default.  

 

Click Submit to save changes. 

 

 

5.1.3. Configure Digit Manipulation Index 

As mentioned above, during the compliance test, when user dials 911, the call will be routed to 

simulated PSAP number, which is lab PSTN phone, 613-967-5280. This section will describe the 

steps on how to configure Digit Manipulation Index to route to that number. This configuration 

is an example used during compliance test. The configuration maybe deployed differently at 

customer site. Refer to section 9, for document on how to setup DMI in CS1000 in details. 

 

On the CS100 Element Manager page, navigate to Dialing and Numbering Plans  Electronic 

Switched Network. Select Customer, during compliance test, Customer 00 is selected as 

shown below: 
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On the ESN page, select Digit Manipulation Block as shown below: 

 

 
 

In the Digit Manipulation Block List page, a next available Digit Manipulation Block Index 

(DMI) is shown on the dropdown list, click on Add to a new DMI as shown below: 

 

 
 

In the Digit Manipulation Block detail screen, enter the following information as shown below: 

 Digit manipulation Index Number: this is read-only filed and show the number of new 

DMI, 13. 

 Number of leading digit to be deleted: enter 3. 

 Insert: enter simulate PSAP number, example 613-967-5280. 

 Call Type to be used by the manipulated digits: select Call Type will not be 

changed(NCHG). 

Leave other fields as default and click Submit to add new DMI. 

 

 
 

New DMI 13 is created and listed in Digit Manipulation Block List page(not shown). 



 
PM; Reviewed: 

SPOC 9/4/2014 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

14 of 39 

E911MCS1K76 

 

5.1.4. Configure Route List Index 

This section will describe step need to create Route List Index (RLI) which will be used in 

creation of Emergency Services Directory Number (ESDN). 

 

On the Electronic Switched Network page, select Route List Block as show below: 

 

 
 

The Route List Blocks page launch, enter an available Route List Index, example: 19, click on 

Add to a new RLI. 
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The detail page of new Route List Block is displayed, enter the following information for RLI 

as shown in below: 

 Route List Index: This is read-only field. It should show new RLI value that is 

matchedwith the number which has been entered in previous step. 

 Digit manipulation Index: Select DMI created in Section 5.1.3, which is 13. 

 Route Number: Select an active route that is used to route the call to outside In this 

testing , Route 1 is used.. 

Leave other fields as default value and click Submit to add new RLI. 

 

 
 

New RLI 19 is created and listed in Route List Blocks page (not shown). 
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5.1.5. Configure Emergency Service Directory Numbers 

On the EM page, navigate to System  Emergency Services  Access Numbers and 

Routing. If there was no ESA Access Numbers and Routing configured, the Emergency 

Services Directory Number page appears as shown below. 

 

 
 

Enter the following information as shown below: 

 Directory Number: enter 911. 

 Directing Digit: enter 911. 

 Routing Method: select Route List Index and choose the appropriate value available 

from pull down menu, example RLI 19.  

 Misdial Prevention, a dialog box appears asking for your confirmation to enable the 

feature, click OK. The remaining fields were left at their default values. Click Save. 
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Primary ESDN is added as shown in below screenshot: 

 

 

5.1.6. Configure Access Code + ESDN 

In the Avaya Emergency Service Access Fundamentals document, page 106 ESDNs and 

access code (AC) configuration list detail steps on how to configure to dial any ESDN as 

AC+ESDN. There are 2 way to achieve this: configure 911 as a Special Number in AC1 and 

AC2 or configure AC1/AC2+911 as an alternate ESDN for example, configure 9+911 and 6+911 

as ESDN so that the access codes 9 and 6 are part of the ESDN itself. This section will describes 

step to configure AC1/AC2+911 as an alternate ESDN where 911 is a primary ESDN, 9911 is 

first and 6911 is second entry in ESDN table as shown below: 
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First, following step in Section 5.1.3 to add new DGT, completed the form with following 

details: 

 Number of leading digits to be deleted: 4 

 Insert : enter PSAP number,  example: 916139675280. 

 Leave other fields as deault. 

Click Submit to save new DGT. Below is the detail of new created DGT 15: 

 

 
 

Second, following Section 5.1.4 to add new RLB, completed the form with following details: 

 Digit manipulation Index: select DMI created in step 1, which is 15. 

 Route Number: select an active route to route the call to outside, example Route 1 is 

selected. 

 Leave other fields as deault. 

Click Submit to save new RLI. Below is the detail of new created RLB 20: 
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Third, following Section 5.1.5, to add new ESDN, completed the form with following details: 

 Directory Number: enter 9911. 

 Directing Digit: enter 911. 

 Routing Method: select Route List Index and choose the appropriate value available 

from pull down menu, example select RLI created in step 2, RLI 20.  

 Misdial Prevention, a dialog box appears asking for your confirmation to enable the 

feature, click OK.  

 The remaining fields were left at their default values. 

Click Save. Perform the same step again for 6911 ESDN. 

 

 

5.1.7. Emergency Response Location (ERL)  

During compliance test, there is no need to configure ERL on CS1000, as ERL database will be 

updated on CS1000 from E911M at a schedule time. Verify this ERL table on CS1000 is 

mentioned in Section 7.1. 
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5.2. Configure SNMP Trap on Avaya Communication Server 1000 

This section describes the steps to configure SNMP Profile Manager. This is to generate alarms 

when 911 calls are made and allows E911M able to get near real-time data updates from the 

CS1000. 

5.2.1. Create a New SNMP Profile 

Refer to Section 5.1.1 to see how to login into the Unified Communications Management 

(UCM). From the UCM Home page, navigate to Network  CS1000 Services  SNMP 

Profiles. The SNMP Profile Manager page appears as shown below. 

 

 
 

On the SNMP Profile Manager page, navigate to SNMP Profile. The SNMP Profiles page 

appears as shown as below. Click Add to add new SNMP Profile. 
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The New SNMP Profile page appears. Enter a name in the Profile Name text box, example 

RedSky. From the Profile Type list, select ALARM. Additional parameters appear after a 

profile type is selected. Enter a trap community in the Trap Community text box. The string is 

“public” (without quotes) by default. Ensure that the Option check box is checked to enable trap 

sending. Enter E911M ELAN IP addresses and ports (port 162 by default) in the Trap 

Destinations. Click Save. 

 

 

5.2.2. Assign an SNMP Profile to a Network Element. 

On the SNMP Profile Manager page, navigate to SNMP Distribution. The SNMP Target 

Selection page is as show as below. Select the element (example: cpppm3) that will be assigned 

to the newly created SNMP profile (RedSky). Click Next. 
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The SNMP Profile Distribution page appears, as shown below. Select a Network Element 

(ELAN IP address of CS1000 call server) then click the Assign button.  

 

 

 
 

The SNMP Profile Distribution Details page appears, as shown below. On the SNMP Profile 

Distribution Details page, from the Alarm Profile list, select the profile created, in this 

example: RedSky. Click Save. 

 

 
 

After the assigning the new created SNMP profile to the network element, the new created 

profile will be shown in the SNMP Profile Manager under SNMP Profiles page as shown 

below. 
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5.3. Create user for E911 Manager® to access Avaya Communication 
Server 1000 web services 

This section will describe steps to create Role and User, used on E911M to allow E911M makes 

SOAP request to the CS1000. 

5.3.1. Create Role 

Refer to Section 5.1.1 to see how to login into the Unified Communications Management 

(UCM). From the UCM Home page, navigate to Security  Roles. The Add New Role page is 

displayed. Enter the following information in the page: 

 Role Name: enter any descriptive name, example: e911.  

 Role Description: enter any description, example: Role for e911 Manager.  

Click Commit and Continue to move to Role Details page. 

 

 
 

In Role Details page, click Add Mapping button to add mapping for e911 role as shown below. 
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In the Select Element and/or Network Service to Map to Role (e911) select as shown: 

 Element or Resource Type: select CS1000 

 Leave other fields as default. 

Click Next. 

 

 
 

In the Permission Mapping (All elements of type: CS1000 for e911), make sure to check all 

the selection as shown below: 

 General OAM, all customers, plus Security Administration. 

 PDT2 

 Element Management and Phone Configuration.  
Click Save to save all changes. 

 

 



 
PM; Reviewed: 

SPOC 9/4/2014 

Solution & Interoperability Test Lab Application Notes 

©2014 Avaya Inc. All Rights Reserved. 

25 of 39 

E911MCS1K76 

 

In the Role Details (e911) page, click Commit to complete final step to create new Role (not 

shown). The e911 role mapping is added as shown below: 

 

 
 

New Role e911 is added in Roles page. 
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5.3.2. Add new user 

From the UCM Home page, navigate to User Services  Administrative Users. In the 

Administrative Users page, click Add button (not shown). In the Add New Role page enter the 

following information for user as shown below: 

 User ID enter descriptive user name, example: e911 

 Authentication Type: select Local. 

 Temporary password: enter password for user. 

 Re-enter password: re-enter password to confirm the correct password. 

Click Commit and Continue button. 

 

 
 

Select the Role for this new user, select Role that created above, in this case it is e911 as shown 

below and click Commit. 
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New user e911 is added. To change the temporary password to permanent password, try to login 

System Manager as mention in Section 5.1 using new created e911 user name and password (not 

shown), the next screen will ask user to change their temporary password as shown below. 
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6. RedSky E911 Manager® Configuration 
RedSky Administrator installs, configures, and customizes the RedSky E911Manager for their 

customers. Database such as ALI Provider Sites, ELIN Pools, and Buildings are pre-configured 

by RedSky, therefore how to setup these are out of scope in this application notes. This section 

only describes the interface configuration, so that the E911M can be integrated with CS1000. 

This section will describe steps to create: 

 ERLs 

 IP Ranges 

 Call Servers 

 User for Softphone user and Import mapping for MyE911 Softphone user. 

6.1.  Create ERLs 

To login E911M web interface by opening a web browser and entering appropriated URL: 

example https://try.redsky.com. The screen bellow is displayed as shown below: 

 

 
 

Verify ALI Provider Sites is pre-configured by navigate to Configuration  ALI Provider 

Sites, below is an example of E911A used as ALI Provider during compliance test: 
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Verify ELIN Pools is pre-configured by navigate to Configuration  ELIN Pools, below is an 

example of ELIN Pool used during compliance test: 

 

 
 

Verify ELINs is pre-configured by navigate to Configuration  ELINs, below is an example of 

ELINs used during compliance test: 

 

 
 

Verify Buildings is pre-configured by navigate to Configuration  Building, below is an 

example of Building used during compliance test. 
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To create ERLs navigate to Configuration  ERLs, click on  icon to add new ERL, 

below is an example of ERLs Loc 16 for Room 16 and Floor 16 and this ERL belong to ELIN 

3124324316 created during compliance test. Click Add to add new ERL (not shown), in below 

screenshot is detail of existing ERL created during initial setup for compliance test. 

 

Note: Since Loc 16 is created first therefor its ID is 1 (not shown in the ERL detail page on 

E911M), when E911M synchronized with CS1000, this will be added as ERL 1on 

Communication Server. And so on for other ERLs. 
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6.2. Configure IP Range 

This section describe step to create IP Range mapping with existing ERLs. To create IP Range 

navigate to Configuration  IP Range, click on  icon to add new IP Range, below is an 

example of IP Range 1 for Private IP network, this IP Range belong to ERL Loc 17, Building 

RedSky: 

 

 
 

Note: Since E911M only able to assign ERL to IP deskphone only, user need to manually assign 

ERL to TNB of analog and digital phone on CS1000. 
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6.3. Configure Call Servers 

To create Call Server, navigate to Configure  Call Server, click on  icon to add new Call 

Server. Below is detail of existing Call Server created and used during compliance test: 

 Type selects Nortel CS1000 

 Name enters any descriptive name, example PHCS1K. 

 ELIN Pool selects appropriate Pool. 

 Call Server Enable, Network Discovery Enable, Emergency Onsite Notification and 

Use CS Login checkboxes are checked. 

 

 
 

 Call Server ELAN IP enters ELAN of CS1000, example 10.10.97.78 

 Secure ObjectID enter CS1000 Secure ObjectID, see Section 5.1.2 to open the EM of 

CS1000, right click on Element EM for sipl75, select Copy Shortcut to copy the link to 

Clipboard, open any text editor to paste the link. Extract Secure ObjectID. 

 CLI Login/Password enters User name/Password created in Section 5.3.2. 

 FTP Login/Password enters login credential to login CS1000 ftp – example 

admin2/admin2’s password. 

 SOAP Login/Password enters User name/Password created in Section 5.3.2. 

 Check Secure SOAP checkbox 
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 Inventory Report Path enter path to inventory file on CS1000 ftp, example: 

/var/opt/Nortel/cs/fs/u/db/inv 

 Signaling Server IP enters CS1000 Signaling Server IP address. 

 SNMP Trap Sources enter ELAN, TLAN IP address of CS1000 and Signaling Server 

IP. 

 

 
 

Click Add to add new Call Server. See below figure of new created Call Server PHCS1K. Once 

the call server is add, click on Download icon to synchronize data between CS1000 and E911M 

as shown below: 

 

 
 

When the download complete, navigate to Status and Reports  Endpoints to view the list of 

endpoint is updated on E911M as show below. 
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6.4. Add user for MyE911® softphone 

To add new user for MyE911, navigate to Administration  User, click on  icon to add new 

user, ROLE selects myE911_User from the list, enter appropriated user name and password, 

each user is mapped to available ELIN. Click Add to add new user. Below is example of exiting 

user created during compliance test. 

 

 
 

Next step is to perform import mapping for softphone user, navigate to Configure  Import  

MyE911® Device Mapping, preparing import file follow this format: ELIN of MyE911® user, 

Call Server Name, Softphone TN as shown below. 

 

 
 

To verify the list of myE911 device, navigate to Administration MyE911 Device Mapping, 

list of imported softphone is added into the list as shown below. 
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7. Verification Steps 
This section includes some steps that can be followed to verify the configuration. 

7.1. Verify ERL is updated on Avaya Communication Server 1000 

Once the synchronization is complete, on CS1000 Element Manager, navigate to System  

Emergency Services  Emergency Response Location; verify ERL is added accordingly to 

ERL data on E911M. 

 

 
 

7.2. Verify Inventory table on CS1000 

SSH to CS1000 using appropriate login credential, using ld 117 enter command locrpt all. 

Verify the endpoint listed on E911M for IP phone is match with this report such as TN, ERL, 

and Location Description. 

7.3. Verify Endpoints Detected 

Allow the E911M enough time to download all data from CS1000. Access the E911M web 

interface as described in Section 6. When the download complete, navigate to Status and 

Reports  Endpoints to view the list of endpoint is updated on E911M as show below. List 

will display all register IP phones, digital and analog phones on CS1000. For IP phone within IP 

ranges E911M will assign ERL to appropriated phone, for digital and analog user must manually 

manage them on CS1000. 
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7.4. Verify On Site Notification Alert Detected 

Make a 911 emergency call from one of the detected IP phone. Verify that there is a Notification 

Alert being generated in event list of E911M. 

 

 
 

On end user’s PC an on screen alert with the following information: Customer, PBX, ELIN, 

Extension, Building Name, Building UID, Address and Location (Room, Floor) and alert comes 

in the form of an audible siren. 
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And user received alert email as well. 

 

 
 

7.5. Verify MyE911® able to verify location for softphone user 

On the client’s PC, upon login of MyE911, MyE911 gets a list of softphone executables from 

Manager, this list is pre-configured by the RedSky administrator. During compliance test Avaya 

2050PC and One-X Communicator softphone are used, here is example of the softphone 

executables list: i2050.exe and onexcui.exe. 

 

MyE911 runs in the background of the client’s window’s computer. From the background, it 

checks all processes until it finds a process that was launched from the executables list. 

When a softphone in said list is detected, MyE911 will force pause it and hide all of its windows 

until the user confirms their location as shown below. 

 

 
 

Once the location is confirm, the softphone will continue its login process and ready for user to 

make a call. 

 

Note: This location will be update on E911M instantly and only be updated on CS1000 if 

administrator performs manual update on E911M to CS1000. 
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8. Conclusion 
The RedSky E911 Manager® Solution passed the compliance testing. These Application Notes 

describe the procedures required for the RedSky E911 Manager® Solution to interoperate with 

Avaya Communication Server 1000 Emergency Services to support the reference configuration 

shown in Figure 1. 

 

9. Additional References  
 

Product documentation for Avaya products may be found at: http://support.avaya.com 

[1] NN43001-613, 05.03 Communication Server 1000 Emergency Services Access 

Fundamentals. 

[2] NN43001-116, 05.16 Communication Server 1000 Unified Communications Management 

Common Services Fundamentals. 

[3] NN43001-719, 05.02 Communication Server 1000 Fault Management - SNMP 

Product information for the RedSky E911 Manager® products may be obtained by contacting 

RedSky Inc. 

http://support.avaya.com/
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