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Abstract

These Application Notes describe the procedures for configuring the Open Text Fax Server
(RightFax) with Avaya Aura™ Communication Manager and Avaya Aura™ SIP Enablement
Services (SES) using SIP trunking interface.

RightFax is a software based fax server that sends and receives fax calls over an IP network.
In the tested configuration, RightFax interoperates with the Communication Manager and the
SIP Enablement Services to send/receive faxes using SIP trunks between RightFax and the
Avaya SIP infrastructure.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring Open Text Fax Server (RightFax)
with Avaya Aura™ Communication Manager and Avaya Aura™ SIP Enablement Services (SES)
using SIP trunks.

RightFax is a software based fax server that sends and receives fax calls over an IP network.
RightFax includes the Brooktrout SR140 T.38 Fax over Internet Protocol (FolP) virtual fax board
software from Dialogic. In the tested configuration, RightFax interoperates with the Communication
Manager and the SIP Enablement Services to send/receive faxes using the SIP trunking interface
between RightFax and the Avaya SIP infrastructure.

1.1. Interoperability Compliance Testing

The compliance test tested interoperability between RightFax and the Communication Manager and
the SIP Enablement Services by making intra-site and inter-site fax calls to and from RightFax that
is connected (at each of the two sites in the test configuration) to the Communication Manager and
the SIP Enablement Services via SIP trunks (see Section 2 for detailed configuration). Specifically,
the following fax operations were tested in the setup for the compliance test:

— Fax from/to RightFax to/from fax machine at local site
— Fax from/to RightFax to/from fax machine at remote site
— Fax from/to RightFax to/from RightFax server at remote site

In the compliance test, Site 1 and Site 2 were connected by both ISDN-PRI trunks and H.323 trunks.
The inter-site calls were tested by using either of these 2 types of trunks between sites.

Faxes were sent with various page lengths, resolutions and at various fax data speeds. For capacity,
a large number of 3-page faxes were continuously sent between the two RightFax servers across
sites. Serviceability testing included verifying proper operation/recovery from failed cables,
unavailable resources, restarts of the Communication Manager and the SIP Enablement Services as
well as RightFax reboots. Fax calls were also tested with different Avaya Media Gateway media
resources to process the fax data. This included the TN2302AP IP Media Processor (MedPro) circuit
pack and the TN2602AP IP Media Processor circuit pack in the Avaya G650 Media Gateway; the
integrated Voice over Internet Protocol (VoIP) engine of the Avaya G700 Media Gateway, and the
Avaya MM760 Media Module installed in the Avaya G700 Media Gateway.

1.2. Support
Technical support for RightFax can be obtained by contacting Open Text at

— Phone: (800) 540-7292
— Email: support@opentext.com
— https://cslogin.opentext.com/login/
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2. Configuration

Figure 1 illustrates the configuration used in these Application Notes. In the sample configuration,
two sites are connected via H.323 trunks, as well as ISDN-PRI trunks. Faxes can be sent between
the two sites using either of these two trunk groups.

Site 1 Site 2
IF Hefwor k
H.323 Trk

| ———————————————— -

Anraya Aura™ |
| Commureoation Rtanager |

o Avaya SA500 Server
| 182,45 10651 |
. Avava Aura™ | e
| 512 Enzble ment Sarvicas Boraya Aura’
A9E 05 10550 | S| Ensblement Sarvices

| | 192 45707

¥
Aoraya Aura™

18245702

| By anm G2E0 Bovam GEED COPmmmnicaion manager
Media Gateway Madia Gataweany = o SvswE SEI00 Sarver
[Fart Hetweark 1] [Fort Hetwork 2] ke in ooz G700 Mediz Gatevay
o

Avaya 1600 and 9600 Series IP
Telephones

Ext, Bl

Arlcg s
Fax Machine RightF ax Sarver Fn:ﬁiﬁim RightFa: Sarver
Et. 20000 192 4,108, 18 bl 192 45.70.13
Ext: Taxnx - Ext. S2wxmx

Avaywa 1600 and 9600 Seres IP
Telephonas
Ext. Zmirar

TVET I50H-FRI Trunk

Part Metwwark 1 Port Metwork 2

CLARM: 192.45108.55 CLARM: 192.45.105.57
MedPro TN2302:  192.45.1058.54 MedPro TM2302  192.45.108.56
MedPro TH2602  192.45.108.53 hMedPro TM2602  192.45.108.59

Figure 1: RightFax interoperating with Communication Manager and
SIP Enablement Services
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Located at Site 1 is an SIP Enablement Services server and an Avaya S8500 Server running
Communication Manager with two Avaya G650 Media Gateways. Each media gateway is
configured as a separate port network in separate IP network regions. RightFax at this site is running
on a Windows Server 2008 laptop PC and communicates to the Avaya SIP infrastructure
(Communication Manager and SIP Enablement Services) via SIP trunks whose signaling is
terminated on a CLAN circuit pack in port network 2. The media resources required by the trunk are
provided by the I[P Media Processor (MedPro) circuit pack. Two versions of the [P MedPro circuit
pack were tested in this configuration: TN2302AP and TN2602AP. Endpoints at this site include an
Avaya 1600 Series IP Telephone (with H.323 firmware), an Avaya 9600 Series IP Telephone (with
SIP firmware), and a fax machine.

Located at Site 2 is an SIP Enablement Services server and an Avaya S8300 Server running
Communication Manager in an Avaya G700 Media Gateway. RightFax at this site is also running
on a Windows Server 2008 laptop PC and communicates to the Avaya SIP infrastructure
(Communication Manager and SIP Enablement Services) via SIP trunks. On the Avaya G700 Media
Gateway, the signaling and media resources needed to support SIP and H.323 trunks are integrated
directly on the media gateway processor. Endpoints at this site include an Avaya 1600 Series IP
Telephone (with H.323 firmware), Avaya 9600 Series IP Telephones (with H.323 firmware and SIP
firmware), and a fax machine.

Although the IP telephones are not involved in the faxing operations, they are present in the
configuration to verify VolP telephone calls are not affected by the FolP faxing operations and vice
versa.

Outbound fax calls originating from RightFax are sent to the SIP Enablement Services server first,
then from the SIP Enablement Services to the Communication Manager, via the configured SIP
trunks. Based on the dialed digits, the Communication Manager will direct the calls to the local fax
machine, or the inter-site trunks (ISDN-PRI or H.323) to reach the remote site. Inbound fax calls
terminating to RightFax are first received by the Communication Manager from the local fax
machine or from across either ISDN-PRI or H.323 trunks connected to the remote site. The
Communication Manager then directs the calls to RightFax via the configured SIP trunks.
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3. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration provided:

Equipment

Software/Firmware

Avaya S8500 Server (site 1)

Communication Manager 5.2
Service Pack R015x.02.0.947.3-17250

Avaya G650 Media Gateway (Site 1)
- 2 CLANs
- 2 IP MedPros — TN2302AP
- 2 IP MedPros — TN2602AP

TN799DP - HWO01 FW26
TN2302AP - HW20 FW118
TN2602AP - HW02 FW047

SIP Enablement Services (Site 1)

SES-5.2.0.0-947.3b

Avaya S8300 Server (Site 2)

Communication Manager 5.2
Service Pack R015x.02.0.947.3-17250

Avaya G700 Media Gateway (Site 2)

28.18.0

SIP Enablement Services (Site 2)

SES-5.2.0.0-947.3b

Avaya 1608 IP Telephone (H.323)
Avaya 1616 IP Telephone (H.323)

Avaya one-X® Deskphone Value Edition
1.100

Avaya 9620 IP Telephone (SIP)
Avaya 9630 IP Telephone (SIP)
Avaya 9630 IP Telephone (H.323)

Avaya one-X® Deskphone Edition SIP 2.2
Avaya one-X® Deskphone Edition SIP 2.2
Avaya one-X® Deskphone Edition H.323 3.0

Analog Fax Machines

Open Text Fax Server (RightFax) on
Windows Server 2008 Laptop PC

9.4 Service Release 2

Dialogic Brooktrout SR140 Fax Software
— Boston Bfv API
— Boston Driver
— Boston SDK
— Boot Rom

v6.0.00 (Build 11)

v6.0.00 (Build 7)

v6.0.00 (Build 11)
6.0.0B4
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4. Configure Avaya Aura™ Communication Manager

This section describes the Communication Manager configuration necessary to interoperate with
RightFax. It focuses on the configuration of the SIP trunks connecting RightFax to the Avaya SIP
infrastructure with the following assumptions:

Procedures necessary to support SIP and connectivity to Avaya SES have been performed as
described in [3], including all SIP phones at each site.

All other components are assumed to be in place and previously configured, including the
H.323 and ISDN-PRI trunk groups that connect both sites.

The procedures for configuring Communication Manager include the following areas:

Verity Communication Manager license (Step 1)
Identify IP Interfaces (Step 2)

Administer IP network regions (Steps 3 — 6)
Administer IP node name (Step 7)

Administer IP network map (Step 8)

Administer IP codec set (Steps 9 — 10)
Administer SIP signaling group (Step 11)
Administer SIP trunk group (Steps 12 — 13)
Administer public unknown numbering (Step 14)
Administer route pattern (Step 15)

Administer AAR analysis (Steps 16 — 17)

Turn on Media Shuffling on cross-site H.323 trunks (Step 18)

The configuration of the Communication Manager was performed using the System Access
Terminal (SAT). After the completion of the configuration, perform a save translation command to
make the changes permanent.

The examples shown in this section refer to site 1. Unless specified otherwise, these same steps also
apply to site 2 using values appropriate for site 2 from Figure 1.
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Step Description
1. | Communication Manager License
Use the display system-parameters customer-options command to verify that the
Communication Manager license has proper permissions for features illustrated in these
Application Notes. Navigate to Page 2, and verify that there is sufficient remaining
capacity for SIP trunks by comparing the Maximum Administered SIP Trunks field
value with the corresponding value in the USED column.
The license file installed on the system controls the maximum permitted. If there is
insufficient capacity, contact an authorized Avaya sales representative to make the
appropriate changes
display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES
IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 800 100
Maximum Concurrently Registered IP Stations: 18000 1
Maximum Administered Remote Office Trunks: 0 0
Maximum Concurrently Registered Remote Office Stations: 0 0
Maximum Concurrently Registered IP eCons: 0 0
Max Concur Registered Unauthenticated H.323 Stations: 0 0
Maximum Video Capable H.323 Stations: O 0
Maximum Video Capable IP Softphones: 0 0
Maximum Administered SIP Trunks: 800 212
Maximum Administered Ad-hoc Video Conferencing Ports: 0 0
Maximum Number of DS1 Boards with Echo Cancellation: 0 0
Maximum TN2501 VAL Boards: 10 0
Maximum Media Gateway VAL Sources: 0 0
Maximum TN2602 Boards with 80 VoIP Channels: 128 0
Maximum TN2602 Boards with 320 VoIP Channels: 128 2
Maximum Number of Expanded Meet-me Conference Ports: 0 0
AMC; Reviewed: Solution & Interoperability Test Lab Application Notes 7 of 46
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Step

Description

IP Interfaces

Use the list ip-interface all command to identify which IP interfaces are located in which
network region. The example below shows the IP interfaces used in the compliance test.
All interfaces in cabinet 01 (port network 1) as indicated in the Slot field are in IP
network region 1 as indicated in the Net Rgn field. These interfaces are highlighted
below. Testing with the TN2302AP and TN2602AP circuit packs were done separately.
When testing with the TN2302AP, the TN2602AP was disabled (turned off) and vice
versa as indicated in the ON field.

list ip-interface all

ON Type Slot

y MEDPRO 01A02
y C-LAN 01A03
y MEDPRO 02A02
y C-LAN 02A03
n MEDPRO 01204

n MEDPRO 02A04

IP

Code Sfx Node Name/

TN2302

TN799

TN2302

TN799

TN2602

TN2602

IP-Address

MEDPRO1A
192.45.108
D CLAN1A
192.45.108
MEDPRO2A

192.45.108.

D CLAN2A

192.45.108.

MEDPRO1A-2
192.45.108
MEDPRO2A-2

192.45.108.

INTERFACES

.54

855

56

57

.58

59

Subnet Mask

258 c

255.

258 o

258 o

255.

258 o

258

255.

258

Gateway Address

192

192

192

.45.

.45.

.45.

108.

108.

108.

Net

Rgn VLAN
1 n

1 n

2 n

2 n

1 n

2 n
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Step Description

3. | IP Network Region — Region 1

The configuration of the IP network regions (Steps 3 — 6) is assumed to be already in

place and is included here for clarity. At site 1, the Avaya S8500 Server, the Avaya G650

Media Gateway comprising port network 1, the Avaya SES, and the RightFax fax server

were located in IP network region 1 using the parameters described below. Use the

display ip-network-region command to view these settings. The example below shows
the values used for the compliance test.

* The Authoritative Domain field was configured to match the domain name
configured on Avaya SES. In this configuration, the domain name is avayatest.com.
This name appears in the “From” header of SIP messages originating from this IP
region.

* A descriptive name was entered for the Name field.

= [P-IP Direct Audio (Media Shuffling) was enabled to allow audio traffic to be sent
directly between IP endpoints without using media resources in the Avaya Media
Gateway. This was done for both intra-region and inter-region IP-IP Direct Audio.
This is the default setting. Media Shuftling can be further restricted at the trunk level
on the Signaling Group form.

* The Codec Set field was set to the IP codec set to be used for calls within this IP
network region. In this case, IP codec set 1 was selected.

* The default values were used for all other fields.

At site 2, all IP components were located in IP network region 1 and the IP network
region was configured in the same manner as shown below.

display ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: avayatest.com
Name: PN1
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1lp Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
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Step Description
4. | IP Network Region 1 — Continued
On Page 3, codec sets are defined for inter-region calls. In the case of the compliance test
at site 1, calls from IP network Source Region 1 to IP network region 2 (dst rgn 2) used
codec set 1. The default values were used for all other fields. At site 2, only one IP
network region exists so no inter-region settings were required.
display ip-network-region 1 Page 3 of 19
Source Region: 1 Inter Network Region Connection Management I M
G A e
dst codec direct WAN-BW-limits Video Intervening Dyn A G a
rgn set WAN Units Total Norm Prio Shr Regions CAC R L s
1 1 all
2 1 % NoLimit n
3 3 \% NoLimit n all
5. | IP Network Region — Region 2
At site 1, IP network region 2 was created for Port Netowrk 2 in a similar manner as IP
network region 1 shown in Step 3 but with a different name.
display ip-network-region 2 Page 1 of 19
IP NETWORK REGION
Region: 2
Location: Authoritative Domain: avayatest.com
Name: PN2
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1lp Priority: 6
Audio 802.1lp Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5
6. | IP Network Region 2 — Continued
The inter-region codec setting was created similarly to Step 4.
display ip-network-region 2 Page 3 of 19
Source Region: 2 Inter Network Region Connection Management I M
G A e
dst codec direct WAN-BW-limits Video Intervening Dyn A G a
rgn set WAN Units Total Norm Prio Shr Regions CAC R L s
1 1 y NoLimit n all
2 1 all
3 3 % NoLimit n all
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Step Description
7. | IP Node Names
This step is optional. Use the change node-names ip command to create a node name
that maps to the RightFax server IP address. The example below shows the entry on the
Avaya Communication Manager at site 1. Note that this configuration step is not required
but will add clarity to the site configuration.
change node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
CLAN1A 192.45.108.55
CLAN2A 192.45.108.57
CMnorth 192.45.70.2
MEDPRO1A 192.45.108.54
MEDPRO1A-2 192.45.108.58
MEDPRO2A 192.45.108.56
MEDPRO2A-2 192.45.108.59
RightFax 192.45.108.18
SES 192.45.108.50
default 0.0.0.0
procr 192.45.108.51
8. | IP Network Map

If the RightFax server is to be located in an IP network region other than the default
region 1, then the region is assigned using the change ip-network-map command. In the
case of the compliance test, the RightFax IP address at site 1 is assigned to IP network
region 2 as shown in the example below. At site 2, the RightFax server is located in the
default IP network region 1, so it does not require an IP address map entry.

change ip-network-map

IP Address

FROM: 192.45.108.18
TO: 192.45.108.18
FROM:
TO:
FROM:
TO:

IP ADDRESS MAPPING

Subnet Network

Bits Region VLAN Location Ext

/ 2
/ 2
/

Page 1 of 63

Emergency
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Step

Description

Codecs
Use the change ip-codec-set command to verify that G.711MU or G.711A is contained
in the codec list. The example below shows the value used in the compliance test.

display ip-codec-set 1 Page 1 of 2
IP Codec Set
Codec Set: 1
Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)

1: G.711MU n 2 20
2:

10.

Fax
On Page 2, set the FAX Mode field to #.38-standard. This is necessary to support the
RightFax server assigned to IP network region 2. The Modem Mode field should be set

to off.

Leave the FAX Redundancy setting at its default value of 0. A packet redundancy level
can be assigned to improve packet delivery and robustness of FAX transport over the
network (with increased bandwidth as trade-off). Avaya uses IETF RFC-2198 and ITU-T
T.38 specifications as redundancy standard. With this standard, each Fax over IP packet
is sent with additional (redundant) O to 3 previous fax packets based on the redundancy
setting. A setting of 0 (no redundancy) is suited for networks where packet loss is not a
problem. This setting should match the redundancy settings in Brooktroute SR140
configuration; otherwise Brooktroute SR140 will negotiate T.38 redundancy to the most
common denominator (no redundancy in this case).

change ip-codec-set 1 Page 2 of 2
IP Codec Set

Allow Direct-IP Multimedia? n

Mode Redundancy
FAX t.38-standard 0
Modem off 0
TDD/TTY Us 3
Clear-channel n 0
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Step Description
11.| Signaling Group for Fax Calls

For the compliance test, this signaling group and the associated SIP trunk group are used

for routing fax calls to/from the RightFax server. For the compliance test at site 1,

signaling group 7 was configured using the parameters highlighted below. All other

fields were set as described in [3].

» The Group Type was set to sip.

* The Transport Method was set to the recommended default value of #/s (Transport
Layer Security). As a result, the Near-end Listen Port and Far-end Listen Port are
automatically set to 5061.

» The Near-end Node Name was set to CLAN2A, the node name that maps to the IP
address of the CLAN circuit pack used to connect to RightFax. Node names are
defined using the change node-names ip command (see Step 7 above).

* The Far-end Node Name was set to SES. This node name maps to the IP address of
the SIP Enablement Services server as defined using the change node-names ip
command.

* The Far-end Network Region was set to 2. This is the IP network region which
contains RightFax.

* The Far-end Domain was set to the IP address assigned to RightFax. This domain is
sent in the headers of SIP INVITE messages for calls originating from and
terminating to the fax server using this signaling group.

* Direct IP-IP Audio Connections was set to y. This field must be set to y to enable
Media Shuffling on the trunk level (see Step 3 on IP-IP Direct Audio).

* The DTMF over IP field was set to the default value of rtp-payload. This value
enables the Communication Manager to send DTMF transmissions using RFC 2833.

* The default values were used for all other fields.

add signaling-group 7
SIGNALING GROUP
Group Number: 7 Group Type: sip
Transport Method: tls
Near-end Node Name: CLAN2A Far-end Node Name: SES
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 2
Far-end Domain: 192.45.108.18
Bypass If IP Threshold Exceeded? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
IP Audio Hairpinning? n
Enable Layer 3 Test? n
Session Establishment Timer (min): 3 Alternate Route Timer (sec): 6
AMC; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 46
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Step Description
12.| Trunk Group for Fax Calls
For the compliance test, trunk group 7 was used for the SIP trunk group for routing fax
calls to/from RightFax. Trunk group 7 was configured using the parameters highlighted
below. All other fields were set as described in [3].
On Page 1:
= The Group Type field was set to sip.
* A descriptive name was entered for the Group Name.
= An available trunk access code (TAC) that was consistent with the existing dial plan
was entered in the TAC field.
= The Service Type field was set to tie.
» The Signaling Group was set to the signaling group shown in the previous step.
= The Number of Members field contained the number of trunks in the SIP trunk
group. It determines how many simultaneous SIP calls can be supported by the
configuration. Each SIP call between two SIP endpoints (whether internal or
external) requires two SIP trunks for the duration of the call.
» The default values were used for all other fields.
add trunk-group 7 Page 1 of 21
TRUNK GROUP
Group Number: 7 Group Type: sip CDR Reports: y
Group Name: RightFax COR: 1 TN: 1 TAC: *007
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n
Signaling Group: 7
Number of Members: 10
AMC; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 46
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Step

Description

13.

Trunk Group for Fax Calls — continued

On Page 3:

= Set the Numbering Format field to public. This field specifies the format of the

calling party number sent to the far-end.
» Default values may be used for all other fields.

add trunk-group 7
TRUNK FEATURES

Page 3 of

21

ACA Assignment? n

Measured: none

Maintenance Tests? y

Numbering Format: public

UUI Treatment: service-provider
Replace Restricted Numbers? n
Replace Unavailable Numbers? n

14.

Public Unknown Numbering

Public unknown numbering defines the calling party number to be sent to the far-end.
Use the change public-unknown-numbering command to create an entry that will be
used by the trunk groups defined in Steps 12-13. In the example shown below, all calls
originating from a 5-digit extension beginning with 2 and routed across any trunk group

(Trk Grp column is blank) will be sent as a 5-digit calling number.

change public-unknown-numbering 0
NUMBERING - PUBLIC/UNKNOWN FORMAT

Page 1

Total
Ext Ext Trk CPN CPN
Len Code Grp (s) Prefix Len
Total Administered:
5 2 5 Maximum Entries:

of 2

1
9999
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Step

Description

15.| Route Pattern

Use the change route-pattern command to create a route pattern that will route fax calls
to the SIP trunk that connects to the RightFax server.

The example below shows the route pattern used for the compliance test at site 1. A
descriptive name was entered for the Pattern Name field. The Grp No field was set to
the trunk group created in Steps 12—13. The Facility Restriction Level (FRL) field was
set to a level that allows access to this trunk for all users that require it. The value of 0 is
the least restrictive level. The default values were used for all other fields.

change route-pa

No

7

o U W N

BCC VALUE

012M4WwW

N
KKK
KKK
KKK
KKK
KKK

=)

ttern 7
Pattern

Grp FRL NPA Pfx Hop Toll No.

Mrk Lmt Lis

TSC CA-TSC
Request

=)

Number: 7

SCCAN? n
Inserted
t Del Digits
Dgts

ITC BCIE Service/Feature PARM No. Numbering LAR

rest
rest
rest

Page 1

Pattern Name: RightFax
Secure SIP? n

DCS/ IXC

QSIG

Intw

Dgts Format
Subaddress

of

n

8BS BB3B8 B

3

user
user
user
user
user
user

none
none
none

16.

Routing Calls to RightFax
Automatic Alternate Routing (AAR) was used to route calls to RightFax. Use the change
aar analysis command to create an entry in the AAR Digit Analysis Table for this
purpose. The example below shows entries previously created for site 1 using the display
aar analysis 0 command. The 3" highlighted entry specifies that numbers that begin with
7 and are 5 digits long use route pattern 7. Route pattern 7 routes calls to the RightFax
fax server at Site 1.

display aar ana

Diale
Strin
50
52

lysis O

d
g
5
5
5

Min Max

AAR DIGIT ANALYSIS TABLE

Location:
Total Route
Pattern
4
4
7

5
5
5

all

Call
Type
aar
aar
aar

Page 1

Percent Full:

Node
Num

ANT
Reqgd
n

n

n

of

2
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Step

Description

17.

Routing Calls From Site 1 to Site 2
The AAR Digit Analysis Table in Step 16 also shows that a 5-digit dialed number
starting with 50 or 52 will use route pattern 4 by AAR. The previously created route
pattern 4 as displayed below specifies that a call from Site 1 to the fax machine at 50003
or the RightFax server at 52xxx at Site 2 will be routed to trunk group 4 which is an
administered ISDN-PRI trunk. In the same way, this trunk group can be changed to an
H.323 trunk group for fax calls from Site 1 to Site 2 to go over an H.323 trunks.

display route-pattern 4 Page 1 of 3
Pattern Number: 4 Pattern Name: CMnorth RP
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 4 n user
2: n user
33 n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
01 2M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
4: yyyyyn n rest none
5: yyyyyn n rest none
6: Yy YyyYyyyn n rest none
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Step Description

18.| Turn On Media Shuffling on H.323 Trunk between Sites

Use the change signaling-group command to turn on Media Shuffling on the previously
administered H.323 trunks between Site 1 and Site 2 (in this compliance test, trunk group
5 was used at Site 1).

change signaling-group 5 Page 1 of 5
SIGNALING GROUP

Group Number: 5 Group Type: h.323
Remote Office? n Max number of NCA TSC: O
SBS? n Max number of CA TSC: 0
IP Video? n Trunk Group for NCA TSC:

(€]

Trunk Group for Channel Selection:
TSC Supplementary Service Protocol: a
T303 Timer (sec): 10

Near-end Node Name: CLAN1A Far-end Node Name: CMnorth
Near-end Listen Port: 1720 Far-end Listen Port: 1720
Far-end Network Region: 3
LRQ Required? n Calls Share IP Signaling Connection? n
RRQ Required? n
Bypass If IP Threshold Exceeded? n
H.235 Annex H Required? n
DTMF over IP: out-of-band Direct IP-IP Audio Connections? y
Link Loss Delay Timer (sec): 90 IP Audio Hairpinning? n
Enable Layer 3 Test? n Interworking Message: PROGress
H.323 Outgoing Direct Media? n DCP/Analog Bearer Capability: 3.1kHz
AMC; Reviewed: Solution & Interoperability Test Lab Application Notes 18 of 46
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5. Configure Avaya Aura™ SIP Enablement Services

This section covers the configuration of the SIP Enablement Services at site 1. The SIP Enablement
Services are configured via an Internet browser using the administration web interface. It is assumed
that the SIP Enablement Services software and the license file have already been installed on the
server. During the software installation, an installation script is run from the Linux shell of the
server to specify the IP network properties of the server along with other parameters. In addition, it
is assumed that the setup screens of the administration web interface have been used for initial
configurations. For additional information on these installation tasks, refer to [4].

Each SIP endpoint used in the compliance test that registers with the SIP Enablement Services
requires that a user and media server extension be created in the SIP Enablement Services. This
configuration is not directly related to the interoperability between RightFax, and the Avaya SIP
infrastructure (Communication Manager and SIP Enablement Services), so it is not included here.
These procedures are covered in [4].

This section is divided into two parts. Section 5.1 summarizes the user-defined parameters used in
the SIP Enablement Services installation procedures that are important for the understanding of the
solution as a whole. It does not attempt to show the installation procedures in their entirety. It also
describes any deviations from the standard procedures, if any.

Section 5.2 describes configurations beyond those covered in Section 5.1 that are necessary for
interoperating with RightFax.

The documented configurations must be repeated for the SIP Enablement Services at site 2 using
values appropriate for site 2 from Figure 1. This includes but is not limited to the IP addresses, SIP
domain and user extensions.
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5.1. Summarize Initial Configuration Parameters

This section summarizes the applicable user-defined parameters used during the SIP installation
procedures.

Step Description

1. | Login

Access the Avaya SES administration web interface by entering
http://<ip-addr>/admin as the URL in an Internet browser, where <ip-addr> is the IP
address of the Avaya SES server.

Log in with the appropriate credentials and select Administration — SIP Enablement
Services from the top menu on the main page as shown below.

3

A Legal Notice - Microsoft Internet Exploren |Z”E _

: Fle Edik  Miew Favorites  Tools  Help :f
| Bddress !@ https: /192,45, 108,50 cgi-binfcommon/legalfw_legal V| G
[ AVA A Communication Manager {CM}

Systern Management Interface (SMI)

| Help Log Off Installation Administration Upgrade

Server {(Maintenance)

This server: [1] SES

SIP Enablement Services

Communication Manager
System Management Interface

© 2001-2009 Avaya Inc. All Rights Reserved.

Copyright

Except where expressly stated otherwise, the Product is protected by copyright and other
laws respecting proprietary rights.

Unauthorized repraduction, transfer, and or use can be a criminal, as well as a civil, offense
under the applicable |aw.

Third-party Components

Certain software programs or portions thereof included in the Product may contain

software distributed under third party agreements ("Third Party Components"), which may
contain terms that expand or limit rights to use certain portions of the Product ["Third Party
Terms"). Information identifying Third Party Components and the Third Party Terms that

apply to them are available on Avaya's web site at: |
http:ffsupport.avaya.com/ThirdPartylicenses i

Trademarks

Awaya is a trademark of Avaya Inc.

é 0 Internet

@ https: /{19245, 108, 50/cgi-bin/comman/legalfiv_legal#
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Step

Description

Top Page
The Avaya SES Top page will be displayed as shown below.

<} Top - Microsoft Internet Explorer

EE&

: address | @] https:if192,45,108,50/cgi-binimadmin/do/top/top vIBle &
A
Integrated Management
SIP Server Management
This Server: [1] 5ES
1=
H Top
Manage Users Add and delete Users.
Manage Address Map  Adjust Address Map Priorities,
Priorities
Manage Adjunct Add and delete Adjunct Systems.
Systems
Emerg | Manage Event Add/Delete Event Aggregataors.
rt/Import ta Pr Adgrsonine
Certificate Manage Certificates,
Management
Manage Conferencing Add and delete Conference Ly
Extensions.
Manage Emergency Add and delete Emergency
Contacts Contacts.
Export Import to Export and import data using
Pro¥ision Provision on this host,
Manage Hosts Add and delete Hosts,
IMlogs Download IM Logs.
Manage Add and delete Communication
Communication
Manaaer Servers NefRdRE iy b
é ) Internet
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Step

Description

Initial Configuration Parameters

As part of the Avaya SES installation and initial configuration procedures, the following
parameters were defined. Although these procedures are out of the scope of these
Application Notes, the values used in the compliance test are shown below for reference.
After each group of parameters is a brief description of the required steps to view the
values for that group from the Avaya SES administration home page shown in the
previous step. Note that for Site 2, the SIP Trunk IP Address should be set to the IP
assigned to the Avaya Communication Manager (procr) since there is no separate
CLAN circuit pack in the Avaya G700 Media Gateway.

e SIP Domain: avayatest.com
(To view, navigate to Server Configuration->System Properties)

e Host IP Address (SES IP address): 192.45.108.50
e Host Type: SES combined home-edge
(To view, navigate to Hosts-> List; click Edit)

e Communication Manager Interface Name: CLAN2A
e SIP Trunk Link Type: TLS
e SIP Trunk IP Address (CLAN2A IP address): 192.45.108.57
(To view, navigate to Communication Manger Servers-> List; click Edit)
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5.2. RightFax Specific Configuration

This section describes additional SIP Enablement Services configurations necessary for
interoperating with RightFax. These specific configurations include the following:

e Administer Communication Manager servers map (Steps 1 —4)
e Administer trusted host (Step 5)

Step Description

1. | Communication Manager Server Address Map

A Communication Manager Server Address Map is needed to route calls to the fax
machines (local or remote) or the RightFax fax server at the remote site. This is
because neither the caller nor the called party is a registered user on the local Avaya
SES with a media server extension assigned to it. Thus, Avaya SES does not know
how to route this call to Avaya Communication Manager. To accomplish this task, a
Communication Manager Server Address Map is needed.

To view the Communication Manager Server Address Maps, navigate to
Communication Manager Servers = List in the left pane.

List Communication Manager Servers - Microsoft Internet Explorer |:”E|fg]
| ddress iﬁl https: 192,45, 108,50/ cgi-binfmadmin/dojlistacptop b _ o ;f
s
I ntegrated Management
| SIP Server Mahagement
Help Exit This Server: [1] SES

B List Communication Manager Servers

Commands Interface Host
Edit Extensions Map Test-Link Delete CLAMN1A 192.45.108.50
Edit Extensions Map Test-Link Delete CLAMNZ2A 102.45.108.50

Add Another Communication Manager Server Interface

|I=

-iﬂ é lﬁ Internet
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Step Description

2. | Communication Server Address Map — Continued

In the displayed window above, click the Map link next to the CLAN2A interface
name. The list of Communication Manager Server Address Maps will appear as shown
below. Each map defines criteria for matching calls to the Avaya SES based on the
contents of the SIP Request-URI of the call

In the example below, three configured maps are shown for the compliance test:

— LegacyEndpts was used for mapping calls to the fax machine at local site

— ToG700FaxM was used for mapping calls to the fax machine at remote site

— ToG700FaxS was used for mapping calls to the RightFax fax server at remote
site

All 3 maps were associated to a Contact that directs the calls to the IP address of the
CLAN2A interface using port 5061 and TLS as the transport protocol. The user
portion in the original request URI is substituted for $(user) in the Contact expression
shown below and in the screenshot:

sip:S$(user)@192.45.108.57:5061; transport=tls

23 List Communication Manager Server Address Map - Microsoft Internet Explorer |Z”E|E]

P fddress :@ hktps: i 192 .45, 108,50/ cgi-binfmadmintdo/editaddressmap/listmap?sid=38cmd=Continue by 5o l?.!

Rl

Integrated Management
SIP Server Management
This Server: [1] SES

B List Communication Manager Server Address Map

Commands Name Commands Contact

Edit Delete LegacyEndpts
Edit Delete ToG7OOFaxM
Edit Delete ToG700FaxS

: sip:Eluser)
Edit Delet
" Ve 5192, 45 108.57:5061; transport=tls

Add Another Map Add Another Contact gelete
roup
Add Map In New Group T
- &
@ @ ﬂ Internet
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Step Description

3. | Communication Server Address Map— Continued
To view or edit the call matching criteria of the map, click the Edit link next to the
map name. The content of the Communication Server Address Map is described below.

= Name: Contains any descriptive name

= Pattern: Contains an expression to define the matching criteria for calls to be
routed to this Avaya Communication Manager. For the address map named
LegacyEndpts, the expression will match any URI that begins with sip:2
followed by any digit between 0-9 for the next 4 digits. Additional information
on the syntax used for address map patterns can be found in [4].

If any changes are made, click Update.

<} Edit Communication Manager Map Entry - Microsoft Internet Explorer

Integrated Management |
SIP Server Management
This Server: [1] SES

Edit Communication Manager Map Entry

Marne* |LegacyEndpts |

Pattern®  |~sip:2[0-91{4} |

Fields marked * are required.

| %

é G Internek
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Step Description
4. | Communication Server Address Map— Continued
Displayed below are the address maps configured in the compliance test for routing
calls to the fax machine and fax server at remote site.
2} Edit Communication Manager Map Entry - Microsoft Internet Explorer
»
Integrated Management
SIP Server Management
This Server: [1] SES
& _ _ _ z
Edit Communication Manager Map Entry
Name* [roG7o0FaxM |
Pattern* |~sip:a50003 | i
Fields marked * are required.
)
é ‘ Internek
23 Edit Communication Manager Map Entry - Microsoft Internet Explorer |
Address @ hktps: {19245, 108,50/ cgi-bin/madmin/dofeditaddressmap/editmaphandle?map_id=10000001620ld_handle=ToG7{ % _ G0
[ A
Integrated Management
5IP Server Management
This Server: [1] SES
i - - - =
Edit Communication Manager Map Entry
ap Priorities
Mame* rec7ooFaxs |
Pattern®  |~sip:852000 | I
e Fields marked * are required.
Ho
It lags ol
é ‘ Internet
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Step

Description

Trusted Host

RightFax fax server must be added as a Trusted Host (to the SIP Enablement Services).
To add a new Trusted Host, navigate to Trusted Hosts - Add Trusted Host in the
left pane. In the displayed window, configure the following fields:

= [P Address: Enter IP address assigned to the RightFax server
= Host: Select the IP address for the Avaya SES

= Comments: Enter a descriptive text

After the fields are properly set, click Add.

<3 Add Trusted Host - Microsoft Internet Explorer |:”E||g]

Address !@ hktps: 192,45, 108,50/ cgi-binfmadmin/doftrustedhostsfadd b . G0 ?}"
»

Integrated Management |

| SIP Server Mahagement

| Help Exit This Server: [1] SES

4
- . i Add Trusted Host

IP Address*: 1192.45.108.18 |

Hast* 1192.45.108.50 v

Comment; [RightFax |

Fields marked * are required.

munication Manager

tior Manager

I@ Done é 0 Internek

AMC; Reviewed: Solution & Interoperability Test Lab Application Notes 27 of 46
SPOC 7/30/2009 ©2009 Avaya Inc. All Rights Reserved. RFax-CM52SIP



6. Configure RightFax

This section describes the configuration of RightFax and the embedded Brooktrout SR140 virtual
fax board software from Dialogic. It assumes that the application and all required software
components, including Brooktrout SR140 and the database software (MSSQL 2008), have been
installed and properly licensed. For instructions on installing RightFax, consult the RightFax
Installation Guide [6].

Note that the configurations documented in this section pertain to interoperability between RightFax
and the Avaya SIP infrastructure. The standard configurations pertaining to RightFax itself (e.g.,
administering fax channels) are not covered. For instructions on administering and operating
RightFax, consult the RightFax Administrator’s Guide [5].

The configuration procedures covered in this section include the following:

Launch RightFax Enterprise Fax Manager and SR140 Configuration Tool (Steps 1 —4)
Configure SR140 IP stack (Step 5)

Configure SR140 SIP IP parameters (Step 6)

Configure SR140 T.38 parameters (Step 7)

Update SR140 configuration file (Step 8)

Administer RightFax dialing rules (Steps 9 — 11)

Administer RightFax users (Steps 12 — 15)

The examples shown in this section refer to site 1. Unless specified otherwise, these same steps also
apply to site 2 using values appropriate for site 2 from Figure 1.
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Step

Description

Launch RightFax Enterprise Fax Manager

The RightFax configuration is performed using the RightFax Enterprise Fax Manager.
Launch the RightFax Enterprise Fax Manager from the Windows Start menu. At the

main window, highlight the host name of the fax server (created during the installation
process) from the navigation menu in the left pane:
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Step Description
2. RightFax DocTransport Module
The Brooktroute SR140 was configured during installation. To view or modify the
settings, the RightFax DocTransport Module must be stopped. Right-click this module
in the lower right pane and select Stop All Services. After all the service modules
indicate the stopped status, right-click the RightFax DocTransport Module name
again to select Configure Service.
o BTG Fese s Fis Plisasges = = g| !|
Fm Ere LSty Fein
ﬁ;- S
= M | | Lot Lpdafed /72000 423518 PR
ril FightFa DocTranspear) Module |
i Fgranies
ER i e |n:a-w- [::‘ P U [uu-n Emh Enm:
Bllng Cries 1B [T [ Boniirgadt e Brepitigst CREi fi
I Liwesy Dosaurmstn ] b L Eorenideiu i [Tt Brapitresl CRECE) fi
a3 SRIE TR Fe 18 JEVE [ Bvouobdrg i CTess BrRRiTEST CREE) i
5-_-] :'¢-|. ] 18 | i oo (Tack BraiiTgsL CEECE i
FL-T
Sl Deng P H] B Erguobdroad (s Brpifipet GRecang fi
H LA Foseg g8 L Eroigrp . [T BrERiTE ST SRR N
Demgroion Tetded TH R B Coaboe Brenitnst Goersy fi
BB JE, B (T BIERUTEST GBS M
HE b Bvoiirpe s (e Brepitipat CRELD f
4] b Eorenideiu i [Tt Brapiiipsl GReiE fi Ll
18 HE, Eeriedri i e Brepitigst CRei) i
1E B b Eorenideiu i [Tt Bropiivgst Crere) fi
1148 1R B (e Brepiirpst Crercy i
g {3 Brooianed. G Brenitryst Gapreog
1508 e B e BrRRTEST GRS =
".]: a I l Bt i+ P reg ampgirmd ey P _IJ_J
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Step

Description

RightFax DocTransport Module - Continued
In the DocTransport Configuration window that appears, click the Configure

Brooktrout button.

DocTransport Configuration - LOCAL i

- Auto Billing Code Settings
- Global DocTransport Settings
- Legacy
- Brookktrout
Global Transport 5etlings
- Advanced Settings
EI..

- Channel #0
- Channel #1
- Channel #2
- Channel #3
- Channel #4
- Channel #5
- Channel #6
- Channel #7
- Channel #8
- Channel #9
- Channel #10
- Channel #11
- Channel #12
- Channel #13
- Channel #14
- Channel #15
- Channel #16
- Channel #17
- Channel #18

Delete Device i

-

H

Add Transport |

Board module number: I VI

Murrber from the ratary switch on the board.

Humber of digitz for routing: I5 "I

" 01D Settings

¥ Set FawlD for all channels: |Fa>: Server

I Set Capability for all channsls: I Eolh

Configure Brooktrout Board

Configure Brooktraut |

Mumber of SR140 channels: |22 =

— SEL Connection
I Driver={50L Serverk;Server=RIGHTFAXS40MNE; Database=RightFax; Trusted_Cor ., |

Select Service Account.., | ak. I Cancel |
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Step Description

4. Brooktrout Configuration Tool
The Brooktroute Configuration Tool — Wizard Mode window gets displayed. Click
the Advanced Mode button in this window.

Brooktrout Configuration Tool - Wizard Mode 1 i

Welcome to the Brooktrout Configuration Wizard

Thig wizard will help wou configure your Dialogic Brooktrout hardware and software to communicate
with the networics in which they are deployed. Thers are two ways to run the configuration tool:

Wizard Mode

The taol will guide you through the corfiguration; promipting you for the minimal infomiation
needed to get your product up and nunning. Wizard mode uses default values that will work in most
situstions.

Dia]ggiC- Advanced Mode

This mode is for users with a strong knowledge of the network parameters needed for the paricular
deployment. This mode lets you modify the default parameters set in the Wizard Mode and gives
access to parameters not usually needed. f you enter Advanced Maode, vou can only switch back
to the Wizard Made by restating the tool:

Context Sensitive Help - The Configuration Tool provides context sensitive help for parameters.
To access the context sensitive help, hold the cursor over the parameter input area to see & brief
parameter descrption, or Aght click the parameter and select "What's this 7" from the drop-down
box ta get @ more complete defintion,

Click Mext to continue in Wizard Mode or switch mode by clicking Advanced Mode.

Advanced Made | Help < Hack: Mext > Cancel
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Step

Description

Configure IP Stack

A Configure IP Stack window is displayed on first invocation of the Brooktrout SR140
configuration tool (assuming the Brooktrout SR-140 licenses were installed):

Configure IP Stack B

IF Eriabled modulefs) have beert detected in your system,

K|

Would you lilke to CDI’TFQUFE.' = Brooldrout |P stack to wun on

this moduleis)?

1 None

v SIF

{H3Za

" Both {5IP and H323)

oK | Canesl

Choose SIP and click OK. The following SR140 configuration tool window is

displayed.

P Bk TiarT oo Fajoie pTiean Todd

ETat Facrmmm 14 bewrs Brooktrout Configuration Tool
5 Ot Cprifrod Farrnsiusy
Modua (ed 1 ER&D

S P 2all Cordedl Plodubas

e Adianced Mode

iy mvil (5] 1= conbank visie

I Thie mode Yo can
& Edit call comiml corhgiraiam = module
= Edit the stcal pamenebae
= Edit the devce diver paramsiers
= Tope tha conhguratssn inforabon
= And foplly asply the comipimbon

by clicFirig on The Horme 1com an the ladbar The uzsr miedace l:m:nm -pf e ‘amwn Lajthe peplorar

Thie axziorer v alipws you 1o neagabs thmugh the weoues conlgumsle oreonens of Dmokirmt
Harthwmrs pond Siofteeare: The canbart viaw coniams sther nlsrmatonal corie such as 1his pge ar
cartrals {hat aliow you 19 fe tuns the Booshoen comganents

Fleasa nipte that yimi most sppldy the. configuestian informetion kv it chaiges bp ke ofec The
apply achon v pewiable fros the toolse as well o iees fhe Optinns: mesres

Linder ranmal gonddmng [1hal = ol Srookimot hardsas instsllad on your systam hes the same ship

bl nuenbesy prograenest o {kemi the condgursbm 1ngl shodd come up m e Wizend Bods |

can alo b= Ipnchail dxsboribrio come ypin the atdvenced mede 5y uming in o -sdvanoed

rammmnd ineaphon. Fyau did ragl spechy ths colian ard 1he o3l cerneupinin the mads, & i |
bacauss hanrars detactad by the tool reauined dentfication o the host svstam has mare thim e =)

Thin page contans Iu:ulu'rlli'll|ri:|l1rl'l|h:|11nun:u1|'ru1|:lu|l='l’|rl:|.r.'r|;.I %o can get i 1hs sege any ime
|

Note that IP Stack can be viewed/reconfigured from the Brooktroute Configuration Tool

menu Options — Configure IP Stack.
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Step

Description

Configure SIP IP Parameters

On the main screen, navigate to Brooktrout = IP Call Control Modules - SIP in the
left navigation menu. Select the IP Parameters tab in the right pane. Configure the
fields as follows:

e Primary Gateway —set to the IP address of the SIP Enablement Services server,
and port number 5060.

e From Value — set to RFone@avayatest.com or some other appropriate value.

e Contact Address — set to the IP address assigned to RightFax and the port
number 5060.

Use default values for all other fields.

P i bogma T o eabeoen 1 oma] - A i o] B = :m .'l|:|I

M Vew DOpoom M

= R - H = -
Hoirm Eacik - s Sxm . degy | Lcemw
- Brvobtemid JHoseon Heal Dwron - Furmingl (1 ey TER T35 | F:'[PF'-...:.I
Cirvar Pewrestmen 155 Soactl
BTCal Pirwrwiers 15 bowrss Wigara i 70 TEMAELL
£)-Call Canied Rarmerwéarn
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Step

Description

Configure T.38 Parameters
Select the T.38 Parameters tab. Configure the fields as shown below in the screenshot.
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Step Description

8. Complete Brooktrout SR140 Configuration

After verifying all the above parameters are properly set, click Save in the button menu.
Then in the command menu, navigate to File > Exit to exit the Brooktroute
Configuration Tool.

From Windows explorer, navigate to the Brooktrout folder in the RightFax install
directory (typically Program Files\RightFax\DecTransport\Brooktrout), Open and edit
the callctrl.cfg file as follows, then save the updates:

e Verify that the following configuration segment is present; add it if necessary.

[host module.l/rtp]
rtp codec=pcmu

e Change rtp_ced_enable setting to #rue under the
[host_modele.1/t.38parameters] header (... below indicates other entries
under the header)

[host module.l/t.38parameters]

rtp ced enable=true

After making and saving the above updates in the callctrl.cfg file, restart all RightFax
service modules by right clicking the RightFax DocTransport Module name in the
lower right pane of the RightFax Enterprise Fax Manager window and select Start All
Services (see Step 2).
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Step

Description

Configure Dialing Rules

Dialing Rules are used by RightFax to route calls. In the compliance test, a dialing rule
is created to route outbound fax calls to the Avaya Media Gateway. In the left
navigation menu under the host name of the fax server, navigate to Dialing Plan —
Dialing Rules to view the existing rules.

The example below shows the single rule created for the compliance test at site 1. The *
in the Pattern field indicates that this rule applies to all dialed numbers. To view the
details, double click on the rule in the right pane.
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Step Description
10. | Configure Dialing Rules - Continued
The Rule Edit window will appear as shown below. The Number Adjustments tab
shows the digit string manipulation that is done to each dialed number. In the example
below, each number is appended with @192.45.108.50 as indicated in the Append this
field. This IP address is for the SIP Enablement Services server at site 1.
Destination I Diher i DnC Motifications
Matching i Restrictions Mumber Adjustments | Time and Day
Ship beginning digits: |E| 3:
Frepend this; I
Stip ending digits: I':I 3:
Append this: |@132.45.108.50
Ok I Cancel
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Step Description
11. | Configure Dialing Rules - Continued
In the Destination tab of the Rule Edit window, select the correct host name of the fax
server for Send via Fax Server.
' Matching | Restrictions I Mumber Adjustments I Time and Diay |
Destination | Other | Bnb Motifications
& Send via Fax Serven
Mame: [RIGHTF&X340HE il
" Receive into Fax Server
[ amne; I LI
£ Sepd vig Tratieport I j
Anooumnt: I j
[T sppliesonly when local channels are dizabled, J
DK I iCancel
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Step

Description

12.

Configure Users

A user is created on RightFax for each incoming fax number. The user represents the fax
recipient. To view the list of users, navigate to Users in the left navigation menu under
the host name of the fax server. The example below shows a list of 6 users, two of which
are created by default. The users, named BILL, SALLY, JILL and JIM, were created at

site 1 for the compliance test. To view the details of BILL, double-click on the user entry
for BILL in the right pane.

B aaian Cimeijetes P Mo
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Step

Description

13.

Configure Users — Identification

The User Edit window will appear as shown below. Select the Identification tab. The
example below shows the settings used for the compliance test at site 1. The User ID
field is set to a descriptive name. Appropriate values should be entered or selected for

other fields.

Cwithound Auto-Printing I Default Receive Settings I
Other | Fager Matification I

Motification

Administrative Pager Alerts

2%

Identification I Permissions I Inbound Routing | Default Outbound Settings

Ilzer 1B: (=18

[T Use Integrated Windows MT Security?

User Mame:

Fassiord:

Drigtinguizhed B ame;
Group D

VYaice Mail Subscriber 0:

E-mail address:

SkSMobile Address:

Select N Aecomnt |

[l

I Change Pazsword
{bill

|EVERYOME |

{70000

Compute Dizk Uzage | b ay take zeveral seconds on & server with many faxes

o]

Cancel
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Step

Description

14. | Configure Users — Inbound Routing

On the Inbound Routing tab, the Routing Code field is set to the fax number of the
recipient. In the case of the compliance test, this was extension 70000 for site 1. Default

values may be used for all other fields.

Ciuthound Auto-Printing I Default Receive Settings I Motification
Other | Pager Motification | Administrative Pager Alerts
Identification I Permissions Inbound Routing I Default Outbound Settings

Routing Code [DIDADHIS fumber]:

(70000
Fouting Type:

i Faw Mailbos j
File Forrnat:

| TIFF (G2:1D) =1

Raiting Info:

2l x|

"w'hen routing to a Fax Mailbox, no additional information is neceszany. [f notifications
oceur through e-mail, the e-mail address shiould be specified in the Routing |hfo figld.

Recewed Fax Routing Form:
|.-’-'-.dvan-:u3d Dutaok-Form ;i

[T Dielete after routinig?

(0l I Cancel
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Step

Description

15.

Configure Users — Qutbound Settings

The Default Outbound Settings tab configures various outbound fax call settings.

Configure these settings as appropriate.

User Edit

Cuthound Auto-Printing I
Other I
Identification I Permissions I Inbound Routing

Pager Motification I

Fire [200 » 2

Default Fax B ezalutian:

Default Receive Setings |

x|
Motification

Administrative Pager Alerts
Default Qutbound Settings

Dt ault Priarity: I Mormal

Auta-Delete Setting: I Mewver

[T Usze Smart-Fezume?

— Cover Sheet Defaults
¥ Send Caver Sheets?
Cover Sheet Model:

Cover Sheet Rezolution;

=

| 15 ystern D efault}

| Fire (200 + 200)

Private Fax Mumber:

General Fax Humber:

General Yoice Mumber:

From Mame:

Yoice Mumber:

Cancel

o]
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7. General Test Approach and Test Results

This section describes the compliance testing used to verify the interoperability of RightFax with the
Avaya SIP infrastructure (Communication Manager and SIP Enablement Services). This section
covers the general test approach and the test results.

7.1. General Test Approach

The general test approach was to make intra-site and inter-site fax calls to and from RightFax. The
inter-site calls were made using H.323 trunks or ISDN-PRI trunks between the sites. Faxes were
sent with various page lengths, resolutions, and at various fax data speeds. For capacity, a large
number of 3-page faxes were continuously sent between the two RightFax servers simultaneously.
Serviceability testing included verifying proper operation/recovery from failed cables, unavailable
resources, and Communication Manager and RightFax restarts. Fax calls were also tested with
different Avaya Media Gateway media resources to process the fax data. This included the TN2302
MedPro circuit pack, the TN2602 MedPro circuit pack in the Avaya G650 Media Gateway; the
integrated VoIP engine of the Avaya G700 Media Gateway and the Avaya MM760 Media Module
installed in the Avaya G700 Media Gateway.

7.2. Test Results

RightFax successfully passed compliance testing. The following observation was made during the
compliance test:

Fax calls consume DSP (Digital Signal Processing) resources for processing fax data on the
TN2302AP IP Media Processor (MedPro) circuit pack and the TN2602AP IP Media Processor
circuit pack in the Avaya G650 Media Gateway, and the integrated Voice over Internet Protocol
(VoIP) engine of the Avaya G700 Media Gateway. To increase the capacity to support simultaneous
fax calls, additional TN2302AP and/or TN2602AP MedPro circuit packs need to be installed in the
Avaya G650 Gateway, and additional Avaya MM760 Media Module or Modules need to be installed
in the Avaya G700 Media Gateway. The information contained in the table below indicates DSP
capacities/usage in the Avaya media processors. Customers should work with their Avaya sales
representatives to ensure that their fax solutions have adequate licenses and DSP resources to match
the intended Fax capacity/usage.

Platform DSP Resources DSP Resources
Device per Platform Device per FolP Call
TN2302, G700, MM760 64 4

TN2602 64 1

Note that the SIP trunk group on the Communications Manager for connecting RightFax at each site,
as well as the H.323 trunk group or ISDN-PRI trunk group for connecting the 2 sites must be
configured with adequate number of trunk group members to support the number of simultaneous
fax calls intended. On RightFax, adequate number of fax channels must also be appropriately
configured for the intended capacity.
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8. Verification Steps

The following steps may be used to verify the configuration:

e From the Avaya Communication Manager SAT, use the status signaling-group command to
verify that the SIP signaling groups configured in Step 11 of Section 4 are in-service.

e From the Avaya Communication Manager SAT, use the status trunk-group command to
verify that the SIP trunk group configured in Section 4, Steps 12 - 13 is in-service.

e Verify that fax calls can be placed to/from RightFax server at each site.

e From the Avaya Communication Manager SAT, use the list trace tac command to verify
that fax calls are routed to the expected trunks.

9. Conclusion

These Application Notes describe the procedures required to configure RightFax to interoperate with
Avaya SIP infrastructure (Communication Manager and SIP Enablement Services). RightFax
successfully passed compliance testing with the observations documented in Section 7.2.

10. Additional References

[1] Avaya Aura™ Communication Manager Feature Description and Implementation, Doc # 555-
245-205, May 20009.

[2] Administering Avaya Aura™ Communication Manager, Doc # 03-300509, May 2009.

[3] SIP support in Avaya Aura™ Communication Manager Running on the Avaya S8xxx Servers,
Doc # 555-245-206, May 2009.

[4] Administering Avaya Aura™ SIP Enablement Services on the Avaya S8300 Server, Doc # 03-
602508, May 2009.

[5] RightFax Version 9.4 Administrator’s Guide, v1.0, October 29, 2008.

[6] RightFax Version 9.4 Installation Guide, v1.0, November 18, 2008.

Product documentation for Avaya products may be found at http://support.avaya.com.

Documentation for RightFax version 9.4 may be found at
http://www.captaris.com/support/documentation/rightfax/index.html.
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