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Abstract

These Application Notes describe the procedure for configuration of the TDC Business Trunk
Service with Avaya Communication Server 1000 Release 7.6, Avaya Aura® Session Manager
Release 6.3 and Avaya Session Border Controller for Enterprise Release 6.3.

The test was performed to verify SIP trunk features including basic calls, call forward (all
calls, busy, no answer), call transfer (blind and consult), conference, and voice mail. Calls
were placed to and from the PSTN with various Avaya endpoints.

TDC Business Trunk Service provides PSTN access via SIP trunks between the enterprise and
the TDC Business Trunk Service’s network as an alternative to legacy analog or digital trunks.
This approach generally results in lower cost for the enterprise.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes illustrate a sample configuration using Avaya Communication Server
1000 (CS1000) Release 7.6, Avaya Aura® Session Manager Release 6.3 and Avaya Session Border
Controller for Enterprise (Avaya SBCE) Release 6.3 with TDC Business Trunk Service. TDC
Business Trunk Service provides PSTN access via SIP Trunks between the enterprise and the
TDC Business Trunk Service’s network as an alternative to legacy analog or digital trunks.

2. General Test Approach and Test Results

CS1000 was connected to Avaya SBCE via Session Manager by using SIP trunks over the
enterprise internal IP network. Avaya SBCE was connected to TDC Business Trunk Service’s
network via SIP trunks over the public Internet. Various call types were made from CS1000 to
TDC Business Trunk Service and vice versa to verify interoperability.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution

2.1. Interoperability Compliance Testing

Compliance testing scenarios for the configuration described in these Application Notes included the
following:

e General call processing between CS1000 and TDC Business Trunk Service, including the
following:

- Codec/ptime: G.711 a-law/20ms, G.729 a-law/20ms, G.711 mu-law/20ms, no Voice
Activity Detection (VAD).

- Calling Line Identification Display (CLID).

- Ring-back tone.

- Speech (audio) path.

e Incoming PSTN calls to various phone types including UNISTim, SIP, digital, and
analog telephones at the enterprise. All inbound PSTN calls were routed to the enterprise
across the SIP trunk from the service provider.

e Outgoing PSTN calls from various phone types including UNISTim, SIP, digital, and
analog telephones at the enterprise. All outbound PSTN calls were routed from the
enterprise across the SIP trunk to the service provider.

e Inbound and outbound PSTN calls to/from Avaya IP Softphone 2050.

e Various call types including: long distance, international, outbound toll-free, 11414,
1177, 118118 and 112 services.

e Call redirection verification: all supported methods (blind transfer, consultative transfer,
call forward, and conference). Call redirection was performed from both ends. Note:
TDC Business Trunk Service supports Diversion Header for off-net call forwarding.

e Response to SIP OPTIONS queries.
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Response to incomplete call attempts and trunk errors.

Fax using T.38.

Inbound and outbound long-hold call stability.

Inbound and outbound long-duration call stability.

Privacy requests (i.e., caller anonymity) and Caller ID restriction for inbound and
outbound calls.

DTMF (RFC2833) in inbound and outbound calls.

SIP Transport UDP, port 5060.

Voicemail navigation for inbound and outbound calls.

Additional TDC Mobile Extension (MEX) call testing. With TDC Business Trunk, MEX
calls from MEX enabled mobile phones are tromboned in the Avaya PBX and returned as
normal Business Trunk calls. The MEX implementation relies on IN triggers on the
PSTN side which prefixes the called number with a routing number used for routing the
call towards the Avaya PBX.

The following are items not supported:

Inbound toll free - TDC Business Trunk setup is not available at the compliance testing.
CS1000 Mobile-X feature - In the TDC network, the PSTN number or mobile number
should be known to be twinned to make it work. This test can only be done with mobile
phones that are part of the MEX solution (i.e. the SIM cards with numbers in Sweden). If
they were, tests could be executed using ANG signaling (it is added by TDC) and prefix
(+46394980) added by Avaya PBX. The testing of TDC Mobile Extension (MEX) was
documented in Appendix B, Section 13.

During testing, the following activities were made to each tested scenario:

Calls were checked for the correct call progress tones and cadences.

During the ringing state, the ring back tone and destination ringing were checked.

Calls were checked in both hands-free and handset mode in compliance with internal
Avaya requirement.

Calls were checked for speech path in both directions using spoken words to ensure
clarity of speech.

The display(s) of the sets/clients involved were checked for consistent and expected
CLID and redirection information both prior to answer and after call establishment.

The speech path and messaging system were observed for timely and quality End to End
tone and audio path as well as application responses.

The call server maintenance terminal window was open during the test execution for the
monitoring of BUG(s), ERROR and AUD messages (See Section 5.1.2).

Speech path was checked before and after calls were put on hold and resumed from each
end.

Calls were checked to ensure that all resources such as Virtual trunks, TDM trunks, Sets
and VGWs (Voice Gateways) were released when calls were ended (see SIP Trunk
monitoring in Section 9.2).
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2.2. Test Results

The objectives outlined in Section 2.1 were verified. All the applicable test cases were executed
successfully. However, the following observations were noted during the compliance testing:

TDC-sourced SIP OPTIONS included Max-Forward = 0, and Avaya responded
with “483 Too Many Hops” - The OPTIONS request is simply a keep-alive message.
As long as TDC received a legitimate reply, TDC treated the connection to be alive. Of
course the value of Max-Forward could be increased but since it did not cause any
problem during compliance testing, TDC would like to keep the existing configuration.

TDC responded to Avaya-sourced SIP OPTIONS with ""404 Called User Unknown
- As long as Avaya received a legitimate reply, Avaya treated the connection to be alive.

Anonymous outbound call from Avaya PBX to PSTN failed - In this call scenario,
Avaya set Privacy header as “id” and sent FROM header with “anonymous” for user’s
Name and ID number. TDC would reject the call because the system needed a Privacy
header with “id” as well as a valid ID number instead of an anonymous ID number to
trust with 3GPP specifications. In order to fix this, TDC has a workaround to replace the
anonymous string with the fixed pilot user identity. Consequently, charging for these
calls cannot be done on individual basis.

If the CS1000 phone holds/resumes an outbound call, the dialed digits were no
longer displayed. This isa CS1000 known limitation.

Due to the SIP UPDATE problem, the off-net blind transfer did not work properly -
For PSTN-originated inbound calls to an Avaya Communication Server 1000 phone, the
caller could not press the transfer button on Avaya Communication Server 1000 phone to
complete blind transfer. In this particular scenario, SIP UPDATE support was required on
the Communication Server 1000 for blind transfer, but SIP UPDATE did not work
properly on the TDC PSTN-to-SIP gateway used for this interop test. In order to resolve
this problem, plug-in 501 was enabled on the Communication Server 1000 to allow blind
transfer to work without the UPDATE method (On CS1000 Element Manager, select
System —> Software = Plug-ins and then click on number 501 to enable plug-in 501).
However, with this fix, when the user pressed the transfer button on the Avaya
Communication Server 1000 to complete blind transfer, the original PSTN calling phone
could not hear ring-back tones while the call was being transferred. In order to resolve
this, the Avaya SBCE was configured to translate the SIP 183 with SDP to SIP 180
without SDP (see Section 7.2.1 and Section 7.3.1), so that the original PSTN calling
phone could receive the local ring-back tones. However, this translation on the Avaya
SBCE removed support for early media. Customers of the TDC Business Trunk Service
should be aware of this limitation before implementing this specific translation on the
Avaya SBCE.

When the Avaya 1140E SIP telephone hosted a conference call, but dropped out of
the conference first, the entire conference call was terminated —This is a known
CS1000 SIP telephone limitation.
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e Call from Mobile Extension (MEX) mobile A to any MEX Fixed network numbers
or to any MEX Fixed extension numbers, the MEX Fixed number was always
displayed in full length number instead of extension number - This is the
configuration of SIP manipulation on Avaya SBCE to replace the MEX mobile extension
number by MEX fixed number.

2.3. Support

For technical support on the Avaya products described in these Application Notes visit:
http://support.avaya.com.

For technical support on the TDC Business Trunk system, please use the support link at
http://www.tdc.se/, or call the customer support number at 020-832 832.

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 8 of 125
SPOC 9/22/2015 ©2015 Avaya Inc. All Rights Reserved. TDC1K76SM63SBCE


http://support.avaya.com/
tel:+46020832832

3. Reference Configuration

Figure 1 illustrates the test configuration used during the compliance test between CS1000 and
TDC Business Trunk Service. For confidentiality and privacy purposes, actual public IP
addresses used in this testing have been masked and replaced with fictitious IP addresses
throughout the document.

Avaya Aura ® System Manager Avaya Aura ® Session Manager
.33.10.24 .33.10.26
.33.10.1 .33.10.1
( 10.X.X.X 0)

.10.98.1 .10.97.65 .10.97.129
Avaya
Avaya Session Communication Server 1000 | .10.97.177
Border Avaya Signaling Gateway .10.97.178 (Node ID)
110.98.13 ~ Avay
Controller for Avaya Avaya Avaya |P  Communication Server 1000
. Enterprise 6.3 1140 Call Server .10.97.96
— 2002P2 Sip Softphone2050 _
Avaya Call Pilot Voicemail
111 System
97 U —
( 10.10.98.X 0

Analog Phone Digital Phone

FAX

DevConnect Test LAB

ACME Net-Net 4250/

Broadsoft
TDC Business Trunk
Signaling: 192.168.198.130 Network Cloud

Domain: test11.btrunk.se
DID: +4610XXX5871 - 78

Figure 1 - Network diagram for Avaya and TDC Business Trunk Service
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration:

Avaya systems:

Equipment/Software

Release/Version

Avaya Communication Server
1000 (CPPM)

Call Server: 765 P +
Signaling Server: 7.65.16 GA
SIP Line Server: 7.65.16 GA

Avaya Call Pilot C201i

Call Pilot Voice Mail Manager: 05.00.41.143

running on Avaya S8800 Server

Avaya Aura® Session Manager 6.3.13
running on Avaya S8800 Server (6.3.13.631303)
Avaya Aura® System Manager 6.3.13

(Build No 6.3.0.8.5682 — Patch 6.3.8.5108
Software Update Revision No: 6.3.13.10.3336)

Avaya Session Border Controller 6.3.2-08-5478
for Enterprise
Avaya Phones:
2002 p2 (UNIStim) 0604DCO
1140E SIP 04.04.18.00
Avaya 3904 Digital Phone Core: 2.4 —Flash: 9.4 PO L1.8
Avaya IP Softphone 2050 4.04.0067
Analog Symphony 2000 N/A
HP Office jet 4500 Fax N/A
TDC Business Trunk Service systems:
System Software
ACME Net-Net 4250 Firmware SC6.1.0 MR-9 Patch 3 (Build 967)
Broadsoft R20SP1

The following assumptions were made for the compliance tested configuration:
e (CS1000 R7.6 software with latest patches.

e TDC Business Trunk Service provides support to set up, configure and troubleshoot on

the TDC network side during test execution.

Additional patch lineup for the configuration is listed as follows:

Call Server: 7.65 P+ GA plus latest DEPLIST — CPM_7.6_6.zip (X2107.65P)
Signaling Server: 7.65.16 GA plus latest DEPLIST — SP_7.6_6.ntl (7.65.16.00)

CS1000 Signaling Server patch list:

[admin@car3-cores ~]$ pstat
Product Release: 7.65.16.00
In system patches: 5

PATCH# NAME IN SERVICE DATE SPECINS TYPE RPM
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38
47
48
49
50

p31484 1 Yes
p33125_ 1 Yes
p33274 1 Yes
p33331_1 Yes
p33384_1 Yes

20/02/14 NO
23/12/14 NO
23/12/14 YES
23/12/14 YES
23/12/14 NO

In System service updates: 31
PATCH# IN_SERVICE

0 Yes
1 Yes
2 Yes
3 Yes
4 Yes
5 Yes
6 Yes
7 Yes
8 Yes
9 Yes
10  Yes
11 Yes
12 Yes
13  Yes
14 Yes
15  Yes
16 Yes
17  Yes
18  Yes
26 Yes
31 Yes
34  Yes
36  Yes
39  Yes
40  Yes
41  Yes
42  Yes
43  Yes
44  Yes
45  Yes
46  Yes
HV; Reviewed:
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FRU ¢s1000-shared-general-7.65.16-00.i386
FRU ¢s1000-0S-1.00.00.00-00.noarch

FRU initscripts-8.45.25-1.el5.i386

FRU ¢s1000-0S-1.00.00.00-00.noarch

FRU ¢s1000-0S-1.00.00.00-00.noarch

DATE SPECINS REMOVABLE NAME

23/12/14 YES YES ¢s1000-linuxbase-7.65.16.23-3.i386.000
23/12/14 NO YES €s1000-Jboss-Quantum-7.65.16.23-3.i386.000
23/12/14 YES YES cs1000-patchWeb-7.65.16.22-4.i386.000
23/12/14 YES YES ¢s1000-dmWeb-7.65.16.23-1.i386.000
23/12/14 YES YES €s1000-csoneksvrmgr-7.65.16.22-5.i1386.000
23/12/14 YES YES ¢s1000-baseWeb-7.65.16.22-4.i386.000
23/12/14 YES  YES ¢s1000-oam-logging-7.65.16.22-4.1386.000
23/12/14 YES YES €s1000-csv-7.65.16.22-2.i1386.000
23/12/14 YES YES €s1000-mscTone-7.65.16.22-2.1386.000
23/12/14 YES YES ¢s1000-mscMusc-7.65.16.22-4.i386.000
23/12/14 YES YES ¢s1000-mscConf-7.65.16.22-2.i386.000
23/12/14 YES YES ¢s1000-mscAnnc-7.65.16.22-2.i386.000
23/12/14 YES YES ¢s1000-mscAttn-7.65.16.22-2.1386.000
23/12/14 NO YES ¢s1000-gk-7.65.16.22-1.i386.000
23/12/14 YES YES cs1000-shared-pbx-7.65.16.22-3.i1386.000
20/02/14 NO YES ¢s1000-pd-7.65.16.21-00.i386.000
20/02/14 NO YES ¢s1000-shared-carrdtct-7.65.16.21-01.i386.000
20/02/14 NO YES ¢s1000-shared-tpselect-7.65.16.21-01.i386.000
20/02/14 NO yes ¢s1000-dbcom-7.65.16.21-00.i1386.000
20/02/14 NO YES ¢s1000-snmp-7.65.16.21-00.i686.000
20/02/14 NO YES ¢s1000-shared-omm-7.65.16.21-2.i386.000
20/02/14 YES YES ¢s1000-ipsec-7.65.16.22-1.i386.000
20/02/14 NO YES ¢s1000-cppmUtil-7.65.16.22-1.i1686.000
23/12/14 YES YES ¢s1000-shared-xmsg-7.65.16.22-1.i386.000
23/12/14 NO YES €s1000-sps-7.65.16.23-1.i386.000
23/12/14 YES YES jdk-1.6.0_81-fcs.i586.000
23/12/14 YES YES ¢s1000-cs-7.65.P.100-03.i386.000
23/12/14 NO YES bash-3.2-33.el5_11.4.i386.000
23/12/14 NO YES tzdata-2014g-1.e15.1386.000
23/12/14 YES YES ¢s1000-tps-7.65.16.23-7.1386.000
23/12/14 YES YES ¢s1000-vtrk-7.65.16.23-24.i386.000
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5. Configure Avaya Communication Server 1000

The configuration documented by these Application Notes uses the Incoming Digit Translation
feature to receive calls, the Numbering Plan Area Code (NPA), and the Special Number (SPN)
features to route calls from the CS1000 to the PSTN via SIP trunks to the TDC Business Trunk
Service network.

These Application Notes assume that the basic CS1000 configuration has already been
administered. For further information on CS1000, please consult the references in Section 11.

The procedures below describe the configuration details for configuring the CS1000.
5.1. Log into Communication Server 1000 System

5.1.1. Log into System Manager and Element Manager (EM)

Open an instance of a web browser and connect to the System Manager using the following
address: https://<System Manager IP address>/SMGR/. Log in using an appropriate User 1D and
Password (not shown). Select Elements - Communication Server 1000.

7 Oastisonrd - Wiedoaes liteevaet Eaplerer B P e
€ IRy T 7 i Riy

Be bm Yew bpewites Sl 0

Figure 2 — System Manager Home Screen
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The Avaya Communication Server 1000 Management screen is displayed. Click on the
Element Name of the CS1000 Element as highlighted in red box below:

Foefwvor Mot Mame: 10 321024 User Mame: 30min
Elamenty
C2 1000 Bervees
Cotpatuta Ore iy Elements
FSec

Mlivw sowmmertts a0 reptatered 190 e wecush Nunewsrh. or s e 302ed a8 mmple Sgent

Tambeneg Crowpa Uy emening 3 search berm

Fatcres
SINP Prisses l
Becuie S TP Taran
Sofware Daphegment
Jaar Sonvioes

T Swwch | Rt

WTER IR A eTiare Aamie 33 L eh &y mranagetrand werdce Yeu cn apbonalh M Bie it

-
taminiTr It Uers atia Tenge Anesis AdNeid Descrgion =)
Eitermal Ahertaton o ~ 103310 Nase 04
) AL Cortutaa slement
Fassean S10¢ 1 3 aw
Sacom semen
oy s Bas 1 amm Base 05
Peices demernt
Aot Sascons wis B ol ase OF
donent
T cllaancame iindes Con UnAMRier] s Buve 1s farsesrin Bae 08
“eamant
r a9 wmer Uedis Galew rab 10 A Maw
Maiare
|
4 i |

Figure 3 — Communication Server 1000 Management

Log into the CS1000 using an appropriate User 1D and Password.

Usey O | [sdemis

- B M —
Farsacd|[seesesnsene

04 bz sawiea) g Rr Sngle Sign D _togh |

Figure 4 — Communication Server 1000 Log In Screen
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The CS1000 Element Manager System Overview page is displayed as shown in Figure 5.

IP Address: 10.10.97.96

Type: Avaya Communication Server 1000E CPPM Linux
Version: 4121

Release: 765 P +

AVAYA CS1000 Element Manager

QCH Meraork Secwces Vengrg SLILSLOS sartare arw
Home Sreer e
- Litks
= Miekin| Tormnls System Overview

s )
Customen
Noutes andd Tranks

Figure 5 — Element Manager System Overview

5.1.2. Log into Call Server by Using Overlay Command Line Interface (CLI)

Using Putty, SSH to the IP address of the CS1000 Signaling Server using an account with
administrator credentials.

Run the command cslogin and log in with the appropriate user account and password. Sample
output is shown below.

login as: € Enter an account with administrator credentials

The software and data stored on this system are the property of, or licensed to, Avaya Inc. and
are lawfully available only to authorized users for approved purposes. Unauthorized access

to any software or data on this system is strictly prohibited and punishable under appropriate
laws. If you are not an authorized user then do not try to login. This system may be monitored
for operational purposes at any time.

admin@10.10.97.178's password: € Enter the password
Last login: Mon Aug 24 07:20:18 2015 from 10.10.98.78
[admin@car3-cores ~]$ cslogin

SECO054 A device has connected to, or disconnected from, a pseudo tty without authenticating
>login

USERID? €< Enter the user account
PASS? € Enter the password

;I'TY #08 LOGGED IN ADMIN 07:39 24/8/2015
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The software and data stored on this system are the property of, or licensed to, Avaya Inc. and
are lawfully available only to authorized users for approved purposes. Unauthorized access

to any software or data on this system is strictly prohibited and punishable under appropriate
laws. If you are not an authorized user then log out immediately. This system may be monitored
for operational purposes at any time.

>

Note: This screen can be used for monitoring of BUG(s), ERROR and AUD messages.

5.2. Administer IP Telephony Node
This section describes how to configure an IP Telephony Node on CS1000.

5.2.1. Obtain Node IP address

These Application Notes assume that the basic CS1000 configuration has already been
administered and that a Node has already been created. This section describes the steps for
configuring a Node (Node ID 3000) in CS1000 IP network to work with TDC Business Trunk
Service. For further information on CS1000, please consult the references in Section 11.

Select System = IP Network - Nodes: Servers, Media Cards and then click on the Node ID
as shown in Figure 6.

AVAYA €S$1000 Element Manager
UCM Network Seraces Managing: 10.10.97.95 Username: admin |
_Home Sysiem » F Networs » P Teleptany Nodos
- Links IP Telephony Nodes
=~ Virtual Terminals Click ihe Node D 1o vew ot ed2 13 properties
- System
+Alarms W—
Maintenance I Add ] Impon ] I I Funl | Refoxh
+ Core Equipment
-Eedpharal Fquipment » IM‘ Componerts  Enabled Aoplicaions ELAN P HodeTLAN IPed  Dlode/TLAN 1PV - Status
-IF, hietaoek] ™ (3000 1 LTPS, Gatewsy [ SIPGwW 101097 178 Snohronged
-fioden, Serers Meda Cards | R SIS
UAMMSHANGE 3NT Hépons ™ 3ol 1 SIP Line LTPS 101097 178 sSmdusnged
- Modia Gatewsys
Mo S0 Route Tabion Show [7 Noges [ Camgooentsenersandcsts & IPv6 adess
- Network Address Transaabon (N
0oS Threshelds
Figure 6 — IP Telephony Node
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The Node Details screen is displayed in Figure 7 with the IP address of the CS1000 node: Call
server IP address: 10.10.97.96. The Node IPv4 address 10.10.97.178 for Telophony LAN
(TLAN) is a virtual address which corresponds to the TLAN IPv4 address 10.10.97.177 of the
Signaling Server/SIP Signaling Gateway. The SIP Signaling Gateway uses this Node IP address
to communicate with other components to process SIP calls.

AVAYA CS1000 Element Manager

—

- UCHM Metwork Services Managing: 10.180.97.56  Usermame: admin
- Home System » © Network » E Tanghosy Hadeg » Node Detads
. Unks Node Details (ID: 3000 - LTPS, Gateway ( SIPGw ))
= Vimual Teeminats
« Systom
+ Alarms 3 l———_ -
- Waintenance Naode =
:g::‘:’:;';pg;?;msm Call server I address [10.10.97 96 I TLAN addross Spe & |Ped only
- 1P Network R  IPva and P8
- Maintenance and Repoas Embedded LAN (ELAN) Telephony LAN (TLAN)
- Media Gatewsys
- Zones Gatewsy P sdcress |10 10.97 65 Node [Pv4 aodress ]10 1057 178
- Host and Route Tables a Tx o3 o
~ Netwark Address Transiaton (N Subnet mask ﬁ:’-f- 255255 192 Subnet mask ESS 255 255 192
- 208 Thweshokis
- Personal Dwedories G P l
« Unicode Name Direclory l’
« nlertaces

-Engineered Values * Requres Vale

« Emergency Senices
+ Gaographic Redundancy

(S ] _cancet |

Associated Signaling Servers & Cards

Elecyonic Swilched Network
- Flexibie Code Resticton
- Incoming Digit Translation

+» Software
- Customers I_—_]" T 2 TR
- Routes and Trunks Selact to 9dd X | rone | = | Biiot | Befrasn
- Routss and Trunks ; oS 2 r
~D-Cnannels ™ Hosthame e Degicved Aopiicatioos ELave LaiPd | Role
- Digtal Trunk nterface SIP Line, LTPS. Gateway ‘ |
- Dualing and Numbering Plans IT car3-ssg-camier Signaling_Server (SIFH323) FD, Fresence 110.9097.85 101097 177 | Leader

Publisher, IP Media Senices
shew [ s asapas

Nety. Ondy narverin) that are net part of ary other @

y nade and Saploy

| Al malch B servce(s) selecing 1or the node are

- Phonres avaindle 0 the servens kst
- Templates
- Reports
~Views J | ¥l

Figure 7 — Node Details 1
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Scrolling down, the Node Details screen displays the IP Telephony Node Properties and
Applications sections as shown in Figure 8 with.

I AVAYA €S1000 Element Manager |

« UCM Network Services
- Nome
- Links
- Virual Terminals
- System
+Alarms
- Manlenance
+ Care Equipment
- Parpheral Equipment
- P Networy

- Maintenance and Reports
-Wedia Gateways

Zones
~Host and Route Tables

« 308 Theesholds
- Parsonal Directonas
- Unicode Name Directory
+ inlertaces
- Engingsrad Values
+ Emergency Senices
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
« D-Channels
- Digtat Trunk intarfacs
- Disling andd Numbering Plans
« Elecyomic Switchod Network
- Flexbie Code Res¥icion

- ldogen: Sorvers bledia Curds

- Network Asdress Translaion (N

Managing: 10.10.97.96 Usermame: admin
5 Sysiem s P lietwork » EISSaIRnplizdes » Hoce Detals
Node Details (ID: 3000 - LTPS, Gateway ( SIPGw ))

Subnet mask Eiﬂ':- 266 255 192

Subnet maskc (265255 255

192 =

[

P Telephony Node Properties

* Regured Vake

Associated Signaling Servers & Cards

I Hostname~ Time DReplosed Aoplications ELaNP
SIP Ling, LTRSS, Gataway
I car3-ssg-carmer Signaling_Senver (SIPAM323L FD, Presence 101097 85

Publisher. IP Media Services

Show [~ 170 SakiEse

o [Vokea ¢ gacs o [SIF Lins| = o
o [Rualile ol Serace o |Termnigal Prosy Serves (TPS)
o LAN . 0 )

¢ SNTP o Fersonal Diractories (FD)
.| 200 o Prasence Pubksner

o MCON Memative Roubing tment (MALT! Causes o |P Media Senices

Applications (Chck 1o edit configurasion)

Save | Cmoel|

Eond | Refresh
101087477 Leader

Figure 8 — Node Details 2

5.2.2. Administer Terminal Proxy Server (TPS)

Continuing from Section 5.2.1, on the Node Details page, select the Terminal Proxy Server
(TPS) link as shown in Figure 8. Check the UNIStim Line Terminal Proxy Server checkbox
to enable proxy service on this node and then click the Save button as shown in Figure 9.

AVAYA CS1000 Element Manager
VU MO $6rvi00s Maiagtvi 1B IRATIE  Daemirvmrie sbria
v . vyl » & netoers » Rlgkatntlinin: > MadoSsiats » YA Lng Tpeneg Pryvy Sevver LTI Crigered
Node 1D: 3000 - UNIStm Line Terminal Proxy Server (L TP S| Configuration Detalls
Plrmsain| QIRS | Liata el Cpstindl Deted
VI Lire Termara Prav Jemar | Triate sran sentcs on fis nade =]
T v
1P savess 00
Futtw patt Fourized trmas
Sevwr sccrurtUne © |
"
Pasznors |
oL
or v [or =l
-
- . r
Cusizeriars -
Ronites o) Trwme
T mashel d i ataeses Comatt Serr
£4g " e = 2 =
- Daalrg ane! Horrierng Mans oo ~ (e angae raem o T cage ~ >
- b elssinaey b —— e L e e o [ (=
- Plntva Code Mastredin

Figure 9 — TPS Configuration Details

HV; Reviewed:

Solution & Interoperability Test Lab Application Notes
SPOC 9/22/2015

©2015 Avaya Inc. All Rights Reserved.

17 of 125
TDC1K76SM63SBCE



5.2.3. Administer Quality of Service (QoS)

Continuing from Section 5.2.1, on the Node Details page, select the Quality of Service (QoS)
link as shown in Figure 8. The default Diffserv values are shown in Figure 10. Click on the

Save button.

AVAYA CS1000 Element Manager

Managenis WLIRAI M Usmrrama: scmen
Syvie=s £ et s ETRRciani Neand ¢ Saa ply ¢ Coely =t Serves (s

Node 1D 3000 - Quality of Service (QoS)

= UCH Nerwark Servces
Home

- Lans
- Vinnl Tarmarats

Ditary Caclapenns |DHCP)

Ensble Avaye aomanc QoS T
Jsrret 03k ete ‘l. j
CHRTHETPe 543 108 18N '.‘
] Regose =
YLAN tagong T 402 10 wmgpant

B T T rr ol —

1ete SHORZRA PS8 20 100 page WENOT ke Y™y ":"“'J
ROQOEe] 0N T fede 3 ANG 0¥ ¢ E

Figure 10 — QoS Configuration Details

5.2.4. Synchronize New Configuration

Continuing from Section 5.2.3, return to the Node Details page (Figure 7) and click on the Save
button. The Node Saved screen is displayed. Click on Transfer Now.

AVAYA CS1000 Element Manager
| D e e b e s |

. Managing: 10.19.97.96  Username: admin
UCM Network Sarvices Systent » § heteark o DTS00 adey » Mooe Saves

Home
Links Node Saved
- Virkual Terminals
- System -
« Alame Node D 3000 has been saved on the cal server

~Maintenance
« Core Equipmant
- Peripharal Equipment

Tha new condguration must also de ransfered % assodaled senvers and meds cards

P Network |

-MNodes’ Servars Mg Cada [ Tranaser Now ]\ ou will De grven an cption 10 select ndvidual serveds, of fransfer o all
-Maimenance and Repons

-Media Gatsways Show Nodas You meay Infkate & ransfer manually &1 3 later ime

- Zones
Linet aod Dapts Tonips

Figure 11 — Node Saved Screen
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The Synchronize Configuration Files (Node 1D <3000>) screen is displayed. Check the car3-
ssg-carrier checkbox and click on Start Sync. When the synchronization completes, check the
car3-ssg-carrier checkbox and click on the Restart Applications.

AVAYA
|
- UCM Network Services
- Homa
- Links
~Wirual Terminals
- System
+Marms
- Maintenancs
+ Core Equipment
- Penpheral EQuipment
=1P MNetwork
- o I8 Madis Cargs
- Mairenancs and Reports
-Media Gatbeways
- Zones

~-Host ance Route Tables

- Network Address Transiation |
- 008 Thiesholea

- Persona Dweciones

- Unicode Name Directory

CS1000 Element Manager

Managing: 10.10.87.86  Username: admn
System » P Netwart » W » Syncarance Confgeration Fles

Synchronize Configuration Files (Node ID <3000>)]

Note: Select compaonents 10 synchronice hait configuration fles with call server data This process ransiers sanver NI Alez (0 selected
romponents, and requires a restan® of applications on affecied serven(a) when complele

[ Satspme_|| Concel | Restan Applcations | Bant | Bsftesh

(v Hostnama Tine apphcations SmchionaTaton Statls
2P Line LTPS,

e ———— Gateway (SIPH223)
V! cand-ssg-cartier | Signaling_Secver PD, Presence Gyne required

Putlisher. IP Meaa

Sendces

* Apphcation restart i only requred for niel system confguration or # changes Rave tbeen made to general LAN configurstions, SNTP settings, 5F and

K321 Cateway setings, neTwork connectivly related parameters ke ports and F address, enabing or dsabing aervices. of adding of removing apokcasen
ryers
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5.3. Administer Voice Codec

5.3.1. Enable Voice Codec G.711A-law, G.729A, G.711MU-law

Select System = IP Network - Nodes: Servers, Media Cards from the left pane and on the

IP Telephony Nodes screen displayed (not shown), select the Node ID of the CS1000 system.

The Node Details screen is displayed (see Section 5.2.1 for more details). On the Node Details
page shown in Figure 8, click on Voice Gateway (VGW) and Codecs.

TDC Business Trunk Service supports G.711 a-law, G.729 a-law, G.711 mu-law with Voice
payload size 20 milliseconds per frame. Uncheck Voice Activity Detection (VAD) checkbox.
Click on the Save button.

AVAVA CS1000 Element Manager
« UCM Network Services Managing: 10.10.9756 Username: admin
- Home System s P Network s P Jsschon d pde T s VOW and Cadecs
- Links Node ID: 3000 - Voice Gateway (VGW) and Codecs
« Virtual Terminats
- System
+ Alarms Genersl | Voice Codecs | Eax
o Mumen.w.lr.l | CodecGT11 Enabled (required)
+ Core Equipment
~ Pefipheral Equoment | Voice payicadsize 20 v
‘f[fp,“_:":":"; 2 = Volce plafout (itter biffeny delay 20 » 40 =
- Maslenance snd Reports Nomingl Maumum
- Media Gateways Naximum gelay may be sutomatically agusted based on nominal
- Zongs seings

« Host and Route Tatles
- Nedwork Agdress Translason (N
- QoS Threaholds Codec G722 Enabled
- Porsonal Dirsclones
- Unicoge Name Diractory
¢+ Imerfacen Voice playoul (Jler buer) delay. |
- Engineered Values Nominal Masimum
+ Emesgency Serces
+ Geograptuc Redundancy
+ Sofware
- Customers Codec G729 V| Enatied
« Routes and Trunks
- Routes and Trunks

Voice Aciity Detection (VD) |

Voice payload size

Madmum deday may be automalically agjusted dased on nominal
sefings

Voice paroad size: 20 »

- D-Channels Volce nl.t-;ou! (alter buffed) delay 20 JU” - .
- Digital Trunk Intartace Nomial Madmum -
- Diafing and Numbering Plans r
Eletironic Swiched Network * Raquired Vakis Hote: Changes made on ths page will ROT be trassmitod untl the Node i &8s saved Save 1 Cancel
- Flenble Code Reswicion | -
- Incoming Digit Transiabon
Figure 13 — Voice Gateway and Codec Configuration Details
Synchronize the new configuration (please refer to Section 5.2.4).
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5.3.2. Enable Voice Codec on Media Gateways

From the left menu of the Element Manager page in Figure 13, select System - IP Network -
Media Gateways. The Media Gateways page will appear (not shown). Click on the MGC which
is located on the right of the page. In the following screen, scroll down to select the Codec G711
and G.729A with Voice payload size 20 ms/frame and uncheck VAD as shown in Figure 14.
Scroll down to the bottom of the page and click on the Save button (not shown).

AVAYA

- UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+ Alarms
- Maintenance
+ Core Equipment

- Peripheral Equipment
- IP Network
- Nodes: Servers, Media Cards

- Maintenance and Reports
- Zones
- Host and Route Tables
- Network Address Translation (N
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+ Interfaces
- Engineered Values
+ Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
- Templates
- Reports
- Views
- Lists
- Properties
- Migration
- Tools
+ Backup and Restore
- Date and Time
+ Logs and reports

CS1000 Element Manager

-VGW and IP phone codec profile
Enable echo canceller
Echo canceller tail delay
Enable dynamic attenuation
Voice activity detection threshold

Idle noise level

R factor calculation [~

DTMF tone detection |

Enable low latency mode |

Remove DTMF delay (squelch DTMF from TDM to IP) |
Enable modemi/fax pass through mode |

Enable V.21 FAX tone detection
Fax TCF method

FAX maximum rate

FAX playout nominal delay

FAX no activity timeout

FAX packet size

7|
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@

1 (0-4DBM)

0 {0-1DBM)

<

@l

2 v

14400 w (bps)
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20 {10 - 22000 milliseconds )

30 -

-Codec G711

Select

Codec name G711
Voice payload size 20 + (msframe)

Voice playout (jitter buffer) nominal delay 20

Medifications may cause changes to dependent settings

Voice playout (jitter buffer) maximum delay 40

Modifications may cause changes to dependent settings

-Codec G729A

Select ¥/
Codec name G729A
Voice payload size 20 « | ms/frame )

- Security Voice playout (jitter buffer) nominal delay 20 «

Figure 14 — Media Gateways Configuration Details
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5.4. Zones and Bandwidth Management

This section describes the steps to create two zones: zone 10 for the VGW and IP phones, and
zone 255 for the SIP Trunk.

5.4.1. Create Zone for IP Phones (Zone 10)

The following figures show how to configure a zone for VGW and IP phones for bandwidth
management purposes. The bandwidth strategy can be adjusted to preference.

Select System - IP Network - Zones from the left pane (not shown), click on Bandwidth
Zones as shown in Figure 15.

AVAYA €S1000 Element Manager
= UCM Hotwrork Servcen wagry 1N A L
Ty Sywdem » B Hetaces 3 Trve
~Links
W Temenas Zones
- Spstom DerNz JUPIIe
« Matrrd
Vxrdenarce
woment Bandwriti cores e Unad for yhecrare imutng of cals Setavean # yitizas ant ¥y for Sanswieh maragement
o3 S e
Numbterning Zones
wvers MAORTHIS  NUmBenng 20507 900 U3ed 17 rosh calls BITOIN 3 conkaized ol Benr

Figure 15 — Zones Page

The Bandwidth Zones screen is displayed as shown in Figure 16. Click Add to create a new
zone for IP Phones.

AVAYA CS$1000 Element Manager
~1CH Nehatrd Sacvicen Paragrs WIANLES  Userarw e
Home Sesias y Fusined v Jitag » Setd s Diden
Links
-l Farrenas Bandwidth Zones
oy —
lttr.':r-::;.m j Add |1 | bwpma | Espmn | Martsnenes | | 2iba
A:-::::Z.“‘QIJ:"-?' e . - . . y e ey
- 20N & - (alh ] 1000000 EC 1002000 = SHARED Mo
>3 ol | 1 (4] 1003000 = w3
) ol | g 0000 o uo
Lol 1] 1 BG 1002008 a8l wo
Lo - 2000 EC 1008 = TR
Figure 16 — Bandwidth Zones
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Select and input the values as shown below (in the red boxes) in Figure 17, and click on the
Submit button.

e Intrazone Bandwidth (INTRA_BW): 1000000.

e Intrazone Strategy (INTRA_STGY): Set codec for local calls. Select Best Quality
(BQ) to use G.711 as the first priority codec for negotiation or select Best Bandwidth
(BB) to use G.729 as the first priority codec for negotiation.

e Interzone Bandwidth (INTER_BW): 1000000.

e Interzone Strategy (INTER_STGY): Set codec for the calls over trunk. Select Best
Quality (BQ) to use G.711 as the first priority codec for negotiation or select Best
Bandwidth (BB) to use G.729 as the first priority codec for negotiation.

e Zone Intent (ZBRN): Select MO (MO) for IP phones, and VGW.

AVAYA CS1000 Element Manager
UCH Nt Sarvices CRTROE (AT ETATY ey
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Figure 17 — Bandwidth Management Configuration Details — IP phone

5.4.2. Create Zone for Virtual SIP Trunk (Zone 255)

Follow the steps described in Section 5.4.1 to create a zone for the virtual SIP trunk. The
difference is in the Zone Intent (ZBRN) field. Select VTRK(VTRK) for virtual trunk as shown
in Figure 18 and then click on the Submit button.
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Figure 18 — Bandwidth Management Configuration Details — Virtual SIP trunk
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5.5. Administer SIP Trunk Gateway

This section describes the steps for establishing a SIP connection between the SIP Signaling
Gateway and Session Manager.

5.5.1. Integrated Services Digital Network (ISDN)

Select Customers in the left pane. The Customers screen is displayed. Click on the link
associated with the appropriate customer, in this case 00.

AVAYA CS1000 Element Manager
I
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Figure 19 — Customer — ISDN Configuration 1

The system can support more than one customer with different network settings and options.
The Customer Details page will appear. Select the Feature Packages option from Customer
Details page.
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Figure 20 — Customer — ISDN Configuration 2
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The screen is updated with a listing of available Feature Packages (not all features are shown in
Figure 21 below). Select Integrated Services Digital Network to edit the parameters shown
below. Check the Integrated Services Digital Network option, and retain the default values for
all remaining fields. Scroll down to the bottom of the screen, and click on the Save button (not
shown).
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Figure 21 — Customer — ISDN Configuration 3
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5.5.2. Administer SIP Trunk Gateway to Avaya Communication Server 1000

Select System = IP Network - Nodes: Servers, Media Cards from the left pane. In the IP
Telephony Nodes screen displayed (not shown), select the Node ID of the CS1000 system. The
Node Details screen is displayed as shown in Figure 8, Section 5.2.1.

On the Node Details screen, select Gateway (SIPGw). Under the General tab of the Virtual
Trunk Gateway Configuration Details screen, enter the following values (highlighted in red
boxes) for the specified fields, and retain the default values for the remaining fields as shown in
Figure 22. The SIP domain name and Local SIP port should be matched in the configuration
of Session Manager (in Section 6.2, and 6.6).
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Figure 22 — Virtual Trunk Gateway Configuration Details
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Click on the SIP Gateway Settings tab. Under Proxy or Redirect Server, enter the following
values (highlighted in red boxes) for the specified fields and retain the default values for the
remaining fields, as shown in Figure 23. Enter the IP address of Session Manager in the
Primary TLAN IP address field. Enter 5060 for Port and select UDP for Transport protocol.
This should be matched in the configuration of Session Manager (see in Section 6.5.1). Uncheck
the Support registration checkbox.
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Figure 23 — Virtual Trunk Gateway Configuration Details

On the same page as shown in Figure 23, scroll down to the SIP URI Map section.
Under Public E.164 domain names, enter the following:

e National: leave this SIP URI field blank.

e Subscriber: leave this SIP URI field blank.

e Special Number: leave this SIP URI field blank.

e Unknown: leave this SIP URI field blank.

Under Private domain names, enter the following:

e UDP: leave this SIP URI field blank.
CDP: leave this SIP URI field blank.
Special Number: leave this SIP URI field blank.
Vacant number: leave this SIP URI field blank.
Unknown: leave this SIP URI field blank.
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The remaining fields can be left at their default values as shown in Figure 24. Click on the Save
button.
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Figure 24 — Virtual Trunk Gateway Configuration Details
Synchronize the new configuration (please refer to Section 5.2.4).

5.5.3. Administer Virtual D-Channel

Select Routes and Trunks - D-Channels (not shown) from the left pane to display the D-
Channels screen. In the Choose a D-Channel Number field, select an available D-channel from
the drop-down list and type DCH as shown in Figure 25. Click on the to Add button.
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Figure 25 — D-Channels
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The D-Channels 100 Property Configuration screen is displayed next, as shown in Figure 26.
Enter the following values for the specified fields, and retain the default values for the remaining

fields.

e D channel Card Type: D-Channel is over IP (DCIP).

e Designator: A descriptive name.

e User: Integrated Services Signaling Link Dedicated (ISLD).
e Interface type for D-channel: Meridian Meridianl (SL1).

e Meridian 1 node type: Slave to the controller (USR).

e Release ID of the switch at the far end: 25.

Click on Advanced options (ADVOPT). Check on the Network Attendant Service Allowed
checkbox under H323 Overlap Signaling Settings (H323) as shown in Figure 26. Other fields

are left as default.
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Figure 26 — D-Channel Configuration
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Click on Basic Options (BSCOPT) and click on the Edit button on the Remote Capabilities
field as shown in Figures 27.
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Figure 27 — D-Channel Configuration
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The Remote Capabilities Configuration page appears as shown in Figures 28. Check the ND2
and the MWI checkboxes.
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Figure 28 — Remote Capabilities Configuration
Click on the Return — Remote Capabilities button (not shown).
Click on the Submit button (not shown).
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5.5.4. Administer Virtual Super-Loop

Select System - Core Equipment = Superloops from the left pane to display the Superloops
screen. If the Superloop does not exist, please click the Add button to create a new one as shown
in Figure 29. In this example, Superloops 4, 96, 100, and 124 have been added and are being
used.
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Figure 29 — Administer Virtual Super-Loop Page

5.5.5. Administer Virtual SIP Routes

Select Routes and Trunks = Routes and Trunks (not shown) from the left pane to display the
Routes and Trunks screen. In this example, Customer 0 is being used. Click on the Add route
button as shown in Figure 30.
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Figure 30 — Add route

The Customer 0, New Route Configuration screen is displayed next (not shown). The Basic
Configuration section is displayed. Enter the following values for the specific fields, and retain
the default values for the remaining fields. The screenshot of Basic Configuration section of
existing route 100 is displayed to edit as shown in Figure 31.

¢ Route data block (RDB) (TYPE): RDB as default.
Customer number (CUST): 0 as customer 0 is used.
Route number (ROUT): Enter an available route number (example: route 100).
Designator field for trunk (DES): A descriptive text (100).
Trunk type (TKTP): TIE trunk data block (TIE).
Incoming and outgoing trunk (ICOG): Incoming and Outgoing (I1AO).
Access code for the trunk route (ACOD): An available access code (example: 8100).
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e Check the The route is for a virtual trunk route (VTRK) field, to enable four
additional fields to appear.

e For the Zone for codec selection and bandwidth management (ZONE) field, enter 255
(created in Section 5.4.2). Note: The Zone value is filled out as 255, but after it is added,
the screen is displayed with prefix 00.

e For the Node ID of signaling server of this route (NODE) field, enter the node number
3000 (created in Section 5.2.1).

e Select SIP (SIP) from the drop-down list for the Protocol ID for the route (PCID) field.

e Check the Integrated Services Digital Network option (ISDN) checkbox to enable
additional fields to appear. Scrolling down to the bottom of the screen, enter the
following values for the specified fields, and retain the default values for the remaining
fields.

- Mode of operation (MODE): Select Route uses ISDN Signalling Link
(ISLD).

- D channel number (DCH): Enter 100 (created in Section 5.5.3).

- Interface type for route (IFC): Select Meridian M1 (SL1).

- Private network identifier (PNI): Enter 1. Note: The value is filled out as 1,
but after it is added, the screen is displayed with prefix 0000.

- Network calling name allowed (NCNA): Check this option to allow calling
name display.

- Network call redirection (NCRD): Check this option to allow call redirection.

- Insert ESN access code (INAC): Check this option to insert ESN access code
(Refer to Section 5.6.1).
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Figure 31 — Route Configuration 1
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Click on Basic Route Options, check the North American toll scheme (NATL) and Incoming
DID digit conversion on this route (IDC) checkboxes. Enter 1 for both Day IDC tree number

and Night IDC tree number as shown in Figure 32.
Click on the Submit button.

COR reLants genar

< Semwaiv
= Customers

Aoutes s Trerks

- Raidas s lugs

- D-Chary

Dy IDC bive rueber (DL} i
vgmios e mumbargoner i
¢ [ s DT I
\asty pet V npare: [t B
] {7 taks Py T

« Network Options
« Ganeral Opuions

«Advanced Configurations

st || Retwen | Ouiste | Cancel

AVAYA CS1000 Element Manager
- UCH Mareork Sernces = Mabde eenmin smec g |2 ol
- oene
Lirks o, X - ' D
- Wsal Tanméeats Sasic Rouse Opnions
- —
'.:': a0t aneuncemant (STAN) | 1 ABecamt Ato cuncemant. (10 >

Figure 32 — Route Configuration 2

5.5.6. Administer Virtual Trunks

Select Routes and Trunks - Route and Trunks (not shown). The Route list is now updated
with the newly added routes. In the example, the Route 100 was being added. Click on the Add

trunk button as shown in Figure 33.
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Figure 33 — Routes and Trunks
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The Customer 0, Route 100, Trunk 1 Property Configuration screen is displayed. Enter the
following values for the specified fields and retain the default values for the remaining fields.
Media Security (SRTP) needs to be disabled at the trunk level by editing the Class of Service
(CLYS) at the bottom of the basic trunk configuration page. Click on the Edit button as shown in

Figure 34.

Note: The Multiple trunk input number (MTINPUT) field (not shown) may be used to add
multiple trunks in a single operation, or repeat the operation for each trunk. In the sample
configuration, 32 trunks were created.
e Trunk data block: IP Trunk (IPTI).
e Terminal Number: Available terminal number (Superloop 100 created in Section 5.5.4).
e Designator field for trunk: A descriptive text.

Extended Trunk: Virtual trunk (VTRK).

Member number: Current route number and starting member.
Card Density: 8D.

Start arrangement Incoming: Select Immediate (IMM).
Start arrangement Outgoing: Select Immediate (IMM).
Trunk group access restriction: Desired trunk group access restriction level.
Channel ID for this trunk: An available starting channel ID.
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Figure 34 — New Trunk Configuration
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For Media Security, select Media Security Never (MSNV). Enter the values for the specified
fields as shown in Figure 35. Scroll down to the bottom of the screen and click Return Class of

Service and click on the Save button (shown in Figure 34).
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5.5.7. Administer Calling Line Identification Entries

Select Customers on the left pane, then select 00 > ISDN and ESN Networking (Not shown).
Click on Calling Line Identification Entries as shown in Figure 36.
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Figure 36 — ISDN and ESN Networking

s shown in Figure 37.
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The add entry 0 screen is displayed. Enter or select the following values for the specified fields
and retain the default values for the remaining fields. The Edit Calling Line Identification
screen of the existing entry O is displayed as shown in Figure 38.

e National Code: Leave it blank.

e Local Code: Input prefix digits assigned by TDC Business Trunk Service, in this case 7
digits — 4610XXX. This Local Code will be used for call display purpose for Call Type =
Unknown.

e Home Location Code: Input the prefix digits assigned by TDC Business Trunk Service,
in this case 7 digits — 4610XXX. This Home Location Code will be used for call display
purpose for Call Type = National (NPA).

e Local Steering Code: Input prefix digits assigned by TDC Business Trunk Service, in
this case 7 digits — 4610XXX. This Local Steering Code will be used for call display
purpose for Call Type = Local Subscriber (NXX).

e Use DN asDID: YES.

e Calling Party Name Display: Uncheck Roman characters.

Click on the Save button as shown in Figure 38.
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Figure 38 — Edit Calling Line Identification 0
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5.5.8. Enable External Trunk to Trunk Transfer

This section shows how to enable the External Trunk to Trunk Transfer feature, which is a
mandatory configuration to make call transfer and conference work properly over a SIP trunk.

Log in to Call Server Overlay CLI (please refer to Section 5.1.2 for more details).
Allow External Trunk to Trunk Transfer for Customer Data Block by using Id 15.

>|d 15

CDBO000

MEM AVAIL: (U/P): 33600126 USED U P: 8345621 954062 TOT: 45579868
DISK SPACE NEEDED: 1722 KBYTES

REQ: chg

TYPE: net

TYPE NET_DATA
CUSTO
OPT

%I.QNX YES < Enable transfer feature
EXTT YES < Enable external trunk to trunk Transfer
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5.6. Administer Dialing Plans

5.6.1. Define ESN Access Codes and Parameters (ESN)

Select Dialing and Numbering Plans = Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen as shown in Figure 39.
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CS1000 Element Manager
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Figure 39 — ESN Configuration
HV; Reviewed: Solution & Interoperability Test Lab Application Notes 40 of 125
SPOC 9/22/2015 ©2015 Avaya Inc. All Rights Reserved. TDC1K76SM63SBCE




On Electronic Switched Network (ESN) screen, select ESN Access Codes and Parameters to
define NARS/BARS Access Code 1 as shown in Figure 40.

Click the Submit button (not shown).

AVAYA CS1000 Element Manager
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General Propertios

- Houtes end Tranks

Figure 40 — ESN Access Codes and Parameters

5.6.2. Associate NPA and SPN Call to ESN Access Code 1

Log in to Call Server CLI (please refer to Section 5.1.2 for more details), change Customer Net
Data block by using Id 15.

>|d 15

CDBO000

MEM AVAIL: (U/P): 35600086 USED U P: 8325631 954152 TOT: 44879869
DISK SPACE NEEDED: 1722 KBYTES

REQ: chg

TYPE: net

TYPE NET_DATA

CUSTO

OPT

AC2 xNPA xSPN < Set NPA, SPN not to associate to ESN Access Code 2
FNP

CLID

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 41 of 125
SPOC 9/22/2015 ©2015 Avaya Inc. All Rights Reserved. TDC1K76SM63SBCE




Verify Customer Net Data block by using Id 21.

>|d 21
PT1000

REQ: prt

TYPE: net

TYPE NET_DATA
CUSTO

TYPE NET_DATA

CUST 00

OPT RTA

AC1 INTL NPA SPN NXX LOC <« NPA, SPN are associated to ESN Access Code 1
AC2

FNP YES

5.6.3. Digit Manipulation Block Index (DMI)

The following steps show how to add DMI for the outbound call. There is an index, which was
added to the Digit Manipulation Block Index (14).

Select Dialing and Numbering Plans - Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen as shown in Figure 39. Select Digit
Manipulation Block (DGT). The Digit Manipulation Block List is displayed as shown in
Figure 41. In the Please choose the field, select an available Digit Manipulation Block Index
from the drop-down list, and click on the to Add button.

AVAYA €S$1000 Element Manager
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Figure 41 — Add a DMI
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The DMI 14 screen will open. In this testing, no leading digits are to be deleted, therefore,
enter 0 for Number of leading digits to be deleted and select NPA (NPA) for Call Type to

be used by the manipulated digits and then click on the Submit button as shown in Figure
42,

AVAYA CS1000 Element Manager
UCI Rotwrk Serdces =4 Vemagog WASILM  ceertw

Mome Duwirg avd lomtermy Mens » Zicoavs Sadzond ghtns (B2 » Custymer 33 & e

Digit Manipulation Block

s

waml | St Osiete Cancel |

Figure 42 — DMI 14 Configuration

5.6.4. Route List Block Index (RLI 14)

This session shows how to add a RLB associated with the DMI created in Section 5.6.3.
Select Dialing and Numbering Plans - Electronic Switched Network from the left pane to

display the Electronic Switched Network (ESN) screen as shown in Figure 39. Select Route
List Block.

Enter an available value in the textbox for the Please enter a route list index (in this case 14)
and click on the to Add button as shown in Figure 43. The screen shown in Figure 44 will open.
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Figure 43 — Add a Route List Block
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Enter the following values for the specified fields, and retain the default values for the
remaining fields as shown in Figure 44. Scroll down to the bottom of the screen, and click on
the Submit button (not shown).
e Digit Manipulation Index: 14 (created in Section 5.6.3).
e Incoming CLID Table: 0 (created in Section 5.5.7).

Route number: 100 (created in Section 5.5.5).
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5.6.5. Inbound Call — Incoming Digit Translation Configuration

This section describes the configuration steps required in order to receive calls from the PSTN
via the TDC Business Trunk Service.

Select Dialing and Numbering Plans = Incoming Digit Translation from the left pane to
display the Incoming Digit Translation screen. Click on the Edit IDC button as shown in
Figure 45.

AVAYA CS1000 Element Manager

- UCM Network Services Managing: 10.10.97.96 Username: admin

—Home Dialing and Numbering Plans » Incoming Digit Translation

- Links - — -
- Virtual Terminals Incoming Digit Translation

- System
+Alarms
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+ Core Equipment -| Customer: 00 EditiDC
- Peripheral Equipment >
+IP Nztwork e - Customer: 01 EditIDC
+Interfaces

- Engineered Values
+ Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
L Dialing and Numbering Plans |
- Electronic Switched Network
- Flexible Code Restriction
[— Incoming Digit Translation—|
- Phones

Figure 45 — Incoming Digit Translation

Click on the New DCNO to create the digit translation mapping. In this example, Digit
Conversion Tree Number 1 has been previously created and its Edit DCNO button is shown
in Figure 46.
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Figure 46 — Incoming Digit Conversion Property
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Detailed configuration of the Digit Conversion Tree Configuration is shown in Figure 47. The
Incoming Digits can be added to map to the Converted Digits which would be the associated
CS1000 system phone DN. This DCNO has been configured on route 100 as shown in Figure
32.

In the following configuration, the incoming call from the PSTN to DID with prefix 4610XXX
will be translated to the associated DN with 4 digits. For testing purposes, DID number
4610XXX5875 is translated to 1700 for voicemail testing.

AVAYA CS1000 Element Manager

WM S e L e
Thavg ot ity Frs + Sz Dial e + Latamn 33 + gt Cmetroms Tiee | Costg sten

Digih Conversion Tree 1 Configuration

Figure 47 — Digit Conversion Tree
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5.6.6. Outbound Call - Special Number Configuration

There are special numbers which have been configured to be used for this testing such as: 085,
1800, and so on. These special numbers were associated to Route list index 14 created in
Section 5.6.4.

Select Dialing and Numbering Plans = Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen as show in Figure 39. Select Special
Number (SPN). Enter a SPN number and then click on the to Add button. Figure 48 shows all
the special numbers used for this testing.
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-;”E!;‘-ﬁ Routs Tabies Type of cal that iz defined by the special number: NONE
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Figure 48 — SPN numbers
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5.6.7. Outbound Call - Numbering Plan Area (NPA)
This section describes the creation of NPA used in this test configuration.

Select Dialing and Numbering Plans = Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen (not shown). Select Numbering Plan
Area Code (NPA) as shown in Figure 39. Enter the area code desired in the textbox and click
on the to Add button. The 1303, 1416, and 1613 area codes were used in this configuration as
shown in Figure 49. These area codes were associated to Route List Index 14 created in
Section 5.6.4.
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Figure 49 — Numbering Plan Area List

5.7. Administer a Phone
This section describes the creation of CS1000 clients used in this configuration.

5.7.1. Phone creation

Refer to Section 5.5.4 to create a Virtual Superloop 96 used for IP phones. Refer to Section 5.4.1
to create a bandwidth zone 10 for IP phones. Log in to the Call Server Command Line Interface
(please refer to Section 5.1.2 for more detail). Create an IP phone by using Id 11 as shown
below:

>ld 11

REQ: new
TYPE: 2002p2
TN 96002
DATE

PAGE
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DES

MODEL_NAME

EMULATED

DES 2002P2 < Describe information for IP Phone

TN 9600002 VIRTUAL €& Set Terminal Number for IP Phone

TYPE 2002P2

CDEN 8D

CTYP XDLC

CUSTO

NUID

NHTN

CFG_ZONE 00010 & Set bandwidth zone for IP phone

CUR_ZONE 00010

MRT

ERL 12345

ECL 0

FDN

TGARO

LDN NO

NCOS 7

SGRPO

RNPG 0

SCI 0

SSU

LNRS 16

XLST

SCPW

SFLT NO

CAC_MFCO

CLS UNR FBAWTA LPR MTD FNA HTA TDD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNIA CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXA ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHD IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXR0 USMD USRD ULAD CCBD RTDD RBDD RBHD PGND OCBD FLXD FTTC DNDY DNO3
MCBN FDSD NOVD VOLA VOUD CDMR PRED RECD MCDD T87D SBMD
MSNV FRA PKCH MWTD DVLD CROD ELCD

CPND_LANG ENG

HUNT

PLEV 02

PUID

UPWD

DANI NO

AST

IAPG 0

AACS NO

ITNA NO

DGRP

MLWU_LANG 0

MLNG ENG

DNDR 0
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KEY 00 SCR 58710 MARP < Set the position of DN 5871 to display on key 0 of the phone
CPND
CPND_LANG ROMAN
NAME TDC_01 < Set name to display
XPLN 13
DISPLAY_FMT FIRST,LAST
01
<Text removed for brevity>

5.7.2. Enable Privacy for the Phone

This section shows how to enable Privacy for a phone by changing its class of service
(CLS).This feature cannot be enabled or disabled from the phone. By modifying the
configuration of the phone created in Section 5.7.1, the display of the outbound call will be
changed appropriately.

To hide the display number, set CLS (Class of Service) to DDGD. CS1000 will include
“Privacy:id” in the SIP message header before sending it to TDC Business Trunk Service.

>ld 11

REQ: chg

TYPE: 2002p2

TN 96002
ECHG yes

ITEM CLS DDGD

To allow the display number, set CLS to DDGA. CS1000 will not send the Privacy header to
TDC Business Trunk Service.

>ld 11

REQ: chg

TYPE: 2002p2

TN 96002
ECHG yes

ITEM CLS DDGA
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5.7.3. Enable Call Forward for Phone
This section shows how to configure the Call Forward feature at the system and phone level.

Select Customer - 00 - Call Redirection. The Call Redirection page is shown in Figure 50.
e Total redirection count limit: 0 (unlimited).
e Call forward: Originating.
e Number of normal ringing cycles for CFNA: 3.
e Click Save to save the configuration.
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Figure 50 — Call Redirection
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To enable Call Forward All Call (CFAC) feature for a phone over SIP trunk, use Id 11. Change
its CLS to CFXA, and SFA, then program the forward number on the phone set. The following
is the configuration of a phone that has CFAC enabled with forwarding number 61303XXX9045.

>ld 11

REQ: chg
TYPE: 2002P2
TN 96002

ECHG yes
ITEM CLS CFXA SFA
ITEM key 19 CFW 16 61303XXX9045

To enable Call Forward Busy (CFB) feature for phone over SIP trunk, use Id 11. Change its CLS
to FBA, HTA, and SFA, then program the forward number as HUNT and FDN. The following
is the configuration of a phone with CFB enabled to forwarding number 61303XXX9045.

>ld 11

REQ: chg

TYPE: 2002P2

TN 96002

ECHG yes

ITEM CLS FBA HTA SFA
ITEM HUNT 61303XXX9045
ITEM FDN 61303XXX9045

To enable Call Forward No Answer (CFNA) feature for a phone over SIP trunk, use Id 11.
Change its CLS to FNA, and SFA, then program the forward number as HUNT and FDN. The
following is the configuration of a phone that has CFNA enabled with forwarding number
61303XXX9045.

>ld 11

REQ: chg

TYPE: 2002P2

TN 96002

ECHG yes

ITEM CLS FNA SFA

ITEM HUNT 61303XXX9045
ITEM FDN 61303XXX9045
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include
configuring the following items:

e SIP Domain.

Logical/physical Location that can be occupied by SIP Entities.

Adaptation module to perform dial plan manipulation.

SIP Entities corresponding to CS1000, Avaya SBCE and Session Manager.

Entity Links, which define the SIP trunk parameters used by Session Manager when

routing calls to/from SIP Entities.

e Routing Policies, which define route destinations and control call routing between the SIP
Entities.

o Dial Patterns, which specify dialed digits and govern which Routing Policy is used to
service a call.

It may not be necessary to create all the items above when configuring a connection to the
service provider since some of these items would have already been defined as part of the initial
Session Manager installation. This includes items such as certain SIP Domains, Locations, SIP
Entities, and Session Manager itself. However, each item should be reviewed to verify the
configuration.
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6.1. Avaya Aura® System Manager Login and Navigation

Session Manager configuration is accomplished by accessing the browser-based GUI of System
Manager, using the URL “https://<ip-address>/SMGR?”, where “<ip-address>" is the IP address
of System Manager. At the System Manager Log On screen, enter an appropriate User 1D and
Password and press the Log On button (not shown). The initial screen shown below is then
displayed.

Figure 51 — System Manager Home Screen

Most of the configuration items are performed in the Routing Element. Click on Routing in the
Elements column to bring up the Introduction to Network Routing Policy screen.
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The navigation tree displayed in the left pane will be referenced in subsequent sections to
navigate to items requiring configuration.
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Figure 52 — Network Routing Policy
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6.2. Specify SIP Domain

Create a SIP Domain for each domain of which Session Manager will need to be aware in order
to route calls. For the compliance test, this includes the enterprise domain bvwdev7.com.
Navigate to Routing = Domains in the left-hand navigation pane and click the New button in
the right pane. In the new right pane that appears (not shown), fill in the following:

e Name: Enter the domain name (refer to Section 5.5.2).
e Type: Selectsip from the pull-down menu.
e Notes: Add a brief description (optional).

Click Commit (not shown) to save.

The screen below shows the configured entry for the enterprise domain.

« Howm JEN / A

Domaln Massgement

| New More Actiern *

Jloms Fiker; Enabls

Select ; M\ lone

Figure 53 — Domain Management

6.3. Add Location

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
purposes of bandwidth management and call admission control. A single Location was defined
for the enterprise even though multiple subnets were used. The screens below show the addition
of the Location named Belleville, which includes all equipment in the enterprise including
CS1000, Session Manager and Avaya SBCE.

To add a Location, navigate to Routing => Locations in the left-hand navigation pane and click
the New button in the right pane (not shown). In the new right pane that appears (shown below),
fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.
e Name: Enter a descriptive name for the Location.

e Notes: Add a brief description (optional).
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Figure 54 — Location Configuration

In the Location Pattern section, click Add to enter IP Address patterns. The following patterns
were used in testing:

e |P Address Pattern: 10.33.*, 10.10.97.*, 10.10.98.*

Location Pattemn

Add || _gemove |
2 Items  Refresh Filter: Enable
~ [nm Patterm . Notes
r * 1033~
r *110.10.67.*
r *110.10.98.*

Sedect 1 All, None

I- Conm?i_l, Cancal l

Figure 55 — IP Ranges Configuration
Click Commit to save.
Note that call bandwidth management parameters should be set per customer requirement.
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6.4. Configure Adaptations

An Adaptation is configured to format the History Info on CS1000 to be compatible with other
Avaya products. To add a new adaptation, select Routing - Adaptations. Click the New button
in the right pane (not shown). Enter an appropriate Adaptation Name to identify the adaptation.
Select CS1000Adapter from the Module Name drop-down menu. Select Name-Value
Parameter from the Module Parameter Type drop-down menu. Click Add button to add
Name as fromto and Value as true. Click the Commit button after changes are completed.

o Home /5 ¢ Routing /

Adaptation Details | Comma | Cancel

Adaptations

Y Adaptation Name: CSIK75_Adaptabon

{Module Name: [C5 10000t ar E: |

| Module Parameter Type: | Name-Valus Parameter v

V&Ml Remuove
r Mame N =

| froeme

Sefect ; AL, Noow
Faress URT Parnmeters:

Notes:

Figure 56 - CS1000 Adaptation

An Adaptation is configured to convert the History Info to Diversion Header and to remove
MIME. To add a new adaptation, select Routing > Adaptations. Click the New button in the
right pane (not shown). Enter an appropriate Adaptation Name to identify the adaptation. Select
DiversionTypeAdapter from the Module Name drop-down menu. Select Name-Value
Parameter from the Module Parameter Type drop-down menu. Click Add button to add
Name as MIME and Value as no. Click the Commit button after changes are completed.

¢« M /E ! ’f

Adaptatsco Dutaily Commst Cancel

| Adaptation Name: O

Module Name

Modele Parsmetnr Type: s

Egress URE Parnmeters:

Notes:

Figure 57 — Diversion Header Adaptation
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6.5. Add SIP Entities

A SIP Entity must be added for Session Manager and for each SIP telephony system connected
to Session Manager which includes CS1000 and Avaya SBCE. Navigate to Routing = SIP
Entities in the left-hand navigation pane and click on the New button in the right pane (not
shown). In the new right pane that appears (shown below), fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.

e Name:
e FQDN or IP Address:

e Type:

e Adaptation:

e Location:

e Time Zone:

Enter a descriptive name.

Enter the FQDN or IP address of the SIP Entity that is used for SIP
signaling.

Select Session Manager for Session Manager, Other for

CS1000 and Avaya SBCE.

This field is only present if Type is not set to Session Manager. If
applicable, select the appropriate Adaptation module that will be
applied to the SIP Entity being created.

Select the Location that applies to the SIP Entity being created. For
the compliance test, all components were located in Location
Belleville.

Select the time zone for the Location above.

In this configuration, there are three SIP Entities.
e Session Manager SIP Entity
e Communication Manager 1000 SIP Entity
e Avaya Session Border Controller for Enterprise SIP Entity
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6.5.1. Configure Session Manager SIP Entity

The following screen shows the addition of the Session Manager SIP Entity named SM63. The
IP address of Session Manager’s signaling interface 10.33.10.26 is entered for FQDN or IP
Address. The user will need to select the specific values for the Location and Time Zone.

¢ Muome /Elemonts / Reeting / SIP Latithes

SIP Entity Detalls Commit || Canced
Generas

Help 7

SIP Entities HiName: G850
Faliny Links * [FQDN or 1P Address: 10.33.10.26
T Wangne O T |

Nobes: 5M RS.3

Dial Panterns
e o ohintsnsnades [ Location: [Gerese |
‘ Outhound Proxy: -

Viewe Zonw: | Amerca/Torerto =

Credentisd name:

SIP Link Momwto

SIP Link Monltoring: [Use Sesmon Manaper Corngurabon =)

Figure 58 — Session Manager SIP Entity

To define the ports used by Session Manager, scroll down to the Port section of the SIP Entity
Details screen. This section is only present for the Session Manager SIP Entity.

In the Port section, click Add and enter the following values. Use default values for all
remaining fields:

e Port: Port number on which Session Manager listens for SIP requests.

e Protocol: Transport protocol to be used with this port.

e Default Domain: The default domain associated with this port. For the compliance
test, this was the enterprise SIP Domain.

Defaults can be used for the remaining fields. Click the Commit button (not shown) to save.

The compliance test used port 5060 with UDP for connecting to CS1000 and Avaya SBCE.
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Port
TCP Fallover port:
TLS Failover port:

Fiker: Enable

Select : AN, None

Figure 59 — Session Manager SIP Entity Port

6.5.2. Configure Communication Server 1000 SIP Entity

The following screen shows the addition of the CS1000 SIP Entity named car3-ssg-carrier. In
order for Session Manager to send SIP service provider traffic on a separate Entity Link to
CS1000, it is necessary to create a separate SIP Entity for CS1000, in addition to the one created
at Session Manager installation, for use with all other SIP traffic within the enterprise. The
FQDN or IP Address field is set to the IP address of CS1000 signaling Node 10.10.97.178.
Select Type as Other. Select Adaptation as CS1K76_Adaptation (created in Section 6.4). The
user will need to select the specific values for the Location and Time Zone.

+ tume [/ Oemsts [ Aoctng [ SIP Dtsties o
SIP Entity Details Commit] Cancel :
*|Nome: car3-ssp-cammer
*IWQUN o 1P Addrens: 10 1097178
Type:
Notes.
Adaptation; CSLK76_Adaptaton vl
Location: Belealie &)
Time Zome:  AmeccaToronts -
* SIP Timer B/F (In seconds): &
Credentisl name:
Cali Detall Recondimg: hoon ¥
Commbrofile Type Prefersnce: w!
Figure 60 — Communication Server 1000 SIP Entity
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6.5.3. Configure Avaya SBCE SIP Entity

The following screen shows the SIP Entity for the Avaya SBCE named SBCE. The FQDN or IP
Address field is set to the IP address of the Avaya SBCE’s private network interfaces. Select
Type as Other. Select Adaptation as Diversion-Type-Remove-MIME (created in Section
6.4). The user will need to select the specific values for the Location and Time Zone.

The following screenshot shows the SIP Entity for Avaya SBCE.

+ Mums [ Oemusts [ foctng [ SIP Crtties o

SIP Entity Details Commit] Cancel
veral
* Nome: SBCE
* PQUN or 1P Addrens: 10 10,98 13
Type:

Notes.

Adaptation: Dverson Tepe Remove N[”EL}

Location: Dedlelis V]

Time Jone: Amecca/Toronts e
* SIP Timer B/F (;n seconds): &
Credentisl name:
Call Detall Hecondimg: noow V)

CommbProfile Type Prelersoce: vl

Figure 61 — Avaya SBCE SIP Entity
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6.6. Add Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity Link.
Two Entity Links were created: one to CS1000 and one to Avaya SBCE.

To add an Entity Link, navigate to Routing = Entity Links in the left-hand navigation pane and
click on the New button in the right pane (not shown). In the new right pane that appears (shown
below), fill in the following:

e Name: Enter a descriptive name.

e SIPEntity 1: Select the Session Manager being used.

e Protocol: Select the transport protocol used for this link.

e Port: Port number on which Session Manager will receive SIP requests from
the far-end.

e SIP Entity 2:  Select the name of the other system as defined in Section 6.5.

e Port: Port number on which the other system receives SIP requests from the

Session Manager.
e Connection Policy: Select trusted. Note: If this box is not selected as trusted, calls from
the associated SIP Entity specified in Section 6.5 will be denied.

Click Commit to save.

The following screen illustrates the Entity Link to the CS1000. The protocol and ports defined
here must match the values used for the CS1000 signaling in Section 5.5.2.

+ Mame [Elkments J ooting / Entity Links

Entity Links Cormomit I Cancel
1mam o Fiker: Enative
r SMO3_cord-Tegsar [swez=l [ooe gl . a { ﬁ r
0
Figure 62 — Communication Server 1000 Entity Link
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The following screen illustrates the Entity Link to Avaya SBCE. The protocol and ports defined
here must match the values used for Avaya SBCE mentioned in Section 7.2.4, later in this
document.

o ture [ Demwets [ Aoctng [ Inbty Links o
Entity Links Kcommit] Cancel
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Figure 63 — Avaya SBCE Entity Link
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6.7. Configure Time Ranges

Time Ranges are configured for time-based routing. In order to add Time Ranges, select Routing
—> Time Ranges in the left-hand navigation pane and then click New button in the right pane.
The Routing Policies shown subsequently will use the 24/7 range since time-based routing was
not the focus of these Application Notes.

o Home [Elaments / Routing / Tiew Ranges

Time Ranges

New j Mors Acions

1tom o FRRar; Enable

Figure 64 — Time Ranges

6.8. Add Routing Policies

Routing Policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 6.5. Two Routing Policies must be added: one for the CS1000 and one for
Avaya SBCE. To add a Routing Policy, navigate to Routing = Routing Policies in the left-
hand navigation pane and click on the New button in the right pane (not shown). In the new right
pane that appears (shown on the next page), fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.

e Name: Enter a descriptive name.
e Notes: Add a brief description (optional).

In the SIP Entity as Destination section, click Select. The SIP Entity List page opens (not
shown). Select the appropriate SIP Entity to which this Routing Policy applies and click Select.
The selected SIP Entity displays on the Routing Policy Details page as shown below. Use
default values for remaining fields. Click Commit to save.
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The following screen shows the Routing Policy Details for the policy named
TDC_Inbound_To_CS1K76 associated with incoming PSTN calls from the TDC Business
Trunk Service to the CS1000. Observe the SIP Entity as Destination is the entity named car3-
ssg-carrier.

1 W [ Mheennts | Kuntiny [ Buatiey Sk o
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Figure 65 — Routing to Communication Server 1000

The following screen shows the Routing Policy Details for the policy named
TDC_Outbound_To_SP4. This is associated with outgoing calls from the CS1000 to the PSTN
via the TDC Business Trunk Service, through Avaya SBCE. Observe the SIP Entity as
Destination is the entity named SBCE.
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Figure 66 — Routing to Avaya SBCE

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 66 of 125
SPOC 9/22/2015 ©2015 Avaya Inc. All Rights Reserved. TDC1K76SM63SBCE



6.9. Add Dial Patterns

Dial Patterns are used to route calls through Session Manager. For the compliance test, Dial
Patterns were configured to route calls from the CS1000 to the TDC Business Trunk Service and
vice versa. Dial Patterns define which Route Policy will be selected as route destination for a
particular call based on the dialed digits, destination Domain and originating Location.

To add a Dial Pattern, navigate to Routing = Dial Patterns in the left-hand navigation pane and
click on the New button in the right pane (not shown). In the new right pane that appears (shown
below), fill in the following:

In the General section, enter the following values. Use default values for all remaining fields.

e Pattern: Enter a dial string that will be matched against the Request-URI of the
call.

e Min: Enter a minimum length used in the match criteria.

e Max: Enter a maximum length used in the match criteria.

e SIP Domain: Enter the destination domain used in the match criteria.

e Notes: Add a brief description (optional).

In the Originating Locations and Routing Policies section, click Add. From the Originating
Locations and Routing Policy List that appears (not shown), select the appropriate originating
Location for use in the match criteria. Lastly, select the Routing Policy from the list that will be
used to route all calls that match the specified criteria. Click Select.

Default values can be used for the remaining fields. Click Commit to save.

Two examples of the Dial Patterns used for the compliance test are shown below, one for
outbound calls from the enterprise to the PSTN and one for inbound calls from the PSTN to the
enterprise. Other Dial Patterns (e.g., 1800, 08, etc.) were similarly defined.
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The following screen shows that outbound dialed numbers with a maximum of 11 digits that
begin with 1303 and have a destination SIP Domain of bvwdev7.com use the Routing Policy
Names TDC_Outbound _To_SP4 as defined in Section 6.8.

o W | Mleprnate | Kuntvng | Dund Putecns

B (el Pattern Detaih Comest - Swwm

PRt Dnden

Figure 67 — Dial Pattern 1303

Note that with the above Dial Pattern, the TDC Business Trunk did not restrict outbound calls to

this specific US area code. In real deployments, appropriate restriction can be exercised per
customer business policies.
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The following screen shows that inbound 11-digit numbers that start with 4610 use Routing
Policy Name TDC_Inbound_To_CS1K76 as defined in Section 6.8. This Dial Pattern matches
the DID numbers assigned to the enterprise by TDC Business Trunk Service.
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L

Faatmng Pobuy Tomslingtnne Raaton Frin s Som

SRS

Figure 68 — Dial Pattern 4610

The following screen illustrates a list of dial patterns used for inbound and outbound calls
between the enterprise and the PSTN.
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Figure 69 — Dial Pattern List
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7. Configure Avaya Session Border Controller for Enterprise
This section describes the configuration of the Avaya SBCE necessary for interoperability with
the Session Manager and the TDC Business Trunk system.

In this test configuration as shown in Figure 1, the Avaya elements reside on the Private side and
the TDC Business Trunk system resides on the Public side of the network.

Note: The following section assumes that Avaya SBCE has been installed and that network
connectivity exists between the systems. For more information on Avaya SBCE, refer to the
documentation listed in Section 11 of these Application Notes.

7.1. Log in Avaya Session Border Controller for Enterprise

Access the web interface by typing “https://x.x.X.x/sbc/” (where x.x.x.x is the management IP of
the Avaya SBCE).

Enter the Username and Password.

AVAYA ==

’Passwordj loooooooooooooo |

Logln I
SeSSion Border Controuer Thig system is restricted solely to authcrize? users f.or legitimate
for Enterp rise business purposes only. The actual or attempted unauthorized access,

use: or modifications of this system is strictly prohibited. Unautherized
users are subject to company disciplinary procedures and or criminal
and civil penalties under state, federal or other applicable domestic and
foreign laws.

The use of this system may be monitored and recorded for
administrative and security reasons. Anyone accessing this system
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® 2011 - 2013 Avaya Inc. All rights reserved.

Figure 70 - Avaya SBCE Login
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The Dashboard main page will appear as shown below.
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Figure 71 - Avaya SBCE Dashboard

To view system information that has been configured during installation, navigate to System
Management. A list of installed devices is shown in the right pane. In the compliance test, a
single Device Name SBCE63 was already added. To view the configuration of this device, click
View as shown in the screenshot below.

Session Border Controller for Enterprise AVAYA
Dashbosnd System Mansgement
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Device Specific Settngs

Figure 72 - Avaya SBCE System Management
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The System Information screen shows General Configuration, Device Configuration,
Network Configuration, DNS Configuration and Management IP(s) information provided
during installation and corresponded to Figure 1. The Box Type was set to SIP and the
Deployment Mode was set to Proxy.

System Information: SBCE63 X

~|General Configuration| Device Conﬁéuration r License Allocation
Appliance Name SBCE63 HA Mode No Standard Sessions 0
B SIP Two B Mode N
axtype Tl Advanced Sessions 0
Deployment Mode  Proxy SqpesEtel

Scopia Video Sessions
Requested: 0

Encryption
- INetwork Conﬁquration}

P Public IP Netmask Gateway Interface
10.10.98.13 10.10.98.13 255.255.255.192 10.10.98.1 Al
10.10.98.111 10.10.98.111 255.255.255.224 10.10.98.97 B1

~|DNS Configuration Manag t IP(s)
Primary DNS 10.10.98.60 [P 10.33.10.29]
Secondary DNS

DNS Location DMZ
DNS Client IP 10.10.98.13

Figure 73 - Avaya SBCE System Information
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7.2. Global Profiles

When selected, Global Profiles allows for configuration of parameters across all Avaya SBCE
appliances.

7.2.1. Configure Server Interworking Profile - Avaya Session Manager

Server Interworking profile allows administrator to configure and manage various SIP call
server-specific capabilities such as call hold, 180 handling, etc.

From the menu on the left-hand side, select Global Profiles = Server Interworking
e Select avaya-ru in Interworking Profiles.
e Click Clone.
e Enter Clone Name: SM63 and click Finish (not shown).

From the list of Interworking Profiles, click on SM63 to edit.
e On the General tab, Check 180 Handling as No SDP and set T.38 Support to Yes (TDC
Business Trunk supports T.38 Fax). Click Next button (not shown) to leave other options
at default. Click Finish (not shown).

The following screen shows that Session Manager server interworking profile (named: SM63)
was added.
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Figure 74 - Server Interworking — Avaya site
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7.2.2. Configure Server Interworking Profile — TDC Business Trunk

From the menu on the left-hand side, select Global Profiles = Server Interworking - Add
e Enter Profile Name: SP4 (not shown).
e Click Next button to leave all options at default. Click Finish (not shown).

From the list of Interworking Profiles, click on SP4 to edit.

e On the General tab, click on Edit button (not shown) and set T.38 Support to Yes (TDC
Business Trunk supports T.38 Fax). Click Next button (not shown) to leave other options
at default.

e Click Finish (not shown).

The following screen shows that TDC Business Trunk server interworking profile (named: SP4)
was added.
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Figure 75 - Server Interworking — TDC Business Trunk site
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e On the URI Manipulation tab, click Add button to create the URI manipulation to add
the prefix “+” sign in front of user number for any outbound calls. When a URI
[user@domain] matches the following: Domain Regex as bvwdev7.com, do this with the
user section: User Action - Add prefix[Value], enter User Values 1: + (Not shown).

Note: TDC Business Trunk requires numbers to be given in E.164 with leading plus for all
fields. This applies for Request-URI, To- and From- headers as well as the Diversion header.

Session Border Controller for Enterprise AVAYA
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Figure 76 - Server Interworking — TDC Business Trunk site - URI Manipulation

7.2.3. Configure Signaling Manipulation

The SIP signaling header manipulation feature adds the ability to add, change and delete any of
the headers and other information in a SIP message.

From the menu on the left-hand side, select Global Profiles - Signaling Manipulation -
Add.
e Enter script Title: SP4. In the script editing window, enter the text exactly as shown in
the screenshot below to perform the following:
- Replace MEX enabled mobile number on From and Contact headers by MEX fixed
number for incoming calls.

- Remove “+” on SIP headers for incoming calls.

- Remove unwanted SIP headers for outgoing calls.

- Click Save (not shown).

Note: See Appendix A in Section 12 for the reference of this sigma script.
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Figure 77 - Signaling Manipulation

7.2.4. Configure Server — Avaya Session Manager

The Server Configuration screen contains four tabs: General, Authentication, Heartbeat, and
Advanced. Together, these tabs allow one to configure and manage various SIP call server-
specific parameters such as UDP port assignment, IP Server type, heartbeat signaling parameters
and some advanced options.

From the menu on the left-hand side, select Global Profiles = Server Configuration = Add.
Enter Profile Name: SM63.

On General tab, enter the following:
e Server Type: Select Call Server.
IP Address/FQDNs: 10.33.10.26 (Session Manager signaling interface IP Address).
Port: 5060.
Transport: UDP.
Click Finish (not shown).
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Figure 78 - Server Configuration — General - Avaya Session Manager

On the Advanced tab:
e Select SM63 for Interworking Profile (see Section 7.2.1).

e Click Finish (not shown).
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Figure 79 - Server Configuration — Advanced - Avaya site
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7.2.5. Configure Server — TDC Business Trunk

From the menu on the left-hand side, select Global Profiles = Server Configuration - Add.
Enter Profile Name: SP4.

On General tab, enter the following:
e Server Type: Select Trunk Server.
e [P Address/FQDN: 192.168.198.130 (TDC Business Trunk Signaling Server IP

Address).
e Port: 5060.

e Transport: UDP.
e Click Finish (not shown).
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Figure 80 - Server Configuration — General - TDC site

Solution & Interoperability Test Lab Application Notes 78 of 125
©2015 Avaya Inc. All Rights Reserved. TDC1K76SM63SBCE



On the Advanced tab, enter the following:
e Interworking Profile: select SP4 (see Section 7.2.2).
e Signaling Manipulation Script: select SP4 (see Section 7.2.3)
e Click Finish (not shown).
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Figure 81 - Server Configuration — Advanced - TDC site
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7.2.6. Configure Routing — Avaya Session Manager

Routing profiles define a specific set of packet routing criteria that are used in conjunction with
other types of domain policies to identify a particular call flow and thereby ascertain which
security features will be applied to those packets. Parameters defined by Routing Profiles include
packet transport settings, name server addresses and resolution methods, next hop routing
information, and packet transport types.

From the menu on the left-hand side, select Global Profiles - Routing and click Add as
highlighted below.

Enter Profile Name: SP4_To_SMG63 (not shown).

Load Balancing: Priority.

Check Next Hop Priority.

Click Add button to add a Next-Hop Address.

Priority/Weight: 1.

Server Configuration: SM63 (see Section 7.2.4). This selection will automatically
populate the Next Hop Address field.

Click Finish.
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10 33 30.26 5060 (UDPY

Eace | Finssh

Figure 82 - Routing to Session Manager
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7.2.7. Configure Routing — TDC Business Trunk

From the menu on the left-hand side, select Global Profiles - Routing and click Add as
highlighted below.

Enter Profile Name: SM63_To_SP4 (not shown).
e Load Balancing: Priority.
Check Next Hop Priority.
Click Add button to add a Next-Hop Address.
Priority/Weight: 1.
Server Configuration: SP4 (see Section 7.2.5). This selection will automatically
populate the Next Hop Address field.
e Click Finish.
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Figure 83 - Routing to TDC Business Trunk
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7.2.8. Configure Topology Hiding — Avaya Session Manager

The Topology Hiding screen allows administrator to manage how various source, destination
and routing information in SIP and SDP message headers are substituted or changed to maintain
the integrity of the network. It hides the topology of the enterprise network from external
networks.

From the menu on the left-hand side, select Global Profiles - Topology Hiding.

Select Add button to enter Profile Name: SP4_To_SMG63.
e For the Header From,
- Inthe Criteria column select IP/Domain
- Inthe Replace Action column select: Overwrite
In the Overwrite Value column: bvwdev7.com
e For the Header To,
- Inthe Criteria column select IP/Domain
- Inthe Replace Action column select: Overwrite
- In the Overwrite Value column: bvwdev7.com
e For the Header Request-Line,
- Inthe Criteria column select IP/Domain
- Inthe Replace Action column select: Overwrite
- In the Overwrite Value column: bvwdev7.com

Click Finish (not shown).
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Figure 84 - Topology Hiding Session Manager
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7.2.9. Configure Topology Hiding — TDC Business Trunk
From the menu on the left-hand side, select Global Profiles > Topology Hiding.

Select Add button to enter Profile Name: SM63_To_SP4.
e For the Header From,
- Inthe Criteria column select IP/Domain
- Inthe Replace Action column select: Overwrite
- In the Overwrite Value column: testl1.btrunk.se
e For the Header To,
- Inthe Criteria column select IP/Domain
- Inthe Replace Action column select: Overwrite
- In the Overwrite Value column: testl1.btrunk.se
e For the Header Request-Line,
- Inthe Criteria column select IP/Domain
- Inthe Replace Action column select: Overwrite
- In the Overwrite Value column: testl1.btrunk.se

Click Finish (not shown).
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Figure 85 - Topology Hiding TDC Business Trunk
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7.3. Domain Policies

The Domain Policies feature allows one to configure, apply, and manage various rule sets
(policies) to control unified communications based upon various criteria of communication
sessions originating from or terminating in the enterprise. These criteria can be used to trigger
different policies which will apply on call flows, change the behavior of the call, and make sure
the call does not violate any of the policies. There are default policies available to use, or one can
create a custom domain policy.

7.3.1. Create Signaling Rules

Signaling Rules allow one to define the action to be taken (Allow, Block, Block with Response,
etc.) for each type of SIP-specific signaling request and response message. When SIP signaling
packets are received by the UC-Sec, they are parsed and “pattern matched” against the particular
signaling criteria defined by these rules. Packets matching the criteria defined by the Signaling
Rules are tagged for further policy matching.

From the menu on the left-hand side, select Domain Policies = Signaling Rules.
e Select the default Rule.
e Select Clone button.
- Enter Clone Name: SP4.
- Click Finish (not shown).
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Figure 86 - Signaling Rule SP4
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The following configuration on the SP4 Signaling Rule converts 183 with SDP to 180 without
SDP.

From the list of Signaling Rules, click on SP4.
e On the Response Headers tab, select Add In Header Control.
- Header Name: Contact.
- Response Code: 183.
- Method Name: INVITE.
- Header Criteria: Forbidden.

- Presence Action: Change response to 180 Ringing.
¢ Click Finish.

Figure 87 - Signaling Rule SP4 — Header Control
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7.3.2. Create Endpoint Policy Groups

The End Point Policy Group feature allows one to create Policy Sets and Policy Groups. A
Policy Set is an association of individual, SIP signaling-specific security policies (rule sets):
application, border, media, security, signaling, and ToD, each of which was created using the
procedures contained in the previous sections. A Policy Group is comprised of one or more
Policy Sets. The purpose of Policy Sets and Policy Groups is to increasingly aggregate and
simplify the application of Avaya SBCE security features to very specific types of SIP signaling
messages traversing through the enterprise.

From the menu on the left-hand side, select Domain Policies - End Point Policy Groups.
e Select Add.
e Enter Group Name: SM63_SP4_PolicyG.
- Application Rule: default.
- Border Rule: default.
- Media Rule: default-low-med.
- Security Rule: default-med.
- Signaling Rule: default.
- Time of Day: default.
e Select Finish (not shown).
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Figure 88 - Endpoint Policy — Avaya site
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From the menu on the left-hand side, select Domain Policies = End Point Policy Groups.
e Select Add.
e Enter Group Name: SP4_PolicyG.
- Application Rule: default.
- Border Rule: default.
- Media Rule: default-low-med.
- Security Rule: default-med.
- Signaling Rule: SP4 (see Section 7.3.1).
- Time of Day: default.
e Select Finish (not shown).
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Figure 89 - Endpoint Policy — TDC Business Trunk site
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7.4. Device Specific Settings

The Device Specific Settings feature for SIP allows one to view aggregate system information,
and manage various device-specific parameters which determine how a particular device will
function when deployed in the network. Specifically, one has the ability to define and administer
various device-specific protection features such as Message Sequence Analysis (MSA)
functionality, end-point and session call flows and Network Management.

7.4.1. Manage Network Settings
From the menu on the left-hand side, select Device Specific Settings - Network Management.

e Select Networks tab and click Add button to add a network of inside interface as
follows:
- Name: Network_Al.
- Default Gateway: 10.10.98.1.
- Subnet Mask: 255.255.255.192.
- Interface: Al (This is Avaya SBCE’s inside interface).
- Click Add button to add IP Address for inside interface: 10.10.98.13.
- Click Finish button to save the changes.
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Figure 90 - Network Management — Inside Interface
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From the menu on the left-hand side, select Device Specific Settings - Network Management.

e Select Networks tab and click Add button to add a network of outside interface as
followings:
- Name: Network_B1.
- Default Gateway: 10.10.98.97.
- Subnet Mask: 255.255.255.224.
- Interface: B1 (This is Avaya SBCE outside interface).
- Click Add button to add IP Address for outside interface: 10.10.98.111.
- Click Finish button to save the changes.
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Figure 91 - Network Management — Outside Interface
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From the menu on the left-hand side, select Device Specific Settings - Network Management.

e Select Interfaces tab.
e Click on the Status of the physical interfaces being used and change them to Enabled
state.

Session Border Controller for Enterprise AVAYA
Dazrboan Network Management SBCES3
AdMinistrahion
BachpRestore —————
e e
Global Parametoers BCER Acd VLAN
Global Frefilkes msrtacs Hyme VAN Tag Sty
PPM Sernces
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TLS Managament
- 'C':'n;'r.‘r':vuvv:l fic Semngs
Network g
Management

Mecia Interface

Figure 92 - Network Management — Interface Status
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7.4.2.

Create Media Interfaces

Media Interfaces define the type of signaling on the ports. The default media port range on the
Avaya can be used for both inside and outside ports.

From the menu on the left-hand side, Device Specific Settings = Media Interface.

The scr

Select Add button and enter the following in the configuration window (not shown):

- Name: InsideMedial.

- IP Address: Select Network A1 (A1,VLANO) and 10.10.98.13 (Internal IP Address
toward Avaya Session Manager).

- Port Range: 35000 — 40000.

- Click Finish (not shown).

Select Add button and enter the following in the configuration window (not shown):

- Name: OutsideMedial.

- IP Address: Select Network_B1 (B1,VLANO) and 10.10.98.111 (External IP
Address toward TDC Business SIP Trunk).

- Port Range: 35000 — 40000.

- Click Finish (not shown).

een below shows the configured media interfaces:

Session Border Controller for Enterprise AVAYA
Dashboerd Media Interface: SBCES3
Admmedraton
Backup/Restore
Systemn Managemert “ Madia tetartscu
Globad Parsmsiars i \\-s\vv; o Orehreg ) ety sk o vl oot 0 sl TNIOrw BT SERCIR OO Peetan teften ek et | AR Emon Aty Gan e s
Globat Profies oy et Mavagertend
PPM Servces
Dormusn Policies
TLS Maragement
#[Devce Specife Senngs| Neesddetal WAL AL 35020 - 40030
Metwork Management STy SRR
Media interface DutsdeWesial - :}_:“”Al 32030 - 53000 |
Signaing Imerdace
Figure 93 - Media Interface
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7.4.3. Create Signaling Interfaces
Signaling Interfaces define the type of signaling on the ports.

From the menu on the left-hand side, select Device Specific Settings = Signaling Interface.
e Select Add button and enter the following in the configuration window (not shown):
- Name: InsideUDP1.
- IP Address: Select Network_Al (A1,VLANO) and 10.10.98.13 (Internal IP Address
toward Avaya Session Manager).
- UDP Port: 5060.
- Click Finish (not shown).

From the menu on the left-hand side, select Device Specific Settings = Signaling Interface.
e Select Add button and enter the following in the configuration window (not shown):
- Name: OutsideUDP1.
- IP Address: Select Network B1 (B1,VLANO) and 10.10.98.111 (External IP
Address toward TDC Business SIP trunk).
- UDP Port: 5060.
- Click Finish (not shown).

Note: For the internal interface, the Avaya SBCE was configured to listen for UDP on port 5060.
For the external interface, the Avaya SBCE was configured to listen for UDP on port 5060 as
same by TDC Business Trunk.

The screen below shows the configured singnaling interfaces:

Signaling Interface. SBCEB3

SBCEE)

Globe Pacamelers
ey ARy Sr g 20 W teg ) it oy Seapsallenys ot beT i ] beigivg et supeil i loet 1 010t Setid o rbasng) wict JAfyletid Lot AU RLNTE Cite I

Glonad Profies SEe0 o Seeam faagimedt
PPM Seraces

Doman Polies

TLS Managemant

# | Desace Specite E‘.Qlﬂl‘l)s_.‘

a1

Netwirk Msnsgsment
Mede bteriace Outwee O W g PN = 6 - Mene

Signaling Interface

£nd Port Flows

Figure 94 - Signaling Interface
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7.4.4. Configuration Server Flows
Server Flows allow an administrator to categorize signaling and apply various policies.

7.4.4.1 Create End Point Flows — Avaya Session Manager
From the menu on the left-hand side, select Device Specific Settings = End Point Flows.

Select the Server Flows tab.
Select Add, enter

Flow Name: SM63_Flow.

Server Configuration: SM63 (see Section 7.2.4).

URI Group: *.

Transport: *.

Remote Subnet: *.

Received Interface: OutsideUDP1 (see Section 7.4.3).
Signaling Interface: InsideUDP1 (see Section 7.4.3).

Media Interface: InsideMedial (see Section 7.4.2).

End Point Policy Group: SM63_SP4 PolicyG (see Section 7.3.2).
Routing Profile: SM63_To_SP4 (see Section 7.2.7).
Topology Hiding Profile: SP4_To_SM63 (see Section 7.2.8).
Click Finish.
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Figure 95 - End Point Flow to TDC Business Trunk
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7.4.4.2 Create End Point Flows — TDC Business Trunk

From the menu on the left-hand side, select Device Specific Settings = End Point Flows.
- Select the Server Flows tab.
- Select Add, enter
- Flow Name: SP4_Flow.
- Server Configuration: SP4 (see Section 7.2.5).
- URI Group: *.
- Transport: *.
- Remote Subnet: *.
- Received Interface: InsideUDP1 (see Section 7.4.3).
- Signaling Interface: OutsideUDP1 (see Section 7.4.3).
- Media Interface: OutsideMedial (see Section 7.4.2).
- End Point Policy Group: SP4_PolicyG (see Section 7.3.2).
- Routing Profile: SP4_To_SM63 (see Section 7.2.6).
- Topology Hiding Profile: SM63_To_SP4 (see Section 7.2.9).
- Click Finish.
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Figure 96 - End Point Flow from TDC Business Trunk
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8. TDC Business Trunk Service Configuration

TDC Business Trunk is responsible for the network configuration of the TDC Business Trunk
service. TDC Business Trunk will require that the customer provide the public IP address used to
reach the Avaya SBCE public interface at the edge of the enterprise. TDC Business Trunk will
provide the IP address of the TDC Business Trunk SIP proxy/SBC, IP addresses of media
sources and Direct Inward Dialed (DID) numbers assigned to the enterprise. TDC Business
Trunk also provides the TDC SIP Specification document for reference. This information is used
to complete configurations for Avaya Communication Server 1000, , Session Manager, and the
Avaya SBCE discussed in the previous sections.

The configuration between TDC Business Trunk and the enterprise is a static IP configuration.
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9. Verification Steps
The following steps may be used to verify the configuration.

9.1. General

Place an inbound call from a PSTN phone to an internal Avaya phone, answer the call, and
verify that two-way speech path exists. Verify that the call remains stable for several minutes and
disconnects properly.

9.2. Verification of an Active Call on Communication Server 1000

Active Call Trace (Id 80)
The following is an example of one of the commands available on the CS1000 to trace the DN
for which the call is in progress or idle (5871). The call scenario involved PSTN phone number
1303XXX9042 calling 4610XXX5871 (which is translated to extension 5871).
e Login into CS1000 Signaling Server 10.10.97.177 with admin account and password.
e Issue a command “cslogin” to login on to the CS1000 Call Server.
e Log in to the Overlay command prompt, issue the command Id 80 and then trace 0 5871.
e After the call is released, issue command trac 0 5871 again to see if the DN is released
back to idle state.
Below is the actual output of the CS1000 Call Server Command Line mode when the 5871 is in
call state:

>|d 80
TRAO000
.trace 0 5871

TRA100
trac 0 5871
ACTIVE VTN 096 0 00 02

ORIG VTN 10000100 VTRKIPTI RMBR 101 1 INCOMING VOIP GW CALL
FAR-END SIP SIGNALLING IP: 10.10.98.13
FAR-END MEDIA ENDPOINT IP: 10.10.98.13 PORT: 35590
FAR-END VendorID: AVAYA-SM-6.3.13.0.631304
TERM VTN 096 00002 KEY 0 SCR MARP CUST 0 DN 5871 TYPE 2002P2
SIGNALLING ENCRYPTION: INSEC
MEDIA ENDPOINT IP: 10.33.5.9 PORT: 5200
MEDIA PROFILE: CODEC G.711 MU-LAW PAYLOAD 20 ms VAD OFF
RFC2833: RXPT 101 TXPT 101 DIAL DN 5871
MAIN_PM ESTD
TALKSLOT ORIG 18 TERM 23
EES_DATA:
NONE
QUEU NONE
CALL ID 501 16
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---- ISDN ISL CALL (ORIG) ----

CALL REF # = 385

BEARER CAP = VOICE

HLC =

CALL STATE= 10 ACTIVE

CALLING NO = 1303XXX9042 NUM_PLAN:UNKNOWN TON:UNKNOWN ESN:UNKNOWN
CALLED NO = 4610XXX5871 NUM_PLAN:UNKNOWN TON:UNKNOWN ESN:UNKNOWN

And this is the example after the call to 5871 is finished.

>|d 80

TRAO000

.trac 05871

IDLEVTN 96 00002 MARP

SIP Trunk monitoring (Id 32)
Place a call inbound from PSTN (1303XXX9042) to an internal Avaya phone (4610XXX5871).
Then check the SIP trunk status by using Id 32, and verify one trunk is BUSY.

>|d 32

NPR00O

.stat 100 0

091 UNIT(S) IDLE
001 UNIT(S) BUSY
000 UNIT(S) DSBL
000 UNIT(S) MBSY

After the call is released, check that SIP trunk status should change to the IDLE state.

>|d 32

NPR00O

.stat 100 0

092 UNIT(S) IDLE
000 UNIT(S) BUSY
000 UNIT(S) DSBL
000 UNIT(S) MBSY
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9.3. Protocol Trace
Below is a wireshark trace of the same call scenario described in Section 9.2.

M Protocol_Captured.pcap - Graph Analysis

(o[-

i 10.10.98.111
i 192.168.198.130 Comment
14.474408 leng;:)gm P (g711A g728 g7, 4,y%§§|epf SIP From: <sip:+ 13031003042 @ ab-pgw ipt iptele dk5060.us
14.479658 el SIP Status
14547916 coqre—280Ringing 1 SIP Status
14705701 i ,%.,h SIP Request
14.719166 b dm%mj || P stms
15.094742 KONy (al11U telephone event, | sip st
16.157090 e RIPAQZIIN || RTP Num packets17 Duration0.315s SSRCOKTCO266FE
16.412469 PR .3 1 (+75 V1) I, RTP Num packets5 Duration:0.074s SSRC:ON1S52C23 =
16.492322 200 OK SDP (g711U telephorie-event.  sip status
16.497858 —MMS, RTP Num packets3351 Durstion:75.757s SSRC-Ox7CO266FE
16.507896 PSR4 1R (+74 5 °0) MU, RTP Num packets3381 Duration75.757s SSRC0x1952€23
16.516016 S SIP Request
16.650959 VL&J:A’%%@ SIP Requast
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Figure 97 — SIP Call Trace
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10. Conclusion

All of the test cases have been executed. Observations/limitations seen during the test was noted
in Section 2.2. The test met the objectives outlined in Section 2.1. The TDC Business Trunk
Service is considered compliant with Avaya Communication Server 1000 Release 7.6, Avaya
Aura® Session Manager Release 6.3 and Avaya Session Border Controller for Enterprise Release
6.3.
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12. Appendix A: SigMa Script

The following is the Signaling Manipulation script used in the configuration of the Avaya SBCE
in Section 7.2.3:

within session "ALL"

{

}

act on message where %DIRECTION="INBOUND" and
%ENTRY_POINT="AFTER_NETWORK"

/I Replace Mex Mobile number of FROM and Contact headers by Mex fixed number

%HEADERS["From"][1].URI.USER.regex_replace("(\+4676XXX5962)","4610XX
X5874");

%HEADERS["Contact"|[1].URI.USER.regex_replace("(\+4676XXX5962)","4610
XXX5874");

%HEADERS["From"][1].URI.USER.regex_replace("(\+4676XXX5921)","4610XX
X5872");

%HEADERS["Contact"][1].URI.USER.regex_replace("(\+4676XXX5921)","4610
XXX5872";

/ Remove "+" for incoming calls

%HEADERS["From"][1].URI.USER.regex_replace("(\+)","");
%HEADERS["Contact"][1]. URI.USER.regex_replace("(\+)",");
%HEADERS["'Request_Line"][1]. URI.USER.regex_replace("(\+)","");
%HEADERS["To"[[1]. URI.USER.regex_replace("(\+)","");

act on request where %DIRECTION="OUTBOUND" and
%ENTRY_POINT="POST_ROUTING"

{

/l Remove unwanted Headers

remove(%HEADERS["History-Info"][3]);
remove(%HEADERS["History-Info"][2]);
remove(%HEADERS["History-Info"][1]);
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13. Appendix B: MEX Testing

In this compliance test, the below test extensions can only be used in Sweden to be able to
trigger IN services.

MEX 1 fixed number = +46104925874 (MEX1 enabled mobile= +46767225962) extension
5874.
MEX 2 fixed number = +46104925872 (MEX2 enabled mobile= +46767225921) extension
5872.

R1 number: +222 and Prefix: +46394980.

13.1. Inbound Call To MEX Fixed Number

This section explains inbound Calls to a MEX fixed number, which is routed to the enterprise: its
corresponding MEX enabled mobile number.

After receiving the SIP Invite from TDC, the PBX should send a SIP re-Invite against the SIP
trunk with the To-header user part containing a concatenation of PREFIX +46394980 and the
MEX enabled mobile number in international format. The From-header user part is the original
calling number generated by the PBX (the number to display on the MEX enabled mobile).

Example 1:
Assuming a call from +46767892721 to the MEX1 fixed number (+46104925874) associated

with MEX1 enabled mobile +46767225962.

Firstly, TDC sent SIP Invite message to Avaya with the To and From headers :
To: <sip:+2220104925874@test11.btrunk.se>
From: <sip:+46767892721@test11.btrunk.se>

Then, Avaya PBX sent SIP re-Invite to TDC with the To and From headers:
To: <sip:+4639498046767225962@test11.btrunk.se>
From: <sip:+46104925872@test11.btrunk.se>

Example 2:
Assuming a call from MEX1 enabled mobile +46767225962 to a MEX2 fixed extension number

(5872) associated with MEX2 enabled mobile +46767225921.

Firstly, TDC sent SIP Invite message to Avaya with the To- and From-headers might look like:
To: <sip:+2225872@test11.btrunk.se>
From: <sip:+46767225962@test11.btrunk.se>

Then, Avaya PBX sent SIP re-Invite to TDC with the To- and From-headers might look like:
To: <sip:+4639498046767225921@test11.btrunk.se>
From: <sip:+46104925874@test11.btrunk.se>
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13.1.1. Configure Signaling Manipulation on Avaya SBCE

The information below is defined in Section 7.2.3. This script implements the manipulation to
replace MEX enabled mobile number on From and Contact headers by MEX fixed number for

incoming calls.
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Figure 98 - Signaling Manipulation for Mex Testing
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13.1.2. Configure Session Manager — Dial Pattern

There are four examples of dial patterns defined in this configuration: dial patterns for incoming
calls: 222, 2225872, 2225874, and dial pattern for outgoing call: 46394980.
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Figure 99 - Dial Pattern 222
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Figure 100 - Dial Pattern 2225872
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Figure 101 - Dial Pattern 2225874
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Figure 102 - Dial Pattern 46394980
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13.1.3. Configure CS1000 — Incoming Digit Conversion

In the following configuration, the incoming calls to 2225872 or 2220104925872 will be
translated to the associated DN 5872. The incoming calls to 2225874 or 2220104925874 will
be translated to the associated DN 5874.

AVAYA CS$1000 Element Manager

wenrs ILIRAIES Svwwmrw e
oy oot Ve Purt + mne [t S meaon + Camumet (8 + Dt Covvatinm Tras § Contpmmt

Digit Conversion Tree 1 Configuration

Figure 103 - Incoming Digit Conversion for MEX testing
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13.1.4. Configure CS1000 — Mobile Extension Users

The CS1000 Mobile Extensions feature enabled MEX mobile connected to a CS1000 system to
appear as office extensions (MEX fixed number or MEX extension number). Incoming calls to
an office telephone number automatically call out to the MEX mobile associated with the office
telephone number.

LD 11

REQ: new

TYPE: uext

TN 960019

UXTY

DATE

PAGE

DES MOBX

TN 096 00019 VIRTUAL

TYPE UEXT

CDEN 8D

CTYP XDLC

CUSTO

UXTY MOBX

UXID 46767225962

NUID

NHTN

MRT

ERL O

ECL O

FDN

TGAR 1

LDN NO

NCOS 0

SGRP 0

RNPG 0

SCI 0

SSuU

XLST

SCPW

SFLT NO

CAC MFCO

CLS CTD FBAWTA LPR MTD FNA HTD TDD HFD CRPD
MWD LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LND CNDD
CFTD SFD MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXA ARHD CLTD ASCD
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CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHA IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXRO
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND OCBD FLXD FTTC DNDY
DNO3 MCBN
FDSD NOVD VOLA VOUD CDMR PRED RECD MCDD T87D SBMD ELMD
MSNV FRA PKCH CCMD MWTD DVLD CROD ELCD VMSA
CPND_LANG ENG
RCO 0
HUNT
PLEV 02
PUID
UPWD
DANI NO
AST
IAPG 0
AACS NO
ITNA NO
DGRP
MLWU_LANG 0
MLNG ENG
DNDR O
KEY 00 SCR 58740
CPND
CPND_LANG ROMAN
NAME TDC5874
XPLN 13
DISPLAY_FMT FIRST,LAST
01 HOT P 20 64639498046767225962 < (6 is an Access Code, 46394980: Prefix,
46767225962: MEX1 enabled mobile)
02
03
04
05
06
07
08
09
10
11
12
13
14
15
16
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17 TRN
18 AO6
19 CFW 16
20 RGA
21 PRK
22 RNP
23

24 PRS
25 CHG
26 CPN
27

28

29

30

31

LD 11

REQ: new
TYPE: uext
TN 960020
UXTY

DATE

PAGE

DES MOBX
TN 096 00020 VIRTUAL
TYPE UEXT
CDEN 8D
CTYP XDLC
CUSTO
UXTY MOBX
UXID 46767225921
NUID

NHTN

MRT

ERL O

ECL O

FDN

TGAR 1

LDN NO
NCOS 0
SGRP 0

RNPG 0

SCI 0

SSuU
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XLST
SCPW
SFLT NO
CAC_MFCO
CLS UNR FBD WTA LPR MTD FND HTD TDD HFD CRPD
MWD LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LND CNDD
CFTD SFD MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXD ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHA IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXRO
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND OCBD FLXD FTTC DNDY
DNO3 MCBN
FDSD NOVD VOLA VOUD CDMR PRED RECD MCDD T87D SBMD ELMD
MSNV FRA PKCH CCMD MWTD DVLD CROD ELCD VMSA
CPND_LANG ENG
HUNT
PLEV 02
PUID
UPWD
DANI NO
AST
IAPG 0
AACS NO
ITNA NO
DGRP
MLWU_LANG 0
MLNG ENG
DNDR 0
KEY 00SCR 58720 MARP
CPND
CPND_LANG ROMAN
NAME TDC5872
XPLN 13
DISPLAY_FMT FIRST,LAST
01 HOT P 20 64639498046767225921 < (6 is an Access Code, 46394980: Prefix,
46767225921: MEX2 enabled mobile)

02
03
04
05
06
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07

08

09

10

11

12

13

14

15

16

17 TRN
18 AO6
19 CFW 16
20 RGA
21 PRK
22 RNP
23

24 PRS
25 CHG
26 CPN
27

28

29

30

31
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13.1.5. Configure CS1000 — NPA 463

There is an example of Numbering Plan Area Code 463 defined in this configuration for
outgoing calls. This area code was associated to Route List Index 14 created in Section 5.6.4.

AVAYA

|
~ DON Network Services
- Home
- Links
- Vit Teomingts
- Systern
+ Alwrms
- Mainterance
+ Cora Equigesant
- Periphesai Equpment
+ 1P Network
+ interfaces
Engreered Vaues
+ Emerngancy Saevicas
+ Geojpaphic Redundancy
+ Software
Customers
- Routes and Trunks
- Routes and Trurks
D-Chamneis
- Dgfal Trunk iooertace

<FRONTI TS Haswwnon
- Incoming Dight Transiation

-iouaa ong Numbering Plans
- Elactionic Suchi) Nebwors

CS1000 Element Manager

Masageg: 1010.97.96  Usemame. agmin
Diakng and Nursbering Plan » Elsctiosss Saslahad Mt LESH » Cuntamar D3 5 Numberng Pan (NET) » Access Cooe 1 » Nurrbenng Pan Aes Cace Lst

Numbering Plan Area Code List

Please enter an area code I e Add ‘

+ Numbering Plan Atea Code — 1303 Eat]
+ Numbering Plan Ares Code — 1416 E9!
+ Nambering Plan Area Code — 1013 Eat

|- Numbering Pran Arsa Code — 463 | Eon
| Route Lizt indax 14
PConEng Trunk groud Exchusion Index NONE
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Figure 104 — NPA 463
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13.2. Outbound Call from MEX Enabled Mobile Number

This section explains MEX enabled mobile calls to PSTN numbers. After receiving the SIP
Invite from TDC, the PBX should send a SIP re-Invite against the SIP trunk with the To header
user part containing PSTN number in international format and the From header user part
replaced by the MEX fixed number.

Example:

Assuming a call from MEX enabled mobile with number +46767225962 to PSTN
0016139675206 and R1 is using +222.

Firstly, TDC sent the SIP Invite to Avaya with To and From headers:
To: <sip:+2220016139675206 @test11.btrunk.se>
From: <sip:+46767225962@test11.btrunk.se>

Then, Avaya PBX sent SIP re-Invite to TDC with the To and From headers:
To: <sip:+0016139675206 @test11.btrunk.se>
From: <sip:+46104925874@test11.btrunk.se>
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13.2.1. Configure Signaling Manipulation on Avaya SBCE

Use the same SIP manipulation script defined in Section 13.1.1. The script was edited to replace
MEX enabled mobile number on From and Contact headers with MEX fixed number for
incoming calls.

13.2.2. Configure Session Manager — Dial Pattern

There are two examples of dial patterns defined in this configuration: Dial pattern for incoming
calls: 222, and dial pattern for outgoing calls: 001. Note: The user has to define other dial
patterns for outgoing calls to any PSTN numbers that users wish to call.

o Meern / Dletsnnts | Santinn £ (il Pammres o

Cond Patiorn Delain Camwm  Carwwl

Al Pemmawe
1Res R e

.............

Sabuct : A, At

Figure 105 - Dial Pattern 222
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(ed Pattem Detaln

R e

Camam - Carwwl

..........
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Figure 106 - Dial Pattern 001
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13.2.3. Configure CS1000

13.2.3.1 Configure Digit Manipulation Block Index (DMI 15)

Follow steps in Section 5.6.3 to add DMI. An index was added to the Digit Manipulation Block
Index 15.

The DMI 15 was manipulated to delete 3 leading digits, therefore, enter 3 for Number of

leading digits to be deleted and select Call type will not be changed (NCHG) for Call Type
to be used by the manipulated digits. Click on the Submit button.

AVAYA CS1000 Element Manager

SUM Rermend Serrews e DRILR -
vy e ooy PAee + SRt S e SNt (LI + Cobomas 0 « bnes Cormes & Sarvems + Dt Wmirsiomon Soct Ly

newve

whs Temae Digit Manipulation Block
rewe.

Figure 107 — DMI 15 Configuration
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13.2.3.2 Configure Route List Block Index (RLI)

Follow steps in Section 5.6.4 to add RLI. The following screen shows the existing Route List
Block Index 15 associated with the Digit Manipulation Index 15 created in Section 13.2.3.1
and Route Number 100 created in Section 5.5.5.

AVAYA CS1000 Element Manager

WO etk Servicnn Mgry JAMMTLE M
sy mes tanmenng Pace » gt Sutybnd ety (LI, » Comomer 08 ¢ Mmeom Cummot 8 Servass | Focts Lt Sochs

Routs List Blocks

PR I & (O bl it o e
¢ L O Y

© Meew Lt Bk mia M Do
M s e

- Dot Trarm. rowtce
Cumg 1nd roerng Puse

3/

R

Figure 108 — RLI 15 Configuration

13.2.3.3 Configure Trunk Steering Code (TSC 222)
There is a Trunk Steering Code 222 configured to be used for this testing.

Select Dialing and Numbering Plans - Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen as show in Figure 39. Select Trunk

Steering Code (TSC). Select Add from the pull-down options and enter 222 at Please enter a
trunk steering code and then click on the to Add button.

AVAYA CS1000 Element Manager

| e e R e |
- UCM Network Senvices Managng 10109796 Usermame aomn
- Home Diaing and Numbering Plana » Echonic Swiched Netwgns JESH) » Customer 09 » Coodnaled Diafing Plan (COP) » Trunk Steenng Code List
~Links - -
- Vitusl Termnss Trunk Steering Code List
- System 22 £
- Alarms Maza
- Mamtenance L"c" v,_
« Core EQupmant
Penphanal Eguipment . i
* IP Néetarork 595 I 1o Add
« Interfaces | Please enter a trunk steonng code <2< l hd
- Engineerad Values
« Emeegancy Services
« Geographic Redundancy
« Software
- Customers
- Routes and Trunks
Routes and Tiumks
- D-Channels
~ Dightal Trunk Interface
-{Diaking and Numbenng Plans
|~ Elecimnic Switchad Netwerk |
= FisxiD v "sinchion
Incoming Digt Transiation

Figure 109: Add TSC 222
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From the pull-down list of Route List to be accessed for trunk steering code, select 15 (RLI

15 was created in Section 13.2.3.2). Click Submit to save the changes.

AVAYA CS1000 Element Manager

Maiingry SDALITEE  Cumomn e
T, i Dby P+ Dbty S Tt (LI » bt 03 » oo Sty P I« 1 Mmoo St Ll o Tt Sy C

Trunk Steering Code

P Len g

Figure 110: TSC 222 associated to RLI 15
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14. Appendix C: TDC Special Services Testing

For calls from PBX to Inquire, Emergency, Healthcare, or Police number services, the called
service numbers require a prefix/suffix before being sent to the TDC platform. The prefix/suffix
needs to be added by the PBX. The prefix is always 463 and is required for the number series
starting on 112, 1177, 11414, and 118118. The suffix is always 479 and is required for the
number series starting on 112, 1177, 11414.

Example:
- Calling Police number 11414: The PBX sent + 4637911414479.

- Calling Healthcare number 1177: The PBX sent +463791177479.
- Calling Inquire number 118118: The PBX sent +46379118118.
- Calling Emergency number 112: The PBX sent +46379112479.

14.1. Configure CS1000

14.1.1. Configure Digit Manipulation Block Index (DMI 16)

Follow steps in Section 5.6.3 to add DMI. An index was added to the Digit Manipulation Block
Index 16.

The DMI 16 was manipulated to delete 5 leading digits. Enter 5 for Number of leading digits
to be deleted and Insert: 4637911414479 (this is the special number for calling Police
services - 11414). Select Call type will not be changed (NCHG) for Call Type to be used by
the manipulated digits and then click on the Submit button.

AVAYA CS1000 Erement Manager

] wopry IRIAILSE  Gvmew s
Nowe -t Py . e
P

Digit Manipuiation Biock

Figure 111 — DMI 16 Configuration
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14.1.2. Configure Digit Manipulation Block Index (DMI 17)

Follow steps in Section 5.6.3 to add DMI. An index was added to the Digit Manipulation Block
Index 17.

The DMI 17 was manipulated to delete 4 leading digits. Enter 4 for Number of leading digits
to be deleted and Insert: 463791177479 (this is the special number for calling Healthcare
services - 1177). Select Call type will not be changed (NCHG) for Call Type to be used by
the manipulated digits and then click on the Submit button.

AVAYA C$1000 Eement Manager

SUM Ratwers Serveny T L
Chawrg wor tm

ot o s Sace st rven by 0 stome 00, Sabase Dot § Servoes

ey

Digit Manipuiation Biock

Srveew

Figure 112 — DMI 17 Configuration

14.1.3. Configure Digit Manipulation Block Index (DMI 18)

Follow steps in Section 5.6.3 to add DMI. An index was added to the Digit Manipulation Block
Index 18.

The DMI 18 was manipulated to delete 6 leading digits. Enter 6 for Number of leading digits
to be deleted and Insert: 46379118118 (this is the special number for calling Inquire services -
118118). Select Call type will not be changed (NCHG) for Call Type to be used by the
manipulated digits and then click on the Submit button.

CS1000 Exement Manager

o LLILALES  veeww
Oy s by P+ Sc s, St Mt TH, » b 00 & Subws St & Srmces + Dunt SAIGATINS SOXK LGS + Dot Mammmnons Bt

Digit Manipulation Biock

Figure 113 — DMI 18 Configuration
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14.1.4. Configure Digit Manipulation Block Index (DMI 19)
Follow steps in Section 5.6.3 to add DMI. An index was added to the Digit Manipulation Block
Index 19.

The DMI 19 was manipulated to delete 3 leading digits. Enter 3 for Number of leading digits
to be deleted and Insert: 46379112479 (this is the special number for calling Emergency
services - 112). Select Call type will not be changed (NCHG) for Call Type to be used by
the manipulated digits and then click on the Submit button.

AVAYA C$1000 Element Manager

52 + Dot Vammponom Dot

FOM Fetoent ey b EAAELIE v
Dy et My P« SCR0TE SRETNG TN ST+ Chmtor 00 Samere Comnes § Sorores + Dot ManRcanm S5k 4

Digit Manipulation Biock

Wt ¥ Bty OPS ¥ %e cwwiet

------

Figure 114 — DMI 19 Configuration
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14.1.5. Configure Route List Block Index
Follow steps in Section 5.6.4 to add RLI.

The following screen shows the configured Route List Block Index 16 associated to the Digit
Manipulation Index 16 created in Section 14.1.1 and Route Number 100 created in Section
5.5.5.

AVAYA CS1000 Element Manager
1
- UCM Network Services Managing: 10.10.97.96  Username: admin
—Home Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Network Ceontrol & Services » Route List Blocks
- Links -
- Virtual Terminals Route List Blocks
- System
+Alarms
:ggrlgtégi?;:lem Please entera route listindex| | (0-1ec0)[ toAdd
- Peripheral Equipment
S etk + Route List Block Index — 1
.
5 E?ngérr\;:rzig g:xizs + Route List Block Index - 14
Geographic Redundan
sy & + Route List Block Index — 15
- Customers
s e -| Route List Block Index — 16| Edit
- Routes and Trunks Initial Set' 0

- D-Channeis
- Digital Trunk Interface

Dialing and Numbering Plans
- Electronic Switched Network
e Code Restri

Number of Alternate Routing Attempis: 5
Set Minimum Facility Restriction Level : 0

Ee o - Data Entry Index — 0 [Edit]
- Incoming Digit Translation

- Phones Expensive Route: N
:gszges Facility Restriction Level: 0
—Views [Digit Manipuilation Index: 16]
- Lists ! ISL D-Channel Down Digit Manipulation Index: 0
:“Pnfi‘g’?;mis Free Calling Area Screening Index: 0

~Tools Free Special Number Screening Index: 0

+ Backup and Restore Business Network Extension Route: NO
- Date and Time

Figure 115 — RLI 16 Configuration

The following screen shows the other configured Route List Block Indexes:
e Route List Block Index 17 associated to the Digit Manipulation Index 17 created in
Section 14.1.2 and Route Number 100 created in Section 5.5.5.
e Route List Block Index 18 associated to the Digit Manipulation Index 18 created in
Section 14.1.3 and Route Number 100 created in Section 5.5.5.
e Route List Block Index 19 associated to the Digit Manipulation Index 19 created in
Section 14.1.4 and Route Number 100 created in Section 5.5.5.
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- |Route List Block Index — 17

Initial Set: 0
Number of Alternate Routing Aitempis: 5
Set Minimum Facility Restriction Level - 0

- Data Entry Index — 0

| Route Number: 100 |
Expensive Route: N
Facility Restriction Level: 0
| Digit Manipulation Index: 17|
ISL D-Channel Down Digit Manipulation Index: 0
Free Calling Area Screening Index: 0
Free Special Number Screening index: 0
Business Network Extension Route: NO

- Route List Block Index — 18

Initial Set: 0
Number of Alternate Routing Attempts: 5
Set Minimum Facility Restriction Level : 0

- Data Entry Index — 0

[Route Number: 100|
Expensive Route: N
Facility Restriction Level: 0
[Digit Manipulation Index: 18 |
ISL D-Channel Down Digit Manipulation Index: 0
Free Calling Area Screening index: 0
Free Special Number Screening index: 0
Business Network Extension Route: NO

- |Route List Block Index — 19

Initial Set: 0
Number of Alternate Routing Attempis: 5
Set Minimum Facility Restriction Level : 0

- Data Entry Index — 0

IRoute Number: 100 |
Expensive Route: N
Facility Restriction Level: 0
| Digit Manipulation index: 19 |
ISL D-Channel Down Digit Manipulation index: 0
Free Calling Area Screening Index: 0
Free Special Number Screening index: 0
Business Network Extension Route: NO

Figure 116 — RLI1 17_18 19 Configuration

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 122 of 125
SPOC 9/22/2015 ©2015 Avaya Inc. All Rights Reserved. TDC1K76SM63SBCE



14.1.6. Configure Special Number (SPN)

Some special numbers have been configured to be used for this testing, such as: 112, 114,117,

and 118.

Select Dialing and Numbering Plans - Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen as show in Figure 39. Select Special

Number (SPN). Enter a SPN number and then click on the to Add button.

The following screen shows the configured special numbers used for this testing.
e Special Number 112 associated with the Route list index 19 created in Section 14.1.5.
e Special Number 114 associated with the Route list index 16 created in Section 14.1.5.
e Special Number 117 associated with the Route list index 17 created in Section 14.1.5.
e Special Number 118 associated with the Route list index 18 created in Section 14.1.5.

CS1000 Exement Manager

JUM Rarwerd Servens vy ALITS  Sveewen s

ey P . S SetTies tamwge £ whore 00 4 Smmng Pus HET| + aczmss Coon |+ Tpucie Summe
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N Mawws BN (]

Son Wt - 117
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Figure 117 — TDC SPN
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14.2. Configure Session Manager — Dial Pattern
The example of dial pattern 463 is defined in this configuration for outgoing calls.

DR T o

Dl Pattomn Detaln Cormm  _wusl

A% Msen

.......

Figure 118 - Dial Pattern 463
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