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Abstract 
 

  

These Application Notes describe the steps to configure Session Initiation Protocol (SIP) 

Trunking between CenturyLink SIP Trunk Service (Legacy Qwest) using Sonus NBS version 

7.3.5R6 and an Avaya SIP-enabled enterprise solution. The Avaya solution consists of Avaya 

Communication Server 1000E, Acme Packet 3820 Net-Net® Session Director and various 

Avaya endpoints.  

 

CenturyLink is a member of the Avaya DevConnect Service Provider program. Information in 

these Application Notes has been obtained through DevConnect compliance testing and 

additional technical discussions. Testing was conducted via the DevConnect Program at the 

Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe a sample configuration of Avaya Communication Server 

1000E release 7.5 and Acme Packet 3820 Net-Net Session Director 6.2.0 (Acme Packet 3820) 

integration with CenturyLink SIP Trunk Service (Legacy Qwest) using Sonus NBS version 

7.3.5R6. CenturyLink can offer SIP trunk service using several different platform technologies in 

the CenturyLink network. These Application Notes correspond to the SIP trunk service offered 

using a Sonus platform in the network. 

 

In the sample configuration, the Acme Packet 3820 is used as an edge device between Avaya 

Customer Premise Equipment (CPE) and CenturyLink SIP Trunk. The Acme Packet 3820 

performs SIP header manipulation and provides Network Address Translation (NAT) 

functionality to convert the private Avaya CPE IP addressing to IP addressing appropriate for the 

CenturyLink SIP Trunk access method.  

 

CenturyLink SIP Trunk Service is positioned for customers that have an IP-PBX or IP-based 

network equipment with SIP functionality, but need a form of IP transport and local services to 

complete their solution. 

 

CenturyLink SIP Trunk Service will enable delivery of origination and termination of local, 

long-distance and toll-free traffic across a single broadband connection. A SIP signaling 

interface will be enabled to the Customer Premises Equipment (CPE). CenturyLink SIP Trunk 

Service will also offer remote DID capability for a customer wishing to offer local numbers to 

their customers that can be aggregated in SIP format back to customer. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities. DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 

2. General Test Approach and Test Results  
The general test approach was to configure a simulated enterprise site using Avaya 

Communication Server 1000E (CS1000E) and Acme Packet 3820 to connect to the public 

Internet using a broadband connection. The enterprise site was configured to connect to 

CenturyLink SIP Trunk Service. This configuration (shown in Figure 1) was used to exercise the 

features and functionality listed in Section 2.1. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities. DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 
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2.1. Interoperability Compliance Testing 

To verify SIP trunking interoperability, the following features and functionality were covered 

during the interoperability compliance test: 

 

 Incoming PSTN calls to various phone types. Phone types included UNIStim, SIP, 

digital, and analog telephones at the enterprise. All inbound PSTN calls were routed to 

the enterprise across the SIP trunk from the service provider. 

 Outgoing PSTN calls from various phone types. Phone types included UNIStim, SIP, 

digital, and analog telephones at the enterprise. All outbound PSTN calls were routed 

from the enterprise across the SIP trunk to the service provider. 

 Inbound and outbound PSTN calls to/from Avaya one-X Communicator (soft client). 

 Various call types including: local, long distance, international, outbound toll-free, 

operator assisted calls, emergency calls (911) and local directory assistance (411). 

 Inbound toll-free calls. 

 Codecs G.729A, G.729B and G.711MU. 

 DTMF transmission using RFC 2833. 

 T.38 Fax. 

 Caller ID presentation and Caller ID restriction. 

 Voicemail navigation for inbound and outbound calls. 

 User features such as hold and resume, transfer, and conference. 

 Off-net call forwarding and Mobile-X (extension to cellular). 

 

Items not supported or not tested included the following: 

 SIP REFER method is not supported by Avaya CS1000E. 

 Mid-Call features using Mobile-X were not tested. 

2.2. Test Results 

Interoperability testing of CenturyLink SIP Trunk Service was completed with successful results 

for all test cases with the exception of the observations/limitations described below. 

 

 Calling Party Number (PSTN transfers): The calling party number displayed on the 

PSTN phone is not updated to reflect the true connected party on calls that are 

transferred to the PSTN. After the call transfer is complete, the calling party number 

displays the number of the transferring party and not the actual connected party. The 

PSTN phone display is ultimately controlled by the PSTN provider, thus this behavior is 

not necessarily indicative of a limitation of the combined Avaya/CenturyLink SIP Trunk 

Service solution. It is listed here simply as an observation. 

 History -Info header: The CenturyLink SIP Trunk Service does not support SIP History 

Info Headers. Instead, the CenturyLink SIP Trunk Service requires that SIP Diversion 

Header be sent for redirected calls. The CS1000E includes History-Info header in 

messaging sent to Acme Packet 3820. A header manipulation rule was created in the 

Acme Packet 3820 to add a valid Diversion header for redirected calls. See Section 6.9 

and Appendix A. 
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CenturyLink SIP Trunk Service (Legacy Qwest) passed compliance testing. 

2.3. Support 

For technical support on the CenturyLink SIP Trunk Service, contact CenturyLink using the 

Customer Care links at www.centurylink.com. 

3. Reference Configuration 
Figure 1 illustrates the sample configuration used for the DevConnect compliance testing. The 

configuration is comprised of the Avaya CPE location connected via a T1 Internet connection to 

the CenturyLink SIP Trunks to East and West servers. The Avaya CPE location simulates a 

customer site. At the edge of the Avaya CPE location, an Acme Packet 3820 provides NAT 

functionality and SIP header manipulation. The Acme Packet 3820 receives traffic from 

CenturyLink SIP Trunk Service on port 5060 and sends traffic to the CenturyLink SIP Trunk 

Service using destination port 5060, using the UDP protocol. For security reasons, any actual 

public IP addresses used in the configuration have been replaced with private IP addresses. 

Similarly, any references to real routable PSTN numbers have also been changed to numbers that 

cannot be routed by the PSTN. 

 

 
Figure 1: Avaya Interoperability Test Lab Configuration  

http://www.centurylink.com/
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

Avaya IP Telephony Solution Components 

Component Release 

Avaya Communication Server 1000E running 

on CP+DC server as co-resident configuration 
 Call Server: 7.50 .17 GA (CoRes) 

Service Pack: 7.50.17_20120110 

 SSG Server: 7.50.17 GA 

 SLG Server: 7.50.17 GA 

Communication Server 1000E Media 

Gateway 

 

CSP Version: MGCC CD02 

MSP Version: MGCM AB01 

APP Version:  MGCA BA15 

FPGA Version: MGCF AA19 

BOOT Version: MGCB BA15 

DSP1 Version: DSP4 AB01 

BCSP Version: MGCC CD01 

Acme Packet Net-Net Session Director 3820 6.3.0 MR-1 

Avaya 1165E (UNIStim) 0626C8A 

Avaya 1140E (SIP) 04.03.09.00 

Avaya one-X® Communicator (SIP) CS6.1.1.02 

Avaya M3904 (Digital) n/a 

Avaya 6210 Analog Telephone n/a 

CenturyLink (Legacy Qwest) SIP Trunking Solution Components 

Component Release 

Sonus Network Border Switch  (NBS) 07.03.05 R006 
 

Table 1: Equipment and Software Tested 

 

The specific configuration above was used for the compatibility testing. 

5. Configure Avaya Communication Server 1000E 
This section describes the Avaya Communication Server 1000E configuration, focusing on the 

routing of calls to CenturyLink over a SIP trunk. In the sample configuration, Avaya 

Communication Server 1000E Release 7.5 was deployed as a co-resident system with the SIP 

Signaling Server, and Call Server applications all running on the same CP+DC server platform.  

 

This section focuses on the SIP Trunking configuration. Although sample screens are illustrated 

to document the overall configuration, it is assumed that the basic configuration of the Call 

Server and SIP Signaling Server applications has been completed, and that the Avaya 

Communication Server 1000E is configured to support analog, digital, UNIStim, and SIP 

telephones. For references on how to administer these functions of Avaya Communication 

Server 1000E, see Section 10. 
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Configuration will be shown using the web based Avaya Unified Communications Management 

GUI. The Avaya Unified Communications Management GUI may be launched directly via 

https://<ipaddress> where the relevant <ipaddress> in the sample configuration is 10.80.140.102. 

The following screen shows an abridged log in screen. Log in with appropriate credentials. 

 

 
 

The Avaya Unified Communications Management Elements page will be used for configuration. 

Click on the Element Name corresponding to CS1000 in the Element Type column. In the 

abridged screen below, the user would click on the Element Name EM on cs1k-cpdc. 
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5.1. Administer an IP Telephony Node 

This section describes how to configure an IP Telephony Node on the Communication Server 

1000E. 

5.1.1. Obtain Node IP Address 

Expand System Ą IP Network on the left panel and select Nodes: Servers, Media Cards. 

 

The IP Telephony Nodes page is displayed as shown below. Click <Node id> in the Node ID 

column to view details of the node. In the sample configuration, Node ID 1005 was used. 

 

 
 

The Node Details screen is displayed with additional details as shown below. Under the Node  

Details heading at the top of the screen, make a note of the TLAN Nod e IPV4 address. In the 

sample screen below, the Node IPV4 address is 10.80.140.103. This IP address will be needed 

when configuring Acme Packet 3820 with a Session Agent for the CS1000E in Section 6.7. 
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The following screen shows the Associated Signaling Servers & Cards heading at the bottom 

of the screen, simply to document the configuration. 

 

 

5.1.2. Terminal Proxy Server (TPS) 

On the Node Details screen, scroll down in the top window and select the Terminal Proxy 

Server (TPS) link as show below. 

 

 
 

Check the UNIStim Line Terminal Proxy Server check box and then click the Save button 

(not shown). 
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5.1.3. Quality of Service (QoS) 

On the Node Details screen, scroll down in the top window and select the Quality of Service 

(QoS) link as shown below. 

 

 
 

Set the Control packets and Voice packets values to the desired Diffserv settings required on 

the internal network. The default Diffserv values are shown below. Click on the Save button. 
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5.1.4. Voice Gateway and Codecs 

On the Node Details screen, scroll down in the top window and select the Voice Gateway 

(VGW) and Codecs link as shown below. 

 

 
 

The following screen shows the General parameters used in the sample configuration. 
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Use the scroll bar on the right to find the area with heading Voice Codecs. Note that Codec 

G.711 is enabled by default. The following screen shows the G.711 parameters used in the 

sample configuration. 

 

 
 

For the Codec G.729, ensure that the Enabled box is checked, and the Voice Activity Detection  

(VAD) box is un-checked. In the sample configuration, the CS1000E was configured to include 

G.729A and G.711 in SDP Offers, in that order. During compliance testing, the G.729B codec 

was also tested by checking the Voice Activity Detection (VAD) box. 

 

 

5.1.5. SIP Gateway 

The SIP Gateway is the SIP trunk between the CS1000E and Acme Packet 3820. On the Node 

Details screen, scroll down in the top window and select the Gateway (SIPGw) link as show 

below. 
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On the Node ID: <id> ï Virtual Trunk Gateway Configuration  Details page, enter the 

following values and use default values for remaining fields. 

 

 Sip domain name:  Enter the appropriate SIP domain for the customer network. 

    In the sample configuration, avayalab.com was used in the 

    Avaya Solutions and Interoperability Test lab environment. 

 Local SIP port:  Enter 5060. 

 Gateway endpoint name: Enter a descriptive name. 

 Application node ID: Enter <Node id>. In the sample configuration, Node 1005  

    was used matching the node show in Section 5.1.1. 

 

The values defined for the sample configuration are shown below. 
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Scroll down to the SIP Gateway Settings Ą Proxy or Redirect Server: section. 

 

Under Proxy Server Route 1, enter the following and use default values for remaining fields. 

 Primary T LAN IP address:  Enter the IP address of the Acme Packet Inside media  

    interface. In the sample configuration 10.64.19.150 was  

    used.   

 Port:     Enter 5060 

 Transport protocol :    Select TCP 

 

The values defined for the sample configuration are shown below. 

 

 
 

Scroll down and repeat these steps for the Proxy Server Route 2. 
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Scroll down to the SIP URI Map section. The values defined for the sample configuration are 

shown below. The Avaya CS1000E will put the ñstringò entered in the SIP URI Map in the 

ñphone-context=<string>ò parameter in SIP headers such as the To and From headers. If the 

value is configured to blank, the CS1000E will omit the ñphone-context=ò in the SIP header 

altogether. 

 

 
 

Scroll to the bottom of the page and click Save (not shown) to save SIP Gateway configuration 

settings. This will return the interface to the Node Details screen. 

5.1.6. Synchronize Node Configuration 

On the Node Details screen click Save as shown below. 
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Select Transfer Now on the Node Saved page as show below. 

 

 
 

Once the transfer is complete, the Synchronize Configurations Files (NODE ID <id>) page is 

displayed. Place a check mark next to the appropriate Hostname and click Start Sync. The 

screen will automatically refresh until the synchronization is finished. 

 

 
 

The Synchronization Status field will update from Sync required (as shown above) to 

Synchronized (as shown below). After synchronization completes, place a check mark next to 

the appropriate Hostname and click Restart Applications. 

 

 



 
DDT; Reviewed: 

SPOC 9/12/2012 

Solution & Interoperability Test Lab Application Notes 

©2012 Avaya Inc. All Rights Reserved. 

18 of 85 

CLCS1K75AP 

 

5.2. Virtual Superloops 

Expand System Ą Core Equipments on the left panel and select Superloops. In the sample 

configuration, Superloop 4 is for the Media Gateway and Superloop 252 is the virtual Superloop 

used by the IP phones and SIP trunks. 

 

 

5.3. Media Gateway 

Expand System Ą IP Network  on the left panel and select Media Gateways. Click the link in 

the Type column for the appropriate Media Gateway to be modified as shown below. 
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The IPMG 4 0 Media Gateway Survivable(MGS) Configuration window appears. The 

Telephony LAN (TLAN) IP Address under the DSP Daughterboard heading will be the IP 

Address in the SDP portion of SIP messages, for calls requiring a gateway resource. For 

example, for a call from a digital telephone to the PSTN via CenturyLink SIP Trunk, the IP 

Address in the SDP in the INVITE message will be 10.80.140.104 in the sample configuration. 
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Scroll down to the area of the screen containing VGW and IP phone codec profile and expand 

it. The fax T.38 settings used for compliance testing is shown below. 

 

 
 




























































































