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Abstract 
 

  

These Application Notes describe how to configure an Avaya Communication Server 1000E 

to interface with an Audiocodes MediaPack 118. The MediaPack is configured for Gateway 

Registration and interoperates with the Avaya Communication Server 1000E over SIP trunks 

using Network Routing Service. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Intr oduction  
These Application Notes describe the test configuration for Avaya Communication Server 1000E 

R7.5 with AudioCodes MediaPack 118. The AudioCodes MediaPack 118 is a standalone analog 

Voice-over-IP Session Initiation Protocol Media Gateway for connecting legacy analog 

telephones, fax machines and Private Branch Exchange systems with IP-based telephony 

networks. The AudioCodes MediaPack 118 is used in small and medium-sized enterprises, 

branch offices, or residential media gateway solutions. The AudioCodes MediaPack 118 consists 

of 4 Foreign eXchange Subscriber (FXS) ports to allow the connection of analog phones, 

modems and faxes and 4 Foreign eXchange Office (FXO) ports to interface to the PSTN. The 

AudioCodes MediaPack 118enables users to make local or international telephone and/ or fax 

calls over the Internet between distributed company offices, using existing telephones and fax. 

These calls are routed over the existing network ensuring that voice traffic uses minimum 

bandwidth. The AudioCodes MediaPack 118 also provides SIP Trunking capabilities for 

Enterprises operating with multiple Internet Telephony Service Providers for VoIP services. The 

AudioCodes MediaPack 118supports the SIP protocol, enabling the deployment of VoIP 

solutions in environments where each enterprise or residential location is provided with a simple 

media gateway. This provides the enterprise with a telephone connection (i.e., RJ-11 connector) 

and also the capability to transmit voice and telephony signals over a packet network. The 

AudioCodes MediaPack 118 is also equipped with a 10/100Base-TX Ethernet port for 

connection to the IP network. The AudioCodes MediaPack 118 provides LEDs for indicating 

operating status of the various interfaces. The AudioCodes MediaPack 118 is a compact unit that 

can be mounted on a desktop, wall, or in a 19-inch rack. This provides a variety of management 

and provisioning tools, including an HTTP based embedded Web server, Telnet, Element 

Management System, and Simple Network Management Protocol the Web interface provides 

remote configuration using any standard Web browser. 

2. General Test Approach and Test  Results   
The general test approach was to configure a simulated enterprise voice network using an Avaya 

Communication Server 1000E (CS1000E). The AudioCodes MP-118 in normal mode connects 

to the CS1000E via SIP trunks configured on a Network Routing Service (NRS) and is 

configured as Gateway Registration, See Figure 1 for a network diagram. The interoperability 

compliance test included both feature functionality and serviceability tests. The feature 

functionality testing focused on a variety of inbound and outbound call handling scenarios to 

verify successful handling of calls between the CS1000E and the Audiocodes MP-118. The 

serviceability testing focused on verifying the ability of calls to be routed over the FXO port in 

the event of the Ethernet connection being lost. A basic Distance Steering Code configuration 

(DSC) was configured on the CS1000E to route calls to the Audiocodes MP-118. Various Avaya 

telephones (see Section 4 for a full list) were used to make and receive calls between the 

CS1000E and the Audiocodes MP-118. The AudioCodes MP-118 had analog telephones 

connected to 2 FXS ports. A Fax machine was also connected to both the CS1000E and 

Audiocodes MP-118. Avaya Call Pilot was configured to test basic voice mail functionality. A 

simulated PSTN was configured to enable external calls to be made and received. 
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Note: Although not tested, these configuration steps can also be applied to the AudioCodes 

MediaPack 114 and 112 using the AudioCodes firmware version specified in Section 4. The 

Audiocodes MP-114 has 2 FXS and FXO ports. The Audiocodes MP-112 has only 2 FXS ports 

therefore the sections in this document pertaining to Fallback are not relevant. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities. DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 

2.1. Interoperability Compliance Testing  

Feature functionality testing included 

¶ Basic Calls (using both Codecôs G.711 and G.729A) 

¶ Transfers 

¶ Forwarding 

¶ Conferencing 

¶ Call Waiting 

¶ Accessing CallPilot Voicemail 

¶ Sending and receiving Faxôs (using both T.38 and G.711 Pass through) 

¶ Call Waiting 

¶ Hold/Unhold 

¶ Calls to and from the PSTN 

 

Serviceability testing verified that basic call functionality continued after an Ethernet outage and 

full functionality resumed once the Ethernet connection recovered. 

2.2. Test Results  

All testcases were executed and passed successfully. 

2.3. Support  

Technical support for AudioCodes can be found as follows: 

¶ Web Portal:  http://crm.audiocodes.com/ iSupport Log In required 

 

Enter assigned user name and password. If no access, contact AudioCodes support manager or 

account manager. 

¶ Email: support@audiocodes.com or applications@audiocodes.com 

 

Describe problem and provide requested information. 

¶ Phone contact: Once a Service Request (SR) has been opened and it is assigned to an 

AudioCodes Support Engineer, contact is via phone and/or email. 

http://crm.audiocodes.com/
mailto:support@audiocodes.com
mailto:applications@audiocodes.com
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3. Reference Configuration  
Figure 1 illustrates the network topology used during compliance testing. The Avaya solution 

consists of a Communication Server 1000E, a Network Routing Service which uses a SIP Trunk 

to connect to the Audiocodes MP-118. An Avaya CallPilot is included to allow for testing of 

basic voicemail. The Audiocodes MP-118 in Normal Mode is registered to the Network Routing 

Service as a Gateway Endpoint. The Communication Server 1000E has one Avaya digital 3904 

telephone, two Avaya 1140E IP telephones and a Fax machine configured. Two Analog 

telephones and a Fax machine are connected to the FXS ports on the Audiocodes MP-118. In 

Fallback mode one FXO port was connected to a unit on the Avaya Flexible Analog Line Card 

on the Communication Server 1000E 

 

 
 

Figure 1: Avaya Communication Server R7.5 with AudioCodes MP-118 Voice Gateway 

Reference Configuration 
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4. Equipment and Software Validated  
The following equipment and software were used for the sample configuration provided: 

 

Avaya Equipment Software / Firmware Version 

Call Processor Pentium Mobile (CPPM) 

 

Avaya Media Gateway NTDW60 

Avaya Flexible Analog Line Card NT5K02QC 

Avaya Digital Line Card NT8D02GA 

Avaya Communication Server 1000E R7.5 

SP1 

FPGA AA18 

- 

- 

IBM System x3350 Network Routing Service R7.50.17 

Avaya CallPilot 600r Call Pilot R5 SU08S 

Avaya 1140E IP set 

Avaya 3904 Digital set 

Avaya Analog set 

0625C8A (UNIStim 5.0) 

F/W 2.4 

- 

Brother Fax Machine  T106 

AudioCodes Equipment Software / Firmware Version 

AudioCodes MP-118 FXs-FXO R6.20A.022.003 

5. Configure Avaya
 
Communication  Server 1000E 

The configuration operations illustrated in this section were performed using terminal access to 

the CS1000E over a telnet session. It is implied a working system is already in place. For all 

other provisioning information such as Installation and Configuration, please refer to the product 

documentation in Section 9. Appendix A has a list of all CS1000E patches, deplist and service 

packs loaded on the system. The configuration operations described in this section can be 
summarized as follows: 

¶ Creating a SIP Trunk to Audiocodes MP-118 

¶ Creating a Coordinated Dialing Plan 

¶ Fax configuration for T.38 

¶ Fax configuration for G.711 Pass Through 

 

Note: In the telnet screenshots below only the unique prompt inputs are shown. To accept 

default values carriage return at all other prompts. 

5.1. Creating a SIP Trunk to AudioCodes MP118  

To configure the SIP connection to the Audiocodes MP-118 a number of steps are required: 

¶ Create a D-channel for the SIP trunk 

¶ Create Route Data Block 

¶ Adding TIE Trunks 
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5.1.1. Create a D-channel for the SIP trunk  

Use the CHG command in LD 17 to create a D-channel for the SIP connection. In the example 

below D-Channel 66 (DCH 66) was created. At the CTYP prompt enter DCIP this signifies SIP 

D-Channel. 

 

LD 17 
Prompt   Response   Description  
>   LD 17    Enter Overlay 17  

REQ   CHG   Change 

TYPE   ADAN   Change the Action Device and Number  

ADAN   NEW   Create New Action Device and Number  

TYPE    DCH 66   Create new D - Channel 66  

CTYP    DCIP   Card type is IP D - Channel  

USR    ISDL    Integrated Services Digital Line  

IFC    SL1   D- Channel interface type  

5.1.2. Create Route Data Block  

Use the NEW command in LD 16 to create a Route Data Block. In the example below Route 20 

was created. The TKTP  is a TIE  route in order to connect to the AudioCodes MP-118. DCH is 

66 as was created in Section 5.1.1. PCID  is SIP and the Node is 3 as previously configured. 

 

LD 16 
Prompt   Response   Description  
>   LD 16    Enter Overlay 16  

REQ   NEW   Create new  

TYPE   RDB   Route Data block  

CUST    0   Customer Number as defined in LD15  

ROUT    20    Route Numb er  

TKTP   TIE    Route Type  

VTRK   YES   Virtual Route  

ZONE   1   Zone used  

PCID   SIP    Protocol ID for route  

Node   3   Node ID  

DTRK   NO   Digital Trunk Route  

ISDN   YES   Integrated Services Digital Network  

MODE   ISLD    mode of operation  

DCH   66    D- Channel number as created in Section 5.1  

IFC    SL1   Interface type  

ICOG   IAO   Incoming and/or Outgoing trunk  

ACOD   8020    Access Code for trunk route  
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5.1.3. Adding TIE Trunks  

Use the NEW command in LD 14 to add (IPTI ) TIE  trunks. The route number of RTMB  is 20 

as was created in Section 5.1.2. If adding multiple trunks use NEW XX , where XX is the 

number of trunks. In the example below 10 trunks were added. 

 

LD 14 
Prompt   Response   Description  

>   LD 14    Enter Overlay 14  

REQ   NEW 10   Create New  

TYPE   IPTI    IP TIE trunk  

TN   096 0 3 0   Loop Shelf Card Unit  

CUST   0   Customer Number as defined in LD15  

TRK   ANLG   Trunk type  

RTMB   20 1    Route number and Member number  

CHID   31   Channel ID for this trunk  

TGAR   1   Trunk Group Access Restriction  

STRI    IMM   Start arrangement Incoming  

STRO   IMM   Start arrangement Outgoing  

5.2. Creating a Coordinated Dialing Plan  

There are a number of ways to setup a dialing plan to call the AudioCodes MP-118. For 

compliance testing a Coordinated Dialing Plan (CDP) was used. To configure the CDP a number 

of steps are required: 

¶ Create a Route List Index 

¶ Create a Distant Steering Code 

5.2.1. Create a Route List Index  

Use the NEW command in LD 86 to create a new RLI . Enter 20 for ROUT  as was created in 

Section 5.1.2. 

 

LD 86 
Prompt   Respon se  Description  
>LD 86    Enter Overlay 86  

REQ   NEW   Create New  

CUST   0   Customer Number as defined in LD15  

FEAT   RLB   Route list Block  

TYPE   RLI    Route list Index  

RLI    20   Route list Index number  

ENTR   0   First entry for the RLI  

ROUT   20    Ent er the route number  
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5.2.2. Create a Distant Steering Code  

Use the NEW command in LD 87 to create a Distant Steering Code (DSC) entry for the 

AudioCodes MP-118. For each extension a DSC entry needs to be created. During compliance 

testing all the telephone extensions on the AudioCodes MP-118 began with the digits 60. In the 

example below the DSC 60 was used. All extensions on the AudioCodes MP-118 were four 

digits in length, therefore the FLEN is set to 4. The RLI  is 20 as created in Section 5.2.1. 

 

Note: During compliance testing the Fax machine had an extension 6111, therefore another DSC 

of 6111 was created (not shown). 

 

LD 87 
Prompt   Response   Description  
>   LD 87    Enter Overlay 87  

REQ   NEW   Create new  

CUST   0   Customer Number as defined in LD15  

FEAT   CDP   Coordinated dialing plan  

TYPE   DSC   Distance Steering code  

DSC   60   Distant Steering code  

FLEN   4   Flexible Length number of digits  

RLI    20   Route list index Number  

5.3.  Fax Configuration  

During compliance testing T.38 and G.711 Pass Through were both tested. The configuration 

operations described in this section can be summarized as follows: 

¶ T.38 Fax Configuration 

¶ G.711 Pass Through Configuration 

5.3.1. T.38 Fax Configuration  

To ensure that T.38 is used by the Fax machine, the unit that the Fax is configured on must have 

the Class of Service (CLS) Fax Allowed (FAXA ) and Modem Pass Through Denied (MPTD ). 

Use the CHG command in LD 10 to change the CLS. During compliance testing TN 4 0 7 0 was 

the unit that the Fax machine was configured. 

 

LD 10 
Prompt   Response   Description  
>   LD 1 0   Enter Overlay 10  

REQ   CHG   Change 

TYPE   500    Set Type  

TN   4 0 7 0   Loop Shelf Card Unit  

ECHG    YES   Easy Change  

ITEM    CLS   Item to change  

CLS FAXA MPTD 
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5.3.2. G.711 Pass Through  Fax Configuration  

To ensure that G.711 Pass Through is used by the Fax machine, the unit that the Fax is 

configured on must have the Class of Service (CLS) Fax Denied (FAXD ) and Modem Pass 

Through Allowed (MPTA ). Use the CHG command in LD 10 to change the CLS. During 

compliance testing TN 4 0 7 0 was the unit that the Fax machine was configured. 

 

Note: Pass Through must also be enabled on the Node, see Section 5.6.2 for more details. 

 

LD 10 
Prompt   Response   Description  
>   LD 10    Enter Overlay 10  

REQ   CHG   Change 

TYPE   500    Set Type  

TN   4 0  7 0   Loop Shelf Card Unit  

ECHG    YES   Easy Change  

ITEM    CLS   Item to change  

CLS FAXD MPTA 

5.4. AudioCodes MP -118 as a Endpoint on the NRS  

To route calls to and from the AudioCodes MP-118 it is configured as a Dynamic Endpoint and 

Routing Entries need to be created on the NRS. Access the web GUI of the NRS Manager, using 

the URL https://<fqdn> or http://<ip-address>. Where the <fqdn> is the fully qualified domain 

name of the NRS and the <ipaddress> is the IP address of the NRS. At the Log in page log in 

with the appropriate credentials. The steps required on the NRS can be summarized as follows: 

¶ Create a SIP Dynamic Endpoint 

¶ Create Routing Entries for the AudioCodes MP-118 
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5.4.1. Create a SIP Dynamic Endpoint  

From the Network Routing Service Manager page, navigate to Numbering Plans Ą 

Endpoints. Click on the Standby database radio button. From the Limit results to Domain:  

drop down boxes select the following: 

¶ Drop down box 1 Select the domain the NRS resides. i.e., devcon.avayag 

¶ Drop down box 2 Select udp 

¶ Drop down box 3 Select cdp 

 

Select the Gateway Endpoints tab and click on the Add button. 
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Once the new page opens enter the following: 

¶ End point name: Enter an informative name. i.e., ACodes 

¶ Trust Node: Check the checkbox 

¶ Endpoint authentication enabled:  From the dropdown box select Authentication off  

 

Scroll down using the scroll bar as shown in the screen shot. 
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In the page below fill in the following: 

¶ SIP support:     From the dropdown box select Dynamic SIP 

endpoint  

¶ SIP Mode:    Click on the Proxy Mode radio button 

¶ SIP TCP transport enabled:  Check the checkbox 

¶ SIP TCP port:   Enter 5060 

¶ SIP UDP transport enabled:  Check the checkbox 

¶ SIP UDP port:   Enter 5060 

¶ Persistent TCP support enabled:  Check the checkbox 

 

Click on the Save button 
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5.4.2. Create Routing Entries fo r the AudioCodes MP -118 

To route calls to extensions on the AudioCodes MP-118 a Routing Entry needs to be created. 

During compliance testing only calls beginning with the digit 6 were routed the Audiocodes MP-

118 therefore only one routing entry beginning with the digit 6 was required. 

From the Network Routing Server Manager page, navigate to Numbering Plans Ą Routes. 

From the Limit results to Domain:  drop down boxes select the following: 

¶ Drop down box 1 Select the domain the NRS resides. i.e., devcon.avayag 

¶ Drop down box 2 Select udp 

¶ Drop down box 3 Select cdp 

 

Select ACodes from the Endpoint Name: dropdown box and click on the Add button. 
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Once the new page opens enter the following: 

¶ DN type:    From the dropdown box select Private level 0 

regional (CDP steering code) 

¶ DN Prefix:     Enter the digit 6 

¶ Route cost:    Enter 1 

 

Click on the Save button and select Database. 

 

Note: To save the changes to the Active Database a Cut over is required. 
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Once the new page opens click on the Cutover button followed by the Commit button. It may 

take a few minutes for the databases to synchronise. 

 

 

5.5. Avaya Element Manager C onfigurations  

During compliance testing some configuration changes were require using the Element Manager. 

The configuration changes are made using the Element Manager of the Nodes where the 

CS1000E resides. At the Log in page of Element Manager log in with the appropriate 

credentials. The changes can be summarised as follows: 

¶ Modify SIP URI Map 

¶ Configure Modem/Fax pass-through 

¶ Configure Voice Codec G.729 

¶ Transmitting Node Changes 

 

Note: As G.711 is the default Voice Codec it is not shown in the configuration. 
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5.5.1. Modify SIP URI Map  

The SIP URI Map needs to be modified so as to allow for Calls originating from the CS1000E to 

be transferred back to another extension on CS1000E where the transfer was initiated by an 

extension on the AudioCodes MP-118. Once the Element Manager page is opened navigate to IP 

Network Ą Nodes: Servers, Media Cards select the appropriate Node (not shown), on the 

Node Details page select Gateway (SIP Gw & H323 Gw) (not shown) and scroll to SIP URI 

Map:  and enter the following: 

¶ Unknown  Enter cdp.udp 

 

Click on the Save button. 
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5.5.2. Configure Modem/Fax pass -through  

During compliance testing Modem/Fax pass-through was tested. Once the Element Manager 

page is opened navigate to IP Network Ą Nodes: Servers, Media Cards select the appropriate 

Node (not shown), on the Node Details page select Voice Gateway (VGW) and Codecs (not 

shown), in General settings check the Modem/Fax pass-through check box and click on the 

Save button. 

 

 

5.5.3. Configure Voice Codec G.729  

During compliance testing the voice codec G.729 was tested. Once the Element Manager page is 

opened navigate to IP Network Ą Nodes: Servers, Media Cards select the appropriate Node 

(not shown), on the Node Details page select Voice Gateway (VGW) and Codecs (not shown). 

Scroll to Voice Codecs and check the Codec G.729 check box and click on the Save button. 
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5.5.4. Transmitting Node Changes  

Configurations made on the Element Manager must be transmitted to the Node before the 

changes take effect. To transmit the Node changes the following step is required: 

¶ On the Node Details page click on the Save button 

 

 
 

Once the following page opens click on the Transfer Now button. 
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6. Configure AudioCodes MP -118 
During compliance testing the AudioCodes MP-118 was configured with Gateway Registration 

Both G.711 and G.729 codecs were tested as well as Fax using T.38 and G.711 Pass through. In 

Normal Mode the MP-118 was connected to the NRS using a SIP Trunk. In Fallback mode when 

the Ethernet connection was broken communication between the AudioCodes MP-118 and the 

CS1000E was with an Anolog connection from a FXO port on the Audiocodes MP-118 and unit 

on a FALC on the CS1000E.The following sections describe the configuration for all these 

scenarios. It is implied a working system is already in place. These configurations can be 

summarised as follows: 

¶ Logging into the AudioCodes MP-118 

¶ Configure IP Settings 

¶ Configure Internal DNS Table 

¶ Configure Voice Settings 

¶ Configure Fax/Modem/CID Settings (T.38) 

¶ Configure Fax/Modem/CID Settings (G.711 Pass Through) 

¶ Configure Application Enabling 

¶ Configure IP Group Table 

¶ Configure Proxy Sets Table (Proxy Set ID 0) 

¶ Configure Proxy Sets Table (Proxy Set ID 1) 

¶ Configure Proxy & Registration 

¶ Configure Coders  

¶ Configure Profile for Fax 

¶ Configure Endpoint Phone numbers 

¶ Configure Hunt group Settings 

¶ Configure Tel to IP Routing 

¶ Configure IP to Trunk Group Routing 

¶ Configure FXO Settings 

¶ Resetting the Gateway 

¶ Saving all Configurations to Flash Memory 

 

Note: During compliance testing a standard WEB browser was used for the complete 

configuration of the AudioCodesMP-118. Some pre-configuration can be done by modifying a 

Configuration File which can be loaded on to the MP-118. An example of the Configuration File 

used is in Appendix C. 
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6.1. Logging into the AudioCodes MP -118 

Enter the IP address of the AudioCodes MP-118 into a web browser. At first time log in enter the 

appropriate credentials and click on the OK  button. 
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6.2. Configure IP Settings  

Once the web page opens click on the Configuration  button and check the Full  radio button and 

navigate to VoIP Ą Network Ą IP Settings. The following steps are required: 

¶ Enter 0 in the Add Index box and click the Add Index button 

¶ In the Application Type drop down box select OAMP+Media+Control  

¶ Enter the IP address assigned to the AudioCodes MP-118. i.e., 47.166.92.205 

¶ Enter 27 for Prefix Length Number of IP addresses available in subnet, supplied by site 

IT administrator 

¶ Enter the IP address of the AudioCodes MP-118 Gateway. i.e., 47.166.92.222 

¶ Enter 1 for VLAN ID  

¶ Enter O+M+C  for the Interface Name 

 

Click on the Apply  button to save. 

 

Note: Once the configuration is saved a Gateway Reset is required. See Section 6.19. 
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Configure Internal DNS Table  

Navigate to VoIP Ą Network ĄDNSĄ Internal DNS Table. The following steps are required: 

¶ Enter the Domain of the NRS in Domain Name field. i.e., devcon.avayag 

¶ Enter the IP address assigned to the AudioCodes MP-118 in the First IP Address field. 

i.e., 47.166.92.205. The other IP Addresses can remain as 0.0.0.0 

 

Click on the Submit button to save. 

 

 

6.3. Configure Voice Settings  

Navigate to VoIP Ą Media Ą Voice Setting. The following steps are required: 

¶ From the DTMF Transport Type  drop down box select RFC2833 Relay DTMF 

 

Click on the Submit button to save. 
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6.4. Configure Fax/Modem/CID Settings  (T.38) 

During compliance testing the T.38 Fax configuration was as follows: Navigate to VoIP Ą 

Media Ą Fax/Modem/CID Settings. The following steps are required: 

¶ From the Fax Transport Mode drop down box in the General Settings window select 

RelayEnable 
 

Click on the Submit button to save. 
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6.5. Configure Fax/Modem/CID Settings (G.711 Pass Through)  

During compliance testing the G.711 Pass Through Fax configuration was as follows: Navigate 

to VoIP Ą Media Ą Fax/Modem/CID Settings. The following steps are required: 

¶ From the Fax Transport Mode drop down box in the General Settings window select 

ByPassEnable 

¶ From the Fax/Modem Bypass Coder Type drop down box in the Bypass Settings 

window select G.711Alaw_64 

 

Click on the Submit button to save. 

 

 

6.6. Configure Application Enabling  

During compliance test the Stand Alone Survivability (SAS) feature was enabled. Navigate to 

VoIP ĄApplications EnablingĄ Applications Enabling. From the Enable SAS dropdown 

box select Enable. 

 

Click on the Submit button to save. 

 

Note: Once the configuration is saved a Gateway Reset is required. See Section 6.19. 
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6.7. Configure IP Group Table  

Navigate to VoIP Ą Control network  Ą IP Group Table. The following steps are required: 

¶ Select a free index from the Index drop down box. i.e., 1 

¶ Enter a description in the Description field. i.e., NRS 

¶ Select 1 from the Proxy Set ID drop down box 

¶ Enter the Domain of the NRS in the SIP Group Name field. i.e., devcon.avayag 

 

Click on the Submit button to save. 
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6.8. Configure Proxy Sets Table (Proxy Set ID 0)  

Proxy Set ID 0 was configured to allow for failure of the Ethernet connection. When the 

connection to the NRS (47.166.92.204) was lost then the Proxy used was of the AudioCodes 

MP-118 (47.166.92.205). Navigate to VoIP Ą Control network  Ą Proxy Sets Table. From 

the Proxy Set ID drop down box select 0.The table below shows the entries added during 

compliance testing: 

 
 Proxy Address  Transport Type  

1 47.166.92.204  TCP 

2 47.166.92.205:5070  TCP 

 

The following steps are also required: 

¶ Select Using Options from the Enable Proxy Keep Alive drop down box 

¶ Select Yes from the Is Proxy Hot Swap drop down box 

¶ Select Homing from the Proxy Redundancy Mode drop down box 

 

Click on the Submit button to save. 
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6.9. Configure Proxy Sets Table (Proxy Set ID 1)  

Proxy Set ID 1 was configured for when the Ethernet connection to the NRS was available. From 

the Proxy Set ID drop down box select 1.The following steps are required: 

¶ Enter 47.166.92.204:5060 in the first Proxy Address field. This is the IP Address and 

Port of the NRS. 

¶ Select TCP from the Transport Type drop down box 

¶ Select Using Options from the Enable Proxy Keep Alive drop down box 

¶ Select No from the Is Proxy Hot Swap drop down box 

 

Click on the Submit button to save. 

 

 


