AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Avaya Communication
Server 1000E R7.5 withAudioCodes MediaPackl18over
SIP Trunks using a Network Routing Service' Issuel.0

Abstract

These Application Notesedcribe how to configure an Avayzommunication Server 1000
to interface with an AudiocodddediaPack118. The MediaPack is configured for Gatev
Registration and interoperates with the Avaya Communication Server 1000E over SIP
using Network Routig Service

Information in these Application Notes has been obtained through DevConnect com
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the test configuration for Avaya Communication Server 1000E
R7.5with AudioCodes MediaPack 118. The AudioCotsdiaPack 118s a standalonanalog
Voice-overIP Session Initiation Protocol Media Gateway for conimgdegacy analog
telephones, fax machines and Private Branch Exchange systems-ikd® telephony
networks TheAudioCodedMediaPack 118s used in small and mediusized enterpriss

branch offices, or residential media gateway solutidhg AudioCodesMediaPack 11&onsists
of 4 Foreign eXchange Subscrib@XS) ports to allow the connection of analog phgnes
modemsand faxes and Boreign eXchange Offig&XO) ports tointerface to the PSTN.he
AudioCodedViediaPack 118nables users to make localinternational telephee andbr fax
calls over the Internet between distributed company offices, using existing telephones and fax.
These calls are routed over the existing network ensuring that voice traffic uses minimum
bandwidth. TheAudioCodedVediaPack 118&lso provides SIP Trunking capabilities for
Enterprises operating with multiple Internet@ghony Service Providefer VolP servicesThe
AudioCodedViediaPack 118upports the SIP protocol, enabling the deployment of VolP
solutions inenvironmens where each enterprise or residential locasgrovided with a simple
mediagateway. This provides the enterprise with a telephoneedtion (i.e., Rd1 connector)
andalsothe capability to transmit voice and telephangnals over a packet networkhe
AudioCodedVediaPack 118s also equipped with 10/100Basé@ X Ethernet port for
connection to th& network. TheAudioCodedMediaPack 11&rovidesLEDs for indicating
operating @itus of the various interfacehe AudioCodes MediaPack 1is8a compct unit that
can be mounted ondesktop, wall, or in a Fhchrack.This provides a variety of management
and provisioning tools, including an HT Hasedembedded Web server, Telnet, Element
Management Systemrand SimpléNetwork Management ProtocdiéWeb interface provides
remoteconfiguration using any standard Web browser

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise voice network #siagaa
Communication Server 100QES1000E. The AudioCodesMP-118 in normal modeonnects

to theCS1000Evia SIP trunks configured onNetwork Routing ServiceNRS) and is

configured as Gateway Registrati@eeFigure 1 for a network diagranThe interoperability
compliance test included both featuredtianality and serviceability tests. The feature
functionality testing focused on a variety of inbound and outbound call handling scenarios to
verify successful handling of calls between @@1000Eand the Audiocodes MP18. The
serviceability testing fagsed on verifying the ability of calls to be routed over the FXO port in
the event of the Ethernet connection being lodbasic Distance Steering Code configuration
(DSC) was configured on ti@S1000Eo route calls to thé&udiocodes MPL118. VariousAvaya
telephone (seeSection 4for a full list) wereusedto make and receive calls between the
CS1000Eand theAudiocodes MPL18 The AudioCodes MR 18hadanalog telephones
connected t@ FXS ports. A Fax machine was also connected to bot@ 8100Eand
Audiocodes MP118 Avaya Call Pilot was configured to téssicvoice mail functionality A
simulated PSTN was configured to enable external calls to be made and received.
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Note: Although not tested, these configuration steps can alsppléed to the AudCodes
MediaPackil14and 112using theAudioCodes firmware version specified$ection4. The
Audiocodes MPL14 has 2 FXS and FXO ports. The AudiocodesMP haonly 2 FXS ports
therefore the sections this document pertaining to Fallback are noexaint.

DevConnect Compliance Testing is conducted jointhAlgya and DevConnect membetrée
jointly-defined test plan focuses on exercising APIdarstandardsased interfaces pertinent

to the interoperability of the tested pradisiand their functinalities.DevConnect Compliance
Testirg is not intended to substitufidl productperformance or feature testipgrformed by
DevConnect membergor is it to be construed as an endorsement by Avaya of the suitability or
completeness & DevConnect menabr gblsition.

2.1. Interoperability Compliance Testing
Feature functionality testing included
Basic Calls (using both Codecds G. 711 and
Transfers
Forwarding
Conferencing
Call Waiting
Accessing CallPilot Voicemail
Sendingpnd r ecei vi ng T.BBandds/11(Passthraugh) b ot h
Call Waiting
Hold/Unhold
Calls to and from the PSTN

= =2 8 -8-8_9_-5_95_°5_--°

Serviceability testing verifiethat basic call functionality continued after an Ethernet outage and
full functionality resumed onctine Ethernet connection recovered.

2.2. Test Results
All testcases were executed and passed successfully.

2.3. Support
Technical support for AudioCodes can be found as follows:
1 Web Portal http://crm.audiocodes.cornupport Log In required

Enter asigned user mae and passwordf. noaccess, contact AudioCodes support manager or
account manager.
1 Email: support@audiocodes.coon applications@audiocodes.com

Describe problen and provide requested information.
1 Phone contact: Once a Service Requd§iR) has been opened aitds assigned to an
AudioCodes Support Engineer, contectia phone and/or email.
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3. Reference Configuration

Figure lillustrates the network topology usddring compliance testing.he Avaya solution
consists of a Commucation Server 1000E,Metwork Routing Service which uses a SIP Trunk
to connect to the Audiocodes MPL8 An Avaya CallPilot iSncluded to allow for testing of
basicvoicemail.The Audiaccodes MP118 in Normal Mbdeis registered to thEetwork Routing
Service as GatewayEndpoint. The Communication Server 1000E has one Avaya digital 3904
telephone, two Avaya 1140E IP telephones and a Fax machine configured. Two Analog
telephones and a Famachine are connected to the FXS ports on the Audiocodes1PIn
Fallback mode one FXO port was conreeltb a unit on the Avaya Flexible Analog Line Card

on the Communication Server 1000E

Avaya Communication

17
Server 1000 R7.5 fs AudioCodes

DLC FALC

Fall Back MP-118 Voice Gateway
e P aalesdiety FXO Ports FX5 Ports
e —
Avaya 3904 '

Digital
47.166.92.205

Deskphone
|
&
|

Avaya Analog

Callers from an
External Source

Dakota 2000
Telephone

Avaya Network ‘
Routing service R7.5

Avaya Analog
98350-AV

e
—————
==

| 47.166.92.219

8

47.166.92.204

Telephone

Avaya CallPilot

= . =
Avaya 1140E IP  Avaya 1140E IP 47.166.92.20
Deskphane Deskphane
{Unistim) {Unistim)

Figure 1: Avaya Communication Server R75 with AudioCodes MP-118 Voice Gateway
Reference Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment Software / Firmware Version

Call Processor Pentium Mobile (CPPM) Avaya Communication Server 1006 .5
SP1

Avaya Malia GatewayNTDW60 FPGA AA18

Avaya Flexible Analog Line CardT5K02QC | -
Avaya Digital Line Card&NT8D02GA -
IBM System x3350 Network Routing ServiceR7.50.17

Avaya CallPilot600r Call PilotR5 SU08S

Avaya 1140EP set 0625C8A (UNIStim 5.0)
Avaya 3904 Digital set FIW 2.4

Avaya Analog set -

Brother Fax Machine T106

AudioCodes Equipment Software / Firmware Version
AudioCodes MP118 FXsFXO R6.20A.022.003

5. Configure Avaya Communication Server 1000E

The configuratn operations illustrated in this section were performed using terminal access to
the CS1000E over a telnet session. It is implied a working system is already in place. For all
other provisioning information such as Installation and Configuration, ple&seto the product
documentation irsection9. Appendix A has a list of all CS1000E patches, deplist and service
packs loaded on the systefhe configuration operations described in this section can be
summarized as follows:

1 Creatinga SIP Trunk toAudiocodes MP118
1 Creating a Coordinated Dialing Plan

1 Fax configuration for T.38

1 Fax configuration for G.711 Pass Through

Note: Inthe telnet screenshots below only the unique prompt inputs are shown. To accept
default values carriage return at all other prtsnp

5.1. Creating a SIP Trunk to AudioCodes MP118

To configure the SIP connection to the AudiocodesIMB a number of steps are required:
1 Create a Bchannel for the SIP trunk
1 Create Route Data Block
1 Adding TIE Trunks
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5.1.1. Create a D-channel for the SIP trunk

Use heCHG command irLD 17 to create a BEchannel for the SIP connection. In the example
below D-Channel 66DCH 66) was created. At th€TYP prompt enteDCIP this signifies SIP
D-Channel.

LD 17

Prompt Response Description

> LD 17 Enter Overlay 17

REQ CHG Change

TYPE ADAN Change the Action Device and Number
ADAN NEW Create New Action Device and Number
TYPE DCH 66 Create new D - Channel 66

CTYP DCIP Card type is IP D - Channel

USR ISDL Integrated Services Digital Line

IFC SL1 D- Channel interface type

5.1.2. Create Route Data Block

Use theNEW command ir.D 16 to create a Route Data Blodk. the example belowRoute 20
was createdTheTKTP is aTIE route in order to connect to the AudioCodes-VIEB.DCH is
66 as was created iBectin 5.11. PCID is SIP and theNodeis 3 as previously configured.

LD 16

Prompt Response Description

> LD 16 Enter Overlay 16

REQ NEW Create new

TYPE RDB Route Data block

CUST 0 Customer Number as defined in LD15
ROUT 20 Route Numb er

TKTP TIE Route Type

VTRK YES Virtual Route

ZONE 1 Zone used

PCID SIP Protocol ID for route

Node 3 Node ID

DTRK NO Digital Trunk Route

ISDN YES Integrated Services Digital Network

MODE ISLD mode of operation

DCH 66 D- Channel number as created in Section 5.1
IFC SL1 Interface type

ICOG IAO Incoming and/or Outgoing trunk

ACOD 8020 Access Code for trunk route
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5.1.3. Adding TIE Trunks

Use theNEW command ir.D 14 to add (PTI) TIE trunks The route number &TMB is 20
as wagreated irSection 51.2. If addingmultiple trunksuseNEW XX, where XX is the
number of trunks. In the example bel@@trunks were added

LD 14

Prompt Response Description

> LD 14 Enter Overlay 14

REQ NEW 10 Create New

TYPE IPTI IP TIE trunk

TN 096030 Loop Shelf Card Unit

CUST 0 Customer Number as defined in LD15
TRK ANLG Trunk type

RTMB 201 Route number and Member number
CHID 31 Channel ID for this trunk

TGAR 1 Trunk Group Access Restriction
STRI IMM Start arrangement Incoming

STRO IMM Start arrangement Outgoing

5.2. Creating a Coordinated Dialing Plan
There are a number of ways to setup a dialing plan taleludioCodes MA.18. For
compliance testing a Coordinated Dialing Plan (CDP) was usecbfff@ure the CDP a number
of steps are required:
1 Createa Route List Index
1 Create @istant Steering Code

5.2.1. Create a Route List Index

Use theNEW command irLD 86 to create a neWRLI . Enter20 for ROUT as was created in
Section 51.2.

LD 86

Prompt Respon se Description

>LD 86 Enter Overlay 86

REQ NEW Create New

CUST 0 Customer Number as defined in LD15
FEAT RLB Route list Block

TYPE RLI Route list Index

RLI 20 Route list Index number

ENTR 0 First entry for the RLI

ROUT 20 Ent er the route number
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5.2.2. Create a Distant Steering Code

Use theNEW command ir.D 87 to create distant Steering Code (DS@htry for the
AudioCodes MP118. For eaclextensiora DSCentry needs to be creatdaiuiring compliance
testing all theéelephoneextensons on the AudioCodes MP18 began with the digits 6h the
example below th®SC 60was usedAll extensions on the AudioCodes MA.8 were four
digits in length therefore th&LEN is set to4. TheRLI is20as created isection5.2.1

Note: During compliance testing the Fax machine had an extension 6111, therefore another DSC
of 6111 was createghot shown)

LD 87

Prompt Response Description

> LD 87 Enter Overlay 87

REQ NEW Create new

CUST 0 Customer Number as defined in LD15
FEAT (op Coordinated dialing plan

TYPE DSC Distance Steering code

DSC 60 Distant Steering code

FLEN 4 Flexible Length number of digits

RLI 20 Route list index Number

5.3. Fax Configuration
During compliance testing T.38 and G.711 Pass Through bathetestedThe configuration
operations described in this section can be summarized as follows:
1 T.38 Fax Configuration
1 G.711 Pass Through Configuration

5.3.1. T.38 Fax Configuration

To ensure that T.38 is used by the Fax machine, the unit that the Fax isiceshidgy must have
the Class of Servic&€LS) Fax Allowed FAXA) and Modem Pass Through Deni&iRTD).
Use theCHG command irL.D 10 to change the CLS. During compliance tesfiigg4 0 7 Owas
the unit that the Fax machine was configured.

LD 10

Prompt Response Description

> LD10 Enter Overlay 10
REQ CHG Change

TYPE 500 Set Type

TN 4070 Loop Shelf Card Unit
ECHG YES Easy Change

ITEM CLS Item to change

CLS FAXA MPTD
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5.3.2. G.711 Pass Through Fax Configuration

To ensure that G.711 Pag§hrough is used by the Fax machine, the unit that the Fax is
configured on must have the Class of ServiceS) Fax DeniedRAXD) and Modem Pass
Through Allowed MPTA). Use theCHG command irLD 10 to change the CLS. During

compliance testingN 4 0 7 Owas the unit that the Fax machine was configured.

Note: Pass Through must also be enabled on the Nod&es#i®n 5.62 for more details.

LD 10

Prompt Response Description

> LD 10 Enter Overlay 10
REQ CHG Change

TYPE 500 Set Type

TN 40 70 Loop Shelf Card Unit
ECHG YES Easy Change

ITEM CLS Item to change

CLS FAXD MPTA

5.4. AudioCodes MP -118 as a Endpoint on the NRS

To route calls to and from thiudioCodedvIP-118 it is configured as@ynamic Endpoinand
Routing Entries need toe created on the NR&ccess the web GUI of the NRS Manager, using
the URL https://<fqdn> ohttp://<ip-address>Where the <fqdn> is the fully qualified domain
name of the NRS and the <ipaddress> is the IP address of theAN®RS8.Log in p@e log in
with the appropriate credentials. The steps required on the NRS can be summarized as follows:
1 Create a SIP Dynamic Endpoint
1 Create Routing Entriefor the Audio@des MP118
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5.4.1. Create a SIP Dynamic Endpoint
From theNetwork Routing Service Manager page navigate taoNumbering PlansA
Endpoints. Click on theStandby databaseradio button. From theimit results to Domain:
drop down boxes select thalowing:

1 Drop downbox 1 Selectthalomainthe NR$esides. i.e.devcon.avayg

1 Drop down box 2  Selectudp

1 Drop down box 3  Selectcdp

Select theGateway Endpointstab and tick on theAdd button.

AVAYA Network Routing Service Manager
«UCM Network Services ©) Active database 172.18.20.18
System Managing:
NRS Server Numbering Plans » Endpoints.
Database
SEGI T EEIEE Search for Endpoints Hide
Numbering Plans
Domains
Enter an endpoint ID (use * for all) and click Search You may narrow the search by specifying a particular domain
Routes

MNetwork Post-Translation
Collaborative Servers

Tools
SIP Phone Context |L\mitresu\tsm Domain: [devcon. avayag ¥ 1 |udp ¥ 1 |cdp

Routing Tests
hoe Results per page: | 50 ¥
SIP

Backup ‘l Gateway Endpoints (4) I User Endpoints (0)
Restore

GK/MRS Data upgrade Add... Delete ‘ SIP phone context... Refresh

Endpoint 1D:
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Once the new page opeasterthe following:

1 End point name:
9 Trust Node:

Enter an informative name. i,&ACodes
Check thecheckbox

1 Endpoint authentication enabled: From thedropdown boxselectAuthentication off

Scroll down using the scroll bar as shown in the screen shot.

AVAYA

Network Routing Service Manager

«UCM Network Services
System
MRS Server
Database
System Wide Settings
Numbering Plans
Domains
Endpoints
Routes
Netwaork Post-Translation
Collaborative Servers
Tools
SIP Phone Context
Routing Tests
H.323
SIP
Backup
Restore
GKI/NRS Data upgrade

172.18.20.49
Managing: O Active database

@ Standby database Numbering Plans » Endpoints » Gateway Endpoint

Edit Gateway Entry (devcon.avayag/udp/cdp/ ACodes )

| End point name: |ACaodes |

AudioCodes

Description: Scroll down H
Trust Mode:

Tandem gateway endpoint name: | Not Applicable v

Endpoint authentication enabled: | Authentication off +

Authentication password:

E.164 country code:

E 164 area code

E.164 international dialing access code:
E.164 international dialing code length;
E.164 national dialing access code:
E.164 national dialing code length.

E.164 local (subscriber) dialing access code:
-

Cancel

* Required value
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In the page below fill in the following:
1 SIP support: From thedropdown boxselectDynamic SIP
endpoint
SIP Mode: Click on the Proxy Mode radio button
SIP TCP transport enabled: Check the checkbox
SIP TCP port: Enter5060
SIP UDP transport enabled: Check the checkbox
SIP UDP port: Enter5060
Persistent TCP supportenabled: Check the checkbox

= =4 -8 -8 -4 -9

Click on theSavebutton

AVAYA Network Routing Service Manager

«UCM Network Services O Active database 172.18.20.19

System Managing:
NRS Server ® Standby database Numbering Plans » Endpoints » Gateway Endpoint
Database
System Wide Setings Edit Gateway Entry (devcon.avayag/ udp/cdp/ACodes )

Numbering Plans
Domains Private Special number 2: ~
ST Private Special number 2 dialing code length:
Routes rivate Special number 2 dialing code length: (0-31
MNetwork Post-Translation Static endpoint address type: | IP version 4 |/
Collaborative S

cllabaralive seers Static endpoint address:

Tools
SIP Phone Context H.323 support | H.323 not supported v
SELETESE 2IP support: | Dynamic SIP endpoint ¥

H.323
SIP @ Prowy Mode
e SIP mode: ol
O Redirect Mode

Restore
GKINRS Data upgrade SIP TCP transport enabled:

SIP TCP port: |5060
SIP UDP transport enabled:

SIP UDP port: | 5060
SIP TLS transport enabled: []

SIP TLS port: |5081

Persistent TCP support enabled: |

* Required value Save Cancel
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5.4.2. Create Routing Entries fo r the AudioCodes MP -118

To route cakto extensions on the AudioCodes MP8 a Routing Entry nesdo be created.
During compliance testing only calls beginning with the digit 6 were routed the Audiocodes MP
118 therefore only anrouting entry beginning with the digit 6 was required.
From theNetwork Routing Server Manager page navigate taNumbering PlansA Routes
From theLimit results to Domain: drop down boxes select the following:
1 Dropdownbox1 Selectthe domainthe NR8sides. i.e.devcon.avayag
1 Drop down box 2  Selectudp
91 Drop down box 3  Selectcdp

SelectACodesfromthe Endpoint Name: dropdown box and click on th&dd button.

AVAYA Network Routing Service Manager
«UCM Network Services
system Managing: O Active database 172.18.20.18
NRS Server @ Standby database Humbering Plans » Routes

Database
Systemn Wide Settings
Numbering Plans

x
=
&

Search for Routing Entries

Domains
Endpoints Enter a DnPrefix and Dn Type (use * for all) and click Search You may narrow the search by specifying a particular domain
Netwark Post-Translation
All DN Types b
Collaborative Servers DN Prefic DN Type: e
Tools

SIP Phone Context Limit results to Domain: devcon avayag V| i |udp ¥ i |edp b
Routing Tests

H323 | Endpoint Name: | ACodes h

SIP
Backup Resulls per page:| 50 %
Restore
GK/NRS Data upgrade

o Routing Entries (1) Default Routes (0) Emergency Fallback Routes (0)
Add.__. I Copy... ‘ Move.._ ‘ Import__. | Export._. | Routing test. ‘ Delete ‘ Refresh
I | DN Prefix« DN Tvpe Route Cost SIP URI Phone Context Context
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Once the new page opens enter the following:

1 DN type: From thedropdown boxselectPrivate level O
regional (CDP steering code)

1 DN Prefix: Enter the digit 6

1 Route cost: Enterl

Click on theSavebuttonand selecbatabase

Note: To save the changes to the Active Database a Cut over is required.

AVAYA Network Routing Service Manager

«UCM Network Services X ) Active database 172.18.20.19

System Managing:
MRS Server @ Standby database Plans » Routes » Routing Entry
S
System Wide Setlings Edit Routing Entry (devcon.avayag/udp/cdp/ACodes)

Numbering Plans
Domains DN type: | Private level 0 regional (CDP steering code) +
Endpoints
Routes DN prefix |6 %

Network Post-Translation
Collaborative Servers
Tools
8IP Phone Context
Routing Tests
H.323 % Required value. Save Cancel
SIP
Backup
Restore
GK/NRS Data upgrade

Route cost: |1 % (1-255
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Once the new page opens click e Cutover button followed by th&€ommit button.It may
take a few minutes for the databasesymochronise.

AVAYA Network Routing Service Manager

«UCM Network Services
System

MRS Senver

Database Database

System Wide Settings MRS uses a redundant database with Active and Standby copies. Mormally changes are made to the standby database, tested, then cut over into active status.
Numbering Plans

Domains

Endpoints

Routes

Metwork Post-Translation

Collaborative Servers
Tools

SIF Phone Context

Routing Tests

H.323

Managing:  172.18.20.19

System » Database

Database status: Changed | Cut over || ‘ | Commit I Roll back|

siP
Backup
Restore
GK/NRS Data upgrade

5.5. Avaya Element Manager C onfigurations

During compliance testing some configuration changes were require using the Element Manager.
The configurabn changes are made using the Element Manager of the Nodes where the
CS1000E reside#t the Log in page of Element Manager log in with the appropriate
credentialsThe changes can be summarised as follows:

1 Modify SIP URI Map

1 Configure Modem/Fax paghrough

1 Configure Voice @dec G.729

1 Transmitting Node Changes

Note: As G.711 is the default Voice Codec it is not shown in the configuration.
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5.5.1.  Modify SIP URI Map

The SIP URI Map needs to be modified so as to allow for Calls originating from the CS1000E to
betransferred back to anothextension or€ S1000Ew~here the transfer was initiated by an
extension on the AudioCodes MR.8.0Once the Element Manager page is opened navigéie to
Network A Nodes: Servers, Media Cardselect theppropriateNode (not shown)on the

Node DetailspageselectGateway (SIP Gw & H323 Gw)(not shown)and scroll taSIP URI

Map: and enter the following:

1 Unknown Entercdp.udp

Click on theSavebutton.

AVAYA €S1000 Element Manager
_ UCH Network Services Managing: 172.18.20.14 Username: admin2
_Home System » IP Network » |P Telephony Nodes » Node Defails » Virtual Trunk Gateway Configuration
_ Links Node ID: 3 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals
- System &
eneral | SIP Gateway Seftings | SIP Gateway Services | H.323 Gateway Seftings
+ﬂ:\r|:?esnance uuuuuuuuuu Lo (U
-

+ Core Equipment National (NN): |0

International: |0
-Walnfenance and Repors
:I;;s:l;ascateways Public E.164 domain names Private domain names
- Host and Route Tables Natignal UDF: udp
- Metwork Address Translation (N

- QoS Thresholds Subscriber:

- Personal Directories

- Unicode Name Directory Special number: |PublicSpecial
+Interfaces

—~ Engineered Values Unknown: |PublicUnknown Vacant number:
+Emergency Senices

+Boftware

- Customers

— Routes and Trunks SIP Gateway Services
-Routes and Trunks

SIP URI Map:

CDP: cdp.udp
Special number: PrivateSpecial

PrivateUnknown

Unknown: |cdp.udp

_D-Channels SIP Converged Desktop: [_| Enable CD senvice
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Network . Note: Changes made on this page wil NOT be Save Cancel
- Flexible Code Restriction TR transmitted unti the Noge s also saved

- Incoming Digit Translation

Service DN: Used for making VTRK call from agent. 3
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5.5.2. Configure Modem/Fax pass -through

During compliance testinglodem/Fax pasthrough was tested. Once the Element Manager
page is opened navigatel® Network A Nodes: Servers, Media Cardselect the appropriate
Node (not shown)on theNode Detailspage selectoice Gateway (VGW) and Codecgnot
shown) in General settings check thBlodem/Fax passthrough check box and click on the

Savebutton.

AVAYA

CS81000 Element Manager

- UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment

- Peripheral Equipment
-Taintenance and Repors
-Media Gateways
-Zones
-Host and Route Tables
- Metwark Address Translation
- QoS Thresholds
- Personal Directories
- Unicode Name Directory

+Interfaces

- Engineered Values

+Emergency Semvices

+ Software

- Customers

- Routes and Trunks

- Routes and Trunks

- D-Channels

- Digital Trunk Interface

- Dialing and Numbering Plans

- Electronic Switched MNetwork

- Flexible Code Restriction

- Incoming Dinit Translation

A/ Managing: 172482044 Username: admin2
System » IP Network » IP Telephony Nodes » Node Details » VGW and Codecs

Node ID: 3 - Voice Gateway (VGW) and Codecs

General | Voice Codecs | Fax

Echo cancellation Use canceller, with tail delay: | 128 +
Dynamic attenuation
Voice activity detection threshold: |17 (-20 - +10 DBM,
Idle noise level: -65 (-327 - +327 DBM,
Signaling options: DTMF tone detection
[] Low latency mode
Remaove DTMF delay (squelch DTMF fram TOM to [P}

Modem/Fax pass-through
V.21 Fax tone detection
[] R factor calculation

Voice Codecs

Codec G711 Enabled (required)

Voice payload size: | 10 | | (milizeconds per frame

Woice plavout fiitter buffer) delav: |20 sl |40 s | imiliseconds

Note: Changes made on this page wil NOT be
transmitted until the Node is also saved

~

(=T

* Required Value.

5.5.3.

Configure Voice Codec G.729
During compliance testing the voice codec G.729 was tested. Once the Element Manager page is

opened navigate i® Network A Nodes: Servers, Media Cardselect he appropriat®lode
(not shown) on theNode Detailspage selecVoice Gateway (VGW) and Codecgnot shown).
Scroll toVoice Codecsandcheck theCodec G.72%heck box and click on thgavebutton.

AVAYA

CS1000 Element Manager

- UCM Network Services &

- Home
- Links
-Virtual Terminals
- System
+Alarms
- Maintenance
+Core Equipment
- Peripheral Equipment

-Waintenance and Repors
-Media Gateways
-Zones
-Host and Route Tables
- Network Address Translation
- Qo3 Thresholds
-Personal Directories
- Unicode Name Directory
+Interfaces
-Engineered Values
+Emergency Services
+Boftware
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwork
- Flexible Code Restriction

inn Ninit T

Managing: 172.18.20.14 Username: admin2
System » IP Network » IP Telephony Nodes » Node Details » VGW and Codecs

Node ID: 3 - Voice Gateway (VGW) and Codecs

General | Voice Codecs | Fax

Maximum delay may be automatically adjusted based on nominal

~
seftings
[[] Voice Activity Detection (VAD)
Codec G722 [[] Enabled
‘Voice payload size: (milizseconds per frame
Voice playout (jitter buffer) delay: (miliseconds;
Mominal Maximum
Maximum delay may be automatically adjusted based on nominal
settings.
Codec G729 Enabled
Woice payload size: |20 » | (miliseconds per frame
Voice playout (jitter buffer) delay: |40 ~ |80 | (miiseconds
Nominal Maximum
Maximum delay may be auternatically adjusted based on nominal
settings.
[] Voice Activity Detection (VAD)
Codec G723.1: [ | Enabled b

Note: Changes made on this page will NOT be
transmitted until the Node is also saved

* Required Value.
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5.5.4. Transmitting Node Changes
Configurationamade on the Elment Manager must be transmitted to the Node before the
changes take effecto transmit the Node changes the following ssxequired:

1 OntheNode Detailspage click on th&avebutton

AVAYA C&1000 Element Manager
—UCM Network Services | Managing: 172.18.20.14 Username: admin2
— Home System » IP Network » IP Telephony Nodes » Node Details
_Links Node Details (ID: 3 - SIP Line, LTPS, PD, IP Media Services, Gateway ( SIPGw, H323Gw ))
- Virtual Terminals
- System
+flams Nade ID: (09999 —

- Maintenance
+ Core Equipment . . -
LS Erarar Call server IP address: |172.18.20.14 TLAN address type: @) |Pv4 only

- IP Netwark O 1Pv4 and IPv6
-Modes: Servers, Media Cards

-Maintenance and Reports Embedded LAN (ELAN) Telephony LAN (TLAN)

- Media Gateways

_Zones Gateway IP address: |172.18 201 . Node IPv4 address: |47 166 .92 219

-Hostand Route Tables

- Metwork Address Translation Subnet mask: |255 265 265 128 - Subnet mask: |255 265 265 224 *

- QoS Thresholds

- Personal Directories

-Unicode Name Directory b

+Interfaces
- Engineered Values Required Value: I
e e

Once the following page opens click on hansfer Now button.

AVAYA €S1000 Element Manager
_ UCM Network Services 4 Managing: 172.18.20.14 Username: admin2
_ Home System » IP Network » |P Telephony Nodes » Node Saved
- Links Node Saved
-Virtual Terminals
- System
+Alarms MNode 1D 3 has been saved on the call server.
- Maintenance
+ Core Equipment The new configuration must also be transferred to associated servers and media cards.
- Peripheral Equipment
~IP Network l—l
- Nodes: Servers. Media Cards Transfer Mow... You will be given an option to selectindividual servers, or transfer to all.
- Maintenance and Reports
- Wedia Gat
_2:"; ateways Show Nodes You may initiate a transfer manually at 3 Iater time
-Host and Route Tables
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6. Configure AudioCodes MP -118

During compliance testing the AudioCodes P8 was configuredith Gateway Registration
Both G.711 and G.729 codecs were tested as well as Fax u8#@fid G.711 Pass through. In
Normal Mode the MP118 was connected tbhé NRS using a SIP Trunk. In Fallback mode when
the Ethernet connection was broken communication between the AudioCodbeE3\iAd the
CS1000E was with an Anolog connection from a FXO port on the AudiocodeklgIRnd unit
on a FALC on the CS1000E.The f@iing sections describe the configuration for all these
scenarioslt is implied a working system is already in plagaeseconfigurationscan be
summarised as follows:

Logging into the AudioCodes MP18

Configure IP Settings

Configure Internal DNS Table

Configure Voice Settings

Configure Fax/Modem/CID Settings (T.38)

Configure Fax/Modem/CID Settings (G.711 Pass Through)

Configure Application Enabling

Configure IP Group Table

Configure Proxy Sets Table (Proxy Set ID 0)

Configure Proxy Sets Table (Proxy $Bt1)

Configure Proxy & Registration

Configure Coders

Configure Profile for Fax

Configure Endpoint Phone numbers

Configure Hunt group Settings

Configure Tel to IP Routing

Configure IP to Trunk Group Routing

Configure FXO Settings

Resetting the Gateway

Saving all Configurations to Flash Memory

=4 =2 =08 _8_-5_5_45_42_9_9_2_-2_-2_-29_-2_-2°_-2-2_-2°_-2-

Note: During compliance testing a standard WEB browser was used for the complete
configurationof the AudioCodesMP118. Somere-configuration can be done by modifyiag
ConfigurationFile which can bdoaded orto the MP-118. An example othe GonfigurationFile
used is iMppendix C.
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6.1. Logging into the AudioCodes MP  -118

Enter the IP address of the AudioCodi#R-118into a webbrowser. At first time log in enter the
appropriate credentials and click on tBK button.

Connect to 47.166.92.205

The server 47.166,92,205 at Realml requires a username
and password,

Liser narme: | L % w |

Passwiord; | |

[ 1remember my passwaord

[ Ok ] [ Zancel
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6.2. Configure IP Settings

Once the web page opens click on @enfiguration button and check thieull radio button and

navigate to/olP A Network A IP Settings The following steps are required
1 EnterOin the Add Index box and click th&dd Index button

In the Application Type drop down box sel€AMP +Media+Control

1
1 Enter thelP addressassigned to the AudioCodes MR8. i.e, 47.166.92.205
1

Enter27 for Prefix Length Number of IP addressevailable in subnesupplied by site

IT admiristrator
1 Enter thelP address of the AudioCodes MR8 Gateway. i.e, 47.166.92.222

1 Enterl for VLAN ID
1 EnterO+M+C for thelnterface Name
Click on theApply button to save.

Note: Once the configuration is savedateway Reseis required SeeSection 619.

. N Submit Burn Device Acfions v Home Help (@ Log oif
£ & AudioCodes BB &2 v © o \Q/ X

| coniguration || Mairtenance ?Sﬁ:‘;maics ( Multiple Interface Table
G vne o] 0o (A ooy

Index Application Type 1P Address Prefix Length Gateway VLAN ID|  Interface Name

0 @ |OAMP + Media + Cortrol |»||47.166.92.205 27 47.186.92.222 1 0++C

IP Routing Table
QoS Settings z

ol ons % VLAN Mode Disable v
B security Native VLAN ID 1
=@ media 1P Interface Status Table [
*JApphcatluns Enabling
#d control Network
51 Definitions
#idl coders And Profiles
HEGW and 1P to 1P
Hidsas
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Configure Internal DNS Table

Navigate tovolP A Network A DNSA Internal DNS Table. The following steps are required:
1 Enter the Domain of the NRS bomain Namefield. i.e, devcon.avayag
1 Enter the IP address assigned to the AudioCoded MPin theFirst IP Address field.

i.e,47.166.92.205The other IP Addresses can remaii® £s0.0

Click on theSubmit button to save.

(7

& AudioCodes
I

Configuration || Meintenance | SRS

MP-118 FXS_FX0

Device Actions -

@ Home

@ Help

&= Log off

( Internal DNS Table

Srenariog Search

O Basic © Full

#Hsystem

ST
i network

QIP Settings
L_l1P Routing Table

| loos settings
EFrS
DNS Settings
[ IInternal SRV Table
[l security
(@ Media
|3 Applications Enabling
il control Network
E@S1P Definitions
¥ Coders And Profiles
E@Gw and 1P to TP
Hilisas

|-

| 1nternal DNS Index

[1410 ]

[ Domain Name

First IP Address

Second IP Address

Third 1P Address

Fourth IP Address

devcon.avayag 47.166.92.205

0000

0.0.0.0

0.0.00

6.3. Configure Voice Settings

Navigate tovolP A Media A Voice Setting The following steps are required:
1 From theDTMF Transport Type drop down boxselectRFC2833 Relay DTMF

Click on theSubmit button to save.

| |analog Settings

| Imedia Security
#i@ applications Enabling
Flicontral Network
il s1P Definitions

Bl coders And Profiles
Hilcw and 1P to 1P
Eisas

=

Answer Detector Sensitivity

% DTMF Generation Twist

Echo Canceller

/% | . Submit Burn Device &ctions & Home Help @ Log off
[~ | AudloCodes MP-118 FXS_FXO ‘!;’ ‘@" \-./n e — g
Configuration | Mairtenance ?S"g;mms f Voice Settings
o —— o Besic ParameterList a
-
OBasic © Full oice Volume (-32 to 31 dB) 0
B . Input Gain (-32 to 31 dB) 0
=@ vorr Silence Suppression Disable w
B Network DTMF Transpert Type RFC2232 Relay DTMF v
tV DTMF Volume (-31 to 0 d3) KX
L\
Meda NTE Max Duration -1
[Ci¥oice Settings
gFaijndem!CID Settings Enable Answer Detector Disable v
ClrrrimTcP Settings Answer Detector Activity Delay 0
| l1PMedia Settings Answer Detector Silence Time 10
L General Media Settings Answer Detecter Redirection 0 v
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6.4. Configure Fax/Modem/CID Settings

During compliance testing the T.38 Fax configuration was as follows: Navig¥tsRoA
Media A Fax/Modem/CID Settings The following steps are reqed:
1 From theFax Transport Mode drop down box in th&eneral Settingswindow select
RelayEnable

Click on theSubmit button to save.

(T.38)

£ 3 AudioCodes

) Status
‘Cnr\flguraﬂnn‘ Maintenance | SRS s

Seenarios Search

O Basic @ Full

*L"?s stem
= network
#i¥ security
= media
\Voice Settings
RTP/RTCP Settings
IPMedia Settings
General Media Settings
lAnalog Settings
| IMedia Security
@ applications Enabling
| control Network
®Ws1p Definitions
=\ Coders And Profiles
EHGw and 1P to 17
=@ sas

MP_148 FXS_FXO o Submit @ Burn Device &ctions v \5’ Home: @/ Help = Log off
r Fax/Modem/CID Settings W
» General Settings
Fax Transport Mode RelayEnable » £
Caller 1D Transport Type Mute »
Caller ID Type Standard ETS! »
V.21 Modem Transport Type Disable »
V.22 Modem Transport Type Enable Bypass »
V.23 Modem Transport Type Enable Bypass »
V.32 Modem Transport Type Enable Bypass »
V.34 Modem Transport Type Enable Bypass »
Fax CNG Mode Disable b
CNG Detector Mede Disable b
w Fax Relay Settings
Fax Relay Redundancy Depth o
Fax Relay Enhanced Redundancy Depth 4
Fax Relay ECM Enable Enable hd
Fax Relay Max Rate (bps) 14400bps -

a Bypass Settings
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6.5. Configure Fax/Modem/CID Settings (G.711 Pass Through)

During compliance testing the G.711 Pass Through Fax configorats as follows: Navigate
to VolP A Media A Fax/Modem/CID Settings The following steps are required:
1 From theFax Transport Mode drop down box in th&eneral Settingswindow select
ByPas&nable
1 From theFax/Modem Bypass Coder Typealrop down box in th8ypass Settings

window se

lecG.711Alaw_64

Click on theSubmit button to save.

£3 AudioCodes
b

| contiguration | Maintenance s

MP-118 FX5_FXO

Scenarios Search

O Basic @ Full

il syctem
Hlidinetwork
H security
=i media
Voice Settings
RTP/RTCP Settings
IPMedia Settings
General Media Settings
Analog Settings
| IMedia Security
*L?Apphcatmns Enabling
I control Network
I s1P Definitions
*\"_'?Coders And Profiles
“i@Gw and 1P to IP
Bidisas

-
&/, Suomit| (@), Burn Device Actions ¥ & Home e/ Help = Log off
( Fax/Madem/CID Settings
w General Settings
Fax Transport Mode ByPassEnable hd
Caller ID Transport Type Mute v
Caller ID Type Standard ETSI -
V.21 Modem Transport Type Disable v
V.22 Modem Transport Type Enable Bypass -
V.23 Modem Transport Type Enable Bypass -
V.32 Modem Transport Type Enable Bypass v
V.34 Modem Transport Type Enable Bypass v
Fax CNG Mode Disable -
CNG Detector Mode Disable e
| v Fax Relay Settings
~ Bypass Settings
| Fax/Modem Bypass Coder Type G711 Alaw_64 v

Fax Bypass Output Gain

Modem Bypass Qutput Gain

Fax/Modem Bypass Packing Factor

1
0
0

6.6. Configure Application Enabling

During compliance test thgétand Alone Survivability (SAS) feature was enabNMavigate to
VolP A Applications EnablingA Applications Enabling. From theEnable SASdropdown

box selecEnable.

Click on theSubmit button to save.

Note: Once the configuration is savedateway Resets required SeeSection 619.

3 AudioCodes
L

| ontiguretion| Maintenance B o nastics

MP-118 FXS_FXO0

Scenarios Search

O Basic @ Full

il system
*\"_?Network
®i¥ security
Bl vedia
E|W Control Network
®Hs1P Definitions
|l coders And Profiles
B Gw and 17 to 1P
=idsas

-
o Suomit| (@) Bun Device Actions~ w & Home ‘\9_/ Helb (@ Log off
( Applications Enabling
\ |
Enable v

I
|5 Enable SAS
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6.7. Configure IP Group Table

Navigate tovolP A Control network A IP Group Table. Thefollowing steps are required:
1 Select a free index from thedex drop down box. i.el1
1 Enter a description in tHeescription field. i.e, NRS

1 Selectl from theProxy Set ID drop down box

1 Enter the Domain of the NRS in tisP Group Namefield. i.e, devcon.avayag

Click on theSubmit button to save.

& AudioCodes
I

Status
Contiguration || Mairtenance | 351a0n oo

Scenarios Search

O Basic @ Full

=l syetem
i Network

®i¥security
#idivedia

®Ii0 applications Enabling
FEcontrol network|

Proxy Sets Table
®I@s1p Definitions
Bl Coders And Profiles
®IdGw and 1P to 1P
E@sas

Contact User

Submit Burn - 5%, Home Help $— Log off
< © & @ <
f 1P Group Table ]
Basic Parameter List &
[~ |
H Index D | |
+ Commaon Parameters
Description NRS
Proxy Set 1D 1 v
SIP Group Name devcon avayag £

1P Profile ID 0 hd
+ Gateway Parameters

Always Use Route Table No v

Routing Mode Mot Corfigured v

SIP Re-Routing Mode Standard N

Enable Survivability Disable v

Serving IP Group ID v
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6.8. Configure Proxy Sets Table (Proxy Set ID 0)

Proxy Set ID 0 was configured to allow for failure of the Ethernet connection. When the
connection to the NRS (47.166.92.204) was lost then the Proxy used thasfadioCodes
MP-118 (47.166.92.205Navigate tovolP A Control network A Proxy Sets Table From
theProxy Set ID drop down box sele€@.The table below shows the entries added during

compliance testing:

Proxy Address Transport Type
1 47.166.92.204 TCP
2 47.166.92.205:5070 TCP

The following steparealso required:

1 SelectUsing Optionsfrom theEnable Proxy Keep Alivedrop down box
1 SelectYesfrom thels Proxy Hot Swapdrop down box

1 SelectHoming from theProxy Redundancy Modedrop down box

Click on theSubmit button to save.

;‘E AudioCodes MP-118 FXS_FXO o 5o (@) B

( Proxy Sets Table

Proxy Address

Transport Type

47166.92.204

TCP (v

47.166.92.205:5070

TCP v

I coders And Profiles

nable Proxy Keep Alive

Using Options.

E
Proxy Keep Alive Time

HBcw and 1P to 1P
Elsas

60

Proxy Load Balancing Method

Disable

I= Proxy Hot Swap

Proxy Redundancy Mode

Homing

#SRD Index

Classification Input

IP only
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6.9. Configure Proxy Sets Table (Proxy Set ID 1)

Proxy Set ID 1 was configured for when the Ethernet connection to the NRS was available. From
theProxy Set ID drop down box seledt.The following steps areequired:
1 Enter47.166.92.204:506n the firstProxy Addressfield. This is the IP Address and
Port of the NRS.
1 SelectTCP from theTransport Type drop down box
1 SelectUsing Optionsfrom theEnable Proxy Keep Alivedrop down box
1 SelectNo from thels Proxy Hot Swapdrop dow box

Click on theSubmit button to save.
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