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Abstract

These Application Notes describe a solution comprised of the Avaya Communication Server 1000
Release 7.5, Avaya Aura® Session Border Controller Release 6.0 and the PAETEC
Communications system. During the interoperability testing, Avaya Communication Server 1000
was able to interoperate with the PAETEC Communications Acme Packet Session Border
Controller via SIP trunks. The Avaya Aura® Session Border Controller is used as an IP-IP
network border between the enterprise and the service provider.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

This document provides a typical network configuration deployment of the Avaya
Communication Server 1000 and the PAETEC Communications SIP Trunking (hereafter
referred to as PAETEC Communications system). The Avaya Aura® Session Border Controller
is used as IP-IP network border between PAETEC Communications Acme Packet SBC and
Avaya Communication Server 1000.

2. General Test Approach and Test Results

The Avaya Communication Server 1000 system was connected to the Avaya Aura® Session
Border Controller. Then the Avaya Aura® Session Border Controller was connected to the
PAETEC Communications system via SIP. Various call types were made from the
Communication Server 1000 to the PAETEC Communications system and vice versa to verify
the interoperability.

2.1. Interoperability Compliance Testing

The focus of this testing is to verify that Communication Server 1000 can interoperate with the
PAETEC Communications system. The following interoperability areas were covered:

e General call processing between Communication Server 1000 and PAETEC
Communications systems including:
- Codec/ptime (G.729/20ms, G.711 u-law/20ms)
- Hold/Retrieve on both ends
- CLID displayed
- Ring-back tone
- Speech path
- Dialing plan support
- Advanced features (Call on Mute, Call Park, Call Waiting)
- Abandoned Call
e (Call redirection verification: all supported methods (blind transfer, consultative
transfer, call forward, and conference) including CLID. Call redirection is performed
from both ends
Fax is supported only with G.711
DTMF in both directions
SIP Transport UDP
Thru dialing via the Communication Server 1000 Call Pilot
Voice Mail Server Call Pilot (hosted on Avaya system)
Static registration.

The following assumptions were made for this lab test configuration:
1. Communication Server 1000 R7.5 software and implementation of latest patches
2. PAETEC Communications provides support to setup, configure and troubleshoot on carrier
switch during testing execution.
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During testing, the following activities were made to each test scenario:
1. Calls were checked for the correct call progress tones and cadences.
2. During the ringing state the ring back tone and destination ringing were checked.
3. Calls were checked in both hands-free and handset mode due to internal Avaya
requirement.
4. Calls were checked for speech path in both directions using spoken words to ensure
clarity of speech.
5. The display(s) of the sets/clients involved were checked for consistent and expected
CLID and redirection information both prior to answer and after call establishment.
6. The speech path and messaging system were observed for timely and quality End to End
tone audio path generation and application responses.
7. The call server maintenance terminal window was open during the test cases execution
for the monitoring of BUG(s), ERR and AUD messages.
Speech path was checked before and after calls were put on/off hold from each end.
9. Applicable files were screened on an hourly basis during the testing for message that may
indicate technical issues. This refers to Avaya Communication Server files.
10. Calls were checked to ensure that all resources such as Virtual trunks, TDM trunks, Sets
and VGWs are released when a call scenario ends.

*®

2.2. Test Results

The objectives outlined in the Section 2.1 were verified. All the applicable test cases were
executed. However, the following observations were noted during the compliance testing:

1. Call is made between a Communication Server 1000 phone and a PSTN phone with
CPND (call party name display) restricted. This is a requirement from PAETEC
Communications.

2. PAETEC Communications system cannot translate the originating CLID to the wrong
number (e.g.: 111-111-1111) for the outbound calls.

3. If the Communication Server 1000 phone holds/retrieves an outbound call, the dialed
digits are no longer displayed. This is a Communication Server 1000 known issue.

4. PSTNI phone calls to Communication Server 1000 phone, then phone does blind transfer
to PSTN2 phone. PSTN1 phone could not hear ring-back-tone from PSTN2 phone when
Communication Server 1000 phone completed blind transfer. In this particular scenario, the
UPDATE support is required on the CS1000 for the ring-back-tone, but the PSTN-to-SIP
gateway that PAETEC uses for this Interop testing does not support the UPDATE. In order to
fix this ring-back-tone issue, we make sure to enable plug-in 501 on CS1000 to allow blind
transfer to work without the UPDATE method and configure Avaya Aura Session Border
Controller to translate the SIP 183 with SDP to SIP 180 without SDP so that PSTN1 can hear
the local ring-back-tone. If we do this translation on Avaya Aura Session Border Controller,
the early media is not supported in this testing.

It was agreed with PAETEC Communications that the above observations were not severe
enough to fail the testing.
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2.3. Support

For technical support on the Avaya products described in these Application Notes visit
http://support.avaya.com

For technical support on PAETEC Commnucations system, please contact PAETEC
Communications technical support at:
e Toll Free: 1-800-967.2233

e http://www.paetec.com/customer-care/
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3. Reference Configuration

Figure 1 illustrates the test configuration used during the compliance testing event between the
Communication Server 1000 and PAETEC Communications systems.

For confidentiality and privacy purposes, actual public IP addresses used in this testing have
been masked out and replaced with fictitious IP addresses throughout the document.

High Level Diagram of The PAETEC Communications SIP Trunking with Avaya Commuunication Server 1000
and Avaya Anra (@ Session Border Controller

Private Side Public Side
fa e
N/
PSTN
104007242 1040,88.111
Ma'ra.ﬂu
IP (Uniatim)
1 Ayaya CS1000IP Signall SIP Trunk
ﬂ " — Node: 101057178
Slgnaling 104087477 209054220
souos [ el PAETEC
ACMEPacketS8C *  Communications
TOM_Pighs - ¥aya C81000 Call Server Network
——
CallPllot¥olcarall Bystem

SIP 118X SP12

Figure 1- Network diagram for Avaya and PAETEC Communications Systems
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:
Avaya system:

System Software/Loadware version
Avaya Communication Server ® (all Server: 750 Q+ GA
1000 (CPPM) ® Signaling Server: 7.50.17 GA
® SIP Line Server: 7.50.17 GA
Avaya Aura® Session Border ® SBCT 6.0.2.0.3 (sbc E362P4)
Controller
Avaya phones ® 2002 p2: 0604DCN (Unistim)
® 1140: 0625C8D (Unistim)
® 1120: 0624C8D (Unistim)
® 2007: 0621C8D (Unistim)
® 1120:41 130 (SIPLine)
® [2xx:4 1130 (SIPLine)
PAETEC Communications system:
System Software/L.oadware version
Acme Packet Net-Net 4250 ® Firmware SC6.2.0 Patch 3 (Build 497)
Session Border Controller Build Date=02/12/10
Broadsoft ® Version 14.sp9
LCS Gateway ® Version 3.14.4.7

Additional software and patch lineup for the configuration and active patch list on the SIP
Signaling Gateway are listed as below:

Call Server: 7.50 Q+ GA plus latest DEPLIST — Deplists CPL_X21 07 50Q.zip
SSG Server: 7.50.17 GA plus latest DEPLIST — Service Pack Linux 7.50 17 20111101.ntl

5. Avaya Communication Server 1000 Configuration

These Application Notes used the Incoming Digit Translation feature to receive the calls and
used the Numbering Plan Area Code (NPA), Special Number (SPN) features to route calls from
the Avaya Communication Server 1000, over the PAETEC Communications SIP trunk to PSTN.
These application notes assume that the basic configuration has already been administered. For
further information on Avaya Communications Server 1000, please consult the references in
Section 10.

The below procedures describe the configuration details of Communication Server 1000 with a
SIP trunk to the PAETEC Communications system.
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5.1. Log in to Communication Server 1000 System

5.1.1. Log in to Unified Communications Management (UCM) and Element
Manager (EM)

a) Open an instance of a web browser and connect to the UCM GUI at the following address:
http://<node IP address> or http://<UCM IP address>. Log in using an appropriate User ID and
Password.

UserID: |admin

Passward:

Figure 2 — Login Unified Communications Management

b) The Unified Communications Management screen is displayed. Click on the Element
Name of the Communication Server 1000 Element as highlighted in red box as shown in Figure

3.

SMMP Profiles
Secure FTP Taoken

AVAYA Avaya Unified Communications Management Heln | L
— Metwork Host Name: 10.10.97.95 Software Version: 02.20.0009.00(2850)  User Name admin
Elements
— CS 1000 Services
. Elements
Patches

Mew elements are registered inte the security framewerk, or may be added as simple hyperlinks. Click an element name to launch its management service. You can optionally filter the list
by entering a search term.

Software Depl
— User Senvices
Administrative Users
External Authentication
Password
— Security
Roles
Policies
Certificates
Active Bessions
— Tools
Logs
Data

| Search | Reset

Add.... Edit Belete E a o
I~ Element Name Element Type~ Release Address Description ﬂ
4 EMaon car3-cores Cg1000 75 10.10.97 96 New
element
2 car3-cores bvwdev.com (member) Linux Base 75 101087179 Base 08
element.
2~ card-siplucm.bvwdev.com (primary) Linux Base 7.5 101087175 Base 08
element.
4" car-ssq-camierbvwdev.com (member)  LinuxBase 5 101097177 Base 08
element.
- 135.10.97.97 Media Gateway Controller 7.5 10.10,97.97 New
: element
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¢) The Communication Server 1000 Element Manager System Overview page is displayed as
shown in Figure 4.

IP Address: 10.10.97.96

Type: Communication Server I000E CPPM Linux
Version: 4121

Release: 7.50 Q+

AVAYA €S1000 Element Manager
- LICM Network Services Managing: 10.10.97.96  Usernams: admin
_ Home System Overview
- Links
- Virtual Terminals System Overview
- System
+Alarms

- Maintenance
+ Core Equipment
- Peripheral Equipment

+1P Metwark IP Address: 10.10.97.96

+Imterfaces Type: Ava'y'a Communication Server 1000E CRPM Linux
- Engineered Values Version: 4121
+Emergency Senvices :
+ Geggraphic Redundancy Relessen el
+ Software
- Customers
- Routes and Trunks

Figure 4 — Element Manager System Overview

5.1.2. Log in to Call Server by using the Overlay Command Line Interface
(CLI)

a) Use Putty, SSH to connect to IP address of SSG Server with the admin account.

b) Run the command “cslogin” and log in with the appropriate admin account and password.

c) Here are the logs.

login as: admin

Nortel Networks Linux Base 7.50
The software and data stored on this system are the property of, or licensed to, Nortel Networks
and are lawfully available only to authorized users for approved purposes. Unauthorized access
to any software or data on this system is strictly prohibited and punishable under appropriate
laws. If you are not an authorized user then do not try to login. This system may be monitored
for operational purposes at any time.

admin@10.10.97.177's password: <----enter your password
Last login: Tue Nov 01 10:20:05 2011 from 10.10.98.78
[admin@car3-ssg-carrier ~]$ cslogin

SEC054 A device has connected to, or disconnected from, a pseudo tty without authenticating
>login
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USERID? admin
PASS? <----enter your password

TTY #08 LOGGED IN

The software and data stored on this system are the property of, or licensed to, Nortel Networks
and are lawfully available only to authorized users for approved purposes. Unauthorized access
to any software or data on this system is strictly prohibited and punishable under appropriate
laws. If you are not an authorized user then log out immediately. This system may be monitored
for operational purposes at any time.

ADMIN 12:56 01/11/2011

>

5.2. Administer a Node IP Telephony

This section describes how to configure a Node IP Telephony on the Communication Server
1000.

5.2.1. Obtain Node IP address

These application notes assume that the basic configuration has already been administered and
that Node has already been created. This section describes the steps for configuring a Node
(Node ID 3000) in Communication Server 1000 IP network to work with PAETEC
Communications system. For further information on Avaya Communications Server 1000, please
consult the references in Section 10.

a) Select System -> IP Network -> Nodes: Servers, Media Cards and then click on the Node
ID as shown in Figure 5.

AVAYA €S$1000 Element Manager
_ UCH Network Services Managing: 10.10.97.96 Username: admin
ey System » P Network » [P Telephony Nodes
" Tirkes IP Telephony Nodes
- Virtual Terminals Click the Mode |D te view or edit its properties.
- System
+Alarms
- Maintenance Add. I Import | Export | Delete Print | Refresh
+Core Equipment
- Peripheral Equipment ™ HodelD« Components Enabled Applications ELAN IP Mode/TLAN [Pv4  Mode/TLAN IPvE  Status
SR : I 3000 1 LTPS, Gateway { SIPGwW) - 101007478 Sinchronized
- Nodes: Servers, Media Cards
- Maintenance and Reparts [ 3002 i SIP Line, LTPS E 101087176 Synchronized
- Media Gateways
- Zones
- Hostand Route Tables
Ntk Ade=s Trane aHon Show: [Z MNodes ™ Component servers and cards ¥ IPvE address

Figure 5 — IP Telephony Nodes

b) The Node Details screen is displayed in Figure 6, Figure 7 with the IP address of the
Communication Server 1000 node. The Node IP Address is a virtual address which corresponds
to the TLAN IP address of the Signaling Server, SIP Signaling Gateway. The SIP Signaling
Gateway uses this Node IP Address to communicate with other components to process the SIP
call.
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AVAYA

CS81000 Element Manager

- UCH Network Services
-Home
- Links
- Virual Terminals
- System
+Alarms
- Waintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
-Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zaones
-Hostand Route Tables
- Network Address Translation (M
- Qo8 Thresholds
-Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emeraency Senvices
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwark
- Flexible Code Restriction
- Incaming Digit Translation
- Phones
- Templates
-Reports
- Views
- Lists

Managing: 10.10.97.96 Username: admin

System » IP Network » |

lephony Nodes » Node

Details

Node Details (ID: 3000 - LTPS, Gateway ( SIPGw ))

Node 1D: |3 (0

Call server IP address

Embedded LAN (ELAN)

Gateway IP address: {10 10 97 65 £

Subnet mask: EES 255.256.192 +

* Required Value,

TLAM address type: & |Py4 only

" IPv4 and IPvG

Telephony LAN (TLAN)
Node IPv4 address:

Subnetmask: [2565.265 255 192 =

ss:l =l
Save Cancel

Associated Signaling Servers & Cards

Select to add x

™ Hostname+

Aaa|| [REmee] fiizke isader | Print | Refresh
Tupe Deploved Applications ELAMIP LAN Pvd Rale
LTPS, Gateway, PD, Presence
35501 Vi v 10.10.97 85 2
I car3-ssg-carrier Signaling_Server Publisher 1P Madia Semices 101087177 Leader

‘Show:

R e

Hote: Only server(s) that ars not part of any other [P telephony node and deployed application(s) that match the service(s) selected for this node are
avallable in the servers list

Figure 6 —Node Details

AVAYA

€S1000 Element Manager

- UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- lledia Gateways
-Zones
- Hostand Route Tables
- Network Address Translation (N,
- QoS Thresholds
-FPersonal Directories
- Unicode Name Directery
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Zoftware
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwork
- Flexible Code Restriction
- Incaming Digit Translation
- Phones
- Templates
-Reports
- Views
- Lists

Managing: 10.10.97.96 Username: admin

System » IP Network » |

lephony Nodes » Node Details

Node Details (ID: 3000 - LTP S, Gateway ( SIPGw ))

Subnetmask: EEG 265.256.192 »

IP Telephony Node Properties

Numbering Zones
MCDN Aternative Routing Treatment (MALT) Causes

Subnet mask: E55.255.255.192 . &l

Nods IPvE address: |

Applications (click to edit configuration)
+ SIP Line
+ [Terminal Frax Server TP5i]
» [Gateway (SIPGw)
» Personal Directories (PD}
+ Presence Publisher
» [P ledia Senvices

“Required Valus

Cancel

Associated Signaling Servers & Cards

Selecttoadd x| Add |

I~ Hostname=
I~ car3-ssg-carrier

Show:

I~ HIRVEEGHIEss

Remiove | Leader; Erint | Refresh
Tipe Deploved Applications ELAMIP TLAN IPyd Rale
Signaling_Server LTPS, Gateway, PD, Presence 10.10.97.95 101097177 Leader

Publisher, IP Media Services

Note: Only server(s) that are not part of any other [P telephony node and deployed application(s) that match the service(s) selected for this node are
avallable in the servers list

HV; Reviewed:
SPOC 2/13/2012

Figure 7 —Node Details
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5.2.2. Administer Terminal Proxy Server (TPS)

c¢) Continue from Section 5.2.1. On the Node Details page, select the Terminal Proxy Server
(TPS) link as shown in Figure 7.

d) Check the UNIStim Line Terminal Proxy Server check box and then click the Save button
as shown in Figure 8.

AVAYA

CS1000 Element Manager

- UCH Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
-Modes: Servers, Media Cards
- Maintenance and Reports
- lledia Gateways
-Zones
- Host and Route Tables

- QoS Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Zoftware
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Mumbering Plans
- Electronic Switched Netwark
- Flexible Code Restriction

- Network Address Translation (N,

Managing: 10.10.97.96 Username: admin
System » [P Network » [P Telephony Nodes » Node Details » UNIStim Line Terminal Proxy Server (LTPS) Configuration

Node ID: 3000 - UNIStim Line Terminal Proxy Server (LTP 8) Configuration Details

Firmware | DTLE | Network Connect Server

UNIStim Line Terminal Proxy Server: | ¥ Enable proxy sewice on this node ‘ =

Firmware

IP address: IW

Fullfile path: [download/fimua

Server AccountUser ID l—
Passward: l—

DTLS

DTLS palicy: |Off =

Options: [
-

Network Connect Server

” T Note: Changes made on this page will NOT be m T
S transmitted untilthe Node is also saved [sae |

HV; Reviewed:
SPOC 2/13/2012

Figure 8 — TPS Configuration Details
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5.2.3. Administer Quality of Service (QoS)

e) Continue from Section 5.2.1. On the Node Details page, select the Quality of Service (QoS)
link as shown in Figure 7.
f) The default Diffserv values are as shown in Figure 9. Click on the Save button.

AVAYA €S1000 Element Manager
_ UCH Network Services Managing: 10.10.97.96 Username: admin
i System » IP Netwaork » ]P Telephony Nodes » Node Details » Quality of Service (QoS
i Node ID: 3000 - Quality of Service (QoS)
- Virtual Terminals
- System
+Alarms Diffserv Codepoint (DSCP)

- Maintenance

e Egunem Enable Avaya automatic QoS: [T

- Peripheral Equipment Caontrol packets FiD (0-63
- IP Netwark T
- Modes: Servers. Media Cards ‘oice packets I-—iﬂ (0:63
- Maintenance and Reports
- Media Gateways VLAM tagging: [T 802.1Q support
-Zones . o 53 = s
_ Host and Route Tables 802.1Q bits value (802.1F): |6 07

- Network Address Translation (N,
- @08 Thresholds
-FPersonal Directories
- Unicode Name Directery
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Zoftware
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels

- Digital Trunk Interface Hote: Changes made on this page will NOT be -
s % * Require: lue s s 3 i e = Save Cancel
- Dialing and Numbering Plans St transmited unti the Neds is also saved. [ —I

Figure 9 — QoS Configuration Details

5.2.4. Synchronize the New Configuration

g) Continue from Section 5.2.3, return to the Node Details page (Figure 6) and click on the
Save button.

h) The Node Saved screen is displayed. Click on the Transfer Now (not shown).

1) The Synchronize Configuration Files screen is displayed. Check the Signaling Server check
box and click on the Start Sync (not shown).

7) When the synchronization completes, check the Signaling Server check box and click on the
Restart Applications (not shown)
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5.3. Administer Voice Codec

5.3.1. Enable Voice Codec G.729, G.711, Node IP Telephony.

a) Select IP Network -> Nodes: Servers, Media Cards from the left pane, and in the IP
Telephony Nodes screen displayed, select the Node ID of this Communication Server 1000
system. The Node Details screen is displayed. (See Section 5.2.1 for more detail).

b) On the Node Details page as shown in Figure 7, click on Voice Gateway (VGW) and
Codec.

¢) The PAETEC Communications system supports G.729/ptime 20ms and G.711/ptime 20ms
with VAD disabled. Then click on the Save button.

AVAYA C81000 Element Manager
_ UCM Network Services Managing: 10.10.97.96 Username: admin
g System » IP Network » [P Telephony Nodes » Node Details » VGW and Codecs
_ Links Node ID: 3000 - Voice Gateway (VGW) and Codecs
- Virtual Terminals
s General | Voice Codecs | Fax
+Alarms
- Maintenance Voice Codecs i’
+ Core Equipment = 3 .
_ Peripheral Equipment Codec 6711: [ Enabled (required)
- IP Netwaork Voice payload size: [20 7] (milise
- Nodes: Servers, Media Cards
- Maintenance and Reports Woice playout (jitter buffer) delay: |40 =| |80 =] (m
—I;gndéasGateways Mominal Maxmum
_Host and Route Tables Maximum delay may be automatically adjusted based on nominal
- Network Address Translation (N SERg
- QoS Thresholds ™ Voice Activity Detection (VAD)
- Personal Directories
Codec G722: [T Enabled

- Unicode Name Directory

+Interfaces Woice paylead size: |20 = | (r
-Engineered Values

+Emeraency Senvices Vaice playout (jitter buffer) detay: [40 =] [50 =] im

+Geographic Redundancy Mominal Maximum

i M del b e tically adjusted b d |
- Customers ;:;I\’:;L;m elay may be autematically adjuste: 3sed on nominal
- Routes and Trunks
- Routes and Trunks Caodec G729: ¥ Enabled
-D-Channels i iza: Bl {ilisstonds i Fama
- Digital Trunk Interface Noicepayloadsize: |20\ (missatinds per rans =l
- Dialing and Numbering Plans = Note: Changes made on this page wil NOT be Save cancel
~ Electronic Switched Netwark Resvdie transmitted unti the Node is also saved _i _I

Figure 10 — Voice Gateway and Codec Configuration Details

d) Synchronize the new configuration (please refer to Section 5.2.4)
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5.3.2. Enable Voice Codec on Media Gateways.

a) From the left menu of the Element Manager page in Figure 10, select IP Network -> Media
Gateways menu item. The Media Gateways page will appear (not shown). Click on the MGC

which is located on the right of the page.
b) In the following screen scroll down to the Codec G.729 and G.711 and uncheck VAD as

shown in Figure 11.

il | ol

AVAVA C81000 Element Manager
M Notwork Satvcen ~VGW and IP phone codec profile &l
-Home
_ Links Enable echo canceller &
- Virtual Terminals 2
- System Echo canceller tail delay |128 »| | milliseconds |
+Alarms Enable dynamic attenuation |7
- Maintenance
+ Core Equipment Voice activity detection threshold |1 (0-4DBM)
- Peripheral Equipment
- IP Network Idle noise level |0 (o- )
-hNodes: Servers, Media Cards SN e
- Maintenance and Reports Rfactor calculation [~
- Media Gateways
-Zones DTMF tone detection [
-Host and Route Tables
- Network Address Translation (N, Enable low latency mode [
- Q08 Thresholds
Bt Diradones Remove DTMF delay (squelch DTMF from TDM to IP)
- Unicode Name Directory Enable modem/fax pass through mode ¥
+Interfaces
-Engineered Values Enable V.21 FAX tone detection [
+Emergency Services
+Geographic Redundancy Fax TCF method |2 =
+ Software
- Customers FAX maximum rate | 9800 'l [bps)
- Routes and Trunks
RRals AR FAX playout nominal delay |100 {0 - 200 millis=conds |
-D-Channels < 2
_ Digital Trunk Interface FAX no activity imeout |20 ( 10-32000 milliseconds
- Dialing and Numbering Plans
- Electronic Switched Network: FAdpacketsie [
- Flexible Code Restriction _Codec G711 select @
-Incoming Digit Translation
- Phones Codec name G711
- Templat . =
> Rzrggr; es Voice payload size ,ﬂ ( msiframe )
’t:ggs Voice playout (jitter buffer) nominal delay [40 =
- Properties Wedifications may cause changes to dependent setlings
- Migration Voice playout (jitter buffer) maximum delay |80 =
~Tools
+Backup and Restore Medifications may cause changes to dependent settings
- Date and Time
+Logs and reports van: [
- Security
+Passwords hoder oI Select ¥
+Paolicies Codec name G729A
+Login Options
Voice payload size 'El | msiframe } J

¢) Then scroll down to the bottom of the page and click on the Save button.

HV; Reviewed:
SPOC 2/13/2012

Figure 11 — Media Gateways Configuration Details
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5.4. Zones and Bandwidth Management
This section describes the steps to create 2 zones: zone 10 for VGW and IP sets, and zone 255

for SIP Trunk.

5.4.1. Create a zone for IP phones (zone 10)

The following figures show how to configure a zone for VGW and IP sets for bandwidth
management purposes. The bandwidth strategy can be adjusted to preference.

a) Select IP Network -> Zones configuration from the left pane, click on the Bandwidth Zones
as shown in Figure 12.

AVAYA

CS1000 Element Manager

- UCH Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Waintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
- Modes: Servers, Media Cards

Managing: 10.10.97.96 , Username: admin
System » IP Network » Zones

Zonhes

Zones are used to group related informatien for either bandwidth or dial plan numbering purposes

Bandwidth Zones

Bandwidth zones are used for alternate routing of calls between IP stations and alse for bandwidth management.
Numbering Zones

Mumbering zones are used te route calls through a centralized call server.

b) The Bandwidth Zones screen is displayed as shown in Figure 13

Figure 12 — Zones Page

zone for IP Phones.

. Click ADD to create new

AVAYA

CS$1000 Element Manager

- UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- hlaintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
- Modes: Servers, Media Cards
- Waintenance and Reports
- WMedia Gateways
-Zones
-Hostand Route Tables

- QoS Thresholds

Managing: 10.10.97.96  Username. agmin
System » IP Network » Zones » Bandwidth Zones

- Metwork Address Translation (N,

Bandwidth Zones

Add_. || Edi | import_.| Expot | Maintenance. | | Deleis |
—

Refresh
Zonea Infrazone Bandwidth  Inirazone Strategy Interzone Bandwidth  Interzone Strateqy Resource Tvpe Zone Intent D
TE 1000000 BQ 1000000 B@ SHARED Mo
203 1000000 BQ 1000000 BQ SHARED Mo
305 1000000 BB 1000000 BB SHARED Mo
40 10 1000000 BaQ 1000000 BQ SHARED Mo
5{ 285 1000000 BQ 1000000 B@ SHARED VIRK

HV; Reviewed:
SPOC 2/13/2012

Figure 13 — Bandwidth Zones
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¢) Select the values as shown (in red box) in Figure 14 and click on the Submit button.
- INTRA_STGY: Codec configuration for local calls.
- INTER STGY: Codec configuration for the calls over trunk.
- BQ: G711 is first choice and G729 is second choice.
- BB: G729 is first choice and G711 is second choice.
- MO: is used for IP phones, VGW ....etc
- VTRK: is used for virtual trunk.

AVAYA €S1000 Element Manager

- UCM Network Services Managing: 10.10.97.96  Username: admin

-Home System » IP Network » Zones » Bandwidth Zones » Bandwidth Zones 10 » Edit Bandwidth Zone » Zone Basic Property and Bandwidth anagement
-Links

- Virtual Terminals Zone Basic Property and Bandwidth Management
- System

+Alarms

- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Network
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
- Host and Route Tables

Input Description inpm Value
Zone Humber (ZONE): |10 = {1-B000}
Intrazone Bandwidth (INTRA_BW): | 1000000 { 0- 10000000 )

Intrazone Strategy (INTRAfSTGY):[ Best Quality (BQ) =

Interzone Bandwidth (INTER_BW): | 1000000 0-10000000 )

Interzone Strategy (INTER_STGY): || Best Quality (BQ) o

Resource Type (RES_TYPE): | Shared (SHARED) =

- Metwerk Address Translation (M,
- QoS Thresholds
- Personal Direclories
- Unicode Name Directery
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks

Zone Intent (ZBRN): | MO (M0 hd

Description (ZDES): |

Submit Refresh Cancel

Figure 14 -Bandwidth Management Configuration Details — IP phone

5.4.2. Create a zone for virtual SIP trunk (zone 255)

Follow Section 5.4.1 to create a zone for the virtual trunk. The difference is in Zone Intent
(ZBRN) field. Select VTRK for virtual trunk as shown in Figure 15 and then click on the
Submit button.

AVAYA €51000 Element Manager

- UCM Network Services Managing: 10.10.97.96  Username: admin

- Home Systemn IP Network » Zones » Bandwidth Zones » Bandwidth Zones 255 » Edit Bandwidth Zone » Zone Basic Property and Bandwidth Management
- Links

- Virtual Terminals Zone Basic Property and Bandwidth Management
- System

+Alarms

- Waintenance
+ Core Equipment
- Peripheral Equipment
- IP Network
- MNodes: Servers, Media Cards
- Maintenance and Reports
- lledia Gateways
-Zones
- Hostand Route Tables

Input Description Input Value
Zone Humber (ZONE): 255 1-8000 )

Intrazone Bandwidth (INTRA_BW): | 1000000 {0- 10000000

Intrazone Strategy (INTRA_STGV):[ Best Quality (BQ) e

Interzone Bandwidth (INTER_BW): | 1000000 - 10000000 )

Interzone Strategy (INTER_STGY):|| Best Cuality (BQ) b

Resource Type (RES_TYPE): | Shared (SHARED) =

Zone Intent (ZBRN):{ | VTRK (VTRK) =

Description (ZDES): I

- Network Address Translation (N,
- @08 Thresholds
-FPersonal Directories
- Unicode Name Directery
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Zoftware
- Customers

Submit Refresh Cancel

Figure 15 —Bandwidth Management Configuration Details —virtual SIP trunk
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5.5. Administer SIP Trunk Gateway

This section describes the steps for establishing a SIP connection between SIP Signaling
Gateway (SSG) to Avaya Aura® Session Border Controller.

5.5.1. Integrated Services Digital Network (ISDN)

a) Select Customers in the left pane. The Customers screen is displayed. Click on the link
associated with the appropriate customer, in this case 00. The system can support more than one
customer with different network settings and options. The Customer 00 Edit page will appear
(not shown). Select the Feature Packages option from this page.

b) The screen is updated with a listing of feature packages populated below Feature Packages
(not all features shown in Figure 16 below). Select Integrated Services Digital Network to edit
its parameters. The screen is updated with parameters populated below Integrated Services
Digital Network. Click on Integrated Services Digital Network (ISDN), and retain the default
values for all remaining fields. Scroll down to the bottom of the screen, and click on the Save
button at the bottom of the page (not shown).

AVAYA €S1000 Element Manager
- UCM Network Services - Integrated Services Digital Network Package: 145 =
-Home +Dial Access Prefix on CLID table entry option
- Links } Integrated Services Digital Metwork: IV‘
- Virtual Terminals
- System - Virtual private network identifier: |1 118283y
+Alarms
- Maintenance - Privats network identifier: |1 1-18282
+Core Equipment -
- Peripheral Equipment -Node DN:
- IP Netwark T o :
= N Senyerd edinCone Multi-lecation business aroup: |0 0 -as5as
- Maintenance and Reports Business sub group cansult-only: [G5535 5 eszas
-~ Media Gateways 3

Figure 16 —Customer — ISDN Configuration
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5.5.2. Administer SIP Trunk Gateway to Avaya Aura® Session Border
Controller

a) Select IP Network -> Nodes: Servers, Media Cards configuration from the left pane, and in
the IP Telephony Nodes screen displayed, select the Node ID of this Communication Server
1000 system. The Node Details screen is displayed as shown in Figure 7, Section 5.2.1.

b) On the Node Details screen, select SIP Gateway (SIPGw).

¢) Under General tab of the Virtual Trunk Gateway Configuration Details screen, enter the
following values (highlighted in red boxes) for the specified fields, and retain the default values
for the remaining fields as shown in Figure 17. The parameters (highlighted in red boxes) are
filled in. The SIP domain name and Local SIP port should be matched in Avaya Aura®
Session Border Controller configuration.

AVAYA CS1000 Element Manager
_ UCM Network Services Managing: 10.10.87.96 Username: admin
B System » IP Network » [P Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration
ks Node ID: 3000 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals
- System
i General | SIP Gateway Setlings | SIP Gateway Services
- Waintenance Virk gateway application: ¥ Enable gateway senvice on this node =
+ Core Equipment
- Peripheral Equipment

General

Vitrk gateway application: |SIP Gateway (SIPGw) = ™ Monitor IP addresses (listed below)

~IP Network Virtual Trunk Network Health Monitor
- Modes: Servers, Media Cards

- Maintenance and Reports

- Wedia Gateways

-Zones

-Host and Route Tables

- Network Address Translation (M,

- Qo8 Thresholds

- Personal Directories

- Unicode Name Directory
+Interfaces
- Engineered Values

Information will be captured for the IP addresses listed

below
Local SIP port: |[5060 (1-65335) | | Monitor IP: I Add
Gateway endpoint name-| [car3-ssg-carrier - | | Monitor addresses:
Gateway password:

+Emergency Services
+Geographic Redundancy

Application node D:| 3000 (0-9898

Enable failsafe NRS: [©
SIP ANAT: @ |Pv4

+ Software

- Customers

- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Electronic Switched Network

|
Save Cancel

Nete: Changes made on this page wil NOT be

Redtied ol transmitied unti the Node is also saved

Figure 17 — Virtual Trunk Gateway Configuration Details
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d) Click on the SIP Gateway Settings tab, under Proxy or Redirect Server, enter the following
values (highlighted in red boxes) for the specified fields, and retain the default values for the
remaining fields as shown in Figure 18. Enter Primary TLAN IP address as the IP address of
Avaya Aura® Session Border Controller Inside interface.

- Maintenance
+ Core Equipment
- Peripheral Eguipment
- IP Netwark
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Wedia Gateways
-Zones
-Host and Route Tables
- Network Address Translation (N,
- Q08 Thresholds
- Personal Direclories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network

AVAVA C81000 Element Manager
- UCM Hetwork Services Managing: 10.10.97.96 Username: admin
oy System s IP Network » [P Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration
_ Links Node ID: 3000 - Virtual Trunk Gateway Configuration Details
- Virtual Terminals
- System 2
Ve General | SIP Gateway Settings | SIP Gateway Senvices

Proxy Or Redirect Server:
Proxy Server Route 1:

10.10

=

060
UDP =

Options: [T Support registration

Primary TLAN IP address:

Port: 1-65535

Transport protocol.

II?‘

[~ Primary CDS proxy

Secondary TLAN IP address: (0000
The can sither Pud or [Py

Port: (5060 1 -65535
Transport protocol: |[TCP x

Hote: Changes made on this page wil NOT be
transmitted until the Nods is also saved

E
Save Cancel

* Required Value.

Figure 18 — Virtual Trunk Gateway Configuration Details

e) On the same page as shown in Figure 18, scroll down the parameters box to the SIP URI

Map section.

Under the Public E.164 Domain Names, for:

- National: leave this SIP URI field as blank

- Subscriber: leave this SIP URI field as blank

- Special Number: leave this SIP URI field as blank
- Unknown: leave this SIP URI field as blank

Under the Private domain names, for:

- UDP: leave this SIP URI field as blank

- CDP: leave this SIP URI field as blank

- Special Number: leave this SIP URI field as blank

- Vacant number:

leave this SIP URI field as blank

- Unknown: leave this SIP URI field as blank

HV; Reviewed:
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The remaining fields can be left at their default values as shown in Figure 19. Then click on the

Save button.

AVAYA

CS81000 Element Manager

- UCH Network Services
-Home
- Links
- Virual Terminals
- System
+Alarms
- Waintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
-Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zaones
-Hostand Route Tables

- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Netwark

- Metwork Address Translation (N

Managing: 10.10.97.96 Username: admin
System » IP Network » [P Telephony Nodes

» Node Details » Virtual Trunk Gateway Configuration

Node ID: 3000 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Seftings | SIP Gateway Services

SIP URI Map:

Fublic E.164 domain names

National ,—
Subscriber: I—
Special number: ,—
Unknown: ,—

SIP Gateway Services

SIP Converged Desktop: [ Enable CD senvice
Senvice DM: I— Used fi

Caonverged telephone call forward DM: I—
RAN route for announce: ,— (rol
Waittime hefore RAN queue: ,1— (=

Mote: Changes made on this pag
transmitted until the Node is also s,

= Required Value

Private domain names

Special number:
Vacant number:
Unknown

oT be
£d.

=
Save Cancel

Figure 19 — Virtual Trunk Gateway Configuration Details

f) Synchronize the new configuration (please refer to Section 5.2.4).

5.5.3. Administer Virtual D-Channel

a) Select Routes and Trunks -> D-Channels from the left pane to display the D-Channels
screen. In the Choose a D-Channel Number field, select an available D-channel from the drop-
down list as shown in Figure 20. Click the to Add button.

AVAYA

€S1000 Element Manager

- UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Waintenance
+Core Equipment
- Peripheral Equipment
-~ IP Netwark
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables

- QoS Thresholds

- Personal Direclories

- Unicode Name Directery
+Interfaces
- Engineered Values
+Emeraency Senvices
+ Geographic Redundancy
+Software

Managing. 10.10.97.96  Username: admin
Routes and Trunks » D-Channels

- Metwork Address Translation (N,

D-Channels

Maintenance
D-Channel Diagnostics (LD 95}

Metwork and Peripheral Equipment (LD 32, Virual D-Channels)

MSDL Diagnostics (LD 96)
TIDI Disgnostics (LD 96}

D-Channel Expansion Diagnostics (LD 48)

Configuration

Choose a D-Channel Number: |0 =] andtype: |[DCH x|| toAdd

- Channel: 11 Type: DCH

- Channel: 100 Type: DCH

Description: sip! Edit
Description: VolP Edit

HV; Reviewed:
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b) The D-Channels 100 Property Configuration screen is displayed next as shown in Figure 21.
Enter the following values for the specified fields, and retain the default values for the remaining

fields.

- D channel Card Type (CTYP): D-Channel is over IP (DCIP)

- Designator (DES): A descriptive name

- Interface type for D-channel (IFC): Meridian Meridianl (SL1)

- Release ID of the switch at the far end (RLS): 25
c) Click on the Advanced options (ADVOPT), check on the Network Attendant Service
Allowed check box as shown in Figure 21. Other fields are left as default.

AVAYA

€S1000 Element Manager

~UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Caore Equipment
- Peripheral Equipment
~IP Network
-MNodes: Servers, Media Cards
- Maintenance and Reports
- lledia Gateways
-Zones
-Haostand Route Tables
~Network Address Translation (M
- Qo8 Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electranic Switched Network
~Flexible Code Restriction
- Incoming Digit Translation
- Phones
- Templates
-Reports
=Views
- Lists
- Properies
- Migration
- Tools
+Backup and Resiore
-Date and Time
+Logs and reports
- Security
+Passwords
+Policies
+Login Options

- Basic Configuration =]
Input Description Input Value
Action Device And Mumber (ADAN): |DCH

‘D channel Card Type : |OCI

Designataor: [VolP

Recovery ta Primary: 7

FRIleop number for Backup D-channel:

Llser:|h::e_‘ D
Interface type for D-channel: | Meridian Meridian1 (SL1) j
Country: [ETS 300 =102 basic protocol (ETSI) =l

D-Channel PRI loop number:
Primary Rate Interface: more PRI
Secondary PRI2 loops:

Meridian 1 node r:pe:lS\a':e to the contraller (USR} j
Release ID ofthe switch atthe farend: |25 =
Central Office switch type: | 100% compatible with Bellcere standard (3TD) ;l

Integrated Services Signaling Link Maximum: {1000
Signalling server resource capacity: 1200

-Layer 3 call control message count per 5 second 300 o
time interval Range: 60 - 350

- Number of Status Enquiry Messages sent within =
128 ms:m

-Map channel number to timeslots ona PRIZ loop: &

—Overlap Timer -

- Multilocation Business Group Allowed: [

- Metwork Atendant Service Allowed: B ‘

+

+Feature Packages

Submit Refresh Delete Cancel =l

Figure 21 — D-Channels Configuration Details

d) Click on the Basic Options and click on the Edit button at the Remote Capabilities (RCAP)
attribute. The Remote Capabilities Configuration page will appear. Then check on the ND2
and the MWI checkboxes as shown in Figures 22 and 23.
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AVAYA

C€S1000 Element Manager

- UCH Network Services
-Home
- Links
- Virual Terminals
- System
+Alarms
- Waintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
-Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zaones
-Hostand Route Tables
- Metwork Address Translation (M
- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Mumbering Plans
- Electronic Switched Metwark
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
- Templates
-Reports
- Views
- Lists
- Properties
- Migration
-Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security
+Passwords
+Folicies
+Login Options

Action Device And Number (ADAN] I’ CH ;I
D channel Card Type : [DCIP
Designator. IVD\P—

Recovery to Primary: [

PRI loop number for Backup D-channel.

User:[Intzgrated S

aling Link Ced

Interface type for D-channel |leler|ﬂ|an Meridian1 (SL1}

Country |ET’S 300 =102 basic protocal (ETSI)
D-Channel PRI leop number; I—
Primary Rate Interface l—
Secondary PRIZ loops: I—
Meridian 1 node type: |Sla\-‘e to the controller (USR) j
Release ID of the switch atthe far end. lﬂ
Central Office switch type: | 100% compatible with Bellcore standard (STD) j
Integrated Senvices Signaling Link Maximum: |4;.::— Range: 1 - 4000
Signalling server resource capacity ITEDD—

Primary D-channel for a backup DCH; Range: 0

maore PRI

Range: 0 - 3700

) 254
- PINX customer number: l_;[
- Progress signal lﬁ
- Calling Line Identification | J
- Qutput request Buffers: lﬂ
- D-channel fransmission Rate: [ 58 kb/s when LCHT is AN (55K) =]

- Channel Negatiation option. |Nc alternative acceptable, exclusive, (1)

emote Capabilities: Es

- B channel Service messaging.. [~

Advanced

+Feature Packages

Submit Refresh Delete Cancel

4 ] oo

Kl

HV; Reviewed:
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Figure 22 — D-Channel Configuration Details
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AVAYA

CS1000 Element Manager

- UCHM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+Core Equipment
- Peripheral Equipment
~IP Network
-Nodes: Servers, Media Cards
- Maintenance and Reports
- lledia Gateways
~Zones
-Hostand Route Tables
~Network Address Translation (M
- Qo8 Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+Zoftware
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Netwaork
~Flexible Code Restriction
- Incoming Digit Translation
- Phones
-Templates
-Reports
= Views
~Lists
- Properties
- Migration
- Tools
+Backup and Restore
- Date and Tims
+Logs and reports
- Security
+Passwords
+Policies
+Login Options

Vanaging: 10.10.97.96  Username: admin
Routes and Trunks » D-Channels » D-Channels 100 Property Configuration » - Remote Capabilties Configuration

- Remote Capabilities Configuration

Input Description Input Value

Basic rate interface (BRI) [~

Call completion on busy using integer value (CCBI) [~

Call completion on busy using object identifier (CCBO) [~

Call completion on busy for QSIG and EurclSDN BRI (CCBS) ™
Call completion on no response using integer value (CCHI) [~
Call completion on no response using object identifier (CCNO) [
Call completion to no reply for QSIG and EurolSON BRI (CCNR) [~
Network call park (CPK) ™

Connected line identification presentation (COLP) [~

Call transfer integer (CTI) [~

Call transfer object (CTO) [~

Diversion info. is sent using integer value (DVA1) [~

Diversion info. is sent using object identifier (DV10) [
Rerouting requests processed using integer value (DV21) [~
Rerouting requests processed using object identifier (DV20) [~
Diversion info. sent. rerouting requests processed (DV3l)
EurolSDN - div. info sent. rerouting req. processed (DV30) [
Call transfer notification and invocation to Eurol SDM (ECTO) [~
Malicious call identification {(MCID) [~

MCDN QSIG conversion (MQC) [~

Remote D-channel is on a MSDL card (MSL) [~

Message waiting interworking with DIMS-100 (MW1)
Network access data (NAC) [~

Network call trace supported (NCT) T
Network name display method 1 (ND1) [~

Network name display method 2 (ND2) |7|
Network name display method 3 (ND3) [~

Name display - integer 1D coding (NDI) [~
Hame display - object ID coding (NDO) [

Figure 23 — Remote Capabilities Configuration Details

e) Click on the Return — Remote Capabilities button (not shown).
f) Click on the Submit button (not shown).

5.5.4. Administer Virtual Super-Loop

Select System -> Core Equipments -> Superloops from the left pane to display the Superloops
screen. If the Superloop does not exist, please click the “Add” button to create a new one as
shown in Figure 24. In this example, superloop 4, 96, 100 and 124 have been added and are

being used.

AVAYA

CS1000 Element Manager

- UCH Network Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superloops
-MSDLMISP Cards
- Conference/TDS/Multifrequen
- Tone Senders and Detectors
- Peripheral Equipment
- IP Network
- Modes: Servers, Media Cards
- laintenance and Reports

lanaging: 10.10.97.96  Ussrname: admin
System » Core Equipment » Superioops

Superloops

Refresh

Superloop humber s Superloop Tvpe
| B IPHG |
[z€ 96 virtual
[ o0 Virtual]
4 104 Virtual
BT 124 Virtual

HV; Reviewed:
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Figure 24 — Administer Virtual Super-Loop Page
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5.5.5. Administer Virtual SIP Routes

a) Select Routes and Trunks -> Routes and Trunks from the left pane to display the Routes
and Trunks screen. In this example, Customer 0 is being used. Click on the Add route button
as shown in Figure 25.

AVAYA

€S1000 Element Manager

-Home
- Links

- Virtual Terminals
- System

+Alarms

- Maintenance

- Core Equipment

-Loops

- Superleops

- UCM Network Services

2| Hanaging: 10.10.97.96  Username: admin
Routes and Trunks » Routes and Trunks

Routes and Trunks

+ Customer: 0 Total routes: 4 Total trunks: 86 Add route

Figure 25 — Add route

b) The Customer 0, New Route Configuration screen is displayed next. Scroll down until the
Basic Configuration Section is displayed and enter the following values for the specified fields,
and retain the default values for the remaining fields as shown in Figures 26.

Route Number (ROUT): Select an available route number.
Designator field for trunk (DES): A descriptive text.
Trunk Type (TKTP): TIE trunk data block (TIE)
Incoming and Outgoing trunk (ICOG): Incoming and Outgoing (IAO)
Access Code for the trunk route (ACOD): An available access code.
Check the field The route is for a virtual trunk route (VTRK), to enable four
additional fields to appear.
For the Zone for codec selection and bandwidth management (ZONE) field,
enter 255 (created in Section 5.4.2).
For the Node ID of signaling server of this route (NODE) field, enter the node
number 3000 (created in Section 5.2.1).
Select SIP (SIP) from the drop-down list for the Protocol ID for the route (PCID)
field.
Check the Integrated Services Digital Network option (ISDN) checkbox to
enable additional fields to appear. Enter the following values for the specified
fields, and retain the default values for the remaining fields. Scroll down to the
bottom of the screen.
o Mode of operation (MODE): Route uses ISDN Signalling Link (ISLD)
o D channel number (DCH): D-Channel number 100 (created in Section
5.5.3)
o Network calling name allowed (NCNA): Check the field.
Network call redirection (NCRD): Check the field.
o Insert ESN access code (INAC): Check the field.

(@]
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AVAYA

€S1000 Element Manager

- UCM Network Services =
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superleops
-MSDLMISP Cards
- Conference/TDS/Multifrequen
-Tone Senders and Detectors
- Peripheral Equipment
- IP Metwark
-Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zaones
-Hostand Route Tables
- Metwork Address Translation
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
- Templates
-Reports
- Views
- Lists
- Properties
- Wigration
- Tools
+Backup and Restare
- Date and Time
+Logs and reports

lManaging: 10.10.97.96  Usernams: admin

Routes and Trunks » Routes and Trunks » Customer 0, Route 100 Property Configuration

- Security o
+Passwords

+Paolicies A
t| | 2 C

Customer 0, Route 100 Property Configuration

- Basic Configuration

Route data block (RDB} (TYPE

Customer number (CUST) |00

Route number (ROUT): | 100

Designator field for trunk (CES
Trunk type (TKTP'
Inceming and eutgeing trunk (C0G

Access cede for the trunk route (ACOD

):|RDB

}o|100

Y| TIE

) ;| Incoming and Qutgoing (IAD) =
3100 -

Trunk type M311F (M311P

|

The reuts is for a virtual trunk route (

- Zone for codec selection and bandwidi
management (ZONE
- Mode ID of signaling server of this ro

ute
(NooE) 13000 (0-9999)

- Protacol ID for the route (PCID

RK): [

th
[oozss | 0-s00p)

| SIP (SIF} =

- Print correlation ID in COR for the route r
(CRID}

Integrated services digital network option (ISDN)

- Mode of operation (MODE
-D channel number (DCH

- Interface type for route (IFC

- Private network identifier (PMI)

- Network calling name allowed (NCHA)

- Network call redirection (NCRD

[

) |Raute uses ISDN Signaling Link (13LD}

)00 (0-254)

H

- [Weridian 111 (SLT)

00001 (0-32700)
)V
): [

= |

-~ Trunk route optimization (TRC

(FALT]

» 0

- Recognition of DTI2 ABCD FALT signal for ISL r

- Channel type (CHTY):|B-channel (BCH} .

- Call type for outgeing direct dialed TIE route
(oTYP) |Unkna

-Insert ESM access code (INAC): @ |

wn Call type (UKWN) =]

Figure 26 — Route Configuration Details

- Click on Basic Route Options, check the North American toll scheme (NATL) and
Incoming DID digit conversion on this route (IDC), input DCNO 1 for both Day
IDC Tree Number and Night IDC Tree Number as shown in Figure 27.

HV; Reviewed:
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AVAyA CS1000 Element Manager s
- UCM Network Services = - Mebile extension timer (MBXT) ]n (0 - 8000 milliseconds) El
-Home
~ Links Calling number dialing plan (CHOP): | Unknown (UKWN)
- Vitual Terminals - Basic Route Options
- System
Aiamms Attendant announcement (ATAN) : [No Aftendant Announcement (NO) =]
igg:’;‘zﬁi’;&;em Billing number required (BILN) . [
-Loops Call detail recarding (CDR): ¥
-5 I
= l-;II;DDEIIf;:ITg; Cards - CDR records generated onincoming calls (INC): W
- Conference/TDS/Multifrequen - COR record printing content option for "
- Tone Senders and Detectors redirected calls (LAST)
- Peripheral Equipment T - ok
1P Network Time to answer outputin COR (TTA}: [T
-Nodes: Servers, Media Cards - CDR ACD Qinitial connection records to be v
- Maintenance and Reports generated (QREC)
- ledia Gateways - CDR on outgoing calls (OAL): W
-Zones
-Host and Route Tables -CDR on outgaing toll calls (OTL): [T
- Metwork Address Translation TN
_ QoS Thresholds - Answered call identification allowed (Al4) 1 [
- Personal Direclories - CDR timing starts on answer supervision of 7
- Unicode Name Directory outgoing calls (DAN)
+Interfaces
- outpulsed digit CDR(OPD)
-Engineered Values OEleiizedidali v L
+Emergency Services - - Number of digits printed (NDP) : |[EXC 0
+ Geographic Redundancy
+Software North American toll scheme (NATL): |
- Customers Contrals o timers (CNTL) - [~
- Routes and Trunks
- Routes and Trunks Conventional (Tie trunk only) (CNVT): [T
-D-Channels i e N
Trmis e Incoming DID digit conversion on this reute (IDC): M
- Dialing and Numbering Plans -Day IDC tree number (DCHNOY: 1 (0-254)
- Electronic Switched MNetwork
- Flexible Code Restriction - NightIDC tree number (NDNO): |1 (0-
- Incoming Digit Translation = = - e A
_ Dlines - Display external dialed digits (DEXT): [T
- Templates Multifrequency compelled or MFC signaling (MFC) |Nﬂ MFC (NO) j
-Reports
_Views Process nofification netwerked calls (PNNC) . [T
- Lists 1
Network Options
- Properties . P
- Wigration +General Options
- Tools = 1
e At et +Advanced Configurations
-Date and Time
i LDQE_ and eports Submit Refresh Delete Cancel
- Security |
+Passwords
+Palicies _|J LI
| | 02:2011 Avava Inc, A s

Figure 27 — Route Configuration Details

¢) Click on the Submit button.
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5.5.6. Administer Virtual Trunks

a) From the EM, select Routes and Trunks -> Route and Trunks, the Route list is now
updated with the newly added route. In the example, the Route 100 was being added. Click on
the Add trunk button next to the newly added route 100 as shown in Figure 28.

AVAYA

CS1000 Element Manager

- UCH Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superleops
-MSDL/MISP Cards
- Conference/TDS/Multifrequen
-Tone Senders and Detectors

Routes and Trunks

- Customer: 0 Total routes: 4 Total trunks: 86

Add route
Edit Add trunk

Edit|| Add trunk

+Route: 11 Type: TIE Description: SIPL

+Route: 100 Type: TIE Description: 100

Figure 28 — Route and Trunks Page

b) The Customer 0, Route 100, Trunk 1 Property Configuration screen is displayed. Enter
the following values for the specified fields and retain the default values for the remaining fields.
The Media Security (sSRTP) needs to be disabled at the trunk level by editing the Class of

Service (CLS)

at the bottom of the basic trunk configuration page. Click on the Edit button as

shown in Figure 29.

HV; Reviewed:

SPOC 2/13/2012

The Multiple trunk input number (MTINPUT) field may be used to add multiple
trunks in a single operation, or repeat the operation for each trunk. In the sample
configuration, 32 trunks were created.

Trunk data block (TYPE): IP Trunk (IPTI)

Terminal Number (TN): Available terminal number (created in Section 5.5.4)
Designator field for trunk (DES): A descriptive text

Extended Trunk (XTRK): Virtual trunk (VTRK)

Route number, Member number (RTMB): Current route number and starting
member

Card Density: 8D

Start arrangement Incoming (STRI): IMM

Start arrangement Outgoing (STRO): IMM

Trunk Group Access Restriction (TGAR): Desired trunk group access restriction
level

Channel ID for this trunk (CHID): An available starting channel ID
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AVAYA

€S1000 Element Manager

-Home
- Links
- Virual Terminals
- System
+Alarms
- Waintenance
- Core Equipment
-Loops
- Superloops
-MSDLMISP Cards
- Conference/TDS/Multifrequen
-Tone Senders and Detectors
- Peripheral Equipment
=~ IP Metwark
- Nodes: Servers, Media Cards
- Maintenance and Reports
- ledia Gateways
-Zones
-Hostand Route Tables
- Metwork Address Translation
- QoS Thresholds
-Personal Directaries
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans

- UCM Network Services =l

Managing: 10.10.97.96  Username: admin
Routes and Trunks » Routes and Trunks » Customer 0, Route 100, Trunk 1 Property Configuration

Customer 0, Route 100, Trunk 1 Property Configuration

-Basic Configuration
Aute increment member number;

Trunk data black: [IF T!

Terminal number.

Designator field for trunk: JCARRIER

Extended trunic |\

Iember number: |1 --

Level 3 Signaling. | j

Card density: |20

Start arrangement Incoming |Im|11ed\atellf.1l:-|t

Ll L«

Start arrangement Qutgoing |Immemate [UALEH

Trunk group access restriction: |0
Channel ID for this trunk {100

Class of Senice: Edit

+Advanced Trunk Configurations

Save Delete Cancel

Figure 29 — New Trunk Configuration Details

c) For Media Security, select Media Security Never (MSNYV). Enter the remaining values for

the specified fields as shown in Figure 30. Scroll down to the bottom of the screen and click

Return Class of Service and then click on the Save button (not shown)

AVAYA

€81000 Element Manager

- UCH Network Services
~Home
-Links
- Virtual Terminals
- System
+Alarms
- Waintenance
- Core Equipment
-Loops
- Superloops
- MSDUMISP Cards
- Conference/TDSMultifrequen
-Tane Senders and Detectors
- Peripheral Equipment
=~ IP Metwark
-Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zaones
-Hostand Route Tables
- MNetwork Address Translation
- QoS Thresholds
- Personal Direclories
- Unicade Name Directory
+Interfaces
- Engineered YValues
+Emergency Services
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electrenic Switched Network
- Flexible Code Restriction
- Incoming Digit Translation
~Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migratien
-Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security
+Passwords
+Policies

Pl |

-Class of Service
Input Description input Value
- ACD Priority : | ACD Priority not required (APMN) =

- Analog Semi-Permanent Connections lAnaIag Semi-Permanent Cennections Denied (SPCD) LI

- ARF Bupervised COT. | j
- Barring: lﬁ
- Battery Supenised COT | LI
- Busy Tone Supervised COT. | j
- Calling Line Identification: I ‘j
- Calling party lm
- Central Office Ringback: l j
- Centrex Switchhook Flash: ICentrex Switchhook Flash Denied (THFD) j
- Dial Pulse. lDlgnnne (DTN) j

-DTR PAD value: &
- Echo Canceling: | Echo Canceling Denied (ECD} =
-Hong Kong DTI #

- Loop Break Supervised COT: | j

- Make-break ratio for dial pulse |1IJ pulses per second (P10) j

-Manual Incoming: | Manual Inceming Denied (MID) =

-Media Security !mema Security Never (MSNV)
~Network Hook Flash Over M311P: | =l
- Palarity: lﬁ
- Prigrity; lml

- Restriction level lunraammeﬂlUNR} ;I

-Reversed Ear Piece: [Reversed Ear Piece denied (XREF) |
-Shert or long line | j

-Transmission Class of Senvice INon—Transmlss\-}n Compensated (NTC) ﬂ
-Warning Tone lm
- Reversed Ear Piece. |Reverseﬂ Ear Piece denied (X\REP) j
- ARF Supervised COT: | j

Return Class of Service | Cancel |
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Figure 30 — Class of Service Configuration Details Page
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5.5.7. Administer Calling Line Identification Entries

a) Select Customers -> 00 -> ISDN and ESN Networking. Click on Calling Line
Identification Entries as shown in Figure 31.

AVAYA

CS$1000 Element Manager

- UCH Network Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Waintenance
- Core Equipment
-Loops
- Superlcops
- MSDLMISP Cards
- Conference/TDS/Multifrequen
-Taone Senders and Detectors
- Peripheral Equipment
- IP Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
- Hostand Routs Tables
- Metwark Address Translation
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
-Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+Software
- Cusfomers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Netwark
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
-Templates
- Reporis
- Views
-Lists
- Properties
- Migration
- Tools

lanaging: 10.10.97.96  Username: admin
Customers » Customer 00 » Customer Detals » ISDN and ESN Networking

+Backup and Restore

ISDN and ESN Networking

General Properties

Flexible trunk to trunk connection eption: | Connections restricted hd
Flexible orbiting prevention timer. |6
Country code

od= for processi

National access code: |007
International access code: 011

Options:

Transfer on ringing of supervised external frunks
¥ Connection of supervised external trunks

Metwark eption: ¥ Coordinated dialing plan routing

Integrated senices digital network: [@

Microsoft converged office dialing plan: | Private dialing plan =
B

Calling Line Identification

Infermation for incoming/outgoing calls: | Mo manipulation is done =
Size: |256 0 - 4000}
Country code: |1 9

Code display

Calling Line Identification Entries

st of calling number

Save Cancel

Figure 31 — ISDN and ESN Networking

b) Click on Add as shown in Figure 32.

AVAYA

€S1000 Element Manager

- UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superleops
- MSDLMISP Cards
- Conference/TDS/Multifrequen
-Taone Senders and Detectors
- Peripheral Equipment
- IP Metwark
-MNodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zanes

|»

lianaging: 10.40.97.86 ; Username: admin

Customers » Customer 00 » Customer Details » JSDN and ESN Networking » Calling Line Entries

Calling Line Identification Entries
Search for CLID

Startrange
Endrange

Search

Calling Line Identification Entries

Delete Refrash

Add

Figure 32 — Calling Line Identification Entries

c¢) Add entry 0 as shown in Figure 33:
- National Code: leave as blank
- Local Code: input prefix digits assigned by Service Provider, in this case it is 6 digits —

713343.

HV; Reviewed:
SPOC 2/13/2012

This Local Code will be used for call display purpose of outbound international
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call configuration in Section 5.6.6 in which the Special Number 011 is associated with
Call Type = Unknown.

- Home Location Code: input prefix digits assigned by Service Provider, in this case it is
6 digits - 713343. This Home Location Code will be used for call display purpose for
Call Type = National (NPA).

- Local Steering Code: input prefix digits assigned by Service Provider, in this case it is
6 digits - 713343. This Local Steering Code will be used for call display purpose for
Call Type = Local Subscriber (NXX).

- Calling Party Name Display: Uncheck for Roman characters.

d) Click on the Save button as shown in Figure 33.

AVAVA C81000 Element Manager
- UCM Network Services Managing: 10.10.97.96  Username: admin
_Home Customers » Customer 00 » Customer Details » ISON and ESH » Caling Line Identification Entries » Edt Caling Line dentification 0
- Links
- Virtual Terminals Edit Calling Line Identification 0
- System
+Alarms
- Maintenance General Properties
+ Core Equipment
:ﬁjelzzrtﬁgar:fqummem National Code IT (0 - 599339)
- Nodes: Servers, Media Cards Cade for nationsl home number
- Maintenance and Reports
- Media Gateways E Local Coder [343 (1-12 digits)
-Zones Code for home local number or listed DN
-Host and Route Tables
- Network Address Transiation (M) Home Locafian Code: {13343 {17 digits)
o s i e
- Unicode Name Directory Use DN as DID: |YES i
+Interfaces

- Engineered Values

Emergency Services Access
+Emergency Services g ¥

+ Geographic Redundancy
+Software Emergency Local Code: (112 digits)
- Customers Code for home local numbar during Emergency cslis

- Routes and Trunks
- Routes and Trunks Emergency Options: [
-D-Channels
- Digital Trunk Interface I Append the originating directory number for
- Dialing and Numbering Plans emergency services access calls
- Electronic Switched Network:
- Flexible Code Restriction Calling Party Name Display
- Incoming Digit Translation
- Phones Roman characters: [~
- Templates
- Reports
- Views
- Lists
- Properties Exj
- Migration
- Tools
+ Backup and Restore
-Date and Time
+Logs and reports
- Securif
+FaSSt‘:;UFUS e I e |

Home national number for emergency services
access calls

CPND Name

Figure 33 — Edit Calling Line Identification 0

5.5.8. Enable External Trunk to Trunk Transferring

This section shows how to enable External Trunk to Trunk Transferring feature which is a
mandatory configuration to make call transfer and conference work properly over SIP trunk.

a) Login Call Server Overlay CLI (please refer to Section 5.1.2 for more detail)
b) Allow External Trunk to Trunk Transferring for Customer Data Block by using LD 15

>1d 15

CDB000

MEM AVAIL: (U/P): 33600126 USED U P: 8345621 954062 TOT: 45579868
DISK SPACE NEEDED: 1722 KBYTES
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REQ: chg
TYPE: net

TYPE NET _DATA
CUST 0
OPT

TRNX YES
EXTT YES

5.6. Administer Dialing Plans

5.6.1. Define ESN Access Codes and Parameters (ESN)

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen as shown in Figure 34.

AVAYA

€S1000 Element Manager

- UCM Network Services =
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superleops
-MSDLMISP Cards
- Conference/TDS/Multifrequen
-Tone Senders and Detectors
- Peripheral Equipment
- IP Metwark
-Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zaones
-Hostand Route Tables
- Metwork Address Translation
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+Geographic Redundancy
+Software
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Netwark
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
-Templates
- Reporis
- Views
- Lists
- Properties
- Migration
- Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security Sl
+Passwords

+Palicies i
4l | 3

lanaging: 10.10.97.96  Username: admin

Dialing and Numbering Plans » Electronic Switched Network (ESN

Electronic Switched Network (ESN)

- Customer 00
- Network Control & Services
— Metwork Control Parameters (NCTL)

- Home Area Code (HNPA]
- Flexible CLID Manipulation Black (CMDB)
- Free Calling Area Screening (FCAS)
- Free Special Mumber Screening (FSM3}
- Route List Block (RLB)
- Inceming Trunk Group Exclusion (ITSE)
- Metwork Attendant Services (MAS)
- Coordinated Dialing Plan (CDP})
- Local Steering Code (LSC
- Distant Steering Code (DSC)
- Trunk Steering Code (TSC
- Mumbering Plan (NET)
- Access Code 1
- Home Location Code (HLOC)
- Location Code (LOC)
- Numbering Plan Area Code (NPA}
- Exchange (Central Office) Code (NXX)
- Special Number (SPN)
- Network Speed Call Access Code (NSCL)
- Access Code 2
- Home Location Code (HLOC)
- Location Code (LOC
- Mumbering Plan Area Code (NPA
- Exchange (Central Office) Code (MNXX)

- Special Number (SPN)

- Network Speed Call Access Code (NSCL)

Figure 34 - ESN Configuration Details

b) In the ESN Access Codes and Basic Parameters page, define NARS Access Code 2 as
shown in Figure 35.
¢) Click Submit button (not shown).
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AVAYA €S1000 Element Manager

- UCM Network Services 21 Managing: 10.10.97.96  Userame: admin
—Home Dialing and Numbering Plans » Electronic Switch

- Links

etwork (ESH} » Customer 00 » Network Control & Services » ESN Access Codes and Basic Parameters

- Virtual Terminals ESN Access Codes and Basic Parameters
- System
+Alarms
- Maintenance
- Core Equipment General Properties
-Loops

- Superloops ARS/BA 5 o
_ MSDLMISP Cards NARS/BARS Access Code 1: |6

- ConferenceMDS/Multifrequen MARS Access Code 2:[9

-Tone Senders and Detectors 2
- Peripheral Equipment MNARS/BARS Dial Tone after dialing ACT or AC2 access codes: W
- IP Netwark

_Nodes: Servers, Media Cards Expensive Route Warning Tene: W

- Maintenance and Reports - Expensive Route Delay Time: |6 (o
- Media Gateways .
-Zones Coordinated Dialing Plan feature for this customer. [
- Host and Routs Tables
- Metwark Address Translation - Maximum number of Steering Cades: |1000 {1-24000
- QoS Thresholds
_Personal Directories -MNumber of digits in COP ON (DSC + DN or LSC + DN): |10 (3-10)
- Unicode Name Directory Routing Contrals: [~
+Interfaces
- Engineered Values Check for Trunk Group Access Restrictions: [~

+Emergency Senvices

Figure 35 — ESN Access Codes and Basic Parameters

5.6.2. Associate NPA and SPN call to ESN Access Code 2

a) Login Call Server CLI (please refer to Section 5.1.2 for more detail), change Customer Net
Data block by using LD 15.

>1d 15

CDBO000

MEM AVAIL: (U/P): 35600086 USED U P: 8325631 954152 TOT: 44879869
DISK SPACE NEEDED: 1722 KBYTES

REQ: chg

TYPE: net

TYPE NET DATA
CUST 0

OPT

ACI1 xNPA xSPN  ———--- > (Set NPA, SPN not to associate to ESN Access Code 1)

FNP

CLID
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b) Verify Customer Net Data block by using LD 21

>ld 21
PT1000

REQ: prt

TYPE: net

TYPE NET _DATA
CUSTO

TYPE NET_DATA

CUST 00

OPT RTA

AC1

AC2 INTL NPA SPN NXX LOC ---—--- > (NPA, SPN are associated to ESN Access Code 2)
FNP YES

5.6.3. Digit Manipulation Block (DMI)

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Digit Manipulation Block
(DGT) as shown in Figure 34.

b) In the Choose a DMI Number field, select an available DMI from the drop-down list and
click to Add as shown in Figure 36.

c) Enter the Number of leading digits to be Deleted (Del) field and select the Call Type to be
used by the manipulated digits (CTYP) and then click Submit (see Section 5.6.4).

5.6.4. Digit Manipulation Block (DMI) for Outbound Call

The following steps show how to add DMI for the outbound call. There are 2 indexes, which
were added to the Digit Manipulation Block List (14 and 15).

a) Select Dialing and Numbering Plans ---> Electronic Switched Network from the left pane
to display the Electronic Switched Network (ESN) screen. Select Digit Manipulation Block
(DGT) as above.

b) In the Choose a DMI Number field, select an available DMI from the drop-down list and click

on to Add button as shown in Figure 36.

AVAYA €S1000 Element Manager

- UCM Hetwork Services 21 Wanaging: 10.10.97.96  Usern
~Home Dialing and Numbering

- Links

admin
s » Electronic Switched Network (ESN) » Customer 00 » Network Control & Services » Digit Manipulation Block List

- Virtual Terminals Digit Manipulation Block List
- System

+Alarms

igg‘r??a?ﬁnem Please choose the [ Digit Manipulation Block Index 1 |t Add |
-Loops
- Superloops + Digit Manipulation Block Index - 14 Edit
- MSDUMISP Cards
- ConferenceTDSMultifrequen + Digit Manipulation Block Index --15 Edit

-Tone Senders and Deteclors
- Peripheral Equipment

Figure 36 — Add a DMI
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c) Add DMI _14: Enter 0 for the Number of leading digits to be Deleted (Del) field and select
NPA for the Call Type to be used by the manipulated digits (CTYP) and then click on
Submit button as shown in Figure 37.

AVAYA €51000 Element Manager

- UCH Network Services =1 Managing: 10.10.97.96  Username: admin
© e Dialing and Numbering Plans » Electronic Switched Network (ESN} » Customer 00 » Network Control & Services » Digt ! ion Block List » Digit Mani Block

- Links
- Virtual Terminals Digit Manipulation Block
- System
+Alarms
z gglrne‘EErcllTi]pEﬁﬁent ‘ Digit Manipulation Index numbers: |14 ‘
-Loops
- Superlcops

‘Numhercﬂeamng digits to be deleted: |0 | (0-13)

- MSDLMISP Cards Inset |
- Conference/TDS/Multifrequen
-Tone Senders and Detectors |P Special Number = [~

- Peripheral Equipment - -

- IP Metwark |Ca|\ Type to be used by the manipulated digits |NF'A (MPA) L‘|
-MNodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways Submit Refresh Delete Cancel
-Zones

Figure 37 — DMI_14 Configuration Details

d) Add DMI _15: Enter 1 for the Number of leading digits to be Deleted (Del) field and select
NPA for the Call Type to be used by the manipulated digits (CTYP) and then click on
Submit button as shown in Figure 38.

AVAYA €S1000 Element Manager

- UCM Network Services 2| Managing: 10.10.97.96  Username: admin
- Home Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Network Control & Services » Digit Block List » Digit Block

- Links
- Virtual Terminals Digit Manipulation Block
- System
+Alarms

- Maintenance =
- Core Equipment | Digit Manipulatien Index numbers: |15 |

~Loops ‘ : ‘ s
: Biestans Mumber of leading digits to be delsted: |1 (0-133
~MSDLMISF Cards nsert [
- Conference/TDS/Multifrequen
-Tone Senders and Detectars IP Special Number: [~
- Peripheral Equipment - -
_IP Metwark ‘ Call Type to be used by the manipulated digits |NF’a (NPA) j ‘
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways Submit Refresh Delete Cancel
-Zones

Figure 38 — DMI_15 Configuration Details

5.6.5. Route List Block (RLB) (RLB 14)

This session shows how to add a RLB associated with the DMI created in Section 5.6.4.

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Route List Block (RLB) as
shown in Figure 34.
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b) Select an available value in the textbox for the route list index (in this case is 14) and click
on to Add button as shown in Figure 39.

AVAYA

CS81000 Element Manager

- UCW Network Services =
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superlcops
- MSDLMISP Cards
- Conference/TDS/Multifrequen
- Tone Senders and Detectars

lanaging: 10.10.97.96  Username: admin
Dialing and Numbering Plans » Electronic Switched Network (ESH) » Customer 00 » Network Control & Services » Route List Blocks

- Peripheral Equipment

Route List Blocks

Please enter a route listindex |14 (0-199g)| _loAdd I

+| Route List Block Index - 14 Edit ‘

+ Route List Block Index - 15 Edit

Figure 39 — Add a Route List Block.

c) Enter the following values for the specified fields, and retain the default values for the
remaining fields (Figure 40). Scroll down to the bottom of the screen, and click on the Submit

button.

- Route number (ROUT): 100 (created in Section 5.5.5)
- Digit Manipulation Index (DMI): 14 (created in Section 5.6.4)
- Incoming CLID Table: O (created in Section 5.5.7)

AVAYA

€S1000 Element Manager

- UCM Network Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
- Core Equipment
-Loops
- Superloops
- MSDLMISP Cards
- Conference/TDS/Multifrequen
- Tone Senders and Detectors
- Peripheral Equipment
=~ IP Metwark
- MNodes: Servers, Media Cards
- Maintenance and Reports
- ledia Gateways
-Zones
-Hostand Route Tables
- Network Address Translation
- QoS Thresholds
- Personal Direclories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+Software
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
- Templates
-Reports
- Views
-Lists
- Properties
- Migration
- Tools
+Backup and Restore
-Date and Time
+Logs and reports
- Security
+Passwords
+Pulicies

4 |

Managing: 10.10.97.96  Username: admin
Dialing and Numbering Plans » Electronic Switched Network (ESH) » Customer 00 » Network Control & Services » Route List Blocks » Route List Biock » Data Entry of a Route List Block

Data Entry of a Route List Block

Route List Block Index: 14

General Properties
Entry Mumber for the Route List: 0

Indexes

Time of Day Schedule m

Facility Restriction Level ID_ (6-71

1SL D-Channel Down Digit Manipulation Index: ,U— (0-
Free Calling Area Screening Index; IEI
Free Special Number Screening Index. 'E

Business MNetwork Extension Route: [~

Incoming CLID Table: |0 (0-100)

Local Termination entry: [

Route Number: [ 100

Skip Conventional Signaling,

Options

I
Use Tone Detectar: [~
Conversion to LON: [

Expensive Route: [~

Strategy on Congestion |No Reroute (NRR)

- Q151G Alternate Routing Causes: | OSIG Alternate Routing Cause 1 =
Freferred Routing: | Preferred Route 1 =

ISDN Drop Back Busy: IDmp Back Disabled (DBD

ISDN Ofi-Hook Queuing Option: [
Off-Hook Queuing Allowed: [
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Figure 40 — RLB_14 Route List Block Configuration Details

5.6.6. Route List Block (RLB) (RLB 15)

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Route List Block (RLB) as
shown in Figure 34.
b) Select an available value in the textbox for the route list block index (in this case 15) and
click on the “to Add” button as shown in Figure 39.
c) Enter the following values for the specified fields, and retain the default values for the
remaining fields (Figure 41). Scroll down to the bottom of the screen, and click on the Submit
button.

- Route number (ROUT) : 100 (created in Section 5.5.5)

- Digit Manipulation Index (DMI): 15 (created in Section 5.6.4)

- Incoming CLID Table: 0 (created in Section 5.5.7)

AVAYA €S1000 Element Manager
- UCM Network Services 21 Managing: 10.10.97.96  Username: admin Il
o Dialing and Numbering Plans » Electranic Switched Network (ESM) » Customer 00 » Network Control & Services » Route List Blocks » Route List Block » Data Entry of a Route List Block
- Links
- Virtual Terminals Data Entry of a Route List Block
- System
+Alarms
- Waintenance Route List Block Index: 15
- Core Equipment
-Loops
- Superloops General Properties
- MSDLMISP Cards
- Conference/TDS/Multifrequen i =
T one Senders and Hetedors Entry Mumber for the Route List: [0
- Peripheral Equipment
- IP Metwark Indexes
- Nodes: Servers, Media Cards
- Maintenance and Reports Time of Day Schedule: |0 hd
- Media Gateways
_Zones Facility Restriction Level: |0 (0-7)
- Host and Route Tables P = " ,j_
- Network Address Translation Digit Manipulation Index: | 15 =
- Qo3 Thresholds e g R
ISL D-Channel Down Digit Manipulation Index: [0 10-1989)
-Persanal Directaries . ; e
- Unicode Name Directory Free Calling Area Screening Index |0 =
+Interfaces
- Engineered Values Free Special Number Screening Index: |0 =

* Emergen:;' Senices Business Network Extension Route: [~
+ Geographic Redundancy

+Software Incoming CLID Table: |0 0-100)

- Customers

- Routes and Trunks Options
- Routes and Trunks
-D-Channels i g
G IRy Local Termination entry: [

- Dialing and Numbering Plans Route Mumber: | 100 =

- Electronic Switched MNetwork

- Flexible Code Restriction S e

- Incoming Digit Translation Use Tone Detector: [
- Phones
- Templates Conversion te LDM: 7
-Reports Expensive Route: [T o
- Views
- Lists Strategy on Congestion |Nu Reroute (NRR) L‘
- Properties
- Migration - QSIG Alternate Reuting Causes: | QSIG Alternate Routing Cause 1 x
- Tools Preferred Routing: | Preferred Route 1 =
+Backup and Restare
- Date and Time ISDN Drap Back Busy: [Drop Back Disabled (DBD) =]

stodsanbenoi ISDN Off-Heok Queuing Option: 7

- Security o

+Passwords Off-Hook Queuing Allowed: [

+Pulicies A LI
7 = ShiE 2 . R

Figure 41 — RLB_15 Route List Block Configuration Details

5.6.7. Inbound Call — Incoming Digit Translation Configuration

This section describes the steps for receiving the calls from PSTN via the PAETEC
Communications system.
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a) Select Dialing and Numbering Plans -> Incoming Digit Translation from the left pane
to display the Incoming Digit Translation screen. Click on the Edit IDC button as
shown in Figure 42.

AVAVA CS81000 Element Manager
- UCM Network Services =1 Managing: 10.10.97.96  Username: admin
_Home Dialing and Numbering Plans » Incoming Digit Translation
- Links - — -
- Virtual Terminals Incoming Digit Translation
- System
+Alarms
- Maintenance
- Core Equipment - Customer: 00
- Loops

Figure 42 — Incoming Digit Translation

b) Click on the New DCNO to create the digit translation mechanism. In this example, Digit
Conversion Tree Number 1 has been created as shown in Figure 43.

AVAYA CS1000 Element Manager
- UCH Network Services 21 Managing: 10.10.97.96  Username: admin =
- Home Dialing and Numbering Plans » Incoming Digit Translation » Custamer 00
- Links
- Vitual Terminals Customer 00 Incoming Digit Conversion Property
- System
+Alarms
- Maintenance
- Core Equipment - Digit Conversion Tree Number: 0 MNew DCNO
-Loops
fSuDEr\oops - Digit Conversion Tree Number: 1 Edit DCND
-MSDLMISP Cards
- Conference/TDS/Multifrequen ~ Botrovesin T Nenien _New et

Figure 43 — Incoming Digit Conversion Property

c¢) Detail configuration of the Digit Conversion Tree Configuration is shown in Figure 44. The
Incoming Digits can be added to map to the Converted Digits which would be the
Communication Server 1000 system phones DN. This DCNO has been assigned to route 100
as shown in Figure 26 and 27.

In the following configuration, the incoming call from PSTN with the prefix 713-343xxxx will
be translated to DN xxxx. The DID number 2814022045 is translated to 1700 for Voicemail

accessing purpose.
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AVAYA

CS1000 Element Manager

- UCM Hetwork Services
-Home
- Links
- Virtual Terminals
- System
+Alarms
- Waintenance
+ Core Equipment
- Peripheral Equipment
- IP Network
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
-Host and Route Tables
- Network Address Translation (M,
- QoS Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
~Routes and Trunks

Managing: 10.10.97.96  Usemame: admin
Dialing and Numbering Plans » Incoming Digit Translation » Customer 00 » Digt Conversion Tres 1 Configuration

Digit Conversion Tree 1 Configuration

Regular IDC tree
Send calling party DID disabled

Add Deleta [EC Delete IDC tree
Incorming Digits + Converted Digits
1€ 2814022045 1700
2 2814022046 2048
3¢ 2814022126 2128
4 2814022130 2130
5 7133433756 3756
5 7133433757 3757
7 7133433758 3758
8 7133433759 3758
9 ¢ 7133433760 3760
10 € 7133434390 4390

Refresh

CPND language

Roman characters
Roman characters
Roman characters
Roman characters
Roman characters
Roman characters
Roman characters
Roman characters
Roman characters
Roman characters

Figure 44 — Digit Conversion Tree

5.6.8. Outbound Call - Special Number Configuration

There are special numbers which have been configured to be used for this testing such as: 011,
1800, 411, 911 and so on.
a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Special Number (SPN) as

shown in Figure 34.
b) Enter SPN number and then click on to Add button. Figure 45 shows all the special number
used for this testing.

AVAYA

C€S1000 Element Manager

- UCM Network Services
-Home
- Links
= Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Netwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Host and Route Tables
- Network Address Translation (M
- Qo8 Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Senvices
+ Geographic Redundancy
+ Software
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Netwaork
- Flexible Code Restriction
- Incoming Digit Translation
- Phones
-Templates
-Reports
- Views
- Lists
- Properties
- Migration
-Tools
+Backup and Restore
- Date and Time
+Logs and reports
- Security

Managing: 10.10.97.96  Usemame: admin
Diaiing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Numbering Plan (NET) > Access Code 2 » Special Number List

Special Number List

Please enter a Special Number fo Add

- Special Number -0

Esit]

Flexible length: 12
Inhibit fime-out handler: NO
Type of call that is defined by the special number: NATL
Route listindex: 14
- Special Humber 011 Edit|
Flexible length: 14
Inhibit time-out handler: NO
Type of call that is defined by the special number: INTL
Route list index 14
- special Humber 1800 Edit|
Flexible length: 11
Inhibit time-out handler: NO
Type of call that is defined by the special number: NATL
Route listindex: 14
- Special Number -- 411 Edit
Flexible length: 3
Inhibit time-out handler: NO
Type of call that is defined by the special number. NATL
Route listindex 14
- Special Number - 911 Edit
Flexible length: 3
Inhibit ime-out handler: NO
Type of call thatis defined by the special number: NATL
Route listindex: 14
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Figure 45 — Add a SPN.

5.6.9. Outbound Call - Numbering Plan Area (NPA)

This section describes the creation of NPA used in this testing configuration.

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Numbering Plan Area Code
(NPA) as shown in Figure 34.

b) Enter the area code desired in the textbox and click on the “to Add” button. The 1713, 1613,
1647 and 1281 area codes were used in this configuration as shown in Figure 46.

AVAYA CS81000 Element Manager
- UCM Network Services Managing: 10.10,97.96  Username: admin
_Home Dialing and Numbering Plans » Electronic Switched Network (ESN} » Customer 00 » Humbering Plan (NET) > Access Code 2 » Numbering Plan Area Code List
- Links

- Virtual Terminals Numbering Plan Area Code List
- System

+Alarms

- Maintenance

: Please enter an area code to Add

+ Core Equipment
- Peripheral Equipment

- IP Netwaork - Numbering Plan Area Code — 1281 Edit
- Nodes: Servers, Media Cards
- Maintenance and Reports Route List Index: 15
—I;edia Gateways Incoming Trunk group Exclusion Index. NONE
-Zones
-Host and Route Tables - Numbering Plan Area Code -- 1613 Edit

- Network Address Translation (N
- QoS Thresholds Route ListIndex: 15
- Personal Directories Incoming Trunk group Exclusion Index: NONE
- Unicode Name Directory
+Interfaces - Numbering Plan Area Code — 1647 Edit
- Engineered Values

+Emergency Services Route List Index: 15

+Geographic Redundancy Incoming Trunk group Exclusion Index: NONE
+ Software :
e S - Numbering Plan Area Code -- 1713 Edit
- Routes and Trunks Route List Index: 15
- Hastes and T Incoming Trunk group Exclusion Index: NONE
-D-Channels

Figure 46 — Numbering Plan Area Code List

5.7. Administer Phone

This section describes the creation of Communication Server 1000 clients used in this
configuration.

5.7.1. Phone creation

a) Refer to Section 5.5.4 to create a virtual super-loop - 96 used for IP phone.

b) Refer to Section 5.4.1 to create a bandwidth zone - 10 for IP phone.

¢) Log in to the Call Server Command Line Interface (please refer to Section 5.1.2 for more
detail).

d) Create an IP phone by using LD 11.

REQ: prt

TYPE: 2002p2
TN 96002
DATE

PAGE

DES

MODEL NAME
EMULATED

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 42 of 89
SPOC 2/13/2012 ©2012 Avaya Inc. All Rights Reserved. PtcCS1K75AASBC6




DES 2002P2

TN 96 00002 VIRTUAL

TYPE 2002P2

CDEN 8D

CTYP XDLC

CUST 0

NUID

NHTN

CFG_ZONE 00010

CUR_ZONE 00010

MRT

ERL 12345

ECL 0

FDN

TGAR 0

LDN NO

NCOS 7

SGRP 0

RNPG 0

SCI 0

SSU

LNRS 16

XLST

SCPW

SFLT NO

CAC MFCO

CLS UNR FBD WTA LPR MTD FND HTD TDD CRPD
MWD LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRGI
POD SLKD CCSD SWD LNA CNDA
CFTD SFD MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXD ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHD IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXRO
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND OCBD FLXD FTTC DNDY DNO3 MCBN
FDSD NOVD VOLA VOUD CDMR PRED RECD MCDD T&87D SBMD
MSNV FRA PKCH MWTD DVLD CROD ELCD

CPND _LANG ENG

HUNT

PLEV 02

PUID

UPWD

DANI NO

AST

IAPG 0

AACSNO

ITNA NO

DGRP

MLWU_LANG 0

MLNG ENG

DNDR 0

KEY 00SCR 37580 MARP

CPND
CPND LANG ROMAN

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 43 of 89
SPOC 2/13/2012 ©2012 Avaya Inc. All Rights Reserved. PtcCS1K75AASBC6




NAME Carrierl
XPLN 13
DISPLAY FMT FIRST,LAST
01
02
<Text removed for brevity>

5.7.2. Enable Privacy for Phone

In this section, it shows how to enable Privacy for a phone by changing its class of service
(CLS). By modifying the configuration of the phone created in Section 5.7.1, the display of the
outbound call will be changed appropriately.

a) To hide the display number, set CLS to ddgd. Communication Server 1000 will include
“Privacy:id” in the SIP message header before sending it to the Service Provider.

>ld 11

REQ: chg
TYPE: 2002p2
TN 96002
ECHG yes
ITEM cls ddgd

b) To allow display number, set CLS to ddga. Communication Server 1000 will not send the
Privacy header to the Service Provider.

>ld 11

REQ: chg
TYPE: 2002p2
TN 96002
ECHG yes
ITEM cls ddga

5.7.3. Enable Call Forward for Phone

In this section, it shows how to configure the Call Forward feature at the system and phone level.
a) Select Customer -> 00 -> Call Redirection. The Call Redirection page is shown in Figure
47.

- Total redirection count limit: 0 (unlimited)

- Call Forward: Originating

- Number of normal ring cycle of CFNA: 4
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Figure 47 — Call Redirection

b) To enable Call Forward All Call (CFAC) for a phone over a trunk, use LD 11, change its
CLS to CXFA, SFA then program the forward number on the phone set. Following is the
configuration of a phone that has CFAC enabled with forwarding number 916139675205

REQ: prt

TYPE: 2007

TN 96004
DATE

PAGE

DES

MODEL NAME
EMULATED

DES 2007

TN 9600004 VIRTUAL
TYPE 2007

CLS UNR FBA WTA LPR MTD FNA HTA TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
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POD SLKD CCSD SWD LNA CNDA

CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDA CDMA LLCN MCTD CLBD AUTU

GPUD DPUD DNDD CFXA ARHD CLTD ASCD

19 CFW 16 916139675205

d) To enable Call Forward Busy (CFB) for phone over trunk by using LD 11, change its CLS
to FBA, HTA, SFA then program the forward number as is HUNT. Following is the
configuration of a phone has CFB enabled with forward number is 916139675205

REQ: prt

TYPE: 2007

TN 96004
DATE

PAGE

DES

MODEL NAME
EMULATED

DES 2007
TN 96 00004 VIRTUAL
TYPE 2007

CLS UNR FBA WTA LPR MTD FNA HTA TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD

FDN 916139675205
HUNT 916139675205

c) To enable Call Forward No Answer (CFNA) for a phone over a trunk by using LD 11,
change its CLS to FNA, SFA then program the forward number as FDN. Following is the
configuration of a phone that has CFNA enabled with forward number 916139675205

REQ: prt

TYPE: 2007

TN 96004
DATE

PAGE

DES

MODEL NAME
EMULATED

DES 2007
TN 96 00004 VIRTUAL
TYPE 2007

FDN 916139675205
HUNT 916139675205
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CLS UNR FBA WTA LPR MTD FNA HTA TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRGlI
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD

5.7.4. Enable Call Waiting for Phone

In this section, it shows how to configure Call Waiting feature at phone level.

Log in to the Call Server CLI (please refer to Section 5.1.2 for more detail), configure Call
Waiting feature for phone by using LD 11 to change CLS to HTD, SWA and adding a CWT
key.

REQ: prt
TYPE: 2002p2

TN 96002
DATE

PAGE

DES
MODEL_NAME
EMULATED
KEM_RANGE

DES 2002P2
TN 96 00002 VIRTUAL
TYPE 2002P2

CLS UNR FBD WTA LPR MTD FNA HTD TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWA LNA CNDA

KEY 00 SCR 37580 MARP
CPND
CPND_LANG ROMAN
NAME Carrierl

XPLN 13
DISPLAY_ FMT FIRST,LAST
01 CWT
HV; Reviewed: Solution & Interoperability Test Lab Application Notes 47 of 89

SPOC 2/13/2012 ©2012 Avaya Inc. All Rights Reserved. PtcCS1K75AASBC6




6. Configure Avaya Aura® Session Border Controller

This section describes the configuration of the Avaya Aura® Session Border Controllers
necessary for interoperability with the CS1000 and PAETEC Communications systems.

This section will not attempt to describe each component in its entirety but instead will highlight
critical fields in each component which relates to the functionality in these Application Notes
and the direct connection to CS1000. The remaining fields are generally the default/standard
value used by the DEVSBCS for that field.

In this testing, according to the configuration reference Figure 1, the Avaya elements reside on
the Private side and the PAETEC Communications system reside on the Public side of the
network.

6.1. Service Provider Pre-installation Wizard

Service Provider Pre-installation Wizard is a tool distributed along with SBC Release 6.0
installation packages. This wizard collects network configuration information relevant to
PAETEC Communications system, and generates template file with extension EPW. Later on,
EPW file is uploaded to the wizard during SBC installation.

Run SP_Pre-Installation_Wizard_5273.exe to the install the Service Provider Pre-
installation Wizard on a Window based PC. After the installation is complete, invoke the
wizard from Start > All Programs > SP Pre-installation Wizard > Run SP Pre-installation
Wizard.

a) The SP Pre-installation Wizard will be run in a web browser. Under Select a template,
select SBCT from the drop down list, and then click Next Step as shown in Figure 48.

= Configuration Load Files
Sylnstalistion gelect a template
Load
¥ Network Seftings
O Logins Template
) WP Access SBOT =
* sBc
Summary
Save Load an existing EPW file, or click Next Step to start with a blank template
EPW File: Browse. Load Reset all
Currently loaded file:
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Figure 48: SP Pre-installation Wizard; Select a template

b) Next step, Network Settings is to configure internal interface of the DEVSBCS to connect to
enterprise CS1000 network as shown in Figure 49.

Domain0 IP Address: IP address of System Platform system domain 0, e.g.
10.10.97.240

CDom IP Address: IP address of System Platform console domain, e.g
10.10.97.241

Gateway IP Address: 10.10.97.193

Network Mask: 255.255.255.192

SBC: IP address of SBC internal interface, e.g. 10.10.97.242

Hostname: DevSBC5

Domain: bvwdev.com

+ Configuration

& Installation

Load

O Logins

) WPN Access

¥ sBC
Summary

Save

AVAYA

K Metwark Settings

Network Settings

Enter network settings

Domain-0 IF Address |1D.1097.24D
CDorn IP Address I1D‘HJQ? 241
Gateway IP Address |10.10.9?.193

Metwork Mask |255.255.255.192
Primary DNS !

Secondary DNS I—
(Optional)

Default Search List I

{Optianaly

HTTPS Proxy {Optional)
[IP Address:Port I

Mumber]
¥Yirtual Machine 1P Address Hostname Domain
SBC |10.10.97. 242 | DevaBCE |brvwdey.com | (Optional)
Default Domain
I {Optional)
Apply to all WMs I
‘ Previous Step Next Step ’
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c¢) Next step, the Service logins for SBC (optional) is to define password for account craft, init
and dadmin as shown in Figure 50.

AVAYA
P

~ Configuration -
Logins

=pnztalltion services logins for SBC (optional)

Load
x Metwork Settings Login name Password Re-type password
QO Logins craft [eesssssss [eessssnes
1) WPN Access
* sBC init [eenencens [eessssnes
SUmmEry
e dadmin l--------- I---------|

‘ Previous Step Mext Step ’

Figure 50: SP Pre-installation Wizard; Services logins for SBC (optional)

d) Next step, the VPN Access. The SIP Trunk connect to PAETEC Communications is not
behind the VPN, so select No (VPN mode is disabled) then click Next Step.

= Configuration
g VPN Access
dguinstaltation Configure ¥PN Access
Load
K Metwork Settings
% Logins
3 SEEAnoRes Would you like to configure the ¥PN remote access parameters for System Platform?
SBC
© oves | N
SUMmmaty 5% 2
Save
¥PN Access Configuration
¥PHN Router IP Address I {Optional)
Remote Access Network I
Remote Access Network Subnet Mask I
The data on this page is used to configure static routes on System Platform to enable remote ¥PN
access to the component applications and the Avaya Aura™ System Platform Web Console.
Once the template has been installed, the user must access the Avaya Aura™ System Platform Web
Console and check the "Server Management -> Static Route Configuration™ page to verify that the
static routes configured by the Wizard are suitable for the intended remote access application.
If in doubt, please refer to the documentation.
4 rrevious Step Mext Step »
. . . .
Figure 51: SP Pre-installation Wizard; VPN Access
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e) Next step, Session Border Controller Data is to define [P address of PAETEC
Communications SBC used for SIP signaling and for RTP as shown in Figure 52.

SIP Service Provider Data:
- Service Provider: Generic
- Port: 5060
- IP Addressl: IP address of PAETEC Communications SBC used for SIP
signaling, e.g. 20.20.64.220
SBC Network Data:
- Public: IP address of DevSBC5 to connect to PAETEC Communications system,
e.g. 10.10.98.111
- Net Mask: 255.255.255.224
- Gateway: 10.10.98.97
Enterprise SIP Server:
- SIP Domain: bvwdev.com
- IP Addressl: the IP address of Node IP of CS1000 Server (please refer to
Section 5.2.1), e.g. 10.10.97.178
- Transportl: UDP
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AVAYA

+ Configuration

SBC

= Installation Session Border Controller Data

Load
3 Network Setings
& Loains Service Provider Port
B) VPN Access | Generic =l [emen |
x sBC
SUmmary = < L . 2 B
Signalling/Media Signalling/Media
Save IP Address1 Network1 Netmask1
[20.20.64.220 | |
IP Addressz Signalling/Media SignallingfMedia - N
{Optional) Network2 (Optional) metmask2 (Optional) Hunting (Optional)
| | | | E
Interface IP Address Net Mask Gateway
Private {(Management) 10.10.97.242 255,255,255,192 10,10,97.193

Public [[roossrr | [255.255 255,224 || [10.10.98.97

Enterprise SIP Server

SIP Domain

IP Addressi Transportl

101097178
IP Addressz? (Optional) Transport? {Optional) Hunting {Optional)

1 vl I -

‘ Previous Step Next Step ’

Figure 52: SP Pre-installation Wizard; Session Border Controller Data

f) Next step, Summary is to give an overview of the configuration as shown in Figure 53. Scroll
down then click on the Next Step (not shown)
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AVAYA

= Configuration

=« Installation
Load
K Metwork Settings
= Logins
o) VPN Access
0 sBC
SUmmaty

Save

Summary

Network Settings

Domain-0 Address
CCorm Address
Gateway Address
Netwaork Mask

10.10.97.240
10.10.97.241
10.10.97.193

255,255.255.192

Default Domain

Primary DNS Mot set

Secondary DNS Mot set

Default Search List Not set

HTTPS Proxy Not set

¥irtual Machine IP Address Hostname Domain
SBC 101097 242 DevSECE bywdev.com

Mot set

SBC craft Password
SBC init Password

SBC dadmin Password

sk ok sk

sk oh sk ke

sk oh sk ke

VPN Access Mot Configured

Service Provider

Service Provider Port

Service Provider IP Address

Service Provider Signalling/Media Metworkl
Service Provider Signalling/Media Netmaskl
Service Provider IP Addressz

Service Provider Signalling/Media Netwaorkz

SBC
generic
s060
20.20.64.220

Mot set
Mot set
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g) Next step, Save is to give an option to save the configuration as an EPW file. Click Accept
then Save EPW file as shown in Figure 54.

AVAYA
i am——— o e

+ Configuration

Save
- Installation

Loz
K Metwork Settings The following required fields have not been set
% Logins

Primary DNS

5] VPN Access
0 sBC

SUMmsry The following optional fields have not been set

Save

Default Search List
Secondary DNS
HTTPS Proxy
Default Domain

SBC Service Provider IP Address 2

SBC Service Provider Hunting

SBC Service Provider Media Metmask2

SBC Service Provider Media Metwork2

SBC Enterprise SIP Server [P2

SBC Enterprise SIP Server TransportZ

SBC Enterprise SIP Server Hunting

WARNING - the country specific values configured by the installation wizard are based upon those that have
typically been used, in similar installations, in those countries in the past. Due to the many different ways in which
systems may be configured, even within the same country, it is vour responsibility to verify (after installation) that all
parameters are consistent with thase required by local and national laws and that the system has been correctly
configured to guard against toll fraud and other security vulnerabilities, see dvapa Toll Fraud and Security Handboolk,
555-025-600.

This is particularly important for emergency service numbers. Avaya is not responsible or liable for any
damages resulting from toll fraud, or failure to configure the system to comply with local or national
laws or from misplaced emergency calls made from an Avaya endpoint.

|
[Sasepwiie ||

Figure 54: SP Pre-installation Wizard; Save

h) Download and save the EPW file.
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6.2. DevSBC5 Installation

To install Avaya Aura SBC, follow installation guide provided on http://support.avaya.com. The
installation wizard (not shown) is an automation tool.

During installation, EPW file is needed. Please use EPW file created in Section 6.1 to upload to
the wizard. After the installation is complete, continue to configure the SBC as described in
Section 6.3.

6.3. Administer Enterprise Servers

To login to DevSBCS, https://SBCIPAddress/. Enter username as craft and appropriate password
to login.

Acme Packet Net-Net OS-E

To access the NNOS-E management interface, you must first log in. Please provide your user name and password.

Username: [craft

Password: |eececeees

Lagin |

Figure 55: Login to AA-SBC

During installation, the information in EPW file was used to populate the entry “server Paetec”,
which is information of PAETEC Communications SBC for SIP Trunking and the entry “server
PBX” which is the information of CS1000 server.

6.3.1. Configuration of “server Paetec”

To verify the configuration of “server Paetec”, select Configuration > vsp > enterprise >
servers > sip-gateway Paetec > server-pool > server Paetec. The entry “server Paetec” is
shown in Figure 56.

AvAYA ——— A i Configuration
¥ e

Status Summary  Logout craft Rl Confi ion i - S—
Configuration: all Configure vsplenterpriselservers\sip-gateway Paeteciserver-pooliserver Paetec _ Show basic Help Index i
‘ Configuration ‘ Setup ‘ View Set Reset Back Copy Delete
E cluster

1 box:DevGBCS bywdev.com
Bl ws| 3

; registration-service Aty Paetec

¥ default-session-config

@ tls admin enabled 7| (Resource is active)

¥ session-config-pool

[ dial-plan * host 20.20.64.220 (host name or n.n.n.n)

# registration-plan 2

Cl B'EEWHSE transport

= servers transport UDP = ¢ )
H sip-gatewsy PBX ¥ (User Datagram Protocol)
El sip-gateway Paetec
default-sip-settings port ISOEU (at minimum 1,default=5060)
® vsp\session-config-poolientry To
= semver-pool
Biins Policy: L
settings external-outhound-normalization
* option no x
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http://support.avaya.com/
https://sbcipaddress/

Figure 56: Server-Paetec Configuration

6.3.2. Configuration of “server PBX”

To verify the configuration of “server PBX”, select Configuration > vsp > enterprise >

servers > sip-gateway PBX > server-pool > server PBX. The entry “server PBX” is shown in
Figure 57

AVBYA, o= Arveict] Configuration
Tl |
aura
St St W
Configuration: all Configure vsplenterpriselserversisip-gateway PBX\server-pooliserver PBX Ml Help Index Hi
‘Cnnﬁguraliﬂﬂ| Setup ‘ View Set Reset Back Copy Deletel
=l cluster
1 box:DevSHCS. bwdev.com
vsp %
registration-senvice el PBX
& default-session-config =
s admin enabled || (Resaurce is active)
# session-config-pool
i dial-plan " host (hcst name of n.n.nnj
& registration-plan
B enterprise transport
=2 S?Etwgarf;:rgatew;ay e transport I (User Datagram Protocol)
# ysp\session-config-pooltentry To
B server-pool part al minimum 1.default=5060)
sewver PBX
. .
Figure 57: Server-PBX Configuration.
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6.4. Administer Heartbeat

The DEVSBCS was configured to send “register” to PAETEC Communications system for keep
a-live purpose.

To send “register” to PAETEC Communications system, select Configuration > vsp >
enterprise > servers > sip-gateway Paetec then select “enabled” for admin, “20.20.64.220”
for domain and “register” for “failover-detection” as shown in Figure 58.

évf\yr\r a Em me /‘( l):l‘f&vf Conﬁguration

Stelus Summary.  Looout craft il Configuration e ol il el s el il o
Configuration: all Configure vsplenterprise\servers\sip-gateway Paetec _ Show basic Help Index N
|Canﬁguratmn| Setup | View Set Reset Back Copy Delete
= cluster :
i Manage connections, Log instant messages. Record media, Record files,
= \'s’i b DevSHEE: awlaycom Set up accounting, Change "from:" URI, Change "to:" URI
registration-senice

& default-session-confiy

s * name

[ session-config-pool Pastec

[# dial-plan = 5

1# registration-plan peer-identity

= enterprise

sip-gateway PBX enabled x|l (Resource is active)
E sip-gateway Paetec deimati IR
& dns .20.64..

settings
L. directory

m

Create

Tallaver-detection (Use REGISTER to detect failures)

Figure 58: Keep Alive Configuration for sip-gateway Paetec

To set up registration with VNI user that PAETEC Communications provides, select
Configuration > vsp > enterprise > servers > sip-gateway Paetec then put user as
“7133434387” as shown in Figure 59.

YA [aamoBpocie] Configuration

alura

Status Summary  Logout craft “Home™ Rl e HEL B StEts™ Call Cogs ™ Event Cogs™ "ACHons ™| Services™ " Reys™ TACCess™| Tools |

Configuration: all H

user 7133434387
password-tag Manage Password

|Cmnﬁguratinn| Setup | View ‘

= cluster

[ box DevSBCE bvwdev.com add-user-to-contact Im (Resource is active)
B vsp i
registration-senvice
default-session-config
1ls servers: |
session-config-pool server-type SIp-proxy =
dial-plan PRy

registration-plan

Fserver-pool
= enterprise

[Deletel
= semvers
sip-gateway PBX
S owing
dns
settings routing-sefting
auto-tag-match
aute-domain-match
pstn-backup ;I
Select All | Unselect All |
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Figure 59: Registration Configuration for sip-gateway Paetec

6.5. Administer dial-plan

The DevSBCS has typical dial-plans to route the SIP call from CS1000 to PAETEC
Communications system and vice versa.

6.5.1. The entry “source-route FromPBX”

The entry “source-route FromPBX” as shown in Figure 60, 61 below is to route the SIP call
from CS1000 to PAETEC Communications system.

- source-server: vsp\enterprise\servers\sip-gateway PBX
- peer server: vsp\enterprise\servers\sip-gateway Paetec
- priority: 100 (default)

- condition-list-match-secondary: false

- apply-to-methods: Select All

- session-config: vsp\session-config-pool\entry ToPaetec

z = =
Aty [ SEaHduEstan
| powered |
e B ooe coul | riome” RECEELLERY Statis TCaltlogs T FVentFogs | AEtions 1S ET————
Configuration: all Configure vsp\dial-planisource-route FromPBX _ Show basic Help Index [
| Configuration | Setup | View Set Reset Back Copy Delete
Bl cluster
 boxDevSBCE. bvwdev.com
= vsp « Fompex |
registration-senice s FromPBX
[# default-session-config
E tls description
[ session-config-pool
= dial-plan * source-match
B route Default " type server hat
® source-route FromPaetec T
) ® source-route FromPBX * source-server ||vsp\emerpnse\sewers‘aalprgateW'ay PBX _'J Edit Create
[ registration-plan T
[ enterprise
& dns Peer
settings ype (F‘eel is a SIP server)
server ‘lvsp\enlerpﬂse\aewers“\s\p-galeway F‘aelecj [Edit Create
lacation-match-preferred up-to-outbound-peer = (Qutbound peer determines whether preferred)
routing-tag Add routing-tag
priority 100 from 0 to 999,999 default=100)
condition-list Configure

condition-listmatch secondary false *

Figure 60: Dial-plan “source-route FromPBX” Page 1
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Configuration

AVAyr\ acme ﬂ’ pa—rkﬂ
aL ra powered -
Status Summary  Logout craft Ry Configuration d o ools
i 2
Configuration: all e BRI

admin (Resource is active)

|Cnnﬁguratmn| Setup | View ‘

emergency false =

B cluster

box:DevSBCS5 bvwdav.com action forward x| (forward the INVITE to the server specified in the header)
B vsp
registration-senice response-code 1200
default-session-config
tls response-string
session-config-pool
= dial-plan

e Bt apply-to-methods INVITE

source-route FromPaetec
E source-route FromPBX
registration-plan
enterprise
dns Select Al | Unselect All |
settings

REFER
MESSAGE
INFO

BEEEH

request-user

* type no =) (No normalization applied to phone numbers)
* type no ~1 (Mo normalization applied to phone numbers)
* type no =1 (No normalization applied to phone numbers)

admission-control disabled x| (Resource is inactive)

max-bandwidth enter Junlimited kbits-per-second or select from | unlimited =] (Mo limit to the minimum of

to-user

from-user

bandwidth}
21;:'7;-"UmbEf-Uf-Cﬂﬁ'-'U"em- 100 (from 0 to 1,000,000, default=100)
session-config ‘|vsp‘\session—cuﬂﬁg—poul\em.ry ToPastec j|m Create

EI Resetl Back Copy =

Figure 61: Dial-plan “source-route FromPBX” Page 2
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6.5.2. The entry “source-route FromPaetec”

The entry “source-route FromPaetec” as shown in Figure 62, 63 below is to route the SIP call
from PAETEC Communications system to CS1000.

source-server: vsp\enterprise\servers\sip-gateway Paetec
- peer server: vsp\enterprise\servers\sip-gateway PBX

- priority: 100 (default)

- condition-list-match-secondary: false

- apply-to-methods: Select All

- session-config: vsp\session-config-pool\entry ToPBX

P 2
AVAylAr [ /*}”"‘*"4 Configuration
Status Sunmary Looout crat b O e’ ot il ot it e i
Configuration: all Configure vspldial-planisource-route FromPaetec _ Show basic Help Index
|Cnnﬁguratinﬂ| Setup | View Set Reset Back Copy Delete
= cluster
& box.DevSBC biwdev.com

P * name
registration-service FromPastec

¥ default-session-config

E tls description
[# session-config-pool
= dial-plan * source-match
B oroute Defauk " type serer 7]

E source-route FromPBX
[# registration-plan
[# enterprise

* source-server “vsp\emerpnse\sewers\slprgateway Paetec j|m Create

& dns peer
settings type senver 'I (Peer is a SIP server)
T
server ||vsp\enlerpﬂse\semers'\swp—galeway PBX j‘m Create
location-match-preferred up-to-outbound-peer | (Outbound peer determines whether preferred)

routing-tag Add routing-tag

priority 100 {from 0 to 999,999 default=100)

condition-list Configure

condition-listmatch-secondary false *

Figure 62: Dial-plan “source-route Paetec” Page 1

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 60 of 89
SPOC 2/13/2012 ©2012 Avaya Inc. All Rights Reserved. PtcCS1K75AASBC6



T -
AVBYA e Qpacket Configuration
allra |
Status Summary  Logoutcraft “Home™ el UL ITELAL I StAtis™ " Call Togs T tvent Logs"| "Actions | Services | Keys | Access | T001s |

|

other properties:

admin enabled ¥|| (Resource is active)
emergency false ¥
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B source-route FromPBX MESSAGE
[ registration-plan INFO -
[# enterprise
Hicos Select Al | Unselect Al |
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session-config ‘|vsp\sessmn—cnnﬁg—pnnl\entryTDPBX j|@ Create

EI Resetl Back Copy =

Figure 63: Dial-plan “source-route Paetec” Page 2
6.6. Administer session-config-pool “entry ToPaetec”

6.6.1. Administer sip-settings

During testing, PAETEC Communications system experiences IP packet lost when travel over
internet. This issue can be preventing by increasing max-retransmissions on DevSBCS.

To increase max-retransmissions, select Configuration vsp\session-config-pool\entry
ToTelco\sip-settings. Then change the value of max-retransmissions from 1 to 10 as shown in
Figure 64.
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Figure 64: Increase the max- retransmissions setting

By default AA-SBC does not forward PRACK from CS1000 to PAETEC Communications
system. It causes issue with ringback tone cannot be sent to PSTN in case of oftnet call forward
no answer. To enable PRACK forwarding, go to Configuration vsp\session-config-pool\entry
ToPaetec\sip-settings click “Show advance” (not shown), then under “message-options” set

“forward-provisional-ack” to enable (as shown in Figure 65)
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6.6.2. Manipulate From, To, Request-URI, and P-Asserted-ldentity headers.

The CS1000 SIP gateway was configured with domain name bvwdev.com (please refer to
Section 5.5.2). However, PAETEC Communications system expects to receive IP address
instead of a valid domain name.

This section shows the configuration on DevSBCS5 to change domain name bvwdev.com into an
IP address. The change is applied to SIP headers From, To, Request-URI and P-Asserted-
Identity.

a) Manipulate From header

Select Configuration vsp\session-config-pool\entry ToPaetec\from-uri-specification. Then
change host to send local-ip as shown in Figure 66. The DevSBCS5 presents its public IP address
in the From header.

'd - \ -
N Configuration
| _powersd |
Status Summary  Logoutcraft RS Configuration ailiCiee 0g ctio L { eCess |
onfiguration: a onfigure vspisession-config-poollen oPaetec\from-uri-specification Help Index
Confi \ fi l\entry ToPaetec!fi ficati Help Ind i~
| Configuration | Setup | View Set Reset Back Delete
I cluster
= i e ey ek amdaeom y=eg entar [from-uri or select from [from-uri =] (Net-Net OS-E uses the value from the
= vsp ) :
registration-senice incoming FROM URL.)
[# default-session-config
E tls host enter [local-ip or select fn:mllnl:a\-ip =] (Not-Net OS-E uses the local ip for the next-
= session-config-pool (it
= entry ToPastec prserver)
sip-settings " -
to-uri-specification o enterlﬂﬂm'U” or select from |ff0m'LIfl ;i (Net-Net OS-E uses the value from the incoming
from-uri-specification FROM URL)
request-uri-specification
asserted-identity-uri-specification i
ied\a ¥ P display enterlﬁDnPUH orf select from Ifram—un j (Met-Net OS-E uses the value from the incoming
registration FROM URL.)
authentication
header-settings user-agent-aware-display- disabled *| (Resource is inactive)
sip-session-timers-settings translation )
third-party-call-control
& entry ToPBX TSN from-uri 7] (Net-Net OS-E uses the value from the incoming FROM URI )
® entry Discard
[ dial-plan user-param omit =
[# registration-plan
[# enterprise user-truncate-non-digits | ¢ N =
5 dns g disabled (Resource is inactive)
s uri-parameter Add uri-parameter
header-parameter
add-oli-tag 0
copy-charge-uri-user disabled *| (Resource is inactive)
strip-digits 0
prepend digits (Maxmum 128 characters)

Figure 66: Manipulate From header of session-config-pool “entryToPaetec”

b) Manipulate To header

Select Configuration vsp\session-config-pool\entry ToPaetec\to-uri-specification. Then
change host to send next-hop as shown in Figure 67. The DevSBCS5 presents PAETEC
Communications SBC IP address in the To header.
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from-uri-specification
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authentication =
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® dial-plan P Add uri-parameter
[ registration-plan
[ enterprise header parameter
& dns
settings add-oli-tag 0
strip-digits 0

El Resetl Back

Figure 67: Manipulate To header of session-config-pool “entryToPaetec”

c) Manipulate Request-URI header

Select Configuration vsp\session-config-pool\entry ToPaetec\request-uri-specification. Then
change host to send next-hop as shown in Figure 68. The DevSBC5 presents PAETEC
Communications SBC IP address in the Request-URI header.

AVAYA f % s Configuration
a lryl V‘a acmc pm‘ﬁ(q g

e I OO il o i G i i

Configuration: all Configure vsp) nfig-poollentry ToPaetec\request-uri-specification Help Index
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tls host enter [next-hop or select from | next-hop x |lNetrHet OS-E uses the IP address of the next-

= session-config-pool

B entry ToPaetec opiee)
sip-settings 4 - -
to-uri-specification po enter [request-uri or select from | request-uri ¥} (Net-Net OS-E uses the value from the incoming
from-uri-specification REQUEST URL)
request-uri-specification
g:;‘E:F[Ed-ldenIITy-UrI-EpEEIﬁCEIIDﬂ Arenspolt request-uri T (Net-Net OS-E uses the value from the incoming REQUEST URI.)

registration
user-param vI
authentication F omit

header-settings

sip-sessiondimers-settings user-truncate-non.digits disabled 7| (Resource is inactive)
third-party-call-control E
B entry ToOPBX uri-parameter Add uri-parameter
& entry Discard
dial-plan apply-to-routing false »
registration-plan
enterprise use-location-cache
- o 5 true x
dns contact-uri
settings

Set Reset | Back
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Figure 68: Manipulate Request-URI header of session-config-pool “entryToPaetec”

d) Manipulate P-Asserted-Identity header

Select Configuration vsp\session-config-pool\entry ToPaetec\p-asserted-identity-uri-
specification. Then change host to send local-ip as shown in Figure 69. The DevSBCS5 presents
its public IP address in the P-Asserted-Identity header.

R T -
BYR oo ol Configuration
allfa
Status Summary  Logoutcraft | “Home™ Configuration il Event Logs | Actions
Configuration: all Configure vsplsession-config-poollentry ToPaetec\p-asserted-identity-uri-specification Help Index
[ Configuration | Setup | View Set Reset Back Delete
= cluster
a ‘s: B et o HERE enter [same-uri or select from | same-uri =i (Net-Net OS-E uses the value from the uri being
registration-service altered)

[# default-session-config

i tls host enter |local-ip or select from | local-ip % ‘ (Net-Net OS-E uses the local ip for the next-hop

= session-config-pool

= entry ToPaetec et
sip-settings
to-uri-specification Do snter [same-uri or sefect from [same-uri =] (Net-Nat OS-E uses the value from the incoming uri being
from-uri-specification altered )
request-uri-specification
-asserted-identity-uri-specificatior: display [— |—;] X - bei )
ERETYS enter [same-uri or select from |same-un (Net-Net OS-E uses the value from the uri being altered)
registration
authentication franspon same-uri 7] {Net-Net OS-E uses the value from the incoming uri being altered )
header-settings
sip-session-iners-settings User-param omit x
third-party-call-control
® entry ToPBX uri-parameter Add uri-parameter
# entry Discard
[ dial-plan create =
[ registration-plan 2l

[# enterprise i
e use-original-from- -
® dns g false

header
settings

ﬂ Resetl Back

Figure 69: Manipulate P-Asserted-Identity header of session-config-pool “entryToPaetec”

6.6.3. Administer media
This session shows the configuration to enable media anchoring on DevSBCS.

To enable media anchoring, select Configuration vsp\session-config-pool\entry
ToPaetec\media. Then change anchor to enable as shown in Figure 70.
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third-party-call-control
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[# registration-plan
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= [Hauto-conference
[ dns
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Figure 70: Enable media anchoring

6.6.4. Administer sip-session-timers-setting

By default the sip-session-timers-setting was disabled on DevSBCS5. The session timers should
be turned on to let DevSBCS terminate the unsuccessfully call attempts to PSTN.

To enable sip-session-timers-setting, select Configuration vsp\session-config-pool\entry
ToPaetec\ sip-session-timers-setting. Then change admin state to enable as shown in Figure
71.

v -
S m@l Configuration
allfa
sl vl OO it s it i il i i i
Configuration: all Configure vspisession-config-poollentry ToPaetec\sip-session-timers-settings Help Index
|Cunﬂguratmn| Setup | View Set Reset Back Delete
B cluster
& box DevSBCS.bvwdev.com | admin |enah|ed j ‘ (Resource is active)
B vsp it
registration-service preferred-refresher UAC =| wa . > \
[ default-session-config {UAC of the session will perform the session refresh)
E tls

[ session-config-pool Sh el 1800 seconds(from 90 to 1,000,000, default=1500)
B entry ToPastec =
sip-settings TIESE 90 seconds(from 90 to 1,000,000.default=90)
to-uri-specification
from-uri-specification aelan Terminate 7] (Cleanup the session state and related resources)
request-uri-specification
p-asserted-identity-uri-specification
media Set Reset Back
registration —I —I —I
authentication
header-settings Help Index
sip-session-timers-settings
third-party-call-control

Figure 71: Enable SIP session timers
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6.6.5. Enable third-party-call-control

The third-party-call-control has to be enabled on DevSBCS5 to interworking with PAETEC
Communications system.

To enable the third-party-call-control, select Configuration > vsp > session-config-pool >
entry ToPaetec > third-party-call-control. Then change the admin state to Enabled as shown
in Figure 72.

AVRYA A Configuration
il 5
AU e
Status Summary  Logout craft Bl Configuration g ; o
Configuration: all admin enabled = |‘RESDH,.:E is active)
[ Configuration | Setup | View AR A LGS bath =] (both callegs)
El cluster handle-referlocally enabled ¥| (Resource is active)
B pox:DevSBCS. bwvdev.com
El vsp refer- maintain-identity false +
registration-senvice
B default-session-config ringbacifile [ Browse SystemFies
H tls s n
Bl session-config-pool :
=] emryTnPgaztec Blisy:Hig Browse System Files
sip-settings
to-uri-specification pre-call-announcement Browse System Files
from-uri-specification
request-uri-specification terminate-after-pre-call-announcement disabled ¥| (Resource is inactive)
p-asserted-identity-uri-specification 2
media handle-replaces-locally disabled = o e m )
bodypart-type (Resource is inactive)
registration
authentication falayed-atk disabled | (Resource is inactive)
sip-session-timers-settings Z =
third patycall.contral include-reason-in-bye IW (Resource is active)

Figure 72: Enable third-party-call-control
6.7. Administer session-config-pool “entry ToPBX”

6.7.1. Manipulate To, Request-URI headers.

The CS1000 SIP gateway was configured with domain name bvwdev.com (please refer to
Section 5.5.2). However, PAETEC Communications system prefers to IP address in SIP headers.
This section shows the configuration on DevSBCS5 to manipulate SIP headers To and Request-
URI before sending to CS1000.

a) Manipulate To header

Select Configuration vsp\session-config-pool\entry ToPBX\to-uri-specification. Then change
host to send next-hop-domain as shown in Figure 73. The DevSBCS presents domain
bvwdev.com in the To header sent to CS1000.
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Figure 73: Manipulate To header of session-config-pool “entryToPBX”

b) Manipulate Request-URI header
Select Configuration vsp\session-config-pool\entry ToPBX\request-uri-specification. Then
change host to send next-hop-domain as shown in Figure 74. The DevSBCS5 presents domain
bvwdev.com in the Request-URI header sent to CS1000.
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Figure 74: Manipulate Request-URI header of session-config-pool “entryToPBX”
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6.7.2. Administer media
This session shows the configuration to enable media anchoring on DevSBCS5.

To enable media anchoring, select Configuration vsp\session-config-pool\entry
ToPBX\media. Then change anchor to enable as shown in Figure 75.

T T, 1

BV e Dk Configuration

aula
Status Summary  Logoutcraft [Home™ el UGN Status™ Call'tog N 0gs | Actions 1 ccess | Tools
Configuration: all Configure vsplsession-config-poollentry ToPBX\imedia Show advanced Help Index Nl
| Configuration | Setup | View Set Reset Back Delete

B cluster

[ box:DevSBCS. bvwdev.com

‘anchar

B vsp [enabled _L” {media anchoring is enabled)

registration-senice
¥ default-session-config
H tls

nat-traversal

= session-config-pool TAERiL policy
® entry ToPaetec
= entry ToPBX transcoding-policy Configure

sip-settings
to-uri-specification [Hauto-conference
request-uri-specification
media pre-tone-delays
registration
header-settings
& entry Discard

Edit pre-tone-delays

posttons-delays Edit post-tone-delays

Figure 75: Enable media anchoring

6.8. Convert History-Info to Diversion header for Call Forward All Call
Scenario

The procedure to create a rule to convert History-Info to Diversion header on DevSBCS is as

below:

- Create an entry in session-config-pool with a particular regular expression header
rule to convert History-Info to Diversion header

- Create a “condition-matching” source-route dial-plan with higher priority than
default source-route dial-plan “FromPBX”. The priority tells DevSBCS5 to
apply this dial-plan if the condition is matched.

6.8.1. Create entry session-config-pool “Moved Temp”
a) Create entry session-config-pool “Moved Temp”

To create entry session-config-pool “Moved Temp”, select Configuration vsp\session-config-
pool. Click Add entry link as shown in Figure 76.
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Figure 76: Link to add new session-config-pool entry

b) Define name for the new entry as “Moved Temp” then click Create as shown in Figure 77.
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Configuration: all Create vsplsession-config-poollentry - Step 1 of 1: Editentry Help Index

Please provide some basic information for entry. Then press "Create”.

| Configuration | Setup | View
= cluster basic: |
B vsp
registration-senice
# tls Reset Cancel |
= session-config-pool
B antry ToPBX
# entry "Moved Temp”
& entry "Temp Unavailable”
[# dial-plan
[# enterprise
& dns

E boxDevSBCS bvwdev.com x
name Moved Temp ‘
[ default-session-config
B entry ToPaetec
B entry "Busy Here”
[ registration-plan
settings

Figure 77: Create new session-config-pool entry named “Moved Temp”

c) Create basic configuration
- Refer to Section 6.6.1 to administer sip-settings
- Refer to Section 6.6.2 to manipulate From, To, Request-URI and P-Asserted-Identity
headers
- Refer to Section 6.6.3 to administer media
- Refer to Section 6.6.4 to administer sip-session-timers
- Refer to Section 6.6.5 to enable third-party-call-control

d) Create a regular expression rule associated to session-config-pool “Moved Temp”
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To create a regular expression rule, select Configuration vsp\session-config-pool\entry
“Moved Temp”\header settings. Click Add reg-ex-header link as shown in Figure 78.

A W 1
e P - /(‘mr&-ﬂ Configuration
L o et O i ot o el s e i
Configuration: all Configure vspisession-config-poollentry "Moved Temp"\header-settings Show basic Help Index H
| Configuration | Setup | View Set Reset Back Delete
= cluster

B box:DevSBCS.bvwdev.c
B vsp e e plissatimads disabled x| (Resource is inactive)

registration-senice

& default-session-config h‘ﬂ_ﬂde”“' Edit headerto-strip
 tls strip
= session-config-pool Sl Ted.

M entry ToPastec Edit allowed-header

header
H entry ToPBX
Etenlry ‘Maved Temp: blocked- Edit biocked-header
sip-settings header B
to-uri-specification
from-uri-specification altered- Add altered-header
request-uri-specification header
p-asserted-identity-uri-specification
media reg-ex- regex-header |admin |destination|create appt
header-settings header
sip-session-timers-settings
third-party-call-control
[ entry "Busy Here" Edit Delete | reg-ex-header 20 | enabled | Diversion  [History-info *<sip.{ *).user=phone\? “reason=_*Moved “Temporarily *
# entry "Temp Unavailable” ) . .
& dial-plan <sip\1@bwidev com;user=phone>;privacy=off reason=unconditional.screen=no
[ registration-plan
,lg :zt;rp”“ Add reg-ex-header
=g header- Add header-normalization

normalization

Figure 78: Link to add new regular expression rule

e) Define the rule ID and select destination as Diversion as show in Figure 79.

R -
YA foem Aacie] Configuration
allra
Status Summary  Logoutcrafl “Home™ et hulHE LD I Statns™ " Call Cogs™ " Event Cogs™ | “ACtions™ " Services™ "Reys ™ "ACCess | To0ls" |
conﬁguration: all Create vsplsession-config-poollentry "Moved Temp"header-settingsireg-ex-header 0 - Step 1 of 1: Edit reg-ex-header 0 _Help

Index

|Cnnﬁguratinn| Setup | View

Please provide some basic information for reg-ex-header 0. Then press "Create”.

= cluster
E boxDevSBCS bvwdev.com *
B number 20 ‘

registration-service —
& default-session-config ‘“dasl"mlw" enter [Diversion or select from | Diversion -
E tls
= session-config-pool
& entry ToPastec Create Reset Cancel
& entry ToPBX _| _I _I
= entry "Moved Temp”
sip-settings
to-uri-specification
from-uri-specification
request-uri-specification
p-asserted-identity-uri-specification
media
header-settings
sip-session-timers-settings
third-party-call-cantrol
® entry "Busy Here"
& entry "Temp Unavailable”
[# dial-plan
[ registration-plan
[# enterprise
& dns
settings

Figure 79: Define a new regular expression header

f) Define regular expression rule to convert History-Info to Diversion header for Call Forward
All Call scenario

HV; Reviewed: Solution & Interoperability Test Lab Application Notes 72 of 89
SPOC 2/13/2012 ©2012 Avaya Inc. All Rights Reserved. PtcCS1K75AASBC6



The regular expression rule will conditional match History-Info sent in SIP/INVITE from
CS1000 for Call Forward All Call scenario. Then replace by a Diversion header with the

appropriate reason code, in this case the reason code is reason=unconditional.

Figure 80 shows a rule has been defined with:
- Expression :.*<sip:(.*)@.*;user=phone\?.*reason=.*Moved.*Temporarily.*

- Replacement:<sip:\1@bvwdev.com;user=phone>;privacy=off;reason=uncond

itional;screen=no

P e
ANAYA acme /@ packet|

allra

Status Summary Logout craft

Bl Configuration aCiid

Configuration

Configuration: all

|Cunﬁgurat|an| Setup | View

B cluster
@ box-DevSBCS.bvwdev.com

Configure vspisession-config-poollentry "Moved Temp"\header-settings\reg-ex-header 20 Show basic

3‘ Reset Back Copy

Delete

apply-to-dialeg
session-persistent
cseq
create-on-failed-match

append-on-failed-match

Lol

3 p | admin enabled ¥ ‘\'Rescurcs is active)
registration-service e rnbier
[ default-session-config | 20 |
E tls =
[ session-config-pool ‘ destination enter |Diversion or select from | Diversion = ‘
® entry ToPaetec
® entry ToPBX Er—
B entry "Moved Temp” * source enter |History-info ar select fromIHISTDFY'IﬂfD -
sip-settings
to-uri-specification * axpression ,ﬁ
from-uri-specification B <sip:{.").user=phone'?." freqular expression)
request-uri-specification 2 !
p-asserted-identity-uri-specification =) TEplaCeEcTe <sip \1@bvwdsv com.user
media
& header-settings append Kok o
sip-session-timers-settings s
third-party-call-contral
B entry "Eu:y Hers" apply-to-methods
B entry "Temp Unavailable” HEEER
[ dial-plan MESSAGE
[# registration-plan INEO |
[# enterprise
H dns Select All | Unselect All |
settings
apply-toresponses
" type no x| (Do not apply to responses (requests only))

bath =1 (Apply ta both inbound and outbound dialogs.)
disabled x| (Resource is inactive)

0

true |

frue |

Help Index |

Figure 80: Regular expression rule to convert History-Info to Diversion header for Call
Forward All Call scenario

6.8.2. Create entry dial-plan source-route “Moved Temp”
a) Create entry dial-plan source-route “Moved Temp”

Select Configuration vsp\dial-plan. Click Add source-route link as shown in Figure 81.
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AT Configuration
& |
AUl e
B T e T ittt o i e i it
conﬁguration: all source-route source-route description |source-match peer location- | priority | con
match- list
preferred
| Configuration | Setup | View ‘
bt Edit Delete | source-route FromPastec server sener up-to- 100 Con
[ box:DevSBCS.bvwdev.com vsplenterprise\servers\sip- vsp\enterprise\serversisip- | outbound-
B vsp - gateway Pastec gateway PBX peer
registration-service
default-session-config
tls
session-config-pool
= dial-plan Edit Delete | source-route FromPBX senver server up-to- 100 Con
. route DEfafh ——— vsplenterprise\serversisip- |vsplenterpriselserversisip- | outbound-
source-route rrom-aetec
B source-route FromPBX gateway PBX gateway Paetec peer
® source-route "Moved Temp”
® source-route "Busy Here"
® source-route "Temp Unavailable” Edit Delete | source-route "Moved Temp” server server up-to- 97 Edit’
P
TEQt‘SUQT‘Uﬂ'DH” vsplenterprise\serversisip- |vspienterprise\senversisip- | outbound-
+ enterprise
E dns P gateway PBX gateway Paetec peer
settings
Edit Delete | source-route "Busy Here" semver senver up-to- 98 Edit.
vsplenterprise\serversisip- |vsp\enterpriselserversisip- | outbound-
gateway PBX gateway Paetec peer
Edit Delete | source-route "Temp Unavailable” server senver up-to- 99 Edit
vsplenterprise\senvers\sip- |vsplenterprise\servers\sip- | outbound-
gateway PBX gateway Pastec peer

Add sourceroute

Figure 81: Link to add new source-route dial-plan

b) Define name for the new entry as “Moved Temp”, select source-match type as server;
source-server as vsp\enterprise\servers\sip-gateway- PBX then click Create as shown in

Figure 82.

AVAyii\r (Mp v W'mq Configuration
aura
sl b gy Configuration ool il o el s o i

conﬁguration: all Create vsp\dial-planisource-route - Step 1 of 1: Edit source-route Help Index

| e | SRR | Viow ‘ Please provide some basic information for source-route. Then press "Create”.

B cluster
[ box DevSBCE bvwdev.com

B vsp
registration-semvice
default-session-config
tls
= session-config-pool

® entry ToPaetec

® entry ToPBX

B entry "Moved Temp"

® entry "Busy Here"

& entry "Temp Unavailable”
dial-plan

route Default

B source-route FromPastec

® source-route FromPBX
registration-plan
enterprise
dns
settings

‘ i Noved Temp

* source-match
server b

|vsp\emerpr\se\semers\swpgateway PBX j

Create Reset Cancel |

type

[oN=RE)

* source-server Create

m

HEHA

Figure 82: New source-route dial-plan “Moved Temp”

c¢) Configure the entry source-route “Moved Temp”
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Refer to Section 6.5.1 to configure the entry source-route “Moved Temp” as shown in Figure
83, 84.

name: Moved Temp

- source-match type: server

- source-server: vsp\enterprise\servers\sip-gateway PBX

- peer type: server

- peer server: vsp\enterprise\servers\sip-gateway ToPaetec

- priority: 97 which is higher than entry source-route FromPBX
- condition-list-match-secondary: true

- session-config: vsp\session-config-pool\entry “Moved Temp”

'd - -
AVAylAV_ acme/packet Configuration
&L a powered
Ll an bt OO i s sl i it i it
Configuration: all Configure vsp\dial-planisource-route "Moved Temp" _ Show basic | Help Index i
|Canﬁguratmn| Setup | View Set Reset Back Copy Delete
= cluster
& boxDevSBCE bvwdev.com
Hivmp * name
registration-senvice Moved Temp

[ default-session-config

[ tls description

= session-config-pool
B entry ToPastec * source-match

H entry ToOPBX * type sever =

B antry "Moved Temp"

B entry "Busy Here" * source-server vsplenterprise\serversisip-gateway PBX = c
& entry "Temp Unavailable” T e o e
= dial-plan
route Default Bty
B source-route FromPaetec type senver 'I (Peer is a SIP server)
B source-route FromPBX 3
source-route "Moved Temp" server |\rsp\enlerpﬂse‘\aewers\s\p-galeway F‘aelecj Edit Create
[# registration-plan
S zztaerprl!ae location-match-preferred up-to-outbound-peer x| (Outbound peer determines whether preferred)
settings routing-tag Add routingtag
priority a1 {from 0 to 999,999 default=100)
condition-list Confiqure
‘r.ondition-lisl-ma!ch-secondary [true j|

other properties:

admin enabled | (Resource is active)
emergency false =

action forward =] (forward the INVITE to the server specified in the header)
response-code 200
El
Figure 83: Entry source-route dial-plan “Moved Temp” detail — Page 1
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(. £ Configuration
évfyﬁ’ 3 facme Bpacket 9
e B wos coul il 0 O it i’ el il i i it
Configuration: all other properties: #
admin m (Resource is active)
| Configuration | Setup | View
emergency l@
B cluster
= ‘sf box:DevSBCS. bvwdev.com action forward ¥| (forward the INVITE to the server specified in the header)
F tls i
= session-config-pool fostonsprstny
& entry ToPastec
# entry ToPBX apply-to-methods INVITE B
# entry "Moved Temp” REFER £
& entry "Busy Here" MESSAGE
& entry "Temp Unavailable” INFO =
= dial-plan
route Default
B source-route FromPaetec Select All | Unselect All |
B source-route FromPBX
source-route "Moved Temp" requestuser
[ registration-plan * type m (No normalization applied to phone numbers)
[# enterprise
Edny to-user
seftings *type no =1 (No normalization applied to phone numbers)
from-user
* type no ~1 (No normalization applied to phone numbers)
admission-control m (Resource is inactive)
max-bandwidth enter junlimited kbits-per-second or select from [unlimited 7] (Mo limit to the minimum of
bandwidth)
s KinbereReasticnt 100 (from 0 to 1,000,000 default=100)
‘SSSSi‘OnrﬂOl\ﬁg Iuap\sesswonr:onﬁg—poal\emry "Moved Temp" jim Create
El Resetl Back Copy b
Figure 84: Entry source-route dial-plan “Moved Temp” detail — Page 2
d) Define conditional-list
The entry source-route “Moved Temp” will have a conditional matched rule and higher
priority than the default source-route FromPBX. The DevSBCS5 bases on the priority and
condition checking to examine if it is a Call Forward All Call. If the condition matched,
DevSBCS will apply session-configure-pool “Moved Temp” to translate History-Info to
Diversion header before sending out to PAETEC Communications system.
To create a conditional-list, select Configuration vsp\dial-plan\source-route “Moved
Temp”\condition-list Click Add sip-message-condition link as shown in Figure 85.
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T T
“\Vf\yf\l, Lacme /B pmr.ivfl
allra
Status Summary Logoutcraft

Configuration

b i, it et e e

Configuration: all

|Cnnﬁguratinn| Setup | View

= cluster
@ box:DevEBCE bvwdev.com
Bl vsp
registration-senice
¥ default-session-config
& tls
= session-config-pool
entry ToPaetec
entry ToPBX
entry "Maoved Temp”
entry "Busy Hera"
entry "Temp Unavailable”
= dial-plan
route Default
source-route FromPaetec
source-route FromPBX
® source-route "Moved Temp”
[ registration-plan
[# enterprise
[ dns
settings

Configure vspldial-planisource-route "Moved Temp"\condition-list

EI Reset Back

operation
mode

sip-message-condition

from-uri-condition
to-uri-condition
requesturi-condition

date-time-condition

ﬂ Resell Back

Help Index

Delete
AND

evalugte 7] (The Net-Net OS-E runs the conditions to determine whether to apply session configuration settings.)

attribute |

|Edn Delatelheader contains *History-Info *reason=sip%3bcause%3d302%3btext%3d%22Moved%20Temporarily%22 “!

Add sip-message-condition

Add from-uri-condition

Add to-uri-condition

Add request-uri-condition

Add date-time-condition

Figure 85: Link to Add sip-message-condition

CS1000 sends History-Info contains particular reason code of call forward. Figure 86 shows a
condition with regular expression rule to match Call Forward All Call scenario.
- attribute: header
- match: contains
- value: .*History-
info.*reason=sip%3bcause%3d302%3btext%3d%22Moved%20Temporaril
y%22.*

TR -
é\/{\yﬁ’a i i Configuration
Stalus Summery Losowt eaf e S VO G e s o

Configure vspldial-plan\source-route "Moved Temp"\condition-list\sip-message-condition Help Index

Configuration: all

|Cunﬁguratian| Setup | View ‘ Set RQSEI| Back %I
B cluster

[ box DevSBCS bwwdev.com * attribute |header j |
B vsp

registration-senice * match contains - S N in t peci
[ default-session-canfig (allow values which contain the specified expression)
& tls B
value ﬁued%zmempmamy%zz,’ lreqular expression)

= session-config-pool
entry ToPaetec
entry ToPBX
entry "Maoved Temp"
entry "Busy Here"
entry "Temp Unavailable”
= dial-plan
route Default
source-route FromPaetec
source-route FromPBX
= source-route "Moved Temp”
condition-list
® vsp\session-config-poolt
® source-route "Busy Here"
[# registration-plan
[# enterprise
® dns
settings

EI Reset Back

Help Index

Figure 86: condition-list to match History-Info of Call Forward All Call scenario
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6.9. Convert History-Info to Diversion header for Call Forward Busy
Scenario

6.9.1. Create entry session-config-pool “Busy-Here”
Refer to Session 6.8.1 to create entry session-configure-pool “Busy-Here”

The regular expression for Call Forward Busy will be different than Call Forward All Call. At
step f), change the regular expression rule as show in Figure 87 as follow.
- Expression :.*<sip:(.*)@.*;user=phone\?.*reason=.*Busy.*Here.*
- Replacement: <sip:\1@bvwdev.com;user=phone>;privacy=off;reason=user-
busy;screen=no

T 5
AVRYA e Dpackat] Configuration
Al ez
Status Summary  Loooutcraft Configuration [RaEiiie R ogs | Actions L ece =
Configuration: all Configure vsplsession-config-poollentry "Busy Here"\header-settingsireg-ex-header 20 Show basic Help Index N
| Configuration | Setup | View ‘ Set Reset Back Copy Delete
= cluster
[ box DevSBCS bvwvdev 3
& \,-s;; 0 DevSBCH bvwdav com |admm enabled = |wResuurce bt
registration-service | R |
[# default-session-config 20
E tls n ——
= session-config-pool ‘ destination enter |D\versinn or select from |Dwersinn j ‘
& entry ToPastec
B entry ToPBX Elcreate
i eniny Wowed lemp; * source enter |History-info or select from [ Historynfo =]
E entry "Busy Here"
sip-settings * expression 'ﬁ
to-uri-specification P <sip:{."):user=phone\?." {reqular expression)
from-uri-specification * -
request-uri-specification = Eeplatt e <sip\1@bwdeyv.com_user
p-asserted-identity-uri-s
media append Add 4
® header-settings Add append
sip-session-timars-sattil
third-party-call-control APy temethets g‘:‘;’F‘EER =
B entry "Temp Unavailable” %
o S
e
gistration-plan
nterprise
& dns Select Al | Unselect Al |
settings
apply-to-responses
" type no = (Do not apply to responses (requests only))
apply-to-dialog both = (Apply to both inbound and outbound dialogs.)
session-persistent disabled 7| (Resource is inactive)
cseq 0 o
create-on-failed-match true v
append-onfailed-match true v
Kl | 2+l =

Figure 87: Regular expression rule to convert History-Info to Diversion header for Call
Forward Busy scenario

6.9.2. Create entry source-route dial-plan “Busy-Here”

Refer to Session 6.8.2 to create entry source-route dial-plan “Busy-Here” with:
- priority 98
- session-config vsp\session-config-pool\entry “Busy-Here”

The regular expression for Call Forward Busy will be different than Call Forward All Call. At
step d), change the regular expression rule as show in Figure 88 as follow.
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- attribute: header

- match: contains

- value: .*History-
info.*reason=sip%3bcause%3d486%3btext%3d%22Busy%20Here%?22.*

avaym [ Configuration

allfa

Stalus Summary  Logouteraft Rl Configuration [l e v ogs | Actl cer ays | ACCESS

Configuration: all Create vspidial-plan\scurce-route "Busy Here"\condition-listi\sip-message-condition - Step 1 of 1: Edit sip-message-condition Help Index

| Ceha | Setp | T ‘ Please provide some basic information for sip-message-condition. Then press "Create

= cluster ‘“ i ‘
5 " attribute -
# box:DevSBCE bvwdev.com e
=] vsp =
registration-senvice ‘ match Icamams L”[a\luw values which contain the specified expression)
[ default-session-config =
i tls | value H%22Busy3%20Here%22 * ‘l’regu\ar expression

= session-config-pool
M
ntry ToPBX Create Reset Cancel

& entry "Temp Unavailable™
= dial-plan
route Default
# source-route FromPaetec
B source-route FromPBX
® source-route "Moved Temp”

E source-route "Busy Here"
[# registration-plan
[ enterprise
& dns

settings

Figure 88: Condition-list to match History-Info of Call Forward Busy scenario

6.10. Convert History-Info to Diversion header for Call Forward No
Answer Scenario

6.10.1. Create entry session-config-pool “Temp Unavailable”
Refer to Session 6.8.1 to create entry session-configure-pool “Temp Unavailable”

The regular expression for Call Forward No Answer will be different than Call Forward All Call.
At step f), change the regular expression rule as show in Figure 89 as follow.
- Expression :
*<sip:(.*)@.*;user=phone\?.*reason=.*Temporarily.*Unavailable.*
- Replacement: <sip:\1@bvwdev.com;user=phone>;privacy=off;reason=no-
answer;screen=no
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AVAYA
allfa

Status Summary

e =
aun.-_/“/ packet|

Logoutcraft

Configuration

Configuration [gatite R Event Logs

Configuration: all

|Cnnﬁguralinn| Setup | View ‘

= cluster
[ box:DevSBCE bvwdev.com
B vsp
registration-service
¥ default-session-config
E tls
= session-config-pool
B entry ToPastec

Configure vsplsession-config-poolientry "Temp Unavailable"\header-settings\reg-ex-header 20 Show basic

El Resst Back Copy Delete

|admm [enabled ]| (Resource is active)

|‘ number |2!! ‘

enter |Diversion or selact from | Diversion = |

|“ destination

Help Index

B entry ToPBX Elcreate
& entry "Maoved Temp” * source enter [History-info or select from | History-info =
& entry "Busy Here"
E entry "Temp Unavailable” " . = = =
ryslp-setfmga i <sip:{."):user=phone\?." (reqular expression)
to-uri-specification 3 ! '
from-uri-specification = =niattEy sip:\1@bvwdev.com;user=
request-uri-specification
p-asserted-identity-uri-s append Add
i dd append
& header-settings
sip-session-timers-settil apply to mothods INVITE
third-party-call-control REZER
[ dial-plan ME‘(‘JSAGE =
[# registration-plan LD
[# enterprise
B dns Select Al | Unselect All |
settings
apply-toresponses
“type no > (Do not apply to responses (requests only))
apply-to-dialog both x| (Apply to both inbound and cutbound dialogs.)
session-persistent disabled x| (Resource is inactive)
cseq 0 o
create-on-failed-match true ¥
append-on-failed-match true v
il ] -l |

Figure 89: Regular expression rule to convert History-Info to Diversion header for Call

Forward No Answer scenario

6.10.2. Create entry source-route dial-plan “Temp Unavailable”

Refer to Session 6.8.2 to create entry source-route dial-plan “Temp Unavaible” with:
- priority 99
- session-config vsp\session-config-pool\entry “Temp Unavailable”

The regular expression for Call Forward No Answer will be different than Call Forward All Call.
At step d), change the regular expression rule as show in Figure 90 as follow.
- attribute: header
- match: contains
- value: .*History-
info.*reason=sip%3bcause%3d480%3btext%3d%22Temporarily%20Unava
ilable%22.*
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T R 2
.:\V‘Ay;;\r .Jui;.-_/?u.i[‘h-f Conﬁguratlon
allfa

Stalus Summary  Logouteraft Rl Configuration [l e v ogs | Actl 1 ays | ACCeSS
Configuration: all Create vsp\dial-planisource-route "Temp Unavailable"\condition-list\sip-message-condition - Step 1 of 1: Edit sip-message-condition Help
Index

|Cunﬁgurat|an| Setup | View ‘

Please provide some basic information for sip-message-condition. Then press "Create”

B cluster

[ boxDevSBCS bvwdev.com :
" attribute - ‘
i veps ‘ header
registration-senice 5
& default-session-config | maich contains i ‘La\lnw values which contain the specified expression)
[ tls
= session-config-pool |° value arily%20U lable%22 " !(rgqu\ar expression)

# entry ToPastec
& entry ToPBX
® entry "Moved Temp" Create Reset Cancel
& entry "Busy Here" __l _] 4
B entry "Temp Unavailable”
= dial-plan
route Default
® source-route FromPaetec
H source-route FromPBX
H source-route "Moved Temp"
H source-route "Busy Here”
B source-route "Temp Unavailz
[# registration-plan
[# enterprise
& dns
settings

Figure 90: Condition-list to match History-Info of Call Forward No Answer scenario

6.11. Convert 183 with SDP to 180 without SDP for Ring-Back-Tone in
Call Blind Transfer Scenario
The procedure to create a rule to convert SIP 183 with SDP to 180 without SDP on DevSBCS is
as below:
- Create an entry in “response-translation-settings” to convert SIP 183 with SDP to
SIP 180 with SDP
- Enable “forking-early-media-inhibit” to prevent the SDP body from being sent in
the 180 response.

6.11.1. Create an entry to convert SIP 183 with SDP to SIP 180 with SDP

1. Select Configuration > vsp > session-config-pool > entry ToPaetec > response-
translation-settings. Then click Add entry as shown in Figure 91.
- Input “status-code” as “183”
- Input “new-status-code” as “180”
- Click Create to save the configuration.
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P - =
AL — oeke] Configuration
allra

Status Summary  Logout craft (“Home™| Configuration [sielii e oqs | EV eys ||
Configuration: all Configure vsplsession-config-poollentry ToPaetec\response-translation-settings Help Index
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Figure 91: Create an entry to convert SIP 183 with SDP to SIP 180 with SDP

2. In order to edit the entry, select Configuration > vsp > session-config-pool > entry
ToPaetec > response-translation-settings. Then click Edit as shown in Figure 92
- Modify “reason-phrase” as “Session Progress”
- Modify “new-reason-phrase” as “Ringing”
- Click Set to save the configuration.

AVBYA i Configuration
a{ ,,/_a acme/c{packe
Status Summary  Logout craft “Home™) Configuration [geiciii g 0gs | EX eve |
Configuration: all Configure vspisession-config-poollentry ToPaeteciresponse-translation-settingslentry Help Index
| Configuration | Setup | View Set Reset Back Delete
B cluster
[ box DevSBCS bvwdev com " status-code 183
B vsp
__ registration-senvice + s et Pﬁ—
[ default-session-config
H tls
=l session-config-pool regsonEphase Session Progress {Maxmum 128 characters)
= entry ToPaetec
sip-settings new-reason-phrase Ringing (Maxmum 128 characters)
to-uri-specification
from-uri-specification
request-uri-specification Set| | Reset Back
p-asserted-identity-uri-specification —] —I -4
media
bodypart-type Help Index
registration
authentication
sip-sessiontimers-settings
third-party-call-control
response-ranslation-settings

Figure 92: Edit entry to convert SIP 183 with SDP to SIP 180 with SDP

6.11.2. Enable third party-call-control and “forking-early-media-inhibit”

To enable the third-party-call-control, select Configuration > vsp > session-config-pool >
entry ToPaetec > third-party-call-control. Then change the admin state to Enabled as shown
in Figure 93.

To enable the forking-early-media-inhibit, select Configuration > vsp > session-config-pool
> entry ToPaetec > third-party-call-control. Then change the forking-early-media-inhibit
state to Enabled as shown in Figure 93.
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Figure 93: Enable the “forking-early-media-inhibit”

7. Verification Steps
The following steps may be used to verify the configuration.

7.1. General

Place an inbound call from a PSTN phone to an internal Avaya phone, answer the call, and
verify that two-way speech path exists. Verify that the call remains stable for several minutes and
disconnects properly.

7.2. Verification of an Active Call on Call Server

a) Active Call Trace (LD 80)
The following is an example of one of the commands available on the Communication Server
1000 to trace the DN for which the call is in progress or idle. The call scenario involved PSTN
phone number 6139675205 calling 7133433758.

- Login on to Signaling Server 10.10.97.177 with admin account and password.

- Issue a command “cslogin” to login on to the Call Server.

- Log in to the Overlay command prompt, issue the command LD 80 and then trace 0

3758.
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- After the call is released, issue command trac 0 3758 again to see if the DN is released
back to idle state.
Below is the actual output of the Call Server Command Line mode when the 3758 is in call state:

>1d 80
.trac 0 3758
ACTIVE VTN 096 0 00 02

ORIG VTN 10000000 VTRKIPTI RMBR 100 1 INCOMING VOIP GW CALL
FAR-END SIP SIGNALLING IP: 20.20.64.220
FAR-END MEDIA ENDPOINT IP: 10.10.97.242 PORT: 24574
FAR-END VendorID: Not available
TERM VTN 096 00002 KEY 0 SCR MARP CUST 0 DN 3758 TYPE 2002P2
SIGNALLING ENCRYPTION: INSEC
MEDIA ENDPOINT IP: 10.10.98.3 PORT: 5200
MEDIA PROFILE: CODEC G.711 MU-LAW PAYLOAD 20 ms VAD OFF
RFC2833: RXPT 101 TXPT 101 DIAL DN 3758
MAIN PM ESTD
TALKSLOT ORIG 20 TERM 25
EES DATA:
NONE
QUEU NONE
CALL ID 501 76

- ISDN ISL CALL (ORIG) ----

CALL REF # = 484

BEARER CAP = VOICE

HLC =

CALL STATE= 10 ACTIVE

CALLING NO = 16139675205 NUM_PLAN:UNKNOWN TON:UNKNOWN ESN:UNKNOWN
CALLED NO = 7133433758 NUM_PLAN:UNKNOWN TON:UNKNOWN ESN:UNKNOWN

And this is the example after the call on 3758 is finished.

.trac 0 3758
IDLE VTN 96 0 00 02 MARP

b) SIP Trunk monitoring (LD 32)
Place a call inbound from PSTN (6139675205) to an internal device (7133433758). Then check
the SIP trunk status by using LD 32, one trunk is BUSY

>1d 32

NPRO0O

.stat 100 0

091 UNIT(S) IDLE
001 UNIT(S) BUSY
000 UNIT(S) DSBL
000 UNIT(S) MBSY
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After the call is released, check all SIP trunk status changed to IDLE state.

.stat 100 0

092 UNIT(S) IDLE
000 UNIT(S) BUSY
000 UNIT(S) DSBL
000 UNIT(S) MBSY

7.3. Protocol Trace

Below is a wireshark trace of the same call scenario described in Section 7.2. Note that only
detail of the INVITE message is being shown here.

7! Broadcom NetXtreme Gigabit Ethernet Driver {Microsoft's Packet Scheduler) {not tcp po... [E[=]

Time

£.456
6,459
6,493
7.41E
7.564
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7.0
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10.854
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101083111

IYITE

'\, 100Trying |
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scsal fiscea)

BCE

i |
[50E0] | ToEa0En|
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EESLTR 24574
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! BYE =
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1 | o] 2] | i
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= Session Initiation Protocol
B Request-Line: INVITE sip:7133433758@10.10.98.111:5060; transport=UDP SIP/2.0
Method: INVITE
® Request-URI: sip:7133433758@10.10.98.111:5060; transport=UDP
[Resent Packet: False]
B Message Header
Via: SIP/2.0/UDP 20.20.64.220:5060;branch=zhG4bkaid14b00806121s3mlE0.1
B From: "Unawvailable"zsip:16139675205@20.20.64.220;user=phone;broadworks=BWWESTSIGIS-lecpgqgcalh9ba>;tag=244833123-13202597
SIP Display infe: "Unawvailable"
& SIP from address: sip:16139675205@20.20.64.220 ;user=phone;broadworks=BWWESTSIGIS-lecpqqcalh9ba
SIP tag: 244833123-1320259723119-
B To: "CS1K 8"<sip:7133433758@10.10.98.111;interopis=interopis-h3bnp3ispciis8s
SIP Display info: "Cslk 8"
@ SIP to address: sip:7133433758@10.10.98.111;interopis=interopis-h3ibnpidpc3isg
call-ID: Bw1B48431160211111827754577@20.20.51.199
B CSeq: B52381624 INVITE
Sequence Mumber: 852381624
Method: INVITE
B Contact: <sip:16139675205@20.20.64.220:5060;broadworks=BWWESTSIGIS-0617c69dvZ579; transport=udp>
# Contact-URT: sip:16139675205@20.20.64.220:5060;broadworks =BWWESTSIGIS-0b17cb9dv2579;transport=udp
Contact parameter: broadworks=BEwWWESTSIGIS-0677c69dv2579
Contact parameter: transport=udps
Allow: ACK,BYE,CANCEL,INFD, INVITE, DPTIONS, PRACK, REFER, NOTIFY
Accept: multipart/mixed,application/media_control+xml,application/sdp
Supported: timer
Min-sSe: 60
Max-Forwards: 47
Content-Type: application/sdp
Content-Length: 283
EMessage Body
E Session Description Protocol
Session Description Protocol Wersion (v): 0O
& Owner/Creator, Session Id (o): Broadworks 206875 1 In IP4 20.20.64.220
Session Name (s): -
@ Connection Information (c): IN IP4 20.20.64.220
® Time Description, actiwve time (t): 0 0
@ Media Description, name and address (m): audic 39040 RTP/AWP 18 0 8 101 ~|

8. Conclusion

All of the test cases have been executed. Despite the number of observations seen during testing
as noted in Section 2.2, the test result met the objectives outlined in Section 2.1. The PAETEC
Communications system is considered compliant with Avaya Communication Server 1000
Release 7.5 and Avaya Aura® Session Border Controller Release 6.0.
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9. Appendix

The ring-back-tone issue has been found on another PAETEC solution tested with One X Mobile
Lite application on iPhone. In order to make sure this issue has not been observed on our solution
testing, the below additional test cases were executed for this verification.

Call Scenario_01: Inbound call: PSTN1 ----call ----- CS1000 number (associated with a CS1000
desk phone paired with a 1xMobile LITE iPhone)

Result: PASSED

- Both CS1000 desk phone and iPhone (pop up on cell phone native function)
rang.

- PSTNI heard ring back tone. (Observed the 2nd leg, CS1000 sent out INVITE
without SDP, and PAETEC responded 180 Ringing without SDP. As the
result, PSTN1 could hear the ring back tone).

The speech path was good after iPhone answered the call.
Call Scenario 02 Outbound call: 1xMobile LITE application on iPhone ----- call--- - PSTN1
thru CS1000 DISA number

Result: PASSED.

- iPhone acted in two stage dialing:

+ Dialed DISA number and waited for dial tone.
+ Dialed the destination as PSTN1 number.
- 1Phone heard ring back tone.
- There was speech path after PSTN1 answered the call.

Call Scenario_03: PSTN 1 ----call ---> DISA CS1000 number --- call----> PSTN 2

Result: PASSED

1) PSTN 1 dialed CS1000 DISA number over SIP Trunk.

2) PSTN 1 entered access code then heard dial tone.

3) PSTN_1 entered PSTN_2 number to use DISA feature to out dialing to
PSTN_2 over SIP Trunk.

4) PSTN _1 received the ring back tone.

5) PSTN 1 talked to PSTN_2 with 2-way speech path after PSTN2
answered the call.

Call Scenario_04: Inbound call: PSTN1 ----call ----- CS1000 number (associated with a CS1000
desk phone paired with a Mobile X - cell phone number)

Result: PASSED

- Both CS1000 desk phone and cell phone rang.

- PSTNI heard ring back tone. (Observed the 2nd leg, CS1000 sent out INVITE
without SDP, and PAETEC responded 180 Ringing without SDP. As the
result, PSTNT1 could hear the ring back tone).

- The speech path was good after cell phone answered the call.
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10. Additional References

Product documentation for Avaya, including the following, is available at:
http://support.avaya.com/

[1] Network Routing Service Fundamentals, Avaya Communication Server 1000, Release 7.5,
Document Number NN43001-130, Revision 03.02, November 2010.

[2] IP Peer Networking Installation and Commissioning, Avaya Communication Server 1000,
Release 7.5, Document Number NN43001-313, Revision: 05.02, November 2010

[3] Communication Server 1000E Overview, Avaya Communication Server 1000, Release 7.5,
Document Number NN43041-110, Revision: 05.02, January 2011

[4] Communication Server 1000 Unified Communications Management Common Services
Fundamentals, Avaya Communication Server 1000, Release 7.5, Document Number NN43001-
116, Revision 05.08, January 2011

[5] Communication Server 1000 Dialing Plans Reference, Avaya Communication Server 1000,
Release 7.5, Document Number NN43001-283, Revision 05.02, November 2010

[6] Product Compatibility Reference, Avaya Communication Server 1000, Release 7.5,
Document Number NN43001-256, Revision 05.02, February 2011

[7] Installing and Configuring Avaya Aura® Session Border Controller System Administration
Guide, Release 6.0.3, Document Number 100147622, Aug 2011
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