AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Inisoft synTelate Enterprise Agent
with Avaya Proactive Outreach Manager — Issue 1.1

Abstract

These Application Notes describe the configuration steps required to integrate the Inisoft
synTelate Enterprise Agent with Avaya Proactive Outreach Manager. Inisoft synTelate
Enterprise Agent integrates with Avaya Proactive Outreach Manager using the Agent Desktop
API.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required to integrate Inisoft synTelate
Enterprise Agent with Avaya Proactive Outreach Manager.

Inisoft synTelate Enterprise Agent uses the Agent Desktop API of Avaya Proactive Outreach
Manager (POM) to integrate agent functionality and manage agents using agent desktops. Agents
log on via Inisoft synTelate Enterprise. Inisoft synTelate Enterprise Agent is a thick client
application that is installed on a Windows based agent desktop. The Inisoft synTelate Enterprise
solution consists of synTelate Designer, synTelate Supervisor, synTelate Enterprise, and a
generic Database server. synTelate Designer is a graphical tool used to define the call flow and
custom agent desktop screen. Configuration for Avaya POM is performed on synTelate
Enterprise. When Inisoft synTelate Enterprise Agent is launched, to connect to Avaya POM,
configuration is retrieved from synTelate Enterprise. During the compliance testing, Avaya POM
was configured as CCElite to allow communications with Avaya Aura® Communication
Manager and Avaya Aura® Application Enablement Services. Avaya POM was installed on
Avaya Aura® Experience Portal. Calls to and from Experience Portal were routed via a SIP
trunk to Avaya Aura® Session Manager.
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2. General Test Approach and Test Results

The feature tests were performed manually. General test approach was to ensure that the features
provided by Agent Desktop API were implanted on synTelate Enterprise Agent.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

Interoperability compliance testing included feature and serviceability testing. The feature
testing focused on the following functionality:

= Agents Login and Logout.

= Agent states: Ready, Not Ready and changing Aux Reason code.

= Nailing agents and new call notifications.

= Updating contact details.

= Callbacks.

» Adding and removing contacts from Do Not Call (DNC) lists.

= Call features such as: Hold/Unhold, send DTMF, Consult, Transfer and Conference

The serviceability testing focused on verifying the ability of the synTelate server to recover from
adverse conditions, such as power failures and network disconnects.

2.2. Test Results
All test cases were executed and verified.

2.3. Support

For technical support on the synTelate Enterprise Agent, contact Inisoft via phone, email, or
internet.

= Phone: +44 (0)800 668 1290
= Email: support@inisoft.co.uk
= Web: www.syntelate.com

KJA; Reviewed: Solution & Interoperability Test Lab Application Notes 30f35
SPOC 1/28/2016 ©2016 Avaya Inc. All Rights Reserved. synTelateSynPOM



3. Reference Configuration

Figure 1 illustrates the configuration used for testing. In this configuration, Experience Portal
interfaces with Session Manager via SIP. POM was installed as co-resident on Experience Portal.
Application Enablement Services interfaced with POM via a CTI link. The synTelate server
hosted the synTelate Enterprise solution. The synTelate clients were used as agent desktops.
synTelate server and clients were deployed as virtual appliances.
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Figure 1: Configuration of Avaya Proactive Outreach Manager with synTelate
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3.1. Equipment and Software Validated

The following equipment and software were used for the sample configuration:

Equipment

Software

Avaya Aura® Experience Portal

7.0.0.0.6605

Avaya Proactive Outreach Manager

03.00.01.00.150

Avaya Aura® Application Enablement
Services

6.3.3

Avaya Aura® System Manager

6.3.12.9.3022

Avaya Aura® Session Manager

6.3.12.0.631208

Avaya Aura® Communication Manager

R016x.03.0.124.0-21754

Inisoft synTelate Enterprise Agent running on

Windows 7 Enterprise 44

Inisoft synTelate Enterprise running on 4456

Windows Server 2008 R2 Server T
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4. Configure Avaya Aura® Communication Manager

This section provides the procedures for configuring Communication Manager via the System
Access Terminal (SAT).

4.1. Administer Hunt Groups

This section provides the Hunt Group configuration for the call center agents. This hunt group
will later be configured in POM.

Agents will log into Hunt Group 1 configured below. Provide a descriptive name and set the
Group Extension field to a valid extension. Enable the ACD, Queue, and Vector options. This
hunt group will be specified in the Agent LoginIDs configured in Section 4.2.

add hunt-group 1 Page 1 of 4
HUNT GROUP

Group Number: 1 ACD? y
Group Name: Skill 1 Queue®? y
Group Extension: 11001 Vector? y
Group Type: ucd-mia
TN: 1
COR: 1 MM Early Answer? n
Security Code: Local Agent Preference? n

ISDN/SIP Caller Display:

Queue Limit: unlimited
Calls Warning Threshold: Port:
Time Warning Threshold: Port:

On Page 2 of the Hunt Group form, enable the Skill option.

add hunt-group 1 Page 2 of 4
HUNT GROUP

Skill? y Expected Call Handling Time (sec): 180
AAS? n
Measured: none
Supervisor Extension:

Controlling Adjunct: none

Multiple Call Handling: none

Timed ACW Interval (sec): After Xfer or Held Call Drops? n
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4.2. Administer Agent IDs
This section provides the Agent Login IDs for the agents.

Add an Agent LoginID for each agent in the call center as shown below. In this configuration,
agent login IDs 2501 and 2502 were created for two agents.

add agent-loginID 2501 Page 1 of 2
AGENT LOGINID

Login ID: 2501 AAS? n
Name: IP Agent 1 AUDIX? n
TN: 1 LWC Reception: spe
COR: 1 LWC Log External Calls? n
Coverage Path: AUDIX Name for Messaging:

Security Code: 1234
LoginID for ISDN/SIP Display? n

Password: 123456

Password (enter again): 123456
Auto Answer: station

MIA Across Skills: system

ACW Agent Considered Idle: system

Aux Work Reason Code Type: system

Logout Reason Code Type: system

Maximum time agent in ACW before logout (sec): system

Forced Agent Logout Time: 8

WARNING: Agent must log in again before changes take effect

On Page 2 of the Agent LoginID form, set the skill number (SN) to hunt group 1, which is the
hunt group (skill) that the agents will log into.

add agent-loginID 2501 Page 2 of 2
AGENT LOGINID
Direct Agent Skill: Service Objective? n
Call Handling Preference: skill-level Local Call Preference? n
SN RL SL SN RL SL

1: 1 1 16:

2: 17:

3: 18:

4: 19:

5: 20:

GE

73

8:

OF

10:

11:

12:

13:

14:

15:

KJA; Reviewed: Solution & Interoperability Test Lab Application Notes 7 0f 35

SPOC 1/28/2016 ©2016 Avaya Inc. All Rights Reserved. synTelateSynPOM




4.3. Administer Stations
This section provides the extension that agents will log on.

Add a station for each extension in the call center as shown below. In this configuration, station
25001 and station 25002 were created.

add station 25001

Extension: 25001
Type: 9630
Port: S00217
Name: IP Station 1

STATION OPTIONS

Loss Group:

Speakerphone:

Display Language:
Survivable GK Node Name:
Survivable COR:
Survivable Trunk Dest?

Page
STATION

Lock Messages? n

Security Code: 123456
Coverage Path 1:
Coverage Path 2:
Hunt-to Station:

Time of Day Lock Table:

19 Personalized Ringing Pattern:

Message Lamp Ext:
2-way Mute Button Enabled?
english Button Modules:
internal Media Complex Ext:
y IP SoftPhone?

IP Video Softphone?
Short/Prefixed Registration Allowed:

Customizable Labels?

1 of
Te
1
25001
Y
0
Y
n
defau
Y

BCC:
TN:
COR:
COS:
sts? y

= o

1t

Note: Please note that the configuration of SIP trunk and routing between Communication
Manager and Session Manager was preconfigured and is not shown in this document.
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5. Configure Avaya Aura® Experience Portal and Avaya
Proactive Outreach Manager

This section covers the administration of Experience Portal. Configuration for POM is also
covered in the section as POM was co resident on Experience Portal

Experience Portal is configured via the Experience Portal Manager (EPM) web interface. To
access the web interface, enter http:/[IP-Address]/ as the URL in an internet browser, where 1P-
Address is the IP address of the EPM. Log in using the Administrator user role. The screen
shown below is displayed.

Note: Some of the screens in this section are shown after the Experience Portal had been
configured. Don’t forget to save the screen parameters as one configures Avaya Aura®

Experience Portal.

AVAYA

Welcome, admin
Last logged in today at 1:21:10 PM MDT

Avaya Aura® Experience Portal 7.0 (ExperiencePortal) f# Home 2, Help Q Logoff

Expand All | Collapse All

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones

¥ Security
Certificates
Licensing

Avaya Aura® Experience Portal Manager

Avaya Aura® Experience Portal Manager (EPM) is the consolidated web-based application for administering Experience
Portal. Through the EPM interface you can configure Experience Portal, check the status of an Experience Portal
component, and generate reports related to system operation.

Installed Components

Media Processing Platform

Media Processing Platform (MPP) is an Avaya media processing server. When an MPP receives a call from a PBX, it
invokes a VoiceXML (or CCXML) application on an application server. It then communicates with ASR and TTS servers as
necessary to process the call.

Email Service
Email Service is an Experience Portal feature which provides e-mail capabilities.

Proactive Outreach Manager

Avaya Proactive Outreach Manager (POM) provides a solution for unified, multichannel, inbound and outbound
architecture, with the capability to communicate through different channels of interaction, from Short Message Service
(SMS) to e-mail to the traditional voice and video.

Short Message Server
Short Message Server (SMS) is an Experience Portal feature which provides SMS capabilities.
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5.1. Configure a SIP VolP Connection

To configure an SIP connection, navigate to the VolP Connections page and then click on the
SIP tab (not shown) and select Add. On the Change SIP Connection page, configure as

follows:

Set Enable to Yes.

e Set Proxy Transportto TCP.
e For Proxy Server:

o Type in the Session Manager SIP interface IP address in Address.

o Type in the Session Manager SIP Port in Port.
Set Listener Port to 5060.

Type in a value for Maximum Simultaneous Calls, as needed.
Select All Calls can be either inbound or outbound.

Set SIP Domain to avaya.com, as configured in Session Manager.

Change SIP Connection

Us=e this page to change the configuration of a SIF connection.

Name: SM_10_62

Enable: ® ves ) No

Proxy Transport: | TCP w

® proxy Servers () DNS SRV Domain

|_____Address | port |priority| weight | |

10.64.10.62 5060 0 0 Remove

Additional Proxy Server

Listener Port: | 5060

SIP Domain: |avaya.com

P-fAzzerted-Identity:

Maximum Redirection Attermnpts: 0

Consultative Transfer: ®) INVITE with REPLACES () REFER

SIP Reject Response Code: ® asm(s03) ) sES (430) ) Custom 503
SIP Timers

T1: 250 milliseconds

T2: 2000 milliseconds

B and F: 4000 milliseconds

Call Capacity

Maximum Simultaneous Calls: 100

® Al Calls can be either inbound or outbound

O Configure number of inbound and outbound calls allowed

[‘sove | ooty | concer [ view
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5.2.  Verify Applications

Note that the applications needed for POM were configured during POM installation. To view
the list of application, navigate to System Configuration - Applications.

AVAYA

Expand All | Collapse All

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer

Avaya Aura® Experience Portal 7.0 (ExperiencePortal) # Home 2, Help @ Logoff

Welcome, admin
Last logged in today at 1:21:10 PM MDT

=: Home > =

[15)

Applications

This page displays the applications that are currently deployed on the Experience Portal system.

Log Viewer http://10.64.10.35:7080

Al Manaas AvavaPOMAgent POM:Application JAvayaPOMAgent/Start Outbound No ASR No TTS
& ivsf,'":,”";“-'e""“‘ http://10.64.10.35:7080

E:l: '::a:a"gefwer AvayaPOMAnnouncement Yes POM: Application /AvayaPOMAnnouncement Outbound No ASR No TTS

MPP Manager /Start

Software Upgrade M| . X http://10.64.10.35:7080 Inbound

e ks AvayaPOMEmail Yes Email /AvayaPOMEmail/Start Default No ASR No TTS
¥ System Configuration

Applications U avayapomnotifier Yes | POM:Apglication [LDH(I0B4DISTOR0 | o L Ne AR No TTS

EPM Servers /AvayaPOMNotifier/Start

MPP Servers

SNMP L avavapoumsms Yes  SMS 5‘@'/ / 150:‘645'105'3::':'380 Ir"bE°"'"d No ASR No TTS

Speech Servers

VoIP Connections http://10.64.10.35 . English(U|

Zones L pemo aso Yes  VoiceXML /mpp/misc/avptestapp 25700 ::?Szh(us‘\) en-Us
o Setllfl'itv Jintro.vxml Jennifer A

Certificates

3 x 3 . : .64.10.35:
ailer es :Nailer : : utbound No o

Licensing U e Ye POM:Nail hitps://10.64.10.35:7443 . o iind No ASR No TTS
¥ Reports /Nailer/ccxml/start.jsp

Standard O https://10.64.10.35:7443

Custom PomDriverApp Yes POM:Driver /PomDriverApp/cexml Outbound No ASR No TTS

Scheduled /start.jsp
¥ Multi-Media Configuration - /'/ T ——

Email ttp://10.64.10.

SMS O Sample POM Yes POM:Application /mpp/misc/avptestapp Outbound No ASR No TTS
¥ POM /intro.vxml

POM Home
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5.3. Configure POM

When POM is installed on Experience Portal, a sub menu is added to EPM. On the left pane,
select POM Home under POM. All configurations for POM are performed from this page,
POM Home.

AVAYA Welcome, adm

Last logged in today at 1:21:10 PM M[

Avaya Aura® Experience Portal 7.0 (ExperiencePortal)
Expand All | Collapsz All

Proactive Outreach POM Home Campaigns v Contacts v
YU M. t
R::s SEENEDS Manager 3.0 Configurations v
Users
Login Options

¥ Real-time Monitoring

Refresh
System Monitor Last poll:
Active Calls 3 2 N ) 8 3 x
Port Distribution Proactive Outreach Manager is an application for interactive outbound Voice, SMS and E-mail

v System Maintenance notifications. With Proactive Outreach Manager, you can easily design and deploy Campaigns that

Audit Log Viewer deliver the right information and service over the right media from the right resource at the right time.
Trace Viewer
Log Viewer Customize View: [ # JHelp: [ ? ]

Alarm Mansger

¥ System Management
Application Server
EPM Manager
MPP Manager
Software Upgrade
System Backup

¥ System Configuration
Applications
EPM Servers

MPP Servers
SNMP
Speech Servers

VoIP Connections

Zones Proactive Outreach
¥ Security

Certificates

Licensing

¥ Reports
Standard 1
Custom -

Scheduled
¥ Multi-Media Configuration
Email
SMS
¥ POM
POM Home
POM Monitorl

Manager

KJA; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 35
SPOC 1/28/2016 ©2016 Avaya Inc. All Rights Reserved. synTelateSynPOM



5.4. Add POM Server

From POM Home, hover over Configurations and select POM Servers; click Add to add a
POM server. On the Add POM Server page, type in a name in POM Server Name and type in
the POM IP Address in POM Server IP Address and select Continue. Note that since POM
was installed on the same server as Experience Portal, IP Address of Experience Portal was used.

AVAYA

Expand All | Collapse All

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager

Avaya Aura® Experience Portal 7.0 (ExperiencePortal)

Proactive Outreach
Manager 3.0

Add POM Server

Use this page to add a new POM server.

POM Server Name

POM Server IP Address

[ Continue | cancel | elp |

POM Home

Configurations v

Campaigns v

Welcome, admin
Last logged in today at 1:21:10 PM MDT

# Home 2. Help @ Logoff

Contacts v
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On the Edit POM Server page check the box for Trust this certificate and select Save.

AVAYA

[v User Management
Roles
Users
Login Options
v Real-time Monitoring
System Monitor
Active Calls
Port Distribution
[v System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
System Management
Application Server
EPM Manager
MPP Manager
Softvare Upgrade
System Backup
v System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones
[v Security
Certificates
Licensing
[ Reports
Standard
Custom
Scheduled

q

1

Email

SMS

v POM

POM Home
POM Monitor

Multi-Media Configuration

Welcome, admin
Last logged in today at 1:21:10 PM MDT

Avaya Aura® Experience Portal 7.0 (ExperiencePortal) f Home 2. Help Q Logoff
Expand All | Collapse All

POM Home Campaigns v Contacts ~

Proactive Outreach

Manager 3.0 Configurations v

Edit POM Server

Use this page to change the configuration of a POM Server.
POM Server Name POMLocal

Host Address: 10.64.10.35

POM Certificate

The following certificate was sent by POM for verification. The displayed certificate
should be identical to the certificate established during the installation of the target
POM. Acceptance of the certificate will allow the POM access to privileged services on
the EPM. If the certificate does not match, ensure that the host address has been
entered correctly.

Cwner: CN=aaeppocm, O=Avaya, OU=POM
Issuer: CN=aaeppom,O=Avaya, OU=POM
Serial Number: 38bl71b6€2598d8%b
Valid from: 01/08/2015 03:18:32 PM until: 01/05/2025 03:18:32 PM
Certificate fingerprints
MD5: ld:c6:fa:be:ef:£0:44:2e:a0:5b:31:2c:be:eB8:6f:ed
SHR: bd:70:5d:40:05:0c:84:7c:4e:7d:bc:a0:38:40:61:26:e5:45:62:£¢6

Trust this certificate

Categories and Trace Levels »

Save | Cancel | Help

5.5. Configure POM Server

Outbound settings will need to be configured for POM to place outbound calls. Navigate to
Configurations = POM Servers = Outbound Setting (not shown). On the Voice Servers
page, click on the name of VVoice Server; EPM, in this case.

Welcome, admin
Last logged in today at 1:21:10 PM MDT

AVAYA

Avaya Aura® Experience Portal 7.0 (ExperiencePortal) # Home 2. Help @ Logoff

Expand All | Collapse All

POM Home Campaigns v Contacts v

Proactive Outreach

[v User Management Manager 3.0

Roles
Users
Login Options

[* Real-time Monitoring
System Monitor
Active Calls
Port Distribution

This page displays the list of voice servers. Depending on your user role, you can add, modify and delete voice server for
[ System Maintenance
Audit Log Viewer

Trace Viewer nm A ACHEes

Log Viewer EPM aaeppom
Alarm Manager

Configurations v

Voice Servers
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On the Edit Voice Server page, type in values for User Name and Password, as configured for
Experience Portal. This username and password is obtained from the Outcall section of System
Configuration > EPM Server - EPM Settings.

A\/A A Welcome, admin
Last logged in today at 1:21:10 PM MDT

Avaya Aura® Experience Portal 7.0 (ExperiencePortal) #f Home 2, Help © Logoff

Expand All | Collapse All =
: ! 2 Proactive Outreach POM Home Campaigns v Contacts v

U M t

I R:Ieers ety Manager 3.0 Configurations v
Users
SHp T Edit Voice Server

 Real-time Monitoring
System Monitor
Active Calls This page allows you to modify Voice Server for outbound calling.
Port Distribution

r System Maintenance
Audit Log Viewer

Trace Viewer Name EPM

Log Viewer

Alarm Manager IP Address aaeppom
¥ System Management

Application Server User Name * admin

EPM Manager

MPP Manager Password *

Software Upgrade

System Backup
F System Configuration Save Cancel m

Applications

com ©
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5.6. Configure CTI

From POM Home, navigate to Configurations = CC Elite Configurations and select Add
CTI Detail under CTI Configuration (not shown). On the Add CT]I Detail page, configure as
follows:

e Typeinaname in CTI group name.

e Type in the Communication Manager IP Address in CM IP address.
e Type in the username and password in CM Login and CM Password.
e Typeinthe AES IP Address in AES IP address.

e From the CTI group role drop down menu, select Active.

AVAYA Welcome, admin

Last logged in today at 1:21:10 PM MDT

Avaya Aura® Experience Portal 7.0 (ExperiencePortal) # Home 2, Help @ Logoff
Expand All | Collapse All g
Proactive Outreach POM Home Campaigns v Contacts v
¥ U M el t
Rzlee's T Manager 3.0 Configurations
Users
mD S e Add CTI Detail

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server * CTI group name | TR18300
R Mansa=r * CM IP address |10.64.10.67
MPP Manager
Software Upgrade * CM login |pom
System Backup

¥ System Configuration

This page allows setting up CTI details.

—Add CTI Configuration

* CM password eeeessessse

Applications * AES IP address |10.64.10.21
CBM Severs CTI group role | Active v
MPP Servers

SNMP

Speech Servers

VolP Connections m Cancel m

Zones
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On the Configure CTI setup details, CMS setup details and POM Skills page, select Add
Skill (not shown). Type in the skill as configured in Section 4.1 for CC Elite Skill Number,
type in a name in POM Skill Name and select outbound from the Skill Type drop down menu.

AVA A Welcome, admin
Last logged in today at 1:21:10 PM MDT

Avaya Aura® Experience Portal 7.0 (ExperiencePortal)

Expand All | Collapse All 2
Proactive Outreach POM Home Campaigns v Contacts v
¥ U M. t
RZIeers AL EREVERY Manager 3.0 Configurations v
Users

Login Options Create POM Skills

¥ Real-time Monitoring
System Monitor
Active Calls This page allows creation of skills in POM database and associating it with CC Elite skill. For skill type "Outbound”, "CC E
Port Distribution
¥ System Maintenance
Audit Log Viewer

Trace Viewer
Log Viewer CC Elite Skill Number]| POM Skill Name Skill Type Parameter to Monito

Alarm Manager
¥ System Management

Annlirstinn Sarvar

1 Skill 1 Outbound v Select only for Inboun|
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5.7. Configure Contacts

From POM Home, navigate to Contacts - Contact Lists and select Add. Type in a name in
Name and brief Description and select Save.

Add New Contact List

This page allows vou to add new Contact List.

Mame SampleContact

Conta n:tsl

Crescription

On the next page, select Upload Contacts now (not shown). Select Browse, and browse to the
location of .csv for the contacts and select Upload.

Upload Contacts £

File to upload: Browse_ | Mo file selected.

—Advanced Options

Empty Contact List before import

Automatically update time zone for phone numbers

Check phone numbers for reject patterns

Check phone numbers for phone formats rule

O O 0O O O

Check phone numbers/E-Mails for DNC

0On duplicate record found Update existing ]

[ upiood M concel Jf vilo
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5.8. Configure Campaign

5.8.1. Configure Campaign Strategy

From POM Home, navigate to Campaigns - Campaign Strategy and select Add. Type in a
name in Name field and select Continue.

Name Sample
Use template r

Template Select

Campaign Strategy Editor will open as a pop up. Configure a strategy as needed. Below is an
example of the strategy configured during compliance testing.

<?xml version="1.0" encoding="UTF-8"7?>
<tns:AvayaPIMContactStrategy
xsi:schemalocation="http://www.avaya.com/ContactStrategy ContactStrategy.xsd
" xmlns:tns="http://www.avaya.com/ContactStrategy"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance">
<Handler foundError="false" state="initial">
<action CallPacingType="Progressive" DriverApp="PomDriverApp"
EnhancedCCA="ON" HoldApp="AvayaPOMAnnouncement" NailerApp="Nailer"
NuisancelApp="AvayaPOMAnnouncement" OnMediaServerFailure="retry" acwTlTime="10"
allocationType="0" defaultCompCode="CompletionCodel" foundError="false"
guardTime="Disable" maxAgents="3" minAgents="1" numOfACWExtns="0"
outboundSkill="1" outboundSkillName="1" overDialRatio="10" priority="5"
type="call">
<address foundError="false" isBranch="false" weekDaysOnly="false">
<ContactAttribute>phoneNumberl</ContactAttribute>
</address>
<resultprocessors customProcessor="None" foundError="false"
nextState="done">
<result foundError="false" nextState="wait" value="Answer Human">
<Agent agentScript="1" agentScriptName="Googl"
campaignCallBack="Enable" canCancelCallback="Enable" foundError="false"
generalCallBack="Enable" prefAgentCallback="Enable"/>
</result>
</resultprocessors>
</action>
</Handler>
</tns:AvayaPIMContactStrategy>
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5.8.2. Configure Campaign Manager

From POM Home, navigate to Campaigns - Campaign Manager and select Add. Type in a
name in Name field and select Continue.

Add a Campaign x

Create Campaign

You can start creating a Campaign either by using already
created Campaign as template or create new altogether

MName

® New Campaign

() Copy existing Campaign

[ Continue [} Concel [ el |
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On the Define Campaign page, select the strategy added in Section 5.8.1. Select the contact list
from Section 4.7 and select Finish.

AVAYA

Welcome, admin

Last logged in today st 3:21:10 BM MDY

Aviaya Aura® Experience Portal 7.0 (ExperiencePortal)

®xpand Al | Callagse Al

Proactive Outreach Manager 3.0 POM Horme C - [« Configurations ~
* User Management
Roles
Use-s
Login Options Define Campaign
¥ Raal time Momitoring
System Monitor Give & name 1o Campaign, define €5 type, select the Campaign Strategy and one or more Contact List
Actvw Calla 1o ba used with tha Campagn, Click on the “Firesh® button 1o complete tha Campagn creation process
Port Distribution To change optanal parameters, click the “Naxt™ button,
¥ Systam Mastenance
AUt Log Viewer Name and Description
Trace Viewsr
Log Viawar
Alnrm Manages Sample
- System Hanagement
Apphcation Derver
EON Manager
MEP Mansger
Seftware Upgrade
Bystam Backup
* System Comfiguration
Appdcations
EOM Sarvers
MPP Fervers
Shmp
Fpeech Servers z
e Campaign Strategy
Tones
* Security Select 8 Campeign Strategy from the follownyg list to be used in the Campeign. Click on the icons to
Certificates create & new Campaign Strategy, view catads of & selected Strategy or refresh the current list,
- M‘ Telet v| |y 9 B
Standecd
Custam
Schaduled Cami n e
- Mult-Media Contiguration pa‘g typ
Email
SMS ® Finite Infinite
* pOoM
FOM Home Do not asscoate any Contact List at stan
POM Maoretar
Contact List
From the folioning lst select one o more Contact Lists to be used with this Campaign. Cick on the
Cord next 1o the let to create & new Contact List or refresh tha currant bet
SampleContacts Default}
D o
=3
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5.9. Start POM Server

Once POM server is added, start it by navigating to Configurations > POM Servers 2 POM
Manager. On the POM Manager page, check the box for the POM server and select Start.

AVAYA

¥ User Management
Roles
Users
Login Options

¥ Real-time Monitoring
System Monitor
Active Calls
Port Distribution

¥ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager

¥ System Management
Application Server
EPM Manager
MPP Manager

Avaya Aura® Experience Portal 7.0 (ExperiencePortal)
Expand All | Collapse All

Welcome, admin
Last logged in today at 1:21:10 PM MDT

# Home ?. Help 0 Logoff

Proactive Outreach POM Home Campaigns v Contacts v
Manager 3.0 Configurats -
POM Manager I d

Use this page to manage the POM servers connected to this EPM.
Last poll: 06/05/201]

POM Server Host Campaign Manager Campaign Director Agent Manager ActiveMQ
Name Address Status Status Status Status

[v] poMLocal 10.64.10.35 STOPPED STOPPED STOPPED MASTER

[ Siore PSR vieo
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6. Configure Avaya Aura® Session Manager

Configuration for Session manager is performed via System Manager. From a web browser type
in https://[IP-Address]/SMGR where IP-Address is the IP Address of System Manager. Log in
using appropriate credentials.

Please note that configuration of each item is not shown in detail. In the following sections,
screen captures of the configured items during compliance testing are shown. For details steps on
configuration of each item, refer to Document [3].

AVAYA

Aura” System Manager 6.3 DEVCONNECT

Recommended access to System Manager is via
FQDN.

2 3 User ID:
Go to central login for Single Sign-On ° ’
If IP address access is your only option, then note Password:
that authentication will fail in the following cases:
® First time login with "admin" account Log On Cancel

® Expired/Reset passwords
Change Password
Use the "Change Password" hyperlink on this page
to change the password manually, and then login.

Also note that s;ngle sSiguon between servers in ) Supported Browsers: Internet Explorer 8.x, 9.x or 10.x or Firefox 26.0,
the same security domain is not supported when 27.0 and 28.0.

accessing via IP address.

This system is restricted solely to authorized users
of Avaya DevConnect

6.1. Configure Domain

Once logged in, select Routing (not shown). On the left pane select Domains. Click New to add
a new domain. For compliance testing, domain of avaya.com was added.

" »
« Homm [/ Flemests [/ Rasting / Donusins o
Help 2
Domain Management
Men[ &d $ I Maore Actions *
31 tem Fiter: Enabse
Namw Type Notws
AVaya.com e
Selact : Al hone
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6.2. Configure Locations

From the left pane, select Locations. To add a new location, select New. For compliance testing,
location of Test Room 1 was added.

AVAYA

DrvConnecr

« Home / Flements [ Routing / Lecations o
Help ?
Location

Naw[ et ot uphucate Mare Actons *

SIP Etities ]
B — | A new entry will be opened i the detail editor

Entity Links 1 Rewr = E Fiter: Enabije

[ T Corrmlatmn Notes

Test Room ] [

Selact ; Al None

6.3. Configure SIP Entities
From the left pane, select SIP Entities. To add a new SIP Entity, select New. For compliance
testing, three SIP Entities were added as shown below.

e aaep-mpp: Experience Portal SIP Entity.

e asm-trl-: Session Manager SIP Entity.

e cm-trl: Communication Manager SIP Entity.

AVAYA
DryCommtcT
« Vame | Elaments [ Houting / STP Entities o
Helo ?
SIP Entitine
Locations
4’7{:‘9!:933? New | 2dit | Dedets Puplcats Mare Acbons *
SIF Lotities [‘5 § — . :
Entity Links = u.' A new eatry wil be opened in the detail editor. | et
Tima Ranges T Mame FQON or 1P Address Type Motes i
|  338Q-mpp 10.64.20.3% S1F Trunk
asm-tr 10.6a4.10.52 Session Manager
[0 omtrd 10.64.10.67 =
Select : All, None
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6.4. Configure Entity Links

For each SIP Entity, with the exception of Session Manager, an entity link needs to be added. On
the left pane, select Entity Links. To add a new entity link, select New. For compliance testing
two entity links, one for Communication Manager and another for Experience Portal, were
added.

« Home [ Hlemants [ Rauting / Entity Lk [+]
Help ?
Entity Links
New| £dif  Dulate picate  More Actions =

SIP Entities b
Entity Links 2 ltl..‘} w_‘""’ﬂ" fi‘_' be ’f_“fd_f.‘i' ﬂ‘.’f.".?d A Filtar: Snabie
Time Ranges Name 510 Entity 1 Protocol Port | SIP Entity 2 o::’w Port r"'::;::" ":.‘_';'::" Notes

FEmAr] 3aep i _ _ . - . ]
Olal Patterns ! mop 5060 1CP G TORY  BOEh ey O: %60 .tuaed

5 - {

Regulur ] %‘-{"-,yt—:%‘li—mﬁ-: asm-tri Tcp 3050 cm-tra o 3060  trusted d
Expressions Select 1 All, Nopne
Defauits

6.5. Configure Time Ranges

On the left pane, select Time Ranges. To add a new time range, select New. For compliance
testing, time range of 24/7 was added.

AVAYA
o ] "
o« Home [ Elasants / Routing / Tinse ilanges o
Halp ?
Time Ranges
[{en Ece Delets Cuchcote More Actions ~
1 :\“’n'n"v Tge Ro?qe will be added and c'ocﬂedm fihers Erabin
| Mams Mo Tu We ™ Fr 54 Su Start Tome Exd Time Mules |
0 247 & & = = 2 2 2 60100 33:39 Time Range 34/7
Select : Al hons
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6.6. Configure Routing Policies

On the left pane, select Routing Policies. To add a new routing policy, select New. For
compliance testing, two routing policies were added, one for Communication Manager and
another for Experience Portal.

o« Hoie [ Blements [ Ravting [/ Routing Pelcies (-]
Routing Policies

Adaptations nrw Edf Deset Dusicats Maore Actons ~
SIP Entilies X
—_— A new eriry will be opened o the detad editor, |
Entity Links 2 e Fiter: Enabie
Time Ranges | Narme O abbedd Retrmes Destination Notes

Routing Policies 1  azen-mo =] o

(m] )

R MPR

am-trl ometrd

Select 1 All, None

6.7. Configure Dial Patterns

On the left pane, select Dial Patterns. To add a new dial pattern, select New. For compliance
testing three dial patterns were added:

e 250: All calls starting with pattern 250 with either 4 or 5 digits were routed to
Communication Manager. For compliance test, Experience Portal routed calls to
extensions 250xx, which were routed to Communication Manager.

e 257: All calls starting with pattern 257 and 5 digits long were routed to Experience
Portal.

e 9: All calls starting with 9 and either 11 or 12 digits long were routed to Communication
Manager. This was used for routing calls out to PSTN via Communication Manager.

AVAYA

DOYCommECT

ﬂ-r j wlate ol Maore Actione *

A new entry wil be apened n the detil editor
b — —

31 filter: Enabie
Pattarn " Mus tmurgeocy Call Livergency lype Emurgency Vrorty SIP Doemnain totws
A ak 230 - s =} AL

S 247 503 9 ALL

Heguler 3 = ‘2 =) -ALL

Expressions
Salect 1 All, Mane

Defaults
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7. Configure Inisoft synTelate

Configuration for POM is performed on synTelate Enterprise server. Log onto the synTelate
Enterprise server using appropriate credentials. All the configuration mentioned in this section is
performed on synTelate Enterprise server.

7.1. Configure synTelate Supervisor

From the Start menu, navigate to All Programs - synTelate Enterprise - synTelate
Supervisor. Select CTI Config, and click Add.

A synTelate Supervisor H=]
e = q
= M Gt
) @ =
N _
CTI Config License sage Lookup Data Mews Conkent
Editar Wizard

Type in a name in Name and select AVAYA POM from the Telephone Server drop down
menu. Click Addition Configuration.

EN Edit CTI Link Details

I ame I0: B
IF'EIM - Serverd

T elephory Server

| aavivs POM |
Euternal Prefis Estenzion Length
[~ Awto Login I'IEIEIEI I'IEI
Ring Delay

¥ Enabled for undefined Agents

Additional Configuration |

Fazz Through CTI Link
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On the Avaya POM Configuration window, select Add. Type in the IP Address of Experience
Portal and Port for the POM Agent Desktop interface. Note that 9970 is the default port. Click

28 of 35

OK when done.
Zone:
IDeFault
Locale:
Ien-LIS
i x
Tirmezomne: Edilflkem - |
IGMT IP &ddress
10,64, 10,35
PCM Servers
Part —
IF Address o Add
10.64,10,55 F970
Edit
(04 Zancel
Delete
(o) 4 Cancel
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1.2

Configure General Settings

From the Start menu, navigate to All Programs = synTelate Enterprise = synTelate
Utilities > General Table Editor. From the General Settings window, locate

POMAPIWebService and configure it as http://[IP-Address]/axis2/services, where IP-Address
is the IP Address of Experience Portal. Apply the changes when done.

&‘Eeneral Settings

M arne
POSDATESERPARATOR
PDSE soludedFields
FD5SkMakeCall
PDSMotReadvReazons
FOSTIMEFORMAT
FPDSTIMESEPARATOR

| nfarmatiar =

!
ORIGIMALIOEMAME MAME AGEMT.DTE. TME.CODE TME_STAMP.D
MO

Y

HH:MM:55

FPOMAFMWebService

POMOATEFORMAT

POMDATESERPARATOR

FOMDECIMALSERPARATOR )

POkMDefaultl nbndd R R ]

POkMHidetgent M

FPOMIREndwindowTitle

PORMLogCanfigFile APamloaCanfig.=ml

POMRezponzeTimeout a0

POMTIMEFORKMAT HH:MM:55 —
FOMTIMESERARATOR

Retry Timescale 00:30

ScriptB azedRecalls M .
Choual a2l Tiraar !

—Description

The URL for acceszing the POM AP 'Web Service
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7.3. Configure Campaign

From the Start menu, navigate to All Programs = synTelate Enterprise = synTelate

Designer.
o6 & g5 R a )= Welcome - synTelate -= X
L
- Harie Flugins Runtime @
o :l - X Delete Conkral Alignment
@?{B = 9 Undo Control Sizing
Mew  Open  Sawe Save Delete  Run Stop Campile Cuk Copy  Paste Carmnpaign
hs For Web *| Zoom Properties Harme
Campaign Clipboard Toolbars
Agent—| Designer—|Admin
campaigns
& & &8 ‘ Mews
InboundCarnpai... InboundCarmpai... Mew 2 POMCampaignl
Select Designer, and from the top pane navigate to New = Wizard = POM Wizard. Finish
the configuration by following the steps in document [6]
PRPART SRR W Welcome - synTelate - =X
@.. B B
e Harme Plugins Runkire @
: [ 5 o : ¥ Delets Contral Alignment
\—LI Lj LL‘] t_j B . ﬂ @‘?{{@ I—-l] @ -"lendn Cantrol Sizing
| ey |Open Save  Save Delete Fun Skop Compile Cuk Copy  Paste F Zampaign
- v b For ‘Web Zonrm Properties Horme
AAAD Wizard Clipboard Toolbars

Campaign Wizard
Dialler Wizard

POM \Wizard

‘ Starts: 10/=rresrronaseropor;
| Design |'|| QfLive

|
|‘]| Wizard used ko setup a campaign Far Avawa PO, |

InboundCampaign2
Starts: 10/31/2014 Ends: 10/31/2015

| Design |'|| quive |v|

New 2

( Starts: 12{12/2014 Ends: 12/12(2014

Design |'|| chive |v|

POMCampaignl
Starts: 12/3/2014 Ends: 12/3/2015
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7.4. Configure Agents

Configure the agents that will be used for Agent Desktops. Continuing from previous section,
select Admin - Agents from the main window. Select New to add a new agent. Under the

Agent tab, type in a name for the agent.

Note: The name for the agent must match the windows login created for the Agent Desktop.
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AN Agents - synTelate w
2
b Home: Plugins Runitirne @ - = x
Control Alignment ||| ] Mew
[} Copy <) Unda Conkrol Sizing 5] 5ave
Mew  Open  Sawe Delete  Run Stop  Compile =
For web || W= Paste % Zoom Hame Delete
Campaign Toolbars Agent
El- Agents Agent Il:ampaignsl CTI I
- Inizaft
ot Hame
- inisolt2 Jinisoft
Description
Mabes
Toolbar
|Default synT elate Toolbar
b ey @ |
IDeI‘auIt synT elate Menu
Email Address
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Under the CTI tab, from the Available CTI Modules, select the CTI config created for POM in
Section 7.1, and select Allocate. Click Save when done (not shown).

Hg‘.‘;'. S Ror B )3 Agents - synTelate - =X
)
Home Flugins Funtime @ - = x
ghut ¢ Delete Control Alignment || | ] New
[} Copy <) Unda Control Sizing 5] save
Mew  Open Sawe  Save  Delete Run Sko Caompile = Campaign
. fis : For ‘\.IEB'J L;~|Easte * Zoom Propgrtﬁes Home Delste
Campaign Clipboard Toolbars Agent
E- Agents “Agent | Campaigns CTI |
- Inizoft
- inisaft] CTI Enabled v
e rigoftd

Aggzigned CTI Modules

LTI Configurations

Awailable CTI Modules plocete & | Dealiocate |4

TSAF
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8. Verification Steps
From an Agent Desktop, launch the Enterprise Agent application via Start - synTelate
Enterprise = Enterprise Agent. On the Avaya POM Login screen:

e Type in the Agent Extension from Section 4.3.

e Type in the Agent ID from Section 4.2.

e Type in the Password for the assigned password in Section 4.2.

Agent Extension:
25001

Agent ID:
2501

Passward;

******l

Login l | Cancel

If the agent is able to log in successfully, Ready and Not Ready buttons are displayed. Select
Ready on the top left corner. Agent is now ready to accept calls.

5 LV v synTelate _ —
Y/

Home

& Ready

(o Mot Ready
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9. Conclusion

These Application Notes describe the configuration steps required to integrate the synTelate
Enterprise Agent with Avaya Proactive Outreach Manager. All feature and serviceability test
cases were completed successfully.

10. Additional References

This section references the product documentation that is relevant to these Application Notes.
Documentation for Avaya products may be obtained via http://support.avaya.com
[1] Implementing Proactive Outreach Manager, Release 3.0.1, March 2014
[2] Administering Avaya Aura® Communication Manager, Release 6.3, Document 03-
3005009, Issue 10, June 2015
[3] Administering Avaya Aura® Session Manager, Release 6.3, Issue 7, September 2014
[4] Administering Avaya Aura® Experience Portal, Release 7.0.1, April 2015
[5] Avaya Aura® Application Enablement Services Administration and Maintenance Guide,
Release 6.3, Document 02-300357, June 2014

Documentation related to synTelate may directly be obtained from inisoft.
[6] synTelate POM — User Notes v13-3
[7] synTelate v4 User Document, 2014
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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