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Abstract

These Application Notes descrithe steps to configure Session Initiation Protocol (3
Trunking betweerStorm SIP Trunk Service and an Avaya SIP enali@derprisesolution.
The Avaya solution consists of Avaya AfirSession ManagerAvaya Session Borde
Controllerfor Enterpriseand AvayaCommunication Server 1080

Cable & Wirelesss a member of the DevConneglP Service Provider progranmformation
in these Application Notes has been obtained through DevCobrpenpliance testing ary
additional technical discussions. Testing was conducted via the DevConnect Prograr
Avaya Solution and Interoperability Test Lab.
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1. Introduction

TheseApplication Notes describe the steps to configure Session Initlatmocol (SIP)

trunking betweerCable & WirelessStormSIP Trunk Servicand an Avay&IP enabled
enterprisesolution. The Avaya solution consists of Avaya AliBession ManageAvaya
Communication Server 108JCS1000E)xonnected t&tormSIP Trunk Sende via an Avaya
Session Border Controlléor Enterprise (AayaSBCE).Customers using this Avaya SIP
enablecEnterpriseSolution with StormSIP Trunk Service are able to place and receive PSTN
calls viaSIP protocol ovea dedicatedinternet connectiorlhis converged network solution is

an alternative to traditional PSTN trunks. This approach normally results in lower cost for the
enterprise.

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprisergitarugivaya SIP
telephony solution consisting 8ession ManageAvayaSBCEandCS1000EThe enterprise
site was configured to use tB#&P Trunk toStormSIP Trunk ServiceThis configuration (shown
in Figure 1) was used to exercise the features and fomality listed inSection2.1.

DevConnect Compliance Testing is conducted jointhAlglya and DevConnect membefse
jointly-defined test plan focuses on exercising APIs and/or standas#sl interfaces pertinent

to the interoperability of the testpdoducts and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completmess of a DevConnect memberdés solution

2.1. Interoperability Compliance Testing

The interoperability test included the following:
e Incoming PSTN dis were made to Unistim, SIP, Digital aAshalog telephones at the
enterprise
e Incoming calls to the enterprisdesirom the PSTN routed to the DDI numbers assigned
by Storm
e Outgoing calls from the enterprise to the PSTN weaeaerfrom Unistim, SIP, Digital
andAnalogtelephones
e Outgoing calls from the enterprise site completedSt@amto PSTN destinations
e Calls usng the G.711Acodecsupported bystorm
DTMF transmission using RFC 2833 with successful Voice Mail/Vector navigation for
inbound and outbound calls
User features such as hold and resume, transfer, conference, call forwarding, etc
Caller ID Presentation dnCaller ID Restriction
Call coverage and call forwarding for endpoints at the enterprise site
Mobile-X call features
Off-net call forwarding and mobility (extension to mobile)

CMN; Reviewed: Solution & Interoperability Test Lab Application Note 20f 73
SPOC12/6/2012 ©2012 Avaya Inc. All Rights Reserved. STORM_CS1KSMSBC



2.2. Test Results

Interoperability testing of the sample configuration was comgleith successful results for the
StormSIP Trunkwith the following observations:

e As Storm do not support SIP UPDATE, the CS1000E default configuration will not allow
a blind transfer to be executed if the parties involved do not support the SIP UPDATE
method. With the installation of plugin 501 on the CS1000E, the blind transfer will be
allowed and the call will be completed. The limitation of this plugin is that no ringback is
provided to the originator of the call for the duration that the destinagtas gnging. In
addition to plugin 501, it is required tHédtT RK S U v e r svtrlo-n504716 1 0 0 0
15. i 38 6 orbighérbeusdd on all SSG signaling servers to ensure proper
operation of the blind transfer feature. The use of plugin 501 doesstottthe use of
the SIP UPDATE method of blind transfer to other parties that do happen to support the
UPATE method, but rather extend support to those parties that do not

e 181 handling with SDP needs to be enabled on the Avaya SBCE as Storm SIP trunk
savice use this status code to indicate that the call is being forwarded to a different set of
destinations. SeBection7.2.1andSection7.2.2for this configuration

e Storm had Symmetritatching configured on their ACMPacket SBC resulting in one
way ringback and no speech path during CallForwardN@t testing Stormdisabled
Symmetric latching on their AcrAieacket SBC and the CallForward d¢ét test case
passed successfully

e T.38 faxtransmissions not supported

e All unwanted MIME was stripped on outlmad calls using the Adaptation Module in
Session Manager

¢ No inbound toll free numbers were tested as none were available from the Service
Provider

e No Emergency Services numbers tested as test calls to these numbers should be pre
arranged with the Operator

2.3. Support

Cable&Wireless Worldwide

Service Management Centre (Dublin)
Unit B, Willsborough Ind. Est.
Clonshaugh

Dublin 17

Ireland

Tel: 0035314040321
Service.ireland@cw.com
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3. Reference Configuration

Figure 1illustrates the test configuration. The test configuration shows an enterprise site
connected tohe Storm SIP Trunks Servickocated at the enterprise site 8ession Manager,
Avaya SBCE and CS1000E. Endpoints are Avaya 1140 series IP telephones, Avayarie200
(not shown irFigure 1) IP telephons (with Unistim and SIP firmware), Avaya IP Softphones
(SMC3456, 2050 and Avaya oix® Communicator), Avaya Digital telephon&nalog
telephone and fax machine. For security purposes, any public IP addressé&blaoo&&ble
phone numbers used in the compliance test are patsim these Application Notes.
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Figure 1: Test SetupStorm SIP Trunk Service to Avaya Enterprise
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4. Equipment and Software Validated
The following equipment and software were used for thepgaconfiguration provided:

Equipment/Software Release/Version

Avaya Aura® Session Manager running on| R62 Build: 6.2.2.0.622005
Avaya S8800 server
Avaya Aura® System Manager running on | R62 Load: 62.0.0.15669 Service Pagk
Avaya S8800 server
AvayaCommunication Server 1000E runnir R7.5, Version 7.50.17

on CP+PM server as gesident Service Update: 7.506Jull2
configuration Deplist: X21 07.500
Avaya Session Border Controller for Build: 4.0.5.Q@

Enterprise on Dell R210 V2 server
Avaya Communicon Server 1000E Media | CSP Version: MGCC CD
Gateway MSP Version: MGCM ABO1
APP Version: MGCA BAO7
FPGA Version: MGCF AA18
BOOT Version: MGCB BAS5
DSP1 Version: DSP1 ABD
Avaya 1140e and 1230 Unistim Telephone{ FW: 0625C8A

Avaya 1140e and 1230 SIP Tel®nes FW: 04.01.13.00.bin
Avaya SMC 3456 Version 2.6 build 8715
Avaya oneX® Communicator Versioncs6.1.0.10
Avaya Analog Telephone N/A

Avaya M3904 Digital Telephone N/A

Cable & WirelessStormSIP Trunk Service

DNX-400 RTPerformer Version 6

5. Configure Avaya Communication Server 1000E

This section describes the steps required to confl@8M00Eor SIP Trunking and also the
necessary configuration for terminals (analog, SIP and IP phones). SIP trunks are established
betweenCS1000Eand Session Mager. These SIP trunks carry SIP Signaling associated with
StormSIP Trunk Service. For incoming calls, the Session Manager receives SIP messages from
the AvayaSBCE; through whiclstorns SIP Service directs incoming SIP message33&@000E
(seeFigure 1). Once a SIP message arrive€&1000E further incoming call treatment, such as
incoming digit translations and class of service restrictions may be performed. All outgoing calls
to the PSTN are processed witld$1000Eand may be first subject to outbalfeatures such as
route selection, digit manipulation and class of service restrictions. CBib@00Eselects a SIP

trunk, the SIP signaling is routed to thession Manager. The Session Manager directs the
outbound SIP messages to theeaSBCE and ona Storns network. Specific€S1000E
configuration was performed using Element Manager and the system terminal interface. The
general installation of the S1000E System Manager and Session Manager is presumed to have
been previously completed and is notdssed here.
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5.1. Log in to the Avaya Communication Server 1000E

Configuration on the CS1000E will be performed by using both SSH Putty session and Avaya
Unified Communication®anagement GUI.

Login usingSSH to the ELANP address of th€all Serveusingauser with correct privileges.
Once logged in typesconsolethis will take the user intthevxworks shell of the call server

Next typelogin, the user will then be asked to login with correct credentials. Once logged in the
user can then progress todicany overlay.

Log in using the web based Avayaified Communication8lanagement GUI. The Avaya
Unified Communications Management GUI may be laundhedccessing the browsbased
GUI of System Manager, using the URttps://<ip-address33MGR,where <ipaddress> is the
IP address obystem Managet.og in with the appropriate credentials astidk onLog On (not
shown) Navigate toServices> UCM Servicesas per thescreenshot below

Administrators B5800 Branch Gateway Backup and Restore
Manage Administrative Users Manage BS800 Branch Gateway 6.2 elements Backup and restore System Manager database
Directory Synchronization Communication Manager Bulk Import and Export
Synchronize users with the enterprise directory Manage Communication Manager 5.2 and higher Manage Bulk Import and Export of Users, User
Groups & Roles elements Global Settings, Roles, Elements and others
Manage groups, roles and assign roles to users Conferencing Configurations
UCM Roles Manage Conferencing Multimedia Server objects Manage system wide configurations
Manage UCM Roles, assign roles to users Inventory Events
User Management Manage, discover, and navigate to elements, Manage alarms,view and harvest logs
Manage users, shared user resources and u|_>date element software Licenses
provision users Meeting Exchange View and configure licenses
Manage Meeting Exchange and Avaya Aura A
Conferencing 6.0 elements Replication . .
X Track data replication nodes, repair replication
Messaging nodes
Manage Avaya Aura Messaging, Communication Scheduler
Manager ! , and Modular | Schedule, track, cancel, update and delete jobs
— Sty
I Manage Security Certificates
Routing

Network Routing Policy

Session Manager
Session Manager Element Manager

Templates

Manage Templates for Communication Manager,
Messaging System and BS800 Branch Gateway
elements

SIP AS 8.1 UCM Services
SIP AS 8.1 Manage UCM applications and navigation such as
CS51000 deployment, patching, ISSS and SNMP
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The Avaya Unified Communications Management Elements page willdaefaisconfiguration.
Click on the Element Name correspondin@®100 in the Element Type columin the
abridged screen below, the user would click on the Element [E&nen cslkvi3.

Host Name: Software Version: 02.20_SMGR-SNAPSHOT(4554)  User Name admin

Elements

New elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to launch its management service. You can optionally filter the list by entering a
search term.

|
(] =T mae

[ ElementName Element Type 4 Release Address Description

+[] smarvi3.avava.com (primarv) Base 0S 75 10.10.3.52 Base 0S
element.

C81000 75 192.168.1.5 New
element.
2[] cs1kvi3.avava.com (member Linux Base 75 10.10.3.5 Base 0S
element.

4[] 192.168.1.3 Media Gateway Controller 75 192.168.1.3 New
element.

5[] NRSM on cstkvi3 Network Routing Service 75 192.168.1.5 New
element.
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5.2. Confirm System Features

The keycode installed on the Call Sergentrols the maximum values for these attributes. If a
required feature is not enabled or there is insufficient capacity, contact an authorizedalesya
representative to add additional capacity. Usex8&000Esystem terminal and manually load
overlay22 to print the System Limits (the required commarlLi¥), and verify that the

number ofSIP Access Portseported by the system is sufficient for the combination of trunks to

Storns network, and any other SIP trunks needed. See the following scre@rshdypical
System Limits printout. The value 81P ACCESS PORTSdefines the maximum number of
SIP trunks for th&€€S1000E

System type is - Communication Server 1000E/CPPM Linux
CPPM- Pentium M 1.4 GHz

IPMGs Registered: 1
IPMGs Unregis tered: 0
IPMGs Configured/unregistered: 0

TRADITIONAL TELEPHONES 32767 LEFT 32766 USED 1

DECT USERS 32767 LEFT 32767 USED O
IP USERS 32767 LEFT 32744 USED 23
BASIC IP USERS 32767 LEFT 32766 USED 1

TEMPORARY IP USERS 32767 LEFT 32767 USED O
DECT VISITOR USER 10000 LEFT 10000 USED O

ACD AGENTS 32767 LEFT 32752 USED 15

MOBILE EXTENSIONS 32767 LEFT 32767 USED O
TELEPHONY SERVICES 32767 LEFT 32767 USED O
CONVERGED MOBILE USERS 32767 LEFT 32767 USED O
NORTEL SIP LINES 32767 LEFT 32765 USED 2

THIRD PARTY SIP LINES 32767 LEFT 32761 USED 6

SIP CONVERGED DESKTOPS 32767 LEFT 32767 USED O
SIP CTI TR87 32767 LEFT 32767 USED O

SIP ACCESS PORTS 2000 LEFT 1970 USED 30

Loadoverlay 21, andconfirm the customer is setup to US®N trunks(see below)

REQ: prt

TYPE: net

TYPE NET_DATA
CUST 0

TYPE NET_DATA

CUST 00

OPT RTD

AC1 INTL NPA SPN NXX LOC
AC2

FNP YES

ISDN YES
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53.Configure Codecds Dperatioioi ce and

Storns SIP Trunkservice supports G.711A antbdempassthroughFAX transmissions. Using
the CS1000Eelement managesidebar, navigate to tHE Network A IP Telephony NodesA
Node DetailsA VGW Gateway (VGW) and C o d emopesty page and configure the
CS1000EGeneral codec settings as in the next screenshot

Node ID: 100 - Voice Gateway (VGW) and Codecs

General | Voice Codecs | Fax

General =
Echo cancellation: v Use canceller, with tail delay: |128 vl

[v Dynamic attenuation

Voice activity detection threshold: [W— {-20 - +10 DBM
Idle noise level: |-65 {-327 - +327 DBM .|
Signaling options: [V DTMF tone detection
[~ Low latency mode
[V Remaove DTMF delay (squelch DTKF from TDM to IP)
[V Modem/Fax pass-through

[V V.21 Faxtone detection
I Rfactor calculation

Next, scroll down andonfigure theCodecG.711 The releant settings are highlighted in the
following screenshot.

Managing: 192.168.1.5 Username: admin
System » IP Network » IP Telephony Nodes » Node Details » VGW and Codecs
Node ID: 100 - Voice Gateway (VGW) and Codecs
General | Voice Codecs | Fax
Voice Codecs D
Codec G711: Enabled (required)
Voice payload size: |20 VA‘ (miliseconds per frame)
Voice playout (jitter buffer) delay: 40 ¥ \80 V\ (miliseconds
Nominal Maximum
Maximum delay may be automatically adjusted based on nominal
settings.
[] Voice Activity Detection (VAD)
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Finally, configure thd=ax settingsas in the highlighted section of the next screenshot

Managing: 192.168.1.5 Username: admin
System » IP Network » IP Telephony Nodes » Node Details » VGW and Codecs

Node ID: 100 - Voice Gateway (VGW) and Codecs

General | Voice Codecs | Fax

Codec G723.1: [[] Enabled A
Voice payload size: 30 (miliseconds per frame
Voice playout (jitter buffer) delay: (miliseconds
Nominal Maximum
Maximum delay may be automatically adjusted based on nominal

settings.
Coding rate: (kbps
Fax
Codecname: T.38 FAX
Maximum rate: | 14400 VA} (bps)
Fax TCF method: ‘\;2,:
Fax playout nominal delay: {100 | (0 - 300 miliseconds)
FAX no activity timeout: 20 W {10 - 32000 miliseconds)

Packet size: ifio_;] (bps =
Sl v
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5.4. Virtual Trunk Gateway Configuration

UseCS1000EElement Manager to configure the system node ptigge Navigate to th8ystem

A IP Networks A IP Telephony NodesA Node Detailsand verify the highlighted section is
completed with the correct IP addresses and subnet masks of the Node. At this stage the call
server has alP address and so too does fignalling server. The Nod® is thelP address that

the IP phones use to register. This is also where the SIP trunk connection is made to the Session
Manager. When an entity link is added in Session Manager f@3600Et is the NoddP

that is usedplease se8ection6.51 Define SIP Entities for more details).

Managing: 192.168.1.5 Username: admin
System » IP Network » [P Telephony Nodes » Node Details
Node Details (ID: 100 - SIP Line, LTPS, Gateway ( SIPGw ))
Node 1D: [100 0-8980 =
Call server IP address: |192 168.1.5 TLAN address type: & |py4 only
" |Pv4 and IPvG
Embedded LAN (ELAN) Telephony LAN (TLAN)
Gateway IP address: |192 168.1.1 Node IPv4 address: |10.10,3 6 b
Subnet mask: |255 2552550 Subnet mask: 255255 2550
Node IPv6 address I _'_I
* Required Value. Save | Cancel I
Associated Signaling Servers & Cards
[Selecttoadd ¥ | Add | [Remoe| ke Leader | Print | Refresh
[~ Hostname~ Tvpe Deploved lications ELANIP TLAN IPv4 Rale
SIP Line, LTPS, Gateway, PD,
[ cs1kvi3 Signaling_Server Presence Publisher, IP Media 192.168.1.5 10.10.35 Leader
Services
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The next two screenshots show the SIP Virtual Trunk Gateway configuration, navigate to
SystemA |P Networks A IP Telephony NodesA Node DetailsA Gateway (SIPGW)
Virtual Trunk Configurati on Detailsand fill in the highlighted areas with the relevant settings.

e Virk gateway application: Provides option to select Gateway applications. The three
supported modes a&lP Gateway (SIPGw) H.323Gw, andSIPGw.

e SIP domain name:The SIP Domain Name ithe SIP Service Domain. The SIP Domain
Name configured in the Signaling Server properties must match the Service Domain
name configured in the Session Manager

e Local SIP port: The Local SIP Port is the port to which the gateway listens. The default
valueis 5060

e Gateway endpoint name:This field cannot be left blank so a value is needed here. This
field is used when a Network Routing Server is used for registration of the endpoint. In
this network a Session Manager is used so any value can be put indherd aot be
used

e Application node ID: This is a unique value that can be alphanumeric and is for the new
Node that is being created, in this ca86

e Proxy or Redirect Server:PrimaryTLAN IP address is the Security Module #ildress
of the Session Mamg@r. TheTransport protocol used forSIP, in this case is TCP

e SIP URI Map: Public National andPrivate Unknown are left blank. All other fields in
the SIP URI Map are left with default values.
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Managing: 192.168.1.5 Username: admin
System » IP Network » IP Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration

Node ID: 100 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Seftings | SIP Gateway Services

|Vtrk gateway application: Enable gateway service on this node|

[>

General Virtual Trunk Network Health Monitor i

Virk gateway application: ’ SIP Gateway (SIPGw) V‘ [ Monitor IP addresses (listed below)

SIP. domainfiame: ‘avaya_com | * {;1ef(|3c:nv1ation will be captured for the IP addresses listed
W.

Local SIP port: 5060 *(1-65535) [ | Monitor IP: | l

-| ' Monitor addresses:

Gateway endpoint name: jcs1kv|3

Gateway password: [

Application node ID: [100

Enable failsafe NRS: []

|

" 4 Note: Changes made on this page will NOT be Save Cancel
PEgR= e transmitted until the Node is also saved. [ ] [ ]

Proxy Or Redirect Server: ~

Primary TLAN IP address: i1 0.10.3.55

The IP address can have either IPv4 or IPv6 format based on the value of "TLAN
address type”

Proxy Server Route 1:

Transport protocol: [ TCP v

Options: [] Support registration
[] Primary CDS proxy

SIP URI Map:

Fublic E.164 damain names Private domain names

Mational: | LIDP: |udp J

Subscriber: |5uhscriher CDP: |cdp.udp

Bpecial number:; |F'uh|icSpec:iaI Special number: |F'rivateSpeciaI

Lnknown: |F'uh|icUnknown Vacant numhber: |F'rivateUnknc:wn

Unknown: |
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5.5. Configure Bandwidth Zones

Bandwidth Zones are used falternate call routing between IP stations and for Bandwidth
Management. SIP trunks require a unique zone, not shared with other resources and best practice
dictates that IP telephones and Media Gateways are all placed in separatthzberesample
configuration SIP trunks use zodeand IP Telephones use zdhesystem defaults were used for

each zone other than the parameter configureddoe Intent. For SIP Trunks (zone 01),

VTRK is configured foiZone Intent. For IP, SIP Telephones (zone O is configured for

Zone Intent.

Use Element Manager to define bandwidth zones as in the following highlighted example. Use
Element Manager and navigateSpstemA [P Network A ZonesA Bandwidth Zonesand
add new zones as required.

Managing: 192.168.1.5 Username: admin
System » IP Network » Zones » Bandwidth Zones

Bandwidth Zones

Add... [Impon,”] [ Export ] [Maintenance
Zone s Intrazone Bandwidth Intrazone Strateqy Interzone Bandwidth Interzone Strateav Resource Tvpe Zone Intent Description
101 1000000 BQ 1000000 BQ SHARED VTRK
20 2 1000000 BQ 1000000 BQ SHARED MO

5.6. Configure Incoming Digit Conversion Table

A limited number of Direct Dial Inwards (DDI) numbers were availablee IDC table was
configured to translte incoming PSTN numbers tod digit local telephone extension numbers.
The digits of the actual PSTN DDI number are obsctoedecurity reasons. The following
screenshot shows the incoming PSTN numbers converted to local extension numbers. These
were altered during testing to map to various SIP, Analog, Digital or Unistim telephones
depending on the particular test case bexeruted.

Managing: 192.168.1.5 Username: admin
Dialing and Numbering Plans » Incoming Digit Translation » Customer 00 » Digit Conversion Tree 0 Configuration

Digit Conversion Tree 0 Configuration

Regular IDC tree
Send calling party DID disabled

Add

Delete IDC tree

Incoming Digits &
1O 01248

PO

kO

01248

Converted Digits CPND Name CPND language
5000
5001
5003
5004
5005

5008

Refresh

~
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5.7. Configure SIP Trunks

CS1000Evirtual trunkswill be used for all inbound and outbound PSTN callStmrns SIP
Trunk ServiceSix separate steps are required to configLd 000Evirtual trunks

Configure a BChannel Handle¥CH); configureusing theCS1000Esystem terminal
and overlay 17

Configure a SIP trunk Route Data Blodk¥B); configure using th€S1000Esystem
terminal and overlay 16

Configure SIP trunk members; configure using@81000Esystem terminal and
overlay 14

Configure aDigit Manipulation Data Block[PGT), configure using th€ S1000Esystem
terminal and overlay 86

Configure a Route List BloclRLB); configure using th€S1000Esystem terminal and
overlay 86

ConfigureCo-ordinated Dialling Plan(sXQDP); configure using th€S1000Esystem
terminal and overlay 87

The following is an example DCH configuration for SIP trunks. LO&érlay 17 at the
CS1000Esystem terminal and enter the following values. The highlighted entries are required
for correct SIP trunk operation. Exiverlay 17 when completed.

Overlay 17
ADAN
CTYP DCIP
DES VIR_TRK
USR ISLD
ISLM 4000
SSRC 3700
OTBF 32
NASA YES
IFC SL1
CNEG 1
RLS ID 4
RCAP ND2
MBGA NO
H323
OVLR NO
OVLS NO

DCH 1
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Next, configure th&IP trunk Route Data Block (RDB) using t681000Esystem terminal and
overlay 16. Load®verlay 16, enterRDB at the prompt, press return and commence
configuration. The value fddCH is the same as previously entered in overlay 17. The value for
NODE shaild match the node value 8ection 54. The value foZONE should match that used

in Section 55 for SIP_VTRK. The remaining highlighted values are important for correct SIP

trunk operation.

Overlay 16
TYPE: RDB » | ACOD 1111 CPDC NO
CUST 00 TCPP NO DLTN NO
ROUT 1 PIl NO HOLD 02 02 40
TYPE RDB AUXP NO SEIZ 0202
CUST 00 TARG SVFL 02 02
ROUT 1 CLEN 1 DRNG NO
DES VIR_TRK BILN NO CDR NO
TKTP TIE OABS NATL YES
NPID_TBL_NUM 0 INST SSL
ESN NO IDC YES CFWR NO
RPA NO DCNO 0 IDOP NO
CNVT NO NDNO O * VRAT NO
SAT NO DEXT NO MUS YES
RCLS EXT DNAM NO MRT 21
VTRK YES SIGO STD PANS YES
ZONE 00001 STYP SDAT RACD NO
PCID SIP MFC NO MANO NO
CRID NO ICIS YES FRL 00
NODE 100 OGIS YES FRL 10
DTRK NO TIMR ICF 1920 FRL 20
ISDN YES OGF 1920 FRL 30
MODE ISLD EOD 13952 FRL 40
DCH 1 LCT 256 FRL 50
IFC SL1 DSI 34944 FRL 60
PNI 00000 NRD 10112 FRL 70
NCNA YES DDL 70 OHQ NO
NCRD YES ODT 4096 OHQT 00
TRO NO RGV 640 CBQ NO
FALT NO GTO 896 AUTH NO
CTYP UKWN GTI 896 TTBL O
INAC NO SFB 3 ATAN NO
ISAR NO PRPS 800 OHTD NO
DAPC NO NBS 2048 PLEV 2
MBXR NO NBL 4096 OPR NO
MBXOT NPA IENB 5 ALRM NO
MBXT 0 TFD 0 ART 0
PTYP ATT VSS 0 PECL NO
CNDP UKWN VGD 6 DCTIO
AUTO NO EESD 1024 TIDY 1600 100
DNIS NO SST 50 ATRR NO
DCDR NO DTD NO TRRL NO
1COG IAO SCDT NO SGRP 0O
SRCH LIN 2 DT NO ARDN NO
TRMB YES NEDC ORG CTBL O
STEP FEDC ORG AACR NO
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Next, configure virtual trunk members using @81000Esystem terminal an@verlay 14.
Configure sufficiat trunk members to carry both incoming and outgoing PSTN calls. The
following example shows a single SIP trunk member configuration. Dvadlay 14 at the
system terminal and typeew X, where X is the required number of trunks. Continue entering
data util the overlay exits. Th®TMB value is a combination of tHROUT value entered in the
previous step and the first trunk member (usually 1). The remaining highlighted values are
important for correct SIP trunk operation.

CMN; Reviewed: Solution & Interoperability Test Lab Application Note 170f 73
SPOC12/6/2012 ©2012 Avaya Inc. All Rights Reserved. STORM_CS1KSMSBC



Next, configure a Digit Manipulation data block (DGT) in overlay 86. LOadrlay 86 at the
system terminal and typeew. The following example shows the values used. The value for
DMI is the samaswhen inputting theDMI value during configuration of the Route List Block.

Overlay 86
CUSTO
FEAT dgt
DMI 10
DEL 0O
ISPN NO
CTYP NPA

Configure a Route List Block (RLB) in overlay 86. Loaderlay 86 at the system terminal and
typenew. The following examle shows the values used. The valueRQUT is the same as
previously entered in overlay 16. TR&l value is unique to each RLB.

Overlay 86 —p | FCI O
CUST 0 FSNI 0
FEAT rlb BNE NO
RLI 10 DORG NO
ELC NO SBOC NRR
ENTR O PROU 1
LTER NO IDBB DBD
ROUT 1 IOHQ NO
TOD OON 10N 20N 3ON OHQ NO
40N 50N 6 ON 7 ON CBQ NO
VNS NO
SCNV NO ISET O
CNV NO NALT 5
EXP NO MFRL O
FRL O OVLL O
DMI 10
CTBL O
ISDM 0

Next, configureCo-ordinated Dialling Plafs) (CDP) which users wilkial to reach PSTN
numbers. Use theS1000Esystem terminal an@verlay 87. The following are some example

CDPentries used. The highlight&l1 value previously configured in overlay 86 is used as the

Route List IndexRLI ), this is the default PSTN raato the SIP Trunk service.

TSC 00353 TSC 18 TSC 800 TSC 08
FLEN O FLEN O FLEN O FLEN O
RRPA NO RRPA NO RRPA NO RRPA NO
RLI 10 RLI 10 RLI 10 RLI 10
CCBANO CCBA NO CCBA NO CCBA NO
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5.8. Configure Analog, Digital and IP Telephones

A variety of telephone types were used during the testing, the following is the configuration for
the Avaya 1140e Unistim IP telephone. L&weerlay 20 at the system terminal and enter the
following values. A uniquéour digit number is entered for théEY 00andKEY 01 value. The
value forCFG_ZONE is the same value used$action 55 for VIRTUALSETS .
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Digital telephones are configured using @weerlay 20, the following is a sampl@904digital
set configuration. Again, a unique number is enterethidKEY 00 andKEY 01 value.
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Analog telephones are also configured usdwvgrlay 20, the following example shows an
analog port configured for Plain Ordinary Telephone Service (POTS) and alsgucedfio
allow pass throughaix transmissionA unique value is entered f&N, this is the extension
number DTN is required if the telephone uses DTMF dialing. Valb&X D andMPTA
configure the port fopass throughalx transmissions.

Overlay 20 & Anal og Telephone Configuration
DES 500

TN 04 0 03 00

TYPE 500

CDEN 4D

CUSTO

MRT

ERL 00000

WRLS NO

DN 5015

AST NO

IAPG 0

HUNT

TGAR 0

LDN NO

NCOSO0

SGRP 0

RNPG 0

XLST

SCI 0

SCPW

SFLT NO

CAC_MFC 0

CLS UNR DTN FBD XFD WTA THFD FND HTD ONS
LPR XRD AGRD CWD SWD MWD RMMD SMWD LPD XHD SLKD CCSD LND TVD
CFTD SFD MRD C6D CNID CLBD AUTU
ICDD CDMD LLCN EHTD MCTD
GPUD DPUD CFXD ARHD OVDD AGTD CLTD LDTD ASCD SDND
MBXD CPFA CPTA UDI RCC HBTD IRGD DDGA NAMA MIND
NRWD NRCD NROD SPKIZRD PRSD MCRD
EXRO SHL SMSD ABDD CFHD DNDY DNO3
CWND USMD USRD (BED BNRD OCBD RTDD RBDD RBHDFAXD CNUD CNAD PGND FTTC
FDSD NOVD CDMR PRED MCDD T87D SBMD PKCH/IPTA

PLEV 02

PUID

AACS NO

MLWU_LANG 0

FTR DCFW 4
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5.9. Configure the SIP Line Gateway Service

SIP terminal operation requires the Communication Server node to be configured as a SIP Line
Gateway (SLG) before SIP telephones can be configured. Prior to configuring the SIP Line node
properties, the SIP Line service must be enabled in thermastdata block. Use tl&S1000E

system terminal an@verlay 15to activate SIP Line services, as in the following example where
SIPL_ON is set toYES.

SLS_DATA
SIPL_ON YES
UAPR 11
NMME NO

If a numerical value is entered against th&PR setting,this number will be pre appended to all
SIP Line configurations, and is used internally in the SIP Line server to track SIP terminals. Use
Element Manager and navigate to tReNetwork A 1P Telephony NodesA Node DetailsA
SIP Line Gateway Configuration page. See the following screenshot for highlighted critical
parameters.
e S|P Line Gateway Application Enable the SIP line service on the nocleeck the box
to enable
SIP Domain Name:The value must match that configuredSiection 62
¢ SLG endpoint name The endpoint name is the same endpoint name as the SIP Line
Gateway and will be used for SIP gateway registration
e SLG Local Sip port: Default value i5070
e SLG Local TLS port: Default value i5071

CS1000 Element Manager

EFEFESsssseeeee - —RnR————_—_ = ——mm——————_—————_——_——-———_ _——————
Managing: 192.168.1.5 Username: admin
System » IP Network » IP Telephony Nodes » Node Details » SIP Line Configuration

Node ID: 100 - SIP Line Configuration Details

General | SIP Line Gateway Settings | SIP Line Gateway Service

SIP Line Gateway Application:[ Enable gateway service on this node ]

General Virtual Trunk Network Health Monitor

SIP domain name: |avaya.com [] Monitor IP addresses (listed below)

SLG endpoint name: |cs1kvi3

SLG Group ID: Monitor IP

’ ) Monitor addresses:
SLG Local Sip port: 5070 (1-65535

SLG Local Tls port: (5071 (1 - 65535
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5.10. Configure SIP Line Telephones

When SIP Line service cfiguration is completed, use tlg51000Esystem terminal and
Overlay 20to add a Universal Extension (UEXT). See the following example of a SIP Line
extension. The value f&XTY must beSIPL. This example is for an Avaya SIP telephone, so
the value foiSIPNis 1. TheSIPU value is the usernam8CPW s the logon password and
these values are required to register the SIP telephone to the SLG. The va@la€ f@ONE is
the value set foBIPLINEZONE in Section 55. A unique telephone number is entered fougal
KEY 00. The value foKEY 01 is comprised of th&JAPR (set inSection 5.8 value and the
telephone number usedKEY 00.
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5.11. Save Configuration

ExpandToolsA Backup and Restoreon the left navigion panel and sele@all Server.
SelectBackup and clickSubmit to save configuration changes as shown below.

Backup process will take several minutes to complete. Scroll to the bottom of the page to verify
the backup process completed successfsligteown below.

Configuration ofCS1000Es complete.

CMN; Reviewed: Solution & Interoperability Test Lab Application Note 270f 73
SPOC12/6/2012 ©2012 Avaya Inc. All Rights Reserved. STORM_CS1KSMSBC



