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Abstract

These Application Notes describe the steps requoedtegrateVHT Callbackusing Native
TSAPI with Avaya Aura®Application Enablement Serviceg\vaya Aura® Communicatiof
ManagerandAvaya Aura® Session ManageyHT Callbackis a contact center solution th
calculates expected wait time and maintains caller positiaviiriual queue.The integration
used the Avaya Telephony Services Application Programming Interface from Avag®
Application Enablement Services and the SIP trunk interface from Avaya Aura® S
Manager.

Readers should pay attention $ection 2, in paticular the scope of testing as outlined
Section2.1as well as any observations notederction2.2, to ensure that their own use ca
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect com
testing and adtlonal technical discussions. Testing was conducted via the DevCd
Program at the Avaya Solution and Interoperability Test Lab.

JAO; Reviewed: Solution & Interoperability Test Lab Application Note 1of 67
SPOCB8/31/2019 ©2019 Avaya Inc. All Rights Reserved. VHT-AESS81



1.l ntroducti on

These Application Notes describe the steps required to integrate VHT Callback using Native
TSAPI with Avaya Aura®ApplicationEnablement Servicggpplication Enablement Services)
Avaya Aura®Communication ManagéCommunication Managerand Awaya Aura®Session
Managern(Session Manager)VHT Callback is a contact center solution that calculates expected
wait time and maintains caller positionawirtual queue. The integration used the Avaya
Telephony Services Application Programming Interfalc®@API1) from Avaya Aura®

Application Enablement Services and the SIP trunk interface from Session Manager.

The TSAPI interface is used MHT Callbackto monitor VDNs ando query status of ACD

gueues. The information obtained from the TSAPI event reports is used to calculate the expected
wait time. All incoming ACD calls are routed MHT Callbackusing the TSAPI adjunct

routing capabilities. When the expected wait tinreafo ACD queuexceeds predefined

threshold, theWHT Callbackroutes the calbver Session Manager SIP trunk to the Intevact

Voice Gateway (IVG) component ¥HT Callback VG will play the expected wait time
announcement and provide caller withiops to continue to wait in queue or to be called back.

Callers that decide to wait in queue will be transferre¥Hy Callbackto a Hold VDN on
Communication Manager, which queues the call to the ACD skill group.

Callers that decide to be calleddk will be prompted for callback number and time \irtT
Callbackwill track the caller position in the virtual queue. When it is almost time for the caller
to be serviced from the virtual queMHT Callbackwill place an outbounccallback callvia

IVG andAvaya Aura®Session Manager SIP trunks to 8@ TNdestinatiorwith call progress
tones and tone detection handledW¥§. When the callback call is connected and accepted by
the PSTNdestinationVHT Callbackthen uses SIREFERto transfer the callick call toa
Callback VDN on Communication Manager, whiptreues the catb the ACD skill groupwith
priority.

Note: The configuration of Session Manager was performed via the web interface of System
Manager. The detailed administration of basic connectivity between Communication Manager,
System Manager, Session Manager, Application Enablement Services, and of emtact ¢
devices is not the focus of these Application Notes and will not be described.
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2.General Test Approach

The feature test cases were performed both automatically and manually. Upgro$tiue
Callbackapplication, the application automaticalgnsisTSAPI queriesor ACD skill group
statusyoute registers for the Entry VDIHNd requests monitorind ¥DNs. For the manual part
of the testing, incoming calls were made to the monitored VDNSs to enable adjunct route and
event reports to be sent@allback Manual call controls from the customer and agent
telephones were exercised to verify remaining event reports, aptbfierscheduling and
delivering of callback calls.

TheUserto-User Information UI) data test cases were performed by useajor variables to
assign UUI data to inbound calls, and verified by reviewing the TSAPI log and the SIP REFER
message associated with inbound transferred and outbound callback calls.

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet connection tihe Callbackserver and to the IVG componenh addition, it was
verified that Communication Manager routed calls to an available agent adjiineucall when
the Callback or IVG servers were unavailable.

DevConnect Complianceesting is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standas#sl interfaces pertinent

to theinteroperability of the tested products and tienctionalities. DevConnect Compliance

Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsementylayoAtae suitability or

compl eteness of a DevConnect memberds solutio

Avaya recommends our customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our products. The testing referenced in this DevConnect
Application Note included the enablement of supported encryption capabilities in the Avaya
products. Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported byAvasa products.

Support for these security and encryption capabilities in amAwvaga solution component is
the responsibility of each individual venddReaders should consult the appropriate vendor
supplied product documentation for more informatiegarding those products.

For the testing associated with this Application Note, the interface between Avaya systems and
VHT Callbackdid not include use of any specific encryption features as requested by VHT.
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2.1. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying the following @allback

A Use of TSAPI query service to query statuskili group

A Use of TSAPI event report service to monkNs.

A Use of TSAPI routing service to route incoming calls.

A Use of SIP messages to answer and transfer inbound calls and to initiate and transfer
outbound callback calls.

A Proper handling of call scenarios involving G.711, DTMF, REFER, expected wait time
bdow and over the threshold, transfer of inbound caith received UUI datainitiation
and tranger of outbound callback calls with prioritand saved UUI datand unsuccessful
callbackattempts

A Queue statistics using TSAPI rd¢ahe adaptein Callback

A SIP trunk between IVG server and Session Manager using UDP transport.

A IVG response to SIP OPTIONS messages from Session Manager.

The serviceability testing focused on verifying the abilitCaflbackto recover from adverse
conditions, suclas disconnecting/reconnecting the Etheooeinectiorto theCallbackserver
and to the IVG component.

2.2. Test Results

All test casepassed. When the wait time of incoming ACD calls exceeded @efireed

threshold value, VHT Callback answered the call gank the caller the option to be called back,
schedule a callback, or continue waiting in queue. In addition, a queue statistics report was
generated using the TSAPI ra¢athe adapter.

2.3. Support

For technical support oHT Callback contact VHTTechnical Sipportthroughone ofthe
following:

A Phone: + 1(866) 6702223(USA)

+44 (0)20 3633 4644 (EMEA)
A Website:https://www.vhtcx.com/contact/contacentertechnicalsupport/
A Email: support@vhctx.cm
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3. Reference Configuration

The configuration used for the compliance testing is showdigre 1. TheCallback
configuration consisid of the Callbackserver andVG that conne@dvia SIP trunkgo Session
Manager. The preexisting contact center devices used in the compliance testrghown in

the table below Additional vectors and VDNs need to be created, as descrilsstimon5.4.
Theappl i cabl e do ma iavayaf ®a i &-dige Unifoent DiabRlak was gsedito
facilitate routing of calls witlCallback In the compliance testing, calls78701were routedo
the IVG component ofallback

Device Type Extension
Skill GroupNumber 77
Skill Group Extension 77200
Agent Statios 77301 78030
Agent Login IDs 76301, 76302
ISDN-PRI
Media Server G450 Media ] [ System
Gateway Manager
A A
A A
Application L
Enablement Corlr\1/|mun|cat|on Session Manager
Services anager
A A 4
TSAPI SIP Trunk
Y \ A

VHT Callback 96x1 H.323 / SIP VHT IVG
Endpoints

Figure 1: Compliance Testing Configuration
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4. Equi pment and

Software Vali dated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aura® Communication Manager 8.1.0.1.6SP1
Avaya G450 Media Gateway FW 40.25.0
Avaya Aura®Media Server v.8.0.1.121
Avaya Aura® Application Enablement Services 8.1.0.0.0.91
Avaya Aura®SystemManager 8.1.0.0

Build No.7 8.1.0.0.733078
Software Update Revision No:
8.1.0.0.079814

Avaya Aura®SessiorManager

8.1.0.0.810007

Avaya96x1IP Deskphong

6.8003(H.323)

7.1.5.0.11SIP)
VHT Callbackusing Native TSAPbn Microsoft 8.11.3
Windows ServeR012R2 Standard with
A AvayaAES TSAPI Client 8.0
VHT Interactive Voice Gateway\(G) onCentOS 39.0.31
A Holly Voice Platform (HVP) HVP-6.3.25281643513
A VXML Interactive Server (VIS) 6.7.0
A Call Control Interaction Server (CCIS) 3.8.0
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5. Configure Avaya AuraE Communicat

This section provides thaepsfor configuring Communication ManageAdministration of
Communication Managerag performed using the System Access Terminal (SAMg
procedures include the following areas:

A Verify License

A Administer CTI Link

A Administer System Parametersdtures
A Administer Vectors and VDNs

A Administer IP Node Names

A Administer IP Codec Set

A Administer IP Network Region

A Administer SIP Signaling ®up

A Administer SIP Tunk Group

A AdministerAAR Call Routing

5.1. Verify License

Log into the System Access Terminal (SAT) to verify that the Communication Manager license
has proper permissions for featuilasstrated in thee Application Notes. Use tlagsplay
systemparameters customeroptions command. Navigate t®age2 andverify that there is
sufficient remaining capacity falaximum Administered SIP Trunks.

The license file installed on the systeontrols the maximum permitted. If there is insufficient
capacity, contact an authorized Avaya sales representative to make the appropriate changes.

display system - parameters customer - options Page 2of 12
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12000 O
Maximum Concurrently Registered IP Stations: 2400 2
Maximum Administered Remote Office Trunks: 12000 0

Maximum Concurrently Registered Remote Office Stations: 2400 0O

Maximum Concurrently Registered IP eCons: 128 0

Max Concur Registered Unauthenticated H.323 Stations: 1000
Maximum Video Capable Stations: 36000 0
Maximum Video Capable IP Softphones: 2400 1

Maximum Administered SIP Trunks: 12000 10
Maximum Administered Ad - hoc Video Conferencing Ports: 12000 0
Maximum Number of DS1 Boards with Echo Cancellation: 688 0

(NOTE: You must logoff & login to effect the permission changes.)
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Navigate toPage4 andverify that theComputer Telephony Adjunct Links customer option is
set to fAyo.

display  system - parameters customer - options Page 4 of 12
OPTIONAL FEATURES
Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS?y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off -net?y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with Rerouting? y

Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (A TM) Trunking? n  Digital Loss Plan Modification? y

ATM WAN Spare Processor? n DS1 MSP?y
ATMS? y DS1 Echo Cancellation? y
Attendant Vectoring? y

(NOTE: You must logoff & login to effect the permission changes.)

Navigate toPage7 andverify that theVectoring (Basic)c ust omer opti on i

display system - parameters customer - options Page 7 of 12
CALL CENTER OPTIONAL FEATURES
Call Center Release: 8.0
ACD?y Reason Codes? y
BCMS (Basic)? y Service Level M aximizer? n
BCMS/VuStats Service Level? y Service Observing (Basic)? y
BSR Local Treatment for IP & ISDN?y  Service Observing (Remote/By FAC)? y
Business Advocate? n Service Observing (VDNSs)? y
Call Work Codes? y Timed ACW?y
DTMF Feedback Signals For VRU? y Vectoring (Basic)? y
Dynamic Advocate? n Vectoring (Prompting)? y
Expert Agent Selection (EAS)? y Vectoring (G3V4 Enhanced)? y
EAS PHD?y Vectoring (3.0 Enhanced)? y
Forced ACD Calls? n  Vectoring (ANI/II - Digits Routing)? y
Least Occupied Agent? y Vectoring (G3V4 Advanced Routing)? y
Lookahead Interflow (LAI)? y Vectoring (CINFO)? y
Multiple Call Handling (On Request)? y  Vectoring (Best Service Routing)? y
Multiple Call Handling (Forced)? y Vectoring (Holidays)? y
PASTE (Display PBX Data on Phone)? y Vectoring (Variables)? y

(NOTE: You must logoff & login to effect the permission changes.)
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5.2. Administer CTI Link

Add a CT link using theadd cti-link command. Enter an available extension number in the
Extensionfield. Note that the CTI link number and ersion number may vary. Ent&bJ-IP

in theType field, and a descriptive name in tNeamefield. Default values may be used in the
remaining fields.

addcti -link 1 Page 1of 3
CTI LINK
CTI Link: 1

Extension: 77700

Type: ADJ -IP

COR: 1

Name: AES TSAPI Link
Unicode Name? n
JAO; Reviewed: Solution & Interoperability Test Lab Application Note 9of 67
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5.3. Administer System Parameters Features

Use thechange systenparameters featurescommand to enabl€reate Universal Call ID
(UCID), which is located oRPage 5 ForUCID Network Node ID, enter an available node ID.

change system - parameters features Page 5of 19
FEATURE RELATED SYSTEM PARAMETERS

SYSTEM PRINTER PARAMETERS

Endpoint: Lines Per Page: 60

SYSTEMWIDE PARAMETERS

Switch Name:
Emergency Extension Forwarding (min): 10
Enable Inter - Gateway Alternate Routing? n
Enable Dial Plan Transparency in Survivable Mode? n
COR to Use for DPT: station
EC500 Routing in Survivable Mode: dpt - then - ec500

MALICIOUS CALL TRACE PARAMETERS
Apply MCT Warning Tone? n  MCT Voice Recorder Trunk Group:
Delay Sending RELease (seconds): 0

SEND ALL CALLS OPTIONS

Send All Calls Applies to: station Auto Inspect on Send All Calls? n

Preserve previous AUX Work button states after deactivation? n

UNIVERSAL CALL ID

Create Universal Call ID (UCID)?y UCID Network Node ID: 27

Navigate toPage 13 and enabl&end UCID to ASAI. This parameter allows for the universal
call ID to be sent t€allback

change system - parameters features Page 13 of 19
FEATURERELATED SYSTEM PARAMETERS
CALL CENTER MISCELLANEOUS
Callr - info Display Timer (sec): 10

Clear Callr - info: next - call
Allow Ringer - off with Auto - Answer? n
Reporting for PC Non - Predictive Calls? n

Agent/Caller Disconnect Tones? n
Interruptible Aux Notification Timer (sec): 3
Zip Tone Burst for Callmaster Endpoints: double

ASAI
Copy ASAI UUI During Conference/Transfer? n
Call Classification After Answer Supervision? n
Send UCID to ASAI? y
For ASAI Send DTMF Tone to Call Originator? y
Send Connect Event to ASAI For Announcement Answer? n
Prefe r H.323 Over SIP For Dual - Reg Station 3PCC Make Call? n
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5.4. Administer Vectors and VDNs

Administerfour sets of vectorand VDNsshown belowfor routing of calls taCallback Note
that the VDN extensions and vector numbers can vary.

VDN | Vector Purpose

77201| 201 | Entryvector& VDN for adjunct route and failure coverage

77202| 202 | Holdvector & VDN for queuing inbound calls to skill at medium priorit
77203| 203 | Callback vector & VDN for queuing outbound calls to skill at high prio
77204| 204 | Route vector & VDN forouting calls to IVG and failure coverage

5.4.1. Entry Vector and VDN

Modify an available vector using tlsbange vectorcommand The vector will be used to
provide adjunct route to the CTI link definedSection5.2

Note that the vectalumber, Name, wait-time androute-to number parameter settingsay
vary. Theroute-to number is used as the coverippint to provide failure coverage in case of
failure from the adjunct routing step. In the compliatest the covering point is the Hold
VDN, which is administered iBection5.4.2

change vector 201 Page 1of 6
CALL VECTOR
Number: 201 Name: VHT Entry
Multimedia? n  Attendant Vectoring? n Meet - me Conf? n Lock? n
Basic?y EAS?y G3V4 Enhanced?y ANV/II - Digits? y ASAI Routing? y

Prompting?y LAI? y G3V4 Adv Route?y CINFO?y BSR?y Holidays?y
Variables? y 3.0 Enhanced?y

01 adjunct  routing link 1

02 w ait -time 10 secs hearing music

03 route -to number 77202 with cov n if unconditionally

04

Add a VDN using thedd vdn command. Enter a descriptidameand the vector number
specifiedabove forVector Number. Retain the default valuésr all remaining fields.

add vdn 77201 Page 1lof 3
VECTOR DIRECTORY NUMBER

Extension: 77201
Name*: VHT Entry
Destination: Vector Number 201
Attendant Vectoring? n
Meet - me Conferencing? n
Allow VDN Override? n
COR: 1
TN*: 1
Measured: none  Report Adjunct Calls as ACD*? n
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5.4.2. Hold Vector and VDN

Modify an available vector to queue incoming calls toARD skill group at medium priority.
Note that the vetor Number, Name, queueto skill andwait-time parameter settingsay vary,
and thaf77is the existing skill group numbetentioned irSection3.

change vector 202 Page 1of 6
CALL VECTOR
Number: 202 Name: VHT Hold
Multimedia? n  Attendant Vectoring? n  Meet - me Conf? n Lock? n
Basic?y EAS?y G3V4 Enhanced?y ANI/II - Digits? y ASAIl Routing? y

Prompting? y LAI? y G3V4 Adv Route? y CINFO?y BSR?y Holidays?y
Variables? y 3.0 Enhanced?y
01 wait -time O secs hearing silence

02 queue -to skill 77 prim
03 wait -time 20 secs hearing ringback
04 goto step 3 if unconditionally
05

Add a VDN with an available extension as shown below. Enter a descij#ime and the
vector numbespecifiedabove forVector Number.

add vdn 77202 Page 1of 3
VECTOR DIRECTORY NUMBER

Extension: 77202
Name*: VHT Hold
Destination: Vector Number 202
Attendant Vectoring? n
Meet - me Conferencing? n
Allow VDN Override? n
COR: 1
TN*: 1
Measured: none  Report Adjunct Calls as ACD*? n
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5.4.3. Callback Vector and VDN

Modify an available vector to queue callback calls to the ARl group at high priority. Note
that thevectorNumber, Name, queueto skill andwait-time parameters may vary, and thiat
is the existing skill group numbarentioned irSection3.

change vector 203 Page 1of 6
CALL VECTOR
Number: 203 Name: VHT Callback
Multimedia? n  Attendant Vectoring? n  Meet - me Conf? n Lock? n
Basic?y EAS?y G3V4 Enhanced?y ANI/II - Digits? y ASAIl Routing? y

Prompting? y LAI? y G3V4 Adv Route? y CINFO?y BSR?y Holidays?y
Variables? y 3.0 Enhanced?y

01 queue -to skill 77 prih

02 wait -time 20 secs hearing ringb ack

03

Add a VDN with an available extension as shown below. Enter a descriptive naNaaier
and the vector numbspecifiedabove forVector Number.

add vdn 77203 Page 1of 3
VECTOR DIRECTORY NUMBER

Extension: 77203
Name*: VHT Callback
Destination: Vector Number 203
Attendant Vectoring? n
Meet - me Conferencing? n
Allow VDN Override? n
COR: 1
TN*: 1
Measured: none  Report Adjunct Calls as ACD*? n
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5.4.4. Route Vector and VDN

Modify an available vectdior Callback serveto route calls to IVG using extension 78701. If

the call to IVGfails for any reason, the incoming ACD call will be routed to the ACD skill
where the call will eitar be queued or answereyg &n available agent. This ensures that the call
is properly routed by Communication Manager even if the call attempt to IVG fails.

change vector 204 Page 1lof 6
CALL VECTOR
Number: 204 Name: VHT Route
Multimedia? n  Attendant Vectoring? n Meet -me Conf? n Lock? n
Basic?y EAS?y G3V4 Enhanced?y ANV/II - Digits? y ASAI Routing? y

Prompting?y LAI? y G3V4 Adv Route?y CINFO?y BSR?y Holidays?y
Variables? y 3.0 Enhanced?y
01 wait -time O secs hearing silence

02 route -to number 78701 with cov n if unconditionally
03 wait -time 2 secs hearing ring back

04 route -to number 77202 with cov n if unconditionally
05 disconnect after announcement none

06 stop

07

Add a VDN with an available extension as shown below. Enter a descriptive naNaaier
and the vector number specified aboveMfector Number.

add vdn 77204 Page 1lof 3
VECTOR DIRECTORY NUMBER

Extension: 77204
Name*: VHT Route
Destination: Vector Number 204
Attendant Vectoring? n
Meet - me Conferencing? n
Allow VDN Override? n
COR: 1
TN*: 1
Measured: none  Report Adjunct Calls as ACD*? n

5.5. Administer IP Node Names

In thelP Node Namedorm, assign an IP address and host name for Communicatioadér
(procr) and Session Managetgvconsim). The host names will be used in other configuration
screens of Communication Manager.

change node - names ip Page 1lof 2
IP NODE NAMES

Name IP Address
default 0.0.0.0
devcon - ams 10.64.102.118
devcon - sm 10.64.102.117
procr 10.64.102.115
procré "
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5.6. Administer IP Codec Set

In thelP Codec Setform, select the audio codec type supported for calls routed over the SIP
trunk to IVG. The form is accessed via tienge ipcodecsetcommand. Note the codec set
number since it will be used in the IP Network Region coverédeimext section. For the
compliance test;.711MUwas used.

changeip -codec -setl Page 1of 2

IP CODEC SET
Codec Set: 1

Audio Silence  Frames Packet
Codec Suppression Per Pkt Size(ms)
: G.711MU n 2 20

5.7. Administer IP Network Region

In thelP Network Region form, theAuthoritative Domain field is configured to match the
domain name configuremh Session Manager. In this configuration, the domain name is
avayacom By default|P-IP Direct Audio (shuffling) is enabled to allow audio traffic to be

sent directly between IVG and IP endpoints without using media resources in the Avaya G450
MediaGateway or Avaya Media Server. Note that calls to the PSTN are not shuffletP The
Network Regionform also specifies thé> Codec Setto be used for calls routed over the SIP
trunk to Session Manager. This codec set is used when its correspondiokmeton (i.e., IP
Network Region 1) is specified in the SIP signaling group.

change ip - network -region 1 Page 1of 20
IP NETWORK REGION
Region: 1
Location: 1 Authoritative Domain: avaya.com
Name: Stub Network Region: n

MEDIA PARAMETERS Intra -region IP - IP Direct Audio: yes

Codec Set: 1 Inter -region IP - IP Direct Audio: yes

UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority: 6
Audio 802.1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep- Alive |  nterval (sec): 5
Keep- Alive Count: 5
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5.8.
Prior

Administer SIP Signaling Group
to configuring a SIP trunk group for communication with Session Manager, a SIP signaling

group must be configured. Configure Bignaling Group form as follows:

I > I D

> > >

> >

Setthe Group Type field to sip.

Set theMS Enabled field ton.

TheTransport Method field was set tdis.

Specify Communication Managesrpcr) and the Session Manageegconsn) as the
two ends of the signaling group in tNear-end Node Namdield and theFar-end
Node Namefield, respectively. These field values are taken fromRhdode Names
form.

Ensure that the TLS port value®5861is configured in thélear-end Listen Portand
theFar-end Listen Portfields.

The preferred codec fdine call will be selected from the IP codec set assigned to the IP
network region specified in tHear-end Network Regionfield.

Enter the domain name of Session Manager ifreiteend Domainfield. In this
configuration, the domain nameasayacom

TheDTMF over IP field should be set to the default valuetpkpayload
EnableDirect IP-IP Audio Connectionsto allow the call to be shuffled.

Communication Manager supports DTMF transmission using RFC 2833. The default values for
the other fields ry be used.

add signaling - group 10 Page 1lof 2

Group Number: 10 Group Type: sip
IMS Enabled? n Transport Method: tls
Q SIP?n
IP Video? n Enforce SIPS URI for SRTP?y
Peer Detection Enabled? y Peer Server: SM Clustered? n
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near - end Node Name: procr Far - end Node Name: devcon - sm
Near - end Listen Port: 5061 Far - end Listen Port: 5061

Far - end Domain: avaya.com

SIGNALING GROUP

Far - end Network Region: 1

Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP - IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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5.9. Administer SIP Trunk Group

Configure theTrunk Group form as shown below. This trunk group is used for SIP calls to
IVG and SIP stationsSet theGroup Type field to sip, set theService Typefield to tie, specify
the signaling group associated with this trunk group irSigealing Group field, and specify
theNumber of Memberssupported by this SIP trunk group. Accept the defalltegafor the
remaining fields.

addt runk - group 10 Page 1 of 22
TRUNK GROUP
Group Number: 10 Group Type: sip CDR Reports: y
Group Name: To devcon  -sm COR: 1 TN: 1 TAC: 1010
Direction: two - way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group: 10
Number of Members: 10

OnPage 3of the trunk grap form, set th&UI Treatment field to sharedand enable th8end
UCID option.

add trunk - group 10 Page 3of 22
TRUNK FEATURES
ACA Assignment? n Measured: none

Maintenance Tests? y

Suppress # Outpulsing? n Numbering Format: private
UUI Treatment: shared
Maximum Size of UUI Contents: 128
Replace Restricted Numbers? n
Replace Unavailable Numbers? n

Hold/Unhold Noti fications? y
Modify Tandem Calling Number: no
Send UCID? y

Show ANSWERED BY on Display? y
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5.10. Administer AAR Call Routing

Configure the uniform dial plan table to route calls using AAR for dialed digits thatdiggt$
l ong and begin with 0678606. This would cover ¢

change uniform - dialplan 7 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: 0

Matching Insert Node
Pattern Len Del Digits Net Conv Num
78 5 0 aar n

SIP calls to Session Manager are routed over a SIP trunk via AAR call routing. Configure the

AAR analysis form and add an entry that route
shown below. Note that thi@all Typewas set tdevO. Thisentryroutes calls to IVG and SIP

stations.

change aar analysis 7 Page 1lof 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
7 7 7 254 aar n
78 5 5 10 levO n
8 7 7 254 aar n
9 7 7 254 @ aar n
n

Configure a preference Route Pattern 10to route calls over SIP trunk grodp as shown
below.

change route - pattern 10 Page 1lof 3
Pattern Number: 10 Pattern Name: To devcon -sm

SCAAN? n  Secure SIP? n Used for SIP stations? n

Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC

No Mrk Lmt List Del Digits QSIG

Dgts Intw
1:10 O n user
2: n user
3: n user
4: n user
5: n user
6: n us er
BCC VALUE TSC CA - TSC ITC BCIE Service/Feature PARM Sub Numbering LAR

012M4W Request Dgts Format
l:yyyyynn rest unk - unk none
2:yyyyynn rest none
3yyyyynn rest none
4:yyyyynn rest none
5. yyyyynn rest none
6:yyyyynn rest none
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6. Confi duawar aE Session

Manager

This section provides the procedures for configuring 8eddanager. The procedures include

the following areas:

A Launch System Manager
A Administer SIP Entities

A Administer Routing Policies
A Administer Dial Patterns

6.1. Launch System Manager

Configuration is accomplished by accessing the browased GUI of Avaya Aa® System

Manager

usi ng <ip-addreseR,L Vidipdaddeess>is/ithe IP address of Avaya

Aura® System Manager. Log in with the appropriate credentials.

Recommendead access to System Manager is via FQDN,

Go to central login for Single Sign-Cn

If IP address access is your only option, then note that authentication will fail
in the following cases:

» First time login with "admin” account
» Expired/Reset passwords

Use the "Change Password" hyperlink on this page to change the password
manually, and then login.

Also note that single sign-on between servers in the same security domain is
not supported when accessing via IP address.

JAO; Reviewed:
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User ID:
Password
Log On Cancel

Changs Password

@) supported Browsers: Internet Explorer 11.x or Firefox 65.0, 66.0 and 67.0.
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6.2. Administer SIP Entities
In the sample configuration, two SIP entities were adde@ommunication Manager and IVG.

6.2.1. SIP Entity for Communication Manager

A SIP Entity must be added for Communication Manager. To add a SIP Entity,3@&ect
Entities on the left and click on thidew button on the right (not shown). The following screen
is displayed. Fill in the following:

UnderGeneral

A Name: A descriptive name.

A FQDN or IP Address: IP address of the signaling interface (e.g., procr)
on the telephony system.

A Type: SelectCM.

A Location: Select one of the locations defined previously (not
shown).

A Time Zone: Time zone for this location.

Defaults can be used for the remaining fields. GGcknmit to save each SIP Entity definition.

AVAyA & Users v FElements v & Services v | widgets v  Shortcuts ~ ‘ = |admin

Aura® System Manager 8.1

Home Routing
Help 2
Routing elp
SIP Entity Details Commit|| Cancel
Domains General
: * Name: |devcon-cm
Locations
* FQDN or IP Address: [10.64.102.115
Conditions Type: [Cm v
Adaptations Notes:
SIP Entities Adaptation: | ¥
. Location: | Thornton ¥
Entity Links
Time Zone: | America/New_York v
Time Ranges * SIP Timer B/F (in seconds): |4
Routing Policies Minimum TLS Version: |Use Global Setting v
Credential name:
Dial Pattemns
Securable:
Regular Expressions Call Detail Recording: |none ¥
Defaults Loop Detection
Loop Detection Mode: | On A
Loop Count Threshold: |5
Loop Detection Interval (in msec): 200
Monitoring
SIP Link Monitoring: | Use Session Manager Configuration ¥
CRLF Keep Alive Monitoring: | Use Session Manager Configuration ¥ -
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Scroll down to thdentity Links subsection and cliclAdd to add an entity link. The SIP trunk
from Session Manager to Communication Manager is described by an Entity link. Fill in the
following fields in the new row that is displayed:

A Name: A descriptive name (e.gdevconcm link).

A SIP Entity 1: Select the Session Manager.

A Protocol: Select the appropriate protocol (e0LS.

A Port: Port number to which the other system sends SIP
requests.

A SIP Entity 2: Select the name of Communication Manager.

A Port: Port number on which thether system receives
SIP requests.

A Connection Policy: SelectTrusted

Click Commit to save the Entity Link definition.

Entity Links
Override Port & Transport with DNS SRV:

Add Remove

1Item 2

o Filter: Enable
Connection L=
MName SIP Entity 1 Protocol | Port SIP Entity 2 Port Palic New
= Service
* |deveon-cm Link vdevcon-sm TS ¥ * 5061 vdevcon-cm * 5061 trusted v
Select : All, None
SIP Responses to an OPTIONS Request
Add Remove
0 Items & Filter: Enable
Mark
Response Code & Reason Phrase Entity Notes
Up/Down
Commit|| Cancel
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6.2.2. SIP Entity for IVG

A SIP Entity must be added for IVG. To add a SIP Entity, s&#etEntities on the left and
click on theNew button on the right (not shown). The following screen is displayed. Fill in the
following:

UnderGeneral
A Name: A descriptive name.
A FQDN or IP Address: IP address of IVG.
A Type: SelectSIP Trunk
A Location: Select one of the locations defined previously (not
shown).
A Time Zone: Time zone for this location.

Defaults can be used for the remaining fields. GGcknmit to save each SIP Entity definition.

AVAyA & Users v/ Elements ~  # Services | Widgets v  Shortcuts v ‘ E | admin

Aura® System Manager 8.1

Home Routing
Help ?
Routing elp
SIP Entity Details Commit|| Cancel
Demaire General
) * Name: VHT-IVG
Locations
* FQDN or IP Address: |10.54.102.107
Condio Type: | SIP Trunk M
Adaptations Notes:
SIP Entities Adaptation: | v
e Location: | Thornton v
Entity Links
Time Zone: | America/New_York v
Time Ranges * SIP Timer B/F (in seconds): 4
Routing Palicies Minimum TLS Version: |Use Global Setting
Credential name:
Dial Patterns
Securable:
Regular Expressions Call Detail Recording: |egress ¥
Defaults Loop Detection
Loop Detection Mode: | On v
Loop Count Threshold: |5
Loop Detection Interval (in msec): 200
Monitoring
SIP Link Monitoring: | Use Session Manager Configuration ¥
CRLF Keep Alive Monitoring: | Use Session Manager Configuration v -
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Scroll down to thdentity Links subsection analick Add to add an entity link. The SIP trunk
from Session Manager to IVG is described by an Entity link. Fill in the following fields in the
new row that is displayed:

A Name: A descriptive name (e.gV,HT-IVG LinK).

A SIP Entity 1: Select the Session Mager.

A Protocol: Select the appropriate protocol (eldDP).

A Port: Port number to which the other system sends SIP
requests.

A SIP Entity 2: Select the name of IVG.

A Port: Port number on which the other system receives
SIP requests.

A ConnectionPolicy: SelectTrusted

Click Commit to save the Entity Link definition.

Entity Links
Override Port & Transport with DNS SRV:

Add Remove

1ltem &

It Filter: Enable
Connection L=
Name SIP Entity 1 Protocol | Port SIP Entity 2 Port Polic ew
= Service
* WHT-IVG Link vdevcon-sm upp v * 5060 \WHT-IVG * 5060 trusted A
Select : All, None
SIP Responses to an OPTIONS Request
Add Remove
0 Items &2 Filter: Enable
Mark
Response Code & Reason Phrase Entity Notes
Up/Down
Commit|| Cancel
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6.3. Administer Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities
specified inSection6.2 Routing policies were added for Communication Manager and IVG.

6.3.1. Routing Policy for Communication Manager

To add a routing policy, seleRiouting Policieson the leftand click on théNew button (not
shown) on the right. The following screen is displayed. Fill in the following:

UnderGeneral
Enter a descriptive name Name.

UnderSIP Entity as Destination
Click Select and then select the appropriate SIP emditwhich this routing policy applies.

Defaults can be used for the remaining fields. GGoknmit to save the Routing Policy
definition.

AVAVA & Users v /F Elements v 4 Services v Widgets ~  Shortcuts ~ ‘ — | admin

Aura® System Manager 8.1

Home Routing
Help 2
Routing ) i : p

Routing Policy Details |Commit| Cancel
Domains

General
Locations * Name: |devcon-cm Policy
Conditions Disabled:

* Retries: 0
Adaptations
Notes:

SIP Entities ) ) )

SIP Entity as Destination
Entity Links Select

Name FQDN or IP Address Type Notes
Time Ranges

- devcon-cm 10.64.102.115 CcM

Routing Policies Time of Day
Dial Pattems Add Remove View Gaps/Overlaps

1ltem & Filter: Enable
Regular Expressions _ ) )

Ranking Mame |Mon |Tue |Wed |Thu |Fri Sat Sun | Start Time End Time Notes

Defaults o 24/7 00:00 23:5% Time Range 24/7

Select : All, None
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6.3.2. Routing Policy for IVG

To add a routing policy, seleRibuting Policieson the left and click on thidew button(not
shown) on the right. The following screen is displayed. Fill in the following:

UnderGeneral

Enter a descriptive name Neame.

UnderSIP Entity as Destination
Click Select and then select the appropriate SIP entity to which this routing @@ies.

Defaults can be used for the remaining fields. GGoknmit to save the Routing Policy

definition.

AVAYA

& Users v/ Elements v £ Services

W

Widgets v

Shortcuts v

& = | i

Aura® System Manager 8.1
Home Routing
Routing
Domains
Locations
Conditions
Adaptations

SIP Entities

Entity Links

Time Ranges

Routing Policies

Dial Patterns

Regular Expressions

Defaults

JAO; Reviewed:
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Routing Policy Details

General

SIP Entity as Destination

Time of Day

Add Remove View Gaps/Overlaps
1ltem
Ranking Name |Mon |Tue
] 24/7

Select : All, None

* Name:
Disabled:
* Retries:

Notes:

WVHT-IVG Policy

Select
Name FQDN or IP Address
VHT-IVG 10.64.102.107

Wed |Thu |Fri

Sat Sun |Start Time

00:00

Solution & Interoperability Test Lab Application Note
©2019 Avaya Inc. All Rights Reserved.

Help ?

Commit || Cancel

Type Notes

SIP Trunk

Filter: Enable

End Time |Notes

23:59% Time Range 24/7
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6.4. Administer Dial Patterns

Dial patterns must be defined to direct calls to the appropriate SIP Entity. Dial patterns were
added folCommunication Manager and IVG.

6.4.1. Dial Patterns for Communication Manager

In the sample configuration;i gi t ext ensi ons -digitnambérs pregended t h 06 7
with the ARS access code 0906 and prefix code
respectively, via Communication Manager. To add a dial pattern, BetédRatterns on the

left and click on théNew button (not shown) on the right. Fill in the following:

UnderGeneral
A Pattern: Dialed number or prefix.
A Min Minimum length of diaéd number.
A Max Maximum length of dialed number.
A SIP Domain SIP domain of dial pattern.
A Notes Comment on purpose of dial pattern (optional).

UnderOriginating Locations and Routing Policies
Click Add, and then select the appropriate location and routtigypfrom the list.

Default values can be used for the remaining fields. @mkmit to save this dial pattern. The
following screen shows the dial pattern definition for routing calls to local stations on
Communication Manager.

AVL\VA & Users v/ Elements v & Services v Widgets v Shortcuts v

Aura® System Manager 8.1

Home Routing
?
Routing . . Help 2
Dial Pattern Details |Commit]| Cancel|
Domains
General
Locations * Pattern: 7
* Min:
Conditions Min: |5
* Max: |5
Adaptations
Emergency Call:
SIP Entities SIP Domain: | -ALL- v
Notes: |CM Stations
Entity Links
Originating Locations and Routing Policies
Time Ranges
Add Remove
ey ke 1ltem & Filter: Enable
Dial Patterns Originating Location Name Originating Routing Rank R::Iii:::ng Routing Policy Routing
9 9 Location Notes Policy Name X Y Destination Policy Notes
Disabled
Dial Pattems Thaornten deveon-cm 1} dewvcon-cm
Policy
Select : All, None
Origination Dial...
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The following €£reen shows the dial pattern definition for routing calls to PSTN via
Communication Manager.

AVAYA

& Users v & Elements v

£ Services v

Widgets v  Shortcuts v

A= | i

a® System Manager 8.1

Home Routing

Routing

Domains

Locations

Conditions

Adaptations

SIP Entities

Entity Links

Time Ranges

Routing Policies

Dial Patterns

Dial Patterns

Origination Dial...

JAO; Reviewed:
SPOCB8/31/2019

Help ?
Dial Pattern Details |commit|| cancel
General
* pattern: 91
* Min: (12
* Max: 12
Emergency Call:
SIP Domain: | -ALL- v
Notes: PSTN
Originating Locations and Routing Policies
Add| |Remove
1Item Filter: Enable
Originating Location Name + 27907 S8 wank | bty |Boutnaroler R
Disabled
Thomten g:l‘ﬁ"'cm 0 devcon-em
Select : All, None
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6.4.2. Dial Pattern for IVG

In the sample configuratio@8701was routed to IVG. To add a dial pattern, seliat
Patternson the left and click on thidew button (not shown) on the right. Fill in the following:

UnderGeneral
A Pattern: Dialed number or prefix.
A Min Minimum length of dialed number.
A Max Maximum length of dialed number.
A SIP Domain SIP domain of dial pattern.
A Notes Comment on purpose of dipattern (optional).

UnderOriginating Locations and Routing Polictes
Click Add, and then select the appropriate location and routing policy from the list.

Default values can be used for the remaining fields. @mkmit to save this dial pattern. &h
following screen shows the dial pattern definition for routing calls to IVG.

AVAVA & Users v Elements v £ Services v | Widgets ~  Shortcuts ‘ = |admin

Aura® System Manager 8.1

Home Routing
Help ?
Routing elp
Dial Pattern Details |Commit]| Cancel
Domains
General
beeitne * pattern: 78701
* in-
Conditions Min: |5
* Max: |5
Adaptations
Emergency Call:
SIP Entities SIP Domain: | -ALL- v
Notes: WVHT IVG
Entity Links
Originating Locations and Routing Policies
Time Ranges
Add| |Remove
Routing Policies 1ltem & Filter: Enable
L - Routin - -
Dial Patterns e L e Originating Routing Rank Policyg Routing Policy Routing
Location Notes Policy Name _ Destination Policy Notes
Disabled
Dial Patterns Thornton yRTIVG 0 VHT-IVG
olicy
Select : All, None
Origination Dial...
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7.ConfigureAAvalpalication Enabl emen

This section provides thaepsfor configuring Application Enablement Services. The
procedures include the following areas:

A Launch OAM hterface
A Verify License

A Administer TSAPI link

A Restart 8rvice

A Obtain Tlink Name

A AdministerCallbackUser
A Verify Security Database

7.1. Launch OAM Interface

Accessthe OAMwelbh ased i nterface byip-addrassog itnh eatnUR Ln thehrtr
browser window, whergip-address is the IP address of the Application Enablement Services
server. Theogin screen is displayed. Log in using the appropriate credentials.

AVAyA Application Enablement Services

Management Console

Please login here:

Username

Continue

Copyright A& 2009-2019 Avaya Inc. All Rights Reserved.
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TheWelcome to OAM screen is displayed next.

Welcome: User cust
Last login: Mon Aug 5 14:02:37 2015 from 192.168.100.251
- - = Mumber of prior failed login attempts: 0

AVAVA Application Enablement Services HostName/IP: devcon-aes/10.64.102.119

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE

Management Console SW Versien: 8.1.0.0.0.9-1

Server Date and Time: Thu Aug 08 11:04:41 EDT 2019
HA Status: Mot Configured

Home | Help | Logout

Welcome to OAM
High Availabili ) . . . . )
9 ity The AE Services Operations, Administration, and Management (OAM) Web provides you with tools for
Licensing managing the AE Server. OAM spans the following administrative domains:
[y Er— * AFE Services - Use AE Services to manage all AE Services that you are licensed to use on the AE
Server.
Networking » Communication Manager Interface - Use Communication Manager Interface to manage switch

connection and dialplan.

High Availability - Use High Availability to manage AE Services HA.

Licensing - Use Licensing to manage the license server

Maintenance - Use Maintenance to manage the routine maintenance tasks.

Metworking - Use Networking to manage the network interfaces and ports,

Secunity - Use Security to manage Linux user accounts, certificate, host authentication and
authorization, configure Linux-PAM (Pluggable Authentication Modules for Linux) and so on.

Security
Status

User Management

Utilities = Status - Use Status to obtain server status informations,
» User Management - Use User Management to manage AE Services users and AE Services user-
Help related resources.

Utilities - Use Utilities to carry out basic connectivity tests,
Help - Use Help to obtain a few tips for using the 0AM Help system

Depending on your business requirements, these administrative domains can be served by one
administrator for all domains, or a separate administrator for each domain.

Copyright A® 2009-2019 Avaya Inc. All Rights Reserved.

7.2. Verify License

SelectLicensingA WebLM Server Accessn the left pane to display th&eb License
Manager pop-up screen (not shown)Log in usingthe appropriate credentials.

Welcome: User cust
Last login: Mon Aug 5 14:02:37 2015 from 192.168.100.251

- - - Mumber of prior failed login attempts: 0
AVAVA Application Enablement Services iicciame/ie: devcon-aes/10.64. 102115
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1
Server Date and Time: Thu Aug 08 11:14:12 EDT 2019
Ha Status: Mot Configured

Licensing Home | Help | Logout

» AE Services

Communication Manager Licensing

Interface

High Availability If you are setting up and maintaining the WebLM, you need to use the follewing:
+ Licensing

WebLM Server Address

s WeblM Server Address

If you are importing, setting up and maintaining the license, you need to use the following:

WebLM Server Access « WeblM Server Access

Reserved Licenses If you want to administer TSAPI Reserved Licenses or DMCC Reserved Licenses, you need to use

T ——— the following:

s Reserved Licenses

» Networking
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TheWeb License Managerscreen below is displayed. Seleaensed Roducts A
APPL_ENAB A Application_Enablementin the left pane to display thpplication
Enablement (CTI) screerin the right pane.

Verify that there are sufficient licenses TBAPI Simultaneous Usersas shown belowAlso,
verify that there is an applicable advanced switch license, in thiAE&ESADVANCED
MEDIUM SWITCH for thevirtual server.

WeblLM Home Application Enablement (CTI) - Release: 8 - SID: 10502000 Standard License file

Install license _
You are here: Licensed Products = Application_Enablement = View License Capacity

Licensed products

APPL_ENAB License installed on: June 28, 2019 12:26:326 PM -04:00

- Application_Enablement

a . q License File Host IDs:  \/7-94-F5-41-87-5E-01
View license capacity
View peak usage

ASBCE Licensed Features

+Session_Border_Controller_E_AE

2
COMMUNICATION_MANAGER 13 Items ' Show All ¥
vCall_Center Feature (License Keyword) Expiration date | Licensed capacity

FS— Device Media and Call Control
» Communication_Manager t 10000
HEED VALUE_AES_DMCC_DMC permanen
MESSAGING AES ADVANCED LARGE SWITCH

VALUE_AES_AEC_LARGE_ADVANCED permanent 18

»Messaging
AES HA LARGE

MSR VALUE_AES_HA_LARGE permanent t

»Media_Server AES ADVANCED MEDIUM SWITCH

VALUE_AES_AEC_MEDIUM_ADVANCED permanent 16
SYSTEM_MANAGER . .
Unified CC API Desktop Edition permanent 10000
+ System_Manager VALUE_AES_AEC_UNIFIED_CC_DESKTOP
: CYLAN ASAI
SessionManager
v VALUE_AES_CVLAN_ASAL permanznt 8
»SessionManager AES HA MEDIUM permanent .
S VALUE_AES_HA_MEDIUM
. AES ADVANCED SMALL SWITCH ermanant -
»Voice_Portal VALUE_AES_AEC_SMALL_ADVANCED P
Uninstall license DLG ermanent 16
‘ VALUE_AES_DLG "
Server properties )
TSAPI Simultanesus Users ermanent 10000
VALUE_AES_TSAPI_USERS P
Shortcuts CVLAN P tary Link
. roprietary Links
Help for Licensed products VALUE_AES_PROPRIETARY_LINKS permanent 16
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7.3. Administer TSAPI Link

SelectAE ServicesA TSAPI A TSAPI Links from the left pane of th®lanagement Console
to administer a TSAPI linkThe TSAPI Links screen is displayed as shown below. Chcld
Link .

Welcome: User cust
Last login: Mon Aug 5 14:02:37 2019 from 192.168.100.251
- - - Number of prior failed login attempts: 0
AVAYA Application Enablement Services i iomeir: deveon-ace/10.64.102.115

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.5-1

Server Date and Time: Thu Aug 08 11:15:41 EDT 2015

HA Status: Not Configured

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CVLAN TSAPI Links
DLG N = N n . =
[ Link | _Switch Connection | _Switch CTI Link # | _ASAI Link Version | Securty |
s | Add Link || Edit Link || Delete Link |
SMS
TSAPI

= TSAPI Links
= TSAPI Properties

The Add TSAPI Links screen is displayed next. Thimk field is only loc&to the Application
Enablement Services server and may be set to any available numb8witebrConnection
select the relevant switch connection from the eifogn list. In this case, the existing switch
connectiordevcons selected. FoBwitch CTI Link Number, select the CTI link number from
Section5.2 Retain the default values in the remaining fields.

Welcome: User cust
Last login: Mon Aug 5 14:02:37 2019 from 192.168.100.251
- - - Mumber of prior failed login attempts: 0
AVAyA Application Enablement Services iiiome/ir: devcon-aes/10.64.102.115

Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1

Server Date and Time: Thu Aug 08 11:17:11 EDT 2019

HA Status: Not Configured

AE Services | TSAPI | TSAPI Links Home | Help | Logout

CVLAN Add TSAPI Links

DLG Link 1 -

R Switch Connecticn devcon ¥

SMs Switch CTI Link Mumber |1 ¥

TSAPI ASAT Link Version 7

= TSAPI Links Security Both v
= TSAPI Properties | Apply Changes || Cancel Changes |

TWS

7.4. Restart Service

SelectMaintenanceA Service Controller from the left pane to display tf8ervice Controller
screen in the right pane. CheLBAPI Service as shown beloywand clickRestart Service
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Welcome: User cust
Last login: Mon Aug 5 14:02:37 2019 from 192.168.100.251

- - - Number of prior failed login attempts: 0
AVAVA Application Enablement Services iiociome/ir: devcon-ace/10.64.102.115
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1

Server Date and Time: Thu Aug 08 11:19:22 EDT 2019
HA Status: Not Configured

Maintenance | Service Controller Home | Help | Logout

» AE Services

Communication Manager Service Controller
Interface
High Availability | Service  [Controller Status|
- - (] ; Runni
» Licensing — ASAI Link Manager unning
: ] pMCC service Running
* Maintenance _
" ) cvLAN Service Running
Date Time/NTP Server )
] DLG service Running

Security Database ) :
) Transport Layer Service Running

Service Controller : :

¥ TSAPI Service Running
Server Data

» Networking

» Security

» Status

For status on actual services, please use Status and Control

| Start | Stop | Restart Service | Restart AE Server | Restart Linux | Restart Web Server

» User Management

» Utilities

» Help
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7.5. Obtain Tlink Name

SelectSecurity A Security DatabaseA Tlinks from the lét pane. Thé&links screen shows a
listing of Tlink names. A new Tlink name is automatically generated for the TSAPI service.
Locate the Tlink name associated with the relevant switch connection, which would use the
name of the switch connection as pErthe Tlink name. Make a note of the associated Tlink
name to be used later for configuri@gllback

t his

I n case t he ass ODEVMCAONHESTAHDHVCONKAESDa me Niog el A
the use of t

h eDEYGONG c fhBeationd.Das wmatt of heTlirk name.

Welcome: User cust
Last login: Mon Aug 5 14:02:37 2019 from

1 H 192.,168.100.251
ava ﬁ Appllcatlon Enablement Mumber of prior failed login attempts: 0
1 HostName/IP: devcon-aes/10.64.102.119
SerVIces Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1

Server Date and Time: Thu Aug 08 11:20:23 EDT 2019
HA Status: Mot Configured

Security | Security Database | Tlinks Home | Help | Logout

» AE Services

Communication Manager Tlinks
Interface

High Availability Tlink Name
® AVAYA#DEVCONZCSTAXDEVCON-AES

AVAYA=DEVCONZCSTA-S#DEVCON-AES

Delete Tlink

» Licensing

» Maintenance

» Networking
« Security

Account Management

Audit

Certificate Management
Enterprise Directory
Host AA

BAM

Security Database

= Control

CTI Users

= Devices

= Device Groups
= Tlinks
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7.6. Administer Callback User

SelectUser ManagementA User Admin A Add User from the left pane to display thedd
Userscreen in the right pane.

Enter desired values fatser Id, Common Name Surname, User Passworg andConfirm

Password ForCT User, sel ect Y edown lidt. rRetam the efaultdvalue g the
remaining fields.

Welcome: User cust
Last login: Thu Aug & 11:52:26 2015 from 192.168.100.250

V Appllcatlon Enahlement Mumber of prior failed login attempts: 0
= HostMame/IP: devcon-aes/10.64.102.119
A\ A \yA\ Services Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
SW Version: 8.1.0.0.0,9-1
Management Console Server Date and Time: Thu Aug 08 12:10:18 EDT 2019

HA Status: Not Configured

User Management | User Admin | Add User Home | Help | Logout

» AE Services

Communication Manager Add User
Interface
High Availability Fields marked with * can not be empty.
. - * User Id vht
> Licensing * Common Mame vht
} Maintenance * Surname wht
» Networking * User Password LLITYTTYY T
) Security * Confirm Password |[seessssees
) Status Admin Note
+ User Management Avaya Role None v
Service Admin Business Category
User Admin Car License
= Add User CM Hame
» Change User Password Css Home
= List All Users CT User Yes ¥

= Modify Default Users
= Search Users Display Name

) Utilities
Employee Number
» Help Employee Type

Department Mumber
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7.7. Verify Security Database

SelectSecurity A Security DatabaseA Control from the left pane to display ti&DB
Control for DMCC, TSAPI, JTAPI and Telephony Web Servicesscreen in the right pane.

Verify thatEnable SDB for TSAPI Service, JTAPI and Telephony Web Serviceas
unchecked In the event that security database is used by the customer with this parameter
already enabled, then folloj8] to configure access privileges for tBallbackuser from
Section7.6.

Welcome: User cust
Last login: Thu Aug 8 11:52:26 2015 from 192.168.100.250

- = - Mumber of prior failed login attempts: 0
AVAyA Application Enablement Services iioiiame/ie: deccon-aes/io.64.102.115
Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Console SW Version: 8.1.0.0.0.9-1
Server Date and Time: Thu Aug 08 12:11:3% EDT 2015

HA Status: Not Configured

Security | Security Database | Control Home | Help | Logout

» AE Services

Communication Manager SDB Control for DMCC, TSAPI, JTAPI and Telephony Web Services
Interface

High Availability Enable SDB for DMCC Service
} Licensing Enable SDB for TSAPI Service, JTAPI and Telephony Web Services

} Maintenance Apply Changes

» Networking

- Security

Account Management
Audit

Certificate Management
Enterprise Diractory
Host A4

PAM

Security Database

= Control
CTI Users
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8. Configure VHT I nteractive VoI

Configuration is accomplished by accessing the browased VG management system using
t he UR L<ipfatidtessp20200/, w<ipeaddesss>is the IP address die IVG server
Log in with the appropriate credentigfsot shown)

From the IVG management system, navigatd@dministration A Service Providersto display
the Service Provider Editor shown below. In th&ervice Providerfield, select the appropriate
site name (e.gVHT) and enter the desiré@bmain NameandDomain Properties Scroll

down to theLicense Port Allocationsection and set thdax Available Ports.

Note: Alternatively, the VHT IVG application provisioning cde configured automatically
during the install using the IVG installer. Refef{& for details.

v.ht

Powered by the Holly Voice Platform <all service providers» ¥  <all affiliates> ¥ <all applications> ¥
Administration Reports Configuration Dashboard user: administrator Logout

Select Service Provider

Service Provider: WHT ¥
Domain Mame: WHT

Domain Description: VHT

| Edit Affiliates... |

Service Provider Contact Details =

Hame:

Email:
Phone:

Address:

Licence Port Allocation [=]

Max tvailable Ports: 299 Warn Ports: 200
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Scroll down to theé\pplication Parameterssection and cliclSave Service Provider In the
Numbers Available section,addthe DNIS Numbers. The DNISnumbers were set #8707,
which is used to route calls to IVG, aadtboundas shown below.

Application Parameters =

Key: | |‘."alue: |

type = application/vaicexml+xml -

Preset Parameters: Set Application Type To CCXML v |

‘ Delete the Service Provider || Revert || Save Service Provider

Service Provider Numbers

Numbers Available [=]

DHIS Humbers: | | - ‘ |
7B701 - 787N -
outbound - outbound
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Navigate tcAdministration A Affiliates to display théAffiliate Editor shown below.

In theService Providerfield, select the appropriate site name (&/¢1T) and enter the desired
Domain NameandDomain Properties During the initial configuration of the affiliate, the
Affiliate field should be set tonew affiliate>from the dropdown menu.

v.ht

<all service providers> ¥ «<all affiliates> ¥ <all applications:

Powered by the Holly Voice Platform

Administration Reports Confipuration Dashboard user: administrator Logout

Select Affiliate =

Service Provider: VHT v
Affiliate: VHT r
Domain Name: VHT-aff

Domain Description: VHT

| Edit Service Provider... || Edit Applications... |

|

Affiliate Contact Details

Hame:
Email:
Phone:

Address:

|

Licence Port Allocation

Max Available Ports: 0 Warn Ports: |0 (#vailable 999)
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Scroll down to thé\pplication Parameterssection and cliciSaveAffiliate . In theNumbers
Available section, add thBNIS Numbers. The DNIS numbers were set#8701, which is
used to route calls to IVG, amditboundas shown below.

Application Parameters =]

Kevy: ‘ |\."alue: ‘

Preset Parameters: Set Application Type To CCHML v |

Delete the Affiliate || Revert || Save Affiliate

Affiliate Numbers

Numbers Available =]

DHIS Mumbers: | | - | |
78701 - 78701 -
outbound - ocutbound
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Navigate tcAdministration A Applications to display theApplication Editor shown below.
This section will cover thenbound application. In theService Providerfield, select the
appropriate site name (e.§yHT) and affiliate added in the previous step. During the initial
configuration of the application, tiAgplicati on field should be set tenew application>from
the dropdown menu. Next, enter the desifédme andDescription.

Scroll down to the URLSs section amtsertthe appropriat® RL (e.g.,
http://localhost:8080/VIS/PlatformSupport_ HVP/Begin?Tenant=VHT&MGBEPAvay3.

viht

‘ Powered by the Holly Voice Platform <all service providers> ¥  «<all affiliates> ¥  <all applications> ¥
Administration Reports Configuration Dashboard user: administrator Logout

Service Provider: VHT v
Affiliate: VHT v
Application: VHT_Inbound v
Name: VHT_Inbound

Description: VHT_Inbound

Licence Exception URL:

| Edit affiliate... |
URLs =
URL: | Add
Fetch Time Out: sec
URLs: http:/ /localhost:8080/VIS/PlatformSupport_HVP/Begin?Tenant=VHT&MODE=HVPavaya | Replace |
Delete
ove Up
Move Down
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In the Application Parameterssection, add the followingeys:

A ap.connhdrstodlg= 1
A type = application/voicexml+xml

Click Save Application In theNumbers Available section, add thBNIS Number. The
DNIS number that was added wé&701as shown below

Application Parameters =

Key: ‘ |‘\."alue: |

ap.connhdrstodlg = 1 -
type = application/voicexml+xml

Preset Parameters: | Set Application Type To CCXML ¥ |

Delete the Application H Revert || Save Application

Application Numbers

Numbers Available =]

DHIS Mumbers: | ‘ | |
78701 - TETO -
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Repeat the above steps for etbound application. In theService Providerfield, select the
appropriate site name (e.yHT) and affiliate added in the previous step. During the initial
configuration of the application, thgplication field should be set tenew application>from
the dropdown menu. Next, enter the desiidédme andDescription.

Scroll down to the URLs section and insert the appropd&e (e.g.,
http://localhost:8080/VIS/PlatformSupport_ HVP/Outbound?MODE#AVay3.

v ht

‘ Powered by the Holly Voice Platform <all service providers> ¥ <all affiliates:
Administration Reports Configuration Dashboard user: administrator

Service Provider: VHT v
Affiliate: VHT v
Application: VHT_outbound v
Name: VHT_outbound
Description: VHT_outbound

Licence Exception URL:

Edit Affiliate...

| S — |

URLs =
URL: | Add
Fetch Time Qut: sec
URLs: http://localhost:8080/VIS/PlatformSupport_HVP / Outbound?MODE=HVPAvaya | Replace

| Delete

| Move Up

| Move Down
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In the Application Parameterssection, add the followingey:
A type = application/voicexml+xml

Click Save Application The DNIS number that was added wasgboundas shown below

Application Parameters =

Key: Value:
type = application fvoicexml+xml Sat
Replace
Delete
Preset Parameters: Set Application Type To CCXML v Set

| Delete the Application || Revert || Save Application

Application Numbers

Numbers Available =

DHIS Humbers:
outbound - cutbound Add

Replace
Delete

Lastly, open théetc/VirtualHold/toolkit.properties file and set the
com.virtualhold.toolkit.baseurl parameter tdttp://10.64.102.108/VHTPlatform\A\5/, which
specifies the IP address of the Callback semgeshown below This allows IVG to
communi@ate with the Callback system.

# Sample configuration file for SIP Avaya - Interactive Voice Gateway integrations

# URL for the Platform Toolkit web services

# Change the [PTK_server_address] and [PTK_port] to the address and port of the server
where the  Platform Toolkit software resides

# For example, http://10.10.0.158:7000/VHTPlatformWS - v5/

# Ensure the path and VHTPlatformWS version is correct by opening it in a web browser
com.virtualhold.toolkit.baseurl=http://10.64.102.108/VHTPlatformWS - v5/
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9. Conf i yH®al | back

This section provides the procedures for configu@adjback The procedures include the
following areas:

A LaunchVHT Configuration Wzard

A Administer Switch ©nnection

A Administer IVR Servers

A AdministerQueues

A Administer Gillback ard Holding Queues
A Administer Incoming Etensions

A Administer Phone Numberddfigurations
A AdministerSegment Variables

A Modify site.config File

A Configure TSAPI Realime Adapter

The configuration o€allbackis typically performed by VHT integration engineers. The
procedural steps are presented in these Application Notes for informational purposes.

9.1. Launch Configuration Wizard

From theCallbackserver, navigate tStart A All Programs A Virtual Hold TechnologyA
Configuration A VHT Configuration Wizard to launch thevizard. TheWNelcome to the
Virtual Hold Configuration Wizard screen is displayedClick Configure to proceed.

(ol Configuration Wizard

" Empowering customer conversations

Welcome to the Virtual Hold Configuration Wizard

Please follow the instructions on the screen. Click the "Configure" button to
begin.

Mote: Once an item has been created. it cannot be modified or
deleted by this Configuration Wizard; Please use EyeQueue to
modify or delete configuration data.

Configure
Virtuzl Hold Configuration Wizard Version8.11.3
Copyright 1553-2015 - Viruzl Hold Technology ® All Rights Resemnved
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9.2. Administer Switch Connection
The Switch Connectionscreen is displayedClick Add to create a connection to the switch.

The Switch Typesscreen is displayed next. Fewitch Type, selecfTIALAvayaTSAPIrom the
drop-down list. Note that the value 8fte Namewasautomaticallypopulated andvas created
as part of instédtion. Retain the default values in the remaining fields.

JAO; Reviewed: Solution & Interoperability Test Lab Application Note 46 of 67
SPOCB8/31/2019 ©2019 Avaya Inc. All Rights Reserved. VHT-AESS81



