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Abstract

These Application Notes describe a solution comprised of the Avaya Communication Server 1000
release 7.5 and TELUS SIP Trunking. During the interoperability testing, Avaya
Communication Server 1000 was able to interoperate with the TELUS Communication NSN
HiQ via SIP trunking. This test was performed to verify SIP trunk features including basic call,
call forward (all calls, busy, no answer), call transfer (blind and consult), conference, and
voice mail. The calls are placed in both directions with various set types.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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Introduction

This document provides a typical network configuration deployment of the Avaya
Communication Server 1000 (hereafter referred to as CS1K) and TELUS SIP Trunking
(hereafter referred to as TELUS system). During the interoperability testing, all SIP trunk
applicable feature test cases were executed to ensure the interoperability between the TELUS
system and the Avaya CS1K 7.5 and Acme Packet Net-Net 3800 Session Border Controller
Release 6.2 system. .

The Fully Qualified Domain Names and IP addressing specified in these Application Notes
apply only to the reference configuration shown in Figure 2:1. Avaya uses a combination of
FQDNs and IP addresses, the TELUS network is IP address based.

For confidentiality purposes, the IP addresses in these Application notes have been modified to
show 111.x.x.x for Avaya internal addresses, 222.x.x.x for Avaya external address and 333.x.x.x
for TELUS external address. TELUS customers will use their own FQDNs and IP addresses as
required.

1. General Test Approach and Test Results

The CS1K system release 7.5 was connected via SIP trunk to an Acme Session Border Controller
(hereafter referred to as Acme SBC). The Acme SBC was connected to the TELUS system via
SIP trunk. Various call types were made from the CS1K to the TELUS system and vice versa to
ensure the interoperability between the CS1K and the TELUS system.

1.1. Interoperability Compliance Testing
The focus of this testing is to verify that CS1K release 7.5 can interoperate with the TELUS
system. The following interoperability areas were covered.

e General call processing between CS1K and TELUS systems including:
- Codec (G.711 u-law/ G.729/ ptime 20ms, VAD disabled)
- Hold/Retrieve on both ends
- Music On Hold
- CLID displays
- Ring-back tone
- Speech paths
- Dialing plan support
- Advanced features (Call on Mute, Call Park, Call Waiting)
- Abandoned Call
e (Call redirection verification: all supported methods (blind transfer, consultative
transfer, call forward, and conference) including CLID. Call redirection is performed
from both ends
RFC2833/DTMF in both directions
SIP Transport UDP
Thru dialing via PBX Call Pilot
Voice Mail Server CallPilot (hosted on the Avaya CS1000E system)
Early Media Transmission
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1.2. Test Results

The objectives outlined in Section 1.1 were verified. All the applicable test cases were executed.
However, the following observations were noted during the compliance testing.

1.2.1. Blind Transfer

In the default configuration, the CS1K will not allow a blind transfer to be executed if the parties
involved do not support the SIP UPDATE method. With the installation of plugin 501 on the
CS1K, the blind transfer will be allowed and the call will be completed. The limitation of this
plugin is that no ringback is provided to the originator of the call for the duration that the
destination set is ringing. There are certain devices within the TELUS network that this situation
would apply to and hence the originator of a call that is blind transferred will not hear ringback.
In addition to plugin 501, it is required that VTRK SU version “cs1000-vtrk-7.50.17.16-
15.1386.000.ntl” or higher be used on all SSG signaling servers to ensure proper operation of the
blind transfer feature. The use of plugin 501 does not restrict the use of the SIP UPDATE
method of blind transfer to other parties that do happen to support the UPATE method, but rather
extend support to those parties that do not.

1.2.2. reINVITE without SDP “slow-start”

There are certain systems within the TELUS network that currently do not support reINVITE
without SDP. In order to provide transfer capabilities to systems components that do not support
reINVITE without SDP “called slow-start”, the SBC must be configured to insert a dummy SDP
onto reINVITES and the SBC must also anchor all media.

The side effect of anchoring the media is an increase of network traffic on the customer’s
network in situations where external callers are connected together. For example, in normal
conditions if an external call enters the customer’s network and is transferred back out to another
external set, the media would be connected directly between the external sets and not use
resources on the customer’s network. When media anchoring is used, the external media stream
of each call leg still travels into the customer’s network where it is anchored or linked together
on the SBC.

There is no real measureable limitation of inserting an SDP onto reINVITE that did not
originally include one. The inserted SDP is a copy of one previously used in the current call leg
and the o= sequence number is not increased. The NSN HiQ in the TELUS network will not
send this particular reINVITE further to other SIP nodes. The only possible implication that can
be thought at this point is a time-out on calls that require several hops, but this has not been
proven.

1.2.3. Diversion header added to call redirection

Calls that are redirected on the CS1K require a SIP Diversion header to be added so the calls can
be handled properly on the TELUS network. The Diversion header is needed to fix billing
situations within the TELUS network on the NSN HiQ where calls are forwarded or transferred
to external sets. The NSN HiQ requires Diversion headers if the outgoing call contains a
different number in the From and PAI headers, which is the case on redirected calls. The
Diversion header ensures that the proper party is billed for the call. The CS1K does not support
Diversion headers. In order to provide this functionality the Acme Packet SBC will extract the
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user and host information from the History-Info header and create a Diversion header. There are
certain voice mail systems that may not integrate properly when a Diversion header is used.

1.2.4. History-Info support

The TELUS network does not support SIP History-Info headers as these headers are primarily
used for inter-SIP PBX communication. Instead, the TELUS network requires that a SIP P-
Asserted-Identity header be sent for redirected calls. The CS1K accomplishes this by using the
Acme Packet SBC to extract the user and host information from the History-Info header and
create P-Asserted-Identity header. The limitations of the using a P-Asserted-Identity header are
discussed in the Caller ID and Privacy section.

1.2.5. Caller ID

Caller ID works properly between the CS1K and the TELUS network when there is no call
redirection involved in the call flow. However, when a call is redirected on the CS1K the caller
ID will not properly reflect the originator of the call. In normal conditions if a set is
programmed to call forward calls to a different terminating set, the caller ID displayed on the
terminating set will be that or the originator of the call and not the caller ID of the set that is
doing the call forward. On the TELUS network the PAI header is used to authenticate the call
during call redirection scenarios. When a call is redirected the PAI header will be populated
with the information of the set that is doing the call redirection. The limitation of this approach
on the TELUS network is that the caller ID displayed on the terminating set is that of the
redirecting set and not the caller ID of the originator of the call.

1.2.6. Privacy

The privacy issue is linked to the caller ID issue above, in that the incorrect caller ID is
displayed on the terminating set when a call redirection takes place. In normal conditions
the privacy information of the originator of the call is carried forward through call
redirection to the terminating set. This case is still true for the current TELUS setup, that
the privacy of the originator of the call is protected in redirection scenarios. However, if
privacy is configured on the set doing the redirection then the privacy of this set will be
compromised. As mentioned in the Caller ID section, the caller ID displayed on the
terminating set is that of the set doing the redirection, this is a limitation of using the P-
Asserted-Identity header for call redirection. Because the CS1K will use the privacy
setting of the originator of the call, the privacy setting of the set doing the redirection is
ignored. As a result the caller ID of the redirecting set will always be displayed on the
terminating set is call redirection scenarios, regardless of the privacy setting of the
redirecting set.

1.2.7. Hold/Resume
When a call is placed on hold and no music on hold is configured, the CS1K will send an
INVITE with SDP to the set on hold so it will no longer listen to the other party. This is

normally accomplished on the CS1K by setting ¢=0.0.0.0 and a=inactive in the SDP. For the
TELUS configuration and to align with RFC 3264, the SBC is configured to change the 0.0.0.0
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to a valid IP address, in this case the IP address of the external interface of the SBC, and change
the stream to a=sendonly.

1.2.8. SIP Header Optimization

SIP header rules were implemented in the SBC to streamline the SIP header and remove any
unnecessary parts. The following headers were removed: X nt e 164 clid, Alert Info and
Route. Also the multipart MIME SDP, which included the x-nt-mcdn-frag-hex, x-nt-epid-frag
and x-nt-inforeq/8000, was stripped out. These particular headers and MIME have no real use
in the service provider network, in this case the TELUS network. If an issue is being
investigated on the service provider network, the presence of these headers may add unnecessary
confusion.

1.3. Support
For technical support on the TELUS system, please contact your TELUS Account Executive or

visit TELUS.com.

Avaya customers may obtain documentation and support for Avaya products by visiting
http://support.avaya.com. Selecting the Support Contact Options link followed by Maintenance
Support provides the worldwide support directory for Avaya Global Services. Specific numbers
are provided for both customers and partners based on the specific type of support or
consultation services needed. Some services may require specific Avaya service support
agreements. Alternatively, in the United States, (866) GO-AVAYA (866-462-8292) provides
access to overall sales and service support menus.
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2. Reference Configuration
Figure 2:1 illustrates the test configuration used during the compliance testing event between the
CS1K and TELUS system.

High Level Diagram of the TELUS SIP Trunking with the Avaya Communication Server 1000,
With the Acme Packet Session Border Controller

Private Side Public Side
Avaya CS1000 TELUS System Ma
| i

PSTN

Acme Packet SBC
SIP Trunk

SIP Signaling Gateway <P Trunk \

&
IP (LINIStim) =

Analog 1 |

Call Server

Digital

w
an}
Ly

NGN

CallPilotVoicermail System

= H 18 @i

SIP Phone SIP Phone
T1RE 120K

Figure 2:1 Network Diagram for Avaya CS1K — TELUS system

The following assumptions were made for this lab test configuration:
1. CS1K R7.5 and Acme Packet 6.2 software implemented with all the latest patches
2. TELUS provides support to setup, configure, and troubleshoot on the carrier switch for
the duration of the testing.

During testing, the following activities were made to each test scenario:

1. Calls were checked for the correct call progress tones and cadences.

2. During the ringing state the ring back tone and destination ringing were checked.

3. Calls were checked in both hands-free and handset mode due to internal Avaya
requirement.

4. Calls were checked for speech path in both directions using spoken words to ensure
clarity of speech.

5. The display(s) of the sets/clients involved were checked for consistent and expected
CLID, name and redirection information both prior to answer and after call
establishment.
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6. The speech path and messaging system were observed for timely and quality End to End
tone audio path generation and application responses.

7. The call server maintenance terminal window were open during the test cases execution
for the monitoring of BUG(s), ERR and AUD messages.

8. Speech path and display checked before and after calls were put on/off hold from each

end.

9. Applicable files were screened on an hourly basis during the testing for message that may

indicate technical issues. This

refers to Avaya PBX files.

10. Calls were checked to ensure that all resources such as Virtual trunks, TDM trunks, Sets

and VGWs are released when

a call scenario ends.

3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya system:

System

Software/Loadware version

Avaya CS1K 7.5 (CPPM)

Call Server: 7.50 Q GA
SSG Server: 7.50.17 GA
SLG Server: 7.50.17 GA

Avaya phones

2001 p2: 0604DCN (UNIStim)
2004 pl: 0602B76 (UNIStim)
M3904: Core 2.4, Flash 9.4 PO L1.8

Acme Packet Net-Net 3800

Firmware SCX6.2.0 MR-4 Patch 3 (Build 754)

TELUS system:

System

Software/Loadware version

Nokia Siemens Networks HiQ 4200

® Version 14.0

Additional software and patch lineup
below.

for the configuration and active patch list are listed as

Call Server: 7.50 Q GA plus latest DEPLIST — Issue: 01 Release: x2107.50, 2011-07-19

11:40:08 (est)

SSG Server: 7.50.17 GA plus latest Service Pack Linux 7.50 17.16-1.1386.000.ntl

SLG Server: 7.50.17 GA plus latest

Service Pack Linux 7.50 17.16-1.1386.000.ntl

Note: It is required that VTRK SU version “cs1000-vtrk-7.50.17.16-15.1386.000.ntl” or higher
be used on all SSG signaling servers to ensure proper operation of the blind transfer feature. The
pstat command shown below can be used to verify what version of VTRK SU is installed. If a
new version is required, download the newest Linux 7.50 Service Pack and install using the
standard patch process (not described in this document).
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The output of “dstat” command on Call Server:

pdt> dstat
Call Server:
DepList name: core
Filename: /var/opt/nortel/cs/fs/u/patch/deplist/mcore 01.cpl
Issue : 01
Release : x2107.50
Created : 2011-07-19 11:40:08 (est)
Number of patches: 60
Patches Loaded: 60
Patches In-service: 60

The output of “pstat” command on SSG Server:

[admin@car1-sps-ucm ~]$ pstat
Product Release: 7.50.17.00
In system patches: 0

In System service updates: 12

PATCH# IN SERVICE DATE  SPECINS REMOVABLE NAME

0  Yes 27/04/11 NO YES ¢s1000-sps-7.50.17-01.1386.000

1 Yes 27/04/11 NO YES ¢s1000-baseWeb-7.50.17.01-1.1386.000

2 Yes 27/04/11 NO YES ¢s1000-shared-pbx-7.50.17-01.1386.000

3  Yes 27/04/11 NO YES ¢s1000-dbcom-7.50.17-02.1386.000

4  Yes 29/08/11 NO YES ¢s1000-vtrk-7.50.17.16-15.i386.000

11 Yes 25/08/11 NO YES ¢s1000-linuxbase-7.50.17.16-1.1386.000
12 Yes 25/08/11 NO YES ¢s1000-dmWeb-7.50.17.16-1.i1386.000

13 Yes 25/08/11 NO YES ¢s1000-emWeb 6-0-7.50.17.16-6.1386.000
14 Yes 25/08/11 NO YES ¢s1000-tps-7.50.17.16-4.i1386.000

15  Yes 25/08/11 YES  YES ¢s1000-Jboss-Quantum-7.50.17.16-4.i386.000
16  Yes 25/08/11 NO YES ¢s1000-patchWeb-7.50.17.16-1.i1386.000
17  Yes 25/08/11 NO YES ¢s1000-bec-7.50.17.16-13.1386.000

The plug-in list can be displayed with the plp (plug-in print) command as shown below. Plug-ins
come preinstalled and are delivered with every software load. If plug-in 501 is not activated, it
can be enabled using the ple command, also shown below.

>
PDT login on /pty/ptty00.S
Username: admin
Password:

The software and data stored on this system are the property of,
or licensed to, Avaya Inc. and are lawfully available only to
authorized users for approved purposes. Unauthorized access to
any software or data on this system is strictly prohibited and
punishable under appropriate laws. If you are not an authorized
user then logout immediately. This system may be monitored for
operational purposes at any time.

pdt> plp
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0 TO 43 - DISABLED

44
47
49
50
51
53
54
55
63
64
65
66
67
68
71
72
75
201
202
204
205
227
228
229
230
234
235
236
500
502
504
506

TO 46 - NOT SUPPORTED
TO 48 - DISABLED
- NOT SUPPORTED
- DISABLED
TO 52 - NOT SUPPORTED
- DISABLED
- NOT SUPPORTED
TO 62 - DISABLED
- NOT SUPPORTED
- DISABLED
- NOT SUPPORTED
- DISABLED
- NOT SUPPORTED
TO 70 - DISABLED
- NOT SUPPORTED
TO 74 - DISABLED
TO 200 - NOT SUPPORTED
- ENABLED
TO 203 - DISABLED
- NOT SUPPORTED
TO 226 - DISABLED
- NOT SUPPORTED
- DISABLED
- NOT SUPPORTED
TO 233 - DISABLED
- NOT SUPPORTED
- DISABLED
TO 499 - NOT SUPPORTED
TO 501 - DISABLED
TO 503 - NOT SUPPORTED
TO 505 - DISABLED
TO 511 - NOT SUPPORTED

pdt> ple 501

PLUG-IN 501 IS ENABLED

pdt>

4,

Avaya Communication Server 1000 Configuration

These Application Notes assume that the basic configuration has already been administered. For
further information on Avaya Communications Server 1000, please consult references in
Additional References.

The procedures below describe the configuration details of CS1K with a SIP trunk to TELUS
system.

ST
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4.1. Login to CS1K System

4.1.1. Login Unified Communications Management and Element Manager

a) Open an instance of a web browser and connect to the Unified Communications Management
(UCM) GUI at the following address: http://<<UCM IP address> as shown in Figure 4:1. Log in
using an appropriate Username and Password.

UserID iﬁrﬁin i

Password: [essssssssesses | |

Copyright @ 2002-2010 Avaya Inc Al rights reserved

Figure 4:1 Login Unified Communications Management

b) The Unified Communications Management screen is displayed. Click on the Element
Name of the CS1K Element as highlighted in red box as shown in Figure 4:2.
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AVAYA

Avaya Unified Communications Management

— Metirork
Elements
— C8 1000 Services
IPSec
Patches
SMNMP Profiles

Secure FTP Token
Software Deployment

— User Services
Administrative Users

Exernal Authentication

Password
— Security
Roles
Policies
Certificates
Active Sessions
— Tools
Logs
Data

Host Mame: carl-sps-ucm bvwdev.com  Software Version: 02.20-SMAPSHOT(0000)  User Name admin

Elements

Mew elements are registered into the security framework, or may he added as simple hyperlinks. Click an element name to launch its management service. You can optionally filter the list
by entering a search term

Add... | | E e
[] Element Mame Elemeant Type « Release Address Description

1 [] EMoncarl-siol <1000 75 111.10.97.80 MNew
element

c51000 75 111.10.97.80 Mew:
element.
5[] tarl-coresl.bwwdey.com (member) Linux Baze 7.5 111.10.97.153 Base 08
element.
4[] tarl-siplbvwdev.com (membet: Linux Base 7.5 111.10.97.161 Base 05
element
5[] tarl-sps-ucm bwwdey.com {primary) Linux Base 7.5 111.10.97.160 Base 05
element.

s [] 111.10.87.81 Media Gateway Contraller 725 111.10.97.81 Mew
element

-0 MRSM on carl-sps-ucm Metwork Routing Service F5 1111049785 ey
element.

Figure 4:2 Unified Communications Management

¢) The CS1K Element Manager (EM) System Overview page is displayed as shown in Figure

4:3.

AVAYA CS1000 Element Manager
~UCM Network Services Managing: 111.10.97.80  Ussrname: acmin
—Home System Overview
~Links
- Virtual Terminals System QOverview
-System
+Alarms

- Maintenance

+ Caore Eguipment

- Peripheral Eguipment
+1P Metwork
+Interfaces

- Engineered Values
+Emergency Services

IP Address: 111.10.97 .80
Type: Avaya Communication Server 1000E CPPM Linux
Version: 4121
Release: 750 @ +

+ Geographic Redundancy
+S0fware

-Customers

-Routes and Trunks
-Routes and Trunks

Figure 4:3 Element Manager System Overview

4.1.2. Login to Call Server Command Line Interface (CLI)

a) Using Putty, SSH to IP address of SSG Server with the admin account.
b) Run the command “cslogin” and login with the appropriate admin account and password.

login as: admin

Avaya Inc. Linux Base 7.50
The software and data stored on this system are the property of,
or licensed to, Avaya Inc. and are lawfully available only
to authorized users for approved purposes. Unauthorized access
to any software or data on this system is strictly prohibited and
punishable under appropriate laws. If you are not an authorized
user then do not try to login. This system may be monitored for
operational purposes at any time.
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admin@135.10.97.80's password:
Last login: Mon Jul 18 11:01:44 2011 from 135.20.233.246
[admin@carl-cores1 ~]$ cslogin

SEC054 A device has connected to, or disconnected from, a pseudo tty without authenticating

TTY 09 SCH MTC BUG 11:38
OVLI111 IDLE 0

>login admin

PASS?

TTY #09 LOGGED IN ADMIN 11:3

The software and data stored on this system are the property of,
or licensed to, Avaya Inc. and are lawfully available only to
authorized users for approved purposes. Unauthorized access to
any software or data on this system is strictly prohibited and
punishable under appropriate laws. If you are not an authorized
user then logout immediately. This system may be monitored for
operational purposes at any time.

9 18/7/2011

>
SRPT4619 WARNING: Last Archive Procedure had failed
No archives were completed since May 13 14:59:00 2011

OVL000
>

4.2. Administer a Node IP Telephony
This section describes how to configure a Node IP Telephony on the CS1K.

4.2.1. Obtain Node IP address

These Application Notes assume that the basic configuration has already been administered and
that a Node has already been created. This section describes the steps for configuring a Node
(Node ID 1000) in CS1K IP network to work with the TELUS system. For further information
on Avaya Communications Server 1000, please consult reference in Additional References.
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a) Select System -> IP Network -> Nodes: Servers, Media Cards. Figure 4:4 displays IP
Telephony Nodes page. Then click on the Node ID of your CS1K Element (e.g. 1000).

AVAYA €S1000 Element Manager

Wanaging: 11110.97.30 Username: admin
System » [P Network » IP Telephony Nodes

-UCM Network Services

-Home
-Links IP Telephony Nodes

- Virtual Terminals Click the Mode 1D to view or edit its properties.
-System

+Alarms

- Waintenance Add

Erint | Befresh
+ Core Equipment
- Peripheral Equipment [[] Mode 1D~ Components Enabled Applications ELAM P bode/TLAN IPvd  NodedTLAN IPvG  Status
- IP Metwark
_Nodes Setvers. Media Cards [[] 1000 1 LTPS, Gateway { SIPGw) 111.10.87.154 Synchronized
- Maintenance and Reports Showr: Modes [] Compaonent senvers and cards IPvE address

- Media Gateways

- Zones

-Hostand Route Tables
Zhletiwn ke Adiress Translatinn ()

Figure 4:4 1P Telephony Nodes

b) The Node Details screen is displayed in Figure 4:5 with the IP address of the CS1K node.
The Node IP Address is a virtual address which corresponds to the TLAN IP address of the
Signaling Server, SIP Signaling Gateway. The SIP Signaling Gateway uses this Node IP
Address to communicate with other components to process the SIP call.

AVAYA

CS1000 Element Manager

_UCH Network Services Managing: 111,10.97.30 Username: admin
s System » [P Network » I Telephony bodss » bode Detais
_Links Node Details {ID: 1000 - LTPS, Gateway ( SIPGw ))
- Virtual Terminals
-System
+Alatms I . — -
_ Maintenance Subnet mask: [255 2560 265 192) = Subnet mask: 5255 256256192
+ Core Equipment
- Peripheral Equipment
- P Metwark
- Modes: Servers, Media Cards IP Telephony Node Properties Applications (click to edit configuration)
- Maintenance and Reports o_‘oice Gateway (VGW] and Codecs « SIPLine
’;"EU'E Lt e o Duality of Service (QoS « Terminal Prosy Server (TPS]
= chnes o [EN * Gatevway (SIF Gw)
-Hostand Route Tables o SNTP » Personal Directories (PO
- Metwork Address Translation (M o Mumbering Zones » Presence Publisher
= sgrss;:;?g:g?tsaries s MCDR Routing Treatment (MALT) Causes « P Media Senices
- Unicode Mame Directary i

+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
—Proneries

*Recuired Valus

Associated Signaling Servers & Cards

Selecttoadd v Print | Refresh

[] Hostname~

Tipe Deploved Applications ELANIP TLAN [Pyd Role
SIP Line, LTPS, Gateway, PD,
[1 carl-cares1 Signaling_Server Presence Publisher, IP Media 111.10.87.80 1111087153 Leader

Services
Show:

Hote: Only server(s) that are not part of any other IP telsphony node and deployed application(s) that match the service(s) selected for this node sre
avallable In the servers list
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4.2.2. Administer TPS

c) Continue from Section 4.2.1. On the Node Details page, select the Terminal Proxy Server
(TPS) link as shown in Figure 4:6.

d) Check the UNIStim Line Terminal Proxy Server check box and then click Save as shown in
Figure 4:6.

AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links

- Virtual Terminals
-System

+Alarms

- Maintenance

Managing: 111.10.97.80 Username: admin
System » P Metwork » IP Telephony Modes » Node Details » UMISHm Line Terminal Proocy Server (LTPS) Configuration

MNode ID: 1000 - UNIStim Line Terminal Proxy Server (LTPS) Configuration Details

Eirmware | DTLE | Metwork Connect Semver

UNIStim Line Terminal Proxy Server: Enahble proxy service on this node

+ Core Equipment
- Peripheral Equipment
- IP Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tahles
- Metwaork Address Translation (M
- Qo8 Thresholds
- Personal Directaries
-Unicode Mame Directary DTLS
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork
- Flexible Code Restriction

Firmware
IF address: 0.00.0
Full file path: downloadfirwa
Semer AccountUser D |

Password:

DTLS policy | Of v

Network Connect Server

Prirnam nohwnrl cannact camar (AR P addrace: 10 I_I.I_.\
Mote: Changes made on this page will NOT be
transmitted! until the Node is also saved

.

* Required Yalue.

Figure 4:6 TPS Configuration Details

4.2.3. Administer Quality of Service (QoS)

e) Continue from Section 4.2.1. On the Node Details page, select the Quality of Service (QoS)
link as shown in Figure 4:5.
f) The default Diffserv values are as shown in Figure 4:7. Click the Save button.

AVAYA

~UCH Metwork Services

C€S1000 Element Manager

Managing: 111.10.97.80 Username: admin
System » IP Metwork » IP Telephony Modes » hode Details » Quality of Service (G0S)

~Home

~Links Node ID: 1000 - Quality of Service (QoS)
= Virtual Terminals

- System
+Alarms Diffserv Codepoint (DSCP)

- Maintenance

e el Enable Avaya automatic GeS: [

- Peripheral Equipment Control packets: 40 .(U-BSJ |
=P Metwork
- Hodes: Servers, Media Cards | woice packets: 45 (0-63) |

- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Metwark Address Translation (M
- Qo5 Thresholds
- Personal Directories
-Unicode Mame Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Gengraphic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electronic Switched MNetwark
Elavibla Codo D f

WLAM tagging: [ 802.1Q support
802.1Q hits value (802.1P): | (5]

Note: Changss mads on this page will NOT be
transmitted! until the Node is alsa saved

*Recuired Value

Figure 4:7 QoS Configuration Details
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4.2.4. Synchronize the New Configuration

g) Continue from Section 4.2.3, return to the Node Details page in Figure 4:5 and click on the
Save button.

h) The Node Saved screen is displayed. Click on the Transfer Now (not shown).

1) The Synchronize Configuration Files screen is displayed. Check the Signaling Server check
box and click on the Start Sync (not shown).

7) When the synchronization completes, check the Signaling Server check box and click on the
Restart Applications (not shown).

4.3. Administer Voice Codec

4.3.1. Enable Voice Codec, Node IP Telephony.

a) Select IP Network -> Nodes: Servers, Media Cards -> Configuration from the left pane, and
in the IP Telephony Nodes screen displayed, select the Node ID of the CS1K system. The Node
Details screen is displayed. (See in Section 4.2.1 for more detail).

b) On the Node Details page as shown in Figure 4:5, click on Voice Gateway (VGW) and
Codec.

c¢) The TELUS SIP Trunk supports voice codec G.711 and G.729, payload size 20 ms, with VAD
disabled. Figure 4:8 and Figure 4:9 show voice codec profile configured on CS1K with G.729
and G.711, payload size 20ms and VAD disabled.

- Maintenance
+Core Equipment
- Peripheral Equipment
- IP Netwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tahles
- Metwork Address Translation (M,
- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directary
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork
- Flexible Code Restriction
—Incoming Digit Translation

AVAYA CS1000 Element Manager
_UCH Network Services Wanaging: 111.10.97.30 Username: admin
e System » P Network » [P Telephony bodes » Nods Details » VG and Codecs
_Links Node ID: 1000 - Voice Gateway (VGW) and Codecs
-¥irtual Terminals
Ve General | Yoice Codecs | Fax
+Alarms

Voice Codecs

Codec G711 Enabled (required)

Voice payload size: |20 v (millssconds per frame)

Woice playaut jitter buffery delay: |40 » | |80 V:(mﬂhsecundsj
Naominal Maximum

Maximurm delay may be automatically adjusted based on nominal
gettings

[ Woice Activity Detection (vAD)

Codec G722: [] Enabled

Voice payload size: (millizeconds per frame)

Vaice playout (itter buffer) delay:
MNominal Maximum

Maximum delay may be automatically adjusted based on nominal
settings.

Codec G728 Enabled

Voice payload size: |20 ¥ (milissconds per frame)

(milisezonds)

Mote: Changes made on this page will NOT be

5
Dt transmitted unti the: Node is also saved

.

Figure 4:8 Voice Codec G.711 Configuration Details
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AVAYA

CS1000 Element Manager :

~UCH Metwork Services
~Home
-Links
= Virtual Terminals
- System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Eguipment
=P Bletwork
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Metwark Address Translation (M
- Qo5 Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Soflware
-Customers
~Routes and Trunks
- Routes and Trunks
-D-Channels
Digital Trunk Interface
ling and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction

Managing: 111.10.97.80 Username: admin
System » IP Metwork » IP Telephony Modes » blode Details » WG and Codecs

Node ID: 1000 - Voice Gateway (VGW) and Codecs

General | Yoice Codecs | Fax

Codec 6729: [¢] Enabled 5

Woice payload size: ‘25 v (millizeconds per frame)
Voice playout (itter buffer) delay: |40 v| (B0 | milisscencs)
Mominal Maximum
Maximurm delay may be automatically adjusted based on naminal
seftings
[] Woice Activity Detection (vAD)

Codec G723.1: [] Enabled

Woice payload size: 30 (miliseconds per frame)

Woice playout (jitter buffer) delay: [milliseconds)
MNominal Maximum
Maximum delay may be automatically adjusted based on nominal
seftings
Coding rate: (khps)
Fax
Codec name: T.38 FAX

Mate: Changes made on this page will NOT be

tranzmitted until the Node is also saved.

*Reguired Value

Figure 4:9 Voice Codec G.729 Configuration Details

d) For Fax over IP, TELUS supports T.38 as default and G.711 as fallback. Figure 4:10 shows
T.38 with payload size 30ms was chosen as default codec for fax.

AVAYA

CS$1000 Element Manager Help | Logg

-UCH Network Services
~Home
inks
- Virtual Terminals
-System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Egquipment
- IP Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Metwark Address Translation (M
- Qo5 Thresholds
- Personal Directories
- Unicode Mame Directary
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
~Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
ling and Numbering Plans
- Electronic Switched MNetwark
- Flexible Code Restriction
~Incaming Digit Translation

Managing: 111.10.97.80 Username: admin

System » IP Metwork » IP Telephony Modes » Mode Details » WGV and Codecs
Node ID: 1000 - Voice Gateway (VGW) and Codecs

General | Yoice Codecs | Fax

Codec G723.1: [[] Enabled PN
Voice payload size: 30 (miliseconds per frame)
Woice playout (jitter buffer) delay:
Mominal Maximum

Maximum delay may be automatically adjusted based on nominal
settings.

(millizeconds)

Coding rate: (khp=)
Fax
Codec name: T.38 FAX

Maximurn rate: | 14400 % | (bps)

Fax TCF method: |2 v
Fax playout nominal delay: ‘1.EIU | 10 - 300 millseconds)
FAX no activity imeout: 20 (10 - 32000 miliseconds)

Packet size .30 -] (bp=)

Note: Changss mads on this page will NOT be

et e transmitted unti the: Nade is also saved
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Figure 4:11 shows Modem Pass Through was selected; this configuration enables G.711 as
fallback codec for fax.

AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links
- Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Netwaork Address Translation (M
- Qo8 Thresholds
- Personal Directories
-Unicode Name Directary
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Boftware
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction

Managing: 111.10.97.80 Username: admin
System » P Network » IP Telephony Modes » Node Details » WOW and Codecs

MNode ID: 1000 - Voice Gateway (VGW) and Codecs

General | Yoice Codecs | Fax

General
Echo cancellation: Use canceller, with tail delay: | 128
Dynamic attenuation
Voice activity detection threshold: [17 | (20 +10084)
Idle naise level: -65 | r-327 - +327 DEMY
Signaling options DTMF tone detection
[] Low latency mode
Remove DTMF delay (sguelch DTMF from TDM to IP)

[[] R factar calculation
Voice Codecs

Codet G711: Enabled (required)

VWoice payload size: | 20 % | [miliseconds per frame)

Wnice nlavnut fitter buffert detav: | an | (AN s rmiliseconds)

Mote: Changes made on this page will NOT be:

peauliediane transmitted until the: Nate is also saved

2

e) Click Save.

Figure 4:11 Fax Codec G.711 Configuration Details

f) Synchronize the new configuration (please refer to Section 4.2.4 for more detail)

4.3.2. Enable Voice Codec on Media Gateways.

CS1K uses Media Gateways to support traditional analog/ digital phones can make voice call
over SIP Trunk. Media Gateways is also needed to support analog terminal to send fax over IP.

a) From the left menu of the Element Manager page in Figure 4:12, select IP Network ->
Media Gateways menu item. The Media Gateways page will appear. Click on the
corresponding IPMG located on the left of the page.
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AVAYA

CS1000 Element Manager

-UCH Network Services
-Home
-Links
- Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwark
-MNodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Metwark Address Translation (M
- Qo8 Thresholds
- FPersonal Directories
- Unicode Name Directory
+Interfaces
- Engineered Valugs
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electronic Switched MNetwark

Managing: 111.10.97.80  Uisername: admin

System » P Natwork > Media Gatsways

Media Gateways

Add

IPMG

IP Address

111.10.97.81

Refresh

Zone Type

10

Figure 4:12 Media Gateways Screen

b) The IPMG Property Configuration page displays basic configuration setting for the Media
Gateway. Click on the “Next” at the lower right of the page to proceed to the codec settings.

AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links
- Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwork
-MNodes: Servers, Media Cards
- Maintenance and Reports
- hledia Gateways
-Zones
-Hostand Route Tahles
- Metwaork Address Translation (N
- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directary
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork

Eloviblo Codo D

Managing: 111.10.97.80  Username: admin

System = IP Network » Media Gateyan

< 5 IPMG 4 O Froperty Configuration

IPMG 4 0 Property Configuration

Input Description I

ELAMIP address: [111.10.97.81

Banduwidth zane number. J o
IPMG type
ELAN passthrough port ‘VCE
Faceplate ELARN port WE
Backplane ELAM connection 71 ELAMN
TLAMN passthrough port :CT
Faceplate TLAM port -ET

Backplane TLAM connection :ZTLAN

(0-8000)
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b) The TELUS SIP Trunk supports voice codec G.711 and G.729, payload size 20 ms, with
VAD disabled. Figure 4:14 shows configuration for voice codec profile; codec G711,
Voice payload size 20 and uncheck VAD; then check Codec G729A checkbox, select
Voice payload size 20 and uncheck VAD.

AVAYA €S1000 Element Manager
-UCM Network Services -Codec G711 Select 5
_H,ome Codec name G711
-Links —
- Wirtual Terminals Voice payload size | 20 + | ( mafframe )
—System —
+Alarms Voice playout (jitter buffer) nominal delay | 40+ |
- Maintenance Madifications may calse changes fo dependert seftings
+ Core Equipment —
- Peripheral Equipment Voice playout (jitter buffer) maximum delay |80 |
B I?I\Il\loedn:sm;ewers‘ N Modifications may cause changes to depandent settings
- Maintenance and Reports VAD []
- hledia Gateways
-Zones ~Codec GT29A Select
-Hostand Route Tahles
- Metwork Address Translation (M, Codec name G729A
- Qo8 Thresholds . . o
- Persanal Directaries Volce paload size. |20 (¥ (mefame )
- Unicode Mame Directary . o . o
N Voice playout (jitter buffer) nominal delay 40 =
- Engineered Values Modifications may cause changes to depandent settings
+Emergency Services < i g
+ Geographic Redundancy Voice playout (jitter buffer) maximum delay 80
+ Software Modifications may cause changes to dependert settings
-Customers vap [
-Routes and Trunks
- Routes and Trunks
- D-Channels HERtes SeHaa Select [
- Digital Trunk Interface +Codec T3IZEAX Select
-Dialing and Numbering Plans
- Electronic Switched Metwork +0o8
- Flexible Code Restriction +Media Based CLID
- Incoming Digit Translation
_Phones -Call Server LAN
-Templates Embedded LAN (ELAN) configuration
- Reports B
~Views Geographic redundancy [7]
- Lists o
— Propetties Primary call server IP address 171 17 1 D 37 SQ
- Migration i -
_Tools Primary call server hosthame: anar_y_«__(_}S
+Backup and Restare Signaling port 15000
- Date and Time d aF =
+Logs and reports Broadcast port | 15001 (1024 - 66635 )
-Security g
+Passwords Telephony LAN (TLAN) configuration
+Policies Signaling port 5000
+Login Options
Voice port |5200 | (1024- 65535

Routes b
< 3 copsright @20

Figure 4:14 Medié Gateways G.729 and G.711 Configuration Details
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d) For Fax over IP, TELUS supports T.38 as default and G.711 as fallback. Figure 4:15 shows
T.38 with payload size 30ms was chosen as default codec, and Modem Pass Through was
enabled, this configuration enables G.711 as fallback codec for fax.

AVAYA

CS1000 Element Manager

< - [

-UCM Network Services Managing: 111.40.97.80 Username: acmin ~
_Home System » P Network s Media Gat  [PMG 4 0 Property Configuration » IPMG 4 0 Media Gateway Controller (MGC) Configuration
-Links
- Virtual Terminals IPMG 4 0 Media Gateway Controller (MGC) Configuration
- System
+Alarms
- Maintenance
+ Care Equipmient +Media Gateway Controller
- Fetipheral Equipment +DSP Daughterboard 1
=P Metwork
- Modes: Servers, Media Cards +DSP Daughterboard 2
- Maintenance and Reports ~VGW and IP phone codec profile
- hledia Gateways
_Zones Enable echo canceller
-Host and Route Tables = ———a
- Network Address Trans/ation (N Echo canceller tail delay | 128 %] ¢ milliseconds)
- Qo5 Thresholds - .
e Enable dynamic attenuation
" I_ng:;cngse el Voice activity detection threshold |1 | to-apem)
- Engineered Values s
R e e Idle noise level |0 | co-1oem)
+ Geographic Redundancy % % i
fooal Rfactor calculation [7]
-Customers DTMF tone detection
~Routes and Trunks
— Routes and Trunks Enable low latency mode []
oS Remove DTMIF delay (squelch DTMF from TDMto IP}
- Digital Trunk Interface ay (s
~Dialing and Numbering Plans ‘ Enable modemfax pass through mode ‘
- Electronic Switched MNetwark
- Flexible Code Restriction ‘ Enable V.21 FAX tone detection ‘
~Incoming Digit Translation
_Phones Fax TCF method |2 v
:;Eerggr‘ges FAX maximum rate (14200 | (ppe)
- Views 2 1
Liee FAX playout nominal delay 100 | ¢0- 300 milliszcands )
- Properties e
— Migration FAX no activity timeout |20 | (10-32000 milliseconds )
~Tools 5 7]
+Backup and Restors FAX packet size 30 w
- Date and Time +Codec G711 Select
+Logs and repaorts
-Security +Codec  G720A Select
+Passwords
ot +Codec  G723.1 Select []
+Login Options +Codec T3ZFAX Select
+0QoS v
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4.4. Administer Zones and Bandwidth
This section describes the steps to create 2 zones: zone 10 for VGW and IP phones, and zone 255
for IP SIP Trunk.

4.4.1. Create a zone for IP phones (zone 10)

The following figures show how to configure a zone for IP sets and VGW for bandwidth
management purposes. The bandwidth strategy can be adjusted to preference.

a) Select IP Network -> Zones configuration from the left pane, click on the Bandwidth Zones
as shown in Figure 4:16.

- Maintenance
+Core Eguipment
- Peripheral Egquipment
~ IP Metwark
- Modes: Servers, Media Cards
- Maintenance and Repotts
- Media Gateways
-Zones
-Hostand Route Tables

- Qo5 Thresholds
- Personal Directories
- Unicode Name Directary

- Metwork Address Translation (M

AVAVA CS1000 Element Manager

~UCH Metwork Services Managing: 111.10.97.80  Username: admin

~Home Systsm » IP Netwark » Zones

-Links
- Virtual Terminals Zones

'5]’:‘19'" Zones are used to group related infarmation for either bandwidth or dial plan numbering purposes.
+rAlarms

Bandwidth Zones

Bandwidth zones are used for alternate routing of calls between IP stations and alsa for bandwidth management.
Numbering Zones

Murnbering zones are used to route calls throuah a centralized call server,

Figure 4:16 Zones Page

c) The Bandwidth Zones screen is displayed as shown in Figure 4:17. Click Add.

- Maintenance
+Core Eguipment
- Peripheral Egquipment
= IP Metwark
-MNodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zohes
-Hostand Route Tables

- Qo8 Thresholds
- Personal Directories
- Unicode Name Directory

- Metwark Address Translation (.

AVAYA C81000 Element Manager
~UCM Network Services Managing: 111.10.97.80  Username: admin
_Home System » IP Network » Zones » Bandwicth Zones
-Links

- Virual Terminals Bandwidth Zones
-System

+Alarms

l Add... ] ¢ [Impor‘t ] l Export I [Mamtenan:e... Refresh
Zone s Intrazone Bandwidth  |nirazone Stratecy Intetzane Bandwidth  |nterzone Strated: Resaurce Type Zohe Intent Description

10 10 1000000 Ba 1000000 Ba SHARED MO

20 255 1000000 BQ 1000000 Bo SHARED VTRK

Figure 4:17 Bandwidth Zones

c¢) Then in the Add Bandwidth Zone screen (not shown), click on Zone Basic Property and
Bandwidth Management, select the values as shown (in red box) in Figure 4:18 and click on
the Submit button.

- INTRA_STGY: bandwidth configuration for local calls.

- INTER_STGY: bandwidth configuration for the calls over trunk.

- BQ: G711 is first choice and G729 is second choice.

- BB: G729 is first choice and G711 is second choice.

- MO: is used for IP phones, VGW

- VTRK: is used for virtual trunk.
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The TELUS SIP Trunk support is set for G.711 for the initial setup, with G.729 used when
necessary for low bandwidth test cases. So the MO Zone 10 was configured with Strategy Best

Quality (BQ).

AVAYA CS1000 Element Manager
-UCM Network Services Managing: 111.40.97.80  Username: acmin
_Home System » IP Network » Zones » Bandwicth Zones » Bandhwicth Zanes 10 » Edit Bandwidth Zone » Zone Basic Property and Bancdwidth Management
-Links
- Virtual Terminals Zone Basic Property and Bandwidth Management
-System
+Alarms
gt Input Description [ mwatVae |
+Core Eguipment
- Peripheral Eguipment Zone Number (ZONE): | = ¢1-s000y
~IF Metwork ~ -
- Nodes: Servers, Media Cards Intrazone Bandwidth (INTRA_BW): | 1000000 (0- 10000000

- Maintenance and Reports
- Media Gateways

Intrazone Strategy (INTRA_STGY): | 'Beslrauéh_l_y (EG) >

-Zanes i . |
e Interzone Bandwidth (INTER_BW): _1 0ooooa | co- muuo?oo)
- Metwork Address Translation (M, Interzone Strategy (INTER_STGY): | Best Quality (BQ) v
- @05 Thresholds =
- Personal Direclories Resource Type (RES_TYPE): | Shared (SHARED) + |
sen il e Zone Intent (ZBRN): | MO MO} ~|
+Interfaces = = =
- Engineered Values Description (ZDES):

+Emergency Services

+ Geographic Redundancy

+Saftware [(Submit | [ Refresh | [ Cancel |
-Customers

Figure 4:18 Bandwidth Management Configuration Details— IP phone

4.4.2. Create a zone for virtual SIP trunk (zone 255)

Follow Section 4.4.1 to create a zone for the virtual trunk. The difference is in Zone Intent
(ZBRN) field. Select VTRK for virtual trunk as shown in Figure 4:19 and then click on the
Submit button.

The TELUS SIP Trunk support G.729 as the first choice, G.711 as fallback. So the VTRK Zone
255 was configured with Strategy Best Quality (BQ).

AVAYA €S1000 Element Manager

~UCH Network Services Managing: 111.10.97.80  Username: admin
_Home System » IP Network » Zones » Bandwicth Zones » Bandhwicth Zones 255 » Edt Bandwidth Fone » Zone Basic Property and Bandvwicth Management
-Links
- Virtual Terminals Zone Basic Property and Bandwidth Management
- System
+Alarms
-Malterance oo ] e
+Core Eguipment : ~
- Peripheral Equipment Zone Number (ZONE}): | = ¢1-8o00y
=P Metwork .
-Nodes: Servers, Media Cards Intrazone Bandwidth (INTRA_BW): | 1000000 (0 - 10000000 )
- Maintenance and Repotts =
- Media Gateways
-Zones i i I
o, Interzone Bandwidth (INTER_BW): _1 0oonoo | (o- mnm..mu)
- Metwaork Address Translation (M Interzone Strategy (INTER_STGY): Best Guality (BG) |
- Qo5 Thresholds T T T
— Personal Directaries Resource Type (RES_TYPE): | Shared (SHARED) + |
- Unicode Name Directary
+Interfaces
- Engineered Values Description (ZDES):
+Emergency Services
+ Geographic Redundancy
+ Software [ Submit ] [ Refresh ] [ Cancel ]
-Customers

Intrazone Strategy (INTRA_STGY): | Best Quality (BQ) v |

Zone Intent (ZBRN): | VTRK (WTRK) v

Figure 4:19 Bandwidth Management Configuration Details— Virtual Trunk
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4.5. Administer SIP Trunk Gateway
This section describes the steps for establishing a SIP IP connection between the SIP Signaling
Gateway (SSG) and the Acme Packet SBC.

4.5.1. Integrated Services Digital Network (ISDN)

a) Select Customers in the left pane. The Customers screen is displayed. Click on the link
associated with the appropriate customer, in this case 00. The system can support more than one
customer with different network settings and options.

- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwark
-MNodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables

- Qo8 Thresholds

- Personal Directories

- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software

- Customer s

- Netwark Address Translation (M

Customer Number s

Ad
10 [ag]

AVAYA €S1000 Element Manager
-UCH Network Services Managing: 111.10.97.80  Username: acmin
s Customers
-Links
- virtual Terminals Customers
-System
+Alarms

Retresh
Total Routes Tatal Trunks

2 36

Figure 4:20 Customer Page

b) The Customer 00 Edit page will appear. Select the Feature Packages option from this page.

AVAYA €S1000 Element Manager
-UCM Network Services Wanaging: 11.10.97.80  Username: admin
_Home Customers » Custamer 00 » Customer Details
-Links

- Mirtual Terminals Customer Details
~System

+Alarms

- Maintenance
+Core Equipment
- Peripheral Equipment
- IP Metrk
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
-Host and Route Tahles
- Metwark Address Translation (N
- Qo8 Thresholds
- Personal Directories
-Unicode Mame Directory
+Interfaces
- Engineered Valugs
+Emergency Semnvices
+Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electronic Switched MNetwork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates

Basic Configuration

Application Module Link
Attendant

Call Detail Recording

Call Party Name Display

Call Redirection

Centralized Attendant Service
Controlled Class of Service
Fealures

Flexible Feature Codes

Intercept Treatments

ISDM and ESN Metwarking

Listed Directory Numbers

Media Services Propetties

Mabile Service Directory Numbers
Multi-Party Operations

Might Service

Recorded Overflow Antouncement
SIF Line Service

Timers
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c¢) The screen is updated with a list of Feature Packages populated. Select Integrated Services
Digital Network to edit its parameters. The screen is updated with parameters populated below
Integrated Services Digital Network. Check the Integrated Services Digital Network (ISDN)
checkbox, and retain the default values for all remaining fields as shown in Figure 4:22. Scroll
down to the bottom of the screen, and click on the Save button at the bottom of the page.

AVAYA

CS1000 Element Manager

~UCH Metwork Services

+ Geographic Redundancy
+ Software

-Customers

~Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface

- Dialing and Numbering Plans
- Elctronic Switched Metwork

-Integrated Services Digital Network Package: 145

-Home +Dial Access Preficon CLID table entry option
~Links [ integrated semices Digital Metwork |
- Virtual Terminals
-System | - ¥irtual private network identifier: |1 - 16383)
+Alarms =
- Maintenanca ‘ - Private network identifier: |1 |1 1e3Em)
+Core Eguipment
- Peripheral Eguipment - Mode DN
=P Metwork I i
D B bkt A Multi-location business group: |0 | -es53m)
- Maintenance and Reports v r
T Naia Gatawans Business sub group consultonly: 5535 J (0 - 65535
- Zones Prefic 1
-Host and Route Tables s
- Metwark Address Translation (M Prefix 2
- Qo5 Thresholds =
- Personal Directories Home number plan area cade (200 - 0oay
-Unicode Name Directory
+Interfaces Prefix for central office 100 - 9995)
- Engineered Values ) -
+ Emergency Services Home location code | (100 - n9aecaan)

Local steering code
Calling number type CLID’feature diép\ay_s fhe set's Pi’ihe DN v
Redirection count for ISDN calls: | §
CLID infarmation for incomingfoutgoing calls N_o man\pu\atior_w is dom:T bl

Public semvice telephone networks: []

_ Flexible Gode Restriction +Flexible Senvices Package: 152

- Incoming Digit Translation +Network Attendant Service Package: 159
-Phones

- Templates +Flexible Numbering Plan Package: 160

-Reports + Trunk Failure Monitor Package: 182

- Views

- Lists +Radio Paging Package: 187

: ;T;E;mﬁs +DPNSS Network Senvices Package: 231
~Tools +M911 Enhancement Display Package: 249

Back d Rest

i DZL ua?q:ﬂTlm:B s +Called Party Control on Internal Calls Package: 310

+Logs and reparts +DPNSSI Message Waiting Indication Package: 325
~Securif

7 Pasgwrds +M3900 Product Enhancement Package: 386

+Palicies +IP Media Services Package: 422

+Login Options

) o

Figure 4:22 Customer — ISDN Configurations

4.5.2. Administer SIP Trunk Gateway to Acme Packet SBC

a) Select IP Network -> Nodes: Servers, Media Cards configuration from the left pane, and in
the IP Telephony Nodes screen displayed, select the Node ID of this CS1K system (e.g. 1000).
The Node Details screen is displayed as shown in Figure 4:5, Section 4.2.1.
b) On the Node Details screen, select Gateway (SIPGw) (not shown).
¢) Under General tab of the Virtual Trunk Gateway Configuration Details screen, enter the
following testing values (highlighted in red boxes) for the specified fields, and retain the default
values for the remaining fields as shown in Figure 4:23.

- Vtrk gateway application: SIP Gateway (SIPGw)

- SIP domain name: TELUS.com

- Local SIP port: 5060

- Gateway endpoint name: carl-cores] (the FQDN of the CS1K)

- Application node ID: 1000 (this should match the Node ID configured in Section 4.2.1)
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AVAYA

CS1000 Element Manager

~UCH Metwork Services
~Home
-Links
= Virtual Terminals
- System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Eguipment
=P Metwark
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Metwark Address Translation (M
- Qo5 Thresholds
- Personal Directories
- Unicode Name Directary
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
~Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork
- Flexible Code Restriction

Managing: 111.10.97.80 Username: admin
System » IP Metwork » IP Telephony Modes » hode Details » Yirtual Trunk Gateway Configuration

MNode ID: 1000 - Virtual Trunk Gateway Configuration Details

General | 8IP Gateway Settings | SIP Gateway Services

wirk gateway application] Enahle gateway service on this node

General Virtual Trunk Network Health Monitor
Wirk gateway application :'S\P G’alewayﬂ(SHﬁG;u)r | [ Monitor IP addresses (listed below)
SIP domain name: |telus.cam 1B Information will be captured for the IF addresses listed
below
Local SIP port, 5060 |+ 1 -Basas) || Manitor IP:
Gateway endpoint narme: ||carl-corest || | Monitor addresses
Gateway passward -

Application node 1D :-WEIEIIE | #(0-99g9)

Enable failsafe NRS: []

Note: Changss mads on this page will NOT be
transmitted! until the Node is also saved

.

*Required Value

Figure 4:23 Virtual Trunk Gateway Configuration Details Page 1

d) Click on the SIP Gateway Settings tab, under Proxy or Redirect Server, enter the following
values (highlighted in red boxes) for the specified fields, and retain the default values for the
remaining fields as shown in Figure 4:24.

AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links
-Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- P Metwork
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tahles
- Metwaork Address Translation (M
- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directary
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
~Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork

Managing: 111.10.97.80 Username: admin
System » IP Network » IP Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration

Node ID: 1000 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Setlings | SIF Gateway Services

Proxy Or Redirect Server:
Proxy Server Route 1:
Primary TLAN IP address: :1 11.10.97.184

The P address can have sther Pv4 or IPvE format based onthe value of "TLAN
address type"

Port | 5080 (1 -65535)

Transpart pratacol: || UDP v

Options: [[] Support registration
[C] Primary CDS prosy

Secondary TLAN IP address: 0.000
The IP address can have sither IPv4 or IPvE format based on the value of “TLAN
address type"

Port: (5060 (1-65535)

Transport protocol: | TCP v

Mote: Changes made on this page will NOT be

peliedivake transmitted unti the: Node is also saved

.

- Flexible Code Restriction
- Incoming Digit Translation

Figure 4:24 Virtual Trunk Gateway Configuration Details Page 2

e) On the same page as shown in Figure 4:25, scroll down to the SIP URI Map section (Figure
18).

Under the Public E.164 Domain Names, for:

- National: leave this SIP URI field as blank

- Subscriber: leave this SIP URI field as blank

- Special Number: leave this SIP URI field as blank

- Unknown: leave this SIP URI field as blank
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Under the Private E.164 Domain Names, for:

- UDP: leave this SIP URI field as blank

- CDP: leave this SIP URI field as blank

- Special Number: leave this SIP URI field as blank

- Vacant number:

leave this SIP URI field as blank

- Unknown: leave this SIP URI field as blank

Note: These fields are blank in correspondence with the Avaya DevConnect lab configuration, it
is possible that customer installations will have domains names configured here.

Then click on the Save button.

AVAYA

CS1000 Element Manager

~UCH Metwork Services
~Home
-Links
= Virtual Terminals
- System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Eguipment
=P Metwork
- Modes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Hostand Route Tables
- Metwark Address Translation (M
- Qo5 Thresholds
- Personal Directories
- Unicode Name Directary
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
~Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwark
- Flexible Code Restriction
—Incoming Digit Translation

Managing: 111.10.97.80 Username: admin
System » IP Metwork » IP Telephony Modes » hode Details » Yirlual Trunk Gateway Configuration

Node ID: 1000 - Virtual Trunk Gateway Configuration Details

General | 8IP Gateway Settings | SIP Gateway Servicas

ISIP URI Map:

Public E164 domain hames Ptivate damain names

Matianal: ] UDF:
Subscriber: | ] oo |
Special number: . Special number:

Unknown: 1 Vacant number:

Unknown:

SIP Gateway Services
SIP Converged Desktop: [[] Enahble CD service
Sermvice DN | Ued for making % TR call from agert.
Caonverged telephone call forward DR: |
RAN route for announce: (route number 0 - 511)
Waittime before RAN gueue: (-1 - 32767 msec)

Note: Changss mads on this page will NOT be

et transmitted unti the: Nade is also saved.

,

Figure 4:25
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4.5.3. Administer Virtual D-Channel

a) Select Routes and Trunks -> D-Channels from the left pane to display the D-Channels
screen. In the Choose a D-Channel Number ficld, select an available D-channel from the
drop-down list (e.g. 0) as shown in Figure 4:26. Click on to Add button.

AVAYA

CS1000 Element Manager

~UCH Metwork Services
~Home
-Links
= Virtual Terminals
- System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Egquipment
+ 1P Bletwork
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork
- Flexible Code Restriction
- Incoming Digit Translation

Manzging 111.10.97.80 Username: acmin

Routes and Trunks » D-Channels

D-Channels

Maintenance

C-Channel Diagnostics (LD 96)

MNetwork and Peripheral Equipment (LD 32 Virtual D-Channels)
MSDL Diagnostics (LD 96)

ThDI Diagnostics (LD 86)

D-Channel Expansion Diagnostics (LD 48)

Configuration
~ | and type DCH | -m

Type: DCH

Choose a D-Channel Mumber. U

- Channel: 100 Card Type: DCIP Description
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b) The D-Channels 100 Property Configuration screen is displayed next as shown in Figure
4:27. Enter the following values for the specified fields, and retain the default values for the

remaining fields.

- D channel Card Type (CTYP): D-Channel is over IP (DCIP)
- Designator (DES): A descriptive name
- Interface type for D-channel (IFC): Meridian Meridian1 (SL1)

- Meridian 1 node type: Slave to the controller (USR)

- Release ID of the switch at the far end (RLS): 25

- Advanced options (ADVOPT): check on Network Attendant Service Allowed

AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links
-Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+IP Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwark
- Flexible Code Restriction
- Incaming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migration
~Tools
+Backup and Restore
- Date and Time
+Logs and reparts
-Security
+Passwords
+Palicies
+Login Options

D-Channels 100 Property Configuration

-Basic Configuration

Input Description L meatVae |

Action Device And Mumber (ADAN):

| D channel Card Type :

Designator:
Recovery ta Primany:

FRIloop number for Backup D-channel:

|

User

Interface type for D-channel: |

Meridian Merigjan (SL1) v

Country:
DO-Channel PRI loop number:

Primary Rate Interface:

Secondary PRIZ loops:

_ETS 300=102 basic p_rutucu\ (_ETS\_) v

Meridian 1 node type: |
Release ID ofthe switch atthe far end: [ 25 v:

Slave 1o the controller (USR) |

Central Office switch type
Integrated Services Signaling Link Maximum.

Signalling server resource capacnv.:

+
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¢) Click on the Basic Options and click on the Edit button at the Remote Capabilities (RCAP)
attribute as shown in Figure 4:28. The Remote Capabilities Configuration page will appear.
Then check on the ND2 and the MWI (if PSTN mailboxes are present on the CS1K Call Pilot)

checkboxes as shown in Figure 4:29.

AVAYA €S1000 Element Manager

-UCM Network Services
-Home
-Links
-Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+IP Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwark
- Flexible Code Restriction
- Incaming Digit Translation
-Phones
-Templates o
- Reports
- Views
- Lists
- Properties
- Migration
~Tools
+Backup and Restore
- Date and Time
+Logs and reparts
-Security
+Passwords
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+Login Options
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AVAYA €S1000 Element Manager
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-Dialing and Numbering Plans Network access data (NAC) []
- Electronic Switched MNetiork
_ Flexible Code Restriction Network call trace supported (NCT) []
- Incoming Digit Translation Network name display method 1 (ND1) []

~Pi
—]rcgtl“sz\ates | Network name display method 2 (ND2) ‘
- Reports Network name display method 3 (ND3) []
- Views
~Lists Name display - integer ID coding (NDI} []
- Properties Name display - object ID coding (NDO) []
- Migration

—Tools Path replacement uses integer values (PRI) []
+Backup and Restore Path replacement uses object identifier (PRO) []

- Date and Time

+Logs and reports Release Link Trunks over IP (RLTI) []

-Security Remote virtual queuing (RVQ) []
P (i}

: p:ﬁsi‘sz & Trunk anti-tromboning operation (TAT) []

+Login Options User to user service 1 (UUS1) []

NI-2 name display option. (NDS) []
Message waiting indication using integer values (QMWI) []

Message waiting indication using object identifier (QMWO) []
User to user signalling (UUI []

[ Return - Rermote Capahilities ] [ Cancel ]

Figure 4:29 Remote Capabilities Configuration Details

d) Click on the Return — Remote Capabilities button.
e) Click on the Submit button (not shown).

4.5.4. Administer Virtual Super-Loop

Select System -> Core Equipments -> Superloops from the left pane to display the
Superloops screen. If the Superloop does not exist, please click “Add” button to create a new
one as shown in Figure 4:30. In this example, Superloop 100 is being added and used.

AVAYA €S1000 Element Manager

-UCM Network Services Managing: 111.10.97.80  Username: admin
~Home System » Core Eguipment » Superloops
-Links

- ¥irtual Terminals Superloops
-System
+Alarms
- Maintenance Add | Refresh
- Core Equipment
-EDDDEI Supetloop Mumber « Superloop Type
- Superloops —
- MEDUMISP Cards 10 2 IPMS
- Conference/TDEMultitequency 1 2O 96 irtual
-Tone Senders and Detectors 3O 100 Virtual
- Peripheral Equipment
+ 1P Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software

Figure 4:30 Administer Virtual Super-Loop
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4.5.5. Enable Music for Customer Data Block

a) Select Customers in the left pane. The Customers screen is displayed. Click on the link
associated with the appropriate customer, in this case 00. The system can support more than one
customer with different network settings and options. The Customer 00 Edit page will appear

(not shown). Select the Feature Packages option from this page.

b) The screen is updated with a list of Feature Packages populated. Select Enhanced Music to
edit its parameters. Check to enable music for Customer 00, define music route 1 as show in the
red box of Figure 4:31. The CS1K system has been pre-configured with music route 1.

¢) Scroll down to the bottom of the screen, and click on the Save button at the bottom of the

page.
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~UCM Metwork Services
~Home
-Links
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- Engineered Yalues
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-D-Channels
- Digital Trunk Interface
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-Templates
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- Views
- Lists
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+Backup and Restore
- Date and Time
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-Security
+Passwords
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+Login Options
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Feature Packages
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4.5.6. Administer Virtual SIP Routes

a) Select Routes and Trunks -> Routes and Trunks from the left pane to display the Routes
and Trunks screen. In this example, Customer 0 is being used. Click on the Add route button
as shown in Figure 4:32.

AVAYA €S1000 Element Manager
-UCM Network Services Managing: 111.10.97.80  Lisername: a wcimin
_Home Routes and Trunks » Routes and Trunks
-Links
- Virtual Terminals Routes and Trunks
-System
+Alarms
- Maintenance
- Core Equipment + Customer: 0 Total routes: 2 Total trunks: 36
-Loops
- Buperloops
- MSDUMISP Cards
- Conference/TDSMultifreguency 1
-Taone Senders and Detectors
- Peripheral Equipment
+IP Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
.
Figure 4:32 Add route

b) The Customer 0, New Route Configuration screen is displayed next. Scroll down until the
Basic Configuration Section is displayed and enter the following values for the specified fields,
and retain the default values for the remaining fields as shown in Figure 4:33.

- Route Number (ROUT): Select an available route number.

- Designator field for trunk (DES): A descriptive text.

- Trunk Type (TKTP): TIE trunk data block (TIE)

- Incoming and Outgoing trunk (ICOG): Incoming and Outgoing (IAO)

- Access Code for the trunk route (ACOD): An available access code.

- Check the field The route is for a virtual trunk route (VTRK), to enable four
additional fields to appear.

- For the Zone for codec selection and bandwidth management (ZONE) field,
enter 255 (created in Section 4.4.2).

- For the Node ID of signaling server of this route (NODE) field, enter the node
number 1000 (created in Section 4.2.1).

- Select SIP (SIP) from the drop-down list for the Protocol ID for the route (PCID)
field.

- Check the Integrated Services Digital Network option (ISDN) checkbox to
enable additional fields to appear. Enter the following values for the specified
fields, and retain the default values for the remaining fields. Scroll down to the
bottom of the screen.

o Mode of operation (MODE): Route uses ISDN Signalling Link (ISLD)
o D channel number (DCH): D-Channel number 100 (created in Section
4.5.3)
o Network calling name allowed (NCNA): Check the field.
Network call redirection (NCRD): Check the field.
o Insert ESN access code (INAC): Check the field.

O
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- Click on Basic Route Options, check the North American toll scheme (NATL)
and Incoming DID digit conversion on this route (IDC), input DCNO 1 for both
Day IDC Tree Number and Night IDC Tree Number as shown in Figure 4:34.
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- Click on Advance Configurations; check Music-on-hold to enable music on hold
on the route. Input music route 1 to the boxes as shown in Figure 4:35. The CS1K

system has been pre-configured with route 1 as a music route.
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¢) Click on the Submit button.
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4.5.7. Administer Virtual Trunks

a) Continue Section 4.5.6, after click Submit, the Routes and Trunks screen is displayed and
updated with the newly added route. In the example, Route 100 was being added. Click on the
Add trunk button next to the newly added route 100 as shown in Figure 4:36.

AVAYA €S1000 Element Manager
-UCM Network Services Managing: 111.10.97.80  Username: a cimin
_Home Routes and Trunks » Routes and Trunks
-Links
- Mirtual Terminals Routes and Trunks
-System
+Alarms
- Maintenance
- Core Eguipment - Customer: 0 Total routes: 2 Tatal trunks: 36 Add route
-Loops
_ Superaops +Route: 1 Type: MUS Description: MUS
- MEDUMISF Cards . -
_ ConferenceTDSMullifaguency +Route: 100 Typs: TIE Description: TELUS Add trunk

-Taone Senders and Detectors

- Peripheral Equipment
+IP Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software

-Customers

-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface

Figure 4:36 Route and Trunks

b) The Customer 00, Route 100, Trunk 1 Property Configuration screen is displayed in
Figure 4:37. Enter the following values for the specified fields and retain the default values for
the remaining fields. The Media Security (SRTP) has to be disabled at the trunk level by editing
the Class of Service (CLS) at the bottom basic trunk configuration page. Click on the Edit
button as shown in Figure 4:37.

- The Multiple trunk input number (MTINPUT) field may be used to add
multiple trunks in a single operation, or repeat the operation for each trunk. In the
sample configuration, 32 trunks were created.

- Trunk data block (TYPE): IP Trunk (IPTI)

- Terminal Number (TN): Available terminal number (created in Section 4.5.4)

- Designator field for trunk (DES): A descriptive text

- Extended Trunk (XTRK): Virtual trunk (VTRK)

- Member number (RTMB): Current route number and starting member

- Start arrangement Incoming (STRI): Immediate (IMM)

- Start arrangement Qutgoing (STRO): Immediate (IMM )

- Trunk Group Access Restriction (TGAR): Desired trunk group access
restriction level

- Channel ID for this trunk (CHID): An available starting channel ID
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Figure 4:37 New Trunk Configuration Details

c) For Media Security, select Media Security Never (MSNYV). Enter the remaining values for
the specified fields as shown in Figure 4:38. Scroll down to the bottom of the screen and click
Return Class of Service and then click on the Save button (not shown).
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4.5.8. Administer Calling Line Identification Entries

a) Select Customers > 00 > ISDN and ESN Networking. Click on Calling Line Identification
Entries as shown in Figure 4:39.
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+Logs and reports
-Security
+Passwords
+Palicies
+Login Options

Manzging 111.10.97.80 Uszername: acmin
Customers » Customer 00 » Customer Details » ISDM and ESN Metworking

ISDN and ESN Networking

General Properties

Flexible trunk to trunk connection option: ections restricted v:

o

Flexible orhiting prevention timer: E

Country code: |1 (0 - 9998)
Code for processing the called number

Natioral access code: 001

Intemational access code: [011

Options: Transfer on ringing of supervised external trunks

Connection of supervised external frunks

Metwork option: [[] Coordinated dialing plan routing
Integrated services digital netwark:

Microsoft converged office dialing plan 'Fflvale dialing plan |

Calling Line Identification
Infarmation for incoming/outgoing calls: ‘ MNo mampu\atl’nﬂ isdone (v
Size: |256 | @ - 4000)
Country code: |1 (0 - o900

Code displayed as part of calling number

GCalling Line ldentification Entries

Figure 4:39 ISDN and ESN Networking

b) Click on Add as shown in Figure 4:40.

AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links
- Virtual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+IP Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface

Managing: 111.10.97.80  Username: acmin
Customers » Customer 00 » Customer Details » ISDN and ESN Networking » Caling Line ldsntification Ertriss

Calling Line Identification Entries

Searchfor CLID
Start range |

End range ;|

'End range’ should not exceed the CLID size specifiad

Calling Line Identification Entries

Figure 4:40 Calling Line Identification Page

¢) Add entry 0 as shown in Figure 4:41
- National Code: leave as blank
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- Local Code: input prefix digits assigned by Service Provider, in this case it is 6 digits —
913324. This Local Code will be used for call display purpose of outbound international
call configuration in Section 4.6.6 in where the Special Number 0 is associated with Call
Type = Unknown.
- Home Location Code: input prefix digits assigned by Service Provider, in this case it is
6 digits - 913324. This Home Location Code will be used for call display purpose for
Call Type = National (NPA).
- Local Steering Code: input prefix digits assigned by Service Provider, in this case it is
6 digits - 913324. This Local Steering Code will be used for call display purpose for
Call Type = Local Subscriber (NXX).

- Calling Party Name Display: Uncheck for Roman characters.

- Maintenance
+Core Eguipment
- Peripheral Eguipment
+ 1P Bletwork
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched MNetwork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migration
~Tools

AVAVA CS1000 Element Manager
-UCM Network Services Manzging 11.40.97.80 Uszername: acmin
—Home Customers » Customer 00 » Customer Details » I[SDN and ESM Metworking » Calling Line Identification Entries » Edit Calling Line Identification 0
-Links - - - — -
- Virtual Terminals Edit Calling Line Identification 0
- System
+Alarms

General Properties

Mational Code

(0 - 898999)
Code far national home number
| Local Code: (403652 | (112 digits)
Code for home local number of listed DN
Home Location Code: | 403692 17 digits)
Local Steering Code: 4‘0‘3(‘592 €17 digits)
UssDNasDID:[YES

Emergency Services Access

Emergency Local Code: | | (142 digitsy
Code for home local number during Emergency calls

Home national number Tor emergency services
Emergency Options: [] s alls gency

Append the originating directary number for
EMErgency services access calls

Calling Party Name Display

+Backup and Restore

- Date and Time

+Logs and reports
-Security

+Passwords

+Palicies

+Login Options

Roman characters: 7]

Figure 4:41 Edit Calling Line Identification 0
d) Click on Save.

4.5.9. Enable External Trunk to Trunk Transferring

This section shows how to enable External Trunk to Trunk Transferring feature which is a
mandatory configuration to make call transfer and conference work properly over SIP trunk.
a) Login Call Server CLI (please refer to Section 4.1.2 for more detail)

b) Allow External Trunk To Trunk Transferring for Customer Data Block by using LD 15
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>ld 15

CDBO000

MEM AVAIL: (U/P): 35600176 USED U P: 8325631 954062 TOT: 44879869
DISK SPACE NEEDED: 1722 KBYTES

REQ: chg

TYPE: net

TYPE NET DATA
CUST 0
OPT

TRNX yes
EXTT yes

4.6. Administer Dialing Plans

4.6.1. Define ESN Access Codes and Parameters (ESN)

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select ESN Access Code and
Parameters (ESN) as shown in Figure 4:42.

AVAVA CS1000 Element Manager
-UCM Network Services Manzging 111.10.97.80 Uzername: acmin
_Home Dialing and Kumbering Plans » Electronic Switched Network (ESM)
~Links
- Virtual Terminals Electronic Switched Network (ESN)

- System
+Alarms
- Maintenance

+Core Eguipment "
_ Peripheral Equipment - Network Control & Services

+|P Metwork - MNetwork Control Parameters (NCTL)
+Interfaces | - ESM Access Codes and Parameters (ESN) |
- Engineered Yalues - Digit Manipulation Block (DGT)
+Emergency Services - Home Area Code (HNPA)
+Geographic Redundancy - Flexible CLID Manipulation Black (CMDB)
+ Software - Free Calling Area Screening (FCAS)
" - Free Special Numhber Screening (FSNS)
L

RbUle B TaITS - Incaming Trunk Group Exclusion (ITGE)

- Customer 00

-D-Channels

-~ Digital Trunk Interface
-Dialing and Numbering Plans

- Electronic Switched hetiork

- Flexible Code Restriction

- Incoming Digit Translation
-Phones

-Templates

- Reports

- Views

- Lists

- Properties

- Migration
~Tools

+Backup and Restore

- Date and Time

+Logs and reports
-Security

+Passwords

+Palicies

+Login Options

- MNetwork Aftendant Services (MAS)
- Coordinated Dialing Plan (CDP)
- Local Steering Code (LSC)
- Distant Steering Code (DSC)
- Trunk Steering Code (TSC)
- Numbering Plan (NET)
- Access Code 1
- Home Location Code (HLOC)
- Location Code (LOC)
| Mumbering Plan Area Code (NP4&) |
- Exchange (Central Office) Code (N9
= Special Number (SPN)
- MNetwork Speed Call Access Code (NSCL)
- Access Code 2
- Home Location Code (HLOC)
- Location Code (LOC)
- Numbering Plan Area Code (NPA)
- Bxchange {Central Office) Gode (M)
- Special Number (SPMN)
- MNetwork Speed Call Access Code (NSCL)

Figure 4:42 Electronic Switch Network (ESN)

b) In the ESN Access Codes and Basic Parameters page, define NARS/ BARS Access Code 1
as shown in Figure 4:43.
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AVAYA

CS1000 Element Manager

-UCM Network Services
-Home
-Links
-Virual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+IP Metwark
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched MNetwark
- Flexible Code Restriction
- Incaming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migration
~Tools
+Backup and Restore
- Date and Time
+Logs and reparts
-Security
+Passwords
+Palicies
+Login Options

~
ESN Access Codes and Basic Parameters
General Properties
MNARS/BARS Access Code 1 |6
MNARS Access Code 20 |7
MARSIBARS Dial Tone after dialing AC1 or ACZ access codes
Expensive Route Waming Tone
- Expensive Route Delay Time: |G | (0-10)
Coordinated Dialing Plan feature for this customer:
- Maximum number of Steering Codes: |B4000 (1-84000)
- Mumher of digits in CDP DN {DSC + DN or LEC + DM): |10 (3-10)
Routing Controls: []
Check for Trunk Group Access Restrictions: []
Limits
Maximum number of Digit Manipulation tables: :ZU.UU. £0-2000)
Maximum number of Route Lists: ;ZDDD ¢0-2000)
Maximum number of CLID manipulation tables: ;255 (1-286
Maximum nurmber of Supplemmental Digit restriction blocks: 1 500 ¢0- 1500
Maxdmum number of Incoming Trunk Graup exclusion tables :255 (0-286)
Maximurn number of Free Calling area screening tables: | 265 (0-255)
Maximurn number of Free Special number screening tables: ZéE (0-286)
Maximum number of LOC codes (NARS only): 16000 ¢0- 6000
Maximum number of Special Commaon Carrier entries: | ] (0-7)
TOD Schedules
0 00 0D 23 59
Time of Day Schedules : | pes

Figure 4:43 ESN Access Codes and Basic Parameters

¢) Click Submit (not shown).

4.6.2. Associate NPA and SPN call to ESN Access Code 1
a) Login Call Server CLI (please refer to Section 4.1.2 for more detail)

b) In LD 15, change Customer Net Data block by disabling NPA and SPN to be associated to

Access Code 2. It means Access Code 1 will be used for NPA and SPN calls.

>ld 15
CDB000

MEM AVAIL: (U/P): 35717857 USED U P: 8241949 920063 TOT: 44879869

DISK SPACE NEEDED: 1697 KBYTES

REQ: chg
TYPE: net_data
CUST 0

OPT

AC2 xnpa xspn
FNP

CLID

ISDN
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¢) Verify Customer Net Data block by using LD 21

>ld 21
PT1000

REQ: prt

TYPE: net

TYPE NET _DATA
CUST 0

TYPE NET DATA
CUST 00
OPT RTA

AC1 INTL NPA SPN NXX LOC

AC2
FNP YES

4.6.3. Digit Manipulation Block (DMI)

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane
to display the Electronic Switched Network (ESN) screen. Select Digit Manipulation Block
(DGT) as shown in Figure 4:42.

b) In the Choose a DMI Number field, select an available DMI from the drop-down list and
click to Add as shown in Figure 4:44.

- Maintenance
+Core Eguipment
- Peripheral Egquipment
+IP Metwork
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched hetiork
- Flexible Code Restriction
- Incoming Digit Translation

AVAVA CS$1000 Element Manager
-UCH Network Services Managing: 111.10.97.80  Username: acmin
_Home Diling and Numbering Plans » Electronic Switched Metwark (ESN) » Customer 00 » Netwark Cortrol & Services » Digit Manipulstion Block List
-Links — - - -
- Virtual Terminals Digit Manipulation Block List
-System
+Alarms

Please chonss the | Digit ManipUlation Block Index 1 | [ 1o Add

STB; Reviewed:
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c) Enter 0 for the Number of leading digits to be Deleted (Del) field and select NPA (NPA)
for the Call Type to be used by the manipulated digits (CTYP) and then click Submit as
shown in Figure 4:45.

AVAVA CS1000 Element Manager
-UCM Network Services Managing: 111.40.97.80  Username: acmin
_Home Dialing and Numbering Plans » Electronic Switched Metwork (ESN) » Customer 00 » Network Cortrol & Services = Digit Manipulation Block List » Digit Manipulation Block
-Links
- Virtual Terminals Digit Manipulation Block
- System
+Alarms

- Maintenance

+Core Eguipment

- Peripheral Eguipment
+1P Metwork
+Interfaces

- Engineered Yalues
+Emeargency Setvices IP Special Mumber: []
+ Geographic Redundancy T
+ Software Call Type to he used by the manipulated digits : |{i)

~Customers

-Routes and Trunks z
-Routes and Trunks

-D-Channels

Digit Manipulation Index numbers: |

Mumber of leading digits to be deleted ;[l (0-19)

Insert: |

- Digital Trunk Interface
-Dialing and Numbering Plans

- Electranic Switched hetiork

- Flexible Code Restriction

- Incoming Digit Translation

Figure 4:45 Digit Manipulation Block

4.6.4. Route List Block (RLB) (RLB 100)

This section shows how to add a RLB associated with the DMI created in Section 4.6.3.

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Route List Block (RLB) as
shown in Figure 4:42.

b) Select an available value in the textbox for the route list index and click on the “to Add”
button (in this case is 100) as shown in Figure 4:46.

AVAYA C€S1000 Element Manager
~UCH Metwork Services Managing: 111.40.97.80  Username: admin
_Home Dialing and Numbering Plans » Electronic Switched Network (ESN) » Customer 00 » Network Cortrol & Services » Raute List Blocks
-Links
- Virtual Terminals Route List Blocks
- System
+Alarms
- Maintenance i
el Please enter a route list index (0- 1899 )| toAdd
- Peripheral Eguipment
+1P Metwork + Route List Block Index — 100 | Edit
+Interfaces

- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched hetiork
- Flexible Code Restriction
- Incoming Digit Translation

Figure 4:46 Route List Blocks

c) Enter the following values for the specified fields, and retain the default values for the
remaining fields as shown in Figure 4:47. Scroll down to the bottom of the screen, and click
on the Submit button.

- Route number (ROUT): 100 (created in Section 4.5.6)

- Digit Manipulation Index (DMI): 1 (created in Section 4.6.3)
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AVAYA

CS1000 Element Manager

~UCM Metwork Services
~Home
-Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Egquipment
+1P Metwork
+Interfaces
- Engineered Yalues
+Emergency Services
+Geographic Redundancy
+ Software
~Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
-~ Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched hetiork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migration
-Tools
+Backup and Restore
- Date and Time
+Logs and reports
-Security
+Passwords
+Policies
+Login Options

General Properties
Entry Mumber far the Route List
Indexes

Tirme of Day Schedule U Vv.

Facility Restriction Level El -_ €0-7)

Digit Manipulation Index IJ |

I1SL D-Channel Down Digit Manipulation Index; n (0-1899)
Free Calling Area Screening Index D
Free Special Mumber Screening Index o

Business Metwork Extension Route: [7]

Incoming CLID Table: U | (0-z58)

Options

Local Termination entry. []
Skip Conventional Signaling: []
Use Tone Detector: []
Conversionto LOM: []
Expensive Route: [[]

Strategy on Congestion: ;VNUVREI’UUTE (NRR) v

- GSIG Alternate Routing Causes: :QSIG ﬁ\la_‘rlj_a_te_ _Ruutlr_ﬂ_g_caqe_‘.ej v
Freferred Routing: -Frgf_erre_u Huul_e1 )
ISDM Drop Back Busy: | Drop Back Disabled (DBD) v:

ISDN Of-Hook Queuing Option: []
OfitHook Gueuing Allowed: [7]
Call Back Queuing Allowed: [7]

VNS Options

Entry is a VNS Route: []

[ Submit ] I Refresh ] [ Delete ] { Cancel

~

Figure 4:47 Route List Blocks Configuration Details

4.6.5. Inbound Call Digit Translation

This section describes the steps for receiving the calls from PSTN via the TELUS system.
a) Select Dialing and Numbering Plans -> Incoming Digit Translation from the left pane to
display the Incoming Digit Translation screen. Click on the Edit IDC button as shown in

Figure 4:48

AVAYA

CS1000 Element Manager

-UCH Network Services
-Home
-Links
- Virtual Terminals
-System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
+IP Metwork
+Interfaces
- Engineered Values
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwark
- Flexible Code Restriction
- Incarming Digit Translation

Managing: 111.10.97.80  Lisername: admin
Dialing anel Numbering Plans » Incarming Digit Translation

Incoming Digit Translation

- Customer: 00
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b) Click on the New DCNO to create the digit translation mechanism. In this example, Digit
Conversion Tree Number (DCNO) 1 has been created as shown in Figure 4:49.

AVAYA €S1000 Element Manager
-UCM Network Services Managing: 111.10.97.80 Username: acmin &
—Home Dialing and humbering Plans » Incoming Disit Transtation » Customer 00
-Links
- Yitual Terminals Customer 00 Incoming Digit Conversion Property
-System
+Alarms
- Maintenance
+Core Equipment - Digit Conversion Tree Number: 0 Edit DCNO
- Peripheral Equipment T - =
+1P Metwork - Digit Conversion Tree Number: 1 Mew DCNO
+Interfaces e N
_Engineered Values - Digit Conversion Tree Number: 2 Mew DCMNO
+Emergency Services - Digit Conversion Tree Number: 3 Rew DCRO
+ Geographic Redundancy
+Boftware - Digit Conversion Tree Number: 4 MNew DCNOD
-Customers
-Routes and Trunks - Digit Conversion Tree Number: 5§ Mew DGO
- Routes and Trunks o B
—D-Channels - Digit Conversion Tree Number: 6 Mew DCHNO
_,D‘,gna‘ J \meﬂgce - Digit Conversion Tree Number: 7 Mew DCNO
- Dialing and Numbering Plans
- Elestronic Switched Netwark - Digit Conversion Tree Number: 8 Mew DCRNO
- Flexible Code Restriction
- Incoming Digit Translation - Digit Conversion Tree Number: 9 Mew DCHO
-Phones
- Templates - Digit Conversion Tree Number: 10 Mew DCNO
- Reports
—Wiews - Digit Conversion Tree Number: 11 Mew DCMO
-Lists
- Praperties - Digit Conversion Tree Number: 12 Mew DCNO
{Dhiwliratlun - Digit Conversion Tree Number: 13 Mew DCNO
+Backup and Restore - Digit Conversion Tree Number: 14 Mew DCHO
- Date and Time
+Logs and reparts - Digit Conversion Tree Number: 15 Mew DCMG
-Security
+Passwords - Digit Conversion Tree Number: 16 Mew DCNO
+Palicies == _
+Login Options - Digit Conversion Tree Number: 17 MNew DCNO
- Digit Conversion Tree Number: 18 Mew DCNO
- Digit Conversion Tree Number: 19 Mew DCNO
- Digit Conversion Tree Number: 20 Mew DCNO
- Digit Conversion Tree Number: 21 Mew DCNO
- Digit Conversion Tree Number: 22 Mew DCNO
- Digit Conversion Tree Number: 23 Mew DCNO
¥

Figure 4:49 Incoming Digit Conversion Property
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¢) Detail configuration of the DCNO is shown in Figure 4:50. The Incoming Digits can be
added to map to the Converted Digits which would be the CS1K system phones DN. This
DCNO has been assigned to route 100 as shown in Figure 4:34.

In the following configuration, the incoming call from PSTN with the prefix 403692946X will
be translated to CS1K DN 946X. The DID 4036929468 is translated to 1700 for Voicemail
accessing purpose.

AVAYA €S1000 Element Manager
-UCM Network Services Managing: 111.10.97.80  Username: admin
—Home Dialing and Numbering Plans » Incoming Dieit Translation » Customer 00 » Digit Conversion Tres 0 Configuration
-Links
- vitual Terminals Digit Conversion Tree 0 Configuration
-System
+Alarms Regular DT tree
- Maintenance Send calling party DID disahled
+ Core Equipment
- Peripheral Equipment
+IP Metwark
- Engineered Values
+Emergency Services Incoming Digits « Converted Digits CPHD Mame CPND lanquage
+ Geographic Redundancy 1) 16776 1
fUlar 20) 4036020464 8464
-Customers
-Routes and Trunks Sl TP s
—Routes and Trunks 4 4036920466 9468
- D-Channels 5 4036929467 9467
SO [Nt nieriete 50 4036929463 1700
- Dialing and Numbering Plans
- Electronic Switched Metwark 7O 4036929469 8458
- Flexible Code Restriction
~Incarmning Digit Translation

Figure 4:50 Digit Conversion Tree Configuration

4.6.6. Outbound Call - Special Number Configuration.

There are special numbers which have been configured to be used for this testing such as; 0 to
reach Service Provider operator, 0+10 digits to reach Service Provider operator assistant, 011
prefix for international call, 1 for national long distance call, 411, 911 and so on.

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Special Number (SPN) as
shown in Figure 34.

b) Enter SPN and then click on the “to Add” button. Figure 4:51 shows all the special

numbers were used for this testing.

Special Number: 0
- Flexible length: O (flexible, unlimited and accept the character # to ending dial
number)
- CallType: NONE
- Route list index: 100, created in Section 4.6.4

Special Number: 1
- Flexible length: 0 (flexible, unlimited and accept the character # to ending dial
number)
- CallType: NATL
- Route list index: 100, created in Section 4.6.4

Special Number: 411
- Flexible length: 3
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CallType: NATL
Route list index: 100, created in Section 4.6.4

Special Number: 911

Flexible length: 3
CallType: NATL
Route list index: 100, created in Section 4.6.4

- Maintenance
+Core Eguipment

AVAVA CS1000 Element Manager
-UCM Network Services Manzging 111.10.97.80 Uszername: acmin
—Home Dimling and Mumbering Plans » Electronic Switched Network (ESM) » Customer 00 3 Mumbering Plan (MET) = Access Code 1 » Special Mumker List
-Links
- Virtual Terminals Special Number List
- System
+Alarms

Please enter a Special Number | to Add

- Engineered Valugs
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electronic Switched hetiork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migration
~Tools
+Backup and Restore
- Date and Time
+Logs and reports
-Security

- Peripheral it
+IP Metwork - Special Number - 0 -E"J‘t
+Interfaces

Flexible length: 0
International dialing plan: MO
Type of call that is defined by the special number. NONE
Route list index 100

- Special Number - 1
Flexible length: 0

Type of call that is defined by the special number: MATL
Route listindex: 100

- Special Number - 411
Flexible length: 3
Inhibit time-out handler: NO

Type of call that iz defined by the special numhber. MATL
Route list index: 100

- Special Number —- 911
Flexikle length: 3
Inhibittime-out handler: NO
Type of call that is defined by the special number: MATL
Route listindex: 100

Figure 4:51 Special Number List

4.6.7. Outbound Call - Numbering Plan Area (NPA)
This section describes the creation of NPA numbers used in this testing configuration.

a) Select Dialing and Numbering Plans -> Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Numbering Plan Area Code
(NPA) as shown in Figure 4:42.
b) Enter area code desired in the textbox and click on the “to Add” button. Figure 4:52 shows
NPA numbers 613 configured for this testing. These codes are associated to SIP route.
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AVAYA

CS1000 Element Manager

~UCH Metwork Services
~Home
-Links
= Virtual Terminals
- System
+Alarms
- Maintenance
+Core Eguipment
- Peripheral Eguipment
+ 1P Bletwork
+Interfaces
- Engineered Yalues
+Emergency Services
+ Geographic Redundancy
+ Software
-Customers
-Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
-Dialing and Numbering Plans
- Electranic Switched hetiork
- Flexible Code Restriction
- Incoming Digit Translation
-Phones
-Templates
- Reports
- Views
- Lists
- Properties
- Migration
~Tools
+Backup and Restore
- Date and Time
+Logs and reports
-Security
+Passwords
+Paolicies
+Login Options

Manzging 111.10.97.80 Uzername: acmin
Dialing and Numbering Plans » Electronic Switched Metvorl (ESM) » Customer 00 3 Mumbering Plan (MET) = Access Code 1 » Mumbering Plan Area Code List

Numbering Plan Area Code List

Please enter an area code toAdd

- Numbering Plan Area Code - 403 Edi

Route List Index: 100
Incaming Trunk group Exclusion Index: NONE

- Numbering Plan Area Code -- 604

Route ListIndex 100
Incoming Trunk group Exclusion Index NOMNE

- Numbering Plan Area Code - 613

m
s

Route List Index: 100
Incoming Trunk group Exclusion Index: NONE

- Numbering Plan Area Code -- 647

Route ListIndex 100
Incoming Trunk group Exclusion Index NOMNE

- Numbering Plan Area Code -- 780

m
s

Route List Index: 100
Incoming Trunk group Exclusion Index: NONE

- Numbering Plan Area Code -- 866

Route List Index: 100
Incoming Trunk group Exclusion Index NONE

Figure 4:52 Numbering Plan Area Code List

4.7. Administer Phone

This section describes the creation of CSIK clients used in this testing configuration.

4.7.1. Phone creation

a) Refer to Section 4.5.4 to create a virtual super-loop - 108 used for IP phone.

b) Refer to Section 4.4.1 to create a bandwidth zone - 10 for IP phone.
c¢) Login Call Server CLI (please refer to Section 4.1.2 for more detail).
d) Create an IP phone by using LD 11.

REQ: prt
TYPE: 2004p1

TN 96001
DATE
PAGE

DES

MODEL NAME

EMULATED
KEM RANGE

DES PHONE

TN 096 0 00 01 VIRTUAL

TYPE 2004P1
CDEN 8D
CTYP XDLC
CUST 0
NUID

NHTN

CFG_ZONE 00010
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CUR_ZONE 00010
MRT
ERL 0
ECL 0
FDN 16139675204
TGAR 0
LDN NO
NCOS 0
SGRP 0
RNPG 0
SCI 0
SSU
LNRS 16
XLST
SFLT NO
CAC_MFC 0
CLS UNR FBA WTA LPR MTD FNA HTA ADD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDD CDMD LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXA ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID BUZZ AGRD MOAD
UDI RCC HBTD AHD IPND DDGA NAMA MIND PRSD NRWD NRCD NROD
DRDD EXR0
USMD USRD ULAD CCBD RTDD RBDD RBHD PGND OCBD FLXD FTTC DNDY DNO3 MCBN
FDSD NOVD VOLA VOUD CDMR PRED RECD MCDD T87D SBMD
KEM2 MSNV FRA PKCH MUTA MWTD DVLD CROD ELCD
CPND_LANG ENG
RCO 0
HUNT 16139675204
LHK 0
PLEV 02
PUID
UPWD
DANI NO
AST
IAPG 0
AACS NO
ITNA NO
DGRP
MLWU_LANG 0
MLNG ENG
DNDR 0
KEY 00 SCR 94640 MARP
CPND
CPND_LANG ROMAN
NAME TELUS i2004P1

XPLN 13
DISPLAY FMT FIRST,LAST
01 MSB
02
03
04
05
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06

07

08

09

10

11

12

13

14

15

16

17 TRN
18 AO6
19 CFW 16 616139675204
20 RGA
21 PRK
22 RNP
23

24 PRS
25 CHG
26 CPN
27

28

29

30

31

4.7.2. Enable Privacy for Phone

In this section, it shows how to enable Privacy for a phone by changing its class of service
(CLS). By moditying the configuration of the phone created in Section 4.7.1, the display of the
outbound call will be changed appropriately. The privacy for a single call can be done by
configuring per-call blocking and a corresponding dialing sequence, for example *67. The
resulting SIP privacy setting will be the same in either case.

a) To hide display name, set CLS to namd. CS1K will include “Privacy:user” in SIP message
header before sending to Service Provider.

>1d 11

REQ: chg
TYPE: 2004p1
T™N 96001
ECHG yes
ITEM cls namd
ITEM
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b) To hide display number, set CLS to ddgd. CS1K will include “Privacy:id” in SIP message
header before sending to Service Provider.

>Id 11

REQ: chg
TYPE: 2004p1
TN 96001
ECHG yes
ITEM cls ddgd

¢) To hide display name and number, set CLS to namd, ddgd. CS1K will include “Privacy:id,
user” in SIP message header before sending to Service Provider.

>Id 11

REQ: chg

TYPE: 2004p1

TN 96001

ECHG yes

ITEM cls namd ddgd

d) To allow display name and number, set CLS to nama, ddga. CS1K will send header
“Privacy:none” to Service Provider.

>1d 11

REQ: chg

TYPE: 2004p1

TN 96001

ECHG yes

ITEM cls nama ddga

4.7.3. Enable Call Forward for Phone

In this section, it shows how to configure Call Forward feature at the system level and phone
level.
a) Select Customer > 01 > Call Redirection. The Call Redirection page is shown as Figure
4:53.

- Total redirection count limit: 0 (unlimited)

- Call Forward: Originating

- Number of normal ring cycle of CFNA: 4
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Figure 4:53 Call Redirection

b) To enable Call Forward All Call (CFAC) for phone over trunk by using LD 11, change its
CLS to CXFA then program the forward number on the phone set. Following is the
configuration of a phone has CFAC enabled with forwarding number is 66139675204.

REQ: prt

TYPE: 2004p1
TN 96001
DATE

PAGE

DES

MODEL NAME
EMULATED

DES PHONE
TN 9600001 VIRTUAL
TYPE 2004P1

CLS UNR FBA WTA LPR MTD FNA HTA TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD
ICDA CDMA LLCN MCTD CLBD AUTU
GPUD DPUD DNDD CFXA ARHD CLTD ASCD

19 CFW 16 66139675204
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c¢) To enable Call Forward Busy (CFB) for phone over trunk by using LD 11, change its CLS to
FBA, HTA then program the forward number as HUNT. Following is the configuration of a
phone has CFB enabled with forward number 66139675204.

REQ: prt

TYPE: 2004p1
TN 96001
DATE

PAGE

DES

MODEL NAME
EMULATED

DES PHONE
TN 9600001 VIRTUAL
TYPE 2004P1

CLS UNR FBA WTA LPR MTD FNA HTA TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD

HUNT 66139675204

d) To enable Call Forward No Answer (CFNA) for phone over trunk by using LD 11, change
its CLS to FNA, SFA then program the forward number as FDN. Following is the configuration
of a phone has CFNA enabled with forward number 66139675204.

REQ: prt

TYPE: 2004p1
TN 96001
DATE

PAGE

DES

MODEL NAME
EMULATED

DES PHONE
TN 9600001 VIRTUAL
TYPE 2004P1

FDN 66139675204

CLS UNR FBA WTA LPR MTD FNA HTA TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRG1
POD SLKD CCSD SWD LNA CNDA
CFTD SFA MRD DDV CNID CDCA MSID DAPA BFED RCBD
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4.7.4. Enable Call Waiting for Phone
In this section, it shows how to configure Call Waiting feature at phone level.

a) Login Call Server CLI (please refer to Section 4.1.2 for more detail).
b) Configure Call Waiting feature for phone by using LD 11 to change CLS to HTD, SWA and
adding a CWT key.

REQ: prt

TYPE: 2004p1
T™N 96001
DATE

PAGE

DES

MODEL NAME
EMULATED
KEM RANGE

DES 2004P1
TN 96 00000 VIRTUAL
TYPE 2004P1

CLS UNR FBD WTA LPR MTD FNA HTD TDD HFD CRPD
MWA LMPN RMMD SMWD AAD IMD XHD IRD NID OLD VCE DRGI
POD SLKD CCSD SWA LNA CNDA

KEY 00 SCR 5904 0 MARP
CPND
CPND_LANG ROMAN
NAME TELUS i2004P1
XPLN 13
DISPLAY FMT FIRST,LAST
01 CWT

5. Configure Acme Packet Net-Net 3800 Session Border
Controller

This section describes the configuration of the Acme Packet Session Border Controllers
necessary for interoperability with the CS1K and the TELUS system. The Acme Packet Session
Border Controller was configured via the Acme Packet Command Line Interface (ACLI). This
section assumes the reader is familiar with accessing and configuring the Acme Packet Session
Border Controller.

This section will not attempt to describe each component in its entirety but instead will highlight
critical fields in each component which relates to the functionality in these Application Notes
and the direct connection to CS1K. The remaining fields are generally the default/standard value
used by the Acme Packet Session Border Controller for that field.

In this testing, according to the configuration reference Figure 2:1, the Avaya elements reside on
the Private side and the TELUS elements reside on the Public side of the network.
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5.1. Acme Packet Command Line Interface Summary

The Acme Packet Session Border Controller is configured using the Acme Packet Command

Line Interface (ACLI). The following are the generic ACLI steps for configuring various

elements.

1. Access the console port of the Acme Packet Session Border Controller using a PC and a
terminal emulation program such as HyperTerminal (use the RJ-45 to DB9 adapter as
packaged with the Session Border Controller for cable connection). Use the following settings
for the serial port on the PC.

* Bits per second: 115200
* Data bits: 8

* Parity: None

* Stop bits: 1

* Flow control: None

2. Log in to the Acme Packet Session Border Controller with the proper user password.

3. Enable the Super-user mode by entering the enable command and then the super user
password. The command prompt will change to include a “#” instead of a “>" while in Super
user mode. This level of system access (i.e. at the “acmesystem#” prompt) will be referred to
as the main level of the ACLI. Specific sub-levels of the ACLI will then be accessed to
configure specific elements and specific parameters of those elements.

4. In Super-user mode, enter the configure terminal command. The configure terminal
command is used to access the system level where all operating and system elements may be
configured. This level of system access will be referred to as the configuration level.

. Enter the name of an element to be configured (e.g., system).

. Enter the name of a sub-element, if any (e.g., phy-interface).

. Enter the name of an element parameter followed by its value (e.g., name INSIDE).

. Enter done to save changes to the element. Use of the done command causes the system to

save and display the settings for the current element.

9. Enter exit as many times as necessary to return to the configuration level.

10. Repeat Steps S - 9 to configure all other elements.

11. Enter exit to return to the main level.

12. Type save-config to save the entire configuration.

13. Type activate-config to activate the entire configuration.

0 3 N D

After accessing different levels of the ACLI to configure elements and parameters, it is necessary
to return to the main level in order to run certain tasks such as saving the configuration,
activating the configuration, and rebooting the system.

Note — Acme Packet Net-Net 3800 provisioning applicable to the reference configuration is
shown in bold text. Other parameters and setting are shown for informational purposes.

5.2. Physical and Network Interfaces
As part of the compliance test, the Ethernet interface slot 01/port 0 of the Acme Packet Session
Border Controller was connected to the external un-trusted network. The Ethernet slot O/port 0
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was connected to the internal corporate LAN. A network interface was defined for each physical

interface to assign it a routable IP address.

The physical interface below defines the ports on the interface connected to the network on

which the Avaya elements reside.

phy-interface
name
operation-type
port
slot
virtual-mac
admin-state
auto-negotiation
duplex-mode
speed
overload-protection
last-modified-by
last-modified-date

INSIDE
Media
0

0

enabled

enabled

FULL

100

disabled
admin@console
2011-01-08 20:06:19

The physical interface below defines the ports on the interface connected to the network on

which the TELUS elements reside.

phy-interface
name
operation-type
port
slot
virtual-mac
admin-state
auto-negotiation
duplex-mode
speed
overload-protection
last-modified-by
last-modified-date

OUTSIDE
Media

0

1

enabled

enabled

FULL

100

disabled
admin@console
2011-01-08 20:06:30

The network interface below defines the IP addresses on the interface connected to the network

on which the Avaya elements reside.

network-interface
name
sub-port-id
description
hostname
ip-address
pri-utility-addr
sec-utility-addr
netmask
gateway
sec-gateway

INSIDE
0

111.10.97.184

255.255.255.192
111.10.97.129
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gw—-heartbeat
state
heartbeat
retry-count
retry-timeout
health-score
dns-ip-primary
dns-ip-backupl
dns-ip-backup2
dns-domain
dns-timeout
hip-ip-list
ftp-address
icmp-address
snmp-address
telnet-address
ssh-address
last-modified-by
last-modified-date

disabled
0

0
1
0

11
111.10.97.184

111.10.97.184
111.10.97.184

admin@console
2011-04-28 17:44:45

The network interface below defines the IP addresses on the interface connected to the network
on which the TELUS elements reside.

network-interface

name
sub-port-id
description
hostname
ip-address
pri-utility-addr
sec-utility-addr
netmask
gateway
sec—-gateway
gw—-heartbeat
state
heartbeat
retry-count
retry-timeout
health-score
dns-ip-primary
dns-ip-backupl
dns-ip-backup?2
dns-domain
dns-timeout
hip-ip-list
ftp-address
icmp-address
snmp-address
telnet-address
ssh-address
last-modified-by
last-modified-date

OUTSIDE
0

222.10.98.98

255.255.255.224
222.10.98.97

disabled
0

0
1
0

11
222.10.98.98

222.10.98.98

admin@console
2011-01-10 15:26:28
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5.3. Realm

A realm represents a group of related Acme Packet Session Border Controller components. Two
realms were defined for the compliance test. The realm configuration “INSIDE” below
represents the internal network on which the Avaya elements reside.

realm-config

identifier INSIDE
description
addr-prefix 0.0.0.0
network-interfaces

INSIDE: 0
mm-in-realm disabled
mm-in-network enabled
mm-same-ip enabled
mm-in-system enabled
bw-cac-non-mm disabled
msm-release disabled
gos-enable disabled
generate-UDP-checksum disabled
last-modified-by admin@console
last-modified-date 2011-01-08 20:08:00

The realm configuration “OUTSIDE” below represents the external network on which the
TELUS system resides.

realm-config

identifier OUTSIDE
description
addr-prefix 0.0.0.0
network-interfaces

OUTSIDE:0
mm-in-realm enabled
mm-in-network enabled
mm-same-ip enabled
mm-in-system enabled
bw-cac-non-mm disabled
msm-release disabled
gos-enable disabled
generate-UDP-checksum disabled
last-modified-by admin@222.10.98.103
last-modified-date 2011-07-15 13:09:54

5.4. Session Agent
A session agent defines the characteristics of a signaling peer to the Acme Packet Session Border
Controller such as CS1K and/or Service Provider SBC.
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The session agent below represents the TELUS border element. The ACME will attempt to send
calls to the border element based on successful responses to the OPTIONS “ping-method”.
NOTE: TELUS requires a hops=0 setting for the OPTIONS parameter. The hops=0 setting is in
line with Acme Packet best practices recommendation for customer deployments. The hops=0
setting can be a useful keep alive method which can trigger a failover mechanism if the CS1K
network employs redundant SBCs. A hops=0 setting guarantees the ping reply comes from
directly from the TELUS SBC and if there is no response it indicates an outage condition.

The in-manipulationid and out-manipulationid are defined in the SIP header manipulation

applying to the OUTSIDE realm.

session-agent
hostname
ip-address
port
state
app-protocol
app-type
transport-method
realm-id
egress-realm-id
description
carriers

response-map
ping-method
ping-interval
ping-send-mode
ping-all-addresses

in-manipulationid
out-manipulationid

last-modified-by
last-modified-date

333.91.119.218
333.91.119.218
5060

enabled

SIP

uDP
OUTSIDE

CS1K_to_ TELUS

OPTIONS ; hops=0
30

keep-alive
disabled

TELUS_To_CS1K
CS1K_To_TELUS

admin@222.10.98.103
2011-07-08 12:10:10

The session agent below represents the Session Manager which is the border element of the

Avaya system

session-agent

hostname 111.10.97.198
ip-address 111.10.97.198
port 5060
state enabled
app-protocol SIP
app-type
transport-method UDP
realm-id INSIDE
egress-realm-id
description TELUS_CS1K7.5
carriers
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last-modified-by admin@222.10.98.103
last-modified-date 2011-07-07 08:36:36

5.5. SIP Configuration
The SIP configuration (sip-config) defines the global system-wide SIP parameters.
The key SIP configuration (sip-config) field is:
* home-realm-id: The name of the realm on the private side of the Acme Packet Session
Border Controller.
* egress-realm-id: The name of the realm on the private side of the Acme Packet Session
Border Controller.

sip-config

state enabled
operation-mode dialog
dialog-transparency enabled
home-realm-id INSIDE
egress-realm-id INSIDE

nat-mode None
last-modified-by admin@console
last-modified-date 2011-01-13 12:02:31

5.6. SIP Interface

The SIP interface (sip-interface) defines the receiving characteristics of the SIP interfaces on the
Acme Packet Session Border Controller. Two SIP interfaces were defined; one for each realm.
The SIP interface below is used by the Acme Packet Session Border Controller to communicate
with CS1K system.

sip-interface

state enabled

realm-id INSIDE

description

sip-port
address 111.10.97.184
port 5060
transport-protocol UDP
tls-profile
allow-anonymous all
ims-aka-profile

sip-port
address 111.10.97.184
port 5060
transport-protocol TCP
tls-profile
allow-anonymous all

ims-aka-profile

tcp-keepalive none
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add-sdp-invite disabled
add-sdp-profiles

sip-profile

sip-isup-profile

last-modified-by admin@222.10.98.103
last-modified-date 2011-07-12 08:20:39

The SIP interface below is used by the Acme Packet Session Border Controller to communicate
with the TELUS system.

sip-interface

state enabled

realm-id OUTSIDE

description

sip-port
address 222.10.98.98
port 5060
transport-protocol uUDP
tls-profile
allow-anonymous all
ims-aka-profile

sip-port
address 222.10.98.98
port 5060
transport-protocol TCP
tls-profile
allow-anonymous all

ims-aka-profile

tcp-keepalive none

add-sdp-invite reinvite
add-sdp-profiles

sip-profile

sip-isup-profile

last-modified-by admin@222.10.98.103
last-modified-date 2011-07-15 13:09:18

5.7. SIP Header Manipulation

SIP manipulation rules are used to modify the SIP messages headers and values (if necessary) for
interoperability.

The following sip-manipulation CS1K_To_TELUS is applied to OUTSIDE realm out-
manipulationid. These rules perform the following:

- The header manipulation rule manipRURI, along with the other “manip” rules, perform
address translation and topology hiding for SIP messages between the TELUS system
and the Avaya elements. manipRURI changes the Avaya Domain Name to
333.91.119.218 (the IP address of the TELUS border element) in the Request URI
headers sent to TELUS.
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- The header manipulation rule manipFrom changes the Avaya Domain Name/IP
address to 333.91.119.218 (the IP address of the TELUS border element) in the From
headers sent to TELUS.

- The header manipulation rule manipTo changes the Avaya Domain Name/IP address to
333.91.119.218 (the IP address of the TELUS border element) in the To headers sent to
TELUS.

- The header manipulation rule maniPassert changes the Avaya Domain Name/IP
address to 333.91.119.218 (the IP address of the TELUS border element) in the P-
Asserted-Identity headers sent to TELUS.

- The header manipulation rule HistRegex stores the user and host portion of the History
—Info header. The user and host from the History-Info header will be used to construct
a diversion header by the Create_Diversion_unavailable header rule.

- The header manipulation rule storeSDP stores the information in the SDP header in the
case where the ¢c=0.0.0.0 and a=inactive. The CS1K uses this type of SDP when an
RTP stream is placed on hold.

- The header manipulation rule ModifySDP changes the SDP for the above condition
when a call is placed on hold. It will change the c=0.0.0.0 to the actual IP address of
the Avaya SBC, which is 222.10.98.98.

- The header manipulation rule HstInfChkTmpUnav will check the History-Info header
for the redirection case when the user is “Temporarily Unavailable”. The value will be
checked for the construction of the PAI and Diversion headers.

- The header manipulation rule HstInfChkMvTmp will check the History-Info header
for the redirection case when the user is “Moved Temporarily”. The value will be
checked for the construction of the PAI and Diversion headers.

- The header manipulation rule HstInfChkBsyHere will check the History-Info header
for the redirection case when the user is “Busy Here”. The value will be checked for
the construction of the PAI and Diversion headers.

- The header manipulation rule FmatHistInfo strips the index=1 host and user
information from the History-Info header. The history information is then used by the
HstInfStrURI rule to extract the user and host in cases of call redirection.

- The header manipulation rule HstInfStrURI stores the host and user information from
the History-Info header in the case where a redirection has occurred as indicated by the
previous “HstInfChk” rules. This information will be used to create a P-Asserted-
Identity header by the RplcPAI rule.

- The header manipulation rule RplcPAI will construct a P-Asserted-Identity header
when a call has been redirected. The host and user information from the History-Info
header is used to populate the P-Asserted-Identity header.

- The header manipulation rule nt8000Removal will remove the Nortel mime
information from the SDP.

- The header manipulation rule Status180Str will check for 18x message types so that
the RmvPAI rule can then remove the P-Asserted-Identity header from these messages.

- The header manipulation rule RmvPAI will remove the P-Asserted-Identity header for
all 18x messages only.

- The header manipulation rule delete_mecdn will remove the Nortel mime information.

- The header manipulation rule delete X nt_el164_clid will remove the Nortel
X nt el64 clid header.
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- The header manipulation rule delete_Alert_Info will remove the Alert-info header.

- The header manipulation rule search_privacy will examine the Privacy header if it is
present and store the information so that it can be used in the creation of the diversion
header to ensure the privacy settings are carried forward.

- The header manipulation rule Create_Diversion_unavailable will create a Diversion
header with the user and host gathered from the History-Info header. The Diversion
header will be created for all 3 redirection reasons but the reason in the Diversion
header will always be “unavailable”.

- The header manipulation rule DelHstInfo will remove the History-Info header.

- The header manipulation rule delRoute will remove the Route header which in not

needed.

Note: Any header manipulation rule parameters that have spaces must be enclosed in “quotes”
in order to be accepted properly.

sip-manipulation

name

description
split-headers
join-headers
header-rule

name

header-name

action

comparison-type

msg-type

methods

match-value

new-value

element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value
element-rule
name
parameter-name
type
action

CS1K_To_TELUS

manipRURI
request-uri
manipulate
case-sensitive
any

INVITE

modRURI

uri-host
replace

any
case-sensitive

333.91.119.218

manipFrom
From
manipulate
case-sensitive
any

From

uri-host
replace
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match-val-type
comparison-type
match-value
new-value

header-rule

name

header-name

action

comparison-type

msg-type

methods

match-value

new-value

element-rule
name
parameter—-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

name

header-name

action

comparison-type

msg-type

methods

match-value

new-value

element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

name

header-name

action

comparison-type

msg-type

methods

match-value

new-value

element-rule
name
parameter-name
type
action
match-val-type
comparison-type

any
case-sensitive

333.10.98.98

manipTo

To

manipulate
case-sensitive
any

To

uri-host
replace

any
case-sensitive

333.91.119.218

maniPassert
P-Asserted-Identity
manipulate
case-sensitive

any

uri-host
replace

any
case-sensitive

333.91.119.218

HistRegex
History-Info
store
pattern-rule
request
INVITE

0

GetUser

uri-user
store

any
pattern-rule
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match-value
new-value
element-rule
name
parameter—-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

name

header-name

action

comparison-type

msg-type

methods

match-value

new-value

element-rule
name
parameter—-name
type
action
match-val-type
comparison-type
match-value
new-value

element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

SstoreSDP.S$StoreZeros&$SstoreSDP.$Storelnactive

name
header-name
action
comparison-type
msg-type
methods
match-value

new-value

element-rule
name
parameter—-name
type
action
match-val-type

comparison-type

match-value

GetHost

uri-host
store

any
pattern-rule

storeSDP
Content-Type
store
case-sensitive
any

INVITE, UPDATE

StoreZeros
application/sdp
mime

store

any

pattern-rule
c=IN IP4 0.0.0.0

StoreInactive
application/sdp
mime

store

any
pattern-rule
a=inactive

ModifySDP
Content-Type
manipulate
boolean

any

INVITE, UPDATE

changeInactive
application/sdp
mime
find-replace-all
any

pattern-rule
a=inactive
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new-value
element-rule

name

parameter—-name

type

action

match-val-type

comparison-type

match-value

new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value

$HstInfChkBsyHere | $HstInfChkTmpUnav

new-value

a=sendonly

changeIP
application/sdp
mime
find-replace-all
any
pattern-rule
0.0.0.0
222.10.98.98

HstInfChkTmpUnav

History-Info

store

pattern-rule

request

INVITE

. *Temporarily.*Unavailable.*

HstInfChkMvTmp
History-info

store

pattern-rule

request

INVITE

. *Moved. *Temporarily. *

HstInfChkBsyHere
History-info
store
pattern-rule

any

INVITE

. *Busy. *Here. *

FmatHistInfo
History-Info
manipulate
pattern-rule

any

INVITE
A(.*index=1) ,.*$

$1

HstInfStrURI
History-info
store

boolean

request

INVITE
SHstInfChkMvTmp |
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element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

StrHdr

header-value
store

any
case-sensitive

name RplcPAI
header-name P-Asserted-Identity
action manipulate
comparison-type boolean
msg-type request
methods INVITE
match-value $HstInfChkMvTmp |
$HstInfChkBsyHere | $HstInfChkTmpUnav
new-value
element-rule
name RplceHdrVal
parameter-name
type header-value
action replace
match-val-type any
comparison-type case-sensitive
match-value
new-value
SHstInfStrURI.$StrHdr.$0
element-rule
name DelIndexVal
parameter-name index
type header-param
action delete-element
match-val-type any
comparison-type case-sensitive
match-value
new-value
element-rule
name DelIndexNam
parameter-name index
type header-param-name
action delete-element
match-val-type any
comparison-type case-sensitive
match-value
new-value
element-rule
name DelUsrVal
parameter-name reason
type uri-header
action delete-element
match-val-type any
comparison-type case-sensitive
match-value
new-value
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element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value
element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

inforeq/8000.*

name

header-name

action

comparison-type

msg-type

methods

match-value

new-value

element-rule
name
parameter—-name
type
action
match-val-type
comparison-type
match-value

new-value
element-rule

name

parameter—-name

type

action

match-val-type

comparison-type

match-value

(m=audio.*)\slll (\s?.%*)

new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

uri-display
replace

any
case-sensitive

" \ " TELUS\ non
ChgURIHost

uri-host
replace

any
case-sensitive

333.10.98.98

nt8000Removal

Content-Type

manipulate

case-sensitive

any

INVITE
rmvMimeType
application/sdp
mime
find-replace-all
any

pattern-rule

\Ra=rtpmap:111\s+X-nt-

rmv111FmMLine
application/sdp
mime
find-replace-all
any

pattern-rule

$1+82

Statusl80Str
@status-line
store
case-sensitive
any
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element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value
element-rule
name
parameter—-name

frag-hex;version-ssLinux-7.50.17;base=x2611

type

action

match-val-type

comparison-type

match-value

new-value
element-rule

name

parameter—-name

frag-hex;version-ssLinux-7.50.17;base=x2611

type

action
match-val-type
comparison-type
match-value
new-value

header-rule

name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

ChkRspCode

status-code
store

any
pattern-rule
18\d

RmvPAI
P-asserted-identity
delete

boolean

any

$Status180Str.$ChkRspCode

delete_mcdn
Content-Type
manipulate
case-sensitive
any

delete_nt_epid
application/x-nt-epid-

mime
delete-element
any
case-sensitive

delete_nt_mcdn
application/x-nt-mcdn-

mime
delete-element
any
case-sensitive

delete X nt el64 clid
X-nt-el6d-clid

delete

case-sensitive

any
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header-rule
name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule
name
header-name
action
comparison-type
msg-type
methods
match-value
new-value

header-rule
name
header-name
action
comparison-type
msg-type
methods
match-value

$HstInfChkBsyHere | $HstInfChkTmpUnav

new-value

element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value
element-rule

delete_Alert Info
Alert-info

delete
case-sensitive
any

search privacy
Privacy

store

boolean

any

id

Create Diversion unavailable
Diversion

add

boolean

any

$HstInfChkMvTmp |

<sip:+$HistRegex[0] .$GetUser.$0+@+S$HistRegex[0] . $GetHost.$0+>;privacy=off;rea
son=unconditional ; screen=no

replace_uri_ host
uri-host
uri-host

replace

any
case-sensitive

222.10.98.98

SPOC 11/21/2011

name mod privacy
parameter—-name privacy
type header-param
action replace
match-val-type any
comparison-type boolean
match-value $search privacy
new-value Full
header-rule

name DelHstInfo

header-name History-Info

action delete

comparison-type case-sensitive

msg-type request

methods INVITE

match-value
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new-value
header-rule

name delRoute
header-name Route

action delete
comparison-type pattern-rule
msg-type any

methods

match-value
new-value

last-modified-by admin@222.10.98.103
last-modified-date 2011-07-12 15:41:4¢6

The following sip-manipulation TELUS_To_CSI1K, in-manipulationid, is applied to the
INSIDE realm and translates the incoming SIP header information for CS1K. These rules

perform the following:

- The header rule modRURI changes the incoming IP address of the TELUS SBC to the
Avaya CS1K Domain Name in the Request URI headers that are sent to the CS1K

elements.

sip-manipulation

name TELUS_To_CS1K

description
split-headers
join-headers
header-rule

name modRURI
header—-name request-uri
action manipulate
comparison-type case-sensitive
msg-type any

methods

match-value

new-value

element-rule
name
parameter-name
type
action
match-val-type
comparison-type
match-value
new-value

last-modified-by admin@console

modRURI

uri-host
replace

any
case-sensitive

TELUS.com

last-modified-date 2011-05-03 19:35:44

5.8. Steering Pools

Steering pools define the range of ports to be used for the RTP voice stream. Two steering pools

were defined; one for each realm.
The key steering pool (steering-pool) fields are:
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* ip-address: The address of the interface on the Acme Packet Session Border Controller.
* start-port: An even number of the port that begins the range.

* end-port: An odd number of the port that ends the range.

* realm-id: The realm to which this steering pool is assigned.

steering-pool
ip-address
start-port
end-port
realm-id
network-interface
last-modified-by
last-modified-date

steering-pool
ip-address
start-port
end-port
realm-id
network-interface
last-modified-by

222.10.98.98
20000

39999
OUTSIDE

admin@console
2011-01-08 20:09:01

111.10.97.184
20000

39999

INSIDE

admin@console

5.9. Local Policy

The local policies below govern the routing of SIP messages from elements on the network on
which the Avaya elements, (e.g. CS1K), reside to the TELUS system and vice versa.

local-policy
from-address

to-address

source-realm

description
activate-time
deactivate-time
state
policy-priority
last-modified-by
last-modified-date
policy-attribute

333.91.119.218

4036929464
4036929465
4036929466
4036929467
4036929468
4036929469
4036929470
4036929471
4036929472
4036929473

OUTSIDE
TELUS_to_CS1K

N/A

N/A

enabled

none
admin@222.10.98.103
2011-07-07 11:26:00

next-hop 111.10.97.154
realm INSIDE
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action none
terminate-recursion disabled
carrier
start-time 0000
end-time 2400
days-of-week U-S
cost 0
app-protocol SIP
state enabled
methods
media-profiles
lookup single
next-key
eloc-str-lkup disabled
eloc-str-match
local-policy
from-address
TELUS.com

to-address
source-realm

description
activate-time
deactivate-time
state
policy-priority
last-modified-by
last-modified-date
policy-attribute

anonymous.invalid

*

INSIDE

CS1K_To_ TELUS

N/A

N/A

enabled

none
admin@222.10.98.103
2011-07-14 10:47:05

next-hop 333.91.119.218

realm OUTSIDE

action none

terminate-recursion disabled

carrier

start-time 0000

end-time 2400

days-of-week U-S

cost 0

app-protocol SIP

state enabled

methods

media-profiles

lookup single

next-key

eloc-str-lkup disabled

eloc-str-match
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6. Verification Steps
The following steps may be used to verify the configuration.

6.1. General

Place an inbound/outbound call to/from to a PSTN phone to/from an internal CS1K phone,
answer the call, and verify that two-way speech path exists. Check call display name and number
to ensure the correct info was sent/received. Perform hold/retrieve on calls. Verify the call
remains stable for several minutes and disconnect properly.

6.2. Verify Call Establishment on CS1K Call Server
a) Active Call Trace (LD 80)
The following is an example of one of the commands available on the CS1K to trace the DN
when the call is in progress and or idle. The call scenario involved the CS1K extension 9464
calling PSTN phone number 6139675204.
- Login Call Server CLI (please refer to Section 5.1.2 for more detail)
- Login to the Overlay command prompt, issue the command LD 80 and then trace 0
9464.
- After call is released, issue command trac 0 9464 again to see if the DN is released back
to idle state.
Below is the actual output of the Call Server Command Line mode when the 9464 is in an active
call:

1d 80
TRAOO0O
.trac 0 9464

ACTIVE VTN 096 0 00 01

ORIG VIN 096 0 00 01 KEY O SCR MARP CUST O DN 9464 TYPE 2004P1
SIGNALLING ENCRYPTION: INSEC
MEDIA ENDPOINT IP: 135.10.98.40 PORT: 5200

TERM VIN 100 0 00 31 VTRK IPTI RMBR 100 32 OUTGOING VOIP GW CALL
FAR-END SIP SIGNALLING IP: 135.10.97.184
FAR-END MEDIA ENDPOINT IP: 135.10.97.184 PORT: 20110
FAR-END VendorID: Not available

MEDIA PROFILE: CODEC G.711 MU-LAW PAYLOAD 20 ms VAD OFF

RFC2833: RXPT 101 TXPT 101 DIAL DN 616139675204

MAIN_PM ESTD

TALKSLOT ORIG 20 TERM 57

EES DATA:

NONE

QUEU NONE

CALL ID 0 34942

---- ISDN ISL CALL (TERM) —----

CALL REF # = 416

BEARER CAP = VOICE

HILC =
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CALL STATE = 10 ACTIVE
CALLING NO = 4036929464 NUM PLAN:E164 TON:NATIONAL ESN:NPA
CALLED NO = 16139675204 NUM PLAN:PRIVATE TON:NETWORK SPECIFIC ESN:SPN

This is the example after the call on 9464 is completed.

.trac 0 9464

IDLE VTN 096 0 00 01 MARP

b) SIP Trunk monitoring (LD 32)
Place a call inbound from PSTN (6139675204) to CS1K (4036929464). Then check the SIP
Trunk status by using LD 32, the output below shows that one trunk is busy.

>1d 32

NPROO3

.stat 100 O

031 UNIT(S) IDLE
001 UNIT(S) BUSY
000 UNIT(S) DSBL
000 UNIT(S) MBSY

And this is the example after the call is completed, shows that there are no trunks busy.

>1d 32

NPROOO

.stat 100 O

032 UNIT(S) IDLE
000 UNIT(S) BUSY
000 UNIT(S) DSBL
000 UNIT(S) MBSY

6.3. Protocol Traces
Wireshark is use to analyze the calls to verify the following information:

The following SIP headers are inspected:
- RequestURLI: verify the request number and either SIP domain
- From: verify the display name and display number.
- To: verify the display name and display number.
- History-Info: verify the call forward information and reason code.
- Diversion: verity the name and number and reason code.
- P-Asserted-Identity: verify the display name and display number.
- Privacy: verify the “user, id” masking.

The following attributes in SIP message body are inspected:
- Connection Information (c): verify IP address of far end endpoint
- Time Description (t): verify session timeout of far end endpoint
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- Media Description (m): verify audio port, codec, DTMF event description
- Media Attribute (a): verify specific audio port, codec, ptime, send/ receive ability,
DTMF event and fax attributes.

Figure 6:1 shows a typical capture of an external call made from 6139675204 to CS1K
extension 9465.

File Edit Wiew Go Caphore Anslyzs  Statistics Telephony Tools Help
Shee BEXEE Qe+ T L|IEBE QD E#B®MKE B
Filter: |+ Expression... Clear Apply
ho. Time: Source Destination Protocol  Infa ~
137 L.oLiuswl Lad.iu.vo.su Ly uur UL LE UL L LU A 1 DES LI (U L L. SuLd g
138 1.821164 135.10.98.40 135.10.97.153 upp Source port: commplex-main  Destination port: socalia
139 1.828034 135.10.58.40 135.10.97.153 unp Source port: commplex-main Destination port: socalia
140 1.832984 135.10.58.40 ARchaE il o e At upp Source port: commplex-main  Destination port: socalia
141 1.838850 135.10.98.40 135.10.97.153 upp Source port: commplex-main Destination port: socalia
142 1.844588 135.10.58.40 135.10.97.153 uDpP source port: commplex-main Destination port: socalia
143 1.84462% 135.10.57.153 135.10.98.40 uDp source port: socalia Destination port: commplex-main
144 2.632681 135.10.597.179 224.0.1.1 NTF NTP hroadcast
1457207821327 A85. 00, 0707 AlcheANs e pdsalen] upp Source port: 16550 Dpestination port: 16550
146 2.84578% Nortelwe_bc:0c:cl  spanning-tree-(for-sTp conf. ROOT = 32768/0/00:03:42:bc:0c:cl Cost = 0 Port = Ox8015
147 2.856791 135.10.57.154 135.10,97.184 SIF Reguest: OPTIONS sip:135.10.97.184:5060
148 2.850205 135.10.57.184 135.10.587.154 sIp Status: 404 Mo Routes Found
149 3.730679 135.10.97.163 224.0.1.1 NTP NTP hroadcast
150 4.265833 135.10.597.179 aREE Al upF Source port: 16550 Destination port: 16550
151 4.863049 nortelne_be:oc:cl  spanning-tree-(for-sTe conf. ROOT = 32768/0/00:03:42:hc:0c:cl Cost = 0 Port = Ox80L15
152 5.195166 135.10.97.148 135.10.97.191 BROWSER HOST Announcement CPCS1K55B, workstation, sServer, Dialin Server, WT workstation, NT Server, DI
153 5.583953  135.10.97.154 135.10.97.184 IF Fragmented IP protocol (proto=UDP 0x11, off=0, ID=h853) [Reassembled in #154]
154 5.583950 135.10.97.154 135.10.97.184 SIP/SDP Reguest: IMVITE 5ip:16139675204@telus. com;user=phone, with session description Capplicationsx
155 5.584750  135.10.597.153 135.10.98.40 upp Source port: socalia Destination port: commplex-main
156 5.584774  135.10.57.153 135.10.98.40 unp Source port: socalia Destination port: commplex-main
157 5.584786 135.10.57.153 135.10.98.40 upp source port: socalia Destination port: commplex-main
158 5.584818 135.10.597.153 135.10.98.40 upp Source port: socalia Destination port: commplex-main
159 5.584840 135.10.87.153 135.10.98.40 unp Source port: socalia Destination port: commplex-main
160 5.584862 135.10.57.153 135.10.98.40 upp source port: socalia Destination port: commplex-main
161 5.586873  135.10.57.184 I35 g 97 5 SIF Status: 100 Trying
162 5.591509 135.10.98.40 135.10.97.153 upp source port: commplex-main Destination port: socalia B
¥
SL LL, S0 . MOT LS TME T AL HE LS CE a0 m IR HE DSt Adicrach_al. 00 . ad LUv.U0.Ld.al. 00 asj 4\
| Internet Protocol, Src: 135.10.57.154 (135.10.97.154), Dst: 135.10.97.184 (135.10.97.184)
] User Datagram Protocol, Src Port: sip (50600, Dst Port: sip (50600
Session Initiation Protocol
Reguest-Line: IMVITE 51p:16133675204@telus. com; user=phaone SIP/2.0
Message Header
® From: "Telus §2004P1"<sip:4036929464@teTus. com; user=phone>;tag=2a807d0-9a610a87-13c4-55013-82a6a-4dfeadaf-82a6a
® To: <s1p:1l6139675204@telus. com; user=phanes
call-1p: 34ffof0-9a610a87-13c4-55013-82a6a-52321101-82a6a
® Cseq: 1 INVITE
®via: SIP/Z2.0/UDP 135.10.97.154:5060; hranch=z8hcdbK-82a6a-1fe5aell-1ffdd4ds
Max-Forwards: 70
supported: 100rel,x-nortel-sipve, replaces
Usar-agent: Nortel CS1000 SIP Gw release_7.0 wversion_ssLinux-7.50.17
® P-Asserted-TIdentity: "Telus 12004P1"<sip:4036929464@8telus. com; user=phone>
Privacy: none
@ x-nt-gl6d-clid: +4036029464@taTus. com; user =phona
History-Info: <sip:lel39675204@celus. com; user=phone>; index=1
Alert-info: <cid:iexternal@telus. coms
® Contact: <sip:4036929464@telus. com: 5060;maddr=135.10.97.15%4; transport=udp; user=phone:
Allow: INVITE,ACK,BYE, REGISTER, REFER, NOTIFY, CANCEL, PRACK, OPTIONS, INFO, SUBSCRIEE, UPDATE v
(0000 g
0010 I
jo2ed =
Frame (502 bytes) | Reassemblsd IPv4 (1948 bytes) |
(O Frame (frame), 502 bytes Packets: 337 Displayed: 337 Marked: 0 Load time: 0:00. 203 Profile: Default

Figure 6:1 Wireshark capture
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The flow of SIP messaging is examined to ensure proper operation, as shown in Figure 6:2.

4! screentest.pcap - Graph Analysis
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The contents of the SIP headers are examined as well to verify they contain the proper
information as seen in Figure 6:3.

# Ethernet II, Sr Nortelne_f Z:ihe (5 6:Tc:63:he), Dst: acmePack_al:8c:a3 (00:08:25:al:8C:a3)
#® Internet Protocol, Src: 135.10.97.154 (135.10.97.154), Dst: 135.10.97.184 (135.10.97.184)
# User Datagram Protocol, Src Port: sip (50600, Dst Port: sip (50600
= session Initiation Protocal
# Request-Line: INVITE sip:16138675204@Telus. com;user=phane SIP/2.0
= Message Header
# From: "Telus 12004P1"<sip:4036929464@Telus. com; user=phone>; Tag=2a807d0-9a610a87-13c4-55013-82a6a-4dfe6daf-82a6a
# To: «<sipr1l6139675204@Telus. com; user=phane>
Call-Ib: 34Ff0f0-%a610a87-13c4-55013-82a6a-52321101-8Za6a
# Cseq: 1 INVITE
# via: SIP/2.0/UDF 135.10.97.154:5060; hranch=z9hG4hK-82aha-1fesaell-1ffdd4ds
Max-Forwards: 70
supported: 100rel, x-nortel-sipvc,replaces
User-agent: nNortel CS1000 SIP Gw release_7.0 version_ssLinux-7.50.17
| P-asserted-Tdentity: "Telus 12004P1"<sip:40365929464@telus. com; user=phone>
Privacy: none
x-nt-el6d-clid: +4036325464@telus. com; user=ghone
History-Info: «<sip:161356752048telus. com; user=phones; index=1
Alert-Info: <cid:external@telus. coms
| Contact: <sip:4036%929464@Telus. com: 5060; maddr=135.10.97.154; transport=udp; user=phone>
Allow: INVITE, ACK, BYE, REGISTER, REFER, NOTIFY, CANCEL, PRACK, OPTIONS, INFO, SUBSCRIBE, UPDATE
content-Type: multipart/mixed; boundary=unigue-boundary-1
content-Length: 952
= Message Body
= MIME multipart media Encapsulation, Type: multipart/mixed, Boundary: “unigue-boundary-1"
[Type: multipart/mixed]
First boundary: —-unigue-boundary-1%rn
= encapsulated multipart part: (application/sdp)
content-Type: application/sdphrinirin
= session pescription Protocol
session pescriprion protocol version (vi: O
) owner fCreator, session Id (o): - 46 1 In IP4 135.10.97.154
session mame (s): -
connection Information (c): IM IP4 135.10.98.40
# Time pescription, active time (td: 0 0
# media pescription, name and address (m): audio 5200 rRTP/awvP O 8 18 101 111
connection Information (c): IM IP4 135.10.98.40
@ media attribute (a): fmtp:ls annexb=no
@ media attribute (a): rtpmap:l0l telephone-event/8000
) media attribute (a): fmop:lol 0-15
Media attribute (a): rtpmap:1l1ll x-nt-inforeq/8000
# Media attribute (a ptime:20
Media Attribute (a): sendrecy
Boundary: Sryn--unigue-boundary-1Nrin
# Encapsulated multipart part: (application/x-nt-mcdn—frag-hex)
Eoundary: Srhn--und gue—boundaryolhrhn

[

[

[

i

i

I

Figure 6:3 Wireshark packet
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7. Conclusion

All of the test cases have been executed. Despite the number of observations seen during testing
as noted in Section 1.2, the test result met the objectives outlined in Section 1.1. The TELUS
system is considered compliant with the Avaya Communication Server 1000 Release 7.5 and
Acme Packet SBC Release 6.2.

8. Additional References

Product documentation for Avaya products may be found at:
http://support.avaya.com/css/appmanager/public/support

[1] Network Routing Service Fundamentals, Avaya Communication Server 1000, Release 7.5,
Document Number NN43001-130, Revision 03.02, November 2010.

[2] IP Peer Networking Installation and Commissioning, Avaya Communication Server 1000,
Release 7.5, Document Number NN43001-313, Revision: 05.02, November 2010

[3] Communication Server 1000E Overview, Avaya Communication Server 1000, Release 7.5,
Document Number NN43041-110, Revision: 05.02, January 2011

[4] Communication Server 1000 Unified Communications Management Common Services
Fundamentals, Avaya Communication Server 1000, Release 7.5, Document Number NN43001-
116, Revision 05.08, January 2011

[5] Communication Server 1000 Dialing Plans Reference, Avaya Communication Server 1000,
Release 7.5, Document Number NN43001-283, Revision 05.02, November 2010

[6] Product Compatibility Reference, Avaya Communication Server 1000, Release 7.5,
Document Number NN43001-256, Revision 05.02, February 2011
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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