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Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking service for an enterprise solution consisting of Avaya Aura® Communication
Manager Rel. 7.0, Avaya Aura® Session Manager Rel. 7.0, and Avaya Session Border
Controller for Enterprise Rel. 7.0 to support Claro SIP Trunking Services.

The test was performed to verify SIP trunk features including basic calls, call forward (all
calls, busy, no answer), call transfer (blind and consult), conference, and voice mail. The calls
were placed to and from the PSTN with various Avaya endpoints.

Claro SIP Trunking Service provides PSTN access via SIP trunks between the enterprise and
Claro’s network as an alternative to legacy analog or digital trunks. This approach generally
results in lower cost for the enterprise.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps required to configure Session Initiation Protocol
(SIP) trunk service between the service provider Claro and an Avaya SIP-enabled enterprise
solution.

In the sample configuration, the Avaya SIP-enabled enterprise solution consists of an Avaya
Aura® Communication Manager Rel. 7.0 (hereafter referred to as Communication Manager),
Avaya Aura® Session Manager Rel. 7.0 (hereafter referred to as Session Manager), Avaya
Session Border Controller for Enterprise Rel. 7.0 (hereafter referred to as Avaya SBCE), and
various Avaya endpoints. This solution does not extend to configurations without the Avaya
Session Border Controller for Enterprise or Avaya Aura® Session Manager.

During the interoperability testing, feature test cases were executed to ensure interoperability
between Claro and Communication Manager.

During the interoperability testing, a VPN connection was used to connect the simulated Avaya
enterprise network to Claro’s network via the public Internet. The connection could also be done
without the use of VPN, by directly connecting the Avaya SBCE to a public facing SBC located
in Claro’s network. This is accomplished by assigning public IP addresses, capable of being
reached across the public Internet, to the Avaya SBCE (interface B1) and to the Claro SBC.

Customers using an Avaya SIP-enabled enterprise solution with Claro SIP Trunking Service are
able to place and receive PSTN calls via the SIP protocol. The converged network solution is an
alternative to traditional analog trunks and/or PSTN trunks such as ISDN-PRI. This approach
generally results in lower cost for the enterprise.

The terms “Service Provider” and “Claro” will be used interchangeable throughout these
Application Notes.

2. General Test Approach and Test Results

The general test approach was to simulate an enterprise site in the Avaya Solution &
Interoperability Test Lab by connecting Communication Manager, Session Manager and the
Avaya SBCE to Claro SIP Trunking Service via the public internet, as depicted in Figure 1.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute for full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing
To verify SIP trunk interoperability, the following areas were tested for compliance:

Response to SIP OPTIONS queries.

Incoming calls from the PSTN were routed to DID numbers assigned by Claro. Incoming
PSTN calls were terminated to the following endpoints: Avaya 96x0 Series IP
Deskphones (H.323), Avaya 96x1 Series IP Deskphones (H.323 and SIP), Avaya 2420
Digital Deskphones, Avaya one-X® Communicator soft phone (H.323 and SIP), Avaya
Communicator for Windows (SIP) soft phone, analog Deskphones.

Inbound and outbound PSTN calls to/from Remote Workers using Avaya 96x1
deskphones (SIP), Avaya one-X® Communicator (SIP) and Avaya Communicator for
Windows (SIP).

Outgoing calls to the PSTN were routed via Claro’s network to the various PSTN
destinations.

Proper disconnect when the caller abandons the call before the call is answered.
Proper disconnect via normal call termination by the caller or the called parties.

Proper disconnect by the network for calls that are not answered (with voicemail off).
Proper response to busy endpoints.

Proper response/error treatment when dialing invalid PSTN numbers.

Proper Codec negotiation and two way speech-path. Testing was performed with codecs:
G.711MU, G.711A and G.729A (Claro’s preferred codec order).

No matching codecs.

Voicemail and DTMF tone support (leaving and retrieving voice mail messages, etc.).
Outbound Toll-Free calls, interacting with IVVR (Interactive VVoice Response systems).
Calling number blocking (Privacy).

Call Hold/Resume (long and short duration).

Call Forward (unconditional, busy, no answer).

Blind Call Transfers.

Consultative Call Transfers.

Station Conference.

EC500 (Extension to Cellular) calls.

Simultaneous active calls.

Long duration calls (over one hour).

Proper response/error treatment to all trunks busy.

Proper response/error treatment when disabling SIP connection.

T.38 fax.

Note

: Remote Worker was tested as part of this solution. The configuration necessary to support

remote workers is beyond the scope of these Application Notes and is not included in these
Application Notes.
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Items not supported or not tested included the following:

Inbound Toll-Free calls, outbound Toll-Free calls, 911 calls (emergency), “0” calls
(Operator), 0+10 digits calls (Operator Assisted), and 411 calls (Local Directory
Assistance) were not tested.

The SIP REFER method for call redirection was not tested for reasons noted in Section
2.2.

2.2. Test Results

Interoperability testing of Claro SIP Trunk service with the Avaya SIP-enabled enterprise
solution was completed successfully with the following observations/limitations.

SIP REFER: Calls from the PSTN to Communication Manager that are re-directed to
another PSTN endpoint by the Communication Manager user, with REFER enabled in
Communication Manager (Network Call Redirection set to “y” under the trunk-
group), did not work properly. Testing was done with REFER disabled in
Communication Manager (Network Call Redirection set to “n” under the trunk-
group), refer to Section 5.7.

Caller ID display on Call Forward to the PSTN: For Calls from the PSTN to
Communication Manager which were Forwarded back out to the PSTN, the caller ID
number displayed at the PSTN was always of the first DID number assigned to the SIP
Trunk, regardless of the PSTN number being used to originate the call.

Caller ID display on EC500 extension to cellular: For EC500 extension to cellular calls
the Caller ID display at the Mobile/cellular station was always of the first DID number
assigned to the SIP Trunk, regardless of the PSTN number being used to originate the
call.

No matching codec on outbound calls: If an unsupported audio codec is received by
Claro on the SIP Trunk (e.g., 726A-32K), Claro will respond with “500 Server Internal
Error” instead of “488 Not Acceptable Here”, the user will hear re-order tones. This issue
does not have any user impact, it is listed here simply as an observation.

SIP UPDATE: SIP UDATEs was causing problems with call transfers to the PSTN and
with other call types to the PSTN. For this solution SIP UPDATES needs to be disabled
on the SIP Trunk. SIP UPDATE was disabled on the SIP Trunk, refer to Section 5.7.
Music on hold: With Communication Manager configured to play music any time calls
were placed on-hold by Communication Manager users, music was not played to PSTN
users. The issue was related to the manner in which Claro currently handles the SIP
messages Communication Manager includes in the SDP of re-INVITESs it sends when
calls are placed on-hold. When a call from the PSTN is placed on-hold by a
Communication Manager user, Communication Manager sends a re-INVITE with
“sendonly” in the SDP, in response, Claro sends a 200 OK with “inactive” in the SDP.
This response caused the audio path to be closed between Communication Manager and
the PSTN user, thus resulting in the user not hearing music while on hold. The issue was
solved at the Avaya SBCE by removing the “sendonly” message Communication
Manager includes in the SDP of re-INVITEs, in response, Claro sends a 200 OK with
“sendrecv” in the SDP, opening the audio path in between Communication Manager and
the PSTN user, thus resulting in the PSTN user hearing music while he/she is on hold.
Refer to Section 7.2.3.
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e SIP header optimization: There are multiple SIP headers and parameters used by
Communication Manager and Session Manager, some of them Avaya proprietary, that
had no significance in the service provider’s network. These headers were removed with
the purpose of blocking enterprise information from being propagated outside of the
enterprise boundaries, to reduce the size of the packets entering the service provider’s
network and to improve the solution interoperability in general. The following headers
were removed from outbound messages using an Adaptation in Session Manager: AV-
Global-Session-ID, AV-Correlation-ID, Alert-Info, Endpoint-View, P-AV-Message-id,
P-Charging-Vector and P-Location (Section 6.4). Additionally, the parameters “gsid” and
“epv” were removed from outbound Contact headers using a Signaling Script in the
Avaya SBCE (Section 7.2.3).

2.3. Support

For support on Claro systems visit the corporate Web page at:
http://www.claro.com.do/wps/portal/do/sc/empresas

Avaya customers may obtain documentation and support for Avaya products by visiting
http://support.avaya.com. Alternatively, in the United States, (866) GO-AVAYA (866-462-8292)
provides access to overall sales and service support menus.

3. Reference Configuration

Figure 1 below illustrates the test configuration used. The test configuration simulates an
enterprise site with an Avaya SIP-enabled enterprise solution connected to the Claro SIP Trunk
service through the public Internet.

The Avaya components used to create the simulated customer site included:
e Avaya Aura® Communication Manager running on VMware (ESXi 5.5) platform.

e Avaya Aura® Session Manager running on VMware (ESXi 5.5) platform.
e Avaya Aura® System Manager running on VMware (ESXi 5.5) platform.
e Avaya Session Border Controller for Enterprise running on a Dell R210 V2 Server.

e Avaya Aura® Messaging running on VMware (ESXi 5.5) platform.
e Avaya Aura® Media Server running on VMware (ESXi 5.5) platform.

e Avaya G450 Media Gateway.

e Avaya 96x0-Series IP Deskphones (H.323).

e Avaya 96x1-Series IP Deskphones (H.323 and SIP).

e Avaya one-X® Communicator soft phones (H.323 and SIP).
e Avaya Communicator for Windows soft phone (SIP)

e Avaya 2420 Digital Deskphones.
e Analog Deskphones.
e Desktop PC running administration interfaces.
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Located at the edge of the enterprise is a VPN Firewall, followed by the Avaya SBCE. The
Avaya SBCE has two physical interfaces: interface B1 is used to connect to the public network,
interface Al is used to connect to the private network. Since a VPN connection was used with
this solution to connect Claro’s network to the enterprise, the Al interface was used for access to
the private enterprise network and to route calls to Claro’s network across the VPN tunnel. In
this solution, the B1 interface was used for remote workers access to the enterprise. The
configuration required for the B1 interface is not discussed in this document.

When a VPN connection is not used, the B1 interface is normally used for remote workers access
to the private network and to route calls to the Service Provider across the public Internet.

All SIP and RTP traffic entering or leaving the enterprise flows through the Avaya SBCE and
through the VPN Firewall. The Avaya SBCE provides network address translation at both the IP
and SIP layers. The transport protocol between the Avaya SBCE and Claro, through the VPN
Tunnel, and across the public Internet, is SIP over UDP. The transport protocol between the
Avaya SBCE and Session Manager across the enterprise IP network is SIP over TCP. The
transport protocol between Session Manager and Communication Manager across the enterprise
IP network is SIP over TLS. Note that for ease of troubleshooting during the testing, the
compliance test was conducted with the Transport Method set to TCP between Session Manager
and Communication Manager.

For security reasons, any actual public IP addresses and routable DID numbers used in the
reference configuration have been masked.

One SIP trunk group was created between Communication Manager and Session Manager to
carry the traffic to and from the Service Provider (two-way trunk group). To separate the codec
settings required by the Service Provider from the codec used by the telephones, two IP network
regions were used, each with a dedicated signaling group.

For inbound calls, the calls flowed from Claro to the Avaya SBCE through the VPN Tunnel, then
to Session Manager. Session Manager used the configured dial patterns and routing policies to
determine the recipient (in this case Communication Manager) and on which link to send the
call. Once the call arrived at Communication Manager, further incoming call treatment, such as
incoming digit translations and class of service restrictions are performed.

Outbound calls to the PSTN were first processed by Communication Manager for outbound
feature treatment such as Automatic Route Selection (ARS) and Class of Service restrictions.
Once Communication Manager selected the proper SIP trunk; the call was routed to Session
Manager. Session Manager once again used the configured dial patterns and routing policies to
determine the route to the Avaya SBCE for egress to Claro’s network through the VPN Tunnel.
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Figure 1: Avaya SIP-enabled Enterprise Solution and Claro SIP Trunking Service
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4. Equipment and Software Validated

The following equipment and software were used for the compliance testing in the simulated
enterprise:

Equipment/Software | Release/Version
Avaya
Avaya Aura® Communication Manager running 7.0.0.1.0
on VMware ESXi 5.5 platform (00.0.441.0-22477)
Avaya Aura® Session Manager running on 7.0.0.0
VMware ESXi 5.5 platform (7.0.0.0.700007)
Avaya Aura® System Manager running on 7.0.0.0
VMware ESXi 5.5 platform Build No. 7.0.0.0.16266-7.0.9.912
Software Update Rev. No. 7.0.0.0.3929
G450 Gateway 37.19.0

Avaya Session Border Controller for Enterprise

running on a DELL R210 V2 Server 7.0.0-21-6602

Avaya Aura® Media Server running on 7.7.0.226

VMware ESXi 5.5 platform

Avaya Aura® Messaging running on VMware 6.3.3 Service Pack 3

ESXi 5.5 platform (MSG-03.0.141.0-348 0304)

Avaya Aura® Integrated Management Site

. 6.0.07

Administrator

Avaya one-X® Communicator (SIP & H.323) 6.2.7.03-SP7

Avaya Communicator for Windows (SIP) 2.1.2.75

Avaya 96x0 Series IP Deskphones (H.323) Avaya one-X® Desk phone Edition

Version S3.250A

Avaya 96x1 Series IP Deskphones (H.323) Avaya one-X® Deskphone H.323
Version 6.6029

Avaya 96x1 Series IP Deskphones (SIP) Avaya one-X® Deskphone SIP

Version 7.0.0.39
Avaya 2420 Series Digital Deskphone -
Lucent Analog Deskphone --

Claro
IMS Huawei CSCF-BCF \V100R010CO0SPC100
SBC Huawei SessionEngine2600 \VV200RO09ENGC30SPC100

Table 2 — Hardware and Software Components Tested

The specific configuration above was used for the compliance testing. Note that this solution is
compatible with other Avaya Servers and Media Gateway platforms running similar versions of
Avaya Aura® Communication Manager and Avaya Aura® Session Manager.

HG; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 98
SPOC 12/3/2015 ©2015 Avaya Inc. All Rights Reserved. ClaroCM7SM7SBC7



5. Configure Avaya Aura® Communication Manager

This section describes the procedure for configuring Communication Manager. A SIP trunk is
established between Communication Manager and Session Manager for use by signaling traffic
to and from Claro. It is assumed that the general installation of Communication Manager, the
Avaya G450 Media Gateway and the Avaya Aura® Media Server has been previously
completed.

In configuring Communication Manager, various components such as ip-network-regions,
signaling groups, trunk groups, etc. need to be selected or created for use with the SIP
connection to the Service Provider. Unless specifically stated otherwise, any unused ip-network-
region, signaling group, trunk group, etc. can be used for this purpose.

The Communication Manager configuration was performed using the Avaya Integrated
Management Site Administrator. Some screens in this section have been abridged and
highlighted for brevity and clarity in presentation. Note that the public IP addresses shown
throughout these Application Notes have been edited so that the actual public IP addresses of the
network elements are not revealed. Some screens captures will show the use of the change
command instead of the add command, since the configuration used for the testing was
previously added.
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5.1. Licensing and Capacity

Use the display system-parameters customer-options command to verify that the Maximum
Administered SIP Trunks value on Page 2 is sufficient to support the desired number of
simultaneous SIP calls across all SIP trunks at the enterprise, including any SIP trunks to the
Service Provider. The example below shows one license with a capacity of 24000 trunks are
available and 122 are in use. The license file installed on the system controls the maximum
values for these attributes. If a required feature is not enabled or there is insufficient capacity,

contact an authorized Avaya sales representative to add additional capacity.

arameters customer-options
OPTIOHAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12080 18
Maximum Concurrently Registered IP Stations: 180808 2
Maximum Administered Remote Office Trunks: 12060 @
Maximum Concurrently Registered Remote Office Stations: 18000 @
Maximum Concurrently Registered IP eCons: 414 @
Max Concur Registered Unauthenticated H.322 Stations: 188 @
Maximum Uideo Capable Stations: 41080 1
HMaximum Video Capable IP Softphones: 18888 7
|Maximum Administered SIP Trunks: 24888 122|
Maximum Administered Ad-hoc Video Conferencing Ports: 24880 8
Maximum Humber of D31 Boards with Echo Cancellation: 522 i}

{NOTE: You must lnquF & luiin to effect the iermiSSiun chani95.)

On Page 4, verify that ARS is set to y.

parameters customer-options
OPTIDHAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/sSys List Dialing Start at 817 y CAS Hain? n
Answer Supervision by Call Classifier? Change COR by FAC? n
ﬁ Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cwvg OFf Calls Redirected O0fFf-net? y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? n DCS Call Cowverage? y
ASAI Link Plus Capabilities? n DCS with Rerouting? y

Async. Transfer Mode {ATH) PHC? n
Async. Transfer Mode {ATH) Trunking? n Digital Loss Plan Modification? y
ATH WAN Spare Processor? n DS1 HMSP? y
ATHS? y D51 Echo Cancellation? y

Attendant Wectoring? y

(HNOTE: You must luquF [ luiin to effect the iermiSSiun chani95.)
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5.2. System Features

Use the change system-parameters feature command to set the Trunk-to-Trunk Transfer
field to all to allow incoming calls from the PSTN to be transferred to another PSTN endpoint. If
for security reasons, incoming calls should not be allowed to transfer back to the PSTN, then

leave this field set to none.

change system-parameters features Page 1 of 19

FEATURE-RELATED :Y¥STEHM PARAHMHETERS
Self Station Display Enabled? n

| Trunk-to-Trunk Transfer: all |

Automatic Callback with Called Party Queuing? n

Automatic Callback - Ho Answer Timeout Interval {rings): 3
Call Park Timeout Interval {minutes): 18
0ff-Premises Tone Detect Timeout Interwval (seconds): 28

AAR/ARS Dial Tone Required? y

Music {(or Silence) on Transferred Trunk Calls? all
DID/Tie/ISDH/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred GCalls: transferred
Automatic Circuit Assurance (ACA)Y Enabled? n

Abbreviated Dial Programming by Assigned Lists? n
Auto Abbreviated/Delayed Transition Interval {rings): 2
Protocol for Caller ID Analog Terminals: Bellcore

DiEila“ Eallini Humber for Room to Room Caller ID Calls? n
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On Page 9 verify that a text string has been defined to replace the Calling Party Number (CPN)
for restricted or unavailable calls. This text string is entered in the two fields highlighted below.
The compliance test used the value of restricted for restricted calls and unavailable for
unavailable calls.

change system-parameters features Page 9 of 19
FEATURE-RELATED SYSTEW PARAMETERS

CPH/AHIICLID PARAMETERS
CPH/ANI/ICLID Replacement for Restricted Calls: restricted
CPH/ANI/ICLID Replacement for Unavailable Calls: unavailable |

DISPLAY TEXT
Identity When Bridging: principal
User Guidance Display? n
Extension only label for Team button on 96xx H.323 terminals? n

INTERHATIOHAL CALL ROUTING PARAMETERS
Local Country Code:
International Access Code:

SCCAH PARAMETERS
Enable Enbloc Dialing without ARS FAC? n

CALLER ID ON CALL WAITING PARAMETERS
Caller ID on Call Waiting Delay Timer (msec): 288

5.3. IP Node Names

Use the change node-names ip command to verify that node names have been previously
defined for the IP addresses of the Avaya server running Communication Manager (procr), and
for Session Manager (Lab-HG-SM). These node names will be needed for defining the Service
Provider signaling group in Section 5.6.

change node-names ip
IP HODE HAHES
Hame IP Address

ASBCE A1 172 .16 .5.71

Lab-HG-5H 172.16.5.32

[TMil 197 168 1012

default g.0.8.8

media_server 192 .168.10._46

msgserver 172_16.5.12

procr 172.16.5.201 |

pProcro HH

{8 of 8 administered node-names were displayed )

Use 'list node-names' command to see all the administered node-names
|Use ‘change node-names ip xxx' to change a node-name 'xxx' or add a node-name
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5.4. Codecs

Use the change ip-codec-set command to define a list of codecs to use for calls between the
enterprise and the Service Provider. For the compliance test, ip-codec-set 2 was used for this
purpose. Claro SIP Trunking supports G.711MU, G.711A and G.729A. Thus, these codecs were
included in this set. Enter G.711MU, G.711A and G.729A in the Audio Codec column of the
table; this is Claro’s preferred codec order. Default values can be used for all other fields.

change ip-codec-set 2 Page 1 of 2

IP CODEC SET
Codec 5et: 2

Audio Silence Frames Packet
Codec Suppression  Per Pkt  Size{ms)
| G.F11HU 20
| G.711A 20
| G.729A 20

= R R
TR '
[ i (=N

IR i

On Page 2, set the Fax Mode to t.38-standard (T.38 fax is supported by Claro).

| U S ]
change i1p-codec-set 2 Page 2 of 2

IP CODEC SET

Allow Direct-IP Hultimedia® n

Packet
Hode Redundancy Size{ms)
| Faz t.38-standard gj ECH: y
Modem off [1]
TDDATTY us 3
H.323 Clear-channel n L)
SIP 64K Data n a 28
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5.5. IP Network Region

Create a separate IP network region for the Service Provider trunk. This allows for separate
codec or quality of service settings to be used (if necessary) for calls between the enterprise and
the Service Provider versus calls within the enterprise or elsewhere. For the compliance test, I1P-
network-region 2 was chosen for the Service Provider trunk. Use the change ip-network-
region 2 command to configure region 2 with the following parameters:

e Set the Authoritative Domain field to match the SIP domain of the enterprise. In this
configuration, the domain name is avaya.lab.com. This name appears in the “From”
header of SIP messages originating from this IP region.

e Enter a descriptive name in the Name field.

e Enable IP-1P Direct Audio (shuffling) to allow audio traffic to be sent directly between
IP endpoints without using media resources in the Avaya Media Gateway or the Avaya
Aura® Media Server. Set both Intra-region and Inter-region IP-1P Direct Audio to
yes. This is the default setting. Shuffling can be further restricted at the trunk level on the
Signaling Group form.

e Set the Codec Set field to the IP codec set defined in Section 5.4.

e Default values can be used for all other fields.

hange ip-network-reqgion 2

C

IP HETWORK REGIOH

Reqion: 2
Location: 1 | Authoritative Domain: avaya.lab.con|
|Hame: 5P Hegiun| Stub Hetwork Reqion: n
MEDIA PARAMETERS Intra-reqion IP-IP Direct Audio: yes
m Inter-reqgion IP-IP Direct Audio: yes
UDP PFort HMin: 2648 IP Audio Halrpinning? n

UDP Port HMax: 3349
DIFFSERU/TDS PARAMETERS
Call Control PHB Value: A46
Audio PHB Value: 46
Uideo PHB Value: 26
882.1P/0 PARAMETERS
Call Control 882.1p Priority:
Audio 802 _1p Priority:
Uideo 882_1p Priority: AUDIO RESOURCE RESERUATION PARAMETERS
H.323 IP EHDPDINTS RSUP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval {(sec): 28
Keep-Alive Interval (sec): 5
5

Heei—nliue Count:

WA 2 [
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On Page 4, define the IP codec set to be used for traffic between region 2 and region 1. Enter the
desired IP codec set in the codec set column of the row with destination region (dst rgn) 1.
Default values may be used for all other fields. The example below shows the settings used for
the compliance test. It indicates that codec set 2 will be used for calls between region 2 (the
Service Provider region) and region 1 (the rest of the enterprise).

Source Region: 2 Inter Hetwork Region Connection Hanagement I M
G A t

dst codec direct  WAN-BW-1limits  VUideo Intervening Dyn A G c

rgn set WAN Units Total Morm Prio Shr Regions CAC R L e

1 [2 y HoLimit ] n___ t

2 2 all

3 S —

4 - -

5 S —

6 - -

7 S —

8 - -

9 S —

10 _

1 - _

12 _ _

13 - _

14 _

15 - _

_—

5.6. Signaling Group

Use the add signaling-group command to create a signaling group between Communication
Manager and Session Manager for use by the Service Provider SIP trunk. This signaling group is
used for inbound and outbound calls between the Service Provider and the enterprise. For the
compliance test, signaling group 2 was used for this purpose and was configured using the
parameters highlighted below.

Set the Group Type field to sip.

Set the IMS Enabled field to n. This specifies Communication Manager will serve as an
Evolution Server for Session Manager.

Set the Transport Method to the recommended default value of tls (Transport Layer
Security). Note that for ease of troubleshooting during testing, the compliance test was
conducted with the Transport Method set to tcp. The transport method specified here is
used between Communication Manager and Session Manager. The transport method used
between Session Manager and the Avaya SBCE is specified as TCP in Sections 6.6 and
7.2.4. Lastly, the transport method between the Avaya SBCE and Claro is UDP. This is
defined in Section 7.2.4.

Set the Near-end Listen Port and Far-end Listen Port to a valid unused port instead of
the default well-known port value. (For TLS, the well-known port value is 5061). This is
necessary so Session Manager can distinguish this trunk from the trunk used for other
enterprise SIP traffic. The compliance test was conducted with the Near-end Listen Port
and Far-end Listen Port set to 5070. (For TCP, the well-known port value for SIP is
5060).
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e Set the Peer Detection Enabled field to y. The Peer-Server field will initially be set to
others and cannot be changed via administration. Later, the Peer-Server field will
automatically change to SM once Communication Manager detects its peer as Session
Manager.

e Set the Near-end Node Name to procr. This node name maps to the IP address of the
Avaya Server running Communication Manager as defined in Section 5.3.

e Set the Far-end Node Name to Lab-HG-SM. This node name maps to the IP address of
Session Manager as defined in Section 5.3.

e Set the Far-end Network Region to the IP network region defined for the Service
Provider in Section 5.5.

e Set the Far-end Domain to the domain of the enterprise.

e Set Direct IP-IP Audio Connections to y. This field will enable media shuffling on the
SIP trunk allowing Communication Manager to redirect media traffic directly between
the inside IP of the Avaya SBCE and the enterprise endpoint. If this value is set to n, then
the Avaya Media Gateway will remain in the media path of all calls between the SIP
trunk and the endpoint.

e Set the DTMF over IP field to rtp-payload. This value enables Communication Manager
to send DTMF transmissions using RFC 2833.

e Default values may be used for all other fields.

SIGHALIHG GROUP
Group Humber: 2 Group Type: sip
|IHS Enabled? nj Transport HMethod: tcp
Q-SIP? n
IP Uideo? n Enforce SIPS URI for SRTP? u
Peer Detection Enabled? y Peer Server: SH
Prepend '+° to Outgoing Calling/Alerting/Diverting/Connected Public Humbers? y
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Humbers? n
Alert Incoming SIP Crisis Calls? n
Hear-end Hode Hame: procr Far-end Hode Hame: Lab-HG-S5HM
Mear-end Listen Port: 5678 Far-end Listen Port: 5678
Far-end Hetwork Region: 2
ar-end Domain: auaua.lah.cum|
! Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Hoise? n
[DTHF over IF: rtp-payload]| | birect IP-IF Audio Connections? y|
Session Establishment Timer{min)}: 3 IF Audio Hairpinning? n
Enable Layer 2 Test? n Initial IP-IP Direct Hedia? n
i]

H.223 Station Dutiuini Direct Hedia? n Alternate Route Timer(sec):
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5.7. Trunk Group

Use the add trunk-group command to create a trunk group for the signaling group created in
Section 5.6. For the compliance test, trunk group 2 was configured using the parameters

hlghllghted below.
Set the Group Type field to sip.
Enter a descriptive name for the Group Name.

in the TAC field.

Set the Service Type field to public-ntwrk.

Set the Signaling Group to the signaling group shown in Section 5.6.
Set the Number of Members field to the number of trunk members in t

Enter an available trunk access code (TAC) that is consistent with the existing dial plan

he SIP trunk

group. This value determines how many simultaneous SIP calls can be supported by this

trunk.
Default values were used for all other fields.

TRUHK GROUP

Group Mumber: 2 |Group Type: EI EDR Rep
Group Hame: Service Provider COR: 1
Direction: two-way Outgoing Display? n

Dial Access? n Hight Service:

Queue Length: 8

ervice Type: guhllc—ntwrk|

Auth Code? n

Member Assignment Method:

Signaling Group:
Humber of Hembers:

Solution & Interoperability Test Lab Application Notes
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On Page 2, verify that the Preferred Minimum Session Refresh Interval (sec) is set to a value
acceptable to the Service Provider. This value defines the interval that re-INVITEs must be sent
to keep the active session alive. Note that the value assigned to the Preferred Minimum Session
Refresh Interval (sec) field is doubled and assigned to the “Min-SE” Header Field in SIP
INVITE messages for calls originating from Communication Manager. Using the default setting
of 600 seconds as in the example, the “Min-SE” Header Field would be populated for 1200
seconds in SIP INVITE messages originating from Communication Manager.

change trunk-group 2 Paqge 2 of 21
Group Type: sip

TRUHK PARAMETERS
Unicode Hame: auto

Redirect On OPTIWM Failure: 5080

SCCAN? n Digital Loss Group: 18
Preferred Hinimum Session Refresh Interval{sec): 6BB|

Disconnect Supervision - In? y Dut? y

S0IP Treatment: auto Delay Call Setup When Accessed Uia IGAR? n

Caller ID for Service Link Call to H.323 1xC: station-extension
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On Page 3, set the Numbering Format field to public. This field specifies the format of the
calling party number (CPN) sent to the far-end. Public numbers are automatically preceded with
a + sign when passed in the SIP “From”, “Contact”, “P-Asserted Identity” and “Diversion”
headers.

Set the Replace Restricted Numbers and Replace Unavailable Numbers fields to y. This will
allow the CPN displayed on local endpoints to be replaced with the value set in Section 5.2, if
the inbound call enabled CPN block.

Default values were used for all other fields.

TRUHK FEATURES
ACA Assignment? n Heasured: none

Maintenance Tests? y

Humbering Format: puhlic'

UUI Treatment: service-provider

Replace Restricted Humbers? y
Replace Unavailable Humbers? y

Hold/Unhold Motifications? y
Modify Tandem Calling Humber: no

Show ANSWERED BY on Display? y

 ———————————_——————————————_—————————
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Page 4 was configured using the parameters highlighted below.

Set the Network Call Redirection field to n. This setting directs Communication
Manager not to use the SIP REFER message for transferring calls off-net to the PSTN,
refer to Section 2.2.

Set the Send Diversion Header field to y. When enabled, the Diversion Header (in the
outbound INVITE message) provides additional information to the network if the call has
been re-directed. This is needed to support call forwarding of inbound calls back to the
PSTN and some Extension to Cellular (EC500) call scenarios.

Set the Support Request History field to n.

Set the Telephone Event Payload Type to 101. The value preferred by Claro.

Set the Convert 180 to 183 for Early Media toy.

Set the Always Use re-INVITE for Display Updates to y. When enabled, UDATE
messages are disabled and are replaced with re-INVITE messages. UPDATE messages
were causing problems and need to be disabled in Communication Manager (refer to
Section 2.2).

Set the Identity for Calling Party Display to From.

change trunk-group 2 Page 4 of 21
PROTOCOL VARIATIONS

Hark Users as Phone?

Prepend "+ to Calling/Alerting/Diverting/Connected Humber?
Send Transferring Party Information?

| Metwork Call Redirection?

2= 1= =

Send Diversion Header?
Support Request History?
Telephone Event Payload Type:

= [ =
purd

Convert 188 to 183 for Early HMedia?
Always Use re-INUVITE for Display Updates?
Identity for Calling Party Display:

Block Sending Calling Party Location in IMUITE?
Accept Redirect to Blank User Destination?
Enable [-5IP?

FlREmE=
-
=]
=

Interworking of ISDH Clearing with In-Band Tones: keep-channel-active

Reiuest URI Contents: maﬁ—haue—extra—diiitS
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5.8. Calling Party Information

The calling party number is sent in the SIP “From”, “Contact” and “PAI” headers. Since public
numbering was selected to define the format of this number (Section 5.7), use the change
public-unknown-numbering command to create an entry for each extension which has a DID
assigned. The DID numbers are assigned by the Service Provider. They are used to authenticate
the caller. Each DID number is assigned to one enterprise internal extension or Vector Directory

Numbers (VDNS).

The screen below shows DID numbers assigned for testing. The DID numbers were mapped to
enterprise extensions 3041, 3044, 3045 and 3048. These 11-digit numbers were used for the
outbound calling party information on the Service Provider trunk when calls were originated

from these extensions.

change public-unknoun-numbering 1
HUMBERING - PUBLIC/UMKMHOWH FORMAT

Total
Ext Ext Trk CPFH CPFH
Len Code Grp{s) Prefix Len
3
5
2841 2 11234569290
304y 2 11234569226
3845 2 11234569254
3848 2 11234569243

P EEFEFEE

b [k [k [kl [
S N R A Y

Total Administered: 6
Maximum Entries: 9999

NHote: If an entry applies to
a SIP connection to Avaya
Aura{R) Session HManager,

the resulting number must

be a complete E.164 number.

Communication Manager
automatically inserts
a '+' digit in this case.
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In a real customer environment, normally DID numbers are comprised of the local extension plus
a prefix. If this is true, then a single public numbering entry can be applied for all extensions. In
the example below, all stations with a 4-digit extension beginning with 9 will send the calling
party number as the CPN Prefix plus the extension number. The example shown in the
screenshot below is assuming that the local extensions in the DID numbers begin with a 9 (e.g.,
11234569xxX).

change public-unknown-numbering 1
HUMBERING - PUBLIC/UNKHOWH FORMAT

Total
Ext Ext Trk CPH CPH
Len Code Grp{s) Prefix Len
Total Administered: 6
3 Haximum Entries: 9999
5

a SIP connection to Avaya
Aura{R) Session HManager,
the resulting number must
be a complete E.164 number.

Communication Hanager
automatically inserts
a '+' digit in this case.

LT EEEE LT [FFe
k=l
M3

4
b
1123456 11] Mote: If an entry applies to

5.9. Inbound Routing

DID numbers received from Claro were mapped to extensions using the incoming call handling
treatment of the receiving trunk group. Use the change inc-call-handling-trmt command to
create an entry for each DID number. Note that since Claro includes the “+” in the Request-URI
of INVITE messages, the “+” was added to the Incoming Number Digits.

change inc-call-handling-trmt trunk-group 2
INCOMING CALL HANDLIHNG TREATHENT

Service/f Humber Humber Del Insert
Feature Len Digits

public-nturk 12 +11234569298 12 3641

public-ntuwrk 12 +11234569225 12 364y

public-ntwrk 12 +11234569254 12 3845

public-ntuwrk 12 +11234569243 12 3048

public-ntuwrk
public-ntwrk
public-ntwrk
public-ntwrk
public-ntwrk
public-nturk
public-ntuwrk
public-ntuwrk
public-ntuwrk
public-ntuwrk
public-ntuwrk
public-ntwrk
public-ntwrk

iuhlic—ntwrk _ ___________________ !
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In a real customer environment, where DID numbers are usually comprised of a local extension
plus a prefix, a single entry can be applied for all extensions, like in the example shown below.

C

hange inc-call-handling-trmt trunk-group 2

Service/
Feature
public-ntwrk
public-ntwrk
public-ntwrk
public-ntuwrk
public-ntuwrk
public-ntwrk
public-ntwrk
public-ntwrk
public-ntuwrk
public-ntuwrk
public-ntwrk
public-ntwrk
public-ntwrk
public-ntuwrk
public-ntuwrk
public-ntwrk
public-ntwrk

INCOMING CALL HANDLING TREATHMENT

Humber Humber Del Insert
Len Digits
hg_+1123u56 8|

iuhlic—ntwrk o
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SPOC 12/3/2015

Solution & Interoperability Test Lab Application Notes
©2015 Avaya Inc. All Rights Reserved.

25 of 98
ClaroCM7SM7SBC7



5.10. Outbound Routing

In these Application Notes, the Automatic Route Selection (ARS) feature is used to route
outbound calls via the SIP trunk to the Service Provider. In the sample configuration, the single
digit 9 is used as the ARS access code. Enterprise callers will dial 9 to reach an “outside line”.
This common configuration is illustrated below with little elaboration. Use the change dialplan
analysis command to define a dialed string beginning with 9 of length 1 as a feature access code
(fac).

change dialplan analysis Page 1 of 12
DIAL PLAN AHALYSIS TABLE
Location: all Percent Full: 2

Dialed Total Ccall Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type

12 udp
dac
ext
ext
udp
ext
dac
ext
fac
fac|
dac
dac

AP (O] YR = R e

I o il ol o
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Use the change feature-access-codes command to configure 9 as the Auto Route Selection
(ARS) — Access Code 1.

change feature-access-codes

Conditional Call Extend Activation:

Contact Closure Dien Code: Close Code:

Abbreviated Dialing List1 fAccess Code:
Abbreviated Dialing List2 Access Code:
Abbreviated Dialing List3 Access Code:
Abbreviated Dial - Prgm Group List Access Code:
Announcement Access Code: #7
Answer Back Access Code:
Attendant Access Code: _
Auto Alternate Routing {AAR) Access Code: 8
|auto Route Selection (ARS) - Access Code 1: 9]
Automatic Callback Activation:
Call Forwarding Activation Busy/Dh: All:
Call Forwarding Enhanced Status: Act:
Call Park Access Code:
Call Pickup Access Code: =44
CAS Remote Hold/Answer Hold-Unhold Access Code:
CDR Account Code Access Code:
Change COR fAccess Code:
Change Coverage Access Code:

FEATURE ACCESS CODE (FAC)

Access Code 2:

Page

Deactivation:
Deactivation:
Deactivation:

Deactivation:

1 of 18

Use the change ars analysis command to configure the routing of dialed digits following the
first digit 9. The example below shows a subset of the dialed strings tested as part of the
compliance test. See Section 2.1 for the complete list of call types tested. All dialed strings are
mapped to route pattern 2 which contains the SIP trunk to the Service Provider (as defined

next).
change ars analysis 178 Paqge 1 of 2
ARS DIGIT AHALYSIS TABLE
Location: all Percent Full: @
Dialed Total Route call Hode AHI
String Min HMax Pattern Type Hum Reqd
17 11 1 deny fnpa ______n
[1786 111 2 fnpa 1]
179 11 11 deny fnpa _ n
188 11 11 deny fnpa n
[1860 M 11 2 fopa ___ |
5o 11 11 deny tnpa _ n
1889 M1 1 2 hnpa . n
181 11 11 deny fnpa _ n
182 11 11 deny fnpa _ n
183 11 bl deny fnpa _ n
184 11 bl deny fnpa _ n
185 11 11 deny fnpa _ n
186 11 11 deny fnpa _ n
187 11 11 deny fnpa _ n
188 11 11 deny fnpa _ n
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The route pattern defines which trunk group will be used for the call and performs any necessary
digit manipulation. Use the change route-pattern command to configure the parameters for the
Service Provider trunk route pattern in the following manner. The example below shows the
values used for route pattern 2 during the compliance test.

e Pattern Name: Enter a descriptive name.

e Grp No: Enter the outbound trunk group for the Service Provider. For the compliance
test, trunk group 2 was used.

e FRL.: Set the Facility Restriction Level (FRL) field to a level that allows access to this
trunk for all users that require it. The value of 0 is the least restrictive level.

e Pfx Mrk: 1 The prefix mark (Pfx Mrk) of one will prefix any FNPA 10-digit number
with a 1 and leave numbers of any other length unchanged. This will ensure 1 + 10 digits
are sent to the Service Provider for long distance North American Numbering Plan
(NANP) numbers. All HNPA 10 digit numbers are left unchanged.

change route-pattern 2 Page 1 of 3
Pattern Humber: 2 Pattern Hame: Seruv. Provider
SCCAN? n Secure SIP? n Uzed for 5IP stations? n
Grp FRL HPA Pfx Hop Toll Ho. Inserted DCS/ IXC
No Mrk Lmt List Del Digits QsIG
Dgts Intw
1:- ]2 a _ 1| _ _ n user
2: _ _  _ _ _ _ n user
3: o - - n user
4: - - - n user
L: - _ _ n user
6: - _ _ n user
BCC UALUE TSC CA-TSC ITC BCIE Service/Feature PARM Sub Humbering LAR
a12HLLW Request Dgts Format
1 yyyyun n rest _ none
2:yyyyuyn n rest _ none
J:yyyyun n rest _ none
L:yyyyun n rest _ none
Styyyyun n rest _ none
6= H i H H i n n rest _ none

Note: To save all Communication Manager provisioning changes, enter the command save
translations.
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. The procedures include
adding the following items:

SIP domain

Logical/physical Location that can be occupied by SIP Entities

Adaptation module to perform dial plan manipulation.

SIP Entities corresponding to Communication Manager, the Avaya SBCE and Session
Manager

Entity Links, which define the SIP trunk parameters used by Session Manager when
routing calls to/from SIP Entities

Routing Policies, which control call routing between the SIP Entities

Dial Patterns, which govern to which SIP Entity a call is routed

Session Manager, corresponding to the Session Manager server to be managed by System
Manager.

It may not be necessary to create all the items above when configuring a connection to the
Service Provider since some of these items would have already been defined as part of the initial
Session Manager installation. This includes items such as certain SIP domains, Locations,
Adaptations, SIP Entities, and Session Manager itself. However, each item should be reviewed to
verify the configuration.

Note: Some of the default information in the screenshots that follow may have been cut out (not
included) for brevity
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6.1. System Manager Login and Navigation

Session Manager configuration is accomplished by accessing the browser-based GUI of System
Manager, using the URL “https://<ip-address>/SMGR”, where “<ip-address>" is the IP address
of System Manager. Log in with the appropriate credentials (not shown). The screen shown
below is then displayed. Click on Routing.

Vv N e PN e

Administrators Communkation Manager Backup and Restore
Directory Synchronization Camimusibcatiog Sesvar 1000 Bulk Empart and Export
Groups & Roles Conforencing Coaflgurations
User Managameant Engagemant Deavelopmant Matfonm Evants
User Provistoning Rule 1P Office Geographic Redundancy
Modia Server Inwantory
Meesting Exchange Ucenses
Mossaging Replication
Fresence Reports
o]
Session Manager Sacurity

Work Assignment Shutdown
Solution Deployment Manages

Tamplatus
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The navigation tree displayed in the left pane below will be referenced in subsequent sections to
navigate to items requiring configuration. Most items will be located under the Routing link
shown below.

Mo Minitong

« Womw / Lements | Routing o

Introduction to Network Routing Policy

Natwork Routing Policy consists of saveral rewting applications like "Domains”, "Locations”, "SIP Entites”, atc

The recommendad crder to use the rowting applications {that means the overal routing warkflow) to configure your network configuration is
as follows

Step 1: Creste “Domains” of type SIF {other routing applications are refermnng domains of type SIP}
Step 2: Create “Locations™
Step 3: Create “Adaptations”

Step 4. Craate "SIP Entries”

SIP Entities that ar% used as "Outbound Froxies” 8.9, @ certain “Gateway” ar "SIP Trunk”

6.2. Specify SIP Domain

Create a SIP domain for each domain of which Session Manager will need to be aware in order
to route calls. For the compliance test the enterprise domain avaya.lab.com was used.

To add a domain Navigate to Routing = Domains in the left-hand navigation pane and click the
New button in the right pane (not shown). In the new right pane that appears (shown below), fill
in the following:

e Name: Enter the domain name.

e Type: Select sip from the pull-down menu.

e Notes: Add a brief description (optional).

e Click Commit to save (not show).

The screen below shows the entry for the enterprise domain avaya.lab.com.

« Wome / / e/ 1<)
Helo 7
Domain Management
1 Bem O Filtar: Enabis
Name Type Notus
f wonys.lab com sp v) Lab-HG {'l:mnr]
Diat Patzarne
Regular Expressions
T [Eemmit]fcancel]
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6.3. Add Location

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
the purposes of bandwidth management and call admission control. To add a location, navigate
to Routing > Locations in the left-hand navigation pane and click the New button in the right

pane (not shown).

In the General section, enter the following values. Use default values for all remaining fields:
e Name: Enter a descriptive name for the location.
e Notes:  Add a brief description (optional).
e Click Commit to save.

The screen below shows the HG Session Manager location. This location will be assigned later
to the SIP Entity corresponding to Session Manager.

Moms | Routing
o Naow / /! g/t o
Oomning o ?
oo Location Details
“‘._'_h“...". General
'{N-m«: HG Sessan Manaq&-vi
Naotes:
Dial Plan Transparency in Survivable Mode
" Nagular Expruseions Reni
Dehu;lb . Listed Directory Number;
Associated CM SIP Entity:
Overall Managed Bandwidth
Managed Bandwidth Units:  xXbit/sec ]
Total Bandwidth:
Multimedin Bandwidth:
Audio Calis Can Take Multimedia
Bandwidth;
Per-Call Bandwidth Parameters
Maximam Mutimedia Sandwidth (intrs- 5000 Kb/ Soc
Maximum Multimedia Inndw:i:rig.l:;;t- 1000 Kbit/See
* Mind Multimedi d 64 Kbit/Sec
* Delault Audso Bandwidth: 8l Kbit/ser Wi
Alarm Threshoid
Overall Alarm Thiesbold: 50 ey
in Alwrm Thr 50 v o
* Latuncy before Oversll Alacm Trigges: 5 Minutes
* Latancy beforn Multimedia Alarm Trigges: 5 Minutes
Location Pattarmn
i
0 l!ln:c < Fiker: Enpe
: 1’. Address Pattern Notes »
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The following screen shows the HG Communication Manager location. This location will be
assigned later to the SIP Entity corresponding to Communication Manager.

~ Routing « Home / Elements / Rowting / Letutinne [+]
Uy MHen ?
Domaine
ion De [CommitffCancal
Lacations Locaho“ ta"s m e
i - 2 General
titien f
T *|Name: HG Cammunication Manager |
Notes:
Dial Plan Trunsparency in Survivable Mode
Enabled: ]
Defaults Listed Directory Number:
Associated CM SIP Entity:
Overall Managed Bandwidth
Managed Bandwidth Units:  Kbit/sec ||
Totul Bandwidth:
Multimedia Bandwidth:
Audio Calis Can Take Multimedia
Bandwidth:
Per-Call Bandwidth Parameters
Maximum Multimedia Bandwidth (Intra~ =
L jon): 1000 Kbit/Sec
di dwidth (Inter- )
L tion): 1000 Kbit/Sec
i di Idth 64 Kbit/Sec
* Default Audio Bandwidth: 80 Kot/eec V|
Alarm Threshold
Overall Alarm Threshold: 80 %
Multimedia Alarm Thresheld: 80 ] %
* Latency before Overall Alarm Trigges! 5 Minutes
"L y before Multi in Alarm Trigger: 5 Minutes
Location Pattern
Adq Rameve
O ltams Filtee: Ennbile
1P Address Pattern Notes
o]
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The following screen shows the HG ASBCE location. This location will be assigned later to the
SIP Entity corresponding to the Avaya SBCE.

« Nomu / Elements / Rowting / Lecations o
Heip ?
Location Details Commit]{Cancal
Lacatians
MW' Genaral
cmithoico it *INome: HG ASBCE
Entity Links
A eci— Notes:

Dial Plan Transparancy in Survivable Mode
Enabled:

Listed Directory Number;

Defaults

Assodated CM SIP Entity:
Overall Managed Bandwidth
Managed Bandwidth Units:  xbit/sec 1]
Total Bandwidth:
Multimedia Bandwidth:
Audio Calls Can Take Multimedia

Bandwidth:
Per-Call Bandwidth Parameters

dim Bandwidth (Int
i i 1000 Kbit/Sec
g Hutomenia Rand “:J,';";,' 1000 Kbit/Sec
* Mini Multimedia Bandwidt) 64 Kbit/Sec
* Default Audio Bandwidth: 80 Kowjzec V|
Alarm Threshold
Overall Alarm Thiwshold: 80 V)%
Mualtimedia Alarm Thieshold: 80 ~| o
* Latency befors Overall Alarm Trigger: 5 Minutes
* Latency before Multimedia Alarm Triggers! 5 Minutes
Location Pattern
Add Bamove
0 lema - Filtee: Ennhle
1IF Address Pattern Notes
ICammtlIC.n:elI
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6.4. Adaptations

In order to improve interoperability with third party elements, Session Manager 7.0 incorporates
the ability to use Adaptation modules to remove specific headers that are either Avaya
proprietary or deemed excessive/unnecessary for non-Avaya elements.

For the compliance test, an Adaptation named “CM_Outbound_Header Removal” was created
to block the following headers from outbound messages, before they were forwarded to the
Avaya SBCE: Alert-Info, P-Charging-Vector, AV-Global-Session-ID, AV-Correlation-1D, P-
AV-Message-id, P-Location, and Endpoint-View. These headers contain private information
from the enterprise, which should not be propagated outside of the enterprise boundaries. They
also add unnecessary size to outbound messages, while they have no significance to the service
provider.

Navigate to Routing - Adaptations in the left-hand navigation pane and click the New button
in the right pane (not shown). In the new right pane that appears (shown below), fill in the
following:

e Adaptation Name: Enter an appropriate name.
e Module Name: Select the DigitConversionAdapter option.
e Module Parameter Type: Select Name-Value Parameter.

Click Add to add the name and value parameters.

e Name: Enter eRHdrs. This parameter will remove the specified headers from
messages in the egress direction.
e Value: Enter “Alert-1nfo, P-Charging-Vector, AV-Global-Session-ID,

AV-Correlation-1D, P-AV-Message-id, P-Location, Endpoint-View”
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The screen below shows the adaptation created for the compliance test. This adaptation will later

be applied to the

SIP Entity corresponding to the Avaya SBCE. All other fields were left with

their default values.

« Wome / B / %/ e
Held ?
Adaptation Details
A;i;)alA:nuns General
751, EE’_‘!‘“i * Adaptation Name: CM_Outbound_ Header Rermaval
Entity Links =
* Module Name: DigitConverscoAdoptar V)
Time Kanges
. Module Parametes Type: Name-Valus Parsmater V]
Routing Policies
Dinl Patterms Tac Remove
7!-9-71!?1 I-’cm-v [ nome - Value
Duluslts = "Alart-lefo, P-Charging-Unctor, AV-Globr-Sension A
ahtiges -1D, AV-Correlaticn-1D, P-AV-Message-id, P- v
‘Select | A1, None
Egreas URI Parwmetors:
Notes:
Digit Conversion for Incoming Calls to SM
t:.sd Ryrp‘-c
© Rems . Filter: Enable
Matching Pattern Min Max Phone Context Delete Digits  Inmsert Dights  Address to modity | Adagptation Data Notes
Digit Conversion for Outgoing Calls from SM
Add Remove
Orl.llms " Filter: Eoabie
Matching Pattern Min Max Phone Context Deicte Digits  Insert Digits  Address to modity Adaptation Data Notes
=
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6.5. SIP Entities

A SIP Entity must be added for Session Manager and for each SIP telephony system connected
to it, which includes Communication Manager and the Avaya SBCE. Navigate to Routing -
SIP Entities in the left-hand navigation pane and click on the New button in the right pane (not
shown).

In the General section, enter the following values. Use default values for all remaining fields:

e Name: Enter a descriptive name.

e FQDN or IP Address: Enter the FQDN or IP address of the SIP Entity interface
that is used for SIP signaling.

e Type: Enter Session Manager for Session Manager, CM for

Communication Manager and SIP Trunk (or Other) for the
Avaya SBCE.

e Adaptation: This field is only present if Type is not set to Session
Manager. If applicable, select the Adaptation Name.

e Location: Select one of the locations defined previously.

e Time Zone: Select the time zone for the location above.

To define the ports used by Session Manager, scroll down to the Port section of the SIP Entity
Details screen. This section is only present for Session Manager SIP entities.

In the Port section, click Add and enter the following values. Use default values for all
remaining fields:

e Port: Port number on which the Session Manager will listen for SIP
requests.

e Protocol: Transport protocol to be used to send SIP requests.

e Default Domain: The domain used for the enterprise.

e Click Commit to save.
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The following screen shows the addition of the Session Manager SIP entity. The name HG
Session Manager, the IP address of the Session Manager signaling interface, the Location HG
Session Manager created in Section 6.3 and the Time Zone were used.

For the compliance test, only two Ports were used:
e 5060 with TCP for connecting to the Avaya SBCE.

e 5070 with TCP for connecting to Communication Manager.

« Wome / Elemants / Howting / STP Entities [+]
Help ?
SIP Entity Details
“ -4.:“ A. ™ General
‘SI—P Er:n;les * Name: HG Sessian Manager
Entity Links * FQDN or IP Address: 172.16,5.32
Time Rangos Type: |
Routing Policies Notes: Security Module
{Location: MG Session Manager ):J]
Outbaund Proxy: VJ
Time Zoner |America/New_York :__1
Credential name:
SIP Link Monitoring
SIP Link Monitoring: Use Session Manager Ca'-!»gumroﬂi']
Listen Ports
TCP Failover port:
TLS Failovet post:
Add Ramove
10 [ters > Filtar: Enabie
[T Usten Ports « Protocel  Defastt Domaln Notes
5050 TCP v| avayalabcom v,
5060 LOP v] avayaiab.com v
o8l s M!J Avayalab. cam L
5082 1ePTv]  [aveyaiab.com v
1 sess Tisly] laveysisbcom V]
] |iso70 TCP (v|  [aveyslab.com 2
1 5080 TCP (w| |avaysiab.com e
] iseé1 Ter[v]  [avayasab.com ~]
5085 wop[v] |avayatab.com 2
a0 TR ‘_\:] #vayalah cam _Q_
Sedect : All, None
SiP Responses to an OPTIONS Request
Add Remove
C ftems 3 Filter: Enabie
=2 I lvimer ool
Response Code & Reason Phrase Entity Notes
Up/Down
[commit[cancel
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The following screen shows the addition of the Communication Manager SIP Entity.

A separate SIP entity for Communication Manager is required in order to route traffic from
Communication Manager to the Service Provider.

The name HG CM Trunk 2, the IP of the Communication Manager procr interface in Section
5.3, the Type of CM for Communication Manager, the Location HG Communication Manager
created in Section 6.3 and the Time Zone were used.

« Mome / ! 9 / S1P -]
Helo ?
SIP Entity Details
Genaral
SIP Entities * Name: HG CM Trunk 2
Entity Links ' * FQDN or IP Address: [172.16.5.201
Time Rangos Type! v
lrout»iug Policies Notes: For Secvice Pravider Calis
Dial Patterne
Regular Expressions Adaptation: vl
Dataults Location: HG Comnunication Manager v
Time Zone: Amenca/New Yok vl
* SIP Timer B/F (Iin seconds): 4
Credential name:
Securable:
Call Detaidl Recording: none _‘_ﬁ
Loop Detection
Loop Detection Mode: Off v
SIP Link Monitoring
SIP Link Monitoring: Use Session Manager C:nﬁquv:tm_\_‘_]
Supports Call Admission Controb; |
Shared Bandwidth Managesr: |
Primary $ Manages Bandwidth o)
Associstion; -
Backup Sesslon Manager Bandwidth G J
Assodiation: -
SIP Responses to an OPTIONS Request
Add Remove
0 ftams O Filtar: Enalile
Mark
Response Code & Reason Phrase Entity Notes
Up/Down
=
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The following screen shows the addition of the SIP entity for the Avaya SBCE.

The name HG ASBCE, the inside IP address of the Avaya SBCE, the Type of Other, the
adaptation CM_Outbound_Header_Removal created in Section 6.4, the location HG ASBCE
created in Section 6.3 and the Time Zone were used.

| Note: Type: Other was used during the testing; SIP Trunk could have been used instead.

Home Routing
« Meme / / g / =P o
Haip ¥
SIP Entity Details [Commit][cancel]
Genaral
* Name: HG ASBCE
* FQDN or IP Address: 172.16.5.71
Type: i~
‘Notes: [HG ASBCE
Adaptation: |[CM_Outbound Heacer Removal v
Location: HG AS2CE iV
Time Zone: Amerca/New York o~
* SIP Timer B/F (In seconds): 4
Creduntial name:
Securable: |
Call Detail Recording: none _:J
CommpProfile Type Preference: = v|
Loop Detection
Loop Detection Mode: Off i~
SIP Link Monitoring
SIP Link Monitoring: |Use Session Manager Configuration v
Supports Call Admission Control: |
Shared Bandwidth Manager: |
Primary Session Manager B id S
Association: —
Sy As:oci:tiox;: =
SIP Responses o an OPTIONS Raquest
Add Remove N
ﬁlzm :- - Fitar: Snabie
Mark
Ruspores Code & Reason Phrase Entity  Notes
up/Down
[Commit[Canca]
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6.6. Entity Links

A SIP trunk between Session Manager and a telephony system is described by an Entity Link.
Two entity links were created; one to Communication Manager and one to the Avaya SBCE, to
be used only for Service Provider traffic. To add an entity link, navigate to Routing 2 Entity
Links in the left-hand navigation pane and click on the New button in the right pane (not
shown). Fill in the following fields in the new row that is displayed:

e Name: Enter a descriptive name.
e SIP Entity 1: Select the Session Manager.
e Protocol: Select the transport protocol used for this link. For Communication

Manager this was matched to the Transport Method defined on the
Communication Manager signaling group in Section 5.6. For the
Avaya SBCE, this was matched to the Transport defined on the
Server Configuration for Session Manager (Call Server) in Section
7.2.4.

e Port: Port number on which Session Manager will receive SIP requests from
the far-end. For Communication Manager, this was matched to the
Far-end Listen Port defined on the Communication Manager
signaling group in Section 5.6. For the Avaya SBCE, this was matched
to the Port defined on the Server Configuration for Session Manager
(Call Server) in Section 7.2.4.

e SIP Entity 2: Select the name of the other system. For Communication Manager or
the Avaya SBCE select the respective SIP Entity defined in Section
6.5.

e Port: Port number on which the other system will receive SIP requests from

Session Manager. For Communication Manager, this was matched to
the Near-end Listen Port defined on the Communication Manager
signaling group in Section 5.6. For the Avaya SBCE, this was matched
to the TCP Port defined for the private Signaling Interface on the
Avaya SBCE in Section 7.4.3.

e Connection Policy: Select Trusted.

e Click Commit to save.

The following screens illustrate the entity links to Communication Manager and to the Avaya
SBCE. It should be noted that in a customer environment the entity link to Communication
Manager would normally use TLS. For the compliance test, TCP was used to aid in
troubleshooting since the signaling traffic is not encrypted.
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The following screen shows the entity link to Communication Manager:

S1P Entities

Entity Links

« Pume / Dhemsents / Routing / oty Links o
Hep ?
Entity Links
i fem O Filter: Enatin
- ons Connection
[ |name SIP Emtity 3 Protocal  Part SIP Lmtity 2 Ovarride "ot Palicy .
T |* G Sesson Manoger | * QLHG Sesslon Managar TCP w]  *1%070 * Q) HG CM Trunk 2 ] 70 trusted v]]
< >
Balect : All, Nane

The following screen shows the entity link to the Avaya SBCE:

o Mume J Elements [ Routig / Eatity Lnks -]
Halp ? |
Entity Links
1item O Piter; Eanbie
Entity Links — ' -
Time Ranges (1 Name SIP Emtity 1 Protocul | Poet SUP Extiny 2 o::‘:‘.‘ruu r’“,,m""
sose. - -
'“m"“_"."'?“ ( f WG Session Mansger - * 0L HG Seseion Managar R vl * s * Q HG ASBCE [} 060 trusted (W]
< >
Salect : AL Nunw
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The following screen shows the list of the newly added entity links. Note that only the
highlighted entity links were created for the compliance test, and are the ones relevant to these
Application Notes.

o Nom £ Ebesients J Baating £ Enny 1ises o
Entity Links
| N |Mare Actions ~
34 iteme Fiker: Aratie
[ e BIN Entity L Protecal Port  BIF Entity 2 :»(::sm Fort r“:":'“‘" "::'::" reater
« A O s ) rusmes ) -‘f\/‘:‘r.
Odad Pattorns - 5
Reguiar Exprossions ’ . - . -
rOrcye ] ; o ] 1 D & s D
HG Sessce Mansger HG e e e 1 s i |
- ASSCE ;'J':J ‘TC”F : 000 Wi ASIKT o 000 truek L’J
! s%ﬁﬁ%;.‘ww ns DOAL 4G OM Trurk § o "ol e D
u :“;.,' l‘ > el o DOT 4G CM Trurk 2 (=] w0y nsskad D
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6.7. Routing Policies

Routing Policies describe the conditions under which calls are routed to the SIP entities specified
in Section 6.5. Two routing policies must be added: one for Communication Manager and one
for the Avaya SBCE. To add a routing policy, navigate to Routing = Routing Policies in the
left-hand navigation pane and click on the New button in the right pane (not shown). The
following screen is displayed. Fill in the following:

In the General section, enter the following values. Use default values for all remaining fields:
e Name: Enter a descriptive name.
e Notes: Add a brief description (optional).

In the SIP Entity as Destination section, click Select. The SIP Entity List page opens (not
shown). Select the appropriate SIP entity to which this routing policy applies and click Select.
The selected SIP entity displays on the Routing Policy Details page as shown below. Use
default values for remaining fields.

e Click Commit to save.

The following screen shows the routing policy for Communication Manager:

Routing Policy Details

Rovatting
« Mome / / / Pokcins o
Heip 7

Geneoral

1
| * Name! To HG CM Trunk 2 |
Disabled:
* Retrins: 0
Notes: [nboung calls to HG CM Trunk 2
SIP Entity as Destination

Selact

Nume FQUN of 1P Address Yype Notus

[ #6 o T 2 172.46.5.201 o For Gervice Providor Cabs
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The following screen shows the routing policy for the Avaya SBCE:

* Namm: To HG ASBCE

—— o a— Yo Disabled:
Time Ranges

Routing Policies

* Retries: O

Notes: For autbound calls to Service Pro

Mams TQODM ac [P Addresas Typs Motes

MG ASBCE 21887 Ontvar NG ASECE

6.8. Dial Patterns

Dial Patterns are needed to route calls through Session Manager. For the compliance test, dial
patterns were needed to route calls from Communication Manager to Claro and vice versa. Dial
patterns define which route policy will be selected for a particular call based on the dialed digits,
destination domain and originating location. To add a dial pattern, navigate to Routing = Dial
Patterns in the left-hand navigation pane and click on the New button in the right pane (hot
shown). Fill in the following, as shown in the following screens:

In the General section, enter the following values. Use default values for all remaining fields:

e Pattern: Enter a dial string that will be matched against the Request-URI of the
call.

e Min: Enter a minimum length used in the match criteria.

e Max: Enter a maximum length used in the match criteria.

e SIP Domain: Enter the destination domain used in the match criteria.

e Notes: Add a brief description (optional).

In the Originating Locations and Routing Policies section, click Add. From the Originating
Locations and Routing Policy List that appears (not shown), select the appropriate originating
location for use in the match criteria. Lastly, select the routing policy from the list that will be
used to route all calls that match the specified criteria. Click Select.

e Click Commit to save.
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Examples of dial patterns used for the compliance testing are shown below.

The first example shows dial pattern 1, with destination SIP Domain of —ALL-, Originating

Location Name HG Communication Manager and Routing Policy name To HG ASBCE. This
dial pattern was used for outbound calls to the PSTN.

Note: The SIP Domain was set to —ALL- since dial pattern 1 is shared among multiple SIP
Domains in the Avaya lab, SIP Domain Avaya.lab.com could have been used instead.

« Momm J / % / Dial Puttnrmy [+]
alp 7
Dial Pattern Details
General
* Patterm: 1
*Minr 13
*Max: 11
Di.l‘l’-ll-"u Ensangancy Call:
Hagulnr Kxprossions Emaiguncy Priceity:
Emergency Type:
SIP Domaint -ALL- vl
Notes:
Originating Locations and Routing Policies
Add:  Remove
5 tams O Filter: Erabls
[T |ovigimating L ocation Name . ?"’31'::':““ :‘::::"’ PoleY. |mank n::'r'::u :":"':::l:‘::c' Routing Pelicy Natas
Disabled
] CSik Nose C51K7.6 To G ASBCE 0 HG ASBCE b ratziondos gt
] |HG Cammunication Manager To HG ASBCE 0 HG ASBCE ;:',:::b::‘.‘:::“' b |
| MA Communication Manager HP DLI60 ‘:‘:m,_:':"u 0N 0 “ MA AA-SBC
] MA Cammunication Manager  HP OLI8D :‘”;?&‘"“ o WA e MA_ssce Outtouns bo MA_SBCE
| %I Lab Ctrars f‘s‘?&"'” WA e Ma_smce Outbound to MA_SBCE
Select : Al None
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The following dial pattern used for the compliance testing was for inbound calls to the enterprise.
It uses dial pattern +1123 matching the “+” and the first four digits sent by Claro on inbound
calls to the enterprise. The pattern also matches the “+” and the first four digits of DID numbers
assigned to Communication Manager in Section 5.9 Inbound Routing. This dial pattern was
configured with the destination SIP Domain of avaya.lab.com, Originating Location Name HG
ASBCE, and Routing Policy name To HG CM Trunk 2.

+ Home / Blessents / Routing { Olal Patterns o
elp »
Dial Pattern Details
Genearal
* Pattern;
“ Minm: 12
*Max; 12
Emergency Call;
Emergency Priovity:
Emergency Type:
SIP Domain:  avays ab.com v: !
Notes: For inceming calls (Claro Damincan R.)
Originating Locations and Routing Policies
Ade Remove
1ftem O Fiiter: Erabie
Ociginsting Locatien Noutimg Policy Ruwting | auoting Pelicy
Origamating Lacatson Namm .| " e Hark Palicy Dbtiad Rowting Policy Notes
Disahlnd
| MG assce To HG CN o O G5 Pk 2 INbouN cAFs to HG
Trurk 2 CM Trumk 2
Select : A, None

Note: The same procedure should be followed to add other required dial patterns.
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6.9. Add/View Avaya Aura® Session Manager

The creation of a Session Manager element provides the linkage between System Manager and
Session Manager. This was most likely done as part of the initial Session Manager installation.
To add Session Manager, navigate to Elements - Session Manager - Session Manager
Administration in the left-hand navigation pane and click on the New button in the right pane
(not shown). If Session Manager already exists, click View (not shown) to view the
configuration. Enter/verify the data as described below and shown in the following screen:

In the General section, enter the following values:

e SIP Entity Name: Select the SIP Entity created for Session
Manager.
e Description: Add a brief description (optional).

e Management Access Point Host Name/IP: Enter the IP address of the Session Manager
management interface.

In the Security Module section, enter the following values:

e SIP Entity IP Address: Should be filled in automatically based on the SIP Entity
Name. Otherwise, enter IP address of the Session Manager
signaling interface.

e Network Mask: Enter the network mask corresponding to the IP address of
the Session Manager signaling interface.

e Default Gateway: Enter the IP address of the default gateway for Session
Manager.

Use default values for the remaining fields.
e Click Save (not shown).
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The screen below shows the Session Manager values used for the compliance test.

View Session Manager

Genmry | Security Module | Manitonng ; GDR | Persanal Profie Manager (PPM) - Connettion Smtngs | Event Server

Expand AT | Collapae All
General .
f

S1P Entry Name MG Sesson Manage !
Conliguration o e 7

+ Oevice and Location Description Lab-HG 5M

| Management Access Point Host NameyIP 172.16.5.11

Configurston

* Application Direct Routing %0 Encpeints Enate
Configuration Mainterarce Mode [

Security Module «

SIP Ereity 1P Address 172.165.72
Network Mask 255

Default Guteway 172165254

Call Comtrol Pl 41

“SIP Firewal Configuration
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7. Configure Avaya Session Border Controller for Enterprise

This section describes the required configuration of the Avaya SBCE to connect to Claro’s SIP
Trunking service.

It is assumed that the Avaya SBCE was provisioned and is ready to be used; the configuration
shown here is accomplished using the Avaya SBCE web interface.

Note: In the following pages, and for brevity in these Application Notes, not every provisioning
step will have a screenshot associated with it. Some of the default information in the screenshots
that follow may have been cut out (not included) for brevity.

7.1. Log in Avaya SBCE

Use a web browser to access the Avaya SBCE web interface, enter https://<ip-addr>/shc in the
address field of the web browser, where <ip-addr> is the management IP address of the Avaya
SBCE.

Enter the appropriate credentials and then click Log In.

o V o o Log In
Usermame

Password
Login |
Session Border Controller This sywtem i realriched schly o auhorged Users for Tegiisate
- Dusitmes pupases only The schal o stlemgled usathorized
fOI' Enterpflse Booess, e Of modicatons of ths spalem s sty prohinied
Urnauthoraed users are sutject 1o company discipheary procedures

and or oimingd and chel penalies under siate, federal or other
appicable comesso and foreign laws.

fen wpalemn may be moniored and recooded for

that ¥ it reesas cosibie erdence of coimnal atidly, e esdence of
such actiity may be provsded to law enforoement oMcals

All gaery must comply wiin al oorporate iInsTuctions Teganting the
protecton of niormaton ssets

2011 - 2015 Avaya Inc. All nghts reserved
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The Dashboard main page will appear as shown below.

Akarms Incidents Status Deagnoslics Users Settings Help Log Out

Session Border Controller for Enterprise AVAYA
[Dashboard) . Dashboard A
BackupRestore
Systam Time 120049 AM COT Teles EMS

System Management

Global Parameters Versicn 7.0.0.21.6602 Avaya SBCE

Global Profiles Build Date Sun Aug 9 2108.40 EDT 2015

PPM Sarvices Licanse Stste oK

Domain Policle Aggregate Licensing Overages O

TLE Management
Feak Licensing Overage Count 0
» Device Specific Seflings
Natwork Last Logged in at 1008/2015 23:34.07 COT
Management Faed Login Attemots 0

Media Interface

End Paint Flows None found Avays SBCE: No Subscriber Flow Malched
Session Flows
A
DMZ Services |
Sorvio v 2
Service Mo notes founc

To view the system information that has been configured during installation, navigate to System
Management. A list of installed devices is shown in the right pane. In the compliance testing, a
single Device Name Avaya SBCE was already added.

Alarms Incidents  Status Logs Duagnostics Users

Session Border Controller for Enterprise AVAYA
Dashooard System Management
Administration
Backup/Restore
Sreien Warageea] [ bevicss || updates | [ 55 vPN | | Liconsing |
Globat Paramaters Device Name '::""ge"" Version Siatus
Giobal Profiles .
PPM Services Avayas SBCE &;",Jg'm' Commissioned  Feboct Shutcown  Restart Appiieahon [View] £t
Domam Polcies
TLS Managamant
Device Specific Sattings
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To view the network configuration assigned to the Avaya SBCE, click View as shown on the
previous screen. The System Information window is displayed as shown below.

The System Information screen shows Network Configuration, DNS Configuration and
Management IP information provided during installation and corresponds to Figure 1. The Box
Type was set to SIP and the Deployment Mode was set to Proxy. Default values were used for
all other fields.

r General Configuration 1 r Device Configuration 1 Licanse Allocation
Appliance Name  Avaya SBCE HA Mode No Sxanaara ?ﬁgsnons 2000
Box Type sip Two Bypass Mode  No

Mvanoeo“?ﬁsm 2000

Deployment Mode  Proxy
Scopia Video Sessions  g5pn
Tacyalnd: 500

CES Sessolons 0

Encryption v
Network Configuration
P Public IP Netmask Gateway Interface
172.16.5.71 172.16.571 255.255.255.0 172.16.5.200 Al
172.16.5.199 172.16.5.199 256.255.265.0 172.16.5.200 Al

r DNS Configuration r Management IP(s) ‘
Primary DNS 172.16.5.102 P
Secondary DNS - B

DNS Leocation DMz

DNS Client IP 172.16.5.71

On the previous screen, note that the Al interface corresponds to the inside interface (Private
Network side) and B1 interface corresponds to the outside interface (Public Network side) of the
Avaya SBCE. Since a VPN connection was used with this solution to connect Claro’s network to
the enterprise network, the Al interface was used for access to the private enterprise network and
to route calls to Claro’s network across the VPN tunnel. In this solution, the B1 interface was
used for remote workers access to the enterprise. The configuration required for the B1 interface
is not discussed in this document. Refer to Figure 1 for the IP addresses for both the Al and B1
interfaces on the Avaya SBCE.

When a VPN connection is not used, the B1 interface is normally used for remote workers access
to the private network as well as to route calls to the Service Provider across the public Internet.
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The management IP was blurred out for security reasons. The IP addresses used for the remote
worker configuration was also blurred out since the remote worker configuration is beyond the
scope of these Application Notes and is not discussed in these Application Notes.

IMPORTANT! — During the Avaya SBCE installation, the Management interface, (labeled
“M1”), of the Avaya SBCE must be provisioned on a different subnet than either of the
Avaya SBCE private and public network interfaces (e.g., A1 and B1). If this is not the case,
contact your Avaya representative to have this resolved.

7.2. Global Profiles

The Global Profiles Menu, on the left navigation pane, allows the configuration of parameters
across all Avaya SBCE appliances.

7.2.1. Server Interworking Avaya-SM

Interworking Profile features are configured to facilitate interoperability of implementations
between enterprise SIP-enabled solutions and different SIP trunk Service Providers.

Several profiles have been already pre-defined and they populate the list under Interworking
Profiles on the screen on the next page. If a different profile is needed, a new Interworking
Profile can be created, or an existing default profile can be modified or “cloned”. Since directly
modifying a default profile is generally not recommended, for the test configuration the default
avaya-ru profile was duplicated, or “cloned”, and then modified to meet specific requirements
for the enterprise SIP-enabled solution.

On the left navigation pane, select Global Profiles - Server Interworking. From the
Interworking Profiles list, select avaya-ru. Click Clone on top right of the screen.

Enter the new profile name in the Clone Name field, the name of Avaya-SM was chosen in this
example. Click Finish (nor shown).

For the newly created Avaya-SM profile, click Edit (not shown) at the bottom of the General
tab:

e Check T.38 Support.
e Leave other fields with their default values.
e Click Finish in the Editing Profile window.
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The following screen capture shows the General tab of the newly created Avaya-SM Server
Interworking Profile.
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[Eerver mtorworking - 150 Manding oore
Meda Forking
oy 131 Handirg None
Roung
Servet Cooh . Sporniis 122 Handing Nune
Topaicgy Hang OCS Erosting & 123 Handirg None
Signaing Manipulation [;r';;‘g; Haber Hancieg No
URI Growps - IR} G Hone
Treca S0 Geomrnd
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The following screen capture shows the Advanced tab of the newly created Avaya-SM Server
Interworking Profile.

Session Border Controller for Enterprise AVAYA
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7.2.2. Server Interworking SP-General
A second Server Interworking profile named SP-General was created for the Service Provider.

On the left navigation pane, select Global Profiles > Server Interworking. From the
Interworking Profiles list, select Add.

Enter the new profile name (not shown), the name of SP-General was chosen in this example.
Click Next:

On the General tab:
e Check T.38 Support.
e Leave other fields with their default values.

e Click Next until the Advanced tab is reached, check Both Sides then click Finish on the
Advanced tab.

The following screen capture shows the General tab of the newly created SP-General Server
Interworking Profile.

Ao Incdents Starn Logs Diagnostics Users mngs Helo Log Cut
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Cashbcard Interworking Profiles: SP-General
yawinisreoon AdI Resame || Cloce |[ Detetn
BackupRestore " "
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s Yo L ——
[ . el A
Doemain DoS DCSEdge. Server
: Moks Eupgont NONE
Server Intsrworking | =
[: 9 T
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Servee Confguration Spera.Hao 162 Hervsrg PR
T < e
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The following screen capture shows the Advanced tab of the newly created SP-General Server
Interworking Profile.
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7.2.3. Signaling Manipulation

The Signaling Manipulation feature of the Avaya SBCE allows an administrator to perform
granular header manipulations on the headers of the SIP messages, which sometimes is not
possible by direct configuration on the web interface. This ability to configure header
manipulation in such a highly flexible manner is achieved by the use of a proprietary scripting
language called SigMa.

The script can be created externally as a regular text file and imported in the Signaling
Manipulation screen, or they can be written directly in the page using the embedded Sigma
Editor. In the reference configuration, the Editor was used. A detailed description of the structure
of the SigMa scripting language and details on its use is beyond the scope of these Application
Notes. Consult [6] in the References section for more information on this topic.

Sigma scripts were created during the compliance test to correct the following interoperability
issues (refer to Section 2.2):

¢ Remove unwanted headers: Remove the “gsid” and “epv” parameters from outbound
“Contact” headers. These parameters have no significance to the service provider and
add unnecessary size to the outbound messages.

e Music on hold: When calls from/to the PSTN were placed on-hold by Communication
Manager users, the PSTN users did not hear Music while on-hold. A SigMa script was
created to remove the “sendonly” message Communication Manager includes in the
SDP of re-INVITEs when calls from/to the PSTN are placed on-hold, this allowed the
PSTN users to hear Music while on-hold. The script was latter applied to the Service
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Provider side of the server configuration profile (refer to Section 7.2.4). The script was
included under the Claro_Sigma script shown below.

On the left navigation pane, select Global Profiles - Signaling Manipulation. From the
Signaling Manipulation Scripts list, select Add.
e For Title enter a name, the name Claro_SigMa was chosen in this example.
e Copy the complete script from Appendix A.

e Click Save.

The following screen capture shows the Claro_SigMa script after it was added.
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7.2.4. Server Configuration

Server Profiles should be created for the Avaya SBCE’s two peers, the Call Server (Session
Manager) and the Trunk Server which is the SIP Proxy at the Service Provider’s network.

To add the profile for the Call Server, from the Global Profiles menu on the left-hand navigation
pane, select Server Configuration. Click Add in the Server Profiles section and enter the
profile name: Session Manager.

In the Add Server Configuration Profile window:

Server Type: select Call Server.

IP Address / FQDN: 172.16.5.32 (IP Address of the Session Manager SIP entity).
Port: 5060 (This port must match the port number defined in Section 6.6).
Transports: Select TCP.

Click Next.

Edit Server Configuration Profile - General X
ISen'er Type Cali Server V”
| Add
IP Address { FQDN Pont Transpon
|[17216532 | [5060 ] [ree Vil
| Back | Next

e Click Next in the Add Server Configuration Profile - Authentication window (not
shown).

e Click Next in the Add Server Configuration Profile - Heartbeat window (not shown).
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In the Add Server Configuration Profile - Advanced window:

e Check Enable Grooming.

e Select Avaya-SM from the Interworking Profile drop down menu.
e Leave the Signaling Manipulation Script at the default None.

e Click Finish.

Add Server Configuration Profile - Advanced X

Enable DoS Protection O
[Emblo Grooming ~ ]
| Interworking Profile [Avaya-SM \-,}J
Signaling Manipulation Scnpt [None v
Connection Type [—SUBI07V
Securable 0
| Back | | Finish

The following screen capture shows the General tab of the newly created Session Manager
Server Profile.
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The following screen capture shows the Advanced tab of the newly created Session Manager
Server Profile.
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To add the profile for the Trunk Server, from the Server Configuration screen, click Add in the
Server Profiles section and enter the profile name: Service Provider.

In the Add Server Configuration Profile window
e Server Type: select Trunk Server.
e [P Address/FQDN: 172.31.20.16 (Service Provider’s SIP Proxy IP address).
e Port: 5060.
e Transports: Select UDP.

e Click Next.
| Server Type [Trunk Server V| I
A m |
1P Address / FQDN Port Transport
[\172.31 20.16 |5060 | |uop V,| (
| Back | | Next |
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e Click Next in the Add Server Configuration Profile - Authentication window (not
shown).

e Click Next in the Add Server Configuration Profile - Heartbeat window (not shown).
In the Add Server Configuration Profile - Advanced window:

e Select SP-General from the Interworking Profile.

e Select Claro_SigMa from the Signaling Manipulation Script, script created in Section
7.2.3.

e Click Finish.

Add Server Configuration Profile - Advanced X

Enable DoS Protection O
Enable Grooming o
Interworking Profie [SP.General V|
Signaling Manipulation Script [Claro S@i-ia 2
Connection Type [SUBID V]
Securable ]

[Back] [Fnsn]

The following screen capture shows the General tab of the newly created Service Provider
Server Configuration Profile.

Alarms Incdents Status Logs Dvagnostics Usars Seltings Help Log Out

Session Border Controller for Enterprise AVAYA

Dashboard A~ Server Configuration: Service Provider
Admanstraion [ Raname | [ Gane || Goee |
Backup/Restore

[Aad ]
ERiririr—
System Maragement e L R

~ Sesson W J
Global Farameters AR wrver Type Trunk Servw

« [Giobal Prosies|

Sernon Provider
A S 1P Acdrews | FOON Pert e
Domain DoS Com Manager e ah L
5 17231201 5080 0P|
Server Inlerworking 72.31.20.18 0 upP|

€510 —
Media Forking [ Ean
IP Office

Routing
Server

| Configuration

Topoiogy Hidng
Signalng
Manipuiation
URI Groups
SNMP Traps
Time of Day Rules
PPM Services
Domain Polices v

HG; Reviewed: Solution & Interoperability Test Lab Application Notes 62 of 98
SPOC 12/3/2015 ©2015 Avaya Inc. All Rights Reserved. ClaroCM7SM7SBC7



The following screen capture shows the Advanced tab of the newly created Service Provider
Server Configuration Profile.
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7.2.5. Routing Profiles

Routing profiles define a specific set of routing criteria that are used, in conjunction with other
types of domain policies, to determine the route that SIP packets should follow to arrive at their
intended destination.

Two Routing profiles were created; one for inbound calls, with Session Manager as the
destination, and the second one for outbound calls, which are sent to the service provider.

To create the inbound route, from the Global Profiles menu on the left-hand side:

Select Routing.

Click Add in the Routing Profiles section.
Enter Profile Name: Route_to SM.

Click Next.

On the Routing Profile screen complete the following:

Click on the Add button to add a Next-Hop Address.
Priority / Weight: 1
Server Configuration: Select Session Manager.

The Next Hop Address is populated automatically with 172.16.5.32:5060 (TCP)
(Session Manager IP address, Port and Transport).

e Click Finish.

URI Group \ v| Time of Day ;c_!g-fgglt hd

Load Balancing 1'35;\5(7?} V] NAPTR

Transport Nons v Next Hop Prionty Vv

Next Hop In-Dialog L Ignore Route Header ]

Add |
mo'gz . Server Configuration  Next Hop Address Transport
|[1 Session Manage V| [172.16 5325060 (TCP) v|| [None W
| Back Finish
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The following screen capture shows the newly created Route_to_SM Routing Profile.
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Similarly, for the outbound route:

e Select Routing.

e Click Add in the Routing Profiles section.
e Enter Profile Name: Route _to SP.

e Click Next.

On the Routing Profile screen complete the following:
e Click on the Add button to add a Next-Hop Address.

e Priority / Weight: 1

e Server Configuration: Select Service Provider.

e The Next Hop Address is populated automatically with 172.31.20.16:5060 (UDP)
(Service Provider SIP Proxy IP address, Port and Transport).

e Click Finish.

URI Group [* M Time of Day EJM v
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The following screen capture shows the newly created Route_to_SP Routing Profile.
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7.2.6. Topology Hiding

Topology Hiding is a security feature which allows changing several parameters of the SIP
packets, preventing private enterprise network information from being propagated to the un-
trusted public network.

Topology Hiding can also be used as an interoperability tool to adapt the host portion in SIP
headers like To, From, Request-URI, Via, Record-Route and SDP to the IP addresses or domains
expected by Session Manager and the SIP trunk Service Provider, allowing the call to be
accepted in each case.

For the compliance test, only the minimum configuration required to achieve interoperability on
the SIP trunk was performed. Additional steps can be taken in this section to further mask the
information that is sent from the enterprise to the public network.

To add the Topology Hiding profile in the enterprise direction, select Topology Hiding from the
Global Profiles menu on the left-hand side:

e Select the default profile in the Topology Hiding Profiles list, then click Clone on top
right of the screen.

e Enter the Profile Name: Session_Manager.

e Click Finish.

e Click Edit on the newly added Session_Manager Topology Hiding profile.

e For Request-Line under Header, choose Overwrite from the pull-down menu under
Replace Action; enter the domain name for the Enterprise (avaya.lab.com) under
Overwrite Value.

e For From under Header, choose Overwrite from the pull-down menu under Replace
Action, enter the domain name for the enterprise (avaya.lab.com) under Overwrite
Value.

e For To under Header, choose Overwrite from the pull-down menu under Replace
Action, enter the domain name for the Enterprise (avaya.lab.com) under Overwrite

Value.
Edat Topology Hiding Profile X
Header Crntena Replace Action Overwrite Value
{ From v| [IP/Domain V! [Overwrite V. lavaya lab com
Via v [IPiDemain V! [Auio v
Record-Route V] [1PiDomain__ V| [Auto Vi
|Request-Line V| |IPiDoman Vi | Overwrite V! |aveyslab.com
Te V. IPDeman VI Quamarite V! |avayalab.com
SOP_ VI [iPiDomain__ V] [Auto e
Refer-To v 7””"(')(;?7!»31'; v! [Ase v
Referred-By Vv [ IPDomain V! [Auto v
Finish
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The following screen capture shows the newly created Session_Manager Topology Hiding

Profile.
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To add the Topology Hiding profile in the service provider direction, select Topology Hiding

from the Global Profiles menu on the left-hand side:

Select the default profile in the Topology Hiding Profiles list, then click Clone on top

right of the scree

n.

Enter the Profile Name: Service_Provider.

Click Finish.

Click Edit on the newly added Service_Provider Topology Hiding profile.

For Request-Line under Header, choose Overwrite from the pull-down menu under
Replace Action; enter the domain name for the service provider (ims.claro.com.do)
under Overwrite Value.
For From under Header, choose Overwrite from the pull-down menu under Replace
Action, enter the domain name for the service provider (ims.claro.com.do) under
Overwrite Value.

For To under Header, choose Overwrite from the pull-down menu under Replace
Action, enter the domain name for the service provider (ims.claro.com.do) under
Overwrite Value.
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The following screen capture shows the newly created Service_Provider Topology Hiding
Profile.
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7.3. Domain Policies

Domain Policies allow the configuration of sets of rules designed to control and normalize the
behavior of call flows, based upon various criteria of communication sessions originating from
or terminating in the enterprise. Domain Policies include rules for Application, Media, Signaling,
Security, etc.

Note: The default-trunk Application Rule could have been used instead of creating a new one,
but a new Application Rule was created to allow changes in the future.

7.3.1. Application Rules
Application Rules define which types of SIP-based Unified Communications (UC) applications
the UC-Sec security device will protect: voice, video, and/or Instant Messaging (IM). In
addition, Application Rules define the maximum number of concurrent voice and video sessions
the network will process in order to prevent resource exhaustion. From the menu on the left-hand
side, select Domain Policies - Application Rules.

e Click on the Add button to add a new rule.

e Rule Name: enter the name of the profile, e.g., 2000 Sessions.

e Under Audio check In and Out and set the Maximum Concurrent Sessions and
Maximum Sessions Per Endpoint to recommended values, the value of 2000 was used
in the sample configuration.

e Click Finish.
Application Rule X
Maximum Maximum Sessions
Application Type e o Concurrent Sessions  Per Endpoint
IAud:o vi ¥ {2000 2000| x|

Video | |

Miscellaneous

® None
CDR Support ) COR w/ RTP
) CDR wio RTP
RTCP Keep-Alive Ll
Back ‘ Finish
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The following screen capture shows the newly created 2000 Sessions Application Rule.
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7.3.2. Media Rules
For the compliance test, the default-low-med Media Rule was used.
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7.3.3. Signaling Rules
For the compliance test, the default Signaling Rule was used.
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7.3.4. End Point Policy Groups

End Point Policy Groups are associations of different sets of rules (Media, Signaling, Security,
etc.) to be applied to specific SIP messages traversing through the Avaya SBCE.

To create an End Point Policy Group for the Enterprise, from the Domain Policies menu, select
End Point Policy Groups. Select Add Group, under Group Name enter Enterprise.

e Application Rule: 2000 Sessions.

e Border Rule: default.

e Media Rule: default-low-med.

e Security Rule: default-low.

¢ Signaling Rule: default

e Click Finish.
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Similarly, to create an End Point Policy Group for the Service Provider SIP Trunk, select Add
Group, under Group Name enter Service Provider.

e Application Rule: 2000 Sessions.

e Border Rule: default.

e Media Rule: default-low-med.

e Security Rule: default-low.

e Signaling Rule: default.

e Click Finish.

Policy Group X

Application Rule (2000 Sessions v|

Border Rule | default V\

Media Rule |default-low-med V|

Securty Rule [Getivion V]

Signaling Rule | default v
l éac.k”.-J | Finish 1

The following screen capture shows the newly created Service Provider End Point Policy
Group.
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7.4. Device Specific Settings

The Device Specific Settings allow the management of various device-specific parameters,
which determine how a particular device will function when deployed in the network. Specific
server parameters, like network and interface settings, as well as call flows, etc. are defined here.

7.4.1. Network Management

The network information should have been previously completed. To verify the network
configuration, from the Device Specific Settings on the left hand side, select Network
Management. Select the Network Configuration tab.

In the event that changes need to be made to the network configuration information, they can be
entered here.

Use Figure 1 as reference for IP address assignments.

Note: Only the highlighted entity items were created for the compliance test, and are the ones
relevant to these Application Notes. Blurred out items are part of the Remote Worker
configuration, which is not discussed in this Application Notes.
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Note: In cases where the private interface (Al) of the Avaya SBCE is on a different IP subnet as
Session Manager or the VPN gateway, it will be required to configure “Gateway Override”
under Device Specific Settings - Network Management - Networks in order to separate and
route the traffic to the correct destinations (Session Manager or the VPN gateway). In the sample
configuration shown, the private interface (Al) of the Avaya SBCE was in the same IP subnet as
Session Manager and the VPN gateway, thus configuration of “Gateway Override” was not
required.
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On the Interface Configuration tab, click the Toggle control for interfaces Al and B1 to change
the status to Enabled. It should be noted that the default state for all interfaces is disabled, so it

is important to perform this step or the Avaya SBCE will not be able to communicate on any of
its interfaces.
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7.4.2. Media Interface

Media Interfaces were created to adjust the port range assigned to media streams leaving the
interfaces of the Avaya SBCE. On the Private and Public interfaces of the Avaya SBCE, port
range 35000 to 40000 was used.

From the Device Specific Settings menu on the left-hand side, select Media Interface. Below is
the configuration of the inside, private Media Interface of the Avaya SBCE.

e Select Add in the Media Interface area.

e Name: Private_med.
Under IP Address select: Network_A1l (A1, VLAN 0)
Select IP Address: 172.16.5.71 (Inside or A1 IP Address of the Avaya SBCE, toward
Session Manager).

Enter Port Range: 35000-40000.

e Click Finish.
Add Media Interface X

Name Private_med

Network A1 (A1.VLANO) v
IP Address = S - -

172 16.5.71 v
Port Range 35000 |- (40000

. Finish

Below is the configuration of the outside, public Media Interface of the Avaya SBCE.
e Select Add in the Media Interface area.
e Name: Public_med.
Under IP Address select: Network Al (A1, VLAN 0)
Select IP Address: 172.16.5.199 (IP Address of the Avaya SBCE toward the Service
Provider via the VPN Tunnel).
Port Range: 35000-40000.

e Click Finish.
Nams IPub!nc med }7 7
[Network A1 (A1, VLANO) V|
IP Address =
[172165199 V]
Port Range [35000 |-[40000 |
| Finisn |
HG; Reviewed: Solution & Interoperability Test Lab Application Notes 79 of 98

SPOC 12/3/2015 ©2015 Avaya Inc. All Rights Reserved. ClaroCM7SM7SBC7



The following screen capture shows the newly created Media Interfaces.
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7.4.3. Signaling Interface

To create the Signaling Interface toward Session Manager, from the Device Specific menu on
the left hand side, select Signaling Interface.

Below is the configuration of the inside private Signaling Interface of the Avaya SBCE.
e Select Add in the Signaling Interface area.

e Name: Private_sig.

e Under IP Address select: Network_ Al (Al, VLAN 0)
Select IP Address: 172.16.5.71 (Inside or A1 IP Address of the Avaya SBCE, toward

Session Manager).
e TCP Port: 5060

e Click Finish.
Name iPruvate _sig
|Nstwork A1 (A1, VLANO) V|
IP Address
172.16.5.71 v
| Coers Dk s asi [s060
UDP Port [
Leave Diank 1o cisable
TLS Port [
Ledaye Diank 10 gissbie
TLS Profile ne v
Enable Shared Control
Shared Control Port
Finish |
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Below is the configuration of the outside, public signaling Interface of the Avaya SBCE.
e Select Add in the Signaling Interface area.
e Name: Public_sig.
e Under IP Address select: Network_ A1l (Al, VLAN 0)

e Select IP Address: 172.16.5.199 (IP Address of the Avaya SBCE toward the Service
Provider via the VPN Tunnel).

e UDP Port: 5060.
e Click Finish.

Add Signaling Interface X
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The following screen capture shows the newly created Signaling Interfaces.
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7.4.4. End Point Flows

When a packet is received by Avaya SBCE, the content of the packet (IP addresses, URIs, etc.)
is used to determine which flow it matches. Once the flow is determined, the flow points to a
policy group which contains several rules concerning processing, privileges, authentication,
routing, etc. Once routing is applied and the destination endpoint is determined, the policies for
this destination endpoint are applied. The context is maintained, so as to be applied to future
packets in the same flow. The following screen illustrates the flow through the Avaya SBCE to
secure a SIP Trunk call.

SIP Trunk Service Provider

Avaya SBCE

The End-Point Flows defines certain parameters that pertain to the signaling and media portions
of a call, whether it originates from within the enterprise or outside of the enterprise.
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To create the call flow toward the Service Provider SIP trunk, from the Device Specific Settings
menu, select End Point Flows, and then the Server Flows tab. Click Add (not shown).

e Flow Name: SIP_Trunk_Flow.
e Server Configuration: Service Provider.
e URI Group: *
e Transport: *
e Remote Subnet: *
e Received Interface: Private_sig.
e Signaling Interface: Public_sig.
e Media Interface: Public_med.
e End Point Policy Group: Service Provider.
e Routing Profile: Route_to_SM (Note that this is the reverse route of the flow).
e Topology Hiding Profile: Service_Provider.
e Signaling Manipulation Script: None.
e Remote Brach Office: Any.
e Click Finish.
Flow Name [SIP_Trunk_Flow !
Server Configuration [Service Provider V|
URI Group .
Transport [ v
Remote Subnet [
Received Interface [Private_sig v
Signaling Interface [Public_sig v
Media Interface [Public_ med V|
End Point Policy Group [Service Provider
Routing Profile [Routs_to_SM v
Topology Hiding Profile [Service_Provider V|
Signating Manipulation Script [None v
Remote Branch Office [Any v|
Finish |
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To create the call flow toward the Session Manager, click Add.
e Flow Name: Session_Manager_Flow.
e Server Configuration: Session Manager.

e URI Group: *

e Transport: *

e Remote Subnet: *

e Received Interface: Public_sig.

e Signaling Interface: Private_sig.

e Media Interface: Private_med.

e End Point Policy Group: Enterprise.

e Routing Profile: Route_to_SP (Note that this is the reverse route of the flow).

e Topology Hiding Profile: Session_Manager.
e Signaling Manipulation Script: None.

e Remote Brach Office: Any.

e Click Finish.

Add Flow X

Flow Name Session_Manager_Flow
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URI Group . v

Transport [ V]

Remote Subnet
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The following screen capture shows the newly created End Point Flows.
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8. Claro SIP Trunking Service Configuration

To use Claro’s SIP Trunking Service, a customer must request the service from Claro using the
established sales processes. The process can be started by contacting Claro via the corporate web
site at: http://www.claro.com.do/wps/portal/do/sc/empresas and requesting information.

During the signup process, Claro and the customer will discuss details about the preferred
method to be used to connect the customer’s enterprise network to Claro’s network. Claro will
provide IP addresses, Direct Inward Dialed (DID) numbers to be assigned to the enterprise, etc.
This information is used to complete the Avaya Aura® Communication Manager, Avaya Aura®
Session Manager and Avaya Session Border Controller for Enterprise configuration discussed in
the previous sections.

During the interoperability testing, a VPN connection was used to connect the simulated
enterprise site to Claro’s network via the public Internet. The connection could also be done
without the use of a VPN connection, by directly connecting the Avaya SBCE via the public
Internet to a public facing SBC located in Claro’s network. This is accomplished by assigning
public IP addresses, capable of being reached across the public Internet, to the Avaya SBCE
(interface B1) and to the Claro’s SBC.
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9. Verification and Troubleshooting

This section provides verification steps that may be performed in the field to verify that the
solution is configured properly. This section also provides a list of useful troubleshooting
commands that can be used to troubleshoot the solution.

Verification Steps:

1.

w

Verify that endpoints at the enterprise site can place calls to the PSTN and that the call
remains active for more than 35 seconds. This time period is included to verify that
proper routing of the SIP messaging has satisfied SIP protocol timers.

Verify that endpoints at the enterprise site can receive calls from the PSTN and that the
call can remain active with two-way audio for more than 35 seconds.

Verify that the user on the PSTN can end an active call by hanging up.

Verify that an endpoint at the enterprise site can end an active call by hanging up.

9.1. Troubleshooting

9.1.1.

9.1.2.

Communication Manager

list trace station <extension number>

Traces calls to and from a specific station.

list trace tac <trunk access code number>

Traces calls over a specific trunk group.

status signaling-group <signaling group number>

Displays signaling group service state.

status trunk <trunk group number>

Displays trunk group service state.

status station <extension number>

Displays signaling and media information for an active call on a specific station.

Session Manager

traceSM -x — Session Manager command line tool for traffic analysis. Login to the
Session Manager management CLI interface to run this command.

Call Routing Test - The Call Routing Test verifies the routing for a particular source and
destination. To run the routing test, navigate to Home > Elements = Session Manager
—->System Tools = Call Routing Test. Enter the requested data to run the test.
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9.1.3. Avaya SBCE

There are several links and menus located on the taskbar at the top of the screen of the web
interface that can be used for diagnostic and troubleshooting.

Alarms: Provides information about the health of the Avaya SBCE.

Alarms Incidents  Status 0gs Dagnoslics Users

Session Border Controller for Enterprise AVAYA
Dashboard Dashboard A
Backup/Restore v
Systam Time 123050 M1 COT Relies! EMS

System Manasgoment

Global Parameters Version 1.00.21.6602 Avmya SBGE

Giobal Profiles Build Date Sun Aug & 2108:40 EDT 2015

PPM Services License State oK

Domain Polcies Agcregate Licensing Overages D

TLS Management
Peak Licensing Overage Count 0

Device Specific Setlings
Last Logged n st 1002015 23.34.07 COT
Faked Logn Atternots 0
Nane found None fourd

["Ada |

v

MNa notes founa

The following screen shows the Alarm Viewer page.

Alarm Viewer AVAYA

]

EMS

Avaya SBCE

No afarmes found for this device

| Glaar Soiacted || Cioar Al |
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Incidents : Provides detailed reports of anomalies, errors, policies violations, etc.

Alarms Incidents Status s . Settings Help Log Out

Session Border Controller for Enterprise AVAYA
Dashboard Dashboard A
Backup/Restore =
Systam Time 123050 M1 COT Reliey! EMS

System Managoment

Global Paramaters Vision T.00.21.6602 Aymya SHOE

Giobal Profiles Build Date Sun Aug 9 21.08:40 EDT 2015

PPM Services License State oK

Domain Poies Aggregate Licensing Ovorages 0
TLE Managemaent

Peak Licensing Oversge Count 0
Device Specific Setlings i o8

Last Logged n st 10082015 23.34.07 COT
Faked Logn Atternpts 0

Alarre (past 24 hours) nodents (past 24 hours)

Nane found None fourd

[Agd |

v
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The following screen shows the Incident Viewer page.

Incident Viewer AVAYA

Dew:e‘fi\nvn SBCE V| Category Policy | ; Cloar Fmvgr‘ { R?ﬁaﬁh ,,Gﬁ'”"’ ﬂopo!t

Otsplaying resutts 1 to S ot at &

Message Dropped 722182603923738 10818 11407 Pelicy Avays SBCE No Subscribes Flow Matched
Server Heartbeat T21576665666258 Q415 10:56 PM Policy Aveya SBCE Heartbaal Failed. Sarver is Down
Server Hearbeat T20627871533350 215 11:49PM Policy Avaya SBCE Heartbeaal Failed, Server is Down
Server Hearmoeat 720627092366508 215 11:23PM Policy Avaya SBCE Heartbaat Failad, Sarver is Down
Server Heartbeat T20551609165100 W15 10:46 PM Policy Aveya SBCE Heartbaal Falled. Sarver is Down
i
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Diagnostics: This screen provides a variety of tools to test and troubleshoot the Avaya SBCE
network connectivity.

Alarms Incidents Status 0gs Settings Help Log Oul

Session Border Controller for Enterprise AVAYA
Dashboard Dashboard
BackupResiore 2
Systam Time 123050 M1 COT Relies! Ems

System Managoment

Global Paramaters Version 7.00.21.6602 Aynya SBGE

Giobal Profiles Build Dute Sun Aug 8 21.08:40 EDT 2015

PFM Services License State oK

Domain Polcies
TLS Managemant
Device Specific Sellings

Aggregate Licensing Ovorages 0
Peak Licensing Ovarage Count D
Last Logged n st 10082015 23.34.07 COT
Faked Logn Attermnpts 0

Alarrme (past 24 hours) nodents (past 24 hours)

Nane found Naone fourd

Noles

<
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The following screen shows the Diagnostics page with the results of a ping test. Note that IP
addresses have been blurred out for security reasons.

Pinging 172.31.20.16 X

Average ping from 172 16.6.71 [A1] 1o 172.31.20 16 15 50 878ms
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Additionally, the Avaya SBCE contains an internal packet capture tool that allows the capture of
packets on any of its interfaces, saving them as pcap files. Navigate to Device Specific Settings
- Troubleshooting - Trace. Select the Packet Capture tab, set the desired configuration for
the trace and click Start Capture.

Alarms  Incidents  Status Logs Diagnostics  Users Settings Help Log Oul

Session Border Controller for Enterprise AVAYA
TLS Management . Trace: Avaya SBCE
+ [Device Spacific Settings
Network
Management ot c"p“"'—“ Sapivres l
Signaling Interface St Ready
End Paint Flows .
Imerface Al v
Session Flows
DMZ Services Fr e L0 Vi |

;:::;STUN Ramots Agress
SNMP o P
Syslog Managemeant
Advanced Opticns Maximum Number of Packels 10 Capore 10000
« | Troutdashootng S’,aplule an:-m : Tast pcap

Dw,m'no Using Te *ame of a7 suning capie i DveraTis 1

[Trace] | Start Copure | | Cloar |

DoS

Learning N
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Once the capture is stopped, click on the Captures tab and select the proper pcap file. Note that
the date and time is appended to the filename specified previously. The file can now be saved to
the local PC, where it can be opened with an application such as Wireshark.

Alarms Incidents  Status Logs Deagnoslics Users Settings Help Log Out

Session Border Controller for Enterprise AVAYA
TLS Management . Trace: Avaya SBCE
Nnm—cck‘
Management iz M_CW'J ,Fj’f’ff'.'i"l
Media Interface Avaya SBCE Refresh
Signaling interface Fie Size {bytes) Last Modhed

Oclober 12, 2015 1224910 |
AM COT

Session Flows
DMZ Services
TURNSTUN
Service
SNMP
Syslog Management
Advancad Opticns
+ [Troubleshooting|
G b;euggln; .

End Paint Flows l

[Tm:ol

DoS
Learming
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10.Conclusion

These Application Notes describe the procedures necessary for configuring Session Initiation
Protocol (SIP) Trunk service for an enterprise solution consisting of Avaya Aura®
Communication Manager Release 7.0, Avaya Aura® Session Manager Release 7.0, and Avaya
Session Border Controller for Enterprise Release 7.0 to support Claro SIP Trunking Service, as
shown in Figure 1.

Interoperability testing was completed successfully with the observations/limitations outlined in
the scope of testing in Section 2.1 as well as under test results in Section 2.2.
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12. Appendix A: SigMa Script

Following is the Signaling Manipulation script that was used in the configuration of the Avaya
SBCE, Section 7.2.3. When adding this script as instructed in Section 7.2.3 enter a name for the
script in the Title (e.g., Claro_SigMa) and copy/paste the entire script.

Title: Claro_SigMa
/IRemove gsid and epv parameters in outbound Contact header

within session "ALL"

{
act on message where %DIRECTION="OUTBOUND" and

%ENTRY_POINT="POST_ROUTING"

{
remove(%HEADERS["Contact"][1].URI.PARAMS["gsid"]);

remove(%HEADERS["Contact"][1].URI.PARAMS["epv"]);

¥
k

/[The following script is required in order to play Music On Hold when a call is placed on
//hold at the PBX (CM). The script removes a=sendonly from the INVITE message sent by the
/IPBX (CM) to Claro.

within session "INVITE" {

act on request where %DIRECTION="OUTBOUND" and
%ENTRY_POINT="POST_ROUTING"

{

/IRemoves the a=sendonly from the re-INVITE messages.

%BODY[1].regex_replace("a=sendonly\r\n","");

k
k
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