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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Avaya Aura®
Communication Manager R6.3 and Avaya Aura®
Application Enablement Services R6.3 to interoperate with
Presence Technology Presence Recording R10.0 - Issue 1.0

Abstract

These Application Notes describe the configuration steps for Presence Technology Presence
Recording to successfully interoperate with Avaya Aura® Communication Manager and
Avaya Aura® Application Enablement Services. Presence Technology Presence Recording is
part of the Presence Technology Presence Suite, a multi-channel contact management suite
which handles voice, text chat, email and web contact mechanisms. Presence Technology
Presence Recording integrates with Avaya Aura® Communication Manager and Avaya Aura®
Application Enablement Services using single step conferencing implemented via DMCC over
TSAPI.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the compliance tested configuration using Presence
Technology Presence Recording R10 and Avaya Aura® Communication Manager R6.3 with
Avaya Aura® Application Enablement Services R6.3 (AES).

Presence Technology Presence Recording is a component of Presence Technology Presence
Suite, a multi-channel contact management suite able to handle voice, e-mail and web chat
contact mechanisms. Presence Technology Presence Recording uses Avaya Aura®
Communication Manager’s Single Step Conferencing (SSC) feature via the Device, Media, and
Call Control (DMCC) service provided by the Avaya Aura® Application Enablement Services
(AES) to capture the audio and call details for recording agent calls. Presence Technology
Presence Recording uses the Avaya Aura® Application Enablement Services DMCC service to
register a pool of virtual IP softphones that are used as “recorders”. Target agents, whose calls
are to be recorded, are configured in the Presence Technology Presence Recording
administration tool. When a target agent places or receives a call, SSC is used to conference in a
“recorder” to capture the audio stream and call details.

2. General Test Approach and Test Results

The interoperability compliance testing evaluated the ability of Presence Recording to carry out
call recording in a variety of scenarios using DMCC with AES and Communication Manager.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functionality and serviceability
testing. The feature functionality testing focused on placing and recording calls in different call
scenarios with good quality audio recordings and accurate call records. The tests included:
Call Hold

Drop

Blind Transfer

Consultative Transfer

Blind 3-way Conference

Supervised Conference

Bridged Appearances

Intra switch call

Inbound trunk call

Outbound trunk call

Malicious Call

Multiple simultaneous calls

No Answer, Engaged, Unobtainable

Fax, Answering Machine

Manual call clear

The serviceability testing focused on verifying the ability of Presence Recording to recover from
disconnection and reconnection to the Avaya solution.

2.2. Test Results
All functionality and serviceability test cases were completed successfully.

2.3. Support
Technical support can be obtained for Presence Technology Presence Suite as follows:
e Email: support@presenceco.com
o Website: WWW.presenceco.com
e Phone: +34 93 10 10 300
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http://www.presenceco.com/

3. Reference Configuration

Figure 1 shows the network topology during interoperability testing. Avaya S8800 Server
running Communication Manager with an Avaya G430 Media Gateway was used as the hosting
PBX. Presence Suite with the Presence Recording component and Presence Agent PC’s are
connected to the LAN and recording is performed using the Single Step Conference feature of
Communication Manager using DMCC provided by AES.

Avaya H.323
DeskPhone

Avaya Aura® Application Avaya Aura® Communication Avaya Aura® System
% Enablement Services R6.3 Manager R6.3 Manager R6.3

|
Operators logged into ! TSAPI
Presence AgentR10.0 [ !
pmcc | |
| |
| |
@3 Avaya G430 Avaya H.323
% Gateway Supervisor Handset
Avaya H.323
DeskPhone
Presence Recording  Presence Suite Simulated &9
Module R10.0 R10.0 PSTN

PSTN Caller

Figure 1: Avaya Aura® Communication Manager with Avaya Aura® Application
Enablement Services, and Presence Technology Presence Suite Server with Presence
Recording component configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version

System Manager 6.3.0 - FP2

Avaya Aura® System Manager running on Avaya 682'?1%24 6.3.0.8.5682-

58800 Server Software Update Revision No:
6.3.3.5.1719

Avaya Aura® Communication Manager running on R6.3 SP1

Avaya S8800 Server R016x.03.0.124.0

Avaya Aura® Application Enablement Services R6.3

running on Avaya S8800 Server Build No - 6.3.0.0.212-0

Avaya G430 Gateway R6.3

Avaya 96xx Series Deskphone 96xx H.323 Release 3.1 SP2

Presence Server running Presence Recording on R10.0

Windows Server 2008 SP2 '

Presence Client running on Windows XP SP3 and R10.0

Windows Server 2008 SP2 '
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5. Configure Avaya Aura® Communication Manager

The information provided in this section describes the configuration of Communication Manager
relevant to this solution. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 10.

The configuration illustrated in this section was performed using Communication Manager
System Administration Terminal (SAT). Please note that this is the setup required to add the
Presence Recording only, the setup of the other possible Presence Suite is outside the scope of
these Application Notes but can be found in the Application Notes titled Application Notes for
Configuring Presence Technology Presence Suite R10.0 with Avaya Aura® Communication
Manager R6.3 and Avaya Aura® Application Enablement Services R6.3.

5.1. Verify System Features

Use the display system-parameters customer-options command to verify that Communication
Manager has permissions for features illustrated in these Application Notes. On Page 3, ensure
that Computer Telephony Adjunct Links? is set to y and Answer Supervision by Call
Classifier? is set to y as shown below.

display system-parameters customer-options Page 3 0f 11
OPTIONAL FEATURES

Audible Message Waiting?
Authorization Codes?

CAS Branch?

CAS Main?

Change COR by FAC?

Computer Telephony Adjunct Links?
Cvg Of Calls Redirected Off-net?
DCS (Basic)?

DCS Call Coverage?

DCS with Rerouting?

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call ID?

A/D Grp/Sys List Dialing Start at 01?2
Answer Supervision by Call Classifier?
ARS?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

ASAT Link Core Capabilities?

ASAI Link Plus Capabilities?

Async. Transfer Mode (ATM) PNC?
Async. Transfer Mode (ATM) Trunking?
ATM WAN Spare Processor?

ATMS?

Attendant Vectoring?

MKKKKNKDIBBBRK

Digital Loss Plan Modification?
DS1 MSP?
DS1 Echo Cancellation?

KK BB BB BOKKKNKKKBK
KKK
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5.2. Note procr IP Address for Avaya Aura® Application Enablement
Services Connectivity

Display the procr IP Address by using the command display node-names ip and noting the IP
address for the procr and AES (aes63vmpg).

display node-names ip Page 1 of 2
IP NODE NAMES
Name IP Address
SM100 10.10.40.34
aes63vmpg 10.10.40.30
default 0.0.0.0
g430 10.10.40.15
procr 10.10.40.31

5.3. Configure Transport Link for Avaya Aura® Application
Enablement Services Connectivity

To administer the transport link to AES use the change ip-services command. On Page 1 add an
entry with the following values:

e Service Type: should be set to AESVCS.

e Enabled: settoy.

e Local Node: set to the node name assigned for the procr in Section 5.2

e Local Port Retain the default value of 8765.

change ip-services Page 1 of 4

IP SERVICES

Service Enabled Local Local Remote Remote
Type Node Port Node Port
AESVCS y procr 8765

Go to Page 4 of the ip-services form and enter the following values:
e AE Services Server: Name obtained from the AES server, in this case aes62vmpg.
e Password: Enter a password to be administered on the AES server.
e Enabled: Settoy.

Note: The password entered for Password field must match the password on the AES server in
Section 6.2. The AE Services Server should match the administered name for the AES server,
this is created as part of the AES installation, and can be obtained from the AES server by typing
uname -n at the Linux command prompt.

change ip-services Page 4 of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: aes63vmpg WRBTDRED y idle
283
32
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5.4. Configure CTI Link for TSAPI Service

Add a CTI link using the add cti-link n command. Enter an available extension number in the
Extension field. Enter ADJ-IP in the Type field, and a descriptive name in the Name field.
Default values may be used in the remaining fields.

add cti-link 1 Page 1 of 3
CTI LINK
CTI Link: 1
Extension: 2002
Type: ADJ-IP
COR: 1
Name: aes63vmpg

5.5. Configure Recorder/Playback Pool Stations

Presence Recording uses the Single Step Conferencing method to conference “recorders” with
the agent calls in order to capture the call audio. Use the command add station to configure a
station for each of the recording pool stations. On Page 1 enter a descriptive Name and Security
Code, set the Port to IP, set the Type to 4624 and set IP SoftPhone to y. Repeat according to
the maximum number of calls to be recorded simultaneously. These extensions can also be
configured on Presence Recording for the playback of recordings. Configure sufficient stations
to accommodate for the maximum number of simultaneous recording playback channels
required.

add station 2800 Page 1 of 6
STATION
Extension: 2800 Lock Messages? n BCC: O
Type: 4624 Security Code: 1234 TN: 1
Port: IP Coverage Path 1: COR: 1
Name: Presenceco Recorder 1 Coverage Path 2: COS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 1591
Speakerphone: 2-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
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6. Configuration of Avaya Aura® Application Enablement
Services

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:

e Verify Licensing.

e Create Switch Connection.

e Administer TSAPI link.

e Create CTI User.

e Enable CTI Link User.

e Identify Tlinks.

6.1. Verify Licensing

To access the maintenance console, enter https://<ip-addr> as the URL in an Internet browser,
where <ip-addr> is the active IP address of AES. The login screen is displayed, log in with the
appropriate credentials and then select the Login button.

AVAyA Application Enablement Services

Management Console

Please login here:

Username

Password

Copyright @ 2009-2012 Avavya Inc, All Rights Reserved,
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The Application Enablement Services Management Console appears displaying the Welcome to
OAM screen (not shown). Select AE Services and verify that the TSAPI Service is licensed by
ensuring that TSAPI Service is in the list of services and that the License Mode is showing

NORMAL MODE. If not, contact an Avaya support representative to acquire the proper license
for your solution.

Welcome: User craft

Last login: Wed Dec 12 10:45:16 2012 from 192.168.10.209

H 1 H Mumber of prior failed login attempts: 0
AVAyA Appllcatlon Enablement ser‘“ces HostName/IP: aes62vmpg.devconnect.local/10.10.40.10
Management Console Ser

sw

Offer Type: SWONLY
SW Version: rg-2-0-18-0
Server Date and Time: Thu Dec 20 11:51:08 UTC 2012

AE Services Home | Help | Logoud
CVLAN AE Services
DLG

IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.

DpMCC Changes to the Security Database do not require a restart.
SMS
| seice | staws ]|  state | | causer |
TSAPI -
ASAI Link Manager N/A Running N/A N/A
RS CWVLAN Service GHNLINE Running NORMAL MODE N/A
Communication Manager n - T m
3 Interface DLG Service QFFLINE Running N/A N/A
; A A
} Licensing DMCC Service CHLINE Running NORMAL MODE N/A
. ITSAPI Service CMLINE Running NORMAL MODE I N/A
» Maintenance =
Transport Layer Service /A Running [ /A
» Networking
} Security For status on actual services, please us= Status and Control
» Status * — For more detall, please mouse over the Cause, you'll see the tooltip, or go to help page.

6.2. Create Switch Connection

From the AES Management Console navigate to Communication Manager Interface >
Switch Connections to set up a switch connection. Enter in a name for the Switch Connection to
be added and click the Add Connection button.

Welcome: User craft

Last login: Thu Nov 14 10:22:12 2013 from 10.10.40.140
‘\Vl\yA Application Enablement Services pumber of prier failed login sttempts: 16

ostName/IP
Management Console

RTUAL_APPLIANCE_ON_VMWARE
SW Version: 6.3.0.0.212-0
Server Date and Time: Tue Dec 3 15:33:26 UTC 2013

Communication Manager Interface | Switch Connections Home | Help | Logout
» AE Services
- Communication Manager Switch Connections
Interface
Switch Connections CHE3VMFG Add Connection
Dial Plan

Processor Ethernct Msg Period Number of Active Connections

} Licensing

} Maintenance

— [_Edit connection ] [ Edit PE/CLAN 1Ps | [ Edit H.323 Gatekeeper | [ Delete Connection | [ Survivability Hierarchy |
» Networking

» Security
}» Status
» User Management

» Utilities

» Help
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In the resulting screen enter the Switch Password; the Switch Password must be the same as that
entered into Communication Manager AE Services Administration screen via the change ip-
services command, described in Section 5.3 Default values may be accepted for the remaining
fields. Click Apply to save changes.

Welcome: User craft
Last login: Thu Nov 14 10:22:12 2013 from 10.10.40.140

avaya Application Enablement SerViCeS Number of prio led login attempts: 16
HostName/IP:

VMPG
Management Console

SW Version: 6.3.0.0.212-0
Server Date and Time: Tue Dec 3 15:35:47 UTC 2013

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

-~ Communication Manager

Interface Connection Details - CM63vmpg

Switch Connections Switch Password

Dial Plan Confirm Switch Password

» Licensing Msg Period 30 Minutes (1 - 72)

» Maintenance S5L

» Networking Processor Ethernet
» Security ==
» Status

» User Management

» Utilities

» Help

From the Switch Connections screen, select the radio button for the recently added switch
connection and select the Edit CLAN IPs button (not shown). In the resulting screen, enter the
IP address of the procr as shown in Section 5.2that will be used for the AES connection and
select the Add Name or IP button.

Welcome: User craft

Last login: Thu Nov 14 10:22:12 2013 from 10.10.40.140
Number of prior failed login attempts: 16

H SWMP

AVAyA Application Enablement Services

Management Console

¥ WIRTUAL_APPLIANCE_ON_VMWARE
on: 6.3.0.0.212-0

=

er Date and Time: Tue Dec 03 15:36:31 UTC 2013

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

+ Communication Manager Edit Processor Ethernet IP - CM63vmpg
Interface

Switch Connections [10.10.40.31 | C2dd/Edit Name or 1P ]

Dial Plan Name or IP Address “

} Licensing 10.10.40.31 In Use

» Maintenance

» Networking

» Security
b Status
» User Management

) Utilities

» Help
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6.3. Administer TSAPI link

From the Application Enablement Services Management Console, select AE Services - TSAPI
- TSAPI Links. Select Add Link button as shown in the screen below.

welcome: User craft
H H H Last login: Thu Dec 15 19:28:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ E“ableme“t seWIces HostMame IP: devoonaes611/10,10,16.29
Management Console Server Offer Type: TURNKEY
SW Version: ré-1-1-30-0

AE Services | TSAPI | TSAPI Link Home | Help | Logout

CWLAN TSAPI Links
DLG
DMCC

[(add Link || [ Edit Link | [Delete Link |

SMS

TSAPI
= TSAPI Links

= TSAPI Properties
Communication Manager

Interface

On the Add TSAPI Links screen, enter the following values:

e Link: Use the drop-down list to select an unused link number.

e Switch Connection: Choose the switch connection CM63VMPG, which has already
been configured in Section 6.2, from the drop-down list.

e Switch CTI Link Number: Corresponding CTI link number configured in Section 5.4
which is 1.

e ASAI Link Version: This can be left at the default value of 5.

e Security: This can be left at the default value of both.

Once completed, select Apply Changes.

AVAyA Application Enablement Services
Management Console
n 37:38 U 2013
AE Services | TSAPI | TSAPI Links Home | Help | Logout
CVLAN Edit TSAPI Links
DLG Link 1
pMcC | switch Connection | cME3vmpg |
SMS Switch CTI Link Mumber [1 )
TSAPI ASAT Link Versien
[ Tsap1Links IR
= TSAPI Properties |_2pply Changes | [ Cancel Changes | [(Advanced Settings
WS
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 12 of 40

SPOC 5/9/2014 ©2014 Avaya Inc. All Rights Reserved. PresRec10AES63




Another screen appears for confirmation of the changes. Choose Apply.

HostMame/IP: devoonaes611,/10.10.16,29
Management Console Server Offer Type: TURNKEY
SW Version: ré-1-1-30-0

Wwelcome: User craft
ovoya Appﬁcatio“ Enablement Services Last login: Thu Dec 15 19:28:13 2011 from 10.10,16.52

AE Services | TSAPI | TSAPI Link

Home | Help | Logout
CWLAN Apply Changes to Link

DLG Warning! Are you sure you want to apply the changes?
These changes can only take effect when the TSAPI server restarts,

DMCC Please use the Maintenance -= Service Controller page to restart the TSAPI server,
SMS
TSAPI

= TSAPI Links

= TSAPI Properties
Communication Manager

Interface

When the TSAPI Link is completed, it should resemble the screen below.

Last login: T;JE Dec 3 15:32:14 2013 from 10.10.40.225
avo ya Application Enablement Services Number of prior failed login attempts: 17
Host: / /MPG

Name/IP W
Management Console Offer RTUAL_APPLIANCE_ON_VMWARE

sion: .212-0

-EI’ Date a\"\d me: Tue Dec 03 16:34:53 UTC 2013
AE Services | TSAPI | TSAPI Links Home | Help | Logout
CVLAN TSAPI Links
DLG

Switch Connection Switch CTI Link # ASAI Link Version Security

DMCC
®1

CME3vmpg
SMS

TSAPT [Ladd Link | [ Edit Link ] [ Delete Link

= TSAPI Links
= TSAPI Properties

The TSAPI Service must be restarted to effect the changes made in this section. From the
Management Console menu, navigate to Maintenance - Service Controller. On the Service
Controller screen, tick the TSAPI Service and select Restart Service.

welcome: User craft
H H H Last login: Thu Dec 15 19:28:13 2011 from 10.10.16.62
AVAyA Appllcatlo“ Enablement Services Hosthame/1P: deveonass611/10.10.16.29
Management Console Server Offer Type: TURMNKEY

SW Wersion: re-1-1-30-0

Maintenance | Service Controller

Home | Help | Logout

b AE Serwvices

Communication Manager Service Controller

Interface
» Licensing | ______service _____Jcontroller Status]
~* Maintenance I asal Link Manager Running
" . Runni
Date Time/MTP Server I pMcc servies unning
™ cwLaN Service Running

Security Database

a I DLG service Running
Service Controller

I Transport Layer Service Running

Server bata [P rsap1 servies Running |
» Networking
T Granin For status on actual services, please usze Status and Control
» Status | Start I Stop I Restart Service I Restart AF Server Restart Linux Restart Web Server I
¢ User Management
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6.4. Create Avaya CTI User
A User ID and password needs to be configured for the Presence Suite server to communicate as
a TSAPI client with the Application Enablement Services server. Navigate to the User
Management - User Admin screen then choose the Add User option (not shown). In the Add
User screen shown below, enter the following values:

e User Id - This will be used by the Presence Suite Server in Section 7.1.

e Common Name and Surname - Descriptive names need to be entered.

e User Password and Confirm Password - This will be used with the User Id in Section
7.1.

e CT User - Select Yes from the drop-down menu.

Complete the process by choosing Apply at the bottom of the screen (not shown).

AVAYA Application Enablement Services

Management Console

User Management | User Admin | List All Users Home | Help | Logout

} AE Services

‘Communication Manager Edit User
Interface

) Licensing = User Id
T — « Carmmen Name
— N —
} Status Confirm Password
¥ User Management Admin Note l—l
p—— avaya Role
ervice Admin
User Admin
= corvese [
= Add User
= Change User Password
. ==
= List All Users i=stome
= Modify Default Users | CT User |
= Search Users Department Number

» Utilities Display Mame I:l
) Help R I

The next screen will show a message indicating that the user was created successfully (not
shown).
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6.5. Enable Unrestricted Access for CTIl User

Navigate to the CTI Users screen by selecting Security - Security Database > CTI Users -
List All Users. Select the user that was created in Section 6.4 and select the Edit option (not
shown). The Edit CT1 User screen appears. Check the Unrestricted Access box and Apply
Changes at the bottom of the screen.

Security | Security Database | CTI Users | List All Users

» AE Services

Communication Manager Edit CTI User
Interface
» Licensing User Profile: User ID ctiuser
T Common Name ctiuser
} Maintenance
Wworlctop Mame |NONE 'I
» Networking -
| Unrestricted Access |
¥ Security
Account Management Call and Device Contral: Call Origination/Termination and Device Status INDne 'I
Audit
T ——— Call and Device Monitoring: Device Monitoring |NDne 'I
Enterprise Direchory Calls On & Device Monitoring |NDne 'I
Host A4 Call Monitoring [l
P& . . . .
Routing Control: Allow Routing on Listed Devices INDne 'I
Security Database
| Apply Changes I Cancel Changes
= Cantral
= CTI Users

= List All Users
= Search Users

A screen (not shown) appears to confirm applied changes to CTI User, choose Apply. This CTI
user should now be enabled.
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6.6. ldentify Tlinks
Navigate to Security - Security Database - Tlinks. Verify the value of the Tlink Name.
This will be needed to configure Presence Suite in Section 7.1.

AVAyA Application Enablement Services

Management Console

Security | Security Database | Tlinks

» AE Services

N Communication Manager Tlinks
Interface
} Licensing Tlink Name
» Maintenance @ AVAYAECMEIVMPGECSTAZAESGIVMPG
} Networking O AvAYAZCME3VMPGECSTA-S2AESE3VMPG
¥ Security
Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PamM

Security Database

s Control

CTI Users

= Devices

Device Groups

Tlinks |
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6.7. Enable DMCC ports

In order to enable DMCC for call recording navigate to Networking—>Ports>DMCC Server
Ports.

Enable DMCC Unencrypted Port
Enable DMCC Encrypted Port
Enable DMCC TR/87 Port

Click on Apply Changes at the bottom of the screen (not shown).

Metworking |Ports

} AE Services

Communication Manager Ports
Interface
} Licensing CVLAN Ports Enabled Disabled
» Maintenance Unencrypted TCP Port 9999 ® O
¥ Networking Encrypted TCF Port ® O
AE Service IP (Local IP)
) CLG Port TCP Port 5678
Metwork Configure
Ports TSAPI Ports Enabled Disabled
TCP Settings TSAPI Service Port 450 ® O
b Security Loecal TLINK Paorts
TCP Port Min 1024
} Status TCP Port Max 1039
} User Management Unencrypted TLINK Parts
b Utilities
» Help Encrypted TLINK Ports
DMCC Server Ports Enabled Disabled
® 0
/a7 por ® 0
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Once this change is made a restart of the AE Server is required. Navigate to Maintenance -
Service Controller. In the main screen select Restart AE Server highlighted.

AVAyA Application Enablement Services

Management Console

Maintenance | Service Controller

» AE Services

» c.ummupic:atiun Manager Service Controller
Interface

» Licensing [Service ~ |controller Status

¥ Maintenance [ asal Link Manager Running

. Runni
Date Time/NTP Server O omcc service unning
; O cuLan s Running
Security Database ervice _
. O bL service Running
Service Controller .
O Transport Layer Service Running

Server Data X .
[ T=aPT Service Running

» Networking

T Gommi For status on actual services, please use Status and Control

p Status [ Start ][ Stop ][ Restart Service I[ Restart AE Server l Restart Linux ][ Restart Wweb Server

} User Management

» Utilities

» Help
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7. Configure Presence Recording

The Presence Recording can be an additional component of Presence Suite but may also be
installed as a stand-alone product. These Application Notes will show the configuration for both
instances, in both cases the Presence Recording Server must be configured to connect with AES.

The Presence Suite includes the Presence Server, Presence Mail Interactions Server, Presence
Web Interactions Server, Presence Administrator, Presence Supervisor, and Presence Agent. The
Presence server was configured and provided by Presence Technology. The setup of Presence
Server is outside the scope of these Application Notes but can be found in the Application Notes
titled Application Notes for Configuring Presence Technology Presence Suite R10.0 with Avaya
Aura® Communication Manager R6.3 and Avaya Aura® Application Enablement Services R6.3.

7.1. Configure Telephony, Storage and CTI Parameters

From the Presence server, navigate to C:\Presence\ and double click on precservercfg.exe (not
shown), the screen below will appear. In the Ports section, configure a Recording Server port;
enter the 1P address of the Presence Server and the port used for connection. Tick the
Integrated with Presence Server box if the Presence server has been installed and select
DMCC extensions from the Channel type drop-down box.

Note: If the Presence Sever is a part of the installation the Integrated with Presence Server box is
ticked and thus the CTI connection already in place for the Presence Server is used by the
Presence Recording.

Presence Recording Server Configuration ﬂ

General Generﬂl

Backup servers

[~ Configure Recording Server az slave

Storage
—Paort
Ch I
annets Recording Server: |E1 1
Alerts
Backup Recording Server: IE'I 20
Tracing
S erver —Presence Server
Backup Server v Integrated with Presence Server
S ervice IP address: |10.10.40.82 Port: [6100
Screen Recarding
Charnel type: IDMCI: extenzions LI
General
) b aRirmumn recording duration [in seconds].
Tracing '0° for unlirmited duration: II:|
[~ Encrpt recording files
cocat_|
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7.1.1. Configure the CTI Connection

If the CTI connection is not in place select the Primary link menu on the left side of the screen
and choose the Edit button to enter a value.

Presence Server Configuration

|dentification
Databaze
General

Switch

Prirary link

Qutbound linkz

Servers

Licensze

Alarrng

Tracing

Statistics Server
Storage
Inbound
Intereet

Tracing

Prirmary link:

Primary link

'ou must specife a primary CT1 link which will be uzed as default link. You
may specify backup primany links in caze that the primary link is dawn,

AVATARCMEIVMPGHCS TARAE SEIVMPG

x|

Edit I

—Lizt af backup link:

CTI link. name |
Up 1
e L
add Edit Aemove |
k. | Cancel

In the resulting pop-up box enter the Tlink name from Section 6.6 in the Name field. For the
User and Password fields enter the user name and password configured on the Application
Enablement Services in Section 6.4. Click OK.

—CTI link configuration data

X

i amme: I.-'l‘-."-.:".fl'-.“r’.-“-‘-.ﬂEM EMPGHCS TARAE SEIVMPG|

Izer: Ipresence

EEFEEEEY

Paszword: I

Ok

Cancel
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7.1.2. Configure Storage

Click on Storage in the left-hand pane and enter an appropriate directory in the Directory to
store recordings field.

Presence Recording Server Configuration
Backup servers

Time interval of Prezence Backup to store recordings on tape [in
zecondz]: 300

General

Channels . : : . . . .
Configuration of disk zpace in which recordings will be stored and from
Alerts which they will be retrigved.
Tracing Directany bo store recardings:
C:\Recordingz\Records
Server | . J

Directary ko gtare recordings retiiesed from tape:;

Backup Server

|E:'\H ecordingshFetreves

Service Alternative directaries ta zearch for recordings:

Storage Server |

Space far recordings: _tl al &

Space faor recordings retrieved: 10 %
binimum free space: 10 %
] Canizel
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7.1.3. Configure Telephony

Click on Channels in the left-hand pane. In the DMCC Server section enter the IP address of
the AES server and the AES user configured for the Presence Suite installation, enter the port
configured for connectivity to AES (the default is 4721). In the DMCC channel configuration
section, click Add.

X
Backup servers
—DMCC Server
Starage
IP address: [10.10.40.30 Part: [4721
Channelz
zer: IF'resence
Alertz
Tracing Fazswond: I’“"“"“‘““
Server ~DMCC channel configuration
Backup Server Ease port to receive BTF packets: 50000
Service Extersion | Lzage | CLAN IP address |
Screen Recarding
]
General _DT
Tracing e L
Add Edi Aemeve |
] 4 | Cancel
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Enter a valid recording channel Extension and Password as configured in Section 5.5 Enter the
procr IP address as outlined in Section 5.2 and select Recording from the Usage drop-down
box. Click OK when done. Repeat as necessary. For playback channels, select Playback from
the Usage drop-down box.

X

Lieneral Channels

CTI lirk
DMCC Server
Databaze
IP address: |'||:|.1|:|.4|:|.3|:| Port: (4721
Starage N -
s channel x|
Zlert [ Channel infarmation
Licel E stension: IEEUU [+
Trac Fazsword: I’“"“‘ s0000
5 Usage: IHecDrding j = address |
B 10104031
. CLEN IP address: [10.10.40.31] 1010.40.91 Up 1
10104031 [
Scre Ok, | Cancel | Apply 10.10.40.31 Down L
I:EI =ral l
Tracing Add | Edit Remove |
]S | Cancel
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The screen shown below will appear, displaying all recording and playback channels, click OK
when done.

Presence Recording Server Configuration
CTI lirk,
T DMCC Server
Database
IP address: [10.10.40.30 Part: [4721
Starage
Idzer: IF'resenu:e

Channelz
Alerts Fazswond: I
License ~DMCC channel configuration
Tracing Ease port to receive BTF packets: 50000

Server Extersion | Lzage | CLAN IP address |

Backup Server (300 Recording 10,710,403

Cemi (301 Recording 1010403 g 1

Brvice 2302 Recarding 10.10.40.31 E—

Screen Recording (1303 Playback. 10.10.40.31 Do

General

Tracing Add Edit Remove |

] 4 I Cancel
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7.2. Configure Recording Plan

Recording plans must be configured according to the call recordings required. Using the
Presence Supervisor application, click on Recordings = Plans - New (not shown). In the
displayed Plan Inbound service recording plan window, assign an identifying Name and set
the Percentage to record as required, in this case 100%. Configure the Start and End
parameters as appropriate.

Plan Inbound service recording plan x|
@ Services General

£ Groups

Name: Ilnbound service recording plan

Resource profile: |I3enera| 3

Percentage to record: 100 %

Statt | " Immediately & Date [nn2em2 B [1433 =

End: ¢ |ndeterminate " Date

[~ Allow the agent to pause recordings
[~ Allow the agent to stop recordings

oK I Cancel Apply

Click on Services in the left-hand pane, enter 1 in the Service ID box and click the plus icon.

Plan Inbound service recording plan x|
e =,
- ¢ R

Eewice id: |'|
3% | =
Code £ | Marme [Type |
k. Cancel Sy
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This will add the relevant configured service to the recording plan, in this case INBOUND
SERVICE. Click OK when done. Repeat as necessary for additional recording plans.

Plan Inbound service recording plan |
General

o

Gru:uups
Semvice id: I
or ¥ | =
Code £ | W ame |Type |
|1 INEQUMD SERVICE Inbound |

(] Cancel | Apply I

The screen below will be displayed, summarizing the added recording plans. Note that the status
shows Disabled.

=
oy
= 7 X P H | 2+ 3
I e E dit Delete Enable [izatle fove up Move down

h ame Status | Start date | End date

{Inbound = ecaording plan Dizabled 20141 11: g
Outbound service recording plan Dizabled 3011171 15:22:40

Select each one in turn and click Enable, the status will now appear as Enabled.

R
]
= X X P @ W
e Edit [elete Enatle [izable Move up  Move down
Mame | Status | Start date | End date | Percentage |

Inbound zervice recording plan
i0utbound service recording plan

30411171 11:35:19 Mot zpecified 100 %
3017117 15:22:40 Mot zpecified 100 %

Enabled

Calls that are placed via either of these Services will be recorded according to the recording plan
configured above.
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7.3. Add Avaya Aura® Communication Manager Stations to be

recorded
If the Integrated with Presence Server box is not ticked in Section 7.1 then each station that is
to be recorded must be added. In the example below extensions 2000 and 2001 are added to be

recorded by Presence Recording.

From the Presence folder double click on pmconsole.exe (not shown). The following window is
opened, click on the connect icon as shown below.

B[] Presence Management Console ;Iglﬂ

Eile Edit Show Windows Help

[ Windows B || Actions R || PCP Server Connections o |
| i il o

EWVEMTS [1-Recording Server@l 27.0.0.1: ﬁ % @ |

v

Select Recording Server from the drop down box PCP Server Type, ensure that the Host is set
to the localhost 127.0.0.1 and the Port is set to 6805.

W PCP Server Connection x|

FPCF Server Type: |(LEE z
PCP Server Host: |1 27.001 j

PCP Server Poart: I Ba05

k. | Cancel |
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From the middle window select Add Stations.

] Presence Management Console ;IEIEI

File Edit Show Windows Help

Windows 7 x| [PCP Server Comnections ? x|
EVEMTS [1-Recording Server@127.0.0.7:1 | Show startup evert log Mageg @ |
EVEMTS [2-Becording Server@127.0.0.7:1| | Show information event log

Show warming event log 'Qg‘ 2-Recording Server@127.0.0.1:68

Show error event log
Show server information
Show tracers information
Shaow stations infarmation
List recording plans

List groups

List monitored stations
List resource profiles

List recording channels
List playback channelz
Enable startup events
Dizable startup events
Enable information events
Dizable information events
Enable warning events
Dizable warming events
Enable emar events
Dizable erar events

Set tracer lewel

Set tracer files

Set tracer filesize

Set tracer ratation
Refrezh racers

ﬂdd stations I

Lelste ctabine

-1 4 | 3

Enter the stations to be recorded and click OK when finished.

Parameters:
Stations: |2000-2001
(] 4 Cancel |

The following screen appears showing the stations are added.

=

2-Recording Server@127.0.0.1:6805 => ADD STATIONS 2000-2007 = K

The following =stations have been added:

2000
2001

|Last update: 11/14/2013 02:25:16:350 PM v
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Open the Presence Recording Supervisor (precsup.exe) (not shown). Navigate to
Recordings—>Groups (not shown) and click on New in the window that appears.

=10 x|
Edit  [elete
s b
Code £ |Description Object £ [ Type |
KA 1

Enter the details for the new group. Note any number is used for code. Click on OK when
finished.

Code: |'|

Descriptior; IE stensions

] Cancel
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Click on New (drop-down box) and select New object.

_iol x|
™

o | (@

Hew Edit Delete

Object £ | Type |

KIN 2

Select Extension as the Type and the extensions to be added. Click on OK once done.

| ppe
{* Extension " Login
Specify the object or object range to create.
|2000-2001
=TT
|Mame £
I ak Cancel |
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Once OK is clicked above the following screen shows the added stations.

_ Object £ |T5J|:ue |

R i
T

o . [ X

e Edit Delete

2000 E stengion
2001 Exrtengion

KN 2

Navigate to Recordings->plans (not shown) and click on New in the window that appears.

@ Recording plans -0l x|
RES Edit [Elete Etahble Wizable Move ug HMove down
Mame | Statusz | Start date |End date | Percertage |
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Enter a Name, the Resource profile is pre-selected, Percentage to record is set to 100%. Start
and End is set to Immediately and Indeterminate respectively. Click on OK once done.

New recording plan x|
General
@ Services General

3 Groups

I ame: IHEDDrding extensions

Resource profile: I General l I

Fercentage to record: 100 2

Start | & Immediately € Date

End: ¢ |ndeterminate © Date

[ &llow the agent to pause recordings

[ Allow the agent to stop recordings

0k, Cancel Apply

On the Groups window click on the Search icon on the right and select the group code to be
recorded. Select the group created above (not shown) and click on OK.

x
General
.
I._F Groups
Group code; I
A
Code & | Description
0k, Cancel Apply
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of the Avaya
and Presence Technology solution.

8.1. Verify Avaya Aura® Communication Manager CTI Service State

The following steps can validate that the communication between Communication Manager and
AES is functioning correctly. Check the AESVCS link status with AES by using the command
status aesvcs cti-link. Verify the Service State of the CTI link is established.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 4 no aes63vmpg established 18 18

8.2. Verify TSAPI Link and DMCC

8.2.1. Verify TSAPI Link

On the AES Management Console verify the status of the TSAPI link by selecting Status =
Status and Control = TSAPI Service Summary to display the TSAPI Link Details screen.
Verify the status of the TSAPI link by checking that the Status is Talking and the State is
Online.

AVAyA Application Enablement Services

Management Console

» AE Services
, Communication Manager TSAPI Link Details
Interface
» Licensing [ Enable page refresh every[50 ¥ secands
» Maintenance
Networkii A - Switch CTI err Msgs
» Networking Link | Switch Name | =0 L0 Associations Period
» Security
~ Status O] 1 CME2VMPG 1 Talking | FriJan 11 14:52:07 2013 | Online 16 0 3 7 30
Alarm Viewer Gnline [ Offline
Logs
For service-wide information, choose one of the following:
SUTHLS TIL L1l [ TSAPI Service Status ][ TLink Status ][ User Status
= CVLAN Service Summary
= DLG Services Summary
= DMCC Service Summary
= Switch Conn Summary
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8.2.2. Verify Avaya Aura® Application Enablement Services DMCC Service

The following steps are carried out on AES to validate that the communication link between
AES and the Presence Recording server is functioning correctly. Verify the status of the DMCC
service by selecting Status - Status and Control > DMCC Service Summary. The DMCC
Service Summary — Session Summary screen is displayed as shown below. It shows a
connection to the Presence Recording server, IP address 192.168.50.154. The Application is
shown as precserver.exe, and the Far-end Identifier is given as the IP address 192.168.50.154
as expected. The User is shown as the user created for the CTI user for Presence Server, in this

case Presenceco.

H 1 1 Nurnber of priar failed login atternpts: 0
AVAyA Appllcatlon Enablement ser‘"ces HostMame/IP: aest2vmpg.deveonnect.local/10.1040.10
Server Offer Type: SWOMLY
S Version: re-z-0-18-0
Server Date and Tirne: Mon Mar 11 15:47:09 UTC 2013

Management Console

Status | Status and Control |DMCC Service Summary Home | Help | Logout

» AE Services

, Communication Manager DMCC Service Summary - Session Summary
Interface

» Licensing [™ Enable page refresh every [60 ¥ | seconds

» Maintenance Session Summary Device Summary

» Networking Generated on Fri Feb 101004527 GMT 2012

- Service Uptime: 10 days, 18 hours 14 minutes

» Security Mumber of Active Sessions: 1

¥ Status Murnber of Sessions Created Since Service Boot: 7
Humber of Existing Devices: 3

Alarm Viewer Mumnber of Devices Created Since Service Boot: 21

Far-end
Identifier

Logs

Connection | # of Associated
Type Devices

®ML
Unencrypted

Application

Session ID
Status and Control

B3DS74CEFDVARFCE3
IFEBE32430D8605R-6

Presencecol||precserver.exe|[192.166.50.154 3

| r

= CWLAN Service Summary
= DLG Services Summary

= DMCC Service ¥
= Switch Conn Summary fem 41 ot 1
= TSAPI Service Summary

Terminate Sessions | Show Terminated Sessions |

» User Management

b Utilities

» Help
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8.3. Verify Presence Suite CTIl Connection

One of the available methods to confirm correct startup is a startup log which can be accessed
from Presence Management Console. Navigate to C: = Presence = pmconsole.exe (not
shown). A startup log commences when the Presence Server is trying to load and connect to
AES. Click on the item named Server@127.0.0.1:6800 in the PCP Server Connections pane of
the Management Console. To open the startup event log, double click Show startup event log in
the Actions pane.

A0 Presence Management Console
File Edit Show ‘Windows Help

[ windows 3 || Actions 3 || PCP Server Conmections o x|
EVEMTS [1-Server ISth startup event IDgI Al e e 2 |
EWEMTS [2-Recor| | Show information event log B

Show warning event log ng{ 1-Serveri@l27.0.0.1:6800 |

Show errar event log ‘g 2-Recording Server®@127.0.0.1:6505

Show gerver information

Show tracerz information

Show service automatic predichion
Lizt gervice agents

List zervice callz

List services

Lizt enabled services

Lizt inbound zervices

Verify successful CTI connection and service startup.

Il Show startup event log x|

2-Server@]27.0.0.1:6800 = SHOW LOG STARTUR el = |

12-12 11:58:03 Serwver started

1212 11:58:03 Serwvice INBOUHD SERVICE loaded

12-12 11:58:03 Loading inbound =s=ervices (1 services). ..

1212 11:58:03 Serwvice OUTBOUND SEREVICE loaded

12-12 11:58:03 Loading outbound services (1 services). ..

12-12 11:58:03 Updating agent connection records. . .

12-12 11:58:03 Connecting to database

1212 11:58:03 Connected to primary CTI link AVAYA#CHMEIVHPGHCSTA#AESEIVHEPG
12-12 11:58:01 Connecting to CTI link

12-12 11:58:01 Initializing =erver. ..

|Last update: 12/12/2012 12:08:10;359 4
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Repeat the above for the item named Recording Server@127.0.0.1:6805.

B show startup event log

2-Recording Server(al 27 .0.0.1:6805 = SHOW LOG STARTUP

&

11-14
11-14
11-14
11-14
11-14
11-14
11-14
1114
1114
11-14
11.-14
1114
11-14
11-14
11-14
11-14
11-14
11-14
11-14
11-14
1114
1114
11-14
11.-14
1114
11-14
11-14
11-14
11-14

12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:
12:

n3:
n3:
na:
na:
na:
na:
na:
na:
na:
na:
n3:
n3:
n3:
n3:
n3:
na:
na:
na:
na:
na:
na:
na:
na:
n3:
n3:
n3:
n3:
n3:
n3:

27
27
27
26
26
26
26
26
26
25
25
23
23
23
23
23
23
23
23
23
23
23
23
23
21
21
21
21
21

FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY
FY

Prezence Recording Server started

Initializing =structures for groups

Launching monitors on stations

Requesting agents connected to Presence Serwver
Encrypting pending recordings

Retrieving recordings from databases

Presence Recording Slawve successfully started
Opening communications port for reguests

1 plavback channel=s hawve been successfully initialized

Initializing plavback channels

3 recording channel= have been zuccesz=fully initialized

Initializing recording channel=

TSF HOT loaded

Connecting to channel device

Retrieving channel configuration information
Retrieves path: C:“REecordingFiles~Retrieves
Recording=s path: C:“RecordingFiles~EREecordings
Starting Presence Recording Slave in local mode
Retrieving resource profiles

Retrieving recording plans

Fegistered with Presence Server

Fegistering Presence Recording Server
Initializing managemenht processes

Connected to primary CTI link AVAYARCHe IVHPGHCSTAXAESEIVHPG

Connecting to CTI link

Connecting to the database

Checking Presence Recording Server version
Connecting to Pressnce Server

Starting Presence Recording Server. . .

b T 1x

|Lastupdate: 11/14/2013 12:26:14:374PM |

BN
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8.4. Verify Presence Recording Capture and Playback

Using Presence Supervisor, click Recordings = Play, visually verify correct recording detail as
shown below.

@ Presence Supervisor - [Recording playback] =lBix|
© He Window Help =181x]|

Moritors
Duitond
Inbound Audio |[ID £ | Date | Service | Groupid | Extension | Agent | Duration | Total duration | Phone | Call type: | Record id | Attached data | Type »
Agerts E) 1 T1A2H2 163455 am 0 2 0 o010 nont N i (i
= = 5 11/1202 143757 m 0 211 a0 oz oz 8111 | 21
= B 1171242 143550 2011 5 23 it b6 BT sz I 624
Inteinet = 7 1A212 144302 m 0 B 4400 oS nonE B | £205
oo = 8 111202 144447 m 0 2011 400 nonze nonzr 8111 I £200
= 9 111242 144549 2011 5 201 it Bz e s I 8209
= 0 1142/12 144608 m 0 oma a1 ons ons o I £210
:@ [ - Hila 12 1121214487 m 0 S s nons nons R I e211
Trx |2 13 A2 14484 2011 5 201 i B B s | 8212
- = 14 1142112 145008 m i o 400 nons non2s i | £213
- 15 1212 145027 200 0 20m 4400 00007 00008 gatiz o 6213
T — = 1B 112112145238 m 0 a1 4m Bon o0t s | 211
= 1711412112 145478 m i a1 s ona nonaz S | £215
Plors = 1B 1121214543 m 0 2011 4420 0028 on2s 401 ] &215
— = M 112112 145708 m 0 ma i non ¥ o0 B | £217
*‘g = 2 11212145733 m i 201 4410 nons nonas am3 I £218
= 23 1112012145300 m 0 2011 4420 noe3 e Bt | 6219
Play = 2 1112112 1453718 om 0 2 s ons ons a1 a £213
= = 111212150047 m 0 211 400 oo on3 811 | £220
D = % 122 150109 2011 5 201 it B3 B3 sz o 8230
= 7 111212 160230 m 0 2 4400 non2t non2t B | £221
Repors = 2 1212153128 m 0 2011 400 ons non24 8111 ] e211
= 25 112112 153551 10 5 23 it e ooz s i 8213
= 3 11412/12 153600 1m 0 B 4400 ons nons a1 a E211
= N 1122154428 m 0 211 400 noner none 811 | 22
= 2 A2 15454 2011 5 201 i ooz ooz s | 6223
= 3 1112112 154558 m i ma a1 om0 om0 a1 I £221
= B 1212154327 m 0 2011 410 0013 0013 8111 I 6225
= F 11412112 155805 1 ame i o010 o0t s | 0
= ¥ 1112112160937 m i 21 im0 nonze nonze I I £230
= ER P ER AT o) m 0 w3 441 BonF onF ES I 2
= B/ 1A22161173 m 0 21 4410 one onar m3 I £232
= S L : s i e e e ; o
Wo. of Current pos.: 1 Last update: 1211202012 1217.24
1 Related roo
dudio | 1D |Date [Sewice  |Giowpid  |Ewiensin | Agen |Duration, | Toralduration | Phiore | Callype [Recordid | Anached dats | Tope
Inteligent Routing Bl | »l
Server: PRESENCE_SERVER

Double click on the recording to be played, the pop up shown below will be displayed with the
prompt to dial a playback extension.

ayback extension

Dial extension 2802

Cancel
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Dial the number shown and manually confirm accurate, clear and audible call recording
playback. The screen below will be displayed allowing playback control.

PG; Reviewed:
SPOC 5/9/2014

& Recording playback 7 5’
D:17
J 00:00:00/00:00:41 11/12/2012 14:54
PBHNANHKN [~ Auto play
4F Information
Service: 200 INBOUND SERVICE
Agent: 4400 Agent 4400
Customer phone no.: 83111 Type: Incoming
Qualification code: Incomplete
Station: 2011 VDN/CDN: 3300
Recording plan: My test
Recording ext.: 2800 Contact Id: 6215
& Pauses Total duration: 00:00:42
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9. Conclusion

These Application Notes describe the configuration steps required for Presence Technology
Presence Recording R10.0 to successfully interoperate with Avaya Aura® Communication
Manager R6.3using Avaya Aura® Application Enablement Services R6.3. All feature
functionality and serviceability test cases were completed successfully as outlined in Section 2.2.

10. Additional References

This section references the Avaya and Presence Suite product documentation that are relevant to
these Application Notes.
Product documentation for Avaya products may be found at http://support.avaya.com.
[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document ID 555-245-205
[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide
Release 6.3

The following documentation is available on request from Presence: www.presenceco.com
[4] ACD Sys Presence Administrator Manual Presence Suite, V10.0
[5] Presence Installation Guides Presence Software, VV10.0
[6] PBX/ACD Requirements Presence Software, V10.0
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Notes is subject to change without notice. The configurations, technical data, and
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