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Avaya Solution & Interoperability Test Lab

Application Notes for Enghouse Interactive ABTrio
Enterprise to interoperate with Avaya Aura®
Communication Manager, Avaya Aura® Session Manager

and Avaya Aura® Application Enablement Services Issue
1.0

Abstract

These Application Notes describe the configuration steps requiredriorEnterpriseto
interoperatavith Avaya Aura® Communication Managékvaya Aura® Session Managand
Avaya Aura® Application Enablement Services

Readers should payttention toSection 2 in particular the scope of testing as outlineg
Section 2.1as well as the observations notediection 2.2 to ensure that their own use ca
are adequately covered by this scope and results.

Information in these Application Nes has been obtained through DevConnect compl
testing and adtional technical discussionslesting was conducted via the DevConr
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes outline the stepecessary to configuli@io Enterprisédrom Enghouse
InteractiveAB to interoperate wittvaya Aura® Communication Manageir ®

(Communication Managerfivaya Aura® Session Manager R7Session Managegnd Avaya
Aura® Application Enablement Service3.B(AES). Trio Enterprise is a client/server based
application runninggn Windows Server operating system. Trio Enterprise provides users with an
attendant answering position fGommunication Manageas well as a call referral function that
provides spo&n information about the status of the extension called, it also includes its own
built-in voice malil called Trio VoiceMailThe TrioEnterpriseAttendant client provides a view

of contacts, schedules, and communication tasks and was installed on tlsesemnas the Trio
Server, but can be installed on a separate platform if required.

Trio Enterprise connects ommunication Managersing aSIP trunkvia the Session Manager
A TSAPI connection oAES enables the Trio Enterprise Absence integrafloio Enterprise is
supplied with all prerequisite software

2. General Test Approach and Test Results

The general test approach was to configure a simulated enterprise voice network using
Communication Managemhe Trio Enterprise serv€ommunicatesvith the Communication
Managermsing a SIP trunkhroughthe SessiorManager SeeFigure 1 for a network diagramA
Dial plan wasconfigured on th€ommunication Manageo route calls to Trio Enterprise. Calls
placed taheTrio Enterprise server automatically ptsca call to the telephone thééadant is
using for answering purposes. Whae attendant answers the call Tiré Enterpriseserver
bridges the two calls. When the attendant extends the call to ateddpbone, Trio Enterprise
server performs a SIRefer methodand the caller and the calledar are now directly
connected.

It is possible to have multiple Trio attendant positiong @Qommunication Managesystem. A
variety of Avaya telephones were installed and configured o@dnemunication Manaa.

Note: During compliance testingn AvayaH.323statonwas used as tphame.att end

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or stasdased interfaces pertinent

to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it te bonstrued as an endorsement by Avaya of the suitability or
compl eteness of a DevConnect memberds solutio
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2.1. Interoperability Compliance Testing

The interoperability compliance testing includeddiea and serviceability testinhe
serviceability testig introduced failure scenarios to se&iio Enterprisecould resume after a
link failure with Communication Manager/AES he testing included:

=4 =4 -84 _9_9_°5_2

Incoming internal and external calls

Outgoing internal and external calls

Supervised and unsupervised trangfgh answer
Directing calls to busy extensions

Call queuing and retrieval

Loop detection for busy and unanswered extensions
Absence detection

Message Waiting

2.2. Test Results

Tests were performed to insure full interoperabliégweentrio EnterpriseandAvaya
Communication ManageT he tests were all functional in nature and performance testing was
not included. All testases passed successfuliiyh the following observation,

l

The Codec Set List in Communication Manager cannot have both G.711MU and G.711A
together. In case they are present together, then the Codec priority has to be configured
on the Trio Enterpris8erver. Failing to do so, will cause Avaya SIP stations to not hear
any prerecordedaudio from the attendarfRefer toSections5.7 and8.3.

2.3. Support

For technical support for Enghouse Interactive AB products, please use the following web link.
http://www.trio.com/web/Support.aspx

Enghouse Interactive AB can also be contacted as follows.
Phone: +46 (0)8 457 30 00

Fax: +46 (0)8 31 87 00

E-mail: triosupport@enghouse.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testimgAlVaya solution
consigs of aCommunication Managewhich has a SIP Trunk connection to the Trio Enterprise
servervia the Session ManagérSAPI is configured on the Trio Enterprise serwdrich enables
the Trio Enterpris tointeract withtelephoneon the Communication Managto act as the
Attendant telephonaa the AES An AvayaH.323stationwas used as the Trio Enterprise
Attendant telephone during compliance testiBid? andH.323 stationswere configured on the
Communication Manageo generate outbound/inbound cabtgtom the PSTNAnother SIP

trunk on theSession Manageavas configured to connect tioe simulatel PSTN.

Note: The Trio Enterprise Attendant (client) was installed on the same server as the Trio
Enterprise Server, but can be installed on a separaterpiat required.

Emulated PSTN LAN
1
1
1
1
1
1
1
i
. Avaya 96x1 Series IP (H323)
T AP - - - - - - - Deskphone (Attendent)
> Avaya Aura® Session Manager (10.10.97.228)
Avaya Aura® Communication Manager (10.10.97.222)
Avaya Aura® Media Server
£ i AAva%a‘.\Aueratﬁt ASystEem;kl'lanag(ters "
= = r=--->Avaya Aura ication Enablement Services
2 R PR1610.97.254)
(2] L___>Trio Enterprise Serverand Client (10.10.98.158)
A all hosted on VMWare virtual machine
1
Avaya 96x1 Series IP (SIP)
Deskphone
1
i
= (. e e Avaya 96x1 Series IP (H323)
Deskphone
Gateway
1 LAN
Figure 1: Avaya and Trio Enterprise Reference Configuration
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4. Equipment and Software Validated
The following equipment and version were used in the reference configuration described above:

Equipment/Software Release/Version
Avaya Au® Communication Manager 7.0.1.1.6FP1SP1
running on virtualized environment
Avaya Aura® Application Enablement Servic| 7.0.1.0.2.15
running on virtualized environment
Avaya Aura® Session Manager runningon | 7.0.1.1.701114
virtualized environment

Avaya Aura® System Manager 7.0.1.1 SP1
Avaya Aura® Media Server 7.7.0.359
Avaya G450 Media Gateway FW 37.19.0/1
Avaya 96x1 Series IP Telephone

1 96x1 (H.323) 6.6229

1 96x1 (SIP) 7.0.1.15

Trio EnterpriseServer and Cliermunning on 6.2
Microsoft Windows 2@2 R2 Server
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5. Configure Avaya Aura® Communication Manager

Configuration and verification operations on the Communication Manager illustrated in this
section were all performed usifyaya Site Administrator Emulation Mode. The information
provided in thissection describes the configuration of the Communication Manager for this
solution. For all other provisioning information such as initial installation and configuration,
please refer to the product documentatioSeéction 11.

It is implied a working sytem is already in place. The configuration operations described in this
section can be summarized as follows: (NBeting Compliance Testing all inputs not
highlighted in Bold were left as Default)

Verify License

Administer System Parameters Features

Administer SIP trunk group

Administer SIP signaling group

Administer SIP trunk group members

Administer IP network region

Administer IP codec set

Administer route pattern

Administer private numbering

Administer dial plan

Administer uniform dial plan

Administer AAR analysis

ConfigureApplication Enablement Services Node
Configure interface to Application Enablement Services
Create a CTI Link to the Application Enablement Services
Configure Absence diversion

= =2 =0_0_9_9_9_42_42_2_-9_-2_-2°_2._-2._-2-
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5.1. Verify License

Log in to the System Access Termimalverify that the Communication Manager license has

proper permissions for features illustrated in these Application Ndtese t he A d-i spl ay
parameters customerp t i o0 n s 0 NavigatertroRagel2 and verify that there is sufficient
remaining cagpcity for SIP trunks by comparing thdaximum Administered SIP Trunks field

value with the corresponding value in tH8ED column

Verify that theComputer Telephony AdjunctLinksc ust omer opt i Bagedilfs set
this opti on thenscontact the As/aya salesdeam or business partner for a proper
license file

display system - parameters customer - options Page 2of 12
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 4000 10
Maximum Concurrently Registered IP Stations: 2400 7
Maximum Administered Remote Office Trunks: 4000 O
Maximum Concurrently Registered Remot e Office Stations: 2400 0
Maximum Concurrently Registered IP eCons: 68 0
Max Concur Registered Unauthenticated H.323 Stations: 100 0
Maximum Video Capable Stations: 2400 1
Maximum Video Capa ble IP Softphones: 2400 1
Maximum Administered SIP Trunks: 4000 24
Maximum Administered Ad - hoc Video Conferencing Ports: 4000 0
Maximum Number of DS1 Boards with Echo Cancellation: 80 0

display system - parameters customer - options Page 4 of 12
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS?y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off -net?y

ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with Rerouting? y

Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n  Digital Loss Plan Modification? y

ATM WAN Spare P rocessor? n DS1 MSP?y
ATMS?y DS1 Echo Cancellation? y
Attendant Vectoring? y
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5.2. Administer System Parameter Features

During compliance testing Trio Enterprise suggeshat the Station Call Transfer Recall Timer
was set tde 20 seconds. Use tlielsangesystemparameters featur@ésommand to change the
Station Call Transfer Recall Timer onpage 6

change system - parameters features Page 6 of 19
FEATURE RELATED SYSTEM PARAMETERS
Public Network Trunks on Conference Call: 5 Auto Start? n
Conference Parties with Public Network Trunks: 6 Auto Hold? n
Conference Parties without Pu blic Network Trunks: 6 Attendant Tone? y
Night Service Disconnect Timer (seconds): 180 Bridging Tone? n
Short Interdigit Timer (seconds): 3 Conference Tone? n
Unanswered DID Call Timer (secon ds): Intrusion Tone? n
Line Intercept Tone Timer (seconds): 30 Mode Code Interface? n
Long Hold Recall Timer (seconds): O
Reset Shift Timer (seconds): 0
Station Call Transfer Recall Ti mer (seconds): 20 Recall from VDN? n
Trunk Alerting Tone Interval (seconds): 15
DID Busy Treatment: tone
Allow AAR/ARS Access from DID/DIOD? n

Allow ANI Restriction on AAR/ARS ?n
Use Trunk COR for Outgoing Trunk Disconnect/Alert? n
7405ND Numeric Terminal Display? n 7434ND? n
DTMF Tone Feedback Signal to VRU - Connection: Disconnection: n

EnableCreate Universal Call ID (UCID), which is located o®age 5 ForUCID Network
Node ID, enter an available node ID.

change system - parameters features Page 5of 19
FEATURE RELATED SYSTEM PARAMETERS

SYSTEM PRINTER PARAMETERS
Endpoi nt: Lines Per Page: 60

SYSTEMWIDE PARAMETERS
Switch Name:
Emergency Extension Forwarding (min): 10
Enable Inter - Gateway Alternate Routing? n
Enable Dial Plan Transparency in Surviva ble Mode? n
COR to Use for DPT: station
EC500 Routing in Survivable Mode: dpt - then - ec500
MALICIOUS CALL TRACE PARAMETERS
Apply MCT Warning Tone? n MCT Voice Recorder Trunk Group:
Delay Se nding RELease (seconds): 0
SEND ALL CALLS OPTIONS
Send All Calls Applies to: station Auto Inspect on Send All Calls? n
Preserve previous AUX Work button states after deactivation? n
UNIVERSAL CALL ID
Create Universal Call ID (UCI D)?y UCID Network Node ID: 1
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Navigate toPage 13 and enabl&end UCID to ASAI This parameter allows for the universal
call ID to be sent to Trio Enterprise.
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5.3. Administer SIP Trunk Group

Use the -gimaddptman&kommand, where And is an avali

case Al10. Enter the following val uesforther t he
remaining fields

1 Group Type: fsi po

9 Group Name: A descriptive name.

1 TAC: An available trunk access code.
9 Service Type: it i eo

NavigatetoPage3 and ent eNumibepgng Fovmeat e 0 f or
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5.4. Administer SIP Signaling Group

Use t he 0 addouspi gindbalciomgmand, where Anod6 i s an av
this case Alo0. Ent e rspetifiecefieldscahd retaim the default saluesdos f o r

the remaining fields

1 Group Type: Ansipo

1 Transport Method: At cpo

1 Near-end Node Name: AnexisihgGLAN node name or #fAprocr
1 Far-end Node Name: The existig node name for Session Manager

1 Near-end Listen Port: An available port for integration witBession Manager

i Far-end Listen Port: The same port number asNiear-end Listen Port

1 Far-end Network Region: An existing network region to use wigessiorManager

1 Far-end Domain: The applicale domain name for the network

1 Direct IP-IP Audio Connections: i y 0

display signaling -group 1 Page 1lof 2
SIGNALING GROUP

Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tls
Q SIP?n
IP Video? n Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near - end Node Name: procr Far - end Node Name: SM - VM
Near - end Listen Port: 5061 Far - end Listen Port: 5061
Far - end Network Region: 1

Far - end Domain: bvwdev.com
Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direct IP - IP Audio Connections? y
Session Establishment Timer(min): 3 IP Audio Hairpinning? y
Enable Layer 3 Test? y Initial IP - IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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5.5. Administer SIP Trunk Group Members

Use the fAghamnuge ntor coknmand, wher e @nSeéectans t he
5.3 Enter the following Vviaes for the specified fields, and retain the default values for the
remaining fields

1 Signaling Group: The signaling group number fro8ection5.4.
9 Number of Members: The desired number of members, inthia s e 124 0.
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5.6. Administer IP Network Region

Use t he -fieonvbriarneggei oinpgmanrod ,c ownh er e i n éendinstwotkh e e x i st
region number used by the SIP signaling group f&eation5.4.

For Authoritative Domain, enter the applicable domain for the network. Enter a descriptive
Name Ent er flgt@ gegionflRBIP Direct Audio andinter-region IP-IP Direct Audio,
as shown below. Fa&Zodec Setenter an available codec set number for integrationWwith
Enterprise

change ip - network -region 1 Pa ge 1lof 20
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: bvwdev.com
Name: Regionl Stub Network Region: n

MEDIA PARAMETERS Intra -region IP - IP Direct Audio: yes

Codec Set: 1 Inter -regionIP - IP Direct Audio: yes

UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26

Navigate toPage 4 and specify this codec set to be used for calls with network regions used by
Avaya endpoints and by the trunk to the PSTN.
was used by the Avaya endpoints and by the trunk to the PSTN.

change ip - network -region 1 Page 4 of 20
Source Region: 1 Inter Network Region Connection Management | M
G A t
dst codec direc t WAN -BWIlimits Video Intervening Dyn A G c
rgn set WAN Units Total Norm Prio Shr Regions CACRL e
11 all
2
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5.7. Administer IP Codec Set

Us e tdngeipfodeecset no command, wher e fi®eéction5s6 t he cc
Update the audio codec types in thadio Codecfields as necessaris per the observation

noted inSection 2.2only configure either G.711MUrd5.711A.The codec shown below was

used in the compliance testiagpce Trio Enterprise had made the codec priority changes to
accommodate both G.711MU and G.711A

display ip - codec - set 1 Page 1of 2

IP CODEC SET
Codec Set: 1

Audio Silence  Frames Packet
Codec Suppression Per Pkt Size(ms)

1: G.711MU n 2 20

2:G.722 -64K 2 20

3:G.729 n 2 20
4: G.711A n 2 20

5.8. Administer Route Pattern

Use the fiplhangee nrmdt €eommand, where Ano i s an
used to reachirio Enterprise i n t hi s case il dsforthiesgedfiedfields,e f ol |
and retain the default values for the remaining fields

1 Pattern Name: A descriptive name.
1 Grp No: The SIP trunk group number frogection5.3.
1 FRL: A level that allowsaccess to this trunk, with O being least restrictive.
change route - pattern 1 Page 1of 3
Pattern Number: 1 Pattern Name: To SM on VM
SCCAN? n Secure SIP? n  Used for SIP stati ons? n
Grp FRL NPA Pfx Hop Toll No . Inserted DCS/ IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1. 1 0 0 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA -TSC ITC BCIE Ser vice/Feature PARM Sub Numbering LAR
012M4W Request Dgts Format
l:yyyyynn rest levO - pvt none
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5.9. Administer Private Numbering

Use the dc-hamlger qgmnaaddtd aefine the calling party number to send to
Trio Enterprise Add an entry for the trunk group defined3ection5.3. In the example shown
below, all calls originating from a-@8igit extension beginning with 56 amnouted to trunk group

lwillresultinabdi git calling number. The calling part
header
change private - numbering 0 Page 1of 2

NUMBERING- PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp(s) Prefix Len
5 56 1 5 Total Administered: 4

Maximum Entries: 540

5.10. Administer Dial Plan

This section providea sample dial plan used for routing calls with dialed digits 71xxx to Trio
Enterprise. Use the Achange dial plan anal ysi s
digits patterr/1, as shown below

display dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full;: 2

Dialed Total Call Dialed Total Call Dialed Total Call

String Le ngth Type String Length Type String Length Type
1 4 ext

71 5 udp

5.11. Administer Uniform Dial Plan

This section provides a sample AAR routing used for routing calls with dialed digiz to

Trio EnterpriseNotetha ot her routing met hods madialpldne used
00 command, and add an entry to 7&xesshdwp t he u
below.

change uniform - dialplan 0 Page 1of 2
UNIFORM DIAL PLAN TABLE
Percent Full: 0

Matching Insert Node
Pattern Len Del Digits Net Conv Num
71 5 0 aar n
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5.12. Administer AAR Analysis

Use t he

Afchange aar

anal ysi s

command,

71xxx. In the example shown below, calls with digitisxxx will be routed as an AAR call using

rout e pamtSection5.8i 10 fr o
change aar analysis 0 Page 1of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: 2
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqd
71 5 & 1 aar n
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5.13. Configure Avaya Aura® Application Enablement Services Node

A Node Name needs to be created to associat@dhenunication Managevith AES. Use the
fichange nod@ames ip commandand enter amformative name (i.edewmaeg and the IP
address of thaES (10.1097.224

change node - names ip
IP NODE NAMES

Name IP Address
DevvmAMS 10.10.97.232
GW G450 10.10.97.223
SM VM 10.10.97.228
devvmaes 10.10.97.224
procr 10.10.97.222

5.14. Configure interface to Avaya Aura® Application Enablement
Services

To configure the AES link use tliehange ipservice® command and enter the following:
Page 1

1 Type: Enter AESVCS

1 Enabled: Enter y

1 Local Node Enter procr

1 Port: Enter 8765

change ip - services Page 1of 4

IP SERVICES
Service Enabled Local Local Remote = Remote
Type Node Port Node Port
AESVCS y  procr 87 65

Navigate toPage4 and enter the following:
1 ServerID Enterl
1 AE Services Enterdewmaes(The node created fBection 513)
1 Password Enter a password. This password will be usefldntion 6.3t0 enable the
AES to communicate with the Communicst Manager.
1 Enabled Entery

change ip - services Page 4of 4
AE Services Administration

Server ID AE Services Password Enabled Status
Server
1: devvmaes * y in use
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5.15. Create a CTI Link to the Aura® Application Enablement Services

A CTI Link needs to be created to enable the Comnatiimic Manager to interoperate with the
AES. Use theadd cti-link next command anénterthe following:

1 Extension Enter any unuseBxtension (i.e. 56000
1 Type: EnterADJ-IP
1 Name Entera descriptive nam@.e. DevwmAES)

(Note, durng compliance testg cti link 1 was added)

addcti -link 1 Page 1of 3
CTI LINK
CTI Link: 1
Extension: 56000
Type: ADJ - IP
COR: 1
Name: DevwwmAES

5.16. Configure Absence diversion
A VDN extension followed by a reason cadist of reason code 1 to 9 is managed on Trio
Enterpriseland #can be dialled by users to initiate a diversion for specific reasons. Ancabse
diversion can be cancelled by dialing the VDN extension followed#yl he following steps
are needed to configure Absence diversions

1 Configure VDN 1

1 Configure Vector 1

1 Configure VDN 2

1 Configure Vector 2

5.16.1.Configure VDN 1
During compliance testing VDRE6007was used. Use th@add vdnxo command (wherex is the
VDN) and configure the following:

1 Name~: Enter an informative name (i.e. Phatieersion)

9 Destination: EnterVector Number 7

add vdn 56007 Page 1 of 3
VECTOR DIRECTORY NUMBER

Extension: 56007
Name*: Phone Diversion
Destination: Vector Number 7
Attendant V.  ectoring? n
Meet - me Conferencing? n
Allow VDN Override? n

COR: 1
TN*: 1
Measured: none  Report Adjunct Calls as ACD *?n
VDN of Origin Annc. Extension*:
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5.16.2.Configure Vector 7

Configure the Vector that was used as\eetor Number in Section 516.1 Use thefi dd vector
7 @ommangand configure the following:

)l
)l
)l
)l

Name

Line O1:
Line 02
Line 03:

Enter an informatig name (i.e. Phone diversion)

Enterwait-time 1 secs hearing silence

Entercollect 9 digits after announcement none  for none
Enter route-to  number56008 with cov n if unconditionally

In this example, ®ing monitored phone di&b007+ reason code #, call is route to 56008
which will trigger Trio Enterprise to set the phone absence with appropriate reason

add vector 7

Multimedia? n

announcement.
Page 1 of 6
CALL VECTOR
Number: 7 Name: Phone Diversion
Attendant Vectoring? n  Meet - me Conf? n Lock? n
Basic?y EAS?y G3V4 Enhanced?y ANI/II - Digits? y ASAI Routing? y

Prompting? y LAI? y G3V4 Adv Route?y CINFO?y BSR?y Holidays?y
Variables? y 3.0 Enhanced? y
-time 1 secs hearing silence

01 wait
02 collect
03 route

04

9 digits after announcement none  for none

-to  number 56008 with cov n if unconditionally

5.16.3.Configure VDN 2

Configure a VDN using theoute-to number as used irsection 516.2 This VDN isused for
activating referrals from the phone ddse thefiadd vdn5 6 0 @@neand, and configure the

following:
1 Name*: Enteran informative name (i.e. diversion)
1 Destination: EnterVector Number 8

display vdn 56008

Page 1of 3
VECTOR DIRECTORY NUMBER

Extension: 56008
Name*: Diversion
Destination: Vector Number 8
Attendant Vectoring? n
Meet - me Conferencing? n
Allow VDN Override? n
COR: 1
TN*: 1
Measured: none  Report Adjunct Calls as ACD*? n

VDN of Origin Annc. Extension*:
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5.16.4.Configure Vector 8

Configure the Vector that was used aseetor Number in Section 516.3. Use thefi dd
vector80 command, and configure the following:

1 Name Enter an informative name (i.Biversion)
1 LineO1 Enterwait-time 100 secs hearing ringback
i Line 02 Enterstop
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6. Configuration of Avaya Aura® Application Enablement
Services

This section provides the procedures for configuAlRLp. It is implied a working AES is already in
place and the Security Database (SDB) is configured. For all other provisioning information such as

initial instdlation and configuration, please refer to the product documentati®eadtion 1. The
configuration operations described in this section can be summarized as follows:

Logging into Avaya Aura® Application Enablement Services
Verify Avaya Aura® Applicatbon Enablement Services License
Create @Avaya Aura®Communication Manager Switch Connection
Create a TSAPI Link

Create CTI User

Configure Security Database

Obtain Tlink Name

Disable Security Database

Enable Ports

Restart TSAPI Service

E R I

6.1. Logging into the Avaya Aura® Application Enablement Services

Accessthe OAMwelb ased i nterface by-addregsbdbhenURNB
browser wi ndaodwd,r ewshseor e sfiitphe | P address of

server

ThePlease login herescreen is displayed. Log in using the appropriate credentials.

AVAYA Application Enablement Services

Management Console

Please login here:

Continue

Copyright A@ 2009-2016 Avaya Inc. All Rights Reserved.
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TheWelcome to OAMscreen is displayed next

- - - Mumber of prior failed login attempts: 0
AVA A Application Enablement Services Hosthame/IP: devymass/] =
le Server Offer Type: VIRTUAL_APPLIANCE_ON_VMWARE
Management Consol SW Version: 7.0.1.0.2.15-0
Server Date and Time: Thu Oct 06 12:26:19 EDT 2016
HA Status: Mot Configured

Home Home | Help | Logout

CVLAN Welcome to OAM

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools for managing the AE Server. OAM
spans the following administrative domains:

# AE Services - Use AE Services to manage all AE Services that you are licensed to use on the AE Server.
Communication Manager Interface - Use Communication Manager Interface to manage switch connection and dialplan.
High Awvailability - Use High Availability to manage AE Services HA.

Licensing - Use Licensing to manage the license server

Maintenance - Use Maintenance to manage the routine maintenance tasks.

Networking - Use Networking to manage the network interfaces and ports.

Security - Use Security to manage Linux user accounts, certificate, host suthentication and authorization, configure Linux-PAM
High Availability (Pluggable Authentication Modules for Linux) and so on.

Status - Use Status to obtain server status informations.

User Management - Use User Management to manage AE Services users and AE Services user-related resources.
Utilities - Use Utilities to carry out basic connectivity tests.

Help - Use Help to obtain a few tips for using the OAM Help system

Communication Manager
Interface

Licensing

Maintenance
Networking
Security

Depending on your business requirements, these administrative domains can be served by one administrator for all domains, or a
separate administrator for each domain.

Status

User Management

Coovriaht A® 2009-2016 Avava Inc. All Rights Reserved.

6.2. Verify Avaya Aura® Application Enablement Services License

SelectLicensing A WebLM Server Accessn the left pane, to display theb License
Managerpop-up screen (not shown), and log in using the appropriate credentials

censing Home | Help | Logout

» AE Services

Communication Manager Licensing
Interface
High Availability If you are setting up and maintaining the WebLM, you need to use the following:

- -
Licensing # WebLM Server Address

WebLM Server Address
If you are importing, setting up and maintaining the license, you need to use the following:

WebLM Server Access
* WeblM Server Access

Reserved Licenses

If you want to administer TSAPI Reserved Licenses or DMCC Reserved Licenses, you need to use the following:
» Maintenance

* Reserved Licenses

» Networking

» Security MOTE: Please disable your pop-up blocker if you are having difficulty with opening this page
» Status
» User Management

» Utilities

» Help
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TheWeb License Managerscreen below is displayed. Seleatensed productsA
APPL_ENAB A Application_Enablementin the left pane, to display thpplication
Enablement (CTI) screenn the right pane.

Verify that there are sufficient licenses T8API Simultaneous Usersas shown below. Note
that the TSAPI license is required for Telephony Web Service.

APPL_EMAB
~ Application_Enablement
View license capacity

View peak usage

License File Host IDs:

Licensed Features

CICETTSE IMIatameEm OTT, JLIUDET LD, UL U010 Al

.0

CCTR
v ContactCenter
e 10 Items @ Show All v |
Feature (License Keyword) Expiration date |Licer
v CIE
Unified CC API Desktop Edition ermanent 100
COMMUNICATION_MANAGER WALUE_AES AEC _UNIFIED _CC_DESKTOP P
CWLAMN ASAI
» Call_Center
- VALUE_AES_CVLAN_ASAT permanent 16
»Communication_Manager Device Media and Call Control permanent 10¢
Configure Centralized Licensing VALUE_AES_DMCC_DMC
AES ADVAMNCED SMALL SWITCH ermanent 3
MESSAGING VALUE_AES_AEC_SMALL ADVANCED P
» Messaging DLG
VALUE_AES_DLG permanent 16
SessionManager :
TSAFI Simultaneous Users " -
»SessionManager VALUE_AES_TSAPI_USERS permanen
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6.3. Create a Avaya Aura® Communication Manager Switch

Connection

A Comnunication Manager Switch Connection needs to be created to enable the AES to
communicate with the Communication Manager. Navigat@éammunication Manager
Interface A Switch Connections In the Switch Connectionspage enter an informative name
for the Conmunication Manager (i.®ewmCM). Click on theAdd Connection button.

} AE Services

- com munication Manager Switch Connections
Interface

Switch Connections |

Communication Manager Interface | Switch Connections

Add Connection

In the Connection Detailswindow opens enter thgwitch Passwordas was configured in
Section5.14andConfirm Switch Password Click on theApply button.

Communication Manager Interface | Switch Connections

» AE Services

-~ Communication Manager Connection Details - DevwmCM
Interface
Switch Connections Switch Password |
Dial Plan Confirm Switch Password |

High Availability Msg Period |30

| Minutes (1 - 72)

} Licensing Provide AE Services certificate to switch [

» Maintenance Secure H323 Connection O

} Networking Processor Ethernet

» Security Apply Cancel
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SelectCommunication Manager Interface A Switch Connectionsfrom the left pane. The
Switch Connectionsscreen shows a listing of the existing switch connections

Locate the connection name associated with the relevant Communication Manager, in this case
fiDevwmCMo , a n dhe soeespording radio button. Clieklit PE/CLAN IPs.

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services

- Communication Manager Switch Connections
Interface
Switch Connections l:l Add Connection
Dial Plan Processor Ethernet Number of Active Connections

High Availability | ® bevvmen |YGS ‘30 |l

» Licensing

Edit Connection Edit PE/CLAN IPs Edit H.323 Gatekeeper Delete Connection Survivability Hierarchy

)} Maintenance

TheEdit Processor Ethernet IPscreen is displayed. Enter the IP address clAR circuit
pack or the ProcessorlQAN on Communication Manager to be used, in this case
A10. 10. 97 . 2d&aadvowhiahss the Rrocessorl®N on Communication Manager.
Click Add/Edit Name or IP. Screen below shows the already added IP.

Communication Manager Interface | Switch Connections Home | Help | Logout

» AE Services
- Communication Manager Edit Processor Ethernet IP - DevwmCM
Interface
Switch Connections Add/Edit Name or IP

oi pian Name o 17 Addess ‘

High Availability [10.10.97.222 [In Use

» Licensing Back

» Maintenance
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6.4. Create a TSAPI Link

A TSAPI Link needs to be created to interoperate with Trio Enterprise. Navigake $ervices
A TSAPI A TSAPI Links and click on théAdd Link button.

AE Services | TSAPI | TSAPI Links Home | Help | Logout
~ AE Services

CVLAN TSAPI Links

DLG

Switch Connection Switch CTI Link # ASAI Link Version

DMCC | ‘
SMS

Add Link Edit Link

TSAPI

= TSAPI Links
= TSAPI Properties

Delete Link

Once theAdd TSAPI Links window opens enter the following:

M Link:
1 Switch Connection

1 Switch CTI Link Number :

i ASAI Link Version:
1 Security:

Select the next available Link from the dropdown box
SelectDewmCM from the dropdown box. (The Switch
connectio as created iBection6.3)

Selectl from the dropdown box. (The CTlI link as created
in Section5.1515)

7

SelectBoth from the dropdown box

Click on theApply Changesbutton.

CVLAN
DLG

AE Services | TSAPI | TSAPI Links

Edit TSAPI Links

Lirk: 1

DMCC
SMS

TSAPI

= TSAPI Links
= TSAPI Properties

TWS

Switch Connection

Switch CTI Link Number

ASAT Link Version

Security

Apply Changes

| Both

St |

Cancel Changes

Advanced Settings
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6.5. Create CTI User
Navigate tdUser ManagerA User Admin, and selecAdd User. On theAdd User screen
enter the following:
1 Userld: Enter an informative name (i.€rio. This ID is required for the
Trio Enterprisdanstallaion

1 Common Name Enter a Common Name (i.€rio)

1 Surname Enter a Surname (i.@rio)

1 User Password Enter a password. This password is be required foFribe
Enterprisdnstallation

1 Confirm Password Confirm the password

1 Avaya Role Selectuserservce.useradminfrom the dropdown box

1 CT User. SelectYesfrom the dropdown box

Click the Apply button at the bottom of the screen (not shown)

User Management | User Admin | Add User

AE Services
Communication Manager Add User
Interface
- . - Fields marked with * can not be empty.
High Availability Pty
= = * User Id |Tri|:|- |
Licensing
= * Commaon Name |Triu |
Maintenance
= * Surname |Triu |
Networking
. * User Password |---- |
Security _
* Confirm Password |---- |
Status
Admin Mote | |
* User Management
Avaya Role |usersewice.useradmin v|

Service Admin

Business Category |

User Admin

Car License

Search Users
| erre——  Department Number

= Add User |

= Change User Password M Home |

= List All Users C== Home |

= Modify Default Users CT User
|
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6.6. Configure Security Database

Navigate to the users screen by selecBagurity A Security Database”A CTI Users A List
All Users. In theCTI Users window, select theadio button relating to the CTI user created in
Section 6.XTrio) and click on thé&dit button.

» AE Services
Communication Manager CTl Users
Interface
sk ot [ | comnoatame | workionme |
bamiconsing ‘ O Test Test |NDNE |NDNE
» Maintenance
» Networking ® Trio Trio |NONE |NONE
¥ Security ‘ O avayscti avayacti |NONE |NONE
Account Management ‘ O dmee ‘dmcc |NDNE |NDNE
Audit
Certificate Management ‘ Ol : “ |NDNE |NDNE
Enterprise Directory Edit List All
Host AA
PAM
Security Database
= Control
@ CTI Users

= List All Users

Once theEdit CTI User page appears, tick thénrestricted Accesscheckbox andApply Changes
atthe bottom of the screen.

Security | Security Database | CTI Users | List All Users Home | Help | Logout
» AE Services
Communication Manager Edit CTI User
Interface
High Availability User Profile: User ID Trio
y Li . Common Name Trio
icensing
Worktop Name NONE ~
} Maintenance
Unrestricted Access
» Networking
¥ Security Call and Device Control: Call Origination/Termination and Device Status None
Account Management
Audit Call and Device Monitoring: Device Monitoring None
Calls On A D Monit N
Cer‘t\ﬂcate Management alls Un evice Momitoring one
. . Call Monitoring
Enterprise Directory
Host AA Routing Control: Allow Routing on Listed Devices Nong
PAM Apply Changes Cancel Changes
Security Database
= Control
=@ CTI Users
= List All Users
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6.7. Obtain Tlink Name

SelectSecurity A Security DatabaseA Tlinks from the left pane. Thé&links screen shows a
listing of the Tlink names. A new Tlink name is automatically generated for the TSAPI service.
Locate the Tlink namassociated with the relevant switch connection, which would use the
name of the switch connection as part of the Tlink name. Make a note of the associated Tlink
name, to be used later for configuring Trio Enterprise.

In this case, the associated Tlinkmmi s AAVAYA#DEVVMCM#CSTA#DEVVM
the use of the swit ch Sectonbaspdrtiofdhe Tlinkbh@amev mCMo f r

Security | Security Database | Tlinks

} AE Services

Communication Manager Tlinks
Interface

High Availability Tiink Name
} Licensing ® AvAYAZDEVWMCMECSTAZDEVVMAES

T — O AVAYAZDEVWMCMECSTA-S£DEVVMAES

(O AVAYAZPROCR#CSTAZDEVVMAES

r Networking

. O AVAYAZPROCRZCSTA-S#DEWVWMAES
* Security

Delete Tlink
Account Management

Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

Control

CTI Users
Devices
Device Groups
Tlinks
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6.8. Disable Security Database

SelectSecurity A Security DatabaseA Control from the left pane, tdisplay theSDB
Control for DMCC, TSAPI, JTAPI and Telephony Web Servicesscreen in the right pane
Uncheck both fields below.

Security | Security Database | Control

» AE Services

Communication Manager SDB Control for DMCC, TSAPI, JTAPI and Telephony Web Services
Interface

High Availability [] Enable SDE for DMCC Service
» Licensing [] Enable SDB for TSAPI Service, JTAFL and Telephony Web Services
» Maintenance Apply Changes

} Networking

¥ Security

Account Management
Audit

Certificate Management
Enterprise Directory
Host AA

PAM

Security Database

= Control
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6.9. Enable Ports
SelectNetworking A Ports from the left pane, to display tlRorts screen in the right pane.

In the TSAPI Ports section, select the radio button fIMBAPI Service Portunder theEnabled
column, as shown below. Retain the default values in the remaining fields.

Networking |Ports

} AE Services
Communication Manager Ports
Interface
High Availability CVLAN Ports Enabled Disabled
» Licensing Unencrypted TCP Port 9999 ® O
} Maintenance Encrypted TCP Port 9998 | ® O
¥ Networking
- DLG Port TCP Port 5678
AE Service IP (Local IP)
Network Configure TSAPI Ports Enabled Disabled
Ports TSAPI Service Port 450 ® O
TCP/TLS Settings Local TLINK Ports
—— TCP Port Min 1024
TCP Port Max 1039
b Status Unencrypted TLINK Ports
} User Management TCP Port Min 1050 |
» Utilities TCP Port Max [1085 |
» Help Encrypted TLINK Ports
TCF Port Min [1086 |
TCF Port Max [1081 |
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6.10. Restart TSAPI Service

After the AES configuration is completed the TSAPI service needs to be restartedtart
navigate taVlaintenance A Service Controller. Checkthe TSAPI Servicecheck box and click
on theRestart Servicebutton.

Maintenance | Service Controller

» AE Services
Communication Manager Service Controller
Interface
High Availability [ service [controller Status
} Licensing [ AsAI Link Manager Running
i Runnin
~ Maintenance [ omcce service . g
y O cvian service Running
Date Time/NTP Server ]
O oLG service Running

Security Database ) .
D Transport Layer Service Running

Service Controller 7 TSAPI Service Running

Server Data

T —— For status on actual services, please use Status and Control

» Security Start Stop Restart Service Restart AE Server Restart Linux Restart Web Server

) Status

When the Restart page opens click onRlestart button (not shown)
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7. Configure Avaya Aura® Session Manager

This secton provides the procedures for configuring Session Manager. The procedures include
the following areas:

1 Launch System Manager
9 Administer Domain

9 Administer locations

1 Administer Adaptation

9 Administer SIP entities

1 Administer routing policies
1 Administer dialpatterns

7.1. Launch System Manager

Access the System Manager web-addtes$acenbgnub
browser wi ndaodwd,r ewshseor e siiitphe | P address of Syst
appropriate credentials.

Aura” System Manager 7.0

Recommended access to System Manager is via
FQDM.

Go to central login for Single Sign-0On User ID:

If IP address access is your only option, then note FPassword:
that authentication will fail in the following cases:

& First time login with "admin" account Log On cancel
® Expired/Reset passwaords

n " . . Change P d
Use the "Change Password" hyperlink on this page ange Passwor

to change the password manually, and then login.
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7.2. Administer Domain

In the subsequent screen (not shown), s@krhentsA Routing to display thdntroduction
to Network Routing Policy screen below. SeleBouting A Domainsfrom the left pane, and
click New in the subsequent screen (not shown) to add a new domain

Last Logged on at March 11, 2016 1151

AN

Aura” System Manager 7.0 Log off

Home Routing *

m Introduction to Network Routing Policy
Adaptations MWetwork Routing Policy consists of several routing applications like "Domains”, "Locations", "SIP Entities", etc.

SIP Entities The recommended order to use the routing applications (that means the overall routing workflow) to configure your
network configuration is as follows:

4 Home f Elements f Routing (+]
Help ?

TheDomain Managementscreen is displayed. In tidamefield enter the domain name, select
sipfrom theType drop down menu and provide any optioNaltes

Aura” System Manager 7.0
Home Routing x

4 Home | Elements / Routing / Domains

T Domain Management Commit || Cancel
Adaptations

1Item o
Time Ranges S Type Notes

* |bvwdev.com sip Primary Domain

Routing Policies
Dial Patterns

Regular Expressions

Commit | Cancel
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7.3. Administer Locations

SelectRouting A Locationsfrom the left pane, and clidkew in the subsegnt screen (not
shown) to add a new location forio Enterprise

TheLocation Detailsscreen is displayed. In tligeneral subsection, enter a descriptilame
and optionaNotes Retain the default values in the remaining fields.

Aura  System Manager 7.0

Home Routing ®

4 Home / Elements [ Routing / Locations
Domains
F—— Location Details Commit | | Gancel
Adaptations
General

- - * Name: |Belleville
Entity Links

Time Ra Notes: |Belleville DevConnect Lab

Routing Policies
Dial Patterns Dial Plan Transparency in Survivable Mode

Regular Expressions Enabled: []

Scroll down to the.ocation Pattern subsection, clickAdd and enter the IP address of all
devices involved in the compliance testindAddress Pattern as shown below. Retain the
default values in the remaining fields.

Location Pattern

|E| | Remove |

4 Items oY Filter: Enable

[ O ; I_P A_ddress Pattern - ! Motes . !:
O *|10.10.5.% )
[0 =*|t0.10.97.*
[0 +*10.10.98.*
o -

Select : all, None

Commit | | Cancel
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7.4. Administer Adaptation

During compliance tesin order to make the call from and to Communication Manager via
Session Manager, Adaptation to translate IP address into domain name is used for Trio SIP
entity. Here is step on how to create Adaptation. Séldaptations on the left panel menu and
then dick on theNew button in the main window (not shown).

Enter the following for the Trio Adaptation.
1 Adaptation Name An informative name (e.gchange IP to Domain TriQ
1 Module Name SelectDigitConversionAdapter
1 Module Parameter Type Select Namé/alue Rarameter

Click Add to add a new row for the following values as shown below table:

Name Value

fromto true

iodstd Enter the domain name of system
ex: bvwdev.com

iosrcd Enter the domain name of system
ex: bvwdev.com

odstd Enter IP address of Trio, ex
10.10.98.158

osrcd Enter IP Address of Session
Manager, €x10.10.97.228

Once the correct information is entered click @mnmit button. Here is the screenshot show
Adaptation created for Trio.

7, 2016 11:29 AM

Aura® System Manager 7.0 # Log off admin

Home Routing x

M< Home / Elements [ Routing / Adaptations o
Adaptation Detalls
| swe.
m * Adaptation Name: For_Trio
* Module Name: |DigitConversionAdapter |+
Module Parameter Type: | Name-Value Parameter |~
z Add Remave
true
O fromto
bvwdev.com
O iodstd
bwwdev.com
[0 liosred
Select : all, None 4 4 Page| 1 |of2 b I>H.
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(Continue) the screenshot show Adaptation createdrio:

7, 2016 11:

f'Log off admw

Home Routing »
m‘ Home [ Elements / Routing / Adaptations [+]
m Adaptation Details Commit | | Cancel
e
* Adaptation N H
opiation flame [For_te
* Module Name: |DigitConversionAdapter  ~
Module Parameter Type: | Name-Value Parameter |~
—
3 |Add | | Remove
.
10.10.98.158
O |odstd
10.10.97.228
O |osrcd
Select ; All, None I4 4 Page| 2 |of2 k kKl
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7.5. Administer SIP Entities

Add two new SIP entities, one forio Enterpriseand one for the new SIP trunks with
Communication Manager.

7.5.1. SIP Entity for Trio Enterprise

SelectRouting A SIP Entities from the left pane, and cliddew in the subsequr screen (not
shown) to add a new SIP entity fbrio Enterprise.

The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

1 Name: A descrigive name.

1 FQDN or IP Address: The IP address of tH&io Enterpriseserver.

1 Type: AOt her o

1 Notes: Any desired notes.

1 Adaptation: Select he adaptation configured3action 7.4

1 Location: Select thélrio Enterprisdocation name fronsectian 7.3.
9 Time Zone: Select the applicable time zone.

Aura’ System Manager 7.0

Home Routing x

4 Home / Elements [ Routing / SIP Entities
Domains
Locations SIP Entity Details Commit || Cancel
Adaptations General

SIP Entities * Name: |TrioATT

Entity Links * FQDN or IP Address: [10.10.98.158

Time Ranges

Type: | Other

Routing Policies

Notes: |SIP Entity for Trio by Enghouse
Dial Patterns

RepulanExres= i Adaptation: |For_Trio ~

Location: |Belleville |~
Time Zone: | America/Fortaleza ~
* SIP Timer B/F (in seconds): 4
Credential name: |
Securable: []
Call Detail Recording: | none |~

CommProfile Type Preference: ~

Loop Detection

Loop Detection Mode: | On ~
Loop Count Threshold: |5

Loop Detection Interval (in msec): 200

SIP Link Monitoring

SIP Link Monitoring: | Use Session Manager Configuration |~
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Scroll down to théentity Links subsection, and cliclAdd to add an entity link. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

1 Name: A descriptive name.
1 SIP Entity 1: The Session Manager entity name,
1 Protocol: ATCPO
1 Port: A50600
1 SIP Entity 2: TheTrio Enterpriseentity name from this section.
1 Port: A50600
9 Connection Policy: it r ust ed o
Note that onlyl CP protocolwas tested
Entity Links
Override Port & Transport with DNS SRV: []
Add Remaove
1Item o Filter: Enable
[0 |Name SIP Entity 1 | Protocol | Port SIP Entity 2 Port c°:2ﬁ?;°" SEE:;{E
O * | DevvmSM_TrioATT_506C DevvmSM |« TCP |~ * 5060 Tric&TT w * 5060 trusted w O
£ >
Select ; All, None
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7.5.2. SIP Entity for Communication Manager

SelectRouting A SIP Entities from the left pane, and clidkewin the subsequent screen (not
shown) to add a new SIP entity for Communication Manager. Note that this SIP entity is used for
integrationwith Trio Enterprise.

The SIP Entity Details screen is displayednter the following values for the specified fields,

and retain the default values for the remaining fields.

1 Name: A descriptive name.

9 FQDN or IP Address: The IP addresof an existing CLAN or the processor interface.
1 Type: ACMO

1 Notes: Any desired notes.

1 Location: Select the applicable location for Communication Manager.

9 Time Zone:

Select the applicable time zone.

Aura System Manager 7.0

x

Home Routing

4 Home / Elements / Routing / SIP Entities

| “Rouing |
SIP Entity Details Commit | Cancel
* Name: DevvmCM
m * FQDN or IP Address: |10.10.97.222
"
Notes: h!M cm
Adaptation: ~
m Location: |Eelleville |~
Time Zone: America/Fortaleza ~
* SIP Timer B/F (in seconds): |4
Credential name:
Securable: []
Call Detail Recording: none ~
Loop Detection
Loop Detection Mode: | On ~

Loop Count Threshold:

Loop Detection Interval (in msec):

SIP Link Monitoring

SIP Link Monitoring:

200

Use Session Manager Configuration |~
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Scroll down to théentity Links subsection, and cliclAdd to add an entity link. Enter the
following values for the specified fields, and retain the default values for the remaining fields.

1 Name: A descriptive name.
1 SIP Entity 1: The Session Manager entity name, intlissce fA Dev v mS Mo .
1 Protocol: The signaling group transpdifLS) method fromSection5.4.
1 Port: The signaling group listen pa®061)number fromSection5.4.
1 SIP Entity 2: The Communication Managentity name from this section.
1 Port: The signaling group listen pa®061)number fromSection5.4.
9 Connection Policy: it r ust ed o
Entity Links
Override Port & Transport with DNS SRV: [
Add Remave
3 Items oY Filter: Enable
R Deny
|:| Name SIP Entity 1 Protocol | Port SIP Entity 2 Port co:gﬁ‘;:o“ New
Service
O * |LinktoDevvmCM_TCP DewvvmSM |« TCP |~ * 5060 DevwmCM s * 5060 trusted w O
* |LinktoDevvmCM_TLS DewvvmSM |« TLS |~ * 5061 DevwmCM s * 5061 trusted w O
O * |LinktoDevvmCM_UDP DewvvmSM |« UDP |~ * 5060 DevwmCM s * 5060 trusted w O
£ >
Select : All, None
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7.6. Administer Routing Policies

Add two new routing policies, one fdrio Enterpriseand one ér the new SIP trunks with
Communication Manager.

7.6.1. Routing Policy for Trio Enterprise

SelectRouting A Routing Policiesfrom the left pane, and cliddew in the subsequent screen
(not shown) to add a new routing policy fiio Enterprise.

TheRouting Policy Detailsscreen is displayed. In tli@&eneral subsection, enter a descriptive
Name, and retain the default values in the remaining fields.

In theSIP Entity as Destinationsubsection, clickSelectand select th&rio Enterpriseentity
name fromSectian 7.5.1 The screen below shows the result of the selection.
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