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Abstract

These Application Notes describe the configuration steps for provisioning OceanFax from
OceanX Technology to interoperate with Avaya Aura® Communication Manager R6.3 and
Avaya Aura® Session Manager R6.3 using SIP Trunk.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps required to connect OceanFax Server from OceanX
Technology Limited with Avaya Aura® Communication Manager R6.3 and Avaya Aura®
Session Manager R6.3. The OceanFax Server is a FolP (Fax Over Internet Protocol) solution and
is configured to connect via SIP Trunk to Session Manager.

2. General Test Approach and Test Results

The OceanFax Server is connected with Session Manager as a SIP Entity and it is configured as
a trusted entity. Faxes are sent in and out of this server on configured channels. A simulated
PSTN is setup with a tie trunk link to another Communication Manager.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The compliance testing included the test scenarios shown below. Internal fax test is conducted
by sending fax out from one channel and back through another channel of the same SIP Trunk.
A simulated PSTN is setup with a tie trunk link to another Communication Manager.

e Internal Fax calls

e Fax calls sentto the PSTN

e Fax calls received from PSTN
e Fax calls sent to the PSTN via transfer or forwarding on local or remote phone
e Fax calls received from the PSTN via transfer or forwarding on local or remote phone

e Verification of correct status and Caller ID for sent and received fax messages
e Successful transmission and receiving of 30 page fax via PSTN
e Successful recovery from network or power failure

2.2. Test Results

All test cases passed successfully and the following were observed:

o It takes 2 retries for 30 pages of fax to be successfully sent.

e To ensure that OceanFax recovers properly after a reboot, OceanFax Services has to be
configured properly, or some services may not restart properly if the SQL Database
service has not already started. Refer to Section 7.2 of Starting OceanFax services for
further details. User options also need to be set with appropriate number of retries and
interval.
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2.3. Support
Technical support on OceanFax can be obtained through the following:
e Web: http://www.oceanfax.com

e Phone: +852-3977-0088
e Email: isupport@oceanfax.com

3. Reference Configuration

Figure 1 shows the network topology during compliance testing. The remote party Fax Machine
(Windows Fax on PC with modem) is connected to an analog port of a Communication Manager
R6.3 via a simulated PSTN link (H.323 tie trunk). For SIP Trunk setup, the OceanFax Server
running on a Windows 2008 R2 virtual machine is registered as a trusted SIP entity on a Session
Manager R6.3 connecting to a Communication Manager R6.3.

Avaya Aura® System Manager R6.3
- _ Avaya Aurs® Communication Manager R6.3
Avaya Aura® Session Manager R6.3| Avaya Aura® Communication Manager R6.3

96x0 Serles SIP |

phone
H.323 Tie Trunk  Ayaya G450 Media Gateway A:‘l':o‘

PC Windows Fax
Machine

Avaya GA30 Media Gateway

OceanFax Server

H

96x1 Series H.323
phone

Remote Party

Figure 1: Network Solution of OceanFax Server with Avaya Aura® Communication
Manager R6.3 and Avaya Aura® Session Manager R6.3
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4. Equipment and Software Validated

The following equipment and software was used for the compliance test.

Equipment Description

Software Release

Avaya Aura® Communication
Manager running on S8800 Server

6.3 (Build R016x.03.0.124.0-22147)

Avaya Aura® Session Manager
running on VMware 5.1

6.3.13.0.631304

Avaya Aura® System Manager
running on VMware 5.1

6.3.13.10.3336

Avaya G430 Media Gateway FW 36.13.0

Avaya 96x1 Series (H.323) 6.6028

Deskphone

Wmcjows 2008 Virtual Server R2 OceanFax Server 3.0 SP?
running on VMware 5.1

Windows Fax Machine Windows 7 SP1
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5. Configure Avaya Aura® Communication Manager

The configuration and verification operations illustrated in this section were all performed using
Communication Manager System Administration Terminal (SAT). The information provided in
this section describes the configuration of Communication Manager for this solution. For all
other provisioning information such as initial installation and configuration, please refer to the
product documentation in Section 10. The configuration operations described in this section can
be summarized as follows:

e Verify System Parameters Customer Options
System Features and Access Codes
Administer Dial Plan

Configure SIP Trunk

Configure IP Network Region and IP Codec
Administer Private Numbering

Administer Route Selection for OceanFax calls

Note: The configuration of the H.323 tie trunk interface as the simulated PSTN is outside the
scope of these Application Notes. The OceanFax server will hereafter be called OceanFax in
short for configuration.

5.1. Verify System Parameters Customer Options

The license file installed on the system controls these attributes. If a required feature is not
enabled or there is insufficient capacity, contact an authorized Avaya sales representative. Use
the display system-parameters customer-options command to determine these values. On
Page 2, verify that the Maximum Administered SIP Trunks has sufficient capacity. Each fax
call to and from OceanFax uses a minimum of one SIP trunk. Calls that are routed back to
Communication Manager to access the PSTN use two SIP trunks.

display system-parameters customer-options Page 2 of 11
OPTIONAL FEATURES

IP PORT CAPACITIES USED
Maximum Administered H.323 Trunks: 12000 70
Maximum Concurrently Registered IP Stations: 18000 10
Maximum Administered Remote Office Trunks: 12000
Maximum Concurrently Registered Remote Office Stations: 18000
Maximum Concurrently Registered IP eCons: 414
Max Concur Registered Unauthenticated H.323 Stations: 100
Maximum Video Capable Stations: 41000
Maximum Video Capable IP Softphones: 18000
Maximum Administered SIP Trunks: 24000
Maximum Administered Ad-hoc Video Conferencing Ports: 24000
Maximum Number of DS1 Boards with Echo Cancellation: 522
Maximum TN2501 VAL Boards: 128
Maximum Media Gateway VAL Sources: 250
Maximum TN2602 Boards with 80 VoIP Channels: 128
Maximum TN2602 Boards with 320 VoIP Channels: 128
Maximum Number of Expanded Meet-me Conference Ports: 300

o
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On Page 3, ensure that both ARS and ARS/AAR Partitioning are setto y.

display system-parameters customer-options
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List?
Access Security Gateway (ASG)?

Analog Trunk Incoming Call ID?

A/D Grp/Sys List Dialing Start at 01?2
Answer Supervision by Call Classifier?
ARS?

ARS/AAR Partitioning?

ARS/AAR Dialing without FAC?

ASAI Link Core Capabilities?

ASAI Link Plus Capabilities?

Async. Transfer Mode (ATM) PNC?
Async. Transfer Mode (ATM) Trunking?
ATM WAN Spare Processor?

ATMS?

Attendant Vectoring?

NK BBBOKKBRKKKKK BK

Computer Telephony Adjunct Links?
Cvg Of Calls Redirected Off-net?

Digital Loss Plan Modification?

Page 3 of 11

Audible Message Waiting?
Authorization Codes?

CAS Branch?

CAS Main-?

Change COR by FAC?

DCS (Basic)?
DCS Call Coverage?
DCS with Rerouting?

KKK KK DD B KK

LS

DS1 MSP?
DS1 Echo Cancellation? y

On Page 5, ensure that Uniform Dialing Plan and Private Networking are setto y.

display system-parameters customer-options

Page 5 of 11

OPTIONAL FEATURES
Multinational Locations? n Station and Trunk MSP? y
Multiple Level Precedence & Preemption? n Station as Virtual Extension? y
Multiple Locations? y
System Management Data Transfer? n
Personal Station Access (PSA)? y Tenant Partitioning? y
PNC Duplication? n Terminal Trans. Init. (TTI)? y
Port Network Support? y Time of Day Routing? y
Posted Messages? y TN2501 VAL Maximum Capacity? y
Uniform Dialing Plan? y
Private Networking? y Usage Allocation Enhancements? y
Processor and System MSP? y
Processor Ethernet? y Wideband Switching? y
Wireless? y
Remote Office? y
Restrict Call Forward Off Net? vy
Secondary Data Module? y
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5.2. System Features and Access Codes

For the testing, Trunk-to Trunk Transfer was set to all on page 1 of the system-parameters
features page. This is a system wide setting that allows calls to be routed from one trunk to
another and is usually turned off to help prevent toll fraud. An alternative to enabling this
feature on a system wide basis is to control it using COR (Class of Restriction).

An alternative to enabling this feature on a system wide basis is to utilize COR (Class of
Restriction) administration. See Section 10 reference [1] for details.

change system-parameters features Page 1 of 20
FEATURE-RELATED SYSTEM PARAMETERS
Self Station Display Enabled? y
Trunk-to-Trunk Transfer: all
Automatic Callback with Called Party Queuing? n

Automatic Callback - No Answer Timeout Interval (rings): 3
Call Park Timeout Interval (minutes): 10
Off-Premises Tone Detect Timeout Interval (seconds): 20

AAR/ARS Dial Tone Required? y

Music (or Silence) on Transferred Trunk Calls? no
DID/Tie/ISDN/SIP Intercept Treatment: attendant
Internal Auto-Answer of Attd-Extended/Transferred Calls: transferred
Automatic Circuit Assurance (ACA) Enabled? n

Abbreviated Dial Programming by Assigned Lists? n

Auto Abbreviated/Delayed Transition Interval (rings): 2
Protocol for Caller ID Analog Terminals: Bellcore

Display Calling Number for Room to Room Caller ID Calls? y

Use the display feature-access-codes command to verify that a feature access code (FAC) has
been defined for both AAR and ARS.

display feature-access-codes Page 1 of 10
FEATURE ACCESS CODE (FAC)

Abbreviated Dialing Listl Access Code: *00
Abbreviated Dialing List2 Access Code: *01
Abbreviated Dialing List3 Access Code: *02
Abbreviated Dial - Prgm Group List Access Code: *03
Announcement Access Code: *04
Answer Back Access Code: *05

Auto Alternate Routing (AAR) Access Code: 8

Auto Route Selection (ARS) - Access Code 1: 9 Access Code 2:
Automatic Callback Activation: *06 Deactivation: *07
Call Forwarding Activation Busy/DA: *08 All: #09 Deactivation: *10
Call Forwarding Enhanced Status: *11 Act: *12 Deactivation: *13

Call Park Access Code: *14
Call Pickup Access Code: *15
CAS Remote Hold/Answer Hold-Unhold Access Code: *94
CDR Account Code Access Code: *16
Change COR Access Code:
Change Coverage Access Code:

Conditional Call Extend Activation: Deactivation:
Contact Closure Open Code: Close Code:
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5.3. Administer Dial Plan

For the testing, two number ranges were used on Communication Manager. The first range is
used for stations configured on Communication Manager and are defined in the dial plan as ext,
these begin with 1 and are five digits in length. The second range is used to deliver and identify
calls to OceanFax, this range begins with digit 7, are five digits long, and are also defined as ext
within the dial plan.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 2

Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
attd

ext

ext

ext

ext

fac

ext

ext

ext

ext

fac

fac

fac

dac

WwWrE PP OS> oo

5.4. Configure SIP Trunk

In the Node Names IP form, note the IP Address of the procr and Session Manager (sm1).
The host names will be used in for administration of the Signaling Group form in this section.

list node-names all

NODE NAMES
Type Name IP Address
IP default 0.0.0.0
Ip 1sp-g430 10.1.40.10
IP n 10.3.10.253
Ip procr 10.1.10.230
IP procré6 38
IP s8500-clanl 10.1.10.21
IpP s8500-clan2 10.1.10.22
Ip s8500-medprol 10.1.10.31
Ip s8500-medpro?2 10.1.10.32
IpP s8500-vall 10.1.10.36
Ip site6 10.1.60.10
IP sml 10.1.10.60
IP sm2 10.1.10.42
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Prior to configuring a SIP trunk group for communication with Session Manager, a SIP signaling
group must be configured. Configure the Signaling Group form shown below as follows:

e Setthe Group Type field to sip

e Set the Transport Method to the desired transport method; tcp (transport control
protocol) or tls (Transport Layer Security). The protocol tls is selected in this setup

e The Peer Detection Enabled field should be set to y allowing the Communication
Manager to automatically detect if the peer server is a Session Manager

e Specify the node names for the procr of the Communication Manager server and the
Session Manager node name as the two ends of the signaling group in the Near-end
Node Name field and the Far-end Node Name field, respectively. These values are
taken from the 1P Node Names form shown in previous page

e Set the Near-end Node Name to procr. This value is taken from the IP Node Names
form shown in the previous page

e Set the Far-end Node Name to the node name defined for the Session Manager (node
name sm1), also shown in the previous page

e Ensure that the recommended port value of 5061 is configured in the Near-end Listen
Port and the Far-end Listen Port fields for tls as Transport Method

e Inthe Far-end Network Region field, enter the IP Network Region configured in
Section 5.5. This field logically establishes the far-end for calls using this signaling
group as network region 6

e Set the Far-end Domain field to the appropriate domain and in this Compliance test
sglab.com is used.

e The DTMF over IP field should remain set to the default value of rtp-payload. This
value enables Communication Manager to send DTMF transmissions using RFC 2833

e The default values for the other fields may be used

add signaling-group 7 Page 1 of 2
SIGNALING GROUP

Group Number: 7 Group Type: sip
IMS Enabled? n Transport Method: tls
Q-SIP? n
IP Video? y Priority Video? y Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+4+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near-end Node Name: procr Far-end Node Name: sml
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 6

Far-end Domain: sglab.com

Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y
Alternate Route Timer (sec): 6
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Configure the Trunk Group form as shown below. This trunk group is used for calls to and
from OceanFax via Session Manager. Enter a descriptive name in the Group Name field. Set the
Group Type field to sip. Enter a TAC code compatible with Communication Manager dial plan.
Set the Service Type field to tie. Specify the signaling group associated with this trunk group in
the Signaling Group field configured earlier, and specify the Number of Members supported
by this SIP trunk group. Accept the default values for the remaining fields.

change trunk-group 7 Page 1 of 21
TRUNK GROUP

Group Number: 7 Group Type: sip CDR Reports: y
Group Name: SIP Trunk to SM1 COR: 1 TN: 1 TAC: #07
Direction: two-way Outgoing Display? y
Dial Access? n Night Service:
Queue Length: 0
Service Type: tie Auth Code? n

Member Assignment Method: auto
Signaling Group: 7
Number of Members: 14

On Page 2 of the trunk-group form the Preferred Minimum Session Refresh Interval (sec)
field should be set to a value mutually agreed value to prevent unnecessary SIP messages during
call setup. For the compliance test the value of 1800 was used.

change trunk-group 7 Page 2 of 21
Group Type: sip

TRUNK PARAMETERS
Unicode Name: auto
Redirect On OPTIM Failure: 5000

SCCAN? n Digital Loss Group: 18
Preferred Minimum Session Refresh Interval (sec): 1800

Disconnect Supervision - In? y Out? y

XOIP Treatment: auto Delay Call Setup When Accessed Via IGAR? n

Caller ID for Service Link Call to H.323 1xC: station-extension
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5.5. Configure IP Network Region and IP Codec

In the IP Network Region form, the Authoritative Domain field is configured to match the SIP
domain name configured on Session Manager. In this configuration, the Authoritative domain
name is sglab.com. The IP Network Region form also specifies the IP Codec Set to be used.
This codec set will be used for calls routed over the SIP trunk to OceanFax via Session Manager
as ip-network region 6 is specified in the SIP signaling group.

display ip-network-region 6 Page 1 of 20
IP NETWORK REGION
Region: 6

Location: 1 Authoritative Domain: sglab.com

Name: To Session Manager 6 Stub Network Region: n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: no

Codec Set: 6 Inter-region IP-IP Direct Audio: no
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.l1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

In the IP Codec Set form, select the supported audio codecs for calls routed over the SIP trunk
to OceanFax via Session Manager. The form is accessed via the change ip-codec-set n
command, where n is the associated ip-codec-set.. Note that IP codec set 6 was specified in the
IP Network Region 6 form shown above. Multiple codecs may be specified in the IP Codec Set
form in order of preference. The example below includes G.711MU (mu-law) and G.711A (a-
law) codecs which are supported by OceanFax.

change ip-codec-set 6 Page 1 of 2
IP CODEC SET

Codec Set: 6

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
2: G.711A n 2 20
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On page 2, set the FAX Mode to t.38-standard with Redundancy 0 and ECM (Error
Correction Mode) to yNote that for any internal fax calls between Port Networks and other
digital tie trunks except the SIP Trunk to OceanFax, IP Codec FAX Mode has to be set as pass-
through to mitigate delay because T.38 willl not shuffle between Port Networks (PN) (see
Section 10 reference [5] document Appendix E).

display ip-codec-set 6 Page 2 of 2
IP CODEC SET
Allow Direct-IP Multimedia? y

Maximum Call Rate for Direct-IP Multimedia: 2048:Kbits
Maximum Call Rate for Priority Direct-IP Multimedia: 2048:Kbits

Packet
Mode Redundancy Size (ms)
FAX t.38-standard 0 ECM: y
Modem off 0
TDD/TTY Us 3
H.323 Clear-channel n 0
SIP 64K Data n 0 20

5.6. Administer Private Numbering

Private numbering is used for OceanFax 7xxxx extensions. Use the change private-numbering
n command, where n is the first digit of the extension range to be used for private numbering.
Configure the Ext Code as 7 and the Trk Grp(s) as 7 with Total Len as 5.

change private-numbering 7 Page 1 of 2
NUMBERING - PRIVATE FORMAT

Ext Ext Trk Private Total
Len Code Grp(s) Prefix Len
5 1 6 5 Total Administered: 5
5 1 7 5 Maximum Entries: 540
5 2 10 5
6 4 7 6
5 7 7 5

5.7. Administer Route Selection for OceanFax Calls

As digits 7xxxx were defined in the dial plan as ext in Section 5.3, use the change uniform-
dialplan command to configure the routing of the dialed digits. In the example below calls to
numbers beginning with 7 that are 5 digits in length will be matched. No further digits are
deleted or inserted. Calls are sent to AAR for further processing.

change uniform-dialplan 7 Page 1 of 2
UNIFORM DIAL PLAN TABLE
Percent Full: O

Matching Insert Node
Pattern Len Del Digits Net Conv Num
7 5 0 aar n
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Use the change aar analysis command to further configure the routing of the dialed digits. Calls
to OceanFax begin with 7 and are matched with the AAR entry shown below. Calls are sent to
Route Pattern 6, which contains the outbound SIP Trunk Group. Set the Call Type as private
levO.

change aar analysis 7 Page 1 of 2
AAR DIGIT ANALYSIS TABLE
Location: all Percent Full: O
Dialed Total Route Call Node ANI
String Min Max Pattern Type Num Reqgd
7 5 5 6 levO n

Use the change route-pattern command to add the SIP trunk group to the route pattern that
AAR selects. In this configuration, Route Pattern Number 6 is used to route calls to trunk
group (Grp No) 7 with the appropriate FRL level. Set Numbering Format to lev0-pvt.

change route-pattern 6 Page 1 of 3
Pattern Number: 6 Pattern Name: non-IMS to SM
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 7 0 0 n user
23 n user
38 n user
4: n user
OF n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest levO-pvt next
2: yyyyyn n rest none
3: yyyyyn n rest none
4: y yyyyn n rest none
5: yyyyyn n rest none
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6. Configuring Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. Session Manager is
configured via System Manager. The procedures include the following areas:
e Loginto Avaya Aura® System Manager
e Administer SIP Domain
Administer Location
Administer SIP Entities
Administer SIP Entity Link
Administer Routing Policies
Administer Dial Patterns

6.1. Loginto Avaya Aura® System Manager

Access System Manager using a Web Browser by entering http://<FQDN >/SMGR, where
<FQDN?> is the fully qualified domain name of System Manager. Log in using appropriate
credentials (not shown).

6.2. Administer SIP Domain

SIP domains are created as part of Session Manager basic configuration. There will be at least
one SIP Domain for which System Manager is the authoritative SIP controller. In these sample
notes it is sglab.com. Navigating from the Home screen, under the Elements section click
Routing - Domains - New (not shown), enter the domain Name, select the Type as sip and
click Commit.

Home Roating =
[+)
Help 7
. chr' Enable |
Typo Notes
splv] |
{ commatll Cancel
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6.3. Administer Location

Session Manager uses the origination location to determine which dial patterns to look at when
routing a call. In this example, one Location has been created which will reference both the
Session Manager and OceanFax location. Navigate to Home - Elements - Routing -
Locations = New (not shown) enter an identifying Name, as shown below.

Moroe [/ Elements [ Routig [ Locations 1+
Location Detaits Commit | Cancel

Lenaeral
* Namw:  Locationl

Notes;  Standalone SMGR

Dial Plan Transparency in Survivable Mode

Enabled:

Listed Directory Number:

Assoclated CM SIP Entity:

Overall Managed Bandwidth
Managed Bandwidth Units: Kbe/soc *
Total Bandwidth:
Multimadio fandwidth:

Andio Calls Can Toke Multimeadia Sandwidth:

At the bottom of the same page the Location Pattern is defined. Click Add and enter the IP
address range used to logically identify the location. In this case the IP Address Pattern is
10.1.* as shown below. Click Commit.

Location Pattern

1Item & Filter: Enable

| IP Address Pattern . | Notes

ESeIect : All, None
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6.4. Administer SIP Entities

Each SIP device (other than Avaya SIP Phones) that communicates with Session Manager
requires a SIP Entity configuration. This section details the steps to create SIP Entities for
Session Manager SIP Signaling Interface, Communication Manager and OceanFax Solution
respectively.

6.4.1. Configure Session Manager SIP Signaling Interface Entity

Click Home - Elements - Routing = SIP Entities - New (not shown). Assign an
identifying Name, the FQDN or IP Address for Session Manager SIP Signaling Interface, set
the Type to Session Manager and the Location to the Location configured in Section 6.3 and
click on Commit (not shown).

Home Sosclon Manoger ®  Fouting %

« Mome / E / / SIP Entities

SIP Entity Detaits

General

* Name: smi

* FQDN or IP Address: 10.1,10.60

Type: Session Manager

Notes: VMware 10.1.10.137

[locattom Locationl. V| ]

Outbound Proxy: ,\_«i

Time Zone: Asia/Singspore v

Credential name:

SIP Link Monitoring
SIP Link Monitoring: Use Session Manager Configuration v
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Tick the box next to the entity that was just created and click Edit (not shown). Scroll down the
page until the Port section is displayed, click Add and configure the Port as 5061 the Protocol
TLS and the Default Domain as the domain configured in Section 6.2 this corresponds with the

signaling group configured in Section 5.4. Repeat this for the UDP connection which will be
established to the OceanFax, as shown below. Click Commit.

I Port I
TCP Failover port:
TLS Failover port:

|add| |Remove|

Filter: Enable

TCP ¥ sglab.com ¥
5060 Upp v sglab.com ¥
: 5061 TS ¥ sglab.com ¥
ESeIect - All, None
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6.4.2. Configure Avaya Aura® Communication Manager Entity

Click Home - Elements = Routing - SIP Entities = New (not shown).Assign an
identifying Name, the FQDN or IP Address for the processor, set the Type to CM and the
Location to the Location configured in Section 6.3 and click Commit.

« Moo | Desmnts [ Routing / SIP Eotitiey

S1P Entity Details Commit; Canced

* Name: CMo-duplex
* FQDN or 1P Addeass: 10,110,230

Typez M -

Notes:

Adaptation:

Location: Locationl *
| ]

Time Zone:  Ass/'Sepspors

* SIP Tumer B/F (in seconds): 4

6.4.3. Configure OceanFax SIP Entity

Click Home - Elements - Routing - SIP Entities - New (not shown) assign an identifying
Name, the FQDN or IP Address for the OceanFax, set the Type to SIP Trunk, leave all other
settings default and click Commit.

« Home / Dlemeats / Rosting / STP (ntities [+}

S1P Entity Details Commk Cancel

* Nomw: Ocean fax

" FQDN or 1P Address: 10,1.10.124

Type: | SIP Trunk v
Notes:

Adaptation:

[\oulim: Lotation: ¥ ]

Timeo Zone: Asla/Singapae v

* SIP Timer B/F (in seconds): 4
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6.5. Administer SIP Entity Link

A SIP Trunk between Session Manager and a telephony system is described by an Entity Link.
An entity link needs to be created between Session Manager and both Communication Manager
and OceanFax.

6.5.1. Administer SIP Entity Link from Avaya Aura® Session Manager to
Avaya Aura® Communication Manager

Click on Home - Elements - Routing = Entity Links = New (not shown). Assign an

identifying Name and choose the entity assigned to Session Manager SIP Signaling Interface as

SIP Entity 1, set the Protocol as TLS, enter 5061 for the Port, for SIP Entity 2 choose

Communication Manager and set the Port to 5061, select Trusted from the Connection Policy

drop-down list. Click Commit.

o Matiee [ Elemetits S Wity [ By Laihe [+]

Entity Limks Commit  Camoed

Babect 1 AL, tearm

emnmit Canco
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6.5.2. Administer SIP Entity Link from Avaya Aura® Session Manager to
OceanFax

Click on Home - Elements - Routing - Entity Links - New (not shown) assign an
identifying Name choose the entity assigned to Session Manager SIP Signaling Interface as SIP
Entity 1, set the Protocol as UDP, enter 5060 for the Port, choose the OceanFax entity as SIP
Entity 2 and set the Port to 5060, select Trusted from the Connection Policy drop-down list.
Click Commit. This establishes the SIP Trunk between Session Manager and OceanFax.

........

o Mt [ Elements £ hoateay / Esity Lisks [+]

Entity Links Camme Canpel

Connmton
Matne STF Taty || Pratecul | Pen S1P Entity 3 ran . Mo Mates
e v s Ocuan Pax M ) =1t traatad

Sebect - ML raane

Commk Cancel

6.6. Administer Routing Policies

To complete the routing configuration, a Routing Policy is created. Routing policies direct how
calls will be routed to an attached system. Two routing policies must be created, one routing
policy for Communication Manager and a second routing policy for OceanFax. These will be
associated with the Dial Patterns created in Section 6.7.
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6.6.1. Create Routing Policy to Avaya Aura® Communication Manager

Click Home - Elements - Routing = Routing Polices > New (not shown) assign an
identifying Name for the route. Under the SIP Entity as Destination section, click on Select
and choose the Communication Manager SIP Entity and click Select. Click Commit when done.

+ Benm [ tiemests [ Rouleg / Rasting Pelicies o

fuuting Policy Details Cemmi Cancel

[ * Nasne: To-CHE-duplax ]

Disaliled:
¥ Retres: O

Notes:

Manne FODN oe 1P Address Ty Aates

6.6.2. Create Routing Policy to OceanFax

Click Home - Elements - Routing - Routing Polices - New assign an identifying Name
for the route. Under the SIP Entity as Destination section, click on Select and choose the Ocean
fax SIP Entity and click Select. Click Commit when done.

- ¢ s | Blensits { Rosting J Sautseg Pulices 1]
Towting Policy Dwtails Commi Cancsl .
wral
' Name: To Oceanfax
Disabled:
Retries
Notes
SIP Entity as Destic '
Memre FQON or 1Y Address Tywe Motes
[ Ocean fas 10130123 L1F Trush ]
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6.7. Administer Dial Patterns

As one of its main functions, Session Manager routes SIP traffic between connected devices.
Dial Patterns are created as part of the configuration to manage SIP traffic routing, which will
direct calls based on the number dialed to the appropriate system.

6.7.1. Create Dial Pattern to OceanFax

In Section 5.6 Communication Manager is configured to route the dialed numbers beginning
7xxxx to Session Manager. To create a Dial Pattern to route 7xxxx from Session Manager to
OceanFax, click Home - Elements - Routing - Dial Patterns ->New (not shown). For the
field Pattern, enter the numbers presented to Session Manager by Communication Manager
which are destined for OceanFax. Set Min and Max digit string length, and set SIP Domain to
ALL. In the Originating Locations and Routing Policies section of the web page, click Add.
In the Origination Location section (not shown) click the location created in Section 6.3, in the
Routing Policies section (not shown) click the routing policy created for OceanFax. Click
Select. Click Commit.

o Mumie § Elenrents / Busing J Dol Fattenis -]

Dial Pattern Details Commit | Camosl

Emergency Call:
Emergancy Pricrity:

Emergency Type:

| 1P Domwin: AL v
Notes: o0

Orgpnat AR |

Remove

L Rem 2 Fiter; Enatee

Ontgmiating Locatiom Namie = | LOR 10 1O oo Y | wan g g bt R
l Lacanonl ardabing SMGK To Ocearrs deean fas l
Select 1 Ak, fpnie
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6.7.2. Create Dial Pattern to Avaya Aura® Communication Manager

An additional Dial Pattern must be created on Session Manager to route incoming calls from
OceanFax to Communication Manager stations 1xxxx. To create a Dial Pattern to route 1xxxx
from Session Manager to Communication Manager, click Home - Elements - Routing -
Dial Patterns ->New. Under Pattern enter the numbers presented to Session Manager by
OceanFax destined for Communication Manager, in the Patterns box. Set Min and Max digit
string length, and set SIP Domain to ALL. In the Originating Locations and Routing Policies
section of the web page, click Add. In the Origination Location section (not shown), click All,
in the Routing Policies section (not shown) click the routing policy created for Communication
Manager. Click Select. Click Commit.

o Mo [ Dvermts / Rasting / Dt Patteoms o

Dial Pattern Detalls Commet ' Cancel

rol

* Pattern. |

* Max: S

fmwrgency Call:

Dial Patterns
7“;‘ "77-' Emergency Priority: |
Dubeuits Emergency Type:
[sll' Domaln: AL d J
Notes: To CM-Duplex
Irigenating Le 1 ) |
Femoee
1lem L] TTR8 E
Orsguatiog Locatian Mame | [TWIS000 LAEAGOR 1 [LORNIO TR | mank gy il osem ey N axeag iz
[ bl Ta-<ME-gugles o CHE-diples ]
Selact : AL Bons
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7. Configure OceanFax Server

The installation of the appropriate software, database and drivers as well as the license required
will not be detailed here. Please refer to the OceanFax installation guide referenced in Section 10
for more details. The configuration of OceanFax consists of the following.

e Configure Controller

e Starting the OceanFax services

e Adding a User

7.1. Configure Controller
Click on Start 2 OceanX OceanFax = OceanFax FolP Tool.

A~ Acrobat.com -
Adobe Reader 9

&2 Internet Explorer

_;J ScreenHunter 5.1Free

G TeamViewer 9

Administrator
Windows Update o
Accessories
Y Documents
, Administrative Tools
Elaborate Bytes
! Computer
Maintenance
McAfee Network
Microsoft Office
Mi ft SQL S 2008
icrosoft SQL Server Control Panel

Microsoft SQL Server 2008 R2

BB Oceanx Oceanfax * Devices and Printers
&1 LicenseTool

My OceanFax FaxManager Administrative Tools »
#§ OceanFax FaxView
| Ay OceanFax FoIP Tool ] | Help and Support
My WebFax Configure Tool
, Startup _v_] Run...
¥ Back Windows Security

I Search programs and files @J Log off [ bl

Configure the OceanFax controller as follows:

e Select from the drop down menu Avaya Aura Session Manager as the Audio Gateway

e Select the appropriate Network Adapter for connection to the fax network. The IP
address of the OceanFax is shown here for ease of identification

¢ In the Default Domain enter the IP Address of Session Manager SIP signaling interface
entity as configured in Section 6.4.1

e Select the Transmission Type as T.38 which corresponds to the setting for IP Codec in
Section 5.5. For fax to work with V.34, checked V.34 support enable
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e Select SIP for telephony protocol and set the appropriate number of Channels required

e Set the Local Port as 5060 under the section for Local Port and TCP/UDP Port Range
for SIP signaling.

e Select the Basic Codec as either G.711 A-Law or G.711u-Law which are both supported
by Communication Manager set in the IP Codec form in Section 5.5

e Under the section Tweak, the tweak strings and values are listed for fine tuning to
support Session Manager SIP protocol

Click Save at the top right corner for the system to remember the settings.

DceanFax FoIP Configuration Tool v2.0 (Driver v.3.5.20.0)

[ ]
Controller 1
Controller Description: ICJ::rrtroIIer'E'l J

Transmission Type
Audio Gateway : IA\raya Aura Session Manager j IT a8 j
Metwork Adapter : | [10.1.10.124] Intel(R) PRO/1000 MT Network Ci ¥ | M V.34 support enable
Default Domain: [10.1.10.60 & sie] C HI
Proxy Gateway (IP / Port) ™ Fail Over Channels : Iﬂ

sd || Local Part and TCP/UDP Port Range
Remove | 10.1.10.60: Local Part IW
Up | " Enable Range

Start Port : IC
Diown |
No.of Port :  [D
Tweak (Name / Value) Digest Authentication
Add I
| Usemame: I |
REIMVITE_UNSUPPORTED:O 1
Remove | MNCS_SET_MODE_DELAY-500 Password: I

™ Do not use default tweak

Basic Codec: % G.711 A—Lawl G711 u-law Import Corfig | Export Corfig |

™ Trace Log I Browse... | Analyze Now |
™ spk Log I Browse... |
VBoXu+b4BlkZFXbBHs0=
+ Controller | - Controller | HardwarelD : Apply Licence Close | :I;
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7.2. Starting OceanFax services

In Window Services, search for OceanFax services. Right-click and start the OceanFax
FaxServer service first. Right click and start the other OceanFax services as appropriate.

Q sernces =] B3
Fie  ADon  Vew b
f o || S | o S
Sewees o)
Oveand ax FaxServey Haew - ] | Saava Stawnp T, gOaks | -]
L Matwerk Cormecdora Varages ... Suried  Marud Locd Syxten
dlat the vervice s jdentfust, Shated  Newsd 20 Secvien
Colects Soarted  Auomenc Hatwork §
Coarrotar: Thes serve Soxrted Autovan Locs Gervee
PaxServer prowces core Comartas . DSwecs nova adwest
sirver fretondiy OcearFay fedhave Sevace OceanFan , Aumanc \adrmrt
 Ottark ax Sachio Service Ocsarfax Austorrans: et
L) Cenartax Corrwetor Swtver Carrweior Auswrai \mckrrat
L) Coearfax Corverson Senvie Carwerson. AT wdmeat

L OceanF ax FanCard Server Faly e AUSOMen: BTt

Autrend
Autrrarsc

24 Ocearaa Ml Servey
£ Ocsard ax MalMerpe Sorves
Demset ax Sapert Serves Aurran
) Ccmart ax Servar Interap Service Autormesc
Avtoranc
Aumen
Autorenc
Shrted Autorran:
Narud
Mo

Offcn Saro Brngre
4 Ferrmance Counter TLL Most

Naru
Styrted Automan:
Daatdes
Erdvces gy Marwud
Trewr Wanaces ... Sharled Autorens oo 5pvien =|

\ xtrensed { Srneird /
St sacvice OozanFan FasSenver on Loos Computer

Sometimes the OceanFax FaxServer service could not automatically start after reboot because
the MSSQL server services have not yet started.

There are two options available for each of the OceanFax service:
e Set the OceanFax FaxServer service to be Automatic (Delayed Start) via services.msc
and /or
e Set the OceanFax FaxServer service dependencies with MSSQL$SQLEXPRESS in
windows registry so that the FaxServer service will only start when the MSSQL server
express service has been started successfully.
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The OceanFax window services can be also viewed in OceanFax FaxManager. Click on
Start->Programs—>OceanX OceanFax—>OceanFax FaxManager

A~ Acrobat.com -
Adobe Reader 9

&2 Internet Explorer

£ ScreenHunter 5.1Free

B TeamViewer 9

Administr;
' Windows Update Coripiipad
A 3
) Accessories b S
) Administrative Tools
Elaborate Bytes
g Computer
|, Maintenance
.. McAfee Network
| Microsoft Office
Microsoft SQL Server 2008 Control Panel

. Microsoft SQL Server 2008 R2

OceanX OceanFax k Devices ardiPraters
/&1 LicenseTool

My OceanFax FaxManagerI Administrative Tools >
Ay OceanFax FaxView
My OceanFax FoIP Tool ] Help and Support
My \WebFax Configure Tool
Startup ~| Run...
4 Back Windows Security
I Search programs and files @ Log off bl

Enter the proper credentials then click on LOGIN

§
i
|

Oceﬁjﬁ:ax

| Server:  [EEEEN [v]
User ID: administrator
Password!

[] Remember Fassword
[] Domain User Login

§5L0GTN: K- CANGEL

FAXMANAGER
2009 Oceard Technology Limited. 811 Rights Reserved.
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In the left window select Server->Service Monitoring,

4 2

Chavel Montoong

1 Lceres Infowsnon
[ 33 Unet el Grings &
N, Spstem Fagee &
L s
@ B Wi Lt .
A/ 1 Ot patiings &

A list of service opens in the main window. The list of services correspond to what is seen on the
windows services.msc shown in the earlier part of this section.

;:‘: OceanFax FaxManager - [Service Monitoring]
Inbound Rule ﬂ Exit @ Help

.I Channel Monitaring gc User Management % COutbound Rule

:i" Server £ Update Time: 2015-06-24 13:55:07
D Service Monitoring I Service name Service Status Startup ... Latest Start Time Log On As )
Channel Moritoring >
1  License Information Q OceanFax ADSync Service ? Running...... Automatic 2015-06-22 15:44:02 . \administrator
Q QceanFax Archive Service ? Stopped Automatic Unknown . \administrator
ﬁ’ User and Group * Q OceanFax Backup Service ? Rurning...... Automatic 2015-06-22 15:4441 . \administrator
\ System Rules ¥ Q OceanFax Connector Service ? Running...... Automatic 2015-06-22 15144146 Nadministrator
= Q OceanFax Conversion Service ? Running...... Automatic 2015-06-22 15:45:08 . \administrator
|'v_—' User rules ¥ Q QceanFax FaxCard Server ? Running...... Automatic 2015-06-24 10:42:55  \administrator
.‘“ Black White List ¥ Q QceanFax FaxServer ? Running...... Automatic 2015-06-22 15:44:01 . \administrator
Q QceanFax Mail Server ? Running...... Automatic 2015-06-22 15:45:41 . \administrator
@ e Z Q QceanFax MaiMerge Service ? Running...... Automatic 2015-06-22 15:45:46 . \administrator
Q OceanFax Report Service ? Running...... Automatic 2015-06-22 15:45:51 . \administrator
Q OceanFax Server Interop Service ? Running...... Automatic 2015-06-22 15:45:58 . \administrator
Q QceanFax WorkContainer 1 ? Running...... Automatic 2015-06-22 15:46:05 LocalSystem
Q QceanFax WorkContainer 2 ? Running...... Automatic 2015-06-22 15:46: 10 LocalSystem
Q QceanFax WorkContainer 3 ? Running...... Automatic 2015-06-22 15:46: 15 LocalSystem
{_3} QceanFax WorkContainerController ? Running...... Automatic 2015-06-18 13:08:22 . \administrator

Current
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7.3. Adding a user

In order to route calls to OceanFax a number will need to be associated with OceanFax. Login to
OceanFax Manager as described in Section 7.2 above. Select User and Group in the left
window and under User and Group click on User. Click on +Add at the bottom of the screen
highlighted below to add a new user.

I w User and Group

) User

ﬂ. Graup

% Permission Template

b

<

r-'.\. System Rules

L,J User rules

& Black White List

@ Cther settings

<%

<%

<

[@ Ede o [ Delete | |@E Refresh

e add
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The User Name and Password entered here will create a user account that allow the user to
login and view the faxes that are sent and received. The routing number (Routing No) associated
with the user is the number used to send faxes to the user.

m
-~ OceanFax FaxManager - [User]

.d\ar‘ndr\"lonhomg 'i‘%EIUserMarlaga'nmt ﬁmmm‘@mm|ﬂmt @Heb
v | Edit User Profile
|§ User and Group S | J E-D@uiGhyELU|  Additional Information | Send Profile | Archive Option
8 User
User Name: usert | Password: |**************
E’J Group
Porinic e ooy ot First Name: | | Last Name: |
@ Cponmmin Fax No-: 70088 | Routing No.: [70088
T — - Group: |User | Deomain Account: |
7, Sy
Permission: |Can views fax,Can creat... v| - Assodiated |. Delegates .
|D User rules ¥ |
@ Black White List ¥ |
|@ I— i | el Save sk Cancel
[ Us... Fax ... Rou... Group Asso,., Ph... M... Cormpany Di...
7
&) Default User
&) Admi... Ad.. 70000 70000 Admin
>n-----—-
&) user2 70098 70098 User
|,-i- Add || |r§ Edit(E) || |rx Disable(D) || |rV Enable || |r€‘ Refr

Current User | Administrator ' Server | 127.0.0.1 | Version: | 3.0.2.41220
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8. Verification Steps

The following steps can be taken to ensure that faxes can be sent to and from the OceanFax.
Click on Start->OceanX OceanFax->OceanFax FaxView.

A~ Acrobat.com
Adobe Reader 9
&2 Internet Explorer
_‘_\’,‘d ScreenHunter 5.1Free
B TeamViewer 9
‘ Windows Update
) Accessories
) Administrative Tools
Elaborate Bytes
|, Maintenance
., Mcafee
| Microsoft Office
Microsoft SQL Server 2008
, Microsoft SQL Server 2008 R2
‘& LicenseTool
My OceanFax FaxManager
[ 9 OceanFax Faxview |

Administrator

Documents

Computer

Network

Control Panel

Devices and Printers

Administrative Tools 4

My OceanFax FolIP Tool =] Help and Support
My WebFax Configure Tool
Startup L] Run...

4 Back Windows Security

I Search programs and files

@J Log off |>|

Enter the proper credentials for the required user and click on LOGIN.
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Server:

Oce@Fax

FPassword:

2009 OceanX Technology Co.,Ltd. All Rights Reserved

127.0.0.1 CIT1S

user70099

:xxxxxxxx‘

[T Remember Paszsword

"] Domain User Login

§LOGIN. ) CANCEL:

FAXVIEW
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8.1. Sending a FAX
Click on New Fax in the top left corner.

T Acmn Sen. el
S a4lBlm s 8'nn
N Conrlo Tartem

E® -t s QeSS F

-
feferl Cante B Vow Qi Coobios  Sebase tutzy Pt Rebme St

Tet. | PP Syt G N,

Caviaer e JONY Sty 127001 Verswt JEI4IIN

i
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Enter the Fax No. of the fax that is to receive the fax message and select Upload to add the fax
to be sent.

Cotons Styhe 1]
S L S I " 2 . e rﬂ
- Y 4 ‘\\ @y Wy
Teew o Nagly Fowsd Douts Ot Mrwe  Selewl | Ouiste =4 veon L) aview  Belase Hvtwy Mt Reffens an
faces
ta Fax % e ar v Cole olhe
L e 2|
Balvive
L5 reax(d)
153 Outbox Sxx mrformation
T Trash
e Ot v
1o I
Mar: Menctase Noed! Prevaw
Oprbern
v Fan o oo Need Approvel
Fharshook
vy
Uses I Cpsan
Crange Passsord [ e _
€ Nvtew P Subrpet:
Delagates Cover:
— Coves Cantent:
Delegies
NS i ' ]
Sedected Atadwents: " Lydowed
A
-
Send aoced
CoveMiner useT00N Serven 127.0.0.1 weswrs 13.241220 UL N

Browse to the location and select the fax message to be sent and click on Open. Note that
Microsoft Office and Adobe Acrobat Reader is required to be installed if OceanFax is to support
conversion of MS Office and PDF attachments respectively by the OceanFax Conversion
Service.

~ Dpen B
LU ) e v Admikirate « Oseriseds v £ | search Dowinazs u_*
Oganize = Mew tuider L

- Narw - | Cte oottt [ 1rew |5 | Il
Il Devciop #15 pages 200 ¥ 200 Nrosoft Word Doc Mo
8 Dewricods 130 papes 200 « 200 Marosoft Ward Doc B3 12
oy Racere Maces FES mage B
= (iraes FEG nage %
B it £ 44 43 yout sargle GM01S M0 AM  Mreeft Werd 97 .. 6108
J Mo T Fax 30 poges test G201 L:38PM Adde Acobat Dot... 018
. Pxtures T Pax Teat Suncie 30 Pages G018 WA Adsde Accbat Dec... @«
B vaess T pidf emrxse ETr Tr M Adcte Acobat Do o
8 Tesviowe s UMGUIS TEM AN Appleater 0,002 52
B Computer
& wocal Ok (T:)
S ek
File naeme: II :]
Open |  Comcel |
LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 33 of 37

SPOC 9/14/2015 ©2015 Avaya Inc. All Rights Reserved. OCEANFAXSM63



Once the fax message has been added, click on Send to send the fax message.

Fax information x

| BasicInformation [REEE

Name: , } hPhonebooka Need Preview

70099 ] ] Need Approval |
i

Cover: iNo cover shegt.
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8.2. Receiving a fax

A received fax message can be found in the inbox as shown below. In order to view the fax

message, double-click on the required message (not shown).

W Ocanlin Pty
Pax Qot=e Strle
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| g e
3 outas
§ Trwh
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Proretuok
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€ Apwefa
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9. Conclusion

These Application Notes describe the configuration steps required for OceanFax to successfully
interoperate with Avaya Aura® Communication Manager R6.3 and Avaya Aura® Session
Manager R6.3 by registering the OceanFax Server as a SIP Entity on Avaya Aura® Session
Manager. Please refer to Section 2.2 for test results and observations.

10. Additional References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.
[1] Administering Avaya Aura® Communication Manager, Release 6.3, June 2014, Issue 10,
Document 1D 03-300509
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Release 6.3, Dec 2014, Issue 14, Document ID 555-245-205
[3] Deploying Avaya Aura® Session Manager, Release 6.3, Nov 2014, Issue 6
[4] Administering Avaya Aura® Session Manager, Release 6.3, Jun 2014, Issue 5, Doc ID
03-603324
[5] Application Notes & Test Requirements for T.38 Fax Interoperability Wwhite Paper, May
2013, Issue 1.1

The OceanFax product documentation can be obtained from the OceanX.
[6] OceanFax Administrator’s Guide,1* Aug 2014
[7] OceanFax Installation Guide,1% Aug 2014
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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