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Abstract 
 

 

These Application Notes describe the configuration steps required to integrate Sytel Softdial 

Contact Center® (SCC) v11.1 with Avaya Aura® Application Enablement Services R10.1 and 

Avaya Aura® Communication Manager R10.1. Sytel SCC integrates with Avaya Aura® 

Application Enablement Services using the connection to Avaya Aura® Application 

Enablement Services Telephony Server Application Programming Interface (TSAPI) and the 

System Management Service (SMS) Web Service to initiate outbound calls and move skills to 

and from Call Center Elite agents. 
 

Readers should pay attention to Section 2, in particular, the scope of testing as outlined in 

Section 2.1, as well as any observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 
 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe the configuration steps required to integrate Sytel Softdial 

Contact Center® (SCC) v11.1 with Avaya Aura® Application Enablement Services (AES) 

R10.1 and Avaya Aura® Communication Manager R10.1, using the connection to Avaya Aura® 

Application Enablement Services Telephony Server Application Programming Interface (TSAPI) 

and the System Management Service (SMS) Web Service to initiate outbound calls and move 

skills to and from Call Center Elite agents. 

 

The System Management Service (SMS) Web Service is hosted on the Application Enablement 

Services server and exposes management features of Avaya Aura® Communication Manager to 

client SOAP applications. The web service enables client applications to display, list, add, 

change and remove specific managed objects on Communication Manager. This service provides 

programmatic access to a subset of the administration objects available via Communication 

Manager's System Access Terminal (SAT) screens. 

 

When an agent logs in, SCC checks if this agent has the outbound skill. If it does, it removes all 

other skills and adds the agent to the outbound dialer pool of agents. Sytel SCC uses:  

• TSAPI to request makePredictiveCall() and transfer the call to the selected agent 

• SMS interface to manage skills for the selected agent 

 

SCC monitors all VDNs associated with the predefined outbound skill (and inbound Hunt 

Group) and mirrors their states. The SCC dialer algorithm selects the best agent to take the 

outbound call. Once the outbound call is placed and offered to the VDN, the VDN performs an 

Adjunct Route step in the vector, and SCC returns the selected agent for the call. The VDN then 

routes the call to the selected agent. 

 

If an inbound call is connected to a VDN, this call will be connected to the outbound agent 

following the VDN rules. The outbound agent does not receive outbound calls when connected 

to an inbound call. As soon as the inbound call disconnects, the outbound agent becomes eligible 

to receive outbound calls.  

 

Both Avaya Agent for Desktop and a J189 phone were used for the solution to manage the voice 

extension. Sytel’s Agent Desktop web application was used to:  

• Pop up the customer data to the agent 

• Provide an agent screen script to support the agent on the call 

• Control login, logout, call disposition and agent breaks  

 

All PBX functions will remain available in Avaya Agent for Desktop or J189. 
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2. General Test Approach and Test Results 
The general test approach was to ensure the connection to Application Enablement Services was 

successful and to manually run through a number of scenarios to prove this to be the case. The 

connections to Application Enablement Services were tested by:  

• Starting the Sytel SCC campaign 

• Observing the outbound calls being made successfully 

• Placing incoming calls to inbound VDN’s 

• Allowing the Sytel’s Agent Desktop to answer and process the calls 

 

Serviceability testing was carried out to observe the response of Sytel’s Agent Desktop when 

various LAN failures were simulated. 

 

For compliance testing, Avaya Agent for Desktop was set up to register its extension 

automatically, and both the J100 Series phone and Avaya Agent for Desktop were configured to 

answer the calls automatically (as required for this integration). The outbound agents logged in/ 

out using Sytel’s Agent Desktop. Sytel synchronized the login with Avaya’s AES using the 

TSAPI connection. Avaya agents logged into both Avaya Agent for Desktop, and the J189 SIP 

deskphone were used in an Avaya Call Center Elite environment. The Sytel’s Agent Desktop 

utilized these agents and the Avaya Agent for Desktop when making outbound calls to a 

simulated PSTN. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to 

the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 

 

Avaya recommends that our customers implement Avaya solutions using appropriate security 

and encryption capabilities enabled by our products. The testing referenced in these DevConnect 

Application Notes included the enablement of supported encryption capabilities in the Avaya 

products. Readers should consult the appropriate Avaya product documentation for further 

information regarding security and encryption capabilities supported by those Avaya products. 

 

Support for these security and encryption capabilities in any non-Avaya solution component is 

the responsibility of each individual vendor. Readers should consult the appropriate vendor-

supplied product documentation for more information regarding those products. 

 

For the testing associated with these Application Notes, the interface between Avaya systems 

and Softdial Contact Center did not include the use of any specific encryption features as 

requested by Sytel. 
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2.1. Interoperability Compliance Testing 

Interoperability compliance testing included feature and serviceability testing.  The feature 

testing focused on the following functionality: 

• Agents Login and Logout 

• Agent states: Ready, Not Ready, and observing the skills associated  

• Make Outbound Campaign calls (Predictive, Progressive, and Preview) 

• Receive inbound skillset calls 

• Hold/transfer/conference phone calls (using the Avaya endpoints only) 

• Serviceability testing by simulating LAN failures 

 

The serviceability testing focused on verifying the ability of the Softdial Contact Center solution 

to recover from adverse conditions, such as power failures and network disconnects. 

2.2. Test Results 

All test cases were executed and verified. All test cases passed successfully, with the following 

observations noted.  

1. Application Enablement Services, Service Pack 2 (10.1.0.2), was applied to rectify an 

issue previously observed with the SMS connection. 

2. Agents must login to outbound campaigns using Sytel’s Agent Desktop, and the 

outbound campaign needs to be active. If agents are already logged in, and the outbound 

campaign is reset or restarted, the agents need to logout to prevent failing to be nailed up 

for the outbound campaign and blending operation. 

3. All telephony functionality such as hold, retrieve, transfer, conference, and forward is 

done on the Avaya endpoint only and is not part of Sytel’s Agent Desktop. 

4. The information on the screen pop is not transferred when a “transfer” or “conference” is 

made to/with another agent. This is as per design. 

2.3. Support 

For technical support on the Softdial Contact Center, contact Sytel via phone, email, or the 

internet. 

• Phone: +44 (0) 1296 381200 

• Web: www.sytel.com 

• Email: support@sytel.com   
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3. Reference Configuration  
Figure 1 shows the network topology during compliance testing. The SCC Dialer server was 

placed on the Avaya Telephony LAN. SCC Outbound Dialer uses TSAPI to do a 

makePredictiveCall() followed by the SMS interface to manage agent skills and TSAPI to 

transfer the call to the actual agent.  Once the outbound call is placed and offered to the VDN, 

the VDN does an Adjunct Route step in the vector, and the application (SCC) returns the 

selected agent for the call. The VDN then routes the call to the selected agent. 

 

 
 

Figure 1: Network solution of Sytel Softdial Contact Center Dialer with Avaya Aura® 

Application Enablement Services R10.1 
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration: 

 

Avaya Equipment Software / Firmware Version 

Avaya Aura® Application Enablement 

Services running on a virtual server 
10.1.0.2.0.12-0 

Avaya Aura® Communication Manager 

running on a virtual server 

10.1 

Update ID 01.0.974.0-27293 

Avaya G430 Media Gateway 41.16.0/1 

Avaya Aura® System Manager running on a 

virtual server 

10.1.0.0 

Build No. – 10.1.0.0.537353 

SW Update Revision No: 10.1.0.0.0614254 

Avaya Aura® Session Manager running on 

a virtual server 

10.1 

Build No. – 10.1.0.0.1010019 

Avaya Session Border Controller for 

Enterprise running on a virtual server 
8.1.3.0-31-21052 

Avaya Agent for Desktop 2.0.6.23.3005 

Avaya J100 Series SIP Deskphone 4.0.7.1.5 

Sytel Equipment Software / Firmware Version 

Softdial Contact Center (SCC) – Main 

Platform 

Softdial Avaya Telephony Gateway (SATG) 

- The integration module 

11.1.745 

 

11.1.814.2 
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5. Configure Avaya Aura® Communication Manager 
The configuration and verification operations illustrated in this section were all performed using 

Communication Manager System Administration Terminal (SAT). The information provided in 

this section describes the configuration of Communication Manager for this solution. Some screens 

in this section have been abridged and highlighted for brevity and clarity in the presentation. The 

general installation of the servers and Avaya G430 Media Gateway is presumed to have been 

previously completed and is not discussed here. For all other provisioning information, such as 

initial installation and configuration, please refer to the product documentation in Section 10. 

5.1. Configuration of the VDN, Vector, and Agent 

A new VDN, Vector, and Hunt Group (skill) were created for Outbound calls that are made 

using the Sytel Outbound Dialer. The following sections show these configurations and the agent 

setup required for Outbound Dialer to operate successfully with the Avaya platform. For 

blended-type calls where there is a mixture of outbound calls and inbound calls to the Elite 

agent, other VDN’s Vector and Hunt Groups must be in operation to facilitate inbound calls to 

skills associated with the same agent. 

5.1.1. Hunt Group 

A hunt group is set up for outbound calls. Enter the add hunt-group n command where n in the 

example below is 85. On Page 1 of the hunt-group form, assign a Group Name and Group 

Extension valid under the provisioned dial plan. Set the following options to y, as shown below.  

• Group Type to ucd-mia 

• ACD to y  

• Queue to y  

• Vector to y  

 
add hunt-group 85                                           Page   1 of   4 

                                  HUNT GROUP 

 

            Group Number: 85                               ACD? y 

              Group Name: SytelOutbound                  Queue? y 

         Group Extension: 1885                          Vector? y 

              Group Type: ucd-mia 

                      TN: 1 

                     COR: 1                    MM Early Answer? n 

           Security Code:               Local Agent Preference? n 

 ISDN/SIP Caller Display: 

 

             Queue Limit: unlimited 

 Calls Warning Threshold:      Port: 

  Time Warning Threshold:      Port: 
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On Page 2, set the Skill field to y, as shown below.  

 
add hunt-group 85                                           Page   2 of   4 

                                  HUNT GROUP 

 

                    Skill? y      Expected Call Handling Time (sec): 180 

                      AAS? n 

                 Measured: none 

     Supervisor Extension:  

 

 

      Controlling Adjunct: none 

 

 

 

 

   Multiple Call Handling: none 

 

 

 Timed ACW Interval (sec):          After Xfer or Held Call Drops? n 

 

                                       

 

Repeat the above steps to create hunt groups for other inbound services, should they be required. 

For compliance testing, two hunt groups, 81 and 82, were already in existence for inbound skills 

Sales and Support. 

5.1.2. Vectors  

Enter the change vector n command, where n is the vector number. For this test, simple routing 

was used to get the call to the agent. The call is sent to the adjunct routing link, so Sytel SCC 

handles the call. 

 
change vector 2                                             Page   1 of   6 

                                  CALL VECTOR 

 

    Number: 2               Name: Sytel Adjunct Routing 

Multimedia? n      Attendant Vectoring? n    Meet-me Conf? n          Lock? n 

     Basic? y   EAS? y   G3V4 Enhanced? y   ANI/II-Digits? y  ASAI Routing? y 

 Prompting? y   LAI? y  G3V4 Adv Route? y   CINFO? y   BSR? y   Holidays? y 

 Variables? y   3.0 Enhanced? y 

01 wait-time    1   secs hearing silence 

02 adjunct      routing link 1 

03 wait-time    60  secs hearing silence 

04 

05 

06 
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5.1.3. Vector Directory Numbers (VDN) 

Enter the add vdn n command, where n is an available extension number. On Page 1, assign a 

Name for the VDN and set the Vector Number to that created in Section 5.1.2. The 1st Skill 

should be set to that hunt group configured in Section 5.1.1. 

 
add vdn 3905                                                 Page   1 of   3 

                         VECTOR DIRECTORY NUMBER 

 

                          Extension: 3905 

                              Name*: Outbound 

                        Destination: Vector Number        2 

                Attendant Vectoring? n 

               Meet-me Conferencing? n 

                 Allow VDN Override? n 

                                COR: 1 

                                TN*: 1 

                           Measured: none     Report Adjunct Calls as ACD*? n 

 

        VDN of Origin Annc. Extension*: 

                            1st Skill*: 85 

                            2nd Skill*: 

                            3rd Skill*: 

* Follows VDN Override Rules 

5.1.4. Administer Agent Logins 

Enter the add agent-loginID n command, where n is an available extension number. Enter a 

descriptive name for the agent in the Name field. The Auto Answer field is set to station. 

Configure a password as required. 

 
add agent-loginID 3401                                       Page   1 of   2 

                                 AGENT LOGINID 

 

                Login ID: 3401                                   AAS? n 

                    Name: Agent1                               AUDIX? n 

                      TN: 1        Check skill TNs to match agent TN? n 

                     COR: 1 

           Coverage Path:                              LWC Reception: spe 

           Security Code:                     LWC Log External Calls? n 

           Attribute:                       AUDIX Name for Messaging: 

 

                                        LoginID for ISDN/SIP Display? n 

                                                            Password: 

                                              Password (enter again): 

                                                         Auto Answer: station 

 AUX Agent Remains in LOA Queue: system            MIA Across Skills: system 

AUX Agent Considered Idle (MIA): system    ACW Agent Considered Idle: system 

             Work Mode on Login: system    Aux Work Reason Code Type: system 

                                             Logout Reason Code Type: system 

                       Maximum time agent in ACW before logout (sec): system 

                                            Forced Agent Logout Time:   : 

    WARNING:  Agent must log in again before changes take effect 
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On Page 2, assign the skills to the agent by entering the relevant hunt group numbers created in 

Section 5.1.1 for SN and entering a skill level of 1 for SL. In this case, an agent able to handle 

both inbound and outbound calls is created. 

 
change agent-loginID 3401                                    Page   2 of   2 

                                 AGENT LOGINID 

      Direct Agent Skill:                               Service Objective? n 

Call Handling Preference: skill-level               Local Call Preference? n 

 

    SN   RL SL          SN   RL SL 

 1: 81      1       16: 

 2: 85      1       17: 

 3:                 18: 

 4:                 19: 

 5:                 20: 

 6: 

 7: 

 

 

Repeat this task accordingly for any additional inbound agents required. 

5.2. Configuration of the connection to the Avaya Aura® Application 
Enablement Services 

The configuration operations described in this section can be summarized as follows:  

• Note procr IP Address 

• Configure Transport Link 

• Configure CTI Link for TSAPI Service 

5.2.1. Note procr IP Address for Avaya Aura® Application Enablement 
Services Connectivity 

Display the procr IP address by using the command display node-names ip and noting the IP 

address for the procr and Application Enablement Services. 

 
display node-names ip                                            Page   1 of   2 

                                  IP NODE NAMES 

    Name              IP Address 

SM100               10.10.40.12 

aespri101x          10.10.40.16 

aessec101x          10.10.40.46 

g450                10.10.40.15 

procr               10.10.40.13 
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5.2.2. Configure Transport Link for Avaya Aura® Application Enablement 
Services Connectivity  

To administer the transport link to Application Enablement Services, use the change ip-services 

command. On Page 1, add an entry with the following values:  

• Service Type: should be set to AESVCS  

• Enabled: set to y 

• Local Node: set to the node name assigned for the procr in Section 5.2.1 

• Local Port: Retain the default value of 8765 

 
change ip-services                                              Page   1 of   3 

 

                                   IP SERVICES 

 Service     Enabled     Local        Local       Remote      Remote 

  Type                   Node         Port        Node        Port 

AESVCS        y          procr        8765                           

 

Go to Page 4 of the ip-services form and enter the following values: 

• AE Services Server: Name obtained from the AES server, in this case aespri101x 

• Password: Enter a password to be administered on the AES server 

• Enabled: Set to y 

 

Note: The password entered for Password field must match the password on the AES server in 

Section 6.2. The AE Services Server should match the administered name for the AES server; 

this is created as part of the AES installation and can be obtained from the AES server by typing 

uname –n at the Linux command prompt. 

 
change ip-services                                              Page   4 of   4 

                            AE Services Administration 

 

   Server ID    AE Services       Password          Enabled    Status 

                   Server 

      1:        aespri101x         ********          y          in use 

      2:        aessec101x         ********          y          in use 

      3: 

5.2.3. Configure CTI Link for TSAPI Service  

Add a CTI link using the add cti-link n command. Enter an available extension number in the 

Extension field. Enter ADJ-IP in the Type field, and a descriptive name in the Name field.  

 
add cti-link 1                                                 Page   1 of   3 

                                    CTI LINK 

 CTI Link: 1 

Extension: 3990 

     Type: ADJ-IP 

                                                                        COR: 1 

     Name: aespri101x 
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5.3. Configure SIP Agent Stations  

Each Avaya SIP endpoint will need to have Auto Answer configured correctly. Changes to SIP 

phones on Communication Manager must be carried out by System Manager. Access the System 

Manager using a Web Browser by entering http://<FQDN >/network-login, where <FQDN> is 

the fully qualified domain name of System Manager, or the IP address of System Manager can 

be used as an alternative to the FQDN. Log in using the appropriate credentials. 

 

Note: The following shows changes to a SIP extension and assumes that the SIP extension has 

been programmed correctly and is fully functioning. 
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From the home page, click on Users → User Management → Manage Users, as shown below. 

 

 
 

Click on Manager Users in the left window. Select the station to be edited and click on Edit. 
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Click on the CM Endpoint Profile tab in the left window. Click on Endpoint Editor to make 

changes to the SIP station. 

 

 
 

In the General Options tab, ensure that Type of 3PCC Enabled is set to Avaya. 
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On the Feature Options tab, Auto Answer was set to all, this setting is required to allow the 

correct operation with SCC Dialer. 

 

 
 

The buttons were set as shown below but these are not critical to the overall operation of the 

SCC Dialer. Click on Done at the bottom of the screen (not shown). 
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Click on Commit to save the changes. 

 

 

5.4. Adding a user on Avaya Aura® Communication Manager for Sytel 

A user on Communication Manager must be added to allow the SCC Dialer to make changes to 

the agents on Communication Manager. These changes are facilitated using a connection to the 

SMS on AES. This connection then uses this user that will be created to carry out the necessary 

changes on Communication Manager. 

 

Open the web browser to Communication Manager and log in using the appropriate credentials. 
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Once logged in, navigate to Server (Maintenance) as shown below. 

 

 
 

Navigate to Security → Administrator Accounts in the left window, select Add Login, and 

choose the SAT Access Only, as this is all that is required to allow the Sytel user to make the 

necessary changes to the agents using the SMS connection. Click on Submit. 

 

 
Enter a suitable Login name and the rest can be left as default. 
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Enter a new password, and again the rest can be left as default. Click on Submit to finish. 
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6. Configure Avaya Aura® Application Enablement Services 
This section provides the procedures for configuring Application Enablement Services. The 

procedures fall into the following areas: 

• Verify Licensing 

• Switch Connection 

• Administer TSAPI Link 

• Identify Tlinks 

• Enable TSAPI Ports 

• Create CTI User 

• Configure Security 

• Configure System Management Service (SMS) 

• Restart AE Server 

6.1. Verify Licensing 

To access the AES Management Console, enter https://<ip-addr> as the URL in an Internet 

browser, where <ip-addr> is the IP address of AES. Log in with the appropriate credentials at the 

login screen and then select the Login button. 

 

 



 
PG; Reviewed: 

SPOC 11/3/2022 

Solution & Interoperability Test Lab Application Notes 

©2022 Avaya Inc. All Rights Reserved. 

20 of 47 

SytelSCC_AES101 

 

The Application Enablement Services Management Console appears displaying the Welcome to 

OAM screen (not shown). Select AE Services and verify that the TSAPI Service is licensed by 

ensuring that TSAPI Service is in the list of Services and that the License Mode is showing 

NORMAL MODE. If not, contact an Avaya support representative to acquire the appropriate 

license. 

 

 
 

The TSAPI license is a user licenses issued by the Web License Manager to which the 

Application Enablement Services server is pointed to. From the left window open Licensing and 

click on WebLM Server Access as shown below. 
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The following screen shows the available licenses for TSAPI users. 
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6.2. Switch Connection to Avaya Aura® Communication Manager 

Typically, the connection between the AES and Communication Manager is set up as part of the 

initial installation and would not usually be outlined in these Application Notes. The following 

screenshots show the setup that was used for compliance testing. From the AES Management 

Console, navigate to Communication Manager Interface → Switch Connections, the 

connection to Communication Manager should be present as shown below but if one is not 

present one can be added by clicking on Add Connection. 

 

 
 

In the resulting screen, enter the Switch Password; the Switch Password must be the same as 

that entered into Communication Manager AE Services Administration screen via the change ip-

services command, described in Section 5.2.2. Secure H323 Connection was left unticked, as 

shown below. Click Apply to save changes. 
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From the Switch Connections screen, select the radio button for the recently added switch 

connection and select the Edit PE/CLAN IPs button (not shown), see screen at the bottom of the 

previous page. In the resulting screen, enter the IP address of the procr as shown in Section 5.2.1 

that will be used for the AES connection and select the Add/Edit Name or IP button. 

 

 
 

Clicking on Edit Signaling Details below brings up the H.323 Gatekeeper page. 

 

 
 

The IP address of Communication Manager is set for the H.323 Gatekeeper, as shown below. 
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6.3. Administer TSAPI link 

From the Application Enablement Services Management Console, select AE Services → TSAPI 

→ TSAPI Links. Select Add Link button as shown in the screen below. 

 

 
 

On the Add TSAPI Links screen (or the Edit TSAPI Links screen to edit a previously 

configured TSAPI Link as shown below), enter the following values: 

• Link: Use the drop-down list to select an unused link number. 

• Switch Connection: Choose the switch connection cm101x, which has already been 

configured in Section 6.2 from the drop-down list. 

• Switch CTI Link Number: Corresponding CTI link number configured in Section 

5.2.3Error! Reference source not found. which is 1. 

• ASAI Link Version: 12 was used for compliance testing but the latest version available 

can be chosen). 

• Security: This can be left at the default value of both. 

 

Once completed, select Apply Changes. 
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Another screen appears for confirmation of the changes made. Choose Apply. 

 

 
 

When the TSAPI Link is completed, it should resemble the screen below. 
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6.4. Identify Tlinks 

Navigate to Security → Security Database → Tlinks. Verify the value of the Tlink Name. This 

will be needed to configure/verify the TSAPI Client in Section 7.1. 
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6.5. Enable TSAPI Ports 

To ensure that TSAPI ports are enabled, navigate to Networking → Ports. Ensure that the TSAPI 

ports are set to Enabled as shown below, also note the port number, the default port is 450 and 

this will be used in the configuration of the TSAPI client in Section 7.1. 
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6.6. Create CTI User 

A User ID and password needs to be configured for the Outbound Dialer to communicate with 

the Application Enablement Services server. Navigate to the User Management → User Admin 

screen then choose the Add User option. 
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In the Add User screen shown below, enter the following values: 

• User Id - This will be used by the Outbound Dialer setup in Section 7.1. 

• Common Name and Surname - Descriptive names need to be entered. 

• User Password and Confirm Password - This will be used with the Outbound Dialer 

setup in Section 7.1. 

• CT User - Select Yes from the drop-down menu. 

 

Click on Apply Changes at the bottom of the screen (not shown). 
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6.7. Configure Security 

The CTI user and the database security are set. 

6.7.1. Configure Database Control 

Open Control and ensure that the SDB Control is set as shown below. 

 

 
 

Note: The AES Security Database (SDB) provides the ability to control a user’s access privileges. 

The SDB stores information about Computer Telephony (CT) users and the devices they control. 

The DMCC service, the TSAPI service, and Telephony Web Services use this information for 

permission checking. Please look to Section 10 for more information on this.  
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6.7.2. Associate Devices with CTI User 

Navigate to Security → Security Database → CTI Users → List All Users. Select the CTI user 

added in Section 6.6 and click on Edit Users. 

 

 
 

In the main window ensure that Unrestricted Access is ticked. Once this is done click on Apply 

Changes. 
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6.8. Configure System Management Service (SMS) 

Navigate to AE Services → SMS → SMS Properties. The only change that should be necessary 

is the value set in the Default CM Host Address, this should be set to the IP address of 

Communication Manager. Everything else should be as default, or as shown below. Click on 

Apply Changes to ensure that all is saved correctly. 
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6.9. Restart AE Server 

Once everything is configured correctly, it is best practice to restart AE Server (if possible), this 

will ensure that the new connections are brought up correctly. Click on the Restart AE Server 

button at the bottom of the screen. 

 

 
 

A message confirming the restart will appear, click on Restart to proceed. 
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7. Configure Sytel Softdial Contact Center  
The configuration of the SCC server consists of amending a TSAPI client.ini file to ensure the 

correct IP address is given, and to configure the outbound campaign on the SCC Campaign 

Manager module. Please consult Sytel’s Support using the contact information from Section 2.3 

above to explore all outbound campaign management options or any other SCC options. 

7.1. Configure the Avaya TSAPI Client running on SCC Server 

Navigate to Program Files → Avaya → AE Services → TSAPI Client, as shown below. The 

TSLIB.ini file needs to be edited to add the IP address and port of the AES server, that being 

10.10.40.16 and port 450, as shown below. 
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7.2. Configure Sytel Avaya Telephony gateway on SCC Server 

Sytel’s integration service (SATG) configuration parameters are stored in the Windows Registry. 

Open Windows Registry Editor to the registry path 

HKEY_LOCAL_MACHINE\SOFTWARE\Sytel\SoftdialAvayaTelephonyGateway\landlor

d 

 

The configuration parameters were set as shown for compliance testing. The following 

parameters should be configured: 

 

AvayaWebServiceURI: SMS address 

AvayaWebServiceUser: SMS user 

AvayaWebServicePassword: SMS Password 

AvayaServerID: TSAPI Server Instance 

AvayaLogindID: TSAPI User 

AvayaPassword: TSAPI Password 

AvayaOutboundVDNs: Outbound VDN 

NumberOfTrunks: Maximum number of simultaneous outbound calls. Use the ratio of 2:5 

trunks per agent when using Predictive campaigns—default 600. 

CallsPerSecondPerNode: Maximum number of calls per second for all outbound campaigns. 

Default 60. 

 

 
 

Note: The parameters not listed above are for internal use and should not be changed. 

 

Note: Restart the service Softdial Avaya Telephony Gateway after changing any of the 

parameters. 
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7.3. Configure the Outbound Campaign 

Open a web browser to the IP address of the Softdial Contact Center server. Enter the 

appropriate credentials and click on Sign In. 

 

 
 

For a complete set of instructions on creating an outbound campaign and loading data for outbound 

dialing, please contact Sytel’s support, as per Section 2.3. 

 

Please note that the campaign name format is key to relating an outbound campaign in SCC with 

an outbound skill in Avaya.  

 

Following the screenshot example, the campaign “Mobiles_85” will use skill 85 as its outbound 

skill in AES. This is a required configuration for SCC Dialer integration. 
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Open Campaign Manager by clicking on it in the left window, and the existing outbound 

campaign should be displayed. Double-click on the campaign, and a new window will open, as 

shown below. Click on the Telephony Setup tab. Note that the Default level of analysis was set 

to Native, as shown. This will ensure that Answering Machine Detection was not set to that on 

Communication Manager.  

 

 
 

 

Communication Manager performs the Answer Machine actions in this integration scenario. It 

can be optionally enabled by changing the Default level of analysis in an SCC campaign to 

enable/disable it as follows: 

• Native: AMD is disabled. This is the TSAPI option AT_NO_TREATMENT 

• SIT / Tone: AMD is managed by what is the default option in Avaya Communications 

Manager. This is TSAPI option AT_NONE 

• AMD + Connect: AMD is enabled for the campaign. This is TSAPI option 

AT_CONNECT 

• All other options: AMD is enabled. If detected as AMD, the call is dropped. This is TSAPI 

option AT_DROP 

 

Note: Avaya’s AMD configuration and tunning are not in the scope of this document. 
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Click on the Dialing Tuning tab. These options were set as shown for compliance testing. 
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Under the General Settings tab, the Campaign type can be chosen. For compliance testing, 

Predictive, Progressive, and Preview campaigns were run. 
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8. Verification Steps 
The connection to Application Enablement Services can be verified on the Application 

Enablement Services side, on the SCC Dialer side, and by using the desktop to make an 

outbound call. 

8.1. Verify connection from Avaya platform 

There are a number of checks that can be performed to ensure that a connection is present from 

the Avaya products. 

• Verify CTI Service State on Communication Manager 

• Verify TSAPI link and user on Application Enablement Services 

• Verify SMS on Application Enablement Services 

8.1.1. Verify Avaya Aura® Communication Manager CTI Service State 

Check the connection between Communication Manager and AES. Check the AESVCS link 

status by using the command status aesvcs cti-link. Verify the Service State of the CTI link is 

established. 

 
status aesvcs cti-link 

 

                          AE SERVICES CTI LINK STATUS 

 

CTI   Version     Mnt   AE Services           Service       Msgs     Msgs 

Link              Busy     Server             State         Sent     Rcvd 

 

1         12      no      aespri101x          established   865      865 

 

8.1.2. Verify TSAPI Link 

On the AES Management Console, verify the status of the TSAPI link by selecting Status → 

Status and Control → TSAPI Service Summary to display the TSAPI Link Details screen. 

Verify the TSAPI link by checking that the Status is Talking and the State is Online. 
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Clicking on User Status from the screen on the previous page should display something similar 

to that shown below, where the sytel user and corresponding Tlink Name are shown. 

 

 

8.1.3. Verify SMS link 

Open a web page to https://<AESIP>/sms/sms-test.php, as shown below. Enter the 

Communication Manager login details and a Request, such as List Agent, is entered as shown 

below, this should return a Response as shown. 
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8.2. Verify Connection from Sytel SCC  

Log into the Softdial Contact Center by opening a web session to the IP address of the dialer as 

shown below. Enter the appropriate credentials and click on Sign In. 

 

 
 

Navigate to Campaign Manager in the left window and start the campaign by highlighting the 

configured outbound campaign in the main window and clicking on Start above it. The 

outbound Campaign should be running before any agent login. 
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From a client PC, open a web browser to the SCC as shown, and enter the desired Agent ID 

(User) and Password. Ensure that Tenant is set to default, as shown below. 

 

 
 

Enter the Avaya extension to be used and click on OK. 
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Once logged in, the agent can Go Available by right-clicking on the left window area, as shown. 

 

 
 

Once the call is answered (and this is done automatically), a screen pop like the one below 

should be populated on the agent’s screen. 
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Once the agent is finished with the caller, the agent can choose the outcome as shown below. 

 

 
 

Once the call is complete, the agent is waiting for the next outbound or inbound call to arrive. 
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9. Conclusion 
These Application Notes describe the configuration steps required to integrate Sytel Softdial 

Contact Center v11.1 with Avaya Aura® Application Enablement Services R10.1 and Avaya 

Aura® Communication Manager R10.1. All feature and serviceability test cases were completed 

successfully, with all observations listed in Section 2.2. 

10. Additional References  
This section references the product documentation that is relevant to these Application Notes.   

 

Documentation for Avaya products may be obtained via http://support.avaya.com.  

[1] Administering Avaya Aura® Communication Manager, Release 10.1, Issue 1, December 2021. 

[2] Administering Avaya Aura® Application Enablement Services, Release 10.1.x, Issue 4, April 

2022. 

 

Documentation related to Softdial Contact Center may be obtained directly from Sytel or via 

Sytel Help Web Portal (https://help.sytel.com/) 

[3] Softdial Contact Center Documentation, Release 11.1.745+, Issue 15, August, 2022. 

 

  

http://support.avaya.com/
https://help.sytel.com/
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