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Abstract 
 

  

These Application Notes describe the steps for configuring Avaya Aura® Session Manager, 

Avaya Aura® Communication Manager, and the Acme Packet Net-Net Session Director 

(models 3800, 4250, or 4500) with the AT&T IP Toll Free service using MIS/PNT transport 

connections. 

 

Avaya Aura® Session Manager 6.0 is a core SIP routing and integration engine that connects 

disparate SIP devices and applications within an enterprise. Avaya Aura® Communication 

Manager 6.0 is a telephony application server and is the point of connection between the 

enterprise endpoints and Avaya Aura® Session Manager. An Acme Packet Net-Net Session 

Director (SD) 6.1.0 is the point of connection between Avaya Aura®  Session Manager and 

the AT&T IP Toll Free service and is used to not only secure the SIP trunk, but also to make 

adjustments to the SIP signaling for interoperability.  

 

The AT&T IP Toll Free service is a managed Voice over IP (VoIP) communications solution 

that provides toll-free services over SIP trunks.  Note that these Application Notes do NOT 

cover the AT&T IP Transfer Connect service option of the AT&T IP Toll Free service.  Avaya 

Aura® Session Manager and Avaya Aura® Communication Manager interaction with the 

AT&T IP Transfer Connect service option will be addressed in separate Application Notes. 

 

AT&T is a member of the Avaya DevConnect Service Provider program.  Information in these 

Application Notes has been obtained through compliance testing and additional technical 

discussions. Testing was conducted via the DevConnect Program.   
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1. Introduction  
These Application Notes describe the steps for configuring Avaya Aura® Session Manager, Avaya 

Aura® Communication Manager, and the Acme Packet Net-Net Session Director (models 3800, 

4250, or 4500) with the AT&T IP Toll Free service using MIS/PNT  transport connections. 

 

Avaya Aura® Session Manager 6.0 is a core SIP routing and integration engine that connects 

disparate SIP devices and applications within an enterprise. Avaya Aura® Communication 

Manager 6.0 is a telephony application server and is the point of connection between the enterprise 

endpoints and Avaya Aura® Session Manager. An Acme Packet Net-Net Session Director (SD) 

6.1.0 is the point of connection between Avaya Aura®  Session Manager and the AT&T IP Toll 

Free service and is used to not only secure the SIP trunk, but also to make adjustments to the 

signaling for interoperability.  

 

The AT&T IP Toll Free service is a managed Voice over IP (VoIP) communications solution that 

provides toll-free services over SIP trunks utilizing MIS/PNT
1
 transport.  Note that these 

Application Notes do NOT cover the AT&T IP Transfer Connect service option of the AT&T 

IP Toll Free service.  Avaya Aura® Session Manager and Avaya Aura® Communication Manager 

interaction with the AT&T IP Transfer Connect service option will be addressed in separate 

Application Notes. 

. 
 

1.1. Interoperability Compliance Testing  

The interoperability compliance testing focused on verifying inbound and outbound call flows (see 

Section 2.2 for examples) between Avaya Aura® Session Manager, Avaya Aura® Communication 

Manager, Acme Packet Net-Net Session Director, and the AT&T IP Toll Free service. 

 

The compliance testing was based on a test plan provided by AT&T, for the functionality required 

for certification as a solution supported on the AT&T network. Calls were made to and from the 

PSTN across the AT&T network (see Section 2.2 for sample call flows). The following features 

were tested as part of this effort: 

Â SIP trunking. 

Â T.38 Fax. 

Â Passing of DTMF events and their recognition by navigating automated menus. 

Â PBX and AT&T IP Toll Free service features such as hold, resume, conference and 

transfer. Legacy Transfer Connect and Alternate Destination Routing features were also 

tested.  
 

1.2. Support  

AT&T customers may obtain support for the AT&T IP Toll Free service by calling (800) 325-5555.  

 

Avaya customers may obtain documentation and support for Avaya products by visiting 

http://support.avaya.com.  The ñConnect with Avayaò section provides the worldwide support 

                                                 
1
 MIS/PNT does not support compressed RTP (cRTP). 

http://support.avaya.com/
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directory.  In the United States, (866) GO-AVAYA (866-462-8292) provides access to overall sales 

and service support menus.  Customers may also use specific numbers (provided on 

http://support.avaya.com) to directly access specific support and consultation services based upon 

their Avaya support agreements. 
 

1.3. Known Limitations  
 

1. If Avaya Aura® Communication Manager receives an SDP offer with multiple codecs, 

where at least two of the codecs are supported in the codec set provisioned on Avaya Aura® 

Communication Manager, then Avaya Aura® Communication Manager selects a codec 

according to the priority order specified in the Avaya Aura® Communication Manager 

codec set, not the priority order specified in the SDP offer.  For example, if the AT&T IP 

Toll Free service offers G.711, G.729A, and G.729B in that order, but the Avaya Aura® 

Communication Manager codec set contains G.729B, G729A, and G.711 in that order, then 

Avaya Aura® Communication Manager selects G.729A, not G.711.  The practical 

resolution is to provision the Avaya Aura® Communication Manager codec set to match the 

expected codec priority order in AT&T IP Toll Free SDP offers.   

2. G.726 codec is not supported between Avaya Aura® Communication Manager and the 

AT&T IP Toll Free service.   

3. G.711 faxing is not supported between Avaya Aura® Communication Manager and the AT&T 

IP Toll Free service. Avaya Aura® Communication Manager does not support the protocol 

negotiation that AT&T requires to have G.711 fax calls work. T.38 faxing is supported, as is 

Group 3 and Super Group 3 fax. Fax speeds are limited to 9600 in the configuration tested. In 

addition, Fax Error Correction Mode (ECM) is not supported by Avaya Aura® 

Communication Manager. 

4. Shuffling must be disabled on the Avaya Aura® Communication Manager ñlocalò SIP trunk 

due to codec negotiation issues with Avaya SIP telephones. 

¶ Note ï 8/30/11 -Subsequent testing performed with Avaya Aura®  Communication 

Manager 6.0.1, Avaya Aura®  Session Manager 6.1 and Avaya one-X® Deskphone 

Edition SIP telephone firmware 2.6.4 (SIP96xx_2_6_4_0.bin) & 6.0.1 

(S96x1_SALBR6_0_1_V452) did not encounter this issue. 

5. Avaya Aura® Communication Manager 6.0 inserts a leading plus sign to calling number 

headers by default (e.g. Update, From, PAI, Contact). The AT&T IP Toll Free service does 

not support the use of digit strings with a leading plus sign (ñ+ò) in headers containing 

calling numbers (Update in the case of the inbound only AT&T IP Toll Free service). The 

Avaya Aura® Communication Manager 6.0 provisioning described in Section 5, will 

prevent the insertion of these plus signs. The Addendum in Section 12, describes an 

alternate method, utilizing the Acme Packet Net-Net Session Director to remove the plus 

signs inserted by Avaya Aura® Communication Manager. 

 

2. Reference Configuration  
The reference configuration used in these Application Notes is shown in Figure 1 and consists of 

several components: 

 

http://support.avaya.com/
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¶ Avaya Aura®  Session Manager provides core SIP routing and integration services that 

enables communications between disparate SIP-enabled entities, e.g., PBXs, SIP proxies, 

gateways, adjuncts, trunks, applications, etc. across the enterprise. Avaya Aura®  

Session Manager allows enterprises to implement centralized and policy-based routing, 

centralized yet flexible dial plans, consolidated trunking, and centralized access to 

adjuncts and applications. 

 

¶ Avaya Aura®  System Manager provides a common administration interface for 

centralized management of all Avaya Aura® Session Manager instances in an enterprise. 

 

¶ Avaya Aura®  Communication Manager provides the voice communications services for 

a particular enterprise site. In the reference configuration, Avaya Aura® Communication 

Manager runs on an Avaya S8800 Server in a Processor Ethernet (Procr) configuration. This 

solution is extensible to other Avaya S8xxx Servers. 

 

¶ The Avaya Media Gateway provides the physical interfaces and resources for Avaya 

Aura®  Communication Manager. In the reference configuration, an Avaya G450 Media 

Gateway is used. This solution is extensible to other Avaya Media Gateways. 

 

¶ Avaya ñdeskò phones are represented with Avaya 4600 and 9600 Series IP Telephones 

running H.323 software, 9600 Series IP Telephones running SIP software, Avaya 6211 

Series Analog Telephones, as well as Avaya one-X®  Communicator and Avaya one-X®  

Agent, PC based softphones. 

 

¶ The Acme Packet Net-Net Session Director (SD) 3800
2
 provides SIP Session Border 

Controller (SBC) functionality, including address translation and SIP header manipulation 

between the AT&T IP Toll Free service and the enterprise internal network
3
. UDP transport 

protocol is used between the Acme Packet Net-Net SD and the AT&T IP Toll Free service. 

 

¶ An existing Avaya Modular Messaging system (in Multi -Site mode in this reference 

configuration) provides the corporate voice messaging capabilities in the reference 

configuration. The provisioning of Modular Messaging is beyond the scope of this 

document. 

 

¶ Inbound calls were placed from PSTN via the AT&T  IP Toll Free service, through the 

Acme Packet Session Director to the Session Manager which routed the call to Avaya 

Aura®  Communication Manager. Avaya Aura®  Communication Manager terminated the 

call to the appropriate agent/phone or fax extension. The H.323 phones on the enterprise 

                                                 
2
 Although an Acme Net-Net SD 3800 was used in the reference configuration, the 4250 and 4500 platforms are also 

supported. 
3
 The AT&T IP Toll Free service uses SIP over UDP to communicate with enterprise edge SIP devices, e.g., the Acme 

Packet SBC in this sample configuration.  Session Manager may use SIP over UDP, TCP, or TLS to communicate with 

SIP network elements, e.g., the Acme Packet SBC and Communication Manager.  In the reference configuration, 

Session Manager uses SIP over TCP to communicate with the Acme Packet SBC and Communication Manager. 
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side registered to the Avaya Aura®  Communication Manager Procr. The SIP phones on the 

enterprise side registered to the Avaya Aura®  Session Manager. 

 

 

 

Figure 1: Reference configuration 
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2.1. Illustrative Configuration Information   

The specific values listed in Table 1 below and in subsequent sections are used in the reference 

configuration described in these Application Notes, and are for illustrative purposes only.  

Customers must obtain and use the specific values for their own specific configurations.  

  

Note - The AT&T IP Toll Free service Border Element IP address and DNIS digits, (destination 

digits specified in the SIP Request URIs sent by the AT&T Toll Free service) are shown in this 

document as examples. AT&T Customer Care will provide the actual IP addresses and DNIS digits 

as part of the IP Toll Free provisioning process. 

 

Component Illustrative Value in these 

Application Notes 

Avaya Aura®  System Manager 

Management IP Address 192.168.67.207 

Avaya Aura®  Session Manager 

Management IP Address 192.168.67.209 

Network IP Address 192.168.67.210 

Avaya Aura®  Communication Manager 

Procr IP Address 192.168.67.202 

Avaya Aura®  Communication Manager 

extensions 

40xxx = H323 and Analog 

41xxx = SIP 

Avaya CPE local dial plan 4xxxx 

Voice Messaging Pilot Extension 46000 

Avaya Modular Messaging 

Messaging Application Server (MAS) IP 

Address 

192.168.67.141 

Messaging  Server (MSS) IP Address 192.168.67.140 

Modular Messaging Dial Plan 1723114xxxx 

Acme Packet SBC 

IP Address of ñOutsideò (Public) Interface 

(connected to AT&T Access Router/IP Toll Free 

Service) 

192.168.64.130 (active) 

 

IP Address of ñInsideò (Private) Interface 

(connected to Avaya Aura®  Session Manager) 

192.168.67.130 (active) 

 

AT&T IP Toll Free Service 

Border Element IP Address 135.25.29.74 

AT&T Access router interface (to Acme 

outside) 

192.168.64.254 

AT&T Access Router NAT address (Acme 

outside address) 

135.16.170.55 

Table 1: Illustrative Values Used in these Application Notes 



 
JF:Reviewed 

SPOC 9/9/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

9 of 102 

SM60CM60SBCIPTF 

 

 

 

2.2. Call Flows 

To understand how inbound AT&T IP Toll Free service calls are handled by Session Manager and 

Communication Manager, two general call flows are described in this section. The first call 

scenario illustrated in Figure 2 is an inbound AT&T IP Toll Free service call that arrives on 

Session Manager and is subsequently routed to Communication Manager.   

1. A PSTN phone originates a call to an AT&T IP Toll Free service number. 

2. The PSTN routes the call to the AT&T IP Toll Free service network. 

3. The AT&T IP Toll Free service routes the call to the Acme Packet SBC. 

4. The Acme Packet SBC performs SIP Network Address Translation (NAT) and any 

necessary SIP header modifications, and routes the call to Session Manager.   

5. Session Manager applies any necessary SIP header adaptations and digit conversions, and 

based on configured Routing Policies, determines to where the call should be routed next.  

In this case, Session Manager routes the call to Communication Manager. 

6. Depending on the called number, Communication Manager routes the call to a) a vector, 

which in turn, routes the call to an agent, or b) directly to an agent or phone. 

 

AT&T IP Toll Free 

Service

4

3

2
PSTN

PSTN 

Phone

1

Acme Packet 

SBC

Avaya Aura® 

Session 

Manager

OK

PHONEMESSAGE

CONTACTS MENU CALL LOG

VOLUME

ABC DEF

JKL MNOGHI

1 2 3

4 5 6

TUV WXYZPQRS

7 8 9

*

[

0 #

.,@

MUTESPEAKER

HEADSET

FORWARD

6

Agent / Phone

Avaya Aura®
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5

 

Figure 2: Inbound AT&T IP Toll Free Service Call to VDN / Agent / Phone  
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The second call scenario illustrated in Figure 3 is an inbound call that is covered to voicemail.  In 

this scenario, the voicemail system is a Modular Messaging system connected to Session Manager.  

The Modular Messaging system is in MultiSite mode. 

1. Same as the Steps 1-5 and Step 6b from the first call scenario. 

2. The called Communication Manager agent or phone does not answer the call, and the call 

covers to the agentôs or phoneôs voicemail.  Communication Manager forwards
4
 the call to 

Session Manager.   

3. Session Manager applies any necessary SIP header adaptations and digit conversions, and 

based on configured Routing Policies, determines to where the call should be routed next.  

In this case, Session Manager routes the call to Modular Messaging.  Modular Messaging 

answers the call and connects the caller to the called agentôs or phoneôs voice mailbox.  

Note that the call
5
 continues to go through Communication Manager. 

 

 

 

   

Figure 3: Inbound AT&T IP Toll Free Service Call to Agent / Phone Covered to Avaya Modular Messaging 

                                                 
4
 Communication Manager places a call to Modular Messaging, and then connects the inbound caller to Modular 

Messaging.  SIP redirect methods, e.g., 302, are not used. 
5
 The SIP signaling path still goes through Communication Manager.  In addition, since the inbound call and Modular 

Messaging use different codecs (G.729 and G.711, respectively), Communication Manager performs the transcoding, 

and thus the RTP media path also goes through Communication Manager.  
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3. Equipment and Software Validated  
The following equipment and software was used for the reference configuration described in these 

Application Notes.   
 

Component Version 

Avaya S8800 Server Avaya Aura®  System Manager 6.0 

(6.0.0.0.556-3.0.6.1) 

Avaya S8800 Server Avaya Aura®  Session Manager 6.0 

(6.0.0.0.600020 ) 

Avaya S8800 Server  Avaya Aura®  Communication Manager 

6.0 

(R016x.00.0.345.0 ) with patch 18246 

Avaya G450 Media Gateway 30.13.2 

  MM711 Analog HW31 FW094 

Avaya 9630 IP Telephone Avaya one-X®  Deskphone Edition 

H.323 Version S3.110b 

(ha96xxua3_11.bin) 

Avaya 9640 IP Telephone Avaya one-X®  Deskphone Edition  

SIP Version 2.6.0 

(sip96xx_2_6_0_0.bin) 

Avaya one-X®  Communicator 5.2.0.14 

Avaya 4610SW IP Telephone a10d01b2_9_1.bin 

Avaya 6211 Analog phone - 

Avaya S3500 Server Avaya Modular Messaging 5.1-4.0 

(9.0.424.1.013) 

Fax device Ventafax Home Version 6.1.59.144 

Acme Packet Net-Net Session Director 

3800 

SCX6.1.0m6 

AT&T IP Toll Free Service using 

MIS/PNT transport service connection 

VNI 18 

 

Table 2: Equipment and Software Versions 

 

 

Note - The solution integration validated in these Application Notes should be considered valid for 
deployment with Avaya Aura® Communication Manager release 6.0.1 and Avaya Aura® Session Manager 
release 6.1. Avaya agrees to provide service and support for the integration of Avaya Aura® Communication 
Manager release 6.0.1 and Avaya Aura® Session Manager release 6.1 with the AT&T IP Toll Free service 
offer, in compliance with existing support agreements for Avaya Aura® Communication Manager release 6.0 
and Avaya Aura® Session Manager 6.0, and in conformance with the integration guidelines as specified in 
the body of this document. 
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4. Avaya Aura ®  Session Manager  
These Application Notes assume that basic Avaya Aura®  System Manager and Session Manager 

administration has already been performed.  Consult [1] and [2] for further details if necessary.  

Configuration of Session Manager is performed from Avaya Aura®  System Manager.  To invoke 

the Avaya Aura®  System Manager Common Console, launch a web browser, enter https://<IP 

address of the Avaya Aura®  System Manager server>/SMGR  in the URL, and log in with the 

appropriate credentials. 
 

4.1. Background  

Session Manager serves as a central point for supporting SIP-based communication services in an 

enterprise.  Session Manager connects and normalizes disparate SIP network components and 

provides a central point for external SIP trunking to the PSTN.  The various SIP network 

components are represented as ñSIP Entitiesò and the connections/trunks between Session Manager 

and those components are represented as ñEntity Linksò.  Thus, rather than connecting to every 

other SIP Entity in the enterprise, each SIP Entity simply connects to Session Manager and relies 

on Session Manager to route calls to the correct destination.  This approach reduces the dial plan 

and trunking administration needed on each SIP Entity, and consolidates said administration in a 

central place, namely Avaya Aura®  System Manager.    
 

When calls arrive at Session Manager from a SIP Entity, Session Manager applies SIP protocol and 

numbering modifications to the calls.  These modifications, referred to as ñAdaptationsò, are 

sometimes necessary to resolve SIP protocol differences between disparate SIP Entities, and also 

serve the purpose of ñnormalizingò the calls to a common or uniform numbering format, which 

allows for simpler administration of routing rules in Session Manager.  Session Manager then 

matches the calls against certain criteria embodied in profiles termed ñDial Patternsò, and 

determines the destination SIP Entities based on ñRouting Policiesò specified in the matching Dial 

Patterns.  Lastly, before the calls are routed to the respective destinations, Session Manager again 

applies Adaptations in order to bring the calls into conformance with the SIP protocol interpretation 

and numbering formats expected by the destination SIP Entities.     
 

4.2.  Routing Policies   

Routing Policies define how Session Manager routes calls between SIP network elements.  Routing 

Policies are dependent on the administration of several inter-related items: 

¶ SIP Entities ï SIP Entities represent SIP network elements such as Session Manager instances, 

Communication Manager systems, Session Border Controllers, SIP gateways, SIP trunks, and 

other SIP network devices. 

¶ Entity Links ï Entity Links define the SIP trunk/link parameters, e.g., ports, protocol 

(UDP/TCP/TLS), and trust relationship, between Session Manager instances and other SIP 

Entities. 

¶ SIP Domains ï SIP Domains are the domains for which Session Manager is authoritative in 

routing SIP calls.  In other words, for calls to such domains, Session Manager applies Routing 

Policies to route those calls to SIP Entities.  For calls to other domains, Session Manager routes 

those calls to another SIP proxy (either a pre-defined default SIP proxy or one discovered 

through DNS). 
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¶ Locations ï Locations define the physical and/or logical locations in which SIP Entities reside.  

Call Admission Control (CAC) / bandwidth management may be administered for each location 

to limit the number of calls to and from a particular Location. 

¶ Adaptations ï Adaptations are used to apply any necessary protocol adaptations, e.g., modify 

SIP headers, and apply any necessary digit conversions for the purpose of inter-working with 

specific SIP Entities.  As an example, basic ñDigit Conversionò Adaptations are used in this 

reference configuration to convert digit strings in ñdestinationò (e.g., Request-URI) and 

ñoriginationò (e.g. P-Asserted Identity) type headers, of SIP messages sent to and received from 

SIP Entities. 

¶ Dial Patterns ï A Dial Pattern specifies a set of criteria and a set of Routing Policies for routing 

calls that match the criteria.  The criteria include the called party number and SIP domain in the 

Request-URI, and the Location from which the call originated.  For example, if a call arrives at 

Session Manager and matches a certain Dial Pattern, then Session Manager selects one
6
 of the 

Routing Policies specified in the Dial Pattern.  The selected Routing Policy in turn specifies the 

SIP Entity to which the call is to be routed.  Note that Dial Patterns are matched after ingress 

Adaptations have already been applied. 

¶ Time Ranges ï Time Ranges specify customizable time periods, e.g., Monday through Friday 

from 9AM to 5:59PM, Monday through Friday 6PM to 8:59AM, all day Saturday and Sunday, 

etc.  A Routing Policy may be associated with one or more Time Ranges during which the 

Routing Policy is in effect.  For example, for a Dial Pattern administered with two Routing 

Policies, one Routing Policy can be in effect on weekday business hours and the other Routing 

Policy can be in effect on weekday off-hours and weekends. In the reference configuration no 

restrictions were placed on calling times.    
 

The general strategy employed in this reference configuration with regard to Called Party Number 

manipulation and matching, and call routing is as follows:  
 

¶ Use common number formats and uniform numbers in matching called party numbers for 

routing decisions. 

¶ On ingress to Session Manager, apply any called party number modifications necessary to 

ñnormalizeò the number to a common format or uniform number as defined in the Dial Patterns. 

¶ On egress from SM, apply any called party number modifications necessary to conform to the 

expectations of the next-hop SIP Entity.  For example, on egress from Session Manager to 

Communication Manager, modify the called party number such that the number is consistent 

with the dial plan on Communication Manager. 
 

Of course, the items above are just several of many possible strategies that can be implemented 

with Session Manager. 
 

To view the sequenced steps required for configuring network routing policies, click on ñRoutingò 

in the left pane of the Avaya Aura®  System Manager Common Console. 

 
 

                                                 
6
 The Routing Policy in effect at that time with highest ranking is attempted first.  If that Routing Policy fails, then the 

Routing Policy with the next highest rankings is attempted, and so on. 
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Figure 4: Main Routing Page 

 

4.3. SIP Domains  

The steps in this section specify the SIP domains for which Session Manager is authoritative. 
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1. In the left pane under Routing, click on ñDomainsò.  In the Domain Management 

page click on ñNewò (not shown),. 

2. Continuing in the Domain Management page, enter a SIP domain (e.g. 

customerb.com) for Name 

3. Select Type sip. 

4. (Optional) Add notes. 

5. Click on ñCommitò. 
 

 

Figure 5: Domain Management Page 

     

6. Repeat Steps 1 - 2 to add any additional SIP domains. 
  

4.4. Locations  

The steps in this section define the physical and/or logical locations in which SIP Entities reside.   
 

1. In the left pane under Routing, click on ñLocationsò.  In the Location page click on 

ñNewò (not shown),. 

2. In the Location Details page, enter a descriptive Name (e.g. main).  

3. [Optional] To limit the number of calls going to and from this Location, i.e., apply 

CAC, specify the Managed Bandwidth and Average Bandwidth per Call. 
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4. [Optional] To identify IP addresses associated with this Location, add Location Pattern 

entries accordingly.  In the reference configuration all the Avaya CPE resided in the IP 

segment 192.168.67.*. 

5. Click on ñCommitò. 

 

Figure 6: Location Details Page 

6. Repeat Steps 1 - 5 to add any additional Locations.   
 

4.5. Adaptations  

In this section, Adaptations are administered for the following purposes: 

¶ Calls from AT&T (4.5.1) - Modification of  SIP messages sent to Communication Manager. 

Á The IP address of Session Manager (192.168.67.210) is replaced with the Avaya CPE 

SIP domain (customerb.com) in the Request URI. 

Á The AT&T DNIS called number digit strings in the Request URI are replaced with their 

associated Communication Manager extensions/VDNs. 

¶ Calls to/from Modular Messaging (4.5.2 and 4.5.3) - Modification of SIP messages sent to and 

received from Avaya Modular Messaging. 

Á From MM (4.5.1) ï Modular Messaging 11 digit mailbox numbers are converted to the 

associated Communication Manager 5 digit extensions. 

Á To MM (4.5.2) - Convert the Communication Manager extension defined for Modular 

Messaging access (46000) to the  Modular Messaging pilot number (17231146000). 
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4.5.1.  Adaptation for calls for  Avaya Aura ®  Communication Manager  

The Adaptation administered in this section is used for modification of  SIP messages to 

Communication Manager from AT&T. 
 

1. In the left pane under Routing, click on ñAdaptationsò.  In the Adaptations page, click 

on ñNewò (not shown). 

2. In the Adaptation Details page, enter: 

a. A descriptive Name, (e.g. To_ACM60). 

b. Select ñDigitConversionAdapterò from the Module Name drop down menu (if 

no module name is present, select ñ<click to add module>ò and enter 

DigitConversionAdapter). 

c. In the Module parameter field enter odstd=customerb.com 

osrcd=customerb.com. The odstd parameter will replace the IP address of 

Session Manager (192.168.67.210) with customerb.com in the inbound Request 

URI, and the osrcd parameter will replace the AT&T border element IP address 

(135.25.29.74) with customerb.com in the inbound PAI. 

d. In the Digit Conversion for Outgoing Calls from SM section, enter the 

inbound DID digits from AT&T  that need to be replaced with their associated 

extensions before being sent to Communication Manager. 

i. Example 1:  

1. 000001041 is a digit string sent in the Request URI by AT&T 

Toll Free service that is associated with Communication Manager 

extension 40002. Enter 000001041 in the Matching Pattern 

column.  

2. Enter 9 in the Min/Max  columns. 

3. Enter 9 in the Delete Digits column. 

4. Enter 40002 string in the Insert Digits column. 

5. Specify that this should be applied to the SIP destination headers 

in the Address to modify column. 

6. Enter any desired notes. 

ii.  Example 2: 

1. 1723114xxxx is the format of the mailboxes sent by Avaya 

Modular messaging. These mailboxes must be converted to their 

associated Communication Manager extensions by deleting the 

first six digits. Enter 1723114 in the Matching Pattern column. 

2. Enter 11 in the Min/Max  columns. 

3. Enter 6 in the Delete Digits column. 

4. Leave the Insert Digits column blank. 

5. Specify that this should be applied to the SIP destination headers 

in the Address to modify column. 

6. Enter any desired notes. 

e. In the reference configuration no Digit Conversion for Incoming Calls to SM 

are required. 

f. Click on ñCommitò. 
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Figure 7: Adaptation Details Page ï Adaptation for Avaya Aura ®  Communication Manager  

 

4.5.2. Adaptation for Avaya Modular Messaging  

The Adaptation administered in this section is used for digit conversion on SIP messages to and 

from Avaya Modular Messaging. 
 

1. In the left pane under Routing, click on ñAdaptationsò.  In the Adaptations page click 

on ñNewò (not shown). 

2. In the Adaptation Details page, enter: 

a. A descriptive Name, (e.g. MM _Digits). 
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b. Select ñDigitConversionAdapterò from the Module Name drop down menu (if 

no module name is present, select ñ<click to add module>ò and enter 

DigitConversionAdapter). 

c. No Module parameter is required.  

d. Inbound calls to the Modular Messaging pilot number (message retrieval). 

a. In the Digit Conversion for Outgoing Calls from SM section, enter 

46000 in the Matching Pattern column. This is the Modular Messaging 

pilot extension defined on Communication Manager. 

b. Enter 5 in the Min/Max  columns. 

c. Enter 0 in the Delete Digits column. 

d. Enter 172311 in the Insert Digits column. This converts the pilot 

extension (46000) to the Modular Messaging pilot number 

(17231146000). 

e. Specify that this should be applied to the SIP Destination headers in the 

Address to modify column. 

f. Enter any desired notes. 

e. Click on ñCommitò. 
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Figure 8: Adaptation Details Page ï Adaptation for Avaya Modular Messaging 

 

4.6. SIP Entities  

In this section, SIP Entities are administered for the following SIP network elements: 

¶ Avaya Aura®  Session Manager ï Section 4.6.1 

¶ Avaya Aura®  Communication Manager (AT&T access) ï This entity, and its associated entity 

link (using port 5060), is for calls from AT&T to Communication Manager via the Acme Packet 

SBC. ï Section 4.6.2 

¶ Avaya Aura®  Communication Manager (Local access) ï This entity, and associated link (using 

port 5080), is for communication  between Avaya SIP phones and Communication Manager. ï 

Section 4.6.3 

¶ Acme Packet SBC ï This entity, and its associated entity link (using port 5060), is for calls 

between the Acme Packet SBC and AT&T. ï Section 4.6.4 

¶ Avaya Modular Messaging ï This entity, and its associated entity link (using port 5080), is for 

local calls from Modular Messaging to Communication Manager - Section 4.6.5 

 
 



 
JF:Reviewed 

SPOC 9/9/2011 

Solution & Interoperability Test Lab Application Notes 

©2011 Avaya Inc. All Rights Reserved. 

21 of 102 

SM60CM60SBCIPTF 

 

 

Note ï In the reference configuration TCP (port 5060) is used as the transport protocol between 

Session Manager and all the SIP Entities including Communication Manager. This was done to 

facilitate protocol trace analysis. However, Avaya best practices call for TLS (port 5061) to be used 

as transport protocol between Communication Manager and Session Manager in customer 

environments.  
 

4.6.1. Avaya Aura ®  Session Manager SIP Ent ity  
 

1. In the left pane under Routing, click on ñSIP Entitiesò.  In the SIP Entities page click 

on ñNewò (not shown). 

2. In the General section of the SIP Entity Details page, provision the following: 

¶ Name ï Enter a descriptive name for Session Manager (e.g. SM60). 

¶ FQDN or IP Address ï Enter the IP address of the Session Manager network 

interface, (not the management interface), provisioned during installation (e.g. 

192.168.67.210). 

¶ Type ï Select ñSession Managerò. 

¶ Location ï Select location ñMainò (Section 4.4).   

¶ Outbound Proxy ï (Optional) Leave blank or select another SIP Entity.  For calls 

to SIP domains for which Session Manager is not authoritative, Session Manager 

routes those calls to this Outbound Proxy or to another SIP proxy discovered 

through DNS if Outbound Proxy is not specified. 

¶ Time Zone ï Select the time zone in which Session Manager resides (this will 

correspond to the time ranges specified in Section 4.8). 

3. In the SIP Monitoring  section of the SIP Entity Details page select: 

a. Select Link Monitori ng Enabled for SIP Link Monitoring  

b. Use the default values for the remaining parameters. 

4. In the Port section of the SIP Entity Details page, click on ñAddò and provision an 

entry as follows: 

¶ Port ï Enter ñ5060ò (see note above). 

¶ Protocol ï Select ñTCPò (see note above). 

¶ Default Domain ï (Optional) Select a SIP domain administered in Section 4.3.  

with the selected SIP Default Domain (e.g. customerb.com) 

5. Repeat Step 5 to provision another entry, except with ñ5080ò for Port and ñTCPò for 

Protocol. This is for local calls from the Avaya SIP phones (and Modular Messaging), to 

Communication Manager. Since a single Processor Ethernet (procr) was used in this 

reference configuration, a separate port was configured to separate the outbound SIP 

endpoint traffic from other traffic. This was done because of the known limitation noted 

in Section 1.3. 

6. Click on ñCommitò. 

 

These entries enable Session Manager to accept SIP requests on the specified ports/protocols.  In 

addition, Session Manager will associate SIP requests containing the IP address of Session 

Manager (192.168.67.210) in the host part of the Request-URI. 
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Figure 9: SIP Entity Details Page ï Avaya Aura®  Session Manager SIP Entity 

    

4.6.2. Avaya Aura ®  Communication Manager SIP Entity  
 

1. In the SIP Entities page, click on ñNewò. 

2. In the General section of the SIP Entity Details page, provision the following: 

¶ Name ï Enter a descriptive name for Communication Manager. 
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¶ FQDN or IP Address ï Enter the IP address of the Communication Manager 

Processor Ethernet (procr) provisioned in Section 5.4. 

¶ Type ï Select ñCMò. 

¶ Adaptation ï Select the Adaptation administered in Section 4.5.1. 

¶ Location ï Select a Location administered in Section 4.4.   

¶ Time Zone ï Select the time zone in which Communication Manager resides. 

¶ In the SIP Monitoring  section of the SIP Entity Details page select: 

o Select Link Monitoring Enabled  for SIP Link Monitoring  

o Use the default values for the remaining parameters. 

3. Click on ñCommitò. 

 

 

Figure 10: SIP Entity Details Page ï Avaya Aura®  Communication Manager SIP Entity 
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4.6.3.  Avaya Aura ®  Communication Manager SIP Entity ï SIP Endpoint Calls.  

Because of the shuffling limitation noted in Section 1.3,  a separate SIP Entity was created to handle 

calls for SIP Endpoints registered with Session Manager. While the same Communication Processor 

Ethernet (procr) interface is used, a different port number (5080) is used as defined in Section 4.6.1. 

Configuration for this entity is similar to the entity configured in Section 4.6.2. 
 

 

Figure 11: SIP Entity Details Page ï Avaya Aura®  Communication Manager  SIP Entity for SIP Phones 

 

4.6.4. Acme Packet SBC SIP Entity  

To configure the Session Border Controller entity, repeat the Steps in Section 4.6.2. The FQDN or IP 

Address field is populated with the IP address of the private (inside) interface configured in Section 7 

and the Type field is set to ñOtherò. See the figure below for the values used in the reference 

configuration. 
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Figure 12: SIP Entity Details Page ï Acme Packet SBC SIP Entity 

   

4.6.5. Avaya Modular Messaging SIP Entity  

To configure the Modular Messaging SIP entity, repeat the Steps in Section 4.6.2. The FQDN or IP 

Address field is populated with the IP address of the Modular Messaging Application Server (MAS) 

and the Type field is set to ñOtherò. See the figure below for the values used in the reference 

configuration. 
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Figure 13: SIP Entity Details Page ï Avaya Modular Messaging SIP Entity 

 

4.7.  Entity Links  

In this section, Entity Links are administered between Session Manager and the following SIP Entities: 

¶ Avaya Aura®  Communication Manager (4.7.1). 

¶ Avaya Aura®  Communication Manager for SIP endpoints (4.7.2). 

¶ Acme Packet SBC (4.7.3). 

¶ Avaya Modular Messaging (4.7.4). 
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Note ï In the reference configuration TCP (port 5060) is used as the transport protocol between 

Session Manager and all the SIP Entities including Communication Manager. This was done to 

facilitate protocol trace analysis. However, Avaya best practices call for TLS (port 5061) to be used 

as transport protocol between Communication Manager and Session Manager in customer 

environments 
 

4.7.1. Entity Link s to Avaya Aura ®  Communication Manager  
 

1. In the left pane under Routing, click on ñEntit y Link sò.  In the Entity Link s page click 

on ñNewò (not shown). 

2. Continuing in the Entity Links page, provision the following: 

¶ Name ï Enter a descriptive name for this link to Communication Manager (e.g. 

ACM60). 

¶ SIP Entity 1 ï Select the SIP Entity administered in Section 4.6.1 for Session 

Manager.  SIP Entity 1 must always be an Session Manager instance. 

¶ SIP Entity 1 Port ï Enter ñ5060ò  

¶ SIP Entity 2 ïSelect the SIP Entity administered in Section 4.6.2 for 

Communication Manager. 

¶ SIP Entity 2 Port - Enter ñ5060ò. 

¶ Trusted ï Check the checkbox. 

¶ Protocol ï Select ñTCPò.  

3. Click on ñCommitò. 
 

 

Figure 14: Entity Links Page ï Entity Link to Avaya Aura ®  Communication Manager ï TCP/5060 

 

4.7.2.  Avaya Aura ®  Communication Manager Entity Link for SIP Phones  

To configure this entity link, repeat the Steps in Section 4.7.1. The SIP Entity 2 field is populated 

with the SIP Entity configured in Section 4.6.3 for Communication Manager SIP Entity (e.g. 
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ACM60_5080). Note that the Port fields are populated with 5080. See the figure below for the 

values used in the reference configuration. 
 

 

Figure 15: Entity Links Page ïAvaya Aura®  Communication Manager Entity Link for SIP Phones ï TCP/5080 

 

4.7.3. Entity Link to AT&T IP Toll Free  Service via Acme Packet SBC  

Repeat Section 4.7.1 with the following differences: 

¶ Name ï Enter a descriptive name for the link to the AT&T IP Toll Free service, by way of 

the Acme Packet SBC. 

¶ SIP Entity 2 ï Select the SIP Entity administered in Section 4.6.4 for the Acme Packet 

SBC. 
 

 

Figure 16: Entity Links Page ï Entity Link to AT&T IP Toll Free Service via Acme Packet SBC 
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4.7.4. Entity Link to Avaya Modular Messaging  

Repeat Section 4.7.1 with the following differences: 
 

¶ Name ï Enter a descriptive name for the link to Avaya Modular Messaging. 

¶ SIP Entity 2 ï Select the SIP Entity administered in Section 4.6.5 for Avaya Modular 

Messaging. 
 

 

Figure 17: Entity Links Page ï Entity Link to Avaya Modular Messaging 

Note ï Once the Entity Links have been committed, the link information will also appear on the 

associated SIP Entity pages. 
 

4.8. Time Ranges  

1. In the left pane under Routing, click on ñTime Rangesò.  In the Time Ranges page 

click on ñNewò (not shown). 

2. Continuing in the Time Ranges page, enter a descriptive Name, check the checkboxes 

for the desired day(s) of the week, and enter the desired Start Time and End Time. 

3. Click on ñCommitò. 

4. Repeat Steps 1 ï 3 to provision additional time ranges. 

 

Figure 18: Time Ranges Page 
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4.9. Routing Policies  

In this section, Routing Policies are administered for routing calls to the following SIP Entities: 

¶ To Avaya Aura®  Communication Manager from AT&T (Section 4.9.1). 

¶ To Avaya SIP Phones (Section 4.9.2). 

¶ To Avaya Modular Messaging (Section 4.9.3). 
 

4.9.1. Routing Po licy  for Routing to Avaya Aura ®  Communication Manager  

1. In the left pane under Routing, click on ñRouting Policiesò.  In the Routing Policies 

page click on ñNewò (not shown). 

2. In the General section of the Routing Policy Details page (see Figure 19), enter a 

descriptive Name for routing calls to Communication Manager (To_ACM_6_0), and 

ensure that the Disabled checkbox is unchecked to activate this Routing Policy. 

3. In the SIP Entity as Destination section of the Routing Policy Details page, click on 

ñSelectò. 
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Figure 19: Routing Policy Details Page ï Inbound from AT&T to Communication Manager  
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4. In the SIP Entity List page (Figure 20), select the SIP Entity administered in Section 

4.6.2 for Communication Manager (ACM60), and click on ñSelectò. 
 

 

Figure 20: SIP Entity List Page 

 

5. Returning to the Routing Policy Details page in the Time of Day section, click on ñAddò. 

6. In the Time Range List page, check the checkbox(s) corresponding to one or more Time 

Ranges administered in Section 4.8, and click on ñSelectò. 

7. Returning to the Routing Policy Details page (Figure 19), in the Time of Day section, 

enter a Ranking (the lower the number, the higher the ranking) for each Time Range, and 

click on ñCommitò. 

8. Note that once the  Dial Patterns are defined (Section 4.10) they will appear in the Dial 

Pattern section.  

9. No Regular Expressions were used in the reference configuration. 

10. Click on Commit. 
   
 

4.9.2.  Routing Policy for Routing to Avaya SIP Phones  

Repeat Section 4.9.1 with the following differences: 

¶ In the General section of the Routing Policy Details page, enter a descriptive Name for 

routing calls to Avaya Modular Messaging (ACM_5080), and ensure that the Disabled 

checkbox is unchecked to activate this Routing Policy. 
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¶ In the SIP Entity List page, select the SIP Entity administered in Section 4.6.5 for Avaya 

Modular Messaging (ACM60_5080), and click on ñSelectò. 

¶ Note that once the  Dial Patterns are defined (Section 4.10), they will appear in the Dial 

Pattern section.  

 

4.9.3. Routing Po licy for Routing to Avaya Modular Messaging  

Repeat Section 4.9.1 with the following differences: 

¶ In the General section of the Routing Policy Details page, enter a descriptive Name for 

routing calls to Avaya Modular Messaging (To_MM ), and ensure that the Disabled 

checkbox is unchecked to activate this Routing Policy. 

¶ In the SIP Entity List page, select the SIP Entity administered in Section 4.6.5 for Avaya 

Modular Messaging (MM 52), and click on ñSelectò. 

¶ Note that once the  Dial Patterns are defined (Section 4.10), they will appear in the Dial 

Pattern section.  
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Figure 21: Routing Policy Details Page to Avaya SIP Phones  
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Figure 22: Routing Policy Details Page to Avaya Modular Messaging  

    

4.10.  Dial Pattern s 

In this section, Dial Patterns are administered matching the following calls: 

¶ Inbound PSTN calls via AT&T IP Toll Free service. 

¶ Calls to 11-digit local dial plan numbers associated with extensions on Communication 

Manager or the Avaya Modular Messaging pilot number. 

¶ Notifications from Avaya Modular Messaging (MWI) to Communications Manager 5 digit 

local extensions. 
 

4.10.1. Matching Inbound Calls  to Avaya Aura ®  Communication Manager  

In this example inbound calls from the AT&T IP Toll Free service with the called digit pattern 

00000104x are defined. 
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1. In the left pane under Routing, click on ñDial Patternsò.  In the Dial Patterns page 

click on ñNewò (not shown). 

2. In the General section of the Dial Pattern Details page, provision the following: 

¶ Pattern ï In the reference configuration, AT&T sends 9 digit called numbers with 

the format 00000104x. Enter 00000104. Note - The adaptation defined for 

Communication Manager in Section 4.5.1 will convert the various 00000104x 

numbers into their corresponding extensions.  

¶ Min and Max ï Enter 9. 

¶ SIP Domain ï Select one of the SIP Domains defined in Section 4.3 or ñ-ALL -ò, to 

select all of those administered SIP Domains.  Only those calls with the same 

domain in the Request-URI as the selected SIP Domain (or all administered SIP 

Domains if ñ-ALL -ò is selected) can match this Dial Pattern. 
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Figure 23: Dial Pattern Details Page - Matching Inbound AT&T IP Toll Free Service Calls 

    

3. In the Originating Locations and Routing Policies section of the Dial Pattern Details 

page, click on ñAddò. 

4. In the Originating Location section of the Originating Location and Routing Policy 

List page, check the checkbox corresponding to the Location Main  to which 

Communication Manager is assigned is assigned (see Section 4.6.2).  Note that only 

those calls that originate from the selected Location(s), or all administered Locations if 

ñ-ALL -ò is selected, can match this Dial Pattern. 

5. In the Routing Policies section of the Originating Location and Routing Policy List 

page, check the checkbox corresponding to the Routing Policy administered for routing 

calls to Communication Manager in Section 4.9.2.  
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Figure 24: Originating Location and Routing Policy List Page - Matching Inbound AT&T IP Toll Free Service 

Calls 

   

6. In the Originating Location and Routing Policy List page, click on ñSelectò. 

7. Returning to the Dial Pattern Details page (Figure 24), click on ñCommitò. 
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Figure 25: Dial Pattern Details - Matching Inbound AT&T IP Toll Free Service Calls 

 

4.10.2. Matching Inbound Calls to Avaya Modular Messaging Pilot Number 
via Avaya Aura ®  Communication Manager  

Avaya Aura®  Communication Manager stations cover to Avaya Modular Messaging using a pilot 

extension (46000 in the reference configuration). Additionally stations may dial this extension to 

retrieve messages or modify mailbox settings. Note ï Extension 46000 is converted to the Modular 

Messaging mailbox format 17321146000 in the adaptation defined in Section 4.5.2. 

 

1. In the left pane under Routing, click on ñDial Patternsò.  In the Dial Patterns page 

click on ñNewò (not shown). 

2. In the General section of the Dial Pattern Details page, provision the following: 

¶ Pattern ï Enter the Avaya Modular Messaging pilot extension (e.g. 46000) 

¶ Min and Max ï Enter 5. 

¶ SIP Domain ï Select one of the SIP Domains defined in Section 4.3 or ñ-ALL -ò, to 

select all of those administered SIP Domains.  Only those calls with the same 

domain in the Request-URI as the selected SIP Domain (or all administered SIP 

Domains if ñ-ALL -ò is selected) can match this Dial Pattern. 
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Figure 26: Dial Pattern Details ï Matching Avaya Modular Messaging Pilot Number 

 

3. In the Originating Locations and Routing Policies section of the Dial Pattern Details 

page, click on ñAddò. 

4. In the Originating Location section of the Originating Location and Routing Policy 

List page, check the checkbox corresponding to the Location Main  to which Modular 

Messaging is assigned (see Section 4.6.5).  Note that only those calls that originate from 

the selected Location(s), or all administered Locations if ñ-ALL -ò is selected, can match 

this Dial Pattern. 

5. In the Routing Policies section of the Originating Location and Routing Policy List 

page, check the checkbox corresponding to the Routing Policy administered for routing 

calls to Modular Messaging in Section 4.9.2.  
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Figure 27: Originating Location and Routing Policy List Page - Matching Inbound Calls to Modular Messaging 

 

6. In the Originating Location and Routing Policy List page, click on ñSelectò. 

7. Returning to the Dial Pattern Details page (Figure 27), click on ñCommitò. Note that 

the inbound dial patterns defined in Section 4.10.1 are listed as well.  
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Figure 28: Dial Pattern Details ï AT&T Inbound and Modular Messaging Pilot number Calls 

   

4.11. Session Manager  Administration  
 

1. In the left pane under Session Manager, click on Elements Ą Session Manager 

Administration .  In the Session Manager Administration page click on ñNewò (not 

shown). 

2. In the General section of the Add Session Manager page, provision the following: 

¶ SIP Entity Name ï Select the SIP Entity administered for Session Manager in 

Section 4.6.1. 

¶ Management Access Point Host Name/IP ï Enter the IP address of the 

management interface on Session Manager as defined during installation, (not the 

network interface). E.g. 192.168.67.209 

3. In the Security Module section of the Add Session Manager page, enter the Network 

Mask and Default Gateway of the Session Manager network interface as defined 

during installation (e.g. 255.255.255.0 and 192.168.67.1). 

4. In the Monitoring  section, verify that the Enable Monitoring  box is checked. 

5. Use the default values for the remaining fields. 

6. Click on ñCommitò. 
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Figure 29: Add Session Manager Page 


