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and Avaya Aura® Session Manager R6.3 - Issue 1.0

Abstract

These Application Notes describe the configuration steps required for the CallTech CTMail®
Unified Messaging system to successfully interoperate with Avaya Aura® Communication
Manager and Avaya Aura® Session Manager.

CallTech CTMail® Unified Messaging system is an integrated automatic operator system,
voicemail, audio text, fax server, Interactive Voice Response System and the most modern
unified messaging server (fax, voicemail, email) with voice recognition and voice text.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

The overall objective of this interoperability compliance testing is to verify that the CallTech
CTMail® Unified Messaging system software can interoperate with Avaya Aura®
Communication Manager R6.3 and Avaya Aura® Session Manager R6.3. CallTech CTMail®
Unified Messaging system (herein referred to as CTMail) connects to Avaya Aura®
Communication Manager via Avaya Aura® Session Manager.

CallTech CTMail® Unified Messaging system is an integrated automatic operator system,
voicemail, audio text, fax server, Interactive Voice Response System and the most modern
unified messaging server (fax, voicemail, email) with voice recognition and voice text.

CallTech CTMail® Unified Messaging system is integrated with telephone systems, digital,
analog and IP as well as the majority of mail servers on the market.

An assumption is made that Avaya Aura® Session Manager, Avaya Aura® System Manager and
Avaya Aura® Communication Manager are already installed and basic configuration has been
performed.

Only steps relevant to this compliance test will be described in this document. In these
Application Notes, the following topics will be described:
e Avaya Aura® Communication Manager — A SIP trunk configuration between Avaya
Aura® Communication Manager and Avaya Aura® Session Manager.
e Avaya Aura® Session Manager — A SIP trunk configuration between Avaya Aura®
Communication Manager and Avaya Aura® Session Manager.
e CallTech CTMail® Unified Messaging system — IP address configurations for CTMail
Automatic Operator, CTMail VVoicemail, CTMail IVR System, and Fax Server
(FAXMail®)

2. General Test Approach and Test Results

The general test approach was to manually place PSTN calls to CTMail users or direct calls to
CTMail and verify the welcome prompt for each feature (CTMail Automatic Operator, CTMail
Voicemail and CTMail IVR System). During the compliance test, an analog port on
Communication Manager was connected to an external fax machine to send/receive fax to/from
CTMail.

For serviceability testing, physical and logical links were disabled/re-enabled, Avaya Servers
were reset and CTMail was restarted.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
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DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The interoperability compliance testing included feature and serviceability tests. The focus of
the compliance testing was primarily on verifying the interoperability of CTMail in an Avaya
telephony environment that includes Communication Manager, Session Manager, and various
endpoints. During the CTMail solution test, the following features were verified:

e CTMail Automatic Operator

e CTMail Voicemail

e CTMail IVR System

e Fax Server (FAXMail®)

2.2. Test Results

All executed test cases passed successfully. CTMail successfully interoperated in an Avaya
telephony environment. For testing CTMail, there are two ways (many-to-one and one-to-many)
to accomplish the test.

e The first method is utilizing Vector Directory Numbers (VDNSs) and a route-to feature in
the vector. CTMail will inspect the History-Info header in the SIP trace coming into
CTMiail to find which Dialed Number Identification Service (DNIS) number the call is
coming from. Depending upon the DNIS number, the call is redirected to an appropriate
destination system mentioned in Section 2.1.

e The second method is providing a different extension for each system mentioned in
Section 2.1. Thus a call coming into the CTMail will have a different called number. In
this case, the History-Info header will have the called number.

During the compliance test, the member utilized the latter method to accomplish tasks.

2.3. Support

Technical support for CTMail can be obtained through the following:
e support@calltechsa.com
e +57 (1) 6356535 Ext: 911
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3. Reference Configuration

Figure 1 illustrates a configuration used during the compliance test. For completeness, Avaya
96xx Series SIP IP Telephones on the Avaya S8300D Server and Avaya G450 Media Gateway
side have been registered to Session Manager. These endpoints are included in Figure 1 to
demonstrate calls between the SIP IP telephones that are going through the IP/PRI trunk between
two Communication managers. The solution described herein is also extensible to other Avaya
Servers and Media Gateways.

Note: Avaya S8300D Server with an Avaya G430 Media Gateway was included in the test only
to provide an inter-switch scenario. Thus, there will not be any discussion on configuring Avaya
S8300D Server with an Avaya G430 Media Gateway.
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Figure 1. Test configuration of CTMail with Avaya Aura® Communication Manager
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment

Software

Avaya S8300D Server with Avaya G450 Media
Gateway

Avaya Aura® Communication
Manager 6.3 (R016x.03.0.124.0) with
Patch 03.0.124.0-21754

Avaya Aura® System Manager

6.3.13

Avaya Aura® Session Manager

6.3.13.0.631304

Avaya S8300D Server with Avaya G430 Media
Gateway

Avaya Aura® Communication
Manager 6.01 (R015x.02.1.016.4)

Avaya 9600 Series SIP IP Telephone

9620 2.6.12

9641G 6.4.1.25
Avaya 9600 and 96X1 Series H.323 IP Telephone

9620 3.22

9621G 6.23

9650 3.23
CallTech CTMail® Unified Messaging system on 5.2

Windows 8.1 Enterprise

5. Configure Avaya Aura® Communication Manager

This section describes the procedure for configuring Communication Manager. These steps are
performed through the System Access Terminal (SAT). These steps describe the procedure used
for the Avaya S8300D Server. All steps are the same for the other Avaya Servers. In this

section, the following topics are discussed:
e Configure IP Network Region

Configure IP Node Name

Config ure IP Codec

Configure SIP Signaling

Configure SIP Trunk

Configure Route Pattern
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5.1. Configure IP Network Region

This section describes the steps for administering an IP network region in Communication
Manager for communication between Communication Manager and Session Manager. Enter the
change ip-network-region <n> command, where n is a number between 1 and 250 inclusive,
and configure the following:

e Authoritative Domain — Enter the appropriate name for the Authoritative Domain. Set
to the appropriate domain. During the compliance test, the authoritative domain is set to
“avaya.com”.

e Codec Set — Set the codec set number as provisioned in the IP Codec Set form.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: [Authoritative Domain: avaya.com|
Name :
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6
Audio 802.l1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

5.2. Configure IP Node Name

This section describes the steps for setting IP node name for Session Manager in Communication
Manager. Enter the change node-names ip command, and add a node name for SM-1 (Session
Manager) along with its IP address.

change node-names ip Page 1 of 2
IP NODE NAMES

Name IP Address
CTMail 10.64.43.249
default 0.0.0.0
procr 10.64.41.21]
procr6 88
rdtt 10.64.40.14
[sM-1 10.64.41.42|
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5.3. Configure IP Codec

This section describes the steps for setting IP codec. Also included in this section is for
configuring the fax configuration. During the compliance test, G.711MU and G.729 were
utilized.

change ip-codec-set 1 Page 1 of 2
IP CODEC SET

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
[1: G.711MU n 2 20|
2:
39
Media Encryption
1: none
2:
39

On Page 2 of the IP Codec form, the FAX field was configured “t.38-standard” mode, as shown
below. During the compliance test, t.38-standard and pass-through was tested.

change ip-codec-set 1 Page 2 of 2
IP CODEC SET
Allow Direct-IP Multimedia? y

Maximum Call Rate for Direct-IP Multimedia: 4096:Kbits
Maximum Call Rate for Priority Direct-IP Multimedia: 4096:Kbits

Packet
Mode Redundancy Size (ms)

[Fax t.38-standard 0 ECM: y]

Modem off 0

TDD/TTY Us 3

H.323 Clear-channel n 0

SIP 64K Data n 0 20
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5.4. Configure SIP Signaling

This section describes the steps for administering a signaling group in Communication Manager
for signaling between Communication Manager and Session Manager. Enter the add signaling-

group <s>command, where s is an available signaling group and configure the following:

e Group Type — Set to “sip”.

e Transport Method — Set to “tls”.

e Near-end Node Name - Set to “procr” as displayed in Section 5.2.
Far-end Node Name - Set to the “SM-1"" configured in Section 5.2,

e Far-end Network Region - Set to the region configured in Section 5.1.
e Far-end Domain - Set to “avaya.com”.
e Direct IP-IP-Audio Connections: Set to “y”
add signaling-group 92 Page 1 of 2
SIGNALING GROUP
Group Number: 92 |Group Type: sip
IMS Enabled? n [Transport Method: tls
Q-SIP? n
IP Video? y Priority Video? y Enforce SIPS URI for SRTP? y

Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers?
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers?

Near-end Node Name: procr] [Far-end Node Name: SM-1]
Near-end Listen Port: 5061 Far-end Listen Port: 5061
[Far-end Network Region: 1

Far-end Domain:avaya.con

Bypass If IP Threshold Exceeded?

is)

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload [Direct IP-IP Audio Connections? y]|
Session Establishment Timer (min) : 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP-IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 6
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5.5. Configure SIP Trunk

This section describes the steps for administering a trunk group in Communication Manager for
trunking between Communication Manager and Session Manager. Enter the add trunk-group
<t> command, where t is an unallocated trunk group and configure the following:

Group Type — Set the Group Type field to “sip”.

Group Name — Enter a descriptive name.

TAC (Trunk Access Code) — Set to any available trunk access code.

Signaling Group — Set to the Group Number field value configured in Section 5.4.
Number of Members — Allowed value is between 0 and 255. Set to a value large enough
to accommodate the number of SIP telephone extensions being used.

add trunk-group 92

Page 1 of 21
TRUNK GROUP

Group Number: 92 [Group Type: sip| CDR Reports: y
[Group Name: SM 41 42 COR: 1 TN: 1 TAC: 1092
Direction: two-way Outgoing Display? n

Dial Access? n
Queue Length: O
Service Type: tie

Night Service:

Auth Code? n
Member Assignment Method: auto
[Signaling Group: 92

Number of Members: 10
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5.6. Configure Route Pattern

Enter change route-pattern <r>, where r is the route-pattern number. The route pattern 92

routes calls to the trunk group 92, which is the SIP trunk to Session Manager.

change route-pattern 92 Page 1 of 3
Pattern Number: 92 Pattern Name: no IMS SIP trk
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ IXC
No Mrk ILmt List Del Digits QSIG
Dgts Intw
1: 92 0 n  user]
28 n user
3¢ n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4wW Request Dgts Format
Subaddress
l: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
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6. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager as provisioned in the
reference configuration. Session Manager is comprised of two functional components: the
Session Manager server and the System Manager server. All SIP call provisioning for Session
Manager is performed through the System Manager Web interface and is then downloaded into
Session Manager.

It is assumed that Session Manager and System Manager have been installed, network
connectivity exists between the two platforms, and following topics between Communication
Manager and Session Manager are already configured:
e SIP Domains
Locations
SIP Entities
Entity Links
Time Ranges
Routing Policy
Dial Patterns
Manage Element
Applications
Application Sequence

This section only discusses the configuration of below topics:
Configure SIP Entities for CTMail

Configure Entity Links for CTMail

Configure Routing Policy for CTMail

Configure Dial Patterns for CTMail
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6.1. Configure SIP Entitiy for CTMail
Launch a web browser, enter http://<IP address of System Manager> in the URL, and log in

with the appropriate credentials. Navigate to Elements - Routing.

Administra ollaboration Environm Backup and Restor
Oir rv Synchronization Communicatian Manager DTk Tmport and Fxpon
“routs A Reales athen Surver 1000 Conligurations
(ser Management Conterencang Evonts
User Provisloning Rule 1P O Geographic Redundancy
Mesting Exchange Iiventory
Measaging Liconses
Presence Roeplication
Ronting Neparts
Sescion Manager scheduler
Work Assigrunont Security

Shutdown
Suftware Managemnront

From the left pane, select SIP Entities. On the SIP Entities page, click the New button in the
subsequent screen to add a new SIP entity for CTMail..

+ Nome / Bements | Rewting / SIP Entities [+]
Helo v
SIP Entities
HNew ( - \ Mote actions =
SIP Entities
O Y P 10 ftems D Fter; Enable
Naine FQON or IP Addeess Type Notes
10.63.101.218 Other ALM 632
10.64.101.215 Othet
10.64.41.21 o
10.64.41.24 o™ CME3-CMM
10.64.22.180 Madular Messagng  Madular Messagng 3.2+ NAS
SMal 10.64.31.42 Sestion Manegar
Salect : AL Mot
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The SIP Entity Details screen is displayed. Enter the following values for the specified fields,
and retain the default values for the remaining fields.

e Name:

e Type:
Location:

FQDN or IP Address:

A descriptive name.

The IP address of the CTMail server.
“Other”.

Select the CTMail location name.

e The Entity Links section will be automatically populated after the Entity Links page is

configured.

Click the Commit button.

« Vome [/ Bements / Rooting / SIP Entities [+]
Melp ?
SIP Entity Details Commit Cancel
General
SIP Entwies * Namo: T
Entity Links * FQDN or IP Address: 10,6441, 241
Tiene ﬁm Type:  Cther v
Notes:
Adaptation:
Location: 41-subnet v
Time Zone:  America/Fortalexs v
* SIP Timer B/F (In soconds): 4
Credential nome:
Call Detall Recording: rone ¥
CommProfile Type Preference: .
L oop Detection
Loop Detection Mode: OfF v
S1P Link Monitoring
SIP Link Monitoring:  Use Ssssion Managec Configuration v
Supports Call Admission Control:
Shared Bandwidth Manager:
Primary Session Manager Bandwidth —
Association:
Backup Session Manager Bandwidth -
Association:
Entity Links
Override Port & Transport with DNS SRV:
Add  Resnove
1ltem Filtee: Enabis
Conmection ey
Name - SIP Catity 1 Pmtocol : Poat SIP Entity 2 Port Py New
¥ Service
* EME3_CTHef_5060_UDP EME) ¥ uoe v 2080 cTMal v S060 rusted v
Select : M, Noow
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The following screen shows the SIP Entities page after the entity for CTMail was added.

« Vowm / Dhemnents / Routing / SIP Tatities

o
Help 7
upheats  (More Actlons <
Fitec: Lrabie
rQDM or 1P Address Type Notes
AAMSY-2-YMWars 1064205358 Other ARN
AAMED-VMware 10.64.105.315 Crher
10.04.4 M
1064412 L CHES.OMM
ss 4124 -
Moduiar Massaging 10.44.22.180 Maduler Mesrageg Moduler Mesaagng 5.2- NAS
100441 4 Semon Mansger
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6.2. Configure Entity Link for CTMail

Select Routing = Entity Links from the left pane, and click New in the subsequent screen (not
shown) to add a new entity link for CTMail.

The Entity Links screen is displayed. Enter the following values for the specified fields, and
retain the default values for the remaining fields.

e Name: A descriptive name.
e SIP Entity 1: The Session Manager entity name.
e Protocol: The signaling group transport method. During the compliance test, the UDP
protocol was used between Session Manager and CTMail.
e Port: An appropriate signaling group listen port number is displayed.
o Following is the default port
= TLS-5061

= TCP/UCP - 5060
e SIP Entity 2: Select the CTMail entity name.

e Port: An appropriate signaling group listen port number is displayed.
e Connection : Retain the default value, “trusted”.
Policy

Click the Commit button.

Hu ' s
« Mows | Clenwnts / Rewting / Twtity Links [+]
Holp »
Entity Links Commi Canced
Trane Filter: Eoulie
Nam» SIF Pntity 1 Pratarnl  Port SIF Ieiity 2 lh‘r‘xn:dr Part L"::::::‘VK.“ ‘
S
SME3_CTMaI|_5060_u0P SME3 v P v 5060 CTMaj v o 5060 trusted v
Select 1 M
Commit' Cancel
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The following screen shows the Entity Links page after the entity link for CTMail was added.

Honee Roating ™ §

* Routlog o« Howw / Hements [ Rewting / Sataty Links [+]
e i Help »
Doenains ©

el Entity Links
Locations
Adaptations New (B4l Deste  Dugfeats  (More Actions =
SIP Entities
~
Entity Links Allillam < : 7 - B 7 ﬂlev;‘.n.me
Time Ranges Noms S1P Untity | Protocol | Pordt  SIP Totity 2 ONS. Loo Conmection | Deny New | o\
Overvide Policy Setvice
Wouting Palicies SMEIAAME] aN83 Tk SO0 AAMGI-2-VMANsre O 3060 trusted O
Diol Patierns :lu:w_‘_:_ 563 TcR BOS0  AAMGI-VMmnre ] 3060 trusted O
Megubar Lxpressions . ca- 5ME3 TCP 5050 Allacce (=] 5060 trusted (m]
Defaults SMeaAllance-UDe T uoe 5060  Allaecs o sQ60 trusted m]
SME3ICME3- NSy s 051 CMeY O 061 trusted O
SMEICMM-TCP M3 TR 080  CMM O 6060 trusted O
SMAY1 CTMail SU60 UDP sMG3 woe SO080  CTMa O 5060 trusted O
SMEY-Keyur-T1S 5M&3 s 5061 CMEI-Keyur o 5061 trusted o
At v S ney  Moduls
SMEIMME2-TCP SM63 10 5050 “:f,‘(‘:f;'mu o 5060  brusted o
SMallnigy-1CE oME3 TCP S0EC  Limigy O 3060 trusted ]
SMaal y-Jpe aNs3 uoe S0E0 Ly o 5060 trusted o
Salact = All, None
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6.3. Configure Routing Policy for CTMalil

Navigate to Routing = Routing Policies from the left pane, and click New in the subsequent
screen (not shown) to add a new routing policy for CTMail.

The Routing Policy Details screen is displayed. In the General sub-section, enter a descriptive
Name.

In the SIP Entity as Destination sub-section, click Select and select the CTMail’s entity name
from Section 6.1 in the listing (not shown).

The Dial Patterns section will be automatically populated after the Dial Patterns page is
configured (Section 6.4).

Retain the default values in the remaining fields.

Click the Commit button.

« NMome [ Dements / Routing / Routing Polices 1+
Helo ?
Routing Policy Detalls Commit Cancel
General
* Name: Rowe2CTMal
Disabled:
* Retries: ©
Notes:
SIP ty as Dest tiog
Salect
Nare FQDN or 1P Address Type Notes
al 10.64.41 241 Other
ime of Day
A Ramove View Gagd/Ovedaps
Lltem #iker: Enable
Rambing «  Name Mon Twe Wil ™ " st Sun Start Time End Time Motes
i 247 ’ 00100
Salect : A, feoe
Dial Pattams
Add  Ramove
4 Items 0 #er: Enable
Pattern L Max Tmsegency Call SI¥ Downin Onginating Leation Mates
5 4 s ALL ALL
’ a4 ALL ALL

78 ALL ALL-

78 a ALL -ALL
Select : Al Nore
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The following screen shows the Routing Policies page after the routing policy for CTMail was
added.

« Wome / 7/7"7 / Routing Pelicies °
Halp 7
Routing Policies
New, [Edt) Desets Du e More Actions *
9 Rems FRer: Enable
[ & V-N-m- -l;lhl.llﬁt‘ klldnn- ‘U-\hn-hun ‘;‘ul--
m] AAMBS- 2 VMW arn
0 AAMBSVHuare
O Alwnce
O 0 oMl
%] MM
M cTmall
1) Madular Messagng
Boute2unigy system O a Uergy
Bosta-Xeyr 5] CMES-Keyur
Select . Al None
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6.4. Configure Dial Patterns for CTMail

Navigate to Routing => Dial Patterns from the left pane, and click New in the subsequent
screen (not shown) to add a new dial pattern to reach CTMail.

The Dial Pattern Details screen is displayed. In the General sub-section, enter the following
values for the specified fields, and retain the default values for the remaining fields.

e Pattern: A dial pattern to match.
e Min: The minimum number of digits to be matched.
e Max: The maximum number of digits to be matched.

e SIP Domain: During the compliance test, “all” was selected for the sip domain.

In the Originating Locations and Routing Policies sub-section, click Add and create a new
policy for reaching CTMail.

A . 4 237
S
admin

Home Sesslon Manager % gouting ¥
« Home [ Elements / Routing / Dl Patterns [+ ]
Help 2
Dial Pattern Details Commit | Cancel
General
* Pattern: 7777
" Min: 5
e —— " Max: 4
Routing Policies
T IR T i
Dial Patterns Emergency Cal
Regular Expressions Emergency Priority: |
Defaults Emergency Type:
SIP Domain:  -ALL v
Notes:
Onginating Locations and Routing Policies
Add,  Remove
4 ltems = Filter: Enabls
Routing Routing
Onglasting Routing Palicy Routing Poliey | -
Onginating Locstion Name « Localion Netes Nabio Rank ‘l‘oluy Dextination Palicy
Oisabled Notes
AL RoOWROZAAMES2 0 AAMG)-2-
VMWare
-ALL- Route2C TMail 0 CT™all
Select : All, Nonae
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In the Originating Location section, check the “Apply The Selected Routing Policies to All
Originating Locations” checkbox.
In the Routing Policies section, check an appropriate routing policy from Section 6.3.

Click the Select button.

Home Session Manager

SIP Entities
Emtity Links

Time Ranges
Routing Policies
Dial Patterns

Defasults

m:um_

fouting

« Mome / Uements / Routing / Disl Patterns

Originating Location

Ornigmating Locathion

¥ Apply The Selected Routing Policies

108 -subnat
10-subnet
22-Subnat
40-subnet
21-subnet
42+aubnet
45-subnet
49-suboet

Select | AL, Nene

Routing Policies

-~

9 tems

Name

Route JAANETZ

RouteJAAMEI-VMware
Route2Alsance system
Route JCNE3
Route2CHM
Route2CTMall
Route2MM
Route2Unigy system

Route-Keyur

Select : AN, Nene

YMware Network

ARy network

[+]
Kelp ?
Select | Cancel
to All Originating Locations
Filter; Enable
Modular Messaging Network

CHE21 Network
CME3 Netwmock

CHEDT Network

Unigy Network

Disabled

Destination

Filter: Enable
Notes

AAMEI-ZUMWare

AAMOI-VMware

Alllance

CM63

MM

CTMad

Modular Messaging

Wnigy

CME3-Keyur

After the Originating Locations page is completed, Click Commit on the Dial Pattern Details

page.
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The following screen shows the Dial Pattern page after the Dial Patterns for CTMail were added.

« Mowe [ Flenments [/ Bouting / Ol Patterns [+]
Help 7
Dial Patterns
New] £ el Lughicate Moce Actiens <
18 tems 0 Fiter: £nable
Pattesn Min | Max | Emergency Call Emergency Type vimeoocnry Priority SIF Domain Notes |
= ) ] ~ALL
Dial Pstterns 2 7 B o A
1393 10 0 AVEYACOm
Regular Expressions 32 5 O ALL Te Allance18 wuseg 519
De=tauits 33 L) o -ALL To Alisncels wrryg G516 v CH
2200 . O -ALL M statans
201 5 s O ~ALL-
2204 5 5 0O ~ALL- To UneQy usng SIF
2202 5 s (w] AL
2208 5 5 ] ALL
209 5 s o -ALL
7275 4 4 O AlL-
2776 4 s a AL
7 4 4 ] AL
7 3 @ 0 ~ALL
Sefact 1 M, oo M Page 1 20 H
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7. Configure CTMail

This section describes the configuration of CTMail. Installation of the CTMail software was
performed by a CallTech engineer prior to the actual compliance test. From the Window 8.1
system, select CTMail Server.

This section only discusses the configuration of below topics:
e Configure IP Address for CTMail
e Configure VoiceMail for CTMail
e Configure FAX for CTMalil

Note: An Administrator can configure inbound extensions for FAX, IVR, Auto Attendant, and
VoiceMail (7775/7777/7778/7779) using the same steps. Thus, in these App Notes only the FAX
and VoiceMail configuration steps are discussed.

e B

Explorador de SQL Server
archivos Management...

Alarmas y Dali Server, PBXs,
monitoreo extensiones,...

Dali Tarifas, Administrador
Bandas,... DaliConnect

DaliConnect Panel de control

-~

>
HMP License Configuration
Manager Manager - DCM

CTMail Server
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In the main page, the port activity is displayed.

Supersser  Unes  Growps Company  Foa Agnity  Unified Messagng  Bdeio Wtesface el

@ PO A ]

Syntees Siaty A 5
10 ] Spe O
o) Fod- 011 55 | e 1
(1 3 Pt (Q 2> Ide 1
Pot- 1055 ik 1
Prod: D452 | 1
X s Fod: 0% 1 e 1
@ Foa. 0555 1de 1
. Fod: 07 35 | e 1
Min | ET% e Fos- (85 ke 1
e % Faoc 1 55 ‘Winkmg o Rsquent | 0
2 Fa (12 2) Wateglos Regusst | 0
Fax 12 55 Wadeg tor Regquait | 0
Fac I ) Wadeg ot Boguet! | [}
" Fac 06 3) Woskeg fes Reguast | 0
b o § FaclB ) Wakngto et | 0
Faoc (0 55 Winteg toe Rngust | 0 m
AW Totw Cale Todey
P Irbel Farters Foawe 08 55 ‘Wstng foe Feguant | 0
e — Tids Tisvien Tody BRI
Autsiac {Puriuen L o By ok Todey AN
Mot 000010000 OFF Toaw N ot Tecke (MR
Mt [NFFEFFFF ToulogCas  (EEEER
Ak e Gt NI
05 iy e
E‘Mﬂ‘.
Platoen pn.u a0 Windo recm Mo -
Vassienr [ 280k 5000 [(Bw] i |
5P !
U8 Uzagm cae <
Trece
| T —
! (355 Cal
L L] Pat (075 SetOanralagabdtnr 59
Pat 0) 53 soceging ool on chawet 3
Port 0325 5P Fon - Depley. H231. User 72001
Put 0330 SP P Aisated] derdly  Uses 72001
Pt 0355 5P DME Colled Paty Murber 7775R064 £1 42
Fort 03 35 S1P AN Caling Party N 72001 Revapa cor

7.1. Configure IP address for CTMail

In the CTMail directory of the CTMail server, add/modify the parameters on the Parameters.txt
file as shown below.

SIP Parameters

"Local IP Address" SIP_LOCAL_IP ADDRESS 10.64.41.241

"Persisten Contact Header Type: 0 - disable 1 - line(all calls) 2 - line(single
session) 3 - on a call(single session)" SIP_PERSISTENT CONTACT HEADER TYPE 1
"Persisten Contact Header Value" SIP_PERSISTENT CONTACT_ HEADER VALUE
sip:7777Q@10.64.41.241
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7.2. Configure VoiceMail for CTMail

Launch a web browser, enter http://<IP address of CTMail server>/CTMail Configurator in
the URL, and log in with the appropriate credentials.

User Name:

Administrator

Password:

W Company Mail Box Groups Mail Box Users Fax Groups Remote Recording Messages Fax Mail Web Access Audic

Ports Configuration )

* Add new record “» Refresh

Configuration Name Server Name PEX Name Protocol Parameters File

sip PRUEBASAVAYA Avaya CM sip \parameters.txt v, b4 Edit
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In the Configuration page, provide the following information:

e Server Name: Select the CTMail server, using the drop-down list.
e PBX Name: Select “Avaya CM”, using the drop-down list.
e Protocol: Select “SIP”, using the drop-down list.
e Retain the default values in the remaining fields.
Select Update.

Configuration Name:|S|P

Server Name: | PRUEBASAVAVA

|

-

PBX Mame: | Avaya CM ﬁ
-

|

Protocol: | 5IP
Parameters File: |_‘Lparameters_txt
Trace:

Update Cancel

Navigate to Configuration - Ports = Ports. The following screen shows eight ports are
enabled for receiving inbound calls. Each port can be configured using the Edit button.

Ports )

Initial port: | Final port: | Configuration: & 4 |Update Configuration| Enabled Ports 2] | Update

¥ 2 Refresh

* Add new recoed

Digital Dagrtal Voice Voice
Board Timesiot | Board Channel

PortID | Configuration Name | Server Calling Number | Enabled

Mail Box Groups Mail Bax Users Fax Groups Remote Recording Messages Fax Mail Web Access Audi

1 sip PRUEBASAVAYA 1 1 1 1 v MK kit
2 sip PRUEBASAVAYA 1 2 1 2 v b T
3 SIP PRUEBASAVAYA 1 3 1 3 v M e
4 SIp PRUEBASAVAYA 1 4 1 4 v H e
5 5P PRUEBASAVAYA 1 5 2 1 v K ks
6 sip PRUEBASAVAYA 1 5 2 2 v MK et
7 sip PRUEBASAVAYA 1 7 2 3 v MK
8 SIP PRUEBASAVAYA 1 8 2 B v M e
a sip PRUEBASAVAYA 0 0 3 1 ) T
10 sip PRUEBASAVAYA 0 0 3 2 i e
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The following screen shows the Edit process of the Port ID 1. Select “SIP”, using the drop-down
list, on the Configuration Name field. Retain the default values in the remaining fields. After
the completion of the configuration, select Update.

Port ID:
Configuration Name:| SIP i
Digital Board: 1 |
Digital Timeslot: |1 |
Voice Board: |1 |
Woice Channel: |1 |
Calling Mumber: | |
Enabled:
Update Cancel
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7.3. Configure Fax for CTMail
Navigate to Configuration = Fax Ports = Fax Ports Configuration. Select the Edit button.

sonfiguration pany

Fax Configuration )

* Add new record

Configuration Name

Mail Box Groups Mail Box Users Fax Groups

Rate = Timeout

Remote Recording

“ x Refresh

CSiD

Messages

Parameters File

Fax Madl Web Access Audiofl

Trace

3‘ fds

General PRUEBASAVAYA Avaya CM 0 45 CTMail FadMail Parmisctd
The Fax Ports Configuration screen displays. Provide the following information:
e Server: Select the name of the CTMail server, using the drop-down list.
e PBX: Select “Avaya CM”, using the drop-down list.
e Retain the default values in the remaining fields.
Select Update.
Configuration Nar‘ne:|Genera| |
Server | PRUEBASAVAYA -
PEX: | Aovaya CM i
Rate: |U |
Timeout: |45 |
CSID: |CTMail FaxMail |
Parameters File: |Farmfax.txt |
Trace: O
Update Cancel
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Navigate to Configuration - Fax Ports = Fax Ports. Enable Fax ports by using the Edit
button.

* Add new record

FaxPort ID Fax Resource 1D Configuration Name

1 1 General % Edit
1 2 General b4 Edit
1 3 General y" Edit
1 4 General ‘;{ Edit
2 1 Genenal X Edit
2 2 General x £dit
2 3 General x Edit
2 4 General % Edit
3 1 General v 4 dit
3 2 General v P 4 Edit
3 3 General v b 4 Edit
3 4 General v a{ Edit
4 1 General v X Edit
B 2 General v ‘% i
4 3 General v 4 Edit
i,TI 2 Page 1 0f 2 itams 110 15 of 28

The following Fax port, Fax Port ID 3 and Fax Resource ID 2, was configured and enabled.

Fax Port ID: 3 |
Fax Resource ID: |2 |
Configuration Name:| General i
Enabled:

Update Cancel
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For the Codec configuration, navigate to Configuration = SIP - Audio Capabilities. Each
codec can be enabled and disabled using the Edit button.

Company  Mail Box Groups Mad Box Users Fax Groups Remote Recording Messages Fax Mail Web Access Audio

Audio Capabilities )

¥ Add new record € o Refresh

Server Name Capability Direction Frames Per Packet Voice Activity Detection

PRUEBASAVAYA g729AnnexAwAnnexB Transmisién 2 VAD habilitsdo M e
PRUEBASAVAYA  g729AnnexAwAnnexB Recepcion 2 VAD habiltado M e
PRUEBASAVAYA 711 Alawbdk Transmesién 20 VAD deshabilitado x Edit
PRUEBASAVAYA g711Alawbik Recepcion 20 VAD deshabilitado P T
PRUEBASAVAYA g7 1 Ulawbik Transmusion 20 VAD deshabilitado v x Edt
PRUEBASAVAYA g711Ulswbdk Recepcién 20 VAD deshabilitsdo v M e

The following screen shows the sample configuration of G.711Alaw64k. During the compliance
test, G.711Alaw was not utilized. Thus, the Enabled field is not checked.

Server Name: | PRUEBASAVAYA -
Capability: | gT11Alaw6dk M
Direction: | Recepcidn i
Frames Per Packet: |2[] |
Voice Activity Detectiu:-n:| VAD deshabilitado E

Enabled: ]
Update Cancel
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For the Fax Configuration, navigate to Configuration - SIP - Data Capabilities.

User: Administrator

Company Mail Box Groups Mail Box Users Fax Groups Remote Recording Messages Fax Mail Web Access  Audiof

Data Capabilities )

@ Add new record ¥ 2 Refresh

Server Name Capability Direction Max Bit Rate Value Enabled

PRUEBASAVAYA t38UDPFax Bidireccional 9600 bits/s v x Edit

Fax can be configured using the Edit button. Please provide the following information:
Server Name: Select the name of the CTMail server, using the drop-down list.
Capability: Select “t38UDPFax”, using the drop-down list.

Direction: Select “Bidireccional”, using the drop-down list.

Max Bit Rate Value: Select “9600 bits/s”, using the drop-down list.

Enabled: Check the Enabled checkbox.

Select Update.

Server Name: | PRUEBASAVAYA -
Capability: | t38UDPFax -
Direction: | Bidireccional i
Max Bit Rate Value:| 9600 bits/s -

Enabled:
Update Cancel
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For the SIP Configuration, navigate to Configuration - SIP - Parameters. The following
two screenshots display the SIP parameters that were used during the compliance test. The

configuration changes will follow the same steps as before, using the Edit button.

Search a parameter:
Categories] - Select s category -
Insert Defavit Parameter Values:

Categocy Rdcrcnce:{ '

[ insent |

“ 2 Refresh

* Add new record

0 Name Descoption

[Soacn] &

Catogoriesy] - Select a categary -

Category Rnfefrnce:l .

Insert |

Insert Default Parameter Valoes:

4516 SIP_abas Alas used for register x Edit
4502 SIP_domain 10644142 M e
4518 SIP_DTME Payload_Type 101 SiP DTMF Payload Type {95-127) - Default 101 M g
4512 SP.DTME Type - m L{:::: RFC_2833, & INBAND_RTP, & RFC_2833 and X e
4500 SIP_Enable 1 K e
4506 SIP_EnableRegister 0 MK e
4510 SIP_Fax_Type 1 1: 7.38, 2 Pass-Through MK e
4503 SIP_identity SipTTTI010.64.41.24) K o
4511 SIP_Local IP_Address 10.64.41.241 Local IP Address XK
4508 SIP_Max_Calls 8 Miximo de Bamadas SIP M e
4552  SIP_MWI_Test_Contact ape77TT@1064.41241 MW Contact x Edit
4551 SIP_MWA_Test_From sp 2021910644142 MW From X Edit
:zl 2 Page 1 of X tems 110 12 0f 21
Search a parameter:

3$urch'

&

[ne]

# Add new record “ 2 Refresh

D Name Description

4550 SIP_MWI_Test_Port 8 MW Test Port XK
4553 SIP_MWITest RequestUR Sp 702110644142 MWI RequestURI I i
4354 SIP_MWI Test To SpTONQI0GA4142 MW To M
4505 SIP_password 1234 K i
4507 SIP_Port 5060 Port used for SIP X e
4501  SIP_realm ctmail x Edit
4509  SIP_Reinvite_Enabled 1 Activa SIP re-invite X i
4513 SIP_T38 SEND_REQUEST o © WAIT T38 REQUEST, 1: SEND T38 REQUEST H e
4504 SIP_usernsme 7777 M ki

Poge2of 2 tems 13to0 21 of 21
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8. Verification Steps

e Verify a correct prompt is played when a call is made to the CTMail server.
e Verify a fax can be received at CTMail, and a fax can be sent from CTMail.

9. Conclusion

These Application Notes describe the procedures for configuring CTMail with Avaya Aura®
Communication Manager and Avaya Aura® Session Manager. During the compliance test,
feature tests on CTMail (Fax, IVR, Auto Attendant, and VoiceMail ) passed successfully.

10. References

This section references the Avaya and CTMail documentation that are relevant to these
Application Notes.

[1] Administering Avaya Aura® Communication Manager, Document 03-300509, Issue 10
Release 6.3, available at http://support.avaya.com.

[2] Administering Avaya Aura® Session Manager, Release 6.3, Issue 7, September 2014,
available at http://support.avaya.com

The CTMail Solution and Product information is available from CTMail. Visit
http://www.calltechsa.com/CalltechHomePage/CTMail.aspx
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