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Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking between CenturyLink BroadWorks SIP Trunk service and Avaya
Communication Server 1000 Release 7.5, Avaya Aura® Session Manager Release 6.1 and
Acme Packet Net-Net 3800 Session Border Controller Release 6.2.

The test was performed to verify SIP trunk features including basic call, call forward (all calls,
busy, no answer), call transfer (blind and consult), conference, and voice mail. The calls were
placed in both directions with various Avaya endpoints.

The CenturyLink BroadWorks SIP Trunk service provides PSTN access via a SIP trunk
between the enterprise and the CenturyLink network as an alternative to legacy analog or
digital trunks. This approach generally results in lower cost for the enterprise.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

This document provides the steps to configure Session Initiation Protocol (SIP) Trunking
between Avaya Communication Server 1000 and the CenturyLink BroadWorks SIP Trunk
service (hereafter referred to as CenturyLink or CenturyLink system). During the interoperability
testing SIP trunk applicable feature test cases were executed to ensure the interoperability
between the CenturyLink system and the Avaya CS1000.

In the sample configuration, the Avaya CS1000 solution consists of a CS1000 Rel. 7.5 (hereafter
referred to as Avaya CS1000), Avaya Aura® Session Manager Rel. 6.1 (hereafter referred to as
Avaya Aura® Session Manager), Acme Packet Net-Net 3800 Session Border Controller Rel. 6.2
(hereafter referred to as Acme SBC), and various Avaya endpoints. This documented solution
does not extend to configurations without the Acme SBC or Avaya Aura® Session Manager.

2. General Test Approach and Test Results

The Avaya CS1000 system was connected to an Acme SBC via SIP trunks to the Avaya Aura®
Session Manager. The Acme SBC was connected to the CenturyLink system via SIP trunk.
Various call types were made from the Avaya CS1000 to the CenturyLink system and vice versa
to ensure interoperability between the Avaya CS1000 and the CenturyLink system.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing

The focus of this testing was to verify that the Avaya CS1000 can interoperate with the
CenturyLink system. The following interoperability areas were covered.

e Static IP.

e Incoming calls from the PSTN were routed to the DID numbers assigned by
CenturyLink. Incoming PSTN calls were terminated to the following end points: Avaya
1100 Series Telephones (SIP), Avaya 1100 Series IP Telephones (UniStim), Avaya
M3904 Digital Telephones, Avaya 2050 IP Softphone, Analog Telephones and Fax
machines.

e Outgoing calls to the PSTN were routed via CenturyLink BroadW orks network to the
various PSTN destinations.

e Proper disconnect when the caller abandons the call before the call is answered.

e Proper disconnect during normal active call termination by the caller or the callee.

e Proper disconnect by the network for calls that are not answered (w/voice mail off).

e Proper response to busy end points.

e Proper response/error treatment when dialing invalid PSTN numbers.
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Codec G.711u with VAD disabled (Currently CenturyLink only supports G711u).
Voice mail and DTMF tone support in both directions (RFC2833) (Leaving voice mail,
retrieving voice mail, etc.).

CallPilot Voice Mail Server (Hosted in the Avaya CS1000).

Outbound Toll-Free calls, interacting with IVR (Interactive Voice Response systems).
International calls.

Calls to special numbers (411, 711, 911, Operator (0), 0+10 digits Operator Assisted
calls, etc.).

Calling number and calling name blocking (Privacy).

Call Hold/Resume.

Call Forward (unconditional, busy, no answer).

Blind Call Transfers.

Call Park.

Consultative Call transfers.

Station Conference.

G.711u fax pass-through support (inbound and outbound) (Currently CenturyLink does
not support T.38).

Long duration calls (one hour).

Early Media transmission.

2.2. Test Results

Interoperability testing of CenturyLink BroadWorks SIP Trunk Service with the Avaya CS1000
solution was completed successfully with the following observations/limitations.

Calling Name and Calling Number Delivery to PSTN: On outbound calls from the
Avaya CS1000 to the PSTN the “Calling Name” is not delivered to the PSTN phone (is
not displayed), only the “Calling Number” is delivered (is displayed).

Calling Name Blocking: In the Avaya CS1000 the “Calling Name” can be
blocked/restricted from being displayed at the PSTN extension, with this setting enabled
on the Avaya CS1000 extension the Avaya CS1000 will send the “Calling Number” on
the “FROM” header of the INVITE message and will set the Privacy to “user” (Privacy:
user) on the same INVITE message. The expected result is the display of only the number
and not the name. The actual result is the blocking of the number. Since the name was
never delivered to the PSTN, as indicated above, neither the name nor the number are
displayed at the PSTN extension with Calling Name restriction enabled on the Avaya
CS1000 extension.

Blind Transfer of calls from the CS1000 to the PSTN: Blind Transfers of calls from
the Avaya CS1000 to the PSTN were failing with the BroadWorks switch sending a “500
Server Internal Error” in response to the UPDATE sent to the BroadWorks switch by the
Avaya CS1000. The problem is that the Avaya CS1000 sends an UPDATE to the
BroadWorks switch “before” the completion of the initial INVITE transaction, with this
INVITE containing an offer. Per RFC3311 an UPDATE cannot be sent with an offer
unless the callee has generated an answer in a reliable provisional response. The INVITE
needs to be answer by the Avaya CS1000 with a PRACK “before” sending the UPDATE.
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The solution to this problem is to apply patch p30224_1.ntl to the Avaya CS1000
Signaling Server (Linux) and to upgrade the Signaling Server to the latest VTRK SU
version, Version cs1000-vtrk-7.50.17.16-34.1386.000.ntl was used in the Avaya lab
during testing. Also, testing was done with Plug-In 201 enabled and Plug-In 501
disabled. For the information on how to obtain and how to apply the patch please visit
http://support.avaya.com

SIP Diversion Header for call re-direction: CenturyLink does not support History-Info,
instead requires SIP Diversion Header for calls that are re-directed at the Avaya CS1000.
Session Manager was used to convert History-Info to SIP Diversion Header. This can be
accomplished by using adaptation modules in Session Manager.

Caller-ID on re-directed calls to PSTN: Caller ID works properly between the Avaya
CS1000 and the CenturyLink’s network when there is no call re-direction involved.
However, when a call is re-directed to the PSTN at the Avaya CS1000 extension, the
Caller ID will not properly reflect the true originator of the call. In normal conditions if a
call is re-directed at the Avaya CS1000 to a PSTN extension, the Caller ID displayed at
the PSTN extension will be of the extension doing the re-direction (i.e., transfer) and not
the Caller ID of the extension that originated the call.

SIP Header Optimization: SIP header rules were implemented in the Acme SBC and in
Session Manager to streamline the SIP header and remove any unnecessary parts. The
following headers were removed: X nt _el64 clid, Alert-Info and History-info if it is
present in the INVITE. Also the multipart MIME SDP, which included the x-nt-mcdn-
frag-hex, x-nt-esn5-frag-hex, and x-nt-epid-frag were stripped out. These particular
headers and MIME have no real use in the service provider network. If an issue is being
investigated on the service provider network, the presence of these headers may add
unnecessary confusion.

2.3. Support

For technical support on CenturyLink system, please contact CenturyLink technical support at:
Toll Free: 1-877-290-5458

http://www.centurylink.com/Pages/Support/

3. Reference Configuration

Figure 1 below illustrates the test configuration used. The test configuration simulates an
enterprise site with the Avaya components connected to CenturyLink BroadWorks SIP Trunk
Service through the public internet.

The Avaya components used to create the simulated customer site included:

Avaya Communication Server 1000-E (CS1000E).

Avaya HP® Proliant DL360 G7 server running Avaya Aura® Session Manager.
Avaya HP® Proliant DL360 G7 server running Avaya Aura® System Manager.
Acme Packet Net-Net 3800 Session Border Controller.

Avaya 1100-Series IP Telephones (UniStim).

Avaya 1100-Series Telephones (SIP).
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e 2050 Avaya IP Softphone.

e Avaya M3904 Digital telephones.

e Analog Telephones.

e Fax machines.

e Desktop computer with administration interfaces.

Located at the edge of the enterprise is the Acme SBC. It has a public side that connects to the
public network and a private side that connects to the enterprise network. All SIP and RTP traffic
entering or leaving the enterprise flows through the Acme SBC. In this way, the Acme SBC can
protect the enterprise against any SIP-based attacks. The Acme SBC provides network address
translation at both the IP and SIP layers. The transport protocol between the Acme SBC and
CenturyLink across the public IP network is SIP over UDP. The transport protocol between the
Acme SBC and Avaya Aura® Session Manager across the enterprise IP network is SIP over
TCP. The transport protocol between Avaya Aura® Session Manager and the Avaya CS1000
across the enterprise IP network is SIP over TLS. For ease of troubleshooting during testing, the
compliance test was conducted with the Transport Method set to UDP between Avaya Aura®
Session Manager and the Avaya CS1000.

For security reasons, any actual public I[P addresses used in the configuration have been masked.
Similarly, any references to real routable PSTN numbers have also been masked to numbers that
cannot be routed by the PSTN.

One SIP trunk group was created between the Avaya CS1000 and the Avaya Aura® Session
Manager to carry the traffic to and from the service provider (two-way trunk group).

For inbound calls, the calls flowed from CenturyLink’s network to the Acme SBC then to Avaya
Aura® Session Manager. Avaya Aura® Session Manager used the configured dial patterns and
routing policies to determine the recipient (in this case the Avaya CS1000) and on which link to
send the call. Once the call arrived at Avaya CS1000, further incoming call treatment, such as
incoming digit translations and class of service restrictions are performed.

Outbound calls to the PSTN were first processed by the Avaya CS1000 for outbound treatment
through the Electronic Switched Network and class of service restrictions. Once the Avaya
CS1000 selected the proper SIP trunk; the call is routed to Avaya Aura® Session Manager. The
Avaya Aura® Session Manager once again used the configured dial patterns, adaptations, and
routing policies to determine the route to the Acme SBC for egress to CenturyLink’s network.
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Figure 1: CenturyLink BroadWorks SIP Trunk Service and Avaya CS1000E
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya:

Equipment

Release/Version

Avaya CS1000E running Co-resident Call
Server, Signaling Server and Media
Gateway in a single CP-MGS card.

Call Server: 7.50 Q +
DepList 1: core Issue: 01 (created: 2012-
01-10 16:47:54 (est))

Signaling Server: 7.50.17.00
**See Service Updates & Patches below**

Avaya Aura® Session Manager running on a
HP® Proliant DL360 G7 Server.

6.1 service pack 5
(ASM 6.1.5.0.6150006)

Avaya Aura® System Manager running on a
HP® Proliant DL360 G7 Server.

6.1 Service Pack 5
Build No. 6.1.0.0.7345-6.1.5.502

Acme Packet Net-Net 3800 Session Border
Controller (Acme SBC)

SCX6.2.0 MR-11 GA (Build 1051)

Avaya Phones

1110: 0623C8G (UniStim)
1120: 0624C8G (UniStim)
1165: 0626C8G (UniStim)
1120: 04.01.15.00 (SIP)

M3904: --
Lucent Analog Phone --
Fax Machines --
CenturyLink:
Equipment Release/Version
BroadW orks Broadsoft 17 sp2
Sonus NBS B07.02.07 FO04
Sonus GSX B07.02.07 FO04
ACME Packet 4250 SC6.1.0 MR-5 GA (Built 704)

Signaling Server Service Updates & Patches:
HEHHHH TR R R

SUs:
cs1000-patchWeb-7.50.17.16-4.1386.000
cs1000-baseWeb-7.50.17.16-1.i1386.001
ipsec-tools-0.6.5-14.¢el5.3 avaya 1.1386.000
¢s1000-dbcom-7.50.17-02.1386.000
¢s1000-shared-pbx-7.50.17.16-1.i1386.000
¢s1000-kev-7.50.17.16-1.1386.000
¢s1000-ipsec-7.50.17.16-1.1386.000
¢s1000-linuxbase-7.50.17.16-6.1386.000
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spiritAgent-6.1-1.0.0.108.208.1386.000
¢s1000-EmCentralLogic-7.50.17.16-1.1386.000
¢s1000-csmWeb-7.50.17.16-3.1386.000
¢s1000-mscAnnc-7.50.17.16-1.1386.000
¢s1000-mscTone-7.50.17.16-1.1386.000
¢s1000-mscMusc-7.50.17.16-2.1386.000
¢s1000-dmWeb-7.50.17.16-2.1386.000
tzdata-2011h-2.€15.1386.000
¢s1000-Jboss-Quantum-7.50.17.16-10.1386.000
¢s1000-sps-7.50.17.16-2.1386.000
cs1000-tps-7.50.17.16-11.1386.000
¢s1000-ftrpkg-7.50.17.16-7.1386.000
¢s1000-bce-7.50.17.16-46.1386.000
¢s1000-vtrk-7.50.17.16-34.i386.000
cs1000-emWeb 6-0-7.50.17.16-16.1386.000
T

Patches:

p30224 1

HHHHHHHH T

Note: The VTRK SU version should be “cs1000-vtrk-7.50.17.16-15.1386.000.ntl” or higher on
all Signaling Servers to ensure proper operation of blind transfer feature. Patch p30224_1 is also
required if problems with SIP UPDATE are observe during Call Redirection scenarios.

In addition to applying the latest Call Server patches, Signaling Server Service Updates and
patch listed above the following procedure should be followed to ensure proper operation of Call
Transfers from the Avaya CS1000 to the PSTN.

Enable Plug-In 201 and ensure Plug-In 501 is disabled as follows:

Login to the Unified Communications Management (UCM) and Element Manager as
described in Section 5.1.1, go to System => Software -> Plug-ins, select plug-in 201 and click
the Enable button, the status will change to Enabled. Verify the status for plug-in 501 shows
Disabled.
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5. Configure Avaya Communication Server 1000

These Application Notes assume that the basic configuration has already been administered. For
further information on Avaya Communications Server 1000, please consult references in Section
11.

The procedures shown below describe the configuration details of the Avaya CS1000 with SIP
trunks to the CenturyLink system.

5.1. Login to the CS1000 System

5.1.1. Login to Unified Communications Management (UCM) and Element
Manager

Open an instance of a web browser and connect to the UCM GUI at the following address:
http://<UCM IP address> Log in using an appropriate Username and Password.

User ID: |admin |

Paszgward: | --------- |

Log In
Chanoe Password
Goto central login for Single Sign-0On
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The Unified Communications Management screen is displayed. Click on the Element Name

of the Avaya CS1000 Element as highlighted in the red box shown below.

AVAYA

Avaya Unified Communications Management

SHNMP Profiles
Secure FTP Token
Software Deployment
User Serices
Administrative Users

management service. You can optianally filter the list by entering a search term.

Metwaork Host Mame: 172.16.20.60  Software Version: 02.20.0017.00{4713)  User Name admin
Elements v
51000 Services
FSes Elements
Fatches

MNew elements are registered into the security framework, or may be added as simple hyperlinks. Click an element name to launch its

External Authentication Add... | | | E n &
SECE:;SWDM [ Element Mame Element Type « Belease Address Desctiption
Roles 1O 51000 75 17216.21 61 Mew
o element
PalEES 2 [ telkavavalab.com Linux Base 74 172.16.2061 Base 03
Certificates (primary) element.
Attive Sessions 5[] MGG Media Gateway 75 1721621 62 Wedia
Tools Controller Gateway
Logs Cantroller
Data

The Avaya CS1000 Element Manager System Overview page is displayed as shown below.

AV/-\y/-\ CS51000 Element Manager
- UCM Network Services Managing: 172.16:21.61 Username: acmin
-Home System Overview
-Links
- Vitual Terminals System Overview
- System
+Alarms
- Maintenance

+ Core Eguipment
-Peripheral Equipment
+IP Metwork
+Interfaces
-Engineered Values
+Emergency Services
+Goftware
- Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electranic Switched Metwark
- Flexible Code Restriction
~Incaming Digit Translation
-Phones
-Templates
-Reports
~Views
- Lists
- Properties
- Migration
-Tools
+Backup and Restare
~Date and Time
+Logs and reports
- Security
+Passwords
+Puolicies
+ Login Cptions

IP Address: 172.16.21.61
Type: Avaya Communication Server 1000E CPMG128 Linux
Version: 4421
Releasze: 750 Q +
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5.1.2. Login to the Call Server Command Line Interface (CLI)

Using Putty, SSH to IP address of the Signaling Server with the admin account. Run the
command “cslogin” and “logi” with the appropriate admin account and password, as shown
below.

Togin as: admin

Avaya Inc. Linux Base 7.50
The software and data stored on this Z¥stem are the property of,
or Ticensed to, awvaya Inc. and are lawfully available only
to authorized users for approved purposes. Unauthorized access
to anﬁ software or data on this system is strictly prohibited and
punishable under appropriate laws. If you are not an authorized
user then do not try to Togin. This system may be monitored for
operational purposes at any time.

admin@l72.16.20.60"'s password:
Last Togin: mMon mar 26 12:15:09 2012 from 172.16.5.250
0]0; admin@cslk i~0[admin@cslk ~1% cslogin

SECO54 A dewice has connected to, or disconnected from, a pseudo tty without authentica
ting

TT¥ 15 SCH MTC BUG OsM 12:18
w111 IDLE 0

>1ogi

USERID? admin

PASSY

TTY #15 LOGGED IN ADMIN 12:18 26 32012

>
The software and data stored on this i¥stem are the property of,
or licensed to, Avaya Inc. and are lawtully available only to
authorized users for approved purposes. Unauthorized access to
amy software or data on this system is strictly prohibited and
punishable under appropriate Taws. If wou are not an authorized
user then logout immediately. This system may be monitored for
operational purposes at any time.

oL00
>

5.2. Administer a Node IP Telephony
This section describes how to configure a Node IP Telephony on the Avaya CS1000.

5.2.1. Obtain Node IP address

These Application Notes assume that the basic configuration has already been done and that a
Node has already been created. This section describes the steps for configuring a Node (Node ID
1006) in the Avaya CS1000 IP network to work with the CenturyLink system.

Select System - IP Network - Nodes: Servers, Media Cards. Following is the display of the
IP Telephony Nodes page. Then click on the Node ID of your Avaya CS1000 Element (i.e.,
1006).

HG; Reviewed: Solution & Interoperability Test Lab Application Notes 13 of 80
SPOC 7/5/2012 ©2012 Avaya Inc. All Rights Reserved. CTLCS1KSMACME



AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
-Links
=Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Eguipment
- Peripheral Equipment
- IP Metwark
-Dlodes: Servers, Media Cards
- Maintenance and Reports
- hedia Gateways
-Zones
-Host and Route Tahles
- Metwork Address Translation (M.
- QoS5 Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Software
- Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Phones
+Tools
+Security

Managing: 172.16.21.61 Username: admin
System » P Netweork » IP Telephony Modes

IP Telephony Nodes
Clickthe Mode 1D to view or editits properties

Ads.

Print | Refresh

[] Hode ID~ Components Enahled Applications ELAM IP ModeTLAN IPv4  Mode/TLAN PG Status

SIF Ling, LTPS, IP Media R
||:| 1006 1 Services, Gateway { SIPGW) 172.16.20.60 Synchronized
Show: Modes [] Component servers and cards IP¥6 address

The Node Details screen is displayed as shown below with the IP address of the Avaya CS1000
node. The Node IP Address is a virtual address which corresponds to the TLAN IP address of
the Signaling Server, SIP Signaling Gateway. The SIP Signaling Gateway uses this Node IP
Address to communicate with other components for call processing.

AVAVA CS1000 Element Manager
_ UCM Network Services Managing: 172.16.21.61 Username: admin ~
_Home System » P Netweork » P Telephony Nodes » Node Details
L Links Node Details {ID: 1006 - SIP Line, LTPS, IP Media Services, Gateway ( SIPGw ))
- System
+Alarms
- Maintenance N (o
+Core Equipment Hode D- (0-8399)
j;emmgaf“”mmem Call server IP address: 172162161 |+ TLAN address e ) 1Pvd anly
- Modes: Servers, Media Cards O 1Pv4 and IPvB
- Maintenance and Reports
- Media Gateways Embedded LAN (ELAN) Telephomy LAN (TLAN)
-Zones
_Host and Route Tables Gatewsy IP address: [172.16.21 254 |+ Mode IPv4 address: |172.16.20 60 .
- Metwork Address Translation (M.
- Qo5 Thresholds Subnetmask: | 255.255.2560 |+ Subnetrnask: |2565.265.2686.0 |+
-Parsonal Diractories
- Unicode Mame Directory
+Interfaces b
e
+ Software
- Customers Associated Signaling Servers & Cards
+Routes and Trunks
+Dialing and Numbering Plans Select to add |v Erint | Refresh
+Phones
+Tools [] Hosthame~ Type Deploved Applications ELAMIP TLAM IPwd Rale
+Security SIP Line, LTPS, Gateway, PD,
[ es1k Signaling_Semer Presence Publisher, IP Media 172.16.21 61 17216.20 61 Leader
Semices
Show:
Note: Only server(s) that are not part of any dther IP telephony node and deployed application(s) that match the service(s) selected for this node are
awailable inthe servers list
- v
< >

5.2.2. Administer TPS
Continue from Section 5.2.1. On the Node Details page, select the Terminal Proxy Server
(TPS) link as shown below.
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AVAYA

- UCM Network Services
-Home
+Links
- System
+Alarms
- Maintenance
+ Core Eguipment
- Peripheral Equipment
- IP Metwark
-Dlodes: Servers, Media Cards
- Maintenance and Reports
- hedia Gateways
-Zones
-Host and Route Tahles

- Metwork Address Translation (M.

- QoS5 Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+Software
- Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Phones
+Tools
+Security

CS1000 Element Manager

System x IP Metweork » |P Telephony Modes » Mode Details

MNode Details {ID: 1006 - SIP Line, LTPS, IP Media Services, Gateway ( SIPGw ))

~
Subnetmask: [256.256.2660 | Subnetmask [2656.265.266.0 |+
IP Telephony Node Properties Applications (click to edit configuration)
* Yoice Gateway (VG and Codecs + SIPLine
® Quality of Service (GoS # Terminal Progy Server (TPS
. LAN + Galeway [(SIPGW)
* SNTP + Persanal Directoties (PO
o Numbeting Zones = Presence Publisher
o MCDRM Afernative Routing Treatment (MALTY Causes * |P Media Serices
v

Cancel

* Recuired Yalue.

Associated Signaling Servers & Cards

Selectto add v Print | Refresh

[] Hostname« Tupe Deploved Applications ELAMIP TLAM IPwd Raole
SIP Line, LTPS, Gateway, PO,
Cs) mgnaling_Serser Presence Fublisher, edia eader
[ stk 5 I 5 P Publisher, IP hed 172.18.21 61 172.16.20.61 Lead

Semices
Show:

MNate: Only server(s) that are not part of any other IP telephony node and deploved application(s) that match the service(s) selected for this node are
available inthe servers list

-
v

The UNIStim Line Terminal Proxy Server (LTPS) Configuration Details screen will be
displayed as shown below. Check the Enable proxy service on this node check box and then

click Save.

AVAYA

CS51000 Element Manager

172.16.21.61 admin

- UCM Network
-Home
+Links
- System
+Alarms
- Maintenance
+ Core Eguipment
-Peripheral Equipment
- IP Metwork
-Modes: Servers, Media Cards
- Maintenance and Reports
-Media Gateways
-Zones
-Host and Route Tahles

- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+Goftware
- Customers
+Routes and Trunks
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

- Metwork Address Translation (N

System x IP Metweork » |P Telephony Modes » Mode Details » UMIStim Line Terminal Proxy Server (LTPS) Configuration

MNode ID: 1006 - UNIStim Line Terminal Proxy Server (LTPS) Configuration Details

Eirmware | DTLS | Metwork Connect Server

I UNIStim Line Terminal Proxy Server: Enahble proxy semvice on this node i
Firmware
IP address: 0.000
Full file path: | downloadAirrmaa
Server AccountUser ID:
Password
DTLS
DTLS policy: | Off ~
Network Connect Server
~

Priman: natwark rannart canar (T8RN IR addrace: 0000
Mote: Changes made on this page will NOT be
transmittect until the Node is slso saved.

*Reguired Yalue.

5.2.3. Administer Quality of Service (QoS)

Continue from Section 5.2.1. On the Node Details page, select the Quality of Service (QoS)
link as shown below.
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AVAYA €S1000 Element Manager

_ UCM Network Services Managing: 172.16.21.61 Username: admin ~
_Home System » [P Netweork » P Telephony Nodes » Node Details
+Links Node Details {ID: 1006 - SIP Line, LTPS, IP Media Services, Gateway ( SIPGw ))
- System
+Alarms
~Maint ~
gt Subnet masic [255.256 2550 | Subnetmask [255.268 2550 |+

+ Core Eguipment
- Peripheral Equipment

- IP Metwark
-Dlodes: Servers, Media Cards
-Maintenance and Reparts IP Telephony Node Properties Applications (click to edit configuration)
- Media Galeways o nice Gateway (VW) and Codecs + SPLine
=2 »_Quality of Service (o3 » Terminal Proxy Server (TPS
- Host and Route Tables ~ AN o Gateway (SIPGW)
- Network Address Translation (N o SNTE « Personal Directories (PD
- QoS Thresholds o Numbering Zones » Presence Publisher
- Personal Directories « MCDM Alernative Routing Treatment (MALT) Causes + [P Wedia Senices
- Unicode Mame Directory
+Interfaces ™
-Engineered Values .
+Emergency Services R D
+Software
- Customers Associated Signaling Servers & Cards
+Routes and Trunks
+Dialing and Numbering Plans Select to add |+ Erint | Refresh
+Phohes
+Tools [] Hostname =~ Type Deploved Applications ELAM P TLAM IPwd Role
+Security SIP Line, LTP3, Gateway, PD,
[ es1k Signaling_Serer Presence Publisher, P Media 172.16.21.61 172.16.20.81 Leader
Semices
Show:
Note: Only server(s) thet are not part of any dther IP telephony node and deployed applcation(s) that match the service(s) selected for this node are
awailable inthe servers list
¢ A3 b
< >

The Quality of Service (QoS) screen shown below will be displayed. Accept the default
Diffserv values. Click the Save button.

AV/-\y/-\ £S51000 Element Manager
_ UCHM Network 172.46.21.61 admin
_Home System : IP Metweork » |P Telephony Nodes » Mode Details » Guality of Service [QoS)
+Links MNode ID: 1006 - Guality of Service (QoS)
- System
+Alarms
-Maintenance Diffserv Codepoint (DSCP)

+ Care Eguipment
. Peiee) G e Enable Avaya automatic QoS: []
- IP Metwork Control packets: |40 (0-63)
-Modes: Servers, Media Cards
- Maintenance and Reports Yoice packets: |46 (0-63)
-Media Gateways
_Zones 4 WLAN tagging: [ 802.1Q support
-Host and Route Tahles
- Metwork Address Translation (N
- Qo8 Threshalds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+Goftware
- Customers
+Routes and Trunks
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

802.1Q hits value (802.1P): (0-7)

N Note: Changes made on this page will NOT be e Fo—
RV, transmitted urtil the Node i also saved

5.2.4. Synchronize the New Configuration

Continue from Section 5.2.3, return to the Node Details page shown below and click on the
Save button. The Node Saved screen is displayed. Click on the Transfer Now (not shown). The
Synchronize Configuration Files screen is displayed (now shown). Check the Signaling Server
check box and click on the Start Syne (not shown). When the synchronization completes, check
the Signaling Server check box and click on the Restart Applications (not shown).
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AVAYA €S1000 Element Manager

- UCM Netwark Services " System » P Network » P Telephon Nodes » Nod Detsils 3
-Home MNode Details {ID: 1006 - SIP Line, LTPS, IP Media Services, Gateway ( SIPGw ))
+Links
- System
+Alarms ~
- Maintenance Node 1D * (0-9999)
+ Core Equipment
- Petipheral Equipmant Call server IP address: [172.16.21.61 i TLAN address ype. & |Pyd only
- IP Metwork
-Dlodes: Servers, Media Cards O IPvd and IPv6
- Maintenance and Reports
~Media Gateways Embedded LAN (ELAN) Telephony LAN (TLAN)
-Zones Gatewway [P address: 172.16.21.264 |+ MNode IPv4 address: [172.16.2060 *
-Host and Route Tahles
RS TS () Subnetmask 256.256.2660 | Subretmask [266.265.266.0 |
- QoS Thresholds
-Parsonal Diractories
- Unicode Mame Directory
+Interfaces
-Engineered Values * Required Yalue.
+Emergency Services
+ Software . . .
p— Associated Signaling Servers & Cards
+Routes and Trunks .
+ Dialing and Numbering Plans Select to add (v Print | Reftash
*:"“I"“ [ Hostname Tume Deploved Anplications ELAN P TLAN IPvd Role
+ lools
- SIP Line, LTPS, Gateway, PO,
SR [ estk Signaling_Sewver Prasence Publisher, IP Madia 172.16.21 B1 172.16.20.61 Leader
Services
Show:
Hote: Only server(s) that are not part of any other IP telephony nods and deployed applcation(s) that match the service(s) selected for this note are
awailable inthe servers list
£ > N
< >
= . .
5.3. Administer Voice Codec
.
5.3.1. Enable Voice Codec, Node IP Telephony.
. . .
Select IP Network = Nodes: Servers, Media Cards Configuration from the left pane, and in
the IP Telephony Nodes screen displayed, select the Node ID of the Avaya CS1000 system.
. . . . . .
The Node Details screen is displayed. On the Node Details page shown below, click on Voice
Gateway (VGW) and Codecs.
/-\V/-\y/-\ CS51000 Element Manager
- UCHM Network Services " Systeim » [P Network » [P Telephony Nordes » Nods Details 3
'[‘_‘”:9 Node Details {ID: 1006 - SIP Line, LTPS, IP Media Services, Gateway ( SIPGw )}
+Links
- System
+Alarms F
- Maintenance Subnetmask: [265.2685.25850 |+ Subnetmask (2562552850 |+
+ Core Eguipment
-Peripheral Equipment
- IP Metwork
-Modes: Servers, Media Cards " P . " "
=it e Repais i IP Telephony Node Properties Applications (click to edit configuration)
~Media Gateways o Voite Gateway (VOW) and Codecs = SIPLine
_Zanes o Quality of Servce [God) » Terminal Proxy Setver (TPE;
- Host and Route Tables e Lan * Gateway (SIPOW)
- Metwark Address Translation (M s SNTP + Personal Directories (PD)
— Q0% Thresholds ¢ MNumbering Zones + Lresence Publisher
= FrereE] DlE s & MCDM Aternative Routing Treatment (MALT) Causes + |P Media Services
- Unicode Mame Directory v
+Interfaces
-Engineered Values * Reguired Yalue
+Emergency Services
+Goftware : : "
_ Customers Associated Signaling Servers & Cards
+Routes and Trunks
+Dialing and Numbering Plans Select to add (v PErint | Refresh
*?"“I"es [] Hostnama Time Deployed Applications ELAN P TLAN IPva Role
+Tools
+Security SIP Line, LTPS, Gateway, FD,
[ es1k Signaling_Serer Presence Publisher, P Media 172.16.21.61 172.16.20.81 Leader
Semices
Show:
Note: Only server(s) thet are not part of any dther IP telephony node and deployed applcation(s) that match the service(s) selected for this node are
awailable inthe servers list
< > v
< >
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The Voice Gateway (VGW) and Codecs screen will be displayed as shown below. Currently
CenturyLink only supports G711u. Ensure that for G711 the Voice Activity Detection (VAD) is
unchecked; uncheck Codec G729 checkboxes as shown below. Click on Save and Synchronize
as described in Section 5.2.4.

- Maintenance

+ Core Eguipment
-Peripheral Equipment
- IP Metwork

- Maintenance and Reports
-Media Gateways

-Zones

-Host and Route Tahles

- QoS Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+Goftware
- Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Phones
+Tools
+Security

- Modes: Servers, Media Cards

- Metwork Address Translation (N

AV/-\y/-\ CS51000 Element Manager
_ UCHM Network 172.46.21.61 admin
_Home System : IP Metweork » |P Telephony Modes » Mode Details » WGW and Codecs
+Links Node ID: 1006 - Voice Gateway (VGW) and Codecs
- System
+Alarms

General | ¥oice Codecs | Fax
Voice Codecs

Codec GT11: Enabled (required)

woice payload size: |20 v | (millssconds per frame)

Woice playout ditter buffery delay: |40 % | BO % | (miliseconds)
Mominal Maximurm

Maxirmurm delay may be automatically adjusted based on nominal
seftings.

[ Woice Activity Detection (WAD)

Codec G722: [] Enabled

“oice payload size: (milizeconds per frame)

Woice playout gjitter buffer) delay: (miliseconds)

MNominal Maximum

Maximum delay may be automatically adjusted based on nominal
seftings

Codec G728: [ Enabled

Yoice payload size: (miliseconds per frame)
Mote: Changes made on this page will KOT be

Femuired valuz. transmitted untilthe Node s also saved

v
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5.3.2. Enable Voice Codec on Media Gateways.
From the left menu of the Element Manager, select IP Network = Media Gateways menu item.
The Media Gateways page will appear (not shown). Click on the IPMG (not shown) the IPMG

Property Configuration is displayed (not shown), click next (not shown), scroll down to the
Codec G711, uncheck VAD for codec G711, uncheck Codec G729A as shown below. Scroll
down to the bottom of the page and click Save (not shown).

AVAYA CS1000 Element Manager
- UCM Network Services s G b
_Home -Codec Select
-Links Codec hame G711
-Virtual Terminals
_ om Voice payload size | 20 ¥ | mgframe )
+Alarms N . N
“aintenance Voice playout itter buffer) nominal delay | 40
+ Caore Eguipment Modifications may cause changes to dependent settings
- Peripheral Equipment
_P Ngtwurk auip Voice playout {jitter buffer) maximum delay 80
-Modes: Servers, Media Cards Modifications may causs changes to dependent settings
-Maintenance and Reports
- Media Gateways vaD []
-Zones
- Host and Route Tables +Codec G729A Select []
- Metwork Address Translation (N
Qo3 Threshalds +Codec G723.1 Select []
- Personal Directories
- Unicode Mame Directory SHEE R Select
+Interfaces +008
-Engineered Yalues _
Pt +Media Based CLID
+5Software ~Call Server LAN
- Customers Embedded LAN (ELAN) configuration
+Routes and Trunks
+Dialing and Numbering Plans Primary call server IP address 1721621 61
+Phones
+Tools Primary call server hostname | Primary_CS
HETRLY Signaling port 15000
Broadcast port 15001 (1024 - 65535 )
Telephomy LAN (TLAN) configuration
Signaling port 5000
Voice port | 5200 (1024 - 65535 ) v
< >
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Currently for Fax over IP, CenturyLink does not support T.38, only G.711u pass-through.
G.711 was chosen as default codec. Ensure that Enable V.21 FAX tone detection is unchecked,
and that Enable modem fax pass through mode is checked. This configuration enables G.711
pass through codec for fax.

AVAYA €S1000 Element Manager
-UCM Network Services L
_Home -¥GW and IP phone codec profile
-Links Enable echo canceller |
= Virtual Terminals
- System Echo canceller tail delay | 123 | (millizeconds)
tﬂ:i:?;nance Enable tynamic attenuation
* gg:&ﬁ;ﬂf&mmem Voice activity detection threshold |1 (0.2 DBM)
- |P Metwark .
- Noedeso:rServers, Media Cards Idie noise level | (0-1DBM)
- Maintenance and Reparts N
_ Media Gatowars R factor calculation []
-Zones DTMF tone detection
-Hostand Route Tables
- Metwark Address Translation (M. Enable low latency mode []
- QoS Thresholds
- Personal Directories Remove DTMF delay {squelch DTMF from TDM to IP)
- Unicode Marme Directory
+ Interfaces Enable modem/ffax pass through mode
- E”g'”eere'j Velues Enable V.21 FAX tone detection [ ]
+Emergency Senices
+ Software Fax TCF method | 2 +
- Customers
+Routes and Trunks FAX maximumrate | 14400 & (ppoy
+ Dialing and Numbering Plans .
+Phones FAX playout nominal delay |100 (0 - 300 milliseconds )
:;‘;2';@ FAX no actiaty timeout |20 (10 - 32000 milliseconds )
FAX packet size | 30 +
-Codec G711 Select
Madar namao 7441 ¥
< >
5.4. Administer Zones and Bandwidth
This section describes the steps to create 2 zones: Zone 5 for IP sets and Zone 4 for IP SIP
Trunk.
5.4.1. Create a Zone for IP phones (Zone 5)
The following figures show how to configure a zone for IP sets for bandwidth management
purposes. The bandwidth strategy can be adjusted to preference. Select IP Network > Zones
configuration from the left pane, click on the Bandwidth Zones as shown below.
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AVAYA €S1000 Element Manager

- UCM Network Services Managing: 172.16.21.61  Username: admin
-Home System » [P Network » Zones
-Links
~Virtual Terminals Zones
'53‘:‘“'" Zones are used to group related information for either bandwidth or dial plan numbering purposes
+Alarms
- Maintenance Bandwidth Zones
+Care Eguipment Bandwidth zones are used for alternate routing of calls between IP stations and also for bandwidth managemeant.
- Peripheral Equipment —
_IF Network Numbering Zenes
-Modes: Servers, Media Cards Numbering zones are used to route calls through a centralized call server.

-Maintenance and Reports
-Media Gateways
-Zones
-Host and Route Tahles
- Metwork Address Translation (N
- @08 Threshalds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Yalues
+Emergency Services
+Software
- Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Phones
+Tools
+Security

Click Add (not shown), select the values shown below and click on the Save button.

e INTRA STGY: Bandwidth configuration for local calls, select Best Quality (BQ).

e INTER _STGY: Bandwidth configuration for the calls over trunk, select Best Quality
(BQ).

e ZBRN: Select MO (MO is used for IP phones).

Note: BQ will use G711 as first choice and G729 as second choice. BB will use G729 as
first choice and G711 as second choice.

AVAVA CS1000 Element Manager
- UCM Network Services Managing: 172.16.24.61  Usermame: admin
—Home System » P Netwark » Zones » Bandwicdth Zones » Zone Basic Praperty and Bandwidth Management
-Links - -
- ¥irtual Terminals Zone Basic Property and Bandwidth Management
- System
+Alarms
- Maintenance Input Description Input Value
+ Core Equipment _—,
- Peripheral Equipment Zone Number (ZONE): |5 = (1-8000)
~IP Network ~
- Nodes: Servers, Media Cards Intrazone Bandwidth INTRA_BW): 1000000 (0 - 10000000 )

- Maintenance and Reports

~Media Galeways Intrazone Strategy (INTRA_STGY): | Best Guality (BG) v

-Zones i :

_Host and Route Tables Interzone Bandwidth (INTER_BW): 1000000 (0 - 10000000
- Metwork Address Translation (M. Interzone Strategy (INTER_STGY): | Best Quality (BQ) ~

- @08 Thresholds

- Personal Directaries Resource Type (RES_TYPE): | Shared (SHARED) »

- Unicode Mame Directory
+Interfaces

-Engineered Values Description (ZDES):
+Emergency Services
+Software

- Customers *Required walue.

+Routes and Trunks

+Dialing and Numbering Plans

+Phones

+Tools

+Security

Zone Intent (ZBRN): | MO (MO) v
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5.4.2. Create a Zone for Virtual SIP Trunk (Zone 4)

Follow Section 5.4.1 to create a zone for the Virtual Trunk. The difference is in the Zone Intent
(ZBRN) field, For ZBRN select VTRK for virtual trunk and Best Quality (BQ) for both,
INTRA_STGY and INTER_STGY as shown below and then click on the Save button. For
CenturyLink Zone 4 was created for the Virtual Trunk.

AVAYA €S1000 Element Manager
- UCM Network Services Managing: 172.16.21.61  Username: admin
—Home System » [P Metwaork » Zones » Bandwicth Fones » Bandwidth Zones 4 » Edit Bandwicth Fone » Zone Basic Property and Bandwicth Management
-Links - -
- Virtual Terminals Zone Basic Property and Bandwidth Management
- System
+Alarms
- Maintenance Input Description Input Value
+ Core Equipment -
- Peripheral Equipment Zone Number (ZONE): s ¢1-8000)

- IP MNetwork

- Modes: Servers, Media Cards Intrazone Bandwidth (INTRA_BW): | 1000000

(0- 10000000 )

- Maintenance and Reparts

- Media Gateways

-Zones

-Hostand Route Tables

- Metwark Address Translation (M.

Intrazone Strategy {INTRA_STGY): | Best Quality (B Q)
Interzone Bandwidth (INTER_BW): | 1000000
Interzone Strategy {INTER_STGY): | Best Quality (BQ)

b

(0- 10000000

b

- QoS Thresholds
- Persanal Directories
- Unicode Marme Directory
+Interfaces
- Engineered Yalues
+Emergency Services
+ Goftware
- Customers
+Routes and Trunks
+ Dialing and Numbering Plans
+Phones
+ Tools
+Security

Resource Type (RES_TYPE): | Shared (SHARED) +
Zone Intent (ZBRN): | WTRK (vTRK) +
Description (ZDES): | TRKZONE_G711_FIRST

[ Submit ] [ Refresh ] [ Cancel ]

5.5. Administer SIP Trunk Gateway

This section describes the steps for establishing a SIP IP connection between the SIP Signaling
Gateway (SSG) and Session Manager (SM).

5.5.1. Integrated Services Digital Network (ISDN)

Select Customers in the left pane. The Customers screen is displayed. Click on the link
associated with the appropriate customer, in this case 00. The system can support more than one
customer with different network settings and options.
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AVAYA €S1000 Element Manager

- UCM Network Services Managing: 172.16.24.61  Username: acmin
_Home Customers
-Links
- Virtual Terminals Customers
+System
- Customers
* R!Ju_tes andiiiunks ) Add.. Refresh
+ Dialing and Numbering Plans
+Phones Customer Mumber & Total Routes Total Trunks
+Tools
+Security 10 3 7

The Customer 00 Edit page will appear. Select the Feature Packages option from this page.

AV/-\yA CS1000 Element Manager
- UCHM Network Services Managing: 172.16.21.61  Username: admin »
-Home Customers » Customer 00 » Customer Details
-Links
- Vittual Terminals Customer Details
+Systemn
- Customers
+Routes and Trunks Basic Canfiguration
+ Dialing and Numbering Plans Application Module Link
+Phones Attendant
+Tools Enaan
+Security Call Detail Recording

Call Party Mame Dizsplay

Call Redirection

Centralized Attendant Service
Cantrolled Class of Service
Features

Flexible Feature Codes

Intercept Treatments

ISDM and ESM Metworking

Listed Directory Mumhbers

Media Services Properies

hohile Service Directory Mumbers
Multi-Party Operations

MHight Service

Recorded Overflow Announcement
SIP Line Service v

The screen is updated with a list of Feature Packages populated. Select Integrated Services
Digital Network to edit its parameters. The screen is updated with parameters populated below
Integrated Services Digital Network. Check the Integrated Services Digital Network (ISDN)
checkbox, and retain the default values for all remaining fields as shown below. Scroll down to
the bottom of the screen, and click on the Save button at the bottom of the page.
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AVAYA €S1000 Element Manager

-UCM Network Services - Integrated Services Digital Network Package: 145
—E_or:e +Dial Access Prefix on CLID table entry option
- Links - -
Virtual Terminals Integrated Senvices Digital MNetwaork:
+System - Wirtual private network identifiar: |1 (1 - 16383)
- Customers
+Routes and Trunks - Private network identifier: |1 (- 16383)
+ Dialing and Numbering Plans i
+Phones “Nods BN
+Tools Multi-location business group: |0 (0 - B5535)
+Security
Business sub group consult-only, |B5535 (0 - B5535)
Prefix 1:
Prefix 2:
Home number plan area code (200 - 999}
Prefixfor central office (100 - 9999)

Lacal steering code:
Calling number type: | CLID feature displays the set's Prime DN »
Redirection count for ISDM calls: | §
CLID information for incomingfoutgaing calls: | Mo manipulation is done  »

Public service telephone netwarks: [

+MNetwork Attendant Service Package: 159
+Flexible Numbering Plan Package: 160
+ Trunk Failure Monitor Package: 182 3

5.5.2. Administer the SIP Trunk Gateway to Session Manager

Select IP Network - Nodes: Servers, Media Cards configuration from the left pane, and in
the IP Telephony Nodes screen displayed, select the Node ID of this Avaya CS1000 system.
The Node Details screen is displayed as shown in Section 5.2.1

On the Node Details screen, select Gateway (SIPGw) (not shown).

Under General tab of the Virtual Trunk Gateway Configuration Details screen, enter the
following values (highlighted in red boxes) for the specified fields, and retain the default values
for the remaining fields as shown below. The Local SIP port parameter must match the Port
number entered under SIP Entity Link in the Avaya Aura® Session Manager (this is shown in
Section 6.6).

- Vtrk gateway application: SIP Gateway (SIPGw)

- SIP domain name: bsoft.nc.labnet

- Local SIP port: 5085

- Gateway endpoint name: CS1KGateway

- Application node ID: 1006

The domain for CenturyLink (bsoft.nc.labnet) may change during installations.
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AVAYA

- UCM Network Services . . X X
_Home System = IP Network » [P Telephony Modes » Node Details » Vitual Trunk Gatesway Configuration
- Links Node ID: 1006 - Virtual Trunk Gateway Configuration Details
= Virtual Terminals
- System General | SIP Gateway Settings | SIP Gateway Services
+hAlarms
- Maintenance Wirk gateway application: [#] Enable gateway service on this node 2
+ Core Equipment
- Peripheral Equipment
- IP Metwark General Virtual Trunk Network Health Monitor
- Modes: Servers, Media Cards ; ;
- Maintenance and Reports Wik gateway application: | SIP Gateway (SIPGw) v [ Monitor IP addresses (listed below)
:;ﬂsﬁ;Gatewavs SIP domain name: |bsoft.nc, labnet N Infarmation will be captured for the IP addresses listed
- Hostand Route Tables below:
- Metwark Address Translation (W Local SIP port: 5085 (1 - B8535 Manitar B
- QoS Threshalds neal = port ¢ !
- Perzonal Directories Manit ad .
- Unicode Name Directary Gateway endpoint name: |C31KGateway . onitor addresses:
+Interfaces
- Engineered Valu_es Gateway password: *
+Emergency Senices
+ Software —
_ Customers IApphcatmn node ID: 1006 *(0-9999)
+Routes and Trunks .
+Dialing and Numbering Plans Enable failsafe NRS: [
+Phones
+Tools 3
+Security Mote: Ch e on thi ill MOT b
. N £ ANGEes Made on NS page wil 1=} =3 55 |
(=] e, transmitted until the Mode is also saved.
F3

CS1000 Element Manager

Managing: 172.16.21.61 Username: admin

Click on the SIP Gateway Settings tab, under Proxy or Redirect Server, enter the following
values (highlighted in red boxes) for the specified fields, and retain the default values for the

remaining fields as shown below.

AVAYA

-UCM Network Services . . . X
_Home System = [P Network = P Telsphony Modes = Mods Details = Witual Trunk Gateway Configuration
_Links Node ID: 1006 - Virtual Trunk Gateway Configuration Details
-Virtual Terminals
=D General | SIP Gateway Settings | SIP Gateway Services
+Alarms
- Maintenance Proxy Or Redirect Server: ~
+ Core Equipment
P S Route 1:
- Peripheral Equipment roky Seruer €
- |P Metwork Primary TLAN IP address: |172.16.5.32
- Modes: Servers, Media Cards The IP address can have either IPvd or IPvE format based on the value of "TLAN
- Maintenance and Repars address type"
- Media Gateways
-Zones Port: (5085 (1 - B5535)
-Hostand Route Tables
- Metwark Address Translation (M. Transport protocol: | UDP »
- QoS Thresholds . ) .
- Pergonal Directories Options: [ Support registration
- Unicode Name Directory [] Frimary CDS proxy
+Interfaces
- Engineered Yalues
+ gmﬂi\tgenw Senices Secondary TLAN IP address: (0.0.0.0
+ Software The IP address can have either IPv4 or IPYE format based on the value of "TLAN
- Customers aldress type"
+ Routes and Trunks
+ Dialing and Numbering Plans Port: (5060 (1 - B5535)
+Phones
+Tools Transport protocol: | UDP & 2
+Security Mote: Changes made on this page will NOT be
i . Save Cancel
B W, transmited urtil the Mode is alzo saved.
< ¥

CS1000 Element Manager

Managing: 172.16.21.61 Username: admin

HG; Reviewed:
SPOC 7/5/2012

25 of 80
CTLCS1KSMACME

Solution & Interoperability Test Lab Application Notes
©2012 Avaya Inc. All Rights Reserved.



On the same page shown above, scroll down to the SIP URI Map section.
Under the Public E.164 Domain Names, for:

- National: leave this SIP URI field as blank

- Subscriber: leave this SIP URI field as blank

- Special Number: leave this SIP URI field as blank

- Unknown: leave this SIP URI field as blank

Under the Private E.164 Domain Names, for:

- UDP: leave this SIP URI field as blank

- CDP: leave this SIP URI field as blank

- Special Number: leave this SIP URI field as blank
- Vacant number: leave this SIP URI field as blank
- Unknown: leave this SIP URI field as blank

Note: These fields are shown with no entries (blank) for the Avaya DevConnect lab
configuration, it is possible that customer installations will have domains names configured here.

Then click on the Save button.

AVAYA €S1000 Element Manager
_UCM Network Services Managing: 172.16.21.61 Username: admin
_Home System = IP Network » [P Telephony Modes » Node Details » Vitual Trunk Gatesway Configuration
- Links Node ID: 1006 - Virtual Trunk Gateway Configuration Details
= Virtual Terminals
- System General | SIP Gateway Settings | SIP Gateway Services
+hAlarms
- il ~
Mamtenar_]ce SIP URI Map:
+Core Equipment X . X .
- Peripheral Equipment Fublic E.164 domain names Frivate domain names
- IP Netwark Mational: UDP:
- Modes: Servers, Media Cards
- Maintenance and Reports Subscriber COP:
- Media Gateways
- Zones Special number: Special number:
- Hostand Route Tables
- Metwark Address Translation (M Lnknowen: Wacant number:
-G0S Thresholds
- Personal Directories Unknown:
- Unicode Mame Directary
+Interfaces SIP Gateway Services
- Engineered Yalues
+Emergency Serices SIP Converged Desktop: Enahle CD service
+ Software )
_ Customers Service DN: Uszed for making Y TRK call from agent.
+Routes and Trunks Converged telephone call forward DR
+ Dialing and Numbering Plans
+Phones RAM route for announce: [route number 0 - 511)
+;00Is iy Wit tirne before RAN gueue: |1 (-1 - 32767 mzec) v
+Secur
. Mote: Changes made on this page will MOT be Save Cancel
(] S, transmitted until the Mode is also saved.
< ¥

5.5.3. Administer Virtual D-Channel

Select Routes and Trunks - D-Channels from the left pane to display the D-Channels
screen. In the Choose a D-Channel Number field, select an available D-channel from the
drop-down list as shown below. Click on to Add button.
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AVAYA €S1000 Element Manager

- UCM Network Services Mansging: 172.16.21.61  Username: admin
_Home Routes and Trunks » D-Channelz
+Links
+System D-Channels
- Customers
- Routes and Trunks

- Routes and Trunks Maintenance

-D-Channels

- Digital Trunk Interface D-Channel Diagnostics (LD 96)
+Dialing and Humbering Plans Network_and Pe_righeral Equipment (LD 32, Vitual D-Channels)
+Phones MSDL Diagnostics (LD 96)

TMDI Diagnostics (LD 96)

+Tools D-Channel Expansion Diagnostics (LD 48)

+Security

Configuration

Choose a D-Channel Mumber: |1 | andtype: |DCH  »|| to Add

- Channel: 0 Type: DCH Card Type; DCIP Description: VolP
- Channel: 96 Type: DCH Card Type: DCIP Description: SIPL_DCH

The D-Channels 0 Property Configuration screen is displayed next as shown below (D-Channel
0 was added for the testing). Enter the following values for the specified fields:

- D channel Card Type (CTYP): D-Channel is over IP (DCIP)

- Designator (DES): A descriptive name

- Interface type for D-channel (IFC): Meridian Meridian1 (SL1)
- Meridian 1 node type: Slave to the controller (USR)

- Release ID of the switch at the far end (RLS): 25
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AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
+Links
+System
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channgls
- Digital Trunk Interface
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

WManaging: 172 1 Username: admin ~
RoLtes and Trunks » D-Channsls » D-Channels 0 Property Configuration

D-Channels 0 Property Configuration

-Basic Ceonfiguration

Input Description Input Value

Action Dewice And Murmber (ADAN)

|D channel Card Type |

Designator: |\WolP
Recovery to Primary: []

PRIloop number for Backup C-channel

Usar N
Interface tvpe for D-channel: | Meridian Meridiant (SL1) v
Country: | ETS 300 =102 basic protocal (ETSI) ~

O-Channel PRI loop number.

Prirary Rate Interface

Secondary PRIZ loops

Meridian 1 node type: | Slave to the controller (USR] v

Release D ofthe switch atthe far end:| 25+

Central Office switch type: | 100% compatible with Bellcare standard (STD)
Integrated Services Signaling Link Maximum Range: 1 - 4000

Signalling server resource capacity | 3700 Range: 0 - 3700

On the same page scroll down and enter the following values for the specified fields:

- Advanced options (ADVOPT): check on Network Attendant Service Allowed

Retain the default values for the remaining fields.

AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
+Links
+System
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

User =
Interface tvpe for D-channel: | Meridian Meridiant (SL1) v
Country: | ETS 300 =102 hasic protocol (ETS0) v
DO-Channel PRI loap number:
Frirary Rate Interface
Secondary PRIZ loops
Meridian 1 node type: | Slave to the contraller (USR) -
Release D of the swilch atthe far end: | 25+
Central Office switch type: | 100% compatible with Bellcare standard (STD)
Integrated Services Signaling Link Maximum Range: 1 - 4000

Signalling serer resource capacity: 3700 Range: 0 - 3700

- Layer 3 call control message count per 5 second 300
time interval

- Murmber of Status Enguiry Messages sentwithin
128 ms

- Map channel number to timeslots on a PRIZ loop

Range: 60 - 350

- Qwerlap Receiving
- Overlap Sending
--Cwerlap Timer v
- Multilocation Business Group Allowed: []
- Metwork Attendant Service Allowed |
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Click on the Basic Options and click on the Edit button at the Remote Capabilities (RCAP)

attribute as shown below.

AVAYA

CS1000 Element Manager

- UCM Network Senices
-Home
+Links
+System
- Customers
-Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

Primary D-channel for a backup DCH
- PIN custormer number. -
- Progress signal v
- Calling Line Identification
- Qutput request Buffers: | 32«
- D-channel transmission Rate: | 56 khis when LOMT is AMI (58K)

- Channel Negaotiation aption: | No alternative acceptable, exclusive. (1) s

- Remaote Capabilities
- B channel Sewvice messaging.: []

- Layer 3 call control message count per 5 second

time interval

- Mumber of Status Enquiry Messages sent within 1
128 ms

- Map channel numberto timeslots on a PRIZ loop

300

- Owerlap Recebing: []
- Overlap Sending: []
--Owerlap Timer v
- Multilocation Business Group Allowed: []
- Metwork Attendant Service Allowed

+

+Feature Packages

The Remote Capabilities Configuration page will appear. Then check ND2 and MWI (if
PSTN mailboxes are present on the CS1K Call Pilot) checkboxes as shown below.

Click on the Return — Remote Capabilities button (not shown).
Click on the Submit button (not shown).

AV/-\y/-\ £S51000 Element Manager
- UCM Network Sendces Rerouting requests processed using integer value (DV2l) []
-Home Rerouting requests processed using object identifier (DvV20) []
+Links " - "
+System Diversion info. sent. rerouting requests processed (DV3I) []
- Customers EurolSDH - div. info sent. rerouting req. processed (DV30) []
-Routes and Trunks Call transfer notification and invocation to EurolSDN (ECTO) []
- Routes and Trunks
_D-Channels Malicious call identification (MCID) []

- Digital Trunk Interface
+Dialing and Numbering Plans
+Phones
+Tools
+Security

MCDN QSIG conversion (MQC) []

Remote D-channel is on a MSDL card (MSL) []
Message waiting interworking with DMS-100 (M)
Network access data (NAC) []

Network call trace supported (NCT) []

Network name display method 1 (ND1) []

Metwork name display method 2 (ND2) |

Network name display method 3 (ND3) []

HName display - integer 1D coding (NDI) []

Name display - object ID coding (NDO) []

Path replacement uses integer values (PRI) []

Path replacement uses object identifier (PRO) []

Release Link Trunks over IP (RLTI) []

Remote virtual queuing (RvQ) []

Trunk anti-tromboning operation (TAT) []

User to user service 1 (UUS1) []

NI-2 name display option. (NDS) []

Message waiting indication using integer values (QMAT []
Message waiting indication using object identifier (QMWO) []
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5.5.4. Administer Virtual Super-Loop

Select System - Core Equipments = Superloops from the left pane to display the
Superloops screen. If the Superloop does not exist, please click “Add” button to create a new
one as shown below. In this example, Superloop 8 is one of the Super-loops that was added and

used.

AV/-\y/-\ CS51000 Element Manager
- UCM Network Services Managing: 17246.20.61  Username: admin
-Home System » Core Equipment = Superloops
+Links
- System Superloops
+Alarms
- Maintenance
- Core Equipment
SO Add Retresh
-Superloops Superloop Number « Supetloop Type
-MSDUMISP Cards 1 4 PMG
- ConferencemODS/Multiftequency
-Tone Senders and Detectors | 2@ 8 Yirtual
- Peripheral Equipment 30 12 Virtual
L etk 1018 Phantom
-Engineered Yalues 30 48 Virtual
+Emergency Services 8 52 irtual
+Software
- Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Phones
+Tools
+Security
< >

5.5.5. Administer Virtual SIP Routes

Select Routes and Trunks - Routes and Trunks from the left pane to display the Routes and
Trunks screen. In this example, Customer 0 is being used. Click on the Add route button as
shown below.

AV/-\y/-\ CS51000 Element Manager
- UCM Network Services Managing: 172.16.21.61 Username: admin
—Home Routes and Trunks » Routes and Trunks
+Links
+System Routes and Trunks
- Customers
- Routes and Trunks
-Routes and Trunks
_D-Channels + Customer: 0 Total routes: 3 Totaltrunks: 17
- Digital Trunk Interface
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

The Customer 0, New Route Configuration screen is displayed next. Scroll down until the
Basic Configuration Section is displayed and enter the following values for the specified fields,
and retain the default values for the remaining fields as shown below.

- Route Number (ROUT): Select an available route number.

- Designator field for trunk (DES): A descriptive text.

- Trunk Type (TKTP): TIE trunk data block (TIE)

- Incoming and Outgoing trunk (ICOG): Incoming and Outgoing (IAO)

- Access Code for the trunk route (ACOD): An available access code.
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- Check the field The route is for a virtual trunk route (VTRK), to enable four
additional fields to appear.
- For the Zone for codec selection and bandwidth management (ZONE) field,
enter 4 (created in Section 5.4.2).
- For the Node ID of signalling server of this route (NODE) field, enter the node
number 1000 (created in Section 5.2.1).
- Select SIP (SIP) from the drop-down list for the Protocol ID for the route (PCID)

field.

- Check the Integrated Services Digital Network option (ISDN) checkbox to
enable additional fields to appear. Enter the following values for the specified
fields, and retain the default values for the remaining fields. Scroll down to the

bottom of the screen.

Mode of operation (MODE): Route uses ISDN Signalling Link (ISLD)
D channel number (DCH): D-Channel number O (created in Section 5.5.3)
Interface type for route (IFC): Meridian M1 (SL1)

AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
-Links
-Virtual Terminals
+System
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

Routes and Trunks » Routes and Trunks » Customer 0, Route O Property Configuration

Customer 0, Route 0 Property Configuration

- Basi¢ Configuration

Route data block (RDB) (TYPE)
Customer number (CUST)

Route number (ROUT)

Designator field for trunk (DES)

Trunk type (TKTF)

Incaming and outgaing trunk (1COG)
Access code for the trunk route (ACOD)

SERWICE PROYIDE

Incoming and Outgoing (AD)
7916

Trunk type M311F (M311F)

The route is for a wirtual trunk route (VTR
- Zone for codec selection and bandwidth 00004 - 6000y
management (ZZONE)
- Mode ID of signaling server nfl(r;\\isogge 1006 - 9999)
- Protocol ID for the route (PCID) - | SIP (SIP) v
- Print correlation |D in CDR for the route O

(CRIDY

Integrated services digital netwark option ((SDM)y

- Mode of operation (MODE)
- O channel numher (DCH)
- Interface type for route (IFC)

Route uses ISDM Signaling Link (ISLD)
n (0-354)
Meridian M1 (SL1)

v
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AVAYA CS1000 Element Manager
- UCM Network Senvices - Interface type for route (IFC) - | Meridian M1 (SL1) v b
::‘::: - Private network identifier (PNI {00001 (0-32700)
-Virtual Terminals - Metwork calling name allowed (NCRA)
+System
IS - Metwork call redirection (MCRD)
-Routes and Trunks - - Trunk route optimization (TROY: []
S i i 2 s - Recognition of DTIZ ABCD FALT signal for ISL
-D-Channels (FALT) O
- Digital Trunk Interface
+ Dialing and Numbering Plans - Ghannel type (CHTY) ;| B-channel (BCH) v
:?::;;es - Call type for outgoing direct dialed T(ICETrig;e Unknown Call type (UKWH) K
+Security | Insef ESM access code (INAC) |
- Integrated service access route (ISAR) : []
- Display of access preficon CLID (DAPC) - [
- Mobile extension route (MBXR) : []
- Mohile extension outgoing type (MBXOT) | Mational number (MPA) v
- Mobile extension timer (MBXT) : |0 (0- 8000 milliseconds)
Calling number dialing plan (CHOP)Y ;| Unkndwin (UKWRN) v
+Basic Route Options
+Network Options
+General Options
+Advanced Configurations
Submit H Refresh H Delete H Cancel ]

- Click on Basic Route Options, check the North American toll scheme (NATL)
and Incoming DID digit conversion on this route (IDC), input DCNO 0 (created
in Section 5.6.5) for both Day IDC Tree Number and Night IDC Tree Number as
shown below.

AV/-\yA CS1000 Element Manager
=
::(ﬂ:x:etwurk Sanaces - Mohile extension outgoing type (MBXOT) | Mational number (MPA) v ~
—Lin!(s . - Mabile extension timer (MBXT) @ |01 (0- 8000 milliseconds)
+;;|;1::|‘ LD Calling number dialing plan (CHOP)Y ;| Unkndwin (UKWRN) v
- Customers -Basic Route Options
’rfnﬁl‘;ﬁfezna"nm‘r"uﬁs Attendant announcement (8TAN) | Mo Attendant Announcement. (NG) v
-D-Channels Billing number reguired (BILNY . []
- Digital Trunk Interface
+ Dialing and Numbering Plans Cail detail recording (COR): []
+Phones [Morth American toll scheme (NATL) : [#]]
:;‘:r’:l:rily Contrals or timers (CNTL : []
Conventional (Tie trunk only) (CHNVT) . []
Incaming DID digit conwersion on this route (IDC)
- Day IDC tree number (DCNO) © |0 (0-254)
- Might IDC tree number (MDNO) |0 (0- 254)
- Display external dialed digits (DEXT) : []
Multifrequency compelled or MFC signaling (MFC) 0| No MFC (NO} v
Frocess naotification networked calls (PMNG) : []
+Network Options
+General Options
+Advanced Configurations
[ Submit ][ Refresh ][ Delete ][ Cancel ]

- Click on Advance Configurations; check Music-on-hold to enable music on hold
on the route. Input music route 1 to the boxes as shown below. The Avaya CS1000
system has been pre-configured with route 1 as a music route.
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Click on the Submit button (not shown).

AVAYA CS1000 Element Manager
B e
- UCM Network Services !
-Home Harne national number (HNTR) -
-Links " f T
Virual Terminals In-hand automatic numberldentmcatlo?‘:\?\lu‘;e O
+System
IS Incoming identifier send (CIS)
- Routes and Trunks Internalfesternal definition (IDEF) : | Use network info (MET) »
-Routes and Trunks
_D-Channels Identify originating pary IDOP) : []
- Digital Trunk Interface Insert NST) -
+Dialing and Numbering Plans
+Phones Manual outgoing trunk raute (MANO) : []
+Tools Wanual raute (MMNL) : []
+Security
Music on-hald (MUS) ©
- Music route number (MRT) 11 @-511)
Cutgoing identifier send (0G15)
Oft-hook tirmer delay (OHTD) : []
Outpulsging route (OPR) - []
Pseudno answer (PANS) ©
Periodic clearing signal (PECLY: [
Privacy indicator ignored (PI) - [
Auwdliary application (AUXP) - [
Protocal selection (PSEL) : | DM-DM Pratocal Selection (DMODM) »
Freference trunk usage threshold (PTUT) 1 |0 @-51m
Farttype atfar end (PTYF) ;| Analog TIE trunks (ATT) v
Route traflic information in ACD Reports (RACD) : [
Radio paging route (RPA) - [] @

5.5.6. Administer Virtual Trunks

Continue on Section 5.5.6, after click Submit, the Routes and Trunks screen is displayed and
updated with the newly added route. In the example, Route 0 was being added. Click on the Add
trunk button next to the newly added route 0 as shown below.

AV/-\y/-\ £S51000 Element Manager
- UCM Network Services Menaging: 172162161 Username: admin
~Home Routes and Truriks » Routes and Trurks
-Links
- Vitual Terminals Routes and Trunks
+System
- Customers
-Routes and Trunks
_ Routes and Trunks - Customer: 0 Total routes: 3 Total trunks: 17 Add route
=EEIENIES Description: SERVICE e
- Digilal Trunk Interface +Route: 0 Type: TIE FROVIDER Add frunk
+Dialing and Numbering Plans
+Phones +Route: 1 Type: IMUS Description: MUSIC Add trunk
+Tools
+Route: 96 Tupe: TIE Description: SIPL_ROUTE  [Edit
+Security

The Customer 00, Route 0, Trunk 1 Property Configuration screen is displayed as shown
below. Enter the following values for the specified fields and retain the default values for the
remaining fields. The Media Security (sSRTP) has to be disabled at the trunk level by editing the
Class of Service (CLS) at the bottom basic trunk configuration page. Click on the Edit button
as shown below.

- The Multiple trunk input number (MTINPUT) field may be used to add
multiple trunks in a single operation, or repeat the operation for each trunk. In the
sample configuration, 11 trunks were created.

- Trunk data block (TYPE): IP Trunk (IPTI)

- Terminal Number (TN): Available terminal number (created in Section 5.5.4)
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- Designator field for trunk (DES): A descriptive text

- Extended Trunk (XTRK): Virtual trunk (VITRK)

- Member number (RTMB): Current route number and starting member

- Start arrangement Incoming (STRI): Immediate (IMM)

- Start arrangement Outgoing (STRO): Immediate (IMM )

- Trunk Group Access Restriction (TGAR): Desired trunk group access
restriction level

- Channel ID for this trunk (CHID): An available starting channel ID

- Customers
-Routes and Trunks
-Boutes and Trunks
-D-Channels
- Digital Trunk Interface
+Dialing and Numbering Plans
+Phones
+Tools
+Security

AVAVA CS1000 Element Manager
- UCM Network Senvices Managing: 172.16.21.61 Username: admin
~Home Routes and Trunks » Routes and Trunks » Customer 0, Route 0, Trunk 1 Property Configuration
-Links

- Virtual Terminals Customer 0, Route 0, Trunk 1 Property Configuration
+System

-Basic Configuration

Auta increment member number.
Trunk data block:
Terminal number.

Designator field for trunk: [WIR_TRK

Extended trunk.

Member number: |1

Level 3 Signaling v
Card density.
Start arrangement Incoming © | Immediate (M) v
Start arrangement Outgoing: | Immediate (M) v

Trunk group access restriction: |1

Channel 1D for this trunk: |1

Class of Service

+Advanced Trunk Configurations

Click on Edit Class of Service, For Media Security, select Media Security Never (MSNV), for
Restriction Level enter Unrestricted (UNR). Use default for remaining values. Scroll down to
the bottom of the screen and click Return Class of Service and then click on the Save button
(not shown).
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AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
-Links
-Virtual Terminals
+System
- Customers
- Routes and Trunks
-Routes and Trunks
-D-Channels
- Digital Trunk Interface
+ Dialing and Numbering Plans
+Phones
+Tools
+Security

T ——
- Busy Tone Supervised COT.
- Calling party

- Central Office Rinaback:

- Centrex Switchhook Flash

- Dial Pulse

- DTR PAD walue

- Echo Canceling:

- Loop Break Supervised COT.

- Make-hreak ratio for dial pulse:

Calling party Denied (CHND) »
v
Centrex Switchhook Flash Cenied (THFD)
Dial Pulse (DIFy
v

Echo Canceling Denied (ECD) »

- Hong Kaong DTI v
10 pulses per second (P10) N
- Manual Incoming: | Manual Incoming Denied (MID)
-Media Security. | Media Security Mever (MSMY) v I

-Metwark Hook Flagh Over M311F;
- Polarity:
- Priority:

Low Priority (LPRY

lResmctmn level

Unrestricted (UNR) -

- Reversed Ear Piece

- Shartor lang line:

- Trangmission Class of Service;
- Warning Tone

- Reversed Ear Piece;

- ARF Supervised COT.

Reversed Ear Piece denied (HREP)

v
Mon-Transmission Compensated (NTC) «
‘Warning Tone Allowed (ATA)
Reversed Ear Piece denied (KREF)  »

v

5.5.7. Administer Calling Line Identification Entries

Select Customers = 00 - ISDN and ESN Networking. Click on Calling Line Identification

Entries as shown below.

AVAYA

CS1000 Element Manager

- UCM Network Services
-Home
-Links

=Virtual Terminals
+System
- Customers
+Routes and Trunks
+Dialing and Numbering Plans
+Phones
+Tools
+Security

General Properties

Flexible trunk to trunk connection aption:

Flexible orhiting prevention timer.

Calling Line ldentification

Country code:

Connections restricted R4

B v

0 - 0909)

Code for processing the called number

Mational access code:

International access code: |011

Options:

Transfer on ringing of supervised external trunks

Connection of supervised external frunks

Metwork option Coordinated dialing plan routing
Integrated services digital netwark:

Microsoft converged office dialing plan: | Private dialing plan s

Information for incoming/outgoing calls: | Mo manipulationis done

Size: |256

Country code:

(0 - 4000)

(0 - 0999y

Code displayed as part of calling number
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Click on Add as shown below.

AVAYA CS1000 Element Manager
- UCM Network Services Managing: 172.16.21.61  Username: admin
~Home Customers » Customer 00 » Customer Details » ISDN and ESM Networking » Calling Line Idertification Entries
-Links
- Virtual Terminals Calling Line Identification Entries
+System
- Customers Search for CLID
+Routes and Trunks
+Dialing and Numbering Plans Startrange :
+Phones
+ Tools End range
+ Security 'End rangs' should net exceed the CLID size specified
Calling Line ldentification Entries
Add Refresh

Add entry 0 as shown below

- National Code: Input the three digit area code prefix of the DID number assigned by the

service provider, in this case 318.
- Local Code: input the seven digit number of the DID assigned by Service Provider, in this case

itis 5551234.
- Calling Party Name Display: Uncheck for Roman characters.

Repeat for each one of the DID numbers to be assigned to extensions in the Avaya CS1000.

AVAVA CS1000 Element Manager
- UCM Netwaork Services s
-Home Edit Calling Line Identification 0
7I:Igrr1sua\TermmaI5
+System General Properties
- Customers
+Routes and Trunks MNational Code: 318 (@ - ooooooy
+Dialing and Numbering Plans Code for national home number
+Phones
+Tools Local Code: |h551234 (1-12 digits)
+Security Code for home local number o listed DN
Local Steeting Code: (17 digits)
UseDMasDID | NO v
Emergency Services Access
Ermergency Local Code: (1-12 digits)
Emergency Options: [ ;;Ergsesnca;iﬁ;a\ number for emergency services
Saraenty sannces ssco e

Calling Party Name Display
5.5.8. Enable External Trunk to Trunk Transferring
This section shows how to enable External Trunk to Trunk Transferring feature which is a
mandatory configuration to make call transfer and conference work properly over SIP trunk.
Login Call Server CLI (please refer to Section 5.1.2 for more detail).
Allow External Trunk to Trunk Transferring for Customer Data Block by using LD 15.
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=ld 15 COBO00

MER A3AIL (LA 43562101 USED U P 371282 939078 TOT: 44862451
DISK SPACE MEEDED: 1713 KEYTES

REQ: chy

TYPE: net

TYPE MET _DATA,

CUSTO

;I;ﬁNX yes
EXTT yes

5.6. Administer Dialing Plans

5.6.1. Define ESN Access Codes and Parameters (ESN)

Select Dialing and Numbering Plans - Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select ESN Access Code and
Parameters (ESN) as shown below.

AVAYA CS1000 Element Manager

- LICM Network Services - - it
-Home Electronic Switched Network (ESN)

+Links

+System

- Customers - Customer 00

+Routes and Trunks - Network Control & Services

- Dialing and Numbering Plans
- Elecironic Switched hetiork
- Flesible Code Restriction

- Metwork Control Parameters (NCTL
- ESK Access Codes and Parameters (ESM)|
- Digit Manipulation Block (DGT)

—Incoming Digit Translation - Home Area Code (HNPA)

+Phones - Flexible CLID Manipulation Block (CMDB)
+Tools - Free Calling Area Screening (FCAS)

- - Free Special Number Screening (FSMS)
P

- Incoming Trunk Group Exclusion {(ITGE]
- Metwork Attendant Services (NAS)
- Coordinated Dialing Plan {CDP)
- Local Steering Code (LSC)
- Distant 8teering Code (DSC)
- Trunk Steering Code (TSC)
- Numbering Plan (NET)
- Access Code 1
- Home Location Code (HLOC)
- Location Code (LOC)
- Murmbering Plan Area Code (NPA)

- Exchange (Central Office) Code (M)
- Special Murmber (SPR)
- MNetwork Speed CallAccess Code (NSCL)

- Access Code 2
- Home Location Code (HLOG)
- Location Code (LOC)
- Mumbering Plan Area Code (MPA)
- Exchange (Central Office) Code (M)
- Special Mumber (SPM)
- MNetwork Speed Call Access Code (NSCL)

In the ESN Access Codes and Basic Parameters page, define NARS/ BARS Access Code 1 as
shown below. Click Submit (not shown).
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AVAYA

CS1000 Element Manager

o etuvork Senvices ESN Access Codes and Basic Parameters 3
=
- Customers General Properties
+Routes and Trunks
" Battorie swiched Hetwnds [YRERARS Jorems oo LB
- Flexible Code Restriction NARS Access Code 2t |b
4;"12:11?@ PRI MARS/BARE Dial Tone after dialing AC1 or AC2 access codes:
+Tools Expensive Route Warning Tone
e - Bxpensive Route Delay Time: | (0-10)
Coordinated Dialing Plan feature for this customer:
- Maximum number of Steering Codes: |64000 (1-84000)
- Mumber of digits in COP DM (DSC + DM ar LSC + DM): |10 ¢3-10)
Routing Contrals: [
Check for Trunk Group Access Restrictions: [
Limits
Mazimurn number of Digit Manipulation tables: [2000 (0-2000)
Maximum number of Route Lists: |2000 (0-z000)
Maxirmum number of CLID manipulation tables: | 256 (1-286
Maximumn number of Supplemental Digit restriction blocks: |1500 (0-1500)
Maximum number of Incoming Trunk Group exclusion tables: | 255 (0-265)
Maximurn number of Free Calling area screening tables: | 255 (0-268) @
5.6.2. Associate NPA and SPN call to ESN Access Code 1
Login Call Server CLI (please refer to Section 5.1.2 for more detail).
In LD 15, change Customer Net Data block by disabling NPA and SPN to be associated to
Access Code 2. It means Access Code 1 will be used for NPA and SPN calls.
>1d 15
CDBO000
MEM AVAIL: (U/P): 35717857 USED U P: 8241949 920063 TOT: 44879869
DISK SPACE NEEDED: 1697 KBYTES
REQ: chg
TYPE: net_data
CUSTO0
OPT
AC2 xnpa xspn
FNP
CLID
ISDN
HG; Reviewed: Solution & Interoperability Test Lab Application Notes 38 of 80
SPOC 7/5/2012 ©2012 Avaya Inc. All Rights Reserved. CTLCS1KSMACME




Verify Customer Net Data block by using LD 21.

>Id 21
PT1000

REQ: prt

TYPE: net

TYPE NET DATA
CUSTO

TYPE NET DATA

CUST 00

OPT RTA

ACI INTL NPA SPN NXX LOC
AC2

FNP YES

5.6.3. Digit Manipulation Block (DMI)

Select Dialing and Numbering Plans - Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Digit Manipulation Block
(DGT) as shown as shown below.

In the Please choose the Digit Manipulation Block Index drop-down field, select an
available DMI from the list and click to Add as shown below.

In the example shown below Digit manipulation Block Index 1 was previously added.

AV/-\y/-\ £S51000 Element Manager
- UCM Network Services Wanaging: 172.16.21.61  Username: admin
—_Home Dialing &nc blumbering Plans » Electronic Switched Metwork (ESM) » Customer 00 » Network Contral & Services » Digt Manipulation Block List
+Links
+System Digit Manipulation Block List
- Customers
+Routes and Trunks
- Dialing and Numbering Plans Please choose the | Digit Manipulation Block Index 3 v
- Electronic Switched hetirork
- Flexible Code Restriction . N N
~ Incoming Digit Translation |* Digit Manipulation Block Index: — 1 |

+Phones
+Tools
+Security

+ Digit Manipulation Block Index —- 2

Enter 0 for the Number of leading digits to be Deleted ficld and select NPA (NPA) for the
Call Type to be used by the manipulated digits and then click Submit as shown below.
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AVAYA €S1000 Element Manager

- UCM Network Services Menaging: 172.16.21.61  Usarnams: admin
—Home Dialing anct Mumbering Plans » Elzctronic Switched Metwork (ESN) » Customer 00 » Network Control & Services » Digit Manipulation Block List » Digit Manipulstion Block
+Links
+System Digit Manipulation Block
- Customers
+Routes and Trunks
- Dialing and Numbering Plans Digit Manipulation Index numbers:

- Eleciraonic Switched Metwork

- Flexible Code Restriction Murnber of leading digits to be deleted: |0 ¢0-19)

- Incoming Digit Translation
+Phones Insert
+Tools .

IF Special Mumber
+Security U
Call Type to be used by the manipulated digits - | NPA (NPA) v

Submn] [ Refresh ] I Delete ] I Cancel

5.6.4. Route List Block (RLB)

This section shows how to add a RLB associated with the DMI created in Section 5.6.3.
Select Dialing and Numbering Plans = Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Route List Block (RLB) as
shown below.

Select available value in Please enter a route list index, and click on the “to Add” button as
shown below.

In the example shown below Route List Block Index 1 was previously added.

AVAYA CS1000 Element Manager
- UCM Network Seniices Managing: 172.16.21.61  Username: admin
-Home Dialing and Mumbering Flans » Electronic Switched Metwork (ESN) = Custamer 00 » Metwork Control & Services » Route List Blocks

+Links
+System Route List Blocks
- Customers
+Routes and Trunks
- Dialing and Numbering Plans Please enter a route list index (0-1sa9) |_toAdd
- Electronic Switched hletiork
- Flexible Code Restriction

- Incoming Digit Translation + Route List Block Index -- 1 |

+Phones
+Tools + Route List Block Index -- 2
+Security

Enter the following values for the specified fields, and retain the default values for the
remaining fields as shown below. Scroll down to the bottom of the screen, and click on the
Submit button.

- Route number (ROUT): 0 (created in Section 5.5.5).

- Digit Manipulation Index (DMI): 1 (created in Section 5.6.3).
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AVAYA CS1000 Element Manager
- UCM Netwark Services General Properties &
-Home
-Links Entry Mumber for the Route List:
-Virtual Terminals
SENEED Indexes
- Customers
+Routes and Trunks Time of Day Schedule: | 0 v
- Dialing and Numbering Plans
- Electronic Switthed Metiark Facility Restriction Level: |0 (0-73
~Flexible Code Restriction
- Incoming Digit Translation
+Phones 1SL D-Channel Down Digit Manipulation Indesc |0 ¢0- 1000y
+Tools
+Security Free Calling Area Screening Index: |0
Free Special Number Screening Index: [0
Business Metwork Extension Route: [
Incoming CLID Tahle: |0 (0-286
Options
Local Termination entry: []
Skip Conventional Signaling: []
Digplay Originator's Information: [
Use Tone Detector: []
Conversion to LON: []
Expensive Route: []
Strategy on Congestion: | No Reroute (NRR) v
- QEIG Alternate Routing Causes: | @SIG Alternate Routing Cause 1 » v
5.6.5. Inbound Call Digit Translation
This section describes the steps for receiving the calls from PSTN via the CenturyLink system.
Select Dialing and Numbering Plans = Incoming Digit Translation from the left pane to
display the Incoming Digit Translation screen. Click on the Edit IDC button as shown
below.
AVAYA CS1000 Element Manager
- UCM Network Services Menaging: 172.16.21.61  Usarnams: admin
—Home Dialing anct Mumbering Plans » Incoming Digit Translation
-Links
- Virual Terminals Incoming Digit Translation
+System
- Customers
rl‘:?;l’i‘:::n":l::::::ring Plans g R 00
- Electranic Switched Metwark
- Flexible Code Restriction
- Incaming Digit Translation
+Phones
+Tools
+Security
Click on the New DCNO to create the digit translation mechanism. In this example, Digit
Conversion Tree Number (DCNO0) 0 was created as shown below.
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AVAYA €S1000 Element Manager

- UCM Network Services Managing: 172.16.21.61  Username: admin
—Home Dialing and Mumbering Plans » Incoming Digit Transtation » Customer 00
-Links
-Virtual Terminals Customer 00 Incoming Digit Conversion Property
+System
- Customers
+Routes and Trunks

- Digit Conversion Tree Number: Edit DCNG

- Dialing and Numbering Plans
- Electronic Switched hetirork

- Digit Conversion Tree Number: Mew DCNO
- Flexible Code Restriction
- Incoming Digit Translation - Digit Conversion Tree Number: Mew DCHO
+Phones
+Tools - Digit Comversion Tree Number: Mew DCHO
+Security

- Digit Conversion Tree Number: Mew DCNO

- Digit Corversion Tree Number: Mew DCNO
- Digit Conversion Tree Number: MNew DCNO
- Digit Conversion Tree Number: Mew DCNO

- Digit Corversion Tree Number: Mew DCNO

© @ W @ om oe won oalo

- Digit Conversion Tree Number: MNew DCNO

Detail configuration of the DCNO is shown below. The Incoming Digits can be added to map
to the Converted Digits which would be the Avaya CS1000 system extension number. This
DCNO has been assigned to route 0 as shown in Section 5.5.5.

In the following configuration, the incoming call from PSTN with the prefix 3185551234 will
be translated to the Avaya CS1000 extension number 8005.

AVAYA €$1000 Element Manager

- UCM Network Services Managing: 172.16.21.61  Username: admin
_Home Dialing and Mumbering Plans » Incoming Disit Transiation » Customer 00 » Digt Conversion Tree 0 Configuration » Add Incoming Digits
-Links

- Vitual Terminals Add Incoming Digits
+8ystem
- Customers
+Routes and Trunks
- Dialing and Numbering Plans

Incoming Digits: 3185661234 =

- Electronic Switched Network onverted digits: | 8005
- Flexible Code Restriction
- Ingoming Digit Translation Force storage or removal of data; []

(0 -00000000)

+Phones In case of conflict betmeen the new and existing Incoming Digits, force storzge of remaval may result in loss of portions
+Tools of the tree.
+ Sacurity CPMND language:

Roman characters

CPND MName: | Avaya 2050

fitst name, last name

Expected lenoth: v
Display format: | First name, Last name

[] Katakana characters

5.6.6. Outbound Call - Special Number Configuration

There are special numbers which have been configured to be used for this testing such as 0 to
reach Service Provider operator, 0+10 digits to reach Service Provider operator assistant, 011
prefix for international call, 1 for national long distance call, 411, 911, 711 and so on.
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Select Dialing and Numbering Plans = Electronic Switched Network from the left pane to
display the Electronic Switched Network (ESN) screen. Select Special Number (SPN) as

shown below.

- Dialing and Numbering Plans
- Eleciraonic Switched Metwork
- Flexible Code Restriction
~Incaming Digit Translation

+Phones

+Tools

- Flexible CLID Manipulation Block (CMDE)
- Free Calling Area Screening (FCAS)

- Free Special Number Screening (FSMNS)
- Route List Block (RLE)

- Incaming Trunk Group Exclusion (TGE)
- Network Attendant Services (MAS)

AV/-\y/-\ £S51000 Element Manager
- UCM Network Sendces ~
-Home - Customer 00
~Links - Network Control & Services
- Virtual Terrminals - Metwark Cantral Parameters (NCTL)
+System - ESN Access Codes and Parameters (ESM)
- Customers - Digit Manipulation Block (DGT)
+Routes and Trunks - Home Area Code (HMPA)

y - Coordinated Dialing Plan {CDP)
Y - Local Steering Code (LSC)
- Distant Steering Code (DSC)
- Trunk Steering Code (TSC)
- Mumbering Plan {NET)
- Access Code 1
- Home Location Code (HLOC)
- Location Code (LOC)
- Mumbering Plan Area Code (NPA)
- Exchange (Central Office) Code (M)
- Metwork Speed Call Access Code (NSCL)
- Access Code 2
- Home Location Code (HLOGC)
- Location Code (LOC)
- Mumbering Plan Area Code (MPA)
- Exchange (Central Office) Code (N
- Special Mumber (SPR)
- Metwork Speed Call Access Code (NSCL)

Enter SPN and then click on the “to Add” button. Examples of special numbers that were used
for the testing are shown below.

Special Number: 0
- Flexible length: 0 (flexible, unlimited and accept the character # to ending dial
number)
- CallType: NONE
- Route list index: 1, created in Section 5.6.4

Special Number: 011
- Flexible length: 15
- CallType: NONE
- Route list index: 1, created in Section 5.6.4

Special Number: 1
- Flexible length: 0 (flexible, unlimited and accept the character # to ending dial
number)
- CallType: NATL
- Route list index: 1, created in Section 5.6.4

Special Number: 411
- Flexible length: 3
- CallType: None
- Route list index: 1, created in Section 5.6.4
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AVAYA

CS1000 Element Manager

E—
- UCM Network Services - Special Number --0 ~
’['f”:e Flexible length: 0
N —IC’msua\ Terminals International dialing plan: NO
+System Type of call thatis defined by the special number. NONE
- Customers Route listindex: 1
rl‘:?;l’i‘:::n":;:::::ring Plans g S B =
—E\ec_trnnic Bwitched_Nethrk Flexible length: 15
:mfﬁ':ﬂ';g;?;ﬁfjg'ﬁﬁ‘a‘ﬁgm . Infibit time-out handler: MO
. Phones Type of call thatis defined by the special number: NONE
+Tools Route listindex: 1
+Security - Special Number -- 1
Flexible length: 0
Type of call thatis defined by the special number, MATL
Route listindex: 1
- Special Number -- 411
Flexible length: 3
Inhibittime-out handler: MO
Type of call thatis defined by the special number; NONE
Route listindex: 1
- Special Number -- 711
Flexible length: 3
Inhibittime-out handler. MO
Type of call that is defined by the special number: NONE
Route listindesx; 1
- Special Number -- 911
Flexible length: 3 ]
5.6.7. Outbound Call - Numbering Plan Area Code (NPA)
The Numbering Plan Area Code (NPA) was not used for Outbound Calls. The Special
Number 1 defined above under Section 5.6.6 allows the user to dial any Numbering Plan Area
Code (NPA) when dialing 9+1.
5.7. Administer Phone
This section describes the addition of Avaya CS1000 extension used during the testing.
5.7.1. Phone creation
Refer to Section 5.5.4 to create a virtual super-loop - 8 used for IP phone.
Refer to Section 5.4.1 to create a bandwidth zone - 5 for IP phone.
Login Call Server CLI (please refer to Section 5.1.2 for more detail).
Create an IP phone using Unified Communications Management (UCM) or LD 11.
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Note that text has been removed for brevity.

FEEQ: prt
TYPE: 1110
TII

CUST

TEN

DATE

PAGE

DES

MODEL NAME
EMULATED
DES S001
TII 005 0 00 01 WVIRTUAL
TYPE 1110
CDEN SD
CTYEF ZDLC
CUST O
ITTTL

HTH

CFG_ZONE 00005
CUR_ZONE 00005

BICoS 5
CL3 UWER FEA WTL LPE MTD FNA HTL TDD CRPD
MWL LMPN EMMD 3MWD ALAD IMD XHD IRD NID OLD WCE DRG1
POD SLED CC3D 3WD LND CHNDA
CFTA 3Fi MED DDV CNIA CDCA M3ID DAPAL BFED RCED
ICDA CDMD LLCHW MCTD CLED AUTO
GPUDL DPUD DNDA CFXL ARHD CLTD ASCD
CPFAL CPTAL ABDD CFHAL FICD NATD DNALA BUZZ
UnhI RCC HETD AHD IPND DDGD WAMA MIND PR3D NEWD NRCD NROD
DEDD} EXRO
T3MD USRD ULAD CCED RTDD REDD REHD PGWD OCED FLED FTTC DNDY DNO3 MCEN
FDSD NOVD WOLA VOUD CDME PRED RECD MCDD T37D SEMD
M3NW FRL PECH MWTD DWVLD CROD ELCD
EEY 00 3CR S001 1 MARF
CPND
CPND_LAWG ROMAN
NAME Awvaya, 1110 Tni

EPLMN 14
DISPLAY FMT FIRST,LAST
ANIE O
o1
0z

5.7.2. Enable Privacy for Phone

This section shows how to enable or disable Privacy for a phone by changing its class of service
(CLS); changes can be made by using Unified Communications Management (UCM) or LD
11. By modifying the configuration of the phone created in Section 5.7.1, the display of the
outbound call will be changed appropriately. The privacy for a single call can be done by
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configuring per-call blocking and a corresponding dialing sequence, for example *67. The
resulting SIP privacy setting will be the same in either case.

To hide display name, set CLS to namd. The Avaya CS1000 will include “Privacy:user” in the
SIP message header before sending to the Service Provider.

REQ: chg
TYPE: 1110

TIT g 001
ECHG ye=

ITEM cls namd
ITEMN

To hide display number, set CLS to ddgd. The Avaya CS1000 will include “Privacy:id” in SIP
message header before sending to Service Provider.

FEQ: cho
TYPE: 1110

TII 8001
ECHG yes

ITEM cls ddgd
ITEN

To hide display name and number, set CLS to namd, ddgd. The Avaya CS1000 will include
“Privacy:id, user” in SIP message header before sending to Service Provider.

FEQ: chg

TYPE: 1110

T g 001

ECHG ye=

ITEM cl= namd ddogd
ITEMN

To allow display name and number, set CLS to nama, ddga. The Avaya CS1000 will send
header “Privacy:none” to Service Provider.

FEQ: cho

TYPE: 1110

TI] g 001

ECHG ye=

ITEM cl= nama ddoga
ITEMN

5.7.3. Enable Call Forward for the Phone

This section shows how to configure the Call Forward feature at the system level and phone
level.
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Select Customer = 00 - Call Redirection. The Call Redirection page is displayed as shown

below.

AV/-\yA CS1000 Element Manager
- UCM Network Sendces Managing: 172.16.21.81  Username: admin

_Home Customers » Custamer 00 » Customer Details
-Links

-Virtual Terminals Customer Details

+8ystem

- Customers

+Routes and Trunks Basic Configuration

+Dialing and Numbering Plans Application Madule Link

+Phones

+Tools Aftendant

+Security Call Detail Recording

Call Party Mame Display
Centralized Attendant Service
Contralled Class of Senice
Features

Feature Packages

Flexible Feature Codes

Intercept Treatrments

ISDN and ESN MNetwarking

Listed Directory Numbers

Media Services Properties

Mobile Service Directory Mumbers
Multi-Party Operations

MNight Sermvice

Recarded Owarflow Announcement
SIP Line Service

Timers

Set the following fields:
- Total redirection count limit: 0 (unlimited)
- Call Forward: Originating
- Number of normal ring cycle of CFNA: 4

Click on Save (not shown)

AVAYA CS1000 Element Manager
- UCM Network Services Redirection Holidays
grioe Do not disturb hunting: [
-Links
~Virtual Terminals Total redirection count limit: | 0+
SIS Options: [] Gall forward reminder tane for 50012500 sets
- Customers
+Routes and Trunks [ cFNa treatment for call waiting calls on a DM
+Dialing and Numbering Plans [ DID callto second degree busy treatment
+Phones
+Tools Message center
+Security Frewention of recipracal call forward

Call farward: (& Originating

O Forwarding

Number of normal ringing cycles for CFNA

Qption 0

=
<

-
<

Option 1
Option 2.

-
<

Number of distinctive ringing cycles for CFNA

Optian 0

-
<

-
<

Optian 1
Option 2 | 4

Calls routed to message center

Mo answer DID calls: []

Mo answer non-DID calls: [] N
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To enable Call Forward All Call (CFAC) for the phone over the SIP trunk by using LD 11,
change its CLS to CXFA then program the forward number on the phone set. Following is the
configuration of a phone that has CFAC enabled, the phone forwarded to the PSTN number
919195551212.

REQ: prt
TYPE: 2050pc
TN 8003
CLS UNR FBA WTA LPR MTD FNA HTA TDD HFA CRPD
M LMPN RIMMD ShiWD AAD IMD ¥HD IRD NID OLD YCE DRGA
POD SLKD CCSD SWD LND CNDA,
CFTA SFD MRD DOV CNIA CDCA MSID DAPA BFED RCED
ICDD COMD LLCN MCTD CLED AUTLU
GPUD DPUD DNDACEXAJARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID DNAA BUZZ
UDI RCC HETD AHD IPND DDGA NAKA MIND PRSD NRWD NRCD NROD
DROD EXRO
USMD USRD ULAD CCBD RTDD REDD REHD PGND OCED FLXD FTTC DNDY DNO3 MCEN
FDED NOVD VOLA VOUD COMR PRED RECD MCDD TS7D SBMD
KEM3 MSNY FRA PKCH MUTA MWTD DVLD CROD ELCD

[19 CFwW 12_919195551212|

To enable Call Forward Busy (CFB) for the phone over the SIP trunk by using LD 11, change
its CLS to FBA, HTA then program the forward number as HUNT. Following is the
configuration of a phone that has CFB enabled; the phone is CFB to the PSTN number
919195551212.

REQ: prt
TYPE; 2080pc
TM 8003
CLS UNR[EBAIWTA LPR MTD FNAHTAI TDD HFA CRPD
b, LWMPM RIMMD ShiwD AAD IMD ¥HD IRD NID OLD YCE DRG
POD SLKD CCSD SYWD LND CHDA
CFTA SFD MRD DDY CMIA COCA MSID DAPA BFED RCED
ICDD COMD LLCKN MCTD CLBD AUTU
GPUD DPUD DMDA CFXA ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD MAID DMAL BUZT
UDI RCC HETD AHD IPMD DDGA NAKMA MIND PRSD NRWD NRCD NROD
DROD EXRO
USWMD USRD ULAD CCBD RTDD REDD REHD PGHD OCED FLXD FTTC DNDY DNO3 MCEN
FDSD NOWD WOLA WOUD COMR PRED RECD MCDD T870 SBMD
KERM3 MSNY FRA PKCH MUTA MYWTD DWLD CROD ELCD
CPMD_LANG ENG
RCO O
EFD 8004
[ HUNT 919195551212

To enable Call Forward No Answer (CFNA) for the phone over SIP trunk by using LD 11,
change its CLS to FNA, SFA then program the forward number as FDN. Following is the
configuration of a phone that has CFNA enabled; the phone is CFNA to the PSTN number
919195551234.
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REQ: prt
TYPE: 2050pc
™ 8003

[FDN 919195551234|

CLS UMR FBA WTA LPR MTD|FNA[HTA TOD HF & CRFD
kWA LWMPN RMMD SWMWD AAD IMD XHD IRD NID OLD YCE DRG1
POD SLKD CCS0 SWD LND CNDA,
CFTA MRD DDY CMNIA CDCA MSID DARPA BFED RCED
ICDD COMD LLCM MCTD CLBD ALTL
GPUD DPUD DNDA CREA ARHD CLTD ASCD
CPFA CRTA ABDD CFHD FICD MAID DMAA BUZZ
LDl RCC HETD AHD IPMD DDGA MAMA MIND PRSD MEWD NRCD NROD
DRDD EXRO
LSMD USED ULAD CCED RTDD REDD REHD PGHND OCED FLED FTTC DNDY DMO3 MMCEM
FOS0 MOWD WOLA YOUD COMR PRED RECD WMCDD TE7D SEMD
KEM3 MSMY FRA PKCH MUTA MWTD DVLD CROD ELCD

5.7.4. Enable Call Waiting for the Phone

This section shows how to configure Call Waiting feature at the phone level.

To configure Call Waiting feature for the phone by using LD 11, change the CLS to HTD, SWA

and add CWT to a key as shown below.

REQ: prt
TY¥PE: 2060pc
™ 8003

CLS UNR FEA WTA LPR MTD FNAHTDITDD HFA CRPD
hA, WP RMMD ShaD AAD IMD XHD IRD NID OLD YCE DRG1
POD SLKD CCSD EWA|LND CNDA
CFTA SFA MRD DDV CHIA CDCA MSID DAPA EFED RCED
ICDD COMD LLCH METD CLED ALTU
GPUD DPUD DNDA CF¥A ARHD CLTD ASCD
CPFA CPTA ABDD CFHD FICD NAID DMAA BUZZ
UDI RCGC HETD AHD IPMD DDGA MAMA MIND PRSD MRYWD NRCD NROD
DROD EXRO
USMD USRD ULAD CCED RTDD REDD RBHD PGND QCED FLXD FTTC DMDY DMO3 MCEM
FDSD MOWD WOLA YOUD COMR PRED RECD MGCDD TE7D SEMD
KEM3 MSNY FRA PKCH MUTA MWTD DVLD CROD ELCD

[0z cwr
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6. Configure the Avaya Aura® Session Manager

This section provides the procedures for configuring Avaya Aura® Session Manager. The
procedures include adding the following items:

¢ SIP domain.

e Logical/physical Location that can be occupied by SIP Entities.

e Adaptation module to perform dial plan manipulation.

¢ SIP Entities corresponding to the Avaya CS1000, the Acme SBC and Avaya Aura® Session
Manager itself.

e Entity Links, which define the SIP trunk parameters used by Avaya Aura® Session Manager
when routing calls to/from SIP Entities.

e Routing Policies, which control call routing between the SIP Entities.

e Dial Patterns, which govern to which SIP Entity a call is routed.

e Regular Expressions, which also can be used to route calls.

e Avaya Aura® Session Manager, corresponding to the Avaya Aura® Session Manager Server.
to be managed by Avaya Aura® System Manager.

It may not be necessary to create all the items above when creating a connection to the service
provider since some of these items would have already been defined as part of the initial Avaya
Aura® Session Manager installation. This includes items such as certain SIP domains, locations,
SIP entities, and Avaya Aura® Session Manager itself. However, each item should be reviewed
to verify the configuration.
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6.1. System Manager Login and Navigation

Avaya Aura® Session Manager Configuration is accomplished by accessing the browser-based
GUI of Avaya Aura® System Manager, using the URL “https://<ip-address>/SMGR”, where
“<ip-address>" is the [P address of Avaya Aura® System Manager. Log in with the appropriate
credentials and click on Login (not shown). The screen shown below is then displayed, click on
Routing.

Avaya Aura® System Ma nager 6.1 Help | About | Change Password | Log off

admin

AVAYA

Home

Administrators
Manage Administrative Users

Groups & Roles
Manage groups, roles and
assign roles to users

Subscribers
Manage users and shared
resources associated with
C51000, including LDAP/file
import and export

Synchronize and Import
Synchronize users with the
enterprise directory, import
users from file

UCM Roles
Manage UCM Roles, assign
roles to users

User Management
Manage users, shared user
resources and provision
users

Application Management
Manage applications and
application certificates

Communication Manager
Manage Communication
Manager objects

Conferencing
Conferencing

Inventory
Manage, discover, and
navigate to elements,
update element software
Messaging
Manage Messaging System
objects

Presence
Presence
Routing
Metwork Routing Policy
Session Manager
Session Manager Element
Manager

SIP AS 8.1
SIP AS 8.1

Backup and Restore
Backup and restore System
Manager database

Configurations
Manage system wide
configurations

Events
Manage alarms,view and
harvest logs

Licenses
View and configure licenses

Replication
Track data replication
nodes, repair replication
nodes

Scheduler
Schedule, track, cancel,
update and delete jobs

Security
Manage Security Certificates

Templates
Manage Templates for
Communication Manager and
Messaging System objects

UCM Services
Manage UCM applications
and navigation such as
CS1000 deployment,
patching, ISSS and SNMP

The navigation tree displayed in the left pane below will be referenced in subsequent sections to
navigate to items requiring configuration. Most items discussed in this section will be located
under the Routing link shown below.
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AVAyA A\Jaya AU ra® System Ma nager 6 1 Help | About | Change Password | Log off

admin
Routing *| Home
Routing I}l Home /Elements / Routing
Domains . . . Help ?
: Introduction to Network Routing Policy

Locations
Adaptations Network Routing Policy consists of several routing applications like "Domains", "Locations”, "SIP Entities", etc.
S SIS The recommended order to use the routing applications (that means the overall routing workflow) to configure
Entity Links your network configuration is as follows:

Time Ranges Step 1: Create "Domains" of type SIP (other routing applications are referring domains of type SIP).

Routing Policies

. Step 2: Create "Locations”
Dial Patterns

Regular Expressions Step 3: Create "Adaptations"

Defaults

Step 4: Create "SIP Entities”

6.2. Specify SIP Domains

Create a SIP domain for each domain for which Avaya Aura® Session Manager will need to be
aware in order to route calls. For the compliance test, this includes the enterprise domain:
avaya.lab.com and the domain for CenturyLink: bsoft.nc.labnet

The domain for CenturyLink (bsoft.nc.labnet) may change during installations.
To add a domain Navigate to Routing 2 Domains in the left-hand navigation pane and click the
New button in the right pane (not shown). In the new right pane that appears (shown below), fill

in the following:

e Name: Enter the domain name.
e Type:  Select sip from the pull-down menu.
e Notes:  Add a brief description (optional).

Click Commit. The screen below shows the entry for the CenturyLink domain.

AVAyA AVaya Au I'a® System Managel’ 6 . 1 Help | About | Change Password | Log off admin
Routing * Home
Domains Heln 2
Morenong Domain Management
Adaptations
SIP Entities
Entity Links
Time Ranges 11tem  Refresh Filter: Enable
Routing Policies Name Type Default Notes
Dial Patterns * bsoft.nclabnet O CenturyLink
Regular Expressions
Defaults
HG; Reviewed: Solution & Interoperability Test Lab Application Notes 52 of 80

SPOC 7/5/2012 ©2012 Avaya Inc. All Rights Reserved. CTLCS1KSMACME



The screen below shows the entries for the avaya.lab.com and CenturyLink domains.

~
A\/A\\//.\ Avaya Aura® System Manager 6.1 Help | About | Changs Password | Log off
admin
Routing *  Home
Routing 'l Home /Elements / Routing / Domains- Domain Management
Domains Help ?
; Domain Management
Locations
S
SIP Entities
Entity Links .
6 Items | Refresh Filter: Enable
Time Ranges
Routing Policies [ ] Name Type Default Notes
Dial Patterns [0  aslab.centixvoip.net sip O ATET PR
Regular Expressions [0 avaya.lab.com sip a Lab-HG Damain
Defaults [0  bsoft.nc.labnet sip m} CenturyLink
[ sil.miami.avaya.com sip ] Miguel's Lab Demain
[0 tstt.co.tt sip a TSTT Domain
[0 verizon.com sip a 58300 Domain
Select : All, None

6.3. Add Location

Locations can be used to identify logical and/or physical locations where SIP Entities reside for
purposes of bandwidth management and call admission control. To add a location, navigate to
Routing > Locations in the left-hand navigation pane and click the New button in the right pane
(not shown).

In the General section, enter the following values. Use default values for all remaining fields:
e Name: Enter a descriptive name for the location.
e Notes:  Add a brief description (optional).

In the Location Pattern, click Add and enter the following values. Use default values for all
remaining fields:

o IP Address Pattern:  An IP address pattern used to identify the location.

e Notes: Add a brief description (optional).

The screen below shows the addition of the HG Lab location, which includes all equipment on
the 172.16.5.x and 172.16.20.x subnets including the Avaya CS1000, Acme SBC and Avaya
Aura® Session Manager itself. Click Commit to save.
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AvAyA AVaya AU ra® System Manager 6 . 1 Help | &bout | Change Password | Log off admin

Routing * Home

Routing ‘
Domains Help 2
LTS Location Details
Adaptations
SIP Entities General
Entity Links * Name: |HG Lab
Time Ranges Notes: |Simulated Enterprise Customer (C

Routing Policies

(I P 00 Overall Managed Bandwidth

Regular Expressions
Defaults Managed Bandwidth Units: | Kbit/sec +

Total Bandwidth:
Multimedia Bandwidth:

Audio Calls Can Take Multimedia Bandwidth:

Per-Call Bandwidth Parameters

Maximum Multimedia Bandwidth {Intra-Location): 1000 Kbit/Sec
Maximum Multimedia Bandwidth (Inter-Location): 1000 Kbit/Sec
Minimum Multimedia Bandwidth: 64 Kbit/Sec

* Default Audio Bandwidth: 20 |Khitfsec ¥

Location Pattern

2 Items  Refresh Filter: Enable
[] IP Address Pattern Notes

O *|172.16.20*

O *#|172,16.5.*

Select : all, None

# Input Required

6.4. Add Adaptation Module

Avaya Aura® Session Manager can be configured with adaptation modules that can modify SIP
messages before or after routing decisions have been made. A generic adaptation module
DigitConversionAdapter supports digit conversion of telephone numbers in specific headers of
SIP messages. Other adaptation modules are built on this generic, and can modify other headers
to permit interoperability with third party SIP products.

To view or change adaptations, select Routing = Adaptations. Click on the checkbox
corresponding to the name of an adaptation and Edit to edit an existing adaptation, or the New
button to add an adaptation. Click the Commit button after changes are completed. The
following screen shows a portion of the list of adaptations in the sample configuration.

The adaptations named CS1K75 and Diversion_History were created and used in the
compliance test.
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AVAYA

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

Avaya Aura® System Manager 6.1

>

Help | About | Change Password | Log off
admin

Routing Home

[l Home /Elements / Routing / Adaptations- Adaptations

Help ?
Adaptations
6 Items | Refresh Filter: Enable
Egress URI
[ ] ‘ Name ‘ Module name ‘ e Notes
Adapation For
O AAC DigitConwversionAdapter Avaya Aura
Conferencing
DigitConversionAdapter odstd=auramessaging.com
- osrcd=auramessaging.com
0 AA Messaging iodstd=sil.miami.avaya.com
iosred=sil.miami.avaya.com
DigitConversionAdapter odstd=avayalab2.com
£ h MErEEe !
0] Acme Out/In iosred=sil.miami.avaya.com =
Adaptation for
O CS1KT5 C51000Adapter incoming calls to
C51000
. . . . . A i s
[0 Diversion History DiversionTypeAdapter MIME=no todgit:ti?’glfiﬂica”:
O Qutbound to DigitConversionAdapter ocdstd=aslab.centixvoip.net
ATRT osrcd=aslab.centixvoip.net

Select : All, None

Settings for CS1K75 Adaptation:

In the General section, enter the following values. Use default values for all remaining fields:

e Adaptation Name:
e Module Name:

Enter a descriptive name for the adaptation.

Enter CS1000Adapter

Click Commit to save.

The CS1K75 adaptation shown below will later be assigned to the CS1K7.5 SIP entity.

-
AVA A Avaya Au ra® System Manager 6 1 Help | About | Change Password | Log off
admin
Routing Home
Domains Help ?
T Adaptation Details
Adaptations
SIP Entities General
Entity Links * Adaptation name: |CS1K75S
Time Ranges Module name: | CS1000Adapter v
Eomajohiciey Module parameter:
Dial Patterns
. Egress URI Parameters:
Regular Expressions
Defaults Notes: |Adaptation for incoming calls to
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Settings for Diversion_History Adaptation:

In the General section, enter the following values. Use default values for all remaining fields:
e Adaptation Name: Enter a descriptive name for the adaptation.
e Module Name: Enter DiversionTypeAdapter
e Module parameter: Enter MIME=no

Click Commit to save.

The Diversion_History adaptation shown below will later be assigned to the HG ASBCE SIP
entity.

AVAyA AVaya Au I’a® System Manager 6 . 1 Help | About | Change Password | Log off admin
Routing ¥ Home

Routing Al Home /Elements / Routing / Adaptations- Adaptation Details
Domains Help ?
Morenong Adaptation Details

Adaptations
General

SIP Entities
Entity Links * ndaptation name: |Diversion_History

Time Ranges Module name: |DiversionTypeAdapter v
Routing Policies Module parameter: MIME=no
Dial Patterns

. Egress URI Parameters:
Regular Expressions

Defaults Notes: |adaptation for calls to CenturyLin

6.5. Add SIP Entities

A SIP Entity must be added for Avaya Aura® Session Manager and for each SIP telephony
system connected to it which includes Avaya CS1000 and the Acme SBC. Navigate to Routing
-> SIP Entities in the left-hand navigation pane and click on the New button in the right pane
(not shown).

In the General section, enter the following values. Use default values for all remaining fields:

e Name: Enter a descriptive name.

e FQDN or IP Address: Enter the FQDN or IP address of the SIP Entity that is used for SIP
signaling.

e Type: Enter Session Manager for Session Manager, Other for
Avaya CS1000 and the Acme SBC.

e Adaptation: This field is only present if Type is not set to Session Manager.
If applicable, select the Adaptation Name defined previously.

e Location: Select one of the locations defined previously.

e Time Zone: Select the time zone for the location above.

To define the ports used by Avaya Aura® Session Manager, scroll down to the Port section of
the SIP Entity Details screen. This section is only present for Session Manager SIP entities.
In the Port section, click Add and enter the following values. Use default values for all
remaining fields:
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e Port: Port number on which the Session Manager can listen for SIP

requests.
e Protocol: Transport protocol to be used to send SIP requests.
e Default Domain: The domain used for the enterprise.

Defaults can be used for the remaining fields. Click Commit to save.

For the compliance test, only two Ports were used:

¢ 5060 with TCP for connecting to the Acme SBC.
e 5085 with UDP for connecting to the Avaya CS1000.

The following screen shows the addition of Session Manager. The IP address of the virtual SM-
100 Security Module is entered for FQDN or IP Address.

AVAyA AVaya AU ra® System Manager 6 . 1 Help | About | Change Password | Log off admin

Routing * Home

Routing il Home /Elements / Routing / SIP Entities- SIP Entity Details
Domains Help 2
Locations SIP Entity Details
adaptations General
SIP Entities * Name: |HG Session Manager
Entity Links
5 * FQDN or IP Address: [172.16.5.32
Time Ranges
Routing Policies Type:
Dial Patterns Notes: |HG Session Manager
Regular Expressions
Defaults Location: | HG Lab b
Qutbound Proxy: v
Time Zone: | America/Mew_York v
Port

9 Items | Refresh Filter: Enable

A Port Protocol Default Domain Notes

[ |soeo TCP v avaya.ab.com ~

[J |[soes uppP v avaya.ab.com v

Select : all, None

The following screen shows the addition of the Avaya CS1000 SIP entity.

A separate SIP entity for the Avaya CS1000,

other than the one created for Avaya Aura® Session

Manager during Installation, is required in other to send SIP service provider traffic.

For the compliance test the fallowing values were used:

e Name: Enter a descriptive name.
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e The FQDN or IP Address field is set to the TLAN IP address of the Avaya CS1000

Signaling Gateway (Node IP address).
e For Adaptation select the CS1K75 adaptation previously defined
e For Location select the HG Lab location previously defined.

AVAYA

Routing
Domains
Locations
Adaptations
SIP Entities
Entity Links
Time Ranges
Routing Policies
Dial Patterns
Regular Expressions

Defaults

Avaya Aura® System Manager 6.1

(i Home /Elements / Routing / SIP Entities- SIP Entity Details

SIP Entity Details
General
* Name:
* FQDN or IP Address:
Type:

Notes:

Adaptation:
Location:

Time Zone:

CS1K7.5

172.16.20.60

C51000 Rel. 7.5

C51K7S v
HG Lab A

[america/mew_vark v

Help | About | Change Password | Log off admin

* Home

Routing

Help ?

The following screen shows the addition of the Acme SBC SIP entity.

A separate SIP entity for the Acme SBC, other than the one created for Avaya Aura® Session
Manager during Installation, is required in other to send SIP service provider traffic.

For the compliance test the fallowing values were used:

e Name: Enter a descriptive name.
e The FQDN or IP Address ficld is set to the IP address of its private network interface (see

Figure 1).

e For Adaptation select the Diversion_History adaptation previously defined
e For Location select the HG Lab location previously defined.

AVAYA

Avaya Aura® System Manager 6.1

Help | About | Change Password | Log off admin

* Home

Routing

Routing Ol Home /Elements / Routing / SIP Entities- SIP Entity Details
Domains Help 2
Locations SIP Entity Details
adaptations General
S AT * Name: [HG-ACME
Entity Links
. * FQDN or IP Address: |172.16.5.184
Time Ranges
Routing Policies Type:
Dial Patterns Notes: HG-ACME SIP Entity
Regular Expressions
Defaults Adaptation:
Location:
Time Zone: |AmericalNew7YDrk ~
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6.6. Add Entity Links

A SIP trunk between Avaya Aura® Session Manager and a telephony system is described by an
Entity Link. Two Entity Links were created; one to the Avaya CS1000 and one to the Acme SBC.
To add an Entity Link, navigate to Routing = Entity Links in the left-hand navigation pane and
click on the New button in the right pane (not shown). Fill in the following fields in the new row
that is displayed:

e Name: Enter a descriptive name.

e SIP Entity 1: Select the Avaya Aura® Session Manager.

e Protocol: Select the transport protocol used for this link. This must match the
protocol defined under SIP Entities in Section 6.5

e Port: Port number on which Session Manager will receive SIP requests. This

must match the port defined under SIP Entities in Section 6.5

SIP Entity 2:  Select the name of the other system. For the Avaya CS1000 and Acme
SBC, select the Avaya CS1000 or the Acme SBC SIP entity defined in
Section 6.5.

Port: Port number on which Session Manager will receive SIP requests from the
far-end. For the Avaya CS1000 this must match the port defined under
SIP Gateway Settings tab, under Proxy or Redirect Server in Section
5.5.2. For the Acme SBC this must match the port defined under Session
Agent in Section 7.3.

e Connection Policy: Select Trusted from the pull-down menu (not shown).

Click Commit to save.

It should be noted that in a customer environment the Entity Links to the Avaya CS1000 and to
the Acme SBC may be configured with protocol other than the ones shown on the sample
configuration. For the compliance test, TCP was used to the Acme SBC and UDP was used to
the Avaya CS1000 to aid in troubleshooting. The protocol and ports defined here must match
the values used on the Avaya CS1000 and the Acme SBC.

The following screens illustrate the Entity Links to Avaya Aura® Session Manager and the Avaya
CS1000.
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Avaya Aura® System Manager 6.1

AVAYA

Help | sbout | Change Passwaord | Log off admin

Home

Routing *

Routing [l Home /Elements / Routing / Entity Links- Entity Links
Domains Help 2
Locations Entity Links
Adaptations
SIP Entities
Entity Links
Time Ranges 1 Item | Refresh Filter: Enable
Routing Policies Name SIP Entity 1 | Protocol | Port | SIP Entity 2 ‘ Port | C“'l;';fii':““ Notes
Lial Patterns *[HG SM to CS1K7S |  *[HG Session Manager ~| [upe v|  +[Spes | o+ *[5085 | [Trusted
Regular Expressions -
Defaults
* Input Required

The following screens illustrate the Entity Links to Avaya Aura® Session Manager and the Acme

SBC.

~
Routing [ Home /Elements / Routing / Entity Links- Entity Links B
Domains Help ?
Locations Entity Links
Adaptations
SIP Entities
Entity Links
Time Ranges 1 Item Refresh Filter: Enable
Routing Policies Name SIP Entity 1 ‘ Protocol ‘ Port ‘ SIP Entity 2 Port
Dial Patterns -
* [HG-5M to ACME * [HG Session Manager v| [TcF »| #5080 * [HG-ACME v| *[s0
Regular Expressions | 3
Defaults o o
The following screen shows the list of Entity Links. Note that only the highlighted links were
created for the compliance test, and are the ones relevant to these Application Notes.
AVAYA Avaya Aura® System Manager 6.1 Help | About | Change Password | Log off
admin
Routing * Home
Routing [l Home /Elements / Routing / Entity Links- Entity Links
Domains Help ?
_ Entity Links
Locations
SIP Entities
Entity Links
15 Items Refresh Filter: Enable
Time Ranges
Routing Policies ] | Name ‘ SIP Entity 1 ‘ Protocol | Port ‘ SIP Entity 2 ‘ Port ‘ c";gﬁ?‘:"" Notes ‘
Dial Patterns 0O AAC Hgnsaegsesrion TP 5060  AAC 5080 Trusted B Link
Regular Expr Gom - -
Defaults O acwe ° ;gnsaegses;on TCR 5060 HG-ACME 5060 Trusted E‘Ii;tnfgfk
HG SM to HG Sessi
O CoikTs Manaegsesr"’” uDP 5083 CS1K7.5 5085 Trusted
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6.7. Add Routing Policies

Routing policies describe the conditions under which calls will be routed to the SIP Entities
specified in Section 6.5. Two routing policies must be added: one for the Avaya CS1000 and one
for the Acme SBC. To add a routing policy, navigate to Routing = Routing Policies in the left-
hand navigation pane and click on the New button in the right pane (not shown). The following
screen is displayed. Fill in the following:

In the General section, enter the following values. Use default values for all remaining fields:
e Name: Enter a descriptive name.
¢ Notes: Add a brief description (optional).

In the SIP Entity as Destination section, click Select. The SIP Entity List page opens (not
shown). Select the appropriate SIP entity to which this routing policy applies and click Select.
The selected SIP Entity displays on the Routing Policy Details page as shown below. Use
default values for remaining fields. Click Commit to save.

The following screens show the Routing Policies for the Avaya CS1000.

AVAyA AVaya Au ra® SyStem Manager 6.1 Help | &bout | Change Password | Log off admin
: ®
Routing Home
Routing () Home /Elements / Routing / Routing Policies- Routing Policy Details
Domains Help ?
Locations Routing Policy Details
Adaptations
SIP Entities General
Entity Links * Name: To CS1K75
Time Ranges Disabled: []

fauinulaoicies Notes: |Inbound Calls to CS1K75

Dial Patterns
Regular Expressions

SIP Entity as Destination
Defaults

Name FQDN or IP Address Type Notes
CS1K7.5 172.16.20.60 Other C51000 Rel. 7.5
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The following screens show the Routing Policies for the Acme SBC.

admin

AVAyA Avaya Aura@ System Manager 61 Help | About | Change Password | Log off

Routing % Home

Routing il Home /Elements / Routing / Routing Policies- Routing Policy Details
Domains Help ?
(TS Routing Policy Details
Adaptations
SIP Entities General
Entity Links * Name: HG-ACME
Time Ranges Disabled: []

Routing Policies MNotes:

Dial Patterns
Regular Expressions

SIP Entity as Destination
Defaults

Name FQDN or IP Address Type Notes
HG-ACME 172.16.5.184 Other HG-ACME SIF Entity

6.8. Add Dial Patterns

Dial Patterns are needed to route calls through Avaya Aura® Session Manager. For the
compliance test, dial patterns were needed to route calls from Avaya CS1000 to CenturyLink and
vice versa. Dial Patterns define which route policy will be selected for a particular call based on
the dialed digits, destination domain and originating location. To add a dial pattern, navigate to
Routing > Dial Patterns in the left-hand navigation pane and click on the New button in the
right pane (not shown). Fill in the following, as shown in the screens below:

In the General section, enter the following values. Use default values for all remaining fields:

e Pattern: Enter a dial string that will be matched against the Request-URI of the
call.

e Min: Enter a minimum length used in the match criteria.

e Max: Enter a maximum length used in the match criteria.

e SIP Domain: Enter the destination domain used in the match criteria.

e Notes: Add a brief description (optional).

In the Originating Locations and Routing Policies section, click Add. From the Originating
Locations and Routing Policy List that appears (not shown), select the appropriate originating
location for use in the match criteria. Lastly, select the routing policy from the list that will be
used to route all calls that match the specified criteria. Click Select.

Default values can be used for the remaining fields. Click Commit to save.

Examples of the dial patterns used for the compliance testing are shown below. The first example
shows dial pattern “0” for calls to the Operator, have a destination domain of ALL (since it’s
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shared among other test activities in the lab), Originating Location Name of HG Lab, uses
Routing Policy Name of HG-ACME.

AVAyA AVaya Au ra® SyStem Manager 6.1 Help | &bout | Change Password | Log off admin

*®

Routing Home
Routing [l Home /Elements / Routing / Dial Patterns- Dial Pattern Details
Domains Help ?

Locations Dial Pattern Details

Adaptations

SIP Entities General
Entity Links * Pattern: |0
Time Ranges * Min: |1
Routing Policies

* Max: |12
Dial Patterns

Emergency Call:

Regular Expressions 9 4 O
Defaults SIP Domain: | -ALL- v

Notes:

Originating Locations and Routing Policies

2 Items  Refresh Filter: Enable
IR . - Routing . , X
P . Originating Location Routing . Routing Policy Routing
L] originating Location Name | Notes Policy Name Rank 2 Policy Destination Policy Notes
Disabled
O HG Lab Simulated Enterprise -4 CHE 5 HG-ACME

Customer (CM, SM, CS1K,)

Select : All, None

The next example shown below is for dial pattern “1” for the North American Numbering Plan
area prefix, have a destination domain of ALL (since it’s shared among other test activities in the
lab), Originating Location Name of HG Lab, uses Routing Policy Name of HG-ACME.

AvAyA AVaya AU ra® System Manager 6 . 1 Help | About | Change Password | Log off admin

Routing * Home

Routing [l Home /Elements / Routing / Dial Patterns- Dial Pattern Details

Domains Help 2
Morenong Dial Pattern Details

Adaptations

SIP Entities General
Entity Links * Pattern: |1
Time Ranges * Min: |11
Routing Policies

* Max: |11
Dial Patterns

E call:

Regular Expressions mergency ta O
Defaults SIP Domain: | -ALL- -

Notes:

Originating Locations and Routing Policies

3 Items | Refresh Filter: Enable
T q q Routing q . q
I . Originating Location Routing k Routing Policy Routing
L] originating Location Name 1 e Policy Name Rank 2 Policy Destination Policy Notes
Disabled
[ HGLab Sirulated Enterprise HG-ACHME g HG-ACME

Customer (CM, 5M, CS1K,)

Select : all, None

The next example shown below is for dial pattern “318360” to route inbound calls to DID
numbers provided by CenturyLink (DID numbers assigned to extensions in the Avaya CS1000),
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have a destination domain of ALL, Originating Location Name of HG Lab, uses Routing Policy
Name of To CS1K75.

AVAyA AVaya Au ra® SyStem Manager 6.1 Help | About | Change Password | Log off admin
Routing ¥ Home
Routing ‘

Domains Help ?
Locations Dial Pattern Details
Adaptations
SIP Entities General
Entity Links * Pattern: |318360
Time Ranges * Min: |6

Routing Policies
* Max: |10

Dial Patterns

q Emergency Call:

Regular Expressions e 4 O

Defaults SIP Domain: | -ALL- e

Notes: |Inbound Calls From Centurylink to CS1K

Originating Locations and Routing Policies

1Item | Refresh Filter: Enable
Routing

Rank 2 Palicy
Disabled

Routing Policy Routing
Destination Policy Notes

Originating Location Routing

a Originating Location Name | Notes Policy Name

Simulated Enterprise Inbound Calls to
[ HGLab Customer (CM, SM, Cs1k,) 0 -oiKTS ° CS1K7.5 CE1KTS

Select : All, None

Similar procedure should be follow to add other dial patterns (i.e., 411 directory assistance, 711
for calls to the Telecommunications Relay Service, 911 for emergency, etc.)

7. Configure Acme Packet Net-Net 3800 Session Border
Controller

This section describes the configuration of the Acme SBC necessary for interoperability with the
Avaya CS1000 and CenturyLink systems. The Acme SBC was configured via the Acme Packet
Command Line Interface (ACLI). This section assumes the reader is familiar with accessing and
configuring the Acme SBC. This section will not attempt to describe each component in its
entirety but instead will highlight critical fields in each component which relates to the
functionality in these Application Notes and the connection to Avaya CS1000. The remaining
fields are generally the default/standard value used by the Acme SBC for that field. In this
testing, according to the configuration reference Figure 1, the Avaya elements reside on the
Private side and the CenturyLink elements reside on the Public side of the network.

7.1. Physical and Network Interfaces

As part of the compliance test, the Ethernet interface slot 01/port 0 of the Acme Packet Session
Border Controller was connected to the external un-trusted network. The Ethernet slot 0/port 0
was connected to the internal corporate LAN. A network interface was defined for each physical
interface to assign it a routable IP address. The physical interface below defines the ports on the
interface connected to the network on which the Avaya elements reside.
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The physical interface below defines the ports on the interface connected to the network on

which the Avaya elements reside.

Note that text has been removed for brevity.

Phy—1nCEELIace
natne
operation-type
port
=lot
virtual-mac
admin-state
auto-negotiation
duplex-mode
speed
owver load-protection

INSIDE
Media
0

0

enabled
enabled
FULL

100
dizabled

The physical interface below defines the ports on the interface connected to the network on

which the CenturyLink elements reside.

Note that text has been removed for brevity.

phy-interface
natne
operation-type
port
=lot
virtual-mac
admin-state
auto-negotiation
duplex-mode
speed
owver load-protection

OUTSIDE

Media

]

1
O0:05:25:a2:06:6a
enabled

enabled

FULL

100

dizabled

The network interface below defines the IP addresses on the interface connected to the network

on which the Avaya elements reside.

Note that text has been removed for brevity.
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network-interface

name INSIDE
sub-port-id o

description Priwvate-Network
hostnatme

ip-address 172.16.5.154

pri-utility—addr
sec-utility—addr

netmask Z255.255.255.0
gateway 172 .16.5.254

hip-ip-list 172.16.5.154

ftp-address

icmp-address 172 .16.5.184

The network interface below defines the IP addresses on the interface connected to the network
on which the CenturyLink elements reside.

Note that text has been removed for brevity.

network—-interface

natne OUTIIDE
sub-port-id o

description Service-Provider
hostname

ip—addres= 10.1.1.187

pri-utility—addr
sec-utility-addr

netmask 255.255.255.19z2

gateway 1i0.1.1.1z29

hip-ip-list 10.1.1.1587

frtp-address

icmwp-address 10.1.1.187
7.2. Realm

A realm represents a group of related Acme SBC components. Two realms were defined for the
compliance test. The realm configuration “INSIDE” below represents the internal network on
which the Avaya elements reside.

Note that text has been removed for brevity.

realm—config

identifier INSIDE
description Private-Network
addr-prefix 0.0.0.0

network-interfaces

INSIDE:O

The realm configuration “OUTSIDE” below represents the external network on which the
CenturyLink system resides.
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The CS1K_to_Service_Provider Header Manipulation Rule assigned to the out-
manipulationid field is defined under Section 7.6.

Note that text has been removed for brevity.

realm—config
identifier
description
addr-prefix
netyork-interfaces

mn—in-realm
in-manipulationid
out-manipulationid
manipulatioh-string

OUTSIDE
Service-Provider
o.0.0.0

QUTSIDE:O
enabled

C31E To Service Prowvider

7.3. Session Agent

A session agent defines the characteristics of a signaling peer to the Acme SBC such as the

CS1000 and/or the Service Provider SBC.

The session agent shown below represents the CenturyLink border element. The SBC will

attempt to send calls to this border element.

Note that text has been removed for brevity.

session—-agent
hostnatme
ip-address
port
state
app-protocol
app-type
transport-method
realm-id
egress-realm—id
description
ping-rwethod
ping-interwval
ping-send-mode

10.2.2.247
10.2.2.247
6011
enakbled
3IF

uop
QOUTIIDE

C3l1E-to-3ervice-Provider

QOFTICHS; hops=10
a0
keep-aliwve

The session agent shown below represents the configuration for the inside interface to Avaya Aura®
Session Manager. The SBC will attempt to send calls to the Avaya CS1000 via Avaya Aura®

Session Manager.

Note that text has been removed for brevity.
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session—-agent
hostname
ip—addres=
port
state
app-protocol
app-type
transport-method
realm-id
egress—-realm-id
description
ping-rwethod
ping-interwval
ping-send-mode

172.16.5.32
172.16.5.32
5080
enakbled
3IF

StaticTCP
IN3IDE

SJervice-Provider—-to-C31EK

OPTICHS: hops=0
a0
keep-aliwve

7.4. SIP Configuration

The SIP configuration (sip-config) defines the global system-wide SIP parameters.

Note that text has been removed for brevity.

sip-config
state
operat ion-mode
dialog-transparency
home-realm—id
egress—realm-id
nat-mode
registrar-domain
registrar-host
registrar-port

sip-message-len
enum-sag-match
extra-wethod-stats
options

register—-service-route

enabled
dialog
enabled
INSIDE
INSIDE

None
*

*

5060

always

4096

dizabled
disabled
max-udp-length=0

7.5. SIP Interface

The SIP interface (sip-interface) defines the receiving characteristics of the SIP interfaces on the
Acme SBC. Two SIP interfaces were defined, one for each realm.

The SIP interface below is used by the Acme SBC to communicate with the Avaya CS1000

system.
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sip-interface

state

realm—id

description

Sip-port
address
port
transport-protocol
tls-profile
al low—anonymous

enabled
INSIDE
Priwvate

172.16.5.134
S060
TCF

all

The SIP interface below is used by the Acme SBC to communicate with the CenturyLink system.

sip-interface

state
realm-id
description
Sip-port
address
port
tLransport-protocol
tls-profile
al low—anonymous
ims-aka-profile
Sip-port
address
port

tLransport-protocol
tls-profile
al low—anonymous

enabled
QUTSIDE

10.1.1.187%
S0a0
TDF

all

10.1.1.187%

S0a0

TCF

all

7.6. Header Manipulation Rules

Header Manipulation Rules (HMR) are rules used to modify the SIP messages (if necessary) for

interoperability or to remove unwanted headers.

The SIP manipulation rules shown below are used to remove unwanted headers.
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Sip-manipulation

natne

description

split-headers=s

Join-headers

header-rule
narne
header-name
action
comparison-type
msg-type
methods
match—walue
new—-walue

header-rule
narne
header-name
action
Ccomparison—-type
msg-type
methods
match-walue
new—-walue

header-rule
narne
header-name
action
Ccomparison—-type
msg-type
methods
match-walue
newv—value

header-rule

C31E To Jervice Provider

delete ¥ nt el6d clid
¥—-ht-eled-clid

delete

case-sensitive

any

delete p location
P-Location

delete
case-sSensitive
any

delete alert info
Alert-Info

delete
case-sSensitive
any

narme delete history info
header-name Hiztory-Info
action delete
Ccomparison—-type case—-sensitive
msg-type reqguest
methods INWVITE
match-walue
new—-walue
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header-r

header-r

g-hex:version=ss

ule
narne
header-name
action
comparison-type
msg-type
methods
match-value
new—-wvalue
ule
narne
header-natme
action
comparison-type
msg-type
methods
match-wvalue
new—values
element-rule
natmne
parameter —narme
Linux-7.50.17:;base=x2611
Lype
action
match-val-type
comparison-type
match—walue
new-value
element-rule
natmne
parameter —narme

g-hex:version=sslLinux-7.50.17;base=xZ611

Lype

action
match-val-type
comparison-type
match—wvalue
new-value

delete route

Route
delete

pattern-rule

any

delete medn
Content-Type
manipulate
case-sensitive

any

delete nt epid
application/®-nt-epid-fra

mime
delete—-element
any
case-sensitive

delete nt mcodn
application/®-nt-medn-fra

mime
delete—-element
any
case-sensitive

7.7. Steering Pools

Steering pools define the range of ports to be used for the RTP voice stream. Two steering pools
were defined, one for each realm.

The inside steering-pool is shown below

steering-pool

ip—addres=
sStart-port
end-port

realm—id
netyork-interface

172.16.5.154
20000

39939

INSIDE
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The outside steering-pool is shown below

steering-pool

ip—addres= i0.1.1.187
start-port 40150
end-port 40199
realm-id OUTSIDE

network—-interface

7.8. Local Policy

The local policies below govern the routing of SIP messages from elements on the network on
which the Avaya elements, (e.g. CS1000), reside to the CenturyLink system and vice versa.

The CS1K-to-Service-Provider local policy is shown below

Note that text has been removed for brevity.

local-policy
from—address
*
to-address
*
source-realm
INSIDE
description ColE-to-Service-Provider
state enabled
policy-priority none
leicy—gttrihute
next-hop 10.2.2.247
realm OUTSIDE
action none
Lerminate-recursion dizabled
app-protocol 3IF
state enabled

The Service-Provider-to-CS1K local policy is shown below

Note that text has been removed for brevity
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lacal-policy
from-address

to—address

sSource—-realm

OUTSIDE

description Service-Provider-to-Cc31K

state enabled

policy—-priority none

policy—attribute
next-hop 172.16.5.32
realm INSIDE
action none
Lerminate-recursion enab led
app-protocol 3IF
state enab led
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8. CenturyLink BroadWorks SIP Trunk Service Configuration

To use CenturyLink BroadWorks SIP Trunk service, a customer must request the service from
CenturyLink using their sales processes. The process can be started by contacting CenturyLink
via the corporate web site at http://www.centurylink.com/Pages/Support/ and requesting
information via the online sales links or telephone numbers.

During the signup process, CenturyLink will require that the customer provide the public IP
address used to reach the Acme SBC at the edge of the enterprise. CenturyLink will provide the
IP address of the SIP proxy/SBC, IP addresses of media sources and Direct Inward Dialed (DID)
numbers assigned to the enterprise. This information is used to complete the Avaya CS1000,
Avaya Aura® Session Manager, and the Acme SBC configuration discussed in the previous
sections.

The configuration between CenturyLink and the enterprise is a static configuration. There is no
registration of the SIP trunk or enterprise users to CenturyLink’s network.
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9. Verification Steps

The following steps may be used to verify the configuration.

9.1. General

Place an inbound/outbound call to/from to a PSTN phone to/from an internal Avaya CS1000
phone, answer the call, and verify that two-way speech path exists. Check call display name and
number to ensure the correct info was sent/received. Perform hold/retrieve on calls. Verify the
call remains stable for several minutes and disconnect properly.

9.2. Verify Call Establishment on the CS1000 Call Server

Active Call Trace (LD 80)
Following is an example of one of the commands available on the Avaya CS1000 to trace the
DN when the call is in progress and or idle. The call scenario involved the Avaya CS1000
extension 8005 calling PSTN phone number 7863311234.
- Login to the Call Server CLI (please refer to Section 5.1.2 for more detail)
- Login to the Overlay command prompt, issue the command LD 80 and then trac 0 8005.
- After call is released, issue command trac 0 8005 again to see if the DN is released back
to idle state.
Below is the actual output of the Call Server Command Line mode when the 8005 is in an active
call:

=1d BO
TRAQOD
.trac 0 8005

ACTIVE WTHW 008 O 00 03

ORIG WTH 008 O 00 03 KEY 0 SCR MARP CUST O DM 8005 TYPE 2050PC
SIGHALLIMNG EMCRYPTION: IMSEC
FAR-END SIF SIGMWALLINMG IP: 172.16.21.61
FAR-END MEDIA EWMDPOINT IP: 1.1.1.2 PORT: 5200
FAR-END wendorID: Mot awvailable
TERM WTH 048 0 00 10  WTRK IPTI RMBR 0O 11 COUTGOING WOIP Sw CALL
FAR—-END SIP SIGMWALLINMG IP: 172.16.5.71
FAR—-END MEDIA EWMDPOINT IP: 172.16.5.71 PORT: 2050
FAR-END VendorID: Avaya-sM-6.1.5.0.615006
MEDIA PROFILE: CODEC G.71ll MU-L&w PAYLOAD 20 ms WAD OFF
RFCZ833: RxPT 101 T=PT 101 pIaL oM 91786331
MAIM_PM ESTD
TALKSLOT ©RIG 27 TERM 30 JUMCTOR  ORIGO TERMO
EES_DATA:
MOME
QUEU  MOME
CALL ID O 190

———— ISDN ISL CALL (TERM) ———-

CALL REF # = 30§

BEARER CAP = VOICE

HLZ =

CAaLL STATE = 10 ACTIVE

CAalLLING Mo = 315360 nNUM_PLAN:ELGS TOM:MNATIONAL ESH:KPA

callEp Mo = 1785231 nUM_PLAN:ELS4 TOM:NATIOMAL ESM:IMNPA
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Following is an example after the call on 8005 is has been released.

Following is an example after the call has been released, shows that there are no trunks busy.
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9.3. Protocol Traces
Wireshark was used to verify the following information for each call:

Following is the SIP messaging flow of the same call listed above seen from Telephony = VoIP
Calls of Wireshark.

D-Link PCI Fast Ethernet Adapter {Microsoft's Packet Sche...

Camment
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10. Conclusion

These Application Notes describe the procedures necessary to configure SIP Trunk connectivity
in between Avaya Communication Server 1000 Release 7.5, Avaya Aura® Session Manager
Release 6.1, Acme SBC Release 6.2.0 and CenturyLink BroadWorks SIP Trunk service as
shown in Figure 1.

CenturyLink BroadWorks SIP Trunk service passed compliance testing.
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