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Abstract 
 

 

These Application Notes describe the configuration steps for provisioning Capita Secure 

Information Solutions DS3000 to interoperate with Avaya Communication Server 1000E and 

Avaya Aura® Session Manager. 
 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 

These Application Notes describe the configuration steps for provisioning DS3000 from Capita 

Secure Information Solutions to interoperate with Avaya Communication Server 1000E R7.5 

(CS1000E) and Avaya Aura® Session Manager R6.2. The DS3000 is an Integrated 

Communication Control System that is used by emergency service customers for answering 

999/112 calls and then from the same application using radio communication (TETRA digital 

radio or analogue PMR) to pass details to mobile resources. 

 

As a radio dispatch deployment with basic PTN/PSTN the DS3000 acts as an end PBX and 

performs call prioritisation and distribution to DS3000 operators as defined by the profile in 

which they have logged in to the DS3000 application. In this type of configuration the DS3000 

would just connect to a CS1K using a SIP trunk. The DS3000 supports basic call control 

including hold and transfer. 

2. General Test Approach and Test Results  

The interoperability compliance testing evaluates the ability of the DS3000 application to make 

and receive calls to and from Avaya 1140E UNIStim and SIP deskphones. Calls that are destined 

for the DS3000 are made to the CS1000E both locally and from the PSTN and routed to the 

DS3000 over SIP trunks using Session Manager to route the calls. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 
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2.1. Interoperability Compliance Testing 

The interoperability compliance testing focuses on various technical testing scenarios to verify 

the usage of DS3000 with Avaya Communication Server 1000E. In addition, serviceability tests 

were also performed to assess the reliability and accuracy of the joint solution. The testing 

focused on the following types of calls: 

• Make calls to CS1000E extensions – Ensure that calls can be made to CS1000E 

extensions from the DS3000.  

• Receive calls from CS1000E extensions – Ensure that calls can be made to the DS3000 

from CS1000E extensions. 

• Make calls to PSTN via CS1000E from DS3000 Application - Ensure that calls can be 

made from the DS3000 to PSTN across the SIP trunk through the CS1000E. 

• Receive calls from PSTN into DS3000 via CS1000E – Ensure that calls can be made to 

the DS3000 from the PSTN by calling into the CS1000E and across the SIP trunk to the 

DS3000. 

• Calls to and from DS3000 using hold/transfer and conference functionality – Verify 

that calls can be placed on hold and transferred and conference. 

• Calling to voicemail – Verify that DTMF tones can be sent. Note that Avaya Callpilot 

was used as voicemail. 

• Failover testing - Verify the behaviour of DS3000 application under different simulated 

LAN failure conditions on the Avaya platform. 

2.2. Test Results 

All Test Cases passed. The following observations were noted. 

• The DS3000 operator can be joined to an existing conference however the DS3000 can 

only conference in another DS3000 user. 

• The DS3000 does not display the names associated with the CS1000E extensions when 

calling or begin called. However these names can be added to the DS3000 database. 

• The DS3000 extensions cannot be forwarded directly or on no answer. 

2.3. Support 

Support from Avaya is available by visiting the website http://support.avaya.com and a list of 

product documentation can be found in Section 10 of these Application Notes. Technical support 

for the Capita DS3000 product can be obtained as follows. 

• Tel + 44 (0) 8456 041999 

• Email csis.info@capita.co.uk  
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3. Reference Configuration 

The configuration in Figure 1 shows the setup for compliance testing Capita DS3000 with 

CS1000E and Session Manager using SIP signalling over SIP trunks to pass callers from the 

CS1000E to the DS3000 extensions. The calls are routed to/from DS3000 and CS1000E via 

Session Manager. 

 

 
 

Figure 1: Connection of Capita DS3000 with Avaya Communication Server 1000E R7.5 

and Avaya Aura® Session Manager R6.2 
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4. Equipment and Software Validated 

The following equipment and software was used for the compliance test. 

 

Equipment Description Software Release 

Avaya Aura® System Manager running on S8800 R6.2 SP3 

Avaya Aura® Session Manager running on S8800 R6.2 SP3 

Avaya Communication Server 1000E running on 

CPPM 
R7.5 (See Appendix A for Patch list) 

Avaya Call Pilot 600r Server  

Avaya Call Pilot Version 5.00.41 

Patch Line-up: 

CP50041SU08S  

CP500508G09C 

Avaya 1140 UNIStim Deskphone UNIStim V0625C8Q 

Avaya 1140E IP deskphone SIP 04.03.09.0 

Capita DS3000 running on Windows Server 2008 R2 Release 3.10 
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5. Configure Avaya Communication Server 1000E 

It is assumed that a fully functioning CS1000E is in place with the necessary licensing and with 

SIP trunks in place to Session Manager. See Appendix B for a printout of the SIP route, d-

channel, and trunk information. For further information on the configuration of CS1000E please 

see Section 10 of these Application Notes. A telnet application such as “Putty” is used to 

administer the CS1000E. Opening an SSH Session to the Node IP address of the CS1000E, login 

to the CS1000E Linux application using the appropriate credentials and type cslogin (not shown) 

to gain access to the PBX command line. 

 

Note: A simulated PSTN connection was present on the CS1000E in the form of a Qsig ISDN 

connection, the configuration of which is outside the scope of these Application Notes. 

5.1. Configure a Dial Plan for DS3000 

A Coordinated Dial Plan is added to place calls across the SIP trunk to the DS3000. Add a Route 

List Block (RLB) to place calls over the SIP route that is already configured on the system. Note 

that an RLB may already be in place but the following procedure shows the addition of a new 

RLB. Enter overlay 86 to configure a new RLB by typing LD 86 at the > prompt. A new Route 

List Index (RLI) is added with an ENTR 0 of that of the SIP route used. 

 
Prompt  Response Description 

>  LD 86  Enter Overlay 86 

REQ  new  new/add 

CUST   0  Customer number (default is 0) 

FEAT   rlb  Route List Block 

RLI    20  Route List index Number (any unused number) 

ENTR   0   First Entry (0-2 

ROUT   20   Route Number (See Appendix B for info on Route 20) 

DMI    0   Digit Manipulation Table (default is 0) 

Return to end 

 

Once the RLB is added, the Coordinated Dial Plan (CDP) is added in the form of a Distance 

Steering Code (DSC). Note that in the example below, 50000 is the DSC as this is the extension 

number used for the DS3000 Application during the compliance testing. Enter overlay 87 to add 

a new CDP by typing LD 87 at the > prompt. 

 
Prompt  Response Description 

>  LD 87  Enter Overlay 87 

REQ  new  new/add 

CUST   0  Customer number (default is 0) 

FEAT   cdp  Coordinated Dial Plan  

TYPE   dsc  Distance Steering Code 

DSC    50000  Extension number of the DS3000 Application 

FLEN   5   Ext Length 

DSP    LSC    DSP Type (Least Cost Routing) 

RLI    20   Which RLB to use (Enter the RLB setup above) 

Return to end 
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6. Configure Element Manager on the Communication Server 
1000E 

In order to send the IP Address instead of the Domain Name ensure that the IP Address is 

entered and not the Domain Name for the SIP Gateway on the CS1000E.  To make these changes 

on the CS1000E log into Unified Communications Management, as shown below. 

 

 
 

Once logged in, click on the Element Manager under Element Name as shown below. Note the 

Element Type will be CS1000. 
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Select the Node ID as is shown below. 

 

 
 

Click on Gateway (SIPGw). 
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Enter the IP Address of the Session Manager for the SIP domain name. Usually the domain 

name as entered in Appendix C is used but in this particular case the IP Address of Session 

Manager must be entered for this solution to operate properly. Click on Save once the IP 

Address is entered. 

 

 
 

Once Save above is clicked the following screen appears. Select Transfer Now as highlighted 

below. 
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Once the information is transferred over then the components need to synchronise their 

configuration files with the CS1000E call server. Select the Hostname as shown below and click 

on Start Sync. 

 

 
 

Once the components are synchronised the application will require a restart, select the Hostname 

and click on Restart Applications as highlighted below. 
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7. Configure Avaya Aura® Session Manager 

In order to make changes in Session Manager a web session is established to System Manager. 

Log into System Manager by opening a web browser and navigating to http://<System Manager 

IP Address>/SMGR. Enter the appropriate credentials for the User ID and Password and click 

on Log On highlighted below. 

 

 
 

Once logged in click on Routing highlighted below. 
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Please note that it is assumed that a Domain and a Location have already been setup and a SIP 

trunk already in place to the CS1000E. Therefore the setup and configurations of these are 

outside the scope of these Application Notes. Please see Appendix C for a printout of the 

Domains setup and Locations used in this compliance testing. 

7.1. Adding DS3000 as a SIP Entity 

Click on SIP Entities in the left column and select New in the right window. 

 

 
 

Enter a suitable Name for the new Sip Entity and the IP Address of the DS3000, which is the 

floating IP address of the DS3000 SIP Server. Enter the correct Location and Time Zone and 

click on Commit. 
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7.2. Adding the DS3000 Entity Link 

Click on Entity Links in the left column and select New in the main window. 

 

 
 

Enter a suitable Name for the Entity Link and Select the Session Manager SIP Entity for SIP 

Entity 1 and the newly created DS3000 Entity for SIP Entity 2. Ensure that UDP is selected for 

the Protocol and that Port 5060 is used. Ensure the Connection Policy is set to Trusted. Click 

on Commit once finished to save the new Entity Link. 
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7.3. Adding the DS3000 Routing Policy 

Click on Routing Policies in the left window and select New in the main window.  

 

 
 

Enter a suitable Name for the Routing Policy and click on Select under SIP Entity as 

Destination, highlighted below. 
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Select the DS3000 Sip Entity as shown below and click on Select. Once selected the screen on 

the previous page re-appears then click on Commit (not shown). 
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7.4. Adding a Dial Pattern for the DS3000 

Select Dial Patterns in the left window and select New in the main window. 

 

 
 

Enter the required digits for the Pattern, in the example below 5000x is used, which means that 

50000 – 50009 will use the Routing Policy that will be selected. 5000 is entered as the Pattern 

and the Min and Max digit length of 5 is used thus giving 5000x. Click on Add under 

Originating Locations and Routing Policies in order to select this Routing Policy. 
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Select the Originating Location this will be the location as shown in the Appendix and select the 

newly created routing policy for the DS3000 as shown below for Routing Policies. Once selected 

the screen on the previous page re-appears then click on Commit (not shown). 
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7.5. Creating an Adaptation for the CS1000E 

An adaptation can allow the altering of SIP Message. An Adaptation is created to change the 

phone context on a CS1000E SIP message. Where there is a phone context matching cdp.udp or 

unknownunknown this can be taken out of the SIP message by setting up the adaptation below. 

 

Select Adaptations from the left window and click on New in the main window. 

 

 
 

Enter a suitable Adaptation name and Select CS1000Adapter for the Module name. If there is 

no existing Module name then select New Module name (not shown) and enter 

CS1000Adapter as the name. 
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Open the CS1000E SIP Entity and assign the newly created Adaptation to the Sip Entity. Click 

on SIP Entities in the left window and select the CS1000E SIP Entity from the main window, 

(CS1KPG2 in the example below). 

 

 
 

Click on the drop down menu next to Adaptation and select the newly created Adaptation, 

created above. 
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8. Configure Capita DS3000 Application 

The following sections describe the step required to configure the DS3000 application in order to 

connect successfully with Session Manager using SIP trunks. 

8.1. Configure DS3000 connection to Session Manager 

The configuration for the connection to Session Manager is performed on the DS3000 FCS 

machine.  

 

Log into DS3K Engineering GUI as shown below on the DS3000 FCS Server. 
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Once logged in the following screen appears. Select Telephone Gateways in the right column, 

highlighted below. 

 

 
 

The Gateways tab is opened. Select the + icon at the bottom left of the screen. 
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Fill in the Gateway Id and IP Address information. This will be the IP address of the Session 

Manager. 

 

 
 

Click on the Home tab and select Telephone Interfaces in the right column as highlighted 

below. 
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The Telephone Interfaces tab is opened. Select the + icon at the bottom left of the screen to add 

a new Telephone interface. 

 

 
 

The information in the right column shows that 30 lines are added to the Telephony Interface 

beginning at line 31and the gateway used is that which was created above. Click on Save at the 

bottom right of the screen once all the information has been entered correctly. 
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8.2. Configure the DS3000 extension numbers 

Open the DS3000 Client on the DS3000 Client machine. Enter the correct credentials on the 

LOGON PAD. 
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Click on Resume at the bottom of the screen as highlight. This simply brings up eth next screen. 

 

 
 

Select Done at the bottom of the screen as highlighted. 
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Click on the UpdateDbase button highlighted. 

 

 
 

Click on the Call Routes icon highlighted in the left window. The highlighted row in the right 

window shows that when 3xxx is dialled that Interface 2 is used. Note that was the interface 

number configured in Section 7.1 above. 

 

 



 
PG; Reviewed: 

SPOC 8/5/2013 

Solution & Interoperability Test Lab Application Notes 

©2013 Avaya Inc. All Rights Reserved. 

27 of 42 

DS3000_CS1KSM62 

 

Select DPNSS Extensions in the left column highlighted. Note the entry highlighted is for the 

DS3000 Extension 50000. Ensure Accept Type is set to Telephone. 
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9. Verification Steps 

The following steps can be taken to ensure that the connection between the DS3000 and Session 

Manager are up. Once the DS3000 is registered as a SIP Entity calls to and from the DS3000 

should be possible. There are two simple verification steps that can be carried out to ensure the 

application is configured and connected properly to the Avaya Solution. 

1. Make a call to the DS3000 and verify that the caller can be heard. 

9.1. Verify that calls can be made to the DS3000 

Open the DS3000 Client on the DS3000 Client machine. Enter the correct credentials on the 

LOGON PAD. 
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Click on Resume at the bottom of the screen as highlight. 

 

 
 

Select Done at the bottom of the screen as highlighted. 
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Click on the Main Scrn button highlighted below. 

 

 
 

Once a call is presented to the DS3000 the following screen should appear. Click on the Take 

Call button on the bottom right of the screen to take the call. 
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10. Conclusion 

These Application Notes describe the configuration steps required for DS3000 from Capita 

Secure Information Solutions to successfully interoperate with Avaya Communication Server 

1000E R7.5 and Avaya Aura® Session Manager R6.2 by registering DS3000 application with 

Session Manager as a SIP Entity. Please refer to Section 2.2 for test results and observations. 

11. Additional References  

This section references documentation relevant to these Application Notes. The Avaya product 

documentation is available at http://support.avaya.com where the following documents can be 

obtained. 

[1] Software Input Reference Administration Avaya Communication Server 1000, Release 

7.5; Document No. NN43001-611_05.02 

[2] Administering Avaya Aura® Session Manager, Doc # 03603324, Issue 1 Release 6.2 

[3] Implementing Avaya Aura® Session Manager Document ID 03-603473 

[4] Unified Communications Management Common Services Fundamentals Avaya 

Communication Server 1000, Doc # NN43001-116, 05.08 

[5] Element Manager System Reference –Administration Avaya Communication Server 1000 

Doc # NN43001-632, 05.04 

 

Product documentation for DS3000 can be requested from Capita or may be downloaded from 

http://www.capitasecureinformationsolutions.co.uk 
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Appendix A 

List of Linux Patches on Avaya Communication Server 1000E R7.5 

 

[paul@cs1kpg ~]$ pstat 
Product Release: 7.50.17.00 
In system patches: 1 
PATCH#  NAME       IN_SERVICE   DATE      SPECINS  TYPE   RPM 
31      p31484_1   Yes          17/01/13  NO       FRU    cs1000-shared-general-7.50.17-00.i386 
 
In System service updates: 31 
PATCH#  IN_SERVICE   DATE       SPECINS   REMOVABLE   NAME 
0       Yes          16/01/13   NO        YES         cs1000-linuxbase-7.50.17.16-13.i386.000 
1       Yes          16/01/13   YES       YES         cs1000-baseWeb-7.50.17.16-2.i386.000 
2       Yes          16/01/13   NO        YES         cs1000-patchWeb-7.50.17.16-8.i386.000 
3       Yes          17/01/13   NO        YES         cs1000-shared-pbx-7.50.17.16-1.i386.000 
4       Yes          17/01/13   NO        YES         cs1000-kcv-7.50.17.16-1.i386.000 
5       Yes          17/01/13   NO        yes         avaya-cs1000-cnd-4.0.20-00.i386.000 
6       Yes          17/01/13   NO        YES         cs1000-ipsec-7.50.17.16-1.i386.000 
7       Yes          17/01/13   NO        YES         ipsec-tools-0.6.5-14.el5.3_avaya_1.i386.000 
8       Yes          17/01/13   NO        YES         spiritAgent-6.1-1.0.0.108.208.i386.000 
9       Yes          17/01/13   NO        YES         cs1000-mscTone-7.50.17.16-1.i386.000 
10      Yes          17/01/13   NO        yes         tzdata-2011h-2.el5.i386.000 
11      Yes          17/01/13   NO        YES         cs1000-pd-7.50.17.16-1.i386.000 
12      Yes          17/01/13   NO        YES         cs1000-ncs-7.50.17.16-1.i386.000 
13      Yes          17/01/13   NO        YES         cs1000-EmCentralLogic-7.50.17.16-2.i386.000 
14      Yes          17/01/13   NO        YES         cs1000-cs1000WebService_6-0-7.50.17.16-1.i386.000 
15      Yes          17/01/13   NO        YES         cs1000-mscMusc-7.50.17.16-11.i386.000 
16      Yes          17/01/13   NO        YES         cs1000-mscAnnc-7.50.17.16-10.i386.000 
17      Yes          17/01/13   NO        YES         cs1000-csoneksvrmgr-7.50.17.16-1.i386.000 
18      Yes          17/01/13   NO        YES         cs1000-bcc-7.50.17.16-69.i386.000 
19      Yes          17/01/13   NO        YES         cs1000-csmWeb-7.50.17.16-6.i386.000 
20      Yes          17/01/13   NO        YES         cs1000-mscConf-7.50.17.16-1.i386.000 
21      Yes          17/01/13   NO        YES         cs1000-emWeb_6-0-7.50.17.16-34.i386.000 
22      Yes          17/01/13   NO        YES         cs1000-Jboss-Quantum-7.50.17.16-30.i386.000 
23      Yes          17/01/13   NO        YES         cs1000-tps-7.50.17.16-24.i386.000 
24      Yes          17/01/13   NO        YES         cs1000-sps-7.50.17.16-10.i386.000 
25      Yes          17/01/13   NO        YES         cs1000-ftrpkg-7.50.17.16-11.i386.000 
26      Yes          17/01/13   NO        YES         cs1000-emWebLocal_6-0-7.50.17.16-3.i386.000 
27      Yes          17/01/13   NO        YES         cs1000-dmWeb-7.50.17.16-6.i386.000 
28      Yes          17/01/13   NO        YES         cs1000-dbcom-7.50.17.16-1.i386.000 
29      Yes          17/01/13   NO        YES         cs1000-vtrk-7.50.17.16-131.i386.001 
30      Yes          17/01/13   NO        YES         cs1000-mscAttn-7.50.17.16-3.i386.000 
[paul@cs1kpg ~]$ 
 

 



 
PG; Reviewed: 

SPOC 8/5/2013 

Solution & Interoperability Test Lab Application Notes 

©2013 Avaya Inc. All Rights Reserved. 

33 of 42 

DS3000_CS1KSM62 

 

List of Call Server Patches on Avaya Communication Server 1000E R7.5 

 
 

.mdp issp 

 

VERSION 4121 

RELEASE 7 

ISSUE 50 Q + 

DepList 1: core Issue: 01 (created: 2013-01-11 11:29:20 (est)) ALTERED 

 

IN-SERVICE PEPS 

PAT# CR #            PATCH REF #     NAME      DATE        FILENAME       SPECINS 

000  wi00965603      ISS1:1OF1       p31618_1  17/01/2013  p31618_1.cpl   NO 

001  wi01044868      ISS1:1OF1       p32261_1  17/01/2013  p32261_1.cpl   NO 

002  wi01031887      ISS1:1OF1       p31814_1  17/01/2013  p31814_1.cpl   NO 

003  wi01001588      ISS1:1OF1       p31976_1  17/01/2013  p31976_1.cpl   NO 

004  wi00977002      ISS2:1OF1       p30786_2  17/01/2013  p30786_2.cpl   NO 

005  wi01043458      ISS1:1OF1       p31712_1  17/01/2013  p31712_1.cpl   NO 

006  wi01016398      ISS1:1OF1       p32019_1  17/01/2013  p32019_1.cpl   NO 

007  wi01042797      ISS1:1OF1       p32089_1  17/01/2013  p32089_1.cpl   NO 
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Appendix B 

SIP Route on Avaya Communication Server 1000E R7.5 

 
TYPE: rdb 

 

CUST 0 

 

ROUT 20 

 

 

TYPE RDB   

CUST 00  

ROUT 20  

DES  SIPTRK 

TKTP TIE  

M911P NO  

ESN  NO   

RPA  NO   

CNVT NO   

SAT  NO   

RCLS EXT  

VTRK YES  

ZONE 00001  

PCID SIP  

CRID YES  

NODE 3 

DTRK NO   

ISDN YES  

    MODE ISLD 

    DCH  66  

    IFC  SL1  

    PNI  00001  

    NCNA YES  

    NCRD YES  

    TRO  YES  

    FALT NO   

    CTYP UKWN 

    INAC YES  

    ISAR NO   

    DAPC NO   

MBXR NO   

MBXOT NPA  

MBXT 0  

PTYP ATT  

CNDP UKWN  

AUTO NO   

DNIS NO   

DCDR YES  

ICOG IAO  

SRCH LIN  

TRMB YES  

STEP  

ACOD 8020 

TCPP NO   

PII NO   

AUXP NO   

TARG  

CLEN 1  
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BILN NO 

OABS  

INST  

IDC  NO   

DCNO 0 * 

NDNO 0  

DEXT NO   

ANTK  

SIGO STD  

STYP SDAT  

MFC  NO 

ICIS YES 

OGIS YES 

PTUT 0  

TIMR ICF  1920  

 

 

PAGE 002  

 

     OGF  1920  

     EOD  13952  

     LCT  256  

     DSI  34944  

     NRD  10112  

     DDL  70  

     ODT  4096  

     RGV  640  

     GTO  896  

     GTI  896  

     SFB  3  

     PRPS  800  

     NBS  2048  

     NBL  4096  

 

     IENB  5  

     TFD  0  

     VSS  0  

     VGD  6  

     EESD  1024  

SST  5 0  

DTD  NO   

SCDT NO   

2 DT NO   

NEDC ORG  

FEDC ORG  

CPDC NO   

DLTN NO   

HOLD 02 02 40  

SEIZ 02 02  

SVFL 02 02  

DRNG NO   

CDR  YES  

INC  YES  

LAST YES  

TTA  YES  

ABAN YES  

CDRB YES  

QREC YES  

OAL  YES  

AIA  YES  

OAN  YES  

OPD  YES  
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NDP  EXC 0  

NATL YES  

SSL   

CFWR NO   

IDOP NO   

VRAT NO   

MUS  YES  

MRT  10  

PANS YES  

RACD NO   

MANO NO   

FRL  0 0  

FRL  1 0  

FRL  2 0  

FRL  3 0  

FRL  4 0  

FRL  5 0  

FRL  6 0  

FRL  7 0  

 

 

PAGE 003  

 

OHQ  NO   

OHQT 00  

CBQ  NO   

AUTH NO   

TDET NO   

TTBL 0  

ATAN NO   

OHTD NO   

PLEV 2  

OPR  NO   

ALRM NO   

ART  0  

PECL NO   

DCTI 0  

TIDY 20 20 

ATRR NO   

TRRL NO   

SGRP 0  

CCBA NO   

ARDN NO   

CTBL 0  

AACR NO 
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SIP D-channel Avaya Communication Server 1000E R7.5 

 
ADAN     DCH 66  

  CTYP DCIP  

  DES  VTRK_DCH 

  USR  ISLD 

  ISLM 4000  

  SSRC 1800  

  OTBF 32  

  NASA YES  

  IFC  SL1  

  CNEG 1  

  RLS  ID  7  

  RCAP ND2 MWI  

  MBGA NO 

  H323  

    OVLR YES  

    OVLS YES  

  OVLT 1 

 

SIP Trunk on Avaya Communication Server 1000E R7.5 

 
TYPE TNB 

TN   96 0 3 29 

 

DATE  

 

PAGE  

 

DES   

 

 

DES  SIPTRK 

TN   096 0 03 29  VIRTUAL 

TYPE IPTI 

CDEN 8D 

CUST 0  

XTRK VTRK 

ZONE 00001  

TIMP 600  

BIMP 600  

AUTO_BIMP NO 

NMUS NO 

TRK  ANLG 

NCOS 0  

RTMB 20 30  

CHID 60  

TGAR 0  

STRI/STRO IMM IMM  

SUPN YES  

AST  NO   

IAPG 0  

CLS  UNR DTN CND ECD WTA LPR APN THFD XREP SPCD MSBT  

     P10 NTC MID  

TKID  

AACR NO 
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Appendix C 

Domains and Locations setup on Session Manager. Log into System Manager as shown in 

Section 6 above. Once logged in select Routing (not shown) and Select Domains as highlighted 

below. The Domain already added below is devcon.avaya. Click on New if a new domain is to 

be added to Session Manager.. 

 

 
 

Select the Domain devcon.avaya above and the below screen shows the setup for this Domain. 

 

 
 

Select Locations from the left window and click on New to add a new Location. The existing 

location is shown below. 
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The screen below shows the Location setup that was used in compliance testing. 
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