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Communication Manager - Issue 1.0

Abstract

These Application Notes describe the configuration steps required to integrate Grandstream
GXV3240 and GXV3275 Multimedia IP Phones for Android™ with Avaya Aura® Session
Manager and Avaya Aura® Communication Manager.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required to integrate Grandstream
GXV3240 and GXV3275 Multimedia IP Phones for Android™ with Avaya Aura® Session
Manager and Avaya Aura® Communication Manager.

2. General Test Approach and Test Results
The interoperability compliance testing included both feature and serviceability testing.

The featured testing focused on verifying the ability of the Grandstream Multimedia IP Phones to
register as SIP endpoints with Avaya Aura® Session Manager, establish voice and point-to-point
video calls, and exercise various telephony features (e.g. hold/resume, transfer, conference, etc.).

The serviceability testing focused on verifying the ability of the Grandstream Multimedia IP
Phones to handle various outages such as network disconnects and server/phone reboots.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
Interoperability compliance testing covered the following features and functionality:

e Successful registration of the Grandstream Multimedia IP Phones with Session Manager.

e Voice calls between Grandstream Multimedia IP Phones, Avaya 6200 Series analog
telephone, Avaya 2400 Series digital telephone, Avaya 1600 Series IP Deskphones,
Avaya 9600 Series IP Deskphones (96x1 models, both H.323 and SIP), Avaya E129 SIP
Deskphones, Avaya E169 Media Station, Avaya one-X® Communicator (both H.323 and
SIP), and Avaya Communicator (for Windows, Android, and iPad).

e Point-to-Point video calls between the Grandstream Multimedia IP Phones, Avaya one-

X® Communicator (SIP and H.323), and Avaya Communicator (for Windows and iPad).

G.711MU, G.711.A, G.729A, G.722-64k, and G.726A.32K codec support.

Guest login/logout

Caller ID and display updates.

Direct IP-IP Media (i.e. media shuffling).

Proper recognition of DTMF tones by navigating voicemail menus.

Proper operation of voicemail with Message Waiting Indication.

Telephony features including: Mute, Hold/Resume, Transfer, Conference, Music on

Hold, Call Coverage Paths, Call Forwarding (Unconditional, Busy, and No Answer), Call

Park/Answer Back, Call Pickup, and Automatic Redial.
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The serviceability testing focused on verifying the ability of the Grandstream phones to handle
various outages such as network disconnects and server/phone reboots.

The wireless functionality of the Grandstream phones was not tested.

2.2. Test Results

The Grandstream Multimedia IP Phones successfully passed compliance testing with the
following observations:

G.726-32K: G.726-32K codec negotiation failed during compliance testing; however,
Grandstream has delivered a fix for this issue in their system firmware version 1.0.3.25.
Conference URI / display updates: When the conference is established, the endpoints
involved in the conference receive a SIP UPDATE message with a Contact header
containing the “isfocus” feature tag. This feature tag indicates that the URI in the
Contact header field is a conference URI. Avaya phones update their display to show the
conference URI display information (e.g. Conference 2) which indicates the number of
other parties in the conference. The Grandstream phones did not update their display to
show the conference URI display information; however, Grandstream has delivered a fix
for this issue in their system firmware version 1.0.3.25.

Long Hold Recall: The Grandstream phones do not audibly or visually alert the user of
a held call when the Avaya Aura® Communication Manager long hold recall timer
expires.

481 Call Leg/Transaction Does Not Exist: Multiple “481 Call Leg/Transaction Does
Not Exist” SIP messages are generated for transfer/conference scenarios. This is
essentially a race condition. For example, after the REFER for a transfer is sent, both
parties send a BYE for the call leg going away. When each party receives the BYE, it
responds with a 481 Call Leg/Transaction Does Not Exist (since each party has already
sent its own BYE for that call leg).

2.3. Support
Grandstream can be reached using the information provided on the following web sites:

General Contact Information: http://www.grandstream.com/company/contact-us
Support Requests: http://esupport.grandstream.com/support/customerportal/login.php
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3. Reference Configuration

Figure 1 illustrates the test configuration used to verify Grandstream Multimedia IP Phones
integration with Avaya Aura® Session Manager and Avaya Aura® Communication Manager.
The configuration consists of an Avaya Aura® Communication Manager Server with an Avaya
G450 Media Gateway providing connectivity to the PSTN via an ISDN-PRI trunk, Avaya Aura®
System Manager, and Avaya Aura® Session Manager. Avaya Aura® Messaging was used as
the voicemail system. The Grandstream endpoints registered with Session Manager as SIP Users.

SIP Trunk

SIP Trunk

Avaya G450 Avaya Aura® Avaya Aura® Avaya Aura® Avaya Aura®
Media Gateway ication M System Manager Session Manager Messaging
/
Avaya 6200 Avaya 2400
Series Analog Series Digital
Phones Telephones
Grandstream Grandstream
p L X SRVRRLS
m & E Grandstream Endpoints
Avaya E129 Avaya E169 Avaya 1600

SIP Deskphone  Media Station Series IP

(SIP) Deskphones =
(H.323) =) = s )
IV, = =
“
Avaya one-X® Avaya one-X® Avaya Avaya
Avaya 9600 Series Avaya Communicator Communicator Communicator c icat Communicator
IP Phones for Android (H.323) (SIP) for Windows for iPad
(H.323 & SIP) (SIP) (SIP) (SIP)
Figure 1: Grandstream Multimedia IP Phones
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura® Communication Manager R6.3 Update 22098
with an Avaya G450 Media Gateway

Avaya Aura® System Manager R6.3.11
Avaya Aura® Session Manager R6.3.11
Avaya Aura® Messaging R6.3
Avaya 6200 Series Analog Phones -
Avaya 2400 Series Digital Telephones R6
Avaya 1600 Series IP Deskphones 1.3.6
Avaya E129 SIP Deskphones 1.0
Avaya E169 Media Station 1.1

Avaya 9600 Series IP Deskphone (96x1 — | 6.4
SIP and H.323)
Avaya one-X® Communicator (SIP and 6.2.5

H.323)
Avaya Communicator (for Windows, 2.1 (Windows and Android)
Android, and iPad) 2.0.2 (iPad)
Grandstream GXV3240 and GXV3275 Hardware Revision: V1.7A (GXV3240)
Multimedia IP Phones V1.4B (GXV3275)
System Version: 1.0.3.15
Android Version: 4.2.2
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5. Configure Avaya Aura® Communication Manager

These Application Notes assume that basic Communication Manager administration has already
been performed, including the configuration needed to establish a SIP trunk to Session Manager.
Consult Reference [1] for further details if necessary.

All configuration in this section is administered using the System Access Terminal (SAT).

5.1. Configure Video Parameters

Enable IP Video on the signaling group for the SIP trunk between Communication Manager and
Session Manager. Enter the “change signaling-group” command. Set IP Videotoy. By
default, Direct IP-1P Audio Connections is enabled for audio media shuffling.

SIGHALING GRCOUP

Group HNumber:
IMS Enabled?

1 Group Type: sip
n
R-5IP? n
¥
n

Transport Method: tls

I IP Video? Priority Video? n Enforce 5IPS URI for SRTIP?
Peer Detectio Enabled? y Peer Server: 5M
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Humbers? vy
Eemove '"+' from Incoming Called/Calling/Rlerting/Diverting/Connected Humbers? n
Alert Incoming SIPF Crisis Calls? n
Hear-end MHode Name: procr Far-end Node Name: sml0220
NHear-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region:

[

Far-end Domain:

Bypass If IF Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort HNoise? n
DITMF over IP: rtp-pavload IDirect IP-IP Audio Connections? EIE

Sez=zion Establishment Timer (min): 3 IP Audio Hairpinning? n

Enable Layer 3 Test? y Initial IP-IF Direct Media? n

H.323 5Btation Cutgoing Direct Media? n Alternate Route Timer(sec): &
L= A
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Set the multimedia parameters for the ip-codec-set used by the endpoints. Enter the “change ip-
codec-set” command. Set Allow Direct-IP Multimedia toy. Set the two call rate parameters to
desired values (2048 was used during compliance testing).

E@ 10.64.102.17 - PuTTY

change ip-codec—=

IF CODEC SET

Allow Direct-IP Multimedia? y
Maximum Call Rate for Direct-IF Multimedia: 2048:E
Maximum Call Rate for Priority Direct-IP Multimedia: 2Z048:Fbicts

Packet
Mode Redundancy Eize (m=)
FRX relay Y]
Modem off o
TDD/TTY s 3
H.323 Clear—-channel n a
SIP &4K Data n a 20

m
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5.2. Verify Station Configuration

It is assumed all Avaya endpoints have already been configured. The stations used for the
Grandstream endpoints do not need to be configured via the SAT. Rather, stations will be
automatically created in Communication Manager when the SIP Users are added in Section 6.1.
After completing the steps in Section 6.1 to create a SIP User, enter the “display station”
command within the SAT to verify that station was successfully added to Communication

Manager.

EP 10.64.102.17 - PuTTY

Extension: 53108
Type: 96415IF
Port: 500056
Name: 53108,

STATICH CPTICHS

Loss

Di=splay La

Surwviwvab

STATICH

Lock Messages? n
Security Code: 123456
Coverage Path 1: 98
GXV3240 Coverage Path 2:
Hunt-to Station:

Time of Day Lock Table:
Group: 19

Message Lamp Ext: 53108

nguage: english Button Modules: 0O

le COR: internal

Burvivable Trunk Dest? vy IP SoftPhone? n

IP Video? v

H
=
e e

m
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6. Configure Avaya Aura® Session Manager

Configuration of Avaya Aura® Session Manager is performed via Avaya Aura® System
Manager. These Application Notes assume that basic System Manager and Session Manager
administration has already been performed, including the configuration needed to establish a SIP
trunk to Communication Manager. Consult Reference [2] for further details if necessary.

Access the System Manager Administration web interface by entering https://<ip-
address>/SMGR as the URL in a web browser, where <ip-address> is the IP address of System
Manager. Log in using appropriate credentials.

® Frst tmw bon with “adren” accourt

® BgkedReset oasswods Log On Cancwl

. Tange Farsword” hyperink an thes page tu duange the Shenog Faaregrd
sasmword manualy, and then logn

Alat noie Bt seghe 1gn-on betwenn sarvers in the same secrty
Somamn 1y not sppartad when accesang v [P address 0 supgorted Browsers; ireernst Esplores &5 93 or 10.x ar Frefos 26.0
27.0ad 280

020w ECoAnIFy DIOCedLs 6t
anvd oW penaitias UNSS §Late, NNOGcal. of other
watle domeatic and furmgn lame

exidence of T aEy, the
S JTHALY My e peoadied 10 law anforcamant

AR Users must Comply wiEm ol CorpOrate NSTNXHIONS 1E03NTINgG the
Srotection of ftrmatiion sies
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Once logged in, the following screen is displayed.

-0
Dasbroang -

€« F a AT TR AT - o8 & A =

P I N e

Administrators Callaburation Esviranment Backug and Roslons

Darectory Synchironirotion Baik Import and Export

oups & Roles Cavmmunication ( wniiogr athoms

ser Monsgoment Evants

User Provisioning Wale 1P Offic Grogrephic Reduadancy
Mouting Exchanye nventory
Massaging Lice

Prewsndcs

Renglimg

Heporty
Sesslon Managor “t hedsher
Work Asshpament S0

Shandown
Software Management

Tomplatos
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6.1. Configure Users

This document assumes all Users for Avaya SIP endpoints have already been provisioned in

System Manager.

Add a User for each Grandstream phone. Navigate to Home - Users = User Management -

Manage Users. Click the New button.

User Mansgerment x

€« FP & TR ATY

o Heme [ Users [ User Managessent [/ Manage Users
Monage Users
Public Contacts

Shared Addresses
User Management

Syslems Prasonce
AlLs
Commemication
Profile Passwont
Policy View Ede & New i Duphcate w Delete

Users

1Sitems . Shaw AL ~

More Actions =

Advaniind Sawth »

Fiker; Enadin

Last Maine Frest Nasmnre Display Kame Login Mame S Mandle Last Lagin
S3000 Sisbon £30000wvuye.con 23000
Sl00L Staon L300 1gavaya.cun sx0
53003 Stsoon S30038vvmry0, com 53003
snat Staoon 5110188 oyn, com 53103

v 01| Stabon 53107, Staten 1028 wemyn o 115
LS 38 | Stabon 53103, Saten 103 wimyn.com s
S314 Statyu 531, SDmtien 31049 wvayn.cum ER )
53108 Stwon 5 Lat $3105@avaya.com 55108
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On the Identity tab, enter descriptive values for Last Name and First Name. Enter the Login
Name (e.g. user@sipdomain; this document assumes the SIP domain was previously configured.
Consult Reference [2] for further details if necessary).

MHame Itner Hanagemend i:-
= Usor Managamost + tome [ Users [/ User Munegrmend / Munage Users [+]
7n'-7n.-u7- llrw-nr - Ha
Public Contacty New User Profile Comme 8 Continue | | Commit | | Cancel
Shared Addrmeses
sz o m Commmunication Profile Membership Luntacts
AL
Cotmmumication | User Provisioning Rule «
Peailie Pastivord User Provsioning Rude -
Palicy
Identity «
* Last Name: 53108
Last Nama (Latn Translation): 53108
* Frst Name: GXV3240
First Name (Latin Translsbon): GXVI240
Mdds Name
Desrption
* Login Name: §)108@avaya.com
* Authantcation Type: Basc
Fassword
Corfirm #assword:
Localaed Display Name
Endpont Crsplay Name
Title
Language Preferencs L_v_‘
Time Zono -
Employes ID
Department
Company.
Address »
Localized Names »
*Required Comme A Canbrue | Comme | Cancal
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Click the Communication Profile tab. Enter the Communication Profile Password, and then
enter it again in Confirm Password.

*

Identity Communication Profile Membership Contacts

Communication Profile »

Communication Profile Password:

Confirm Password:

Click the New button under Communication Address. Select Avaya SIP for Type. Enter the
Full Qualified Address for the user and then click the Add button.

Communication Address =

Type Handle Domain

No Records found

Type: |Avaya SIP E
* Fully Qualified Address: (53108 @ :avaya.com §v|
Add || Cancel
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Check the box next to Session Manager Profile. For Primary Session Manager, select the

Session Manager SIP Entity from the drop-down menu.

Under Application Sequences, select the sequence (e.g. cm10217) used to route calls to
Communication Manager from the drop-down menu for the Origination Sequence and

Termination Sequence.

Under Call Routing Settings, select the Home Location (e.g. Lab) from the drop-down menu.

Session Manager Profile =

SIP Registration
* Primary Session Manager

Primary | Secondary | Maximum

sm1l0220
|E| 18 0 18
Secondary Session Manager Primary | Secondary | Maximum
(Noneg) |z|
Survivability Server | (None) |Z|
Max. Simultaneous Devices |1 |Z|
Block New Registration A
When Maximum Registrations
Active?
Application Sequences
Origination Sequence | cmil0217 |E|
Termination Sequence |cm10217 |E|
Call Routing Settings
* Home Location || gb |z|
Conference Factory Set | (None) |z|
Call History Settings
Enable Centralized Call [
Histary?
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Check the box next to CM Endpoint Profile. Select the Communication Manager SIP Entity
from the System drop-down menu. Select Endpoint for Profile Type. Enter the
Communication Manager station Extension (e.g. 53108). From the Template drop-down menu,
select 9641SIP_DEFAULT_CM 6_3. Enter the desired value for the station Security Code.
For Voice Mail Number, enter the Avaya Aura® Messaging pilot number. Click the Endpoint
Editor button next to Extension field.

¥| CM Endpoint Profile =
* System |cm10217 =]
* Profile Type | Endpoint |E|

Use Existing Endpoints

* Extension @.53108 |Endpnint Editnr|

* Template | 96415IP_DEFAULT_CM_&_3 |E|
Set Type 9541SIP
Security Code essesse
Port 1P
Voice Mail Number |59990

Preferred Handle | (None) |E|

Enhanced Callr-Info display for 1-line
phones

Delete Endpoint on Unassign of Endpoint  [#
from User or on Delete User.,

Override Endpoint Name and Localized (¥
MName
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Under the General Options tab, set Coverage Path 1 to the coverage path used for Avaya
Aura® Messaging.

¥ User Manogesment
Mamage Users

Prulile Passwond
Policy

o Bome | Users [ Uses Management / Mansge Users

Edit Endpoint

System cmiozly
Template
Port
Mame

_ Foature Options (5)

Button Assigmmont (B Protie Settings (0

Y Class of Restriction (COR)

96415IF_DEFALLT_CM_6_3 |=|

Silw Data (1)

Groop Mombership (M

Extonsion
Set Type
Secerity Code

Abdarwvinted Call Dialing (A}

* Class Of Service (COS)

A151F

Enbanced Call fwd (F)

1

Help ?
Dgne | | Cancel

[Save As Template)

' Emergency Location Ext £3108 Y Massage Lame Ext. 53108
* Tenast Number
Y SIP Trunk Q yar Type of IPCC Enablod Nore =
Coverage Path 1 G Covorage Path 2
Lock Messagn Localized Display Name
Multibyte Language Not Apohcable
* Required
Dons Cancel
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Click the Feature Options tab. Check the box for IP Video and then click the Done button to
return to the user Communication Profile tab as shown on the next page. Click the Commit
button.

Pume sy Manig

Profile Passwont
Policy

o Bome | Users [ Uses Management / Mansge Users

Edit Endpoint

System nioz17?
Template
Port
Name

904151F_DEFALRT_CM_6_3

Goneral Options (O * _ Silw Data (5]

Group Momsbership (M

Button Asvgmuent (B Protie Settings (©

Active Station Ringing wngln -
MWI Served User Type None -l
Per Station CPN - Send
Calling Number R
1P Phone Group 10
Emsc:n(:::" as-on-local
LWC Reception oo =)
AUDIX Nomse
ECH00 State wnables (=]
Short/Prefixed v
Registration Allowed e
Music Source
faatiies
Always Use

[P Audio Halrpeneng

indged Call Mscting

Bridged Idie Line Preference

Coverage Message Retreval

Data Rastiction

Sunavabile Trunk Dest

Hindgad Appastance Ongnation Restriction
¢ Restnct Last Appearance

Tum on mute for remota off-hook attempt

‘Required

1 xtension
Set Type
Secerity Code

Abarwyvinted Calt (aling ()

Ato Amswer

Coverage After
Forwarding

Display Language
Hust-to Station
Loss Group

Survivable COR
Timwe of Day Lock Table

Voice Maill Nusber

1510

Enbascond Call Fwd (F)

rone | =|
system | »

engish -

19

intemad -

Nope (=

50000

Idle Appearance Preference

0 Softfrona

LWC Actvation

COR Privacy

Drect @-1P Audio Connecticns

H. 220 Corvarsion

¥ Wdeo

Per Sutton Ring Coatral

Help ?
Dgne | | Cancel

[Save As Tamplate)

Dons
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7. Configure Grandstream GXV3240 and GXV3275
Multimedia IP Phones for Android™

It is assumed that the basic configuration for the Grandstream phones has already been
implemented and that the phones are ready for the integration with Avaya Aura® Session
Manager. The sub-sections below provide only the steps required to configure the Grandstream
to interoperate with Avaya.

Note: Only the configuration steps required to integrate the Grandstream GXV3240 phone
model with Avaya are shown in the sub-sections below; however the same steps are required and
applicable to the Grandstream GXV3275 phone model.

7.1. Web Interface

Access the phone web interface by opening a web browser and entering the following URL.:
http://ip-address, where ip-address is the IP address of the phone. Log in using appropriate
credentials.

-~

==

| 6Xv3240 x

€ @ 1068021244 e |[Q search V- T o

Enterprise Multimedia Phone for Android

Username

Password

Language English +

< 1) »
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http://ip-address/

After making and saving any configuration changes throughout the remainder of Section 7, an
Apply button will appear at the top of the web interface. Click the Apply button (not shown) to
immediately apply the changes.

7.2. Configure General Settings

Click the Account tab and select an Account sub-tab to configure (e.g. Account 1). Click
General Settings on the left. Configure the following parameters:

Account Active: check the Yes box.

Account Name: Enter descriptive text.

SIP Server: Enter the Session Manager signaling IP address.

SIP User ID: Enter the SIP User created in Section 6.1.

SIP Authentication ID: Enter the SIP User created in Section 6.1.

SIP Authentication Password: Enter the password for the User created in Section 6.1.
Voice Mail UserID: Enter the Avaya Aura® Messaging pilot number. Configuration of
Avaya Aura® Messaging is outside the scope of this document. The mailboxes for the
Grandstream phones are configured the same and Avaya phones).

e Name: Enter descriptive text (optional)

Use the default values for the remaining fields. Click the Save button at the bottom of the
screen.

GXV3240

106410270

S3108

33108
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7.3. Configure SIP Settings

Click the SIP Settings tab on the left. Check the Yes box for SUBSCRIBE for MW!I. Use the
default values for the remaining fields. Click the Save button at the bottom of the screen.
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7.4. Configure Code Settings

Click the Codec Settings tab on the left. The settings on the screen below show that values that
were used during compliance testing; however, Preferred VVocoder settings were modified
occasionally during the testing to test various codecs. After making any changes, click the Save
button at the bottom of the screen.

GXV3240

Account 5 | Accowet &

o
THF Payioaa Type

Frefemed Voo oder

Opus

ILBC Frame Sax
Enatie RFCS1ES Suppon

H 264 Image Sae OF

H 254 Profie Type Baseine Profie
Video Bl Rl 384 K0ps
OF Banowkith Annbuss Meoa Levwel
H 264 Payload Type %9
Disabie

AES 1288256 it

Jer Buffer Maxmum (o)

RYCP Destratay
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7.5. Configure Packetization Mode

By default, the Grandstream phones support packetization mode set to 1. At the time of testing,
the Avaya video endpoints did not support packetization mode set to 1. Therefore, the
packetization mode value on the Grandstream phones was changed to 0.

To change the packetization mode value on the Grandstream phone, open a secure shell session
to the phone’s IP address. Log in using appropriate credentials. The commands required to
change the value (and output) are shown below.

GXV3240 > config
CONFIG > get 957

957=1

CONFIG > set 957 0

Set 957=0

CONFIG> commit

nvram commited

CONFIG > exit

GXV3240 > reboot

You have chosen to reboot.

Do you want to continue (y/N)? y

8. Verification Steps
This section includes steps that can be followed to verify the configuration.

8.1. Verify Point to Point Audio and Video Calls

Place point to point audio and video calls between the Grandstream phones and Avaya
endpoints. Verify 2-way audio as well as 2-way video for the video calls.

9. Conclusion

These Application Notes describe the procedures required for the Grandstream Multimedia IP
Phones to interoperate with Avaya Aura® Session Manager and Avaya Aura® Communication
Manager to support the reference configuration shown in Figure 1. Refer to Section 2.2 for
testing results and any observations noted during testing.
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10. Additional References
Product documentation for Avaya products may be found at: http://support.avaya.com.

[1] Administering Avaya Aura® Communication Manager, Release 6.3, Issue 10, June 2014.
[2] Administering Avaya Aura® Session Manager, Release 6.3, Issue 7, September 2014.
[3] Administering Avaya Aura® Messaging, Release 6.3.2, Issue 1, December 2014.

Product documentation for Grandstream products may be found at:
http://www.grandstream.com.

[4] GXV3240 IP Multimedia Phone for Android™ Administration Guide
[5] GXV3275 IP Multimedia Phone for Android™ Administration Guide
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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