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Abstract

These Application Notes describe the configuration steps requiredNIfOE Behavioral
Analytics for POM Outboundt.2 to interoperate with Avay Proactive OutreaciManager
3.1.3and Avaya Aura® Application Enablement Servi€ek2 usingSingle Step Confenee
to records calls

NICE Behavioral Analytics for POM Outbouncbnnected to thévaya solution to allow
recording of outbound calls generdtiey Avaya Proactive Outreach Managerd used thg
Single Step Conferenceéeature via the Avaya Aura® ApplicatioBnablement Servicq
Device, Media, and Call Control interface to capture media associated with the mo
agentstations for call recording.

Readers should pay attention $ection 2, in particular the scope of testing as outlineg
Section2.1as well as any obsaations noted irfSection2.2, to ensure that their own use ca
are adequately covered by this scope and results.

Information in these Applicain Notes has been obtained through DevConnect compl
testing and additional technical discussioigsting was conducted via the DevConn
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps requirddGar Behavioral

Analytics for POM Outbound.2to interoperate with AvayRroactive Outreach Manager 3.1.3
and Avaya Aura® Application Enablement ServicelsBusingSingle Step Confeneeto
records calls.

The primary focus of these Application Notes is the connection to Proactive Outreach Manager
(POM) in order to record outbound campaign calls from agent phi€E.Behavioral

Analytics for POM Outboundhade use of th€all Recorder Application Programming Interface
(API) on POM and used tHeingle Step Conferendeature via the Application Enablement
Services Device, Media, and Call Control (DMCC) interface to capture media associated with
the monitored agent stations for call neting.

A number ofblended calls were also recorded that being a mixture of both outbound calls using
POM and inbound calls to a VDN. To facilitate the recording of both the outbound and inbound
calls,the DMCC interface oApplication Enablement Services wiaseragedBehavioral

Analytics for POM Outboundsed the Telephony Services Application Programming Interface
(TSAPI) from Application Enablement Services to monitor skill groups and agent stations on
Communication Manager, along with tBangle Step Comirencefeature via the Application
Enablement Services (DMCC) for call recordofgnbound calls

DMCC works by allowing software vendors to create soft phones, in memory on a recording
server, and use them to monitor and record other phones. Thiglg pgoftware solution and

does not require telephony boards or any wiring beyond a typical network infrastrlibiire.

DMCC API associated witApplication Enablement Servicesonitors the digital and VolP

stations oextensions. The application uses BMCC service to register itself as a recording

device at the target extension. When the target extension joins a call, the application
automatically receives the call 6s adygusieggat ed
Single Step Conferen@ad records the call.

Note: The primary focus of these Application Notes is the connection to the POM recording API
for recording of outbound calls. Although a connection to TSAPI was made to allow for blended
calls, this connection has previously beerified and the resulting Application Notes are titled
Application Notes for Mattersight Call Recording Solution with Avaya Aura® Communication
Manager Using Single Step Conference with Avaya Aura® Application Enablement Services

2. General Test Approach and Test Results

The feature test cases were performed both automatically and mabpaliystart oBehavioral
Analytics for POM Outbounadhe application automaticalperformed device queries and
requestdmonitoring d POM agents using the ROCall Recorceer API. Behavioral Analytics
for POM Outboundhlsoregisteedthe virtual IP softphonessing DMCC

For the manual part of the testing, each call was handled mansaitythePOM Agent
Desktop applicatiofor user actions such &a®ld, resune, transfer and conference
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When theravasan active call at a monitored agent stati®ehavioral Analytics for POM
Outboundwasinformed of the call either by reports from POM via the Call RezoA€! during
an outbound calbr by event reportérom the TSAPI interfacenly for an inbound call as part o
a blended callit staredcall recording usingingle Step Conferensga the DMCC interface to
add a virtual IP softphone to the active eadtlobtain the media. The event reports were also
used to determine when to stop the call recordings.

The primary focus of the compliance testing washenrecording obutbound calls using POM

to generate calls from a list associated with a campaign. Both Preview and Progressive

campaigns were used dugitesting. Some blended calls were made using the POM agent
desktop to transf er.Alccals weeeexgectedo beirenocdedmi ng VDNO s

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet connectioto Behavioral Analytics for POM Outbound

The verification of tests included useaof 6t est GUI 6 t hat was provide
NICE to allow the playback of all recording¥his tool is only used for DevConnect recording

validation and is not provided to customers. Customers using this recording solution would have
access to the standard Behavioral Analytics Portal to find and play back recordings.

DevConnect Complianceebting is conducted jointly by Avaya and DevConnect memibais

jointly definedtest plan focuses on exercising APIs and/or standzaded interfaces pertinent to

the interoperability of the tested products andrtheictionalities DevConnect Compliarec

Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
compl eteness of a DevConnect memberds solutio

Avaya recommerslour customers implement Avaya solutions using appropriate security and
encryption capabilities enabled by our produ€tse testing referenced in these DevConnect
Application Notes included the enablement of supported encryption capabilities in the Avaya
products Readers should consult the appropriate Avaya product documentation for further
information regarding security and encryption capabilities supported by those Avaya products.

Support for these security and encryption capabilities in amAwvagasolution component is
the responsibility of each individual vend&eaders should consult the appropriate vendor
supplied product documentation for more information regarding those products.

For the testing associated with these Application Notesntegace between Application
Enablement Services aBeghavioral Analytics for POM Outbourttid not include use of any
specific encryption features as requestedNyE.

2.1. Interoperability Compliance Testing
The interoperability compliance tastluded feature and serviceability testiigpe feature
testing focused on verifying the following &ehavioral Analytics for POM Outbound

1 Handling of POM messagingn areas of event notification and value queries.
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1 Use of DMCC servicedo register virtual IP softphongand toactivateSingle Step
Conferencdo obtain the media for call recording.

9 Outbound calls in a Preview Campaigri Test call recording for outbodrcalls in a
preview campaign created on POM made to PSTN endpietsa SIP trunk

1 Outbound calls in a Progressive Campaign Test call recording for outbound calls in a
progressive campaign created on POM madedionulateSIP PSTN endpoints.

1 Hold/Transferred/Conference call§ Test call recording of outbound calls in a preview
campaign on hold, transferred and conferenced.

1 Blended callsi The recording of both inbound and outbound daligether using the same
agent.

1 Serviceability testing- The behaviourof Behavioral Analytics for POM Outbounahder
different simulated failure conditions

The serviceability testing focused on verifying the abilitydehavioral Analytics for POM
Outboundto recover from adverse catidns, such as disconnecting/reconnecting the Ethernet
connection tdehavioral Analytics for POM Outbound

2.2. Test Results

All test cases were executéthe following observatioswerenoted on POMrom the
compliance testing.
1. The Signaling Group involved with SIP trunks required that Dired¢PIRudio
Connections be set to no and tlRaAudio Hairpinningbe set to Y, this was at the
request of NICE for this setup. Please Seetion5.4to see how this is implemented.
2. NICE provided two batch files and a unique GUI to allow the playback of recordings
from both POM events and from TSAPI events. The bespoke nature ofttipsvseant
that these batch files need to be manually run in order to process the calls and populate
the GUI to allow the playback of recordings, this would not necessarily be the case for a
production setup.

2.3. Support
Technical support oBehavioral Analytis for POM Outboundan be obtained through the
following.

7 Phone: +1800.642.3611

1 Web: http://wiser.nice.com
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3. Reference Configuration

The configuration irFigure 1 wasused to compliance teBehavioral Analytics for POM
Outboundwith POM, Communication Manageand Application Enablement Services

During compliance testingdehavioral Analytics for POM Outboundonitored the skill groups
and agent stations shown irettable below.

Device Type Extension
VDN 1900, 1901
Skill Group 90, 91
Supervisor 1002
Agent Station 1100 (SIP), 1001 (H.323), 1050 (Digital
Agent ID 1400, 1401, 1402
Virtual DMCC Stations 18901, 18902, 18903

Step 3: PSTN caller
answers outbound call

T

[ System Manager J

G430
Media Gateway

==

Step 1: Outbound call 1s initiated l
from an Avaya Endpoint to the PSTN > ~
(via SBCE and SIP trunk). ]
Session Manager |« »| Avaya Endpoints
POM 15 used to mutiate the outbound J
call with Agent logged into an : - Iy 1
Outbound Campaign 5P Media Server
|
|
(= N
Experience Portal hosting Conianication
) Proactive Outreach
Step 2 & 3: Events of this call are Manager (POM) Manager
passed to NICE Behavioral - J
Analytics for POM Outbound :
Gl Reu;rdev AP
l |
NICE Behavioral [ ol
h ( ication Enablement
Step 4: NICE Behavioral Analytics Analytics for POM | -DMCC — — P Servi
=S Outbound ervices
for POM Outbound uses DMCC

Single Step Conference to record the
outbound call using the events from
POM to complete the recording

Figure 1: Compliance Testing Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment/Software

Release/Version

server

Avaya Aura® System Manager running on a virtual

SystemManager 8.1.2.0
Build No.7 8.1.0.0.733078
Software Update Revision
No: 8.1.2.0.0611261
Feature Pack 2

server

Avaya Aura® Session Manager running on a virtual

Session Manager R82
Build No.7 8.1.2.0.812039

Avaya Aura® Communication Managemning on a
virtual server

R8.1.2.0i FP2
R018x.00.0.890.0
Update ID 01.0.890-26095

Avaya Aura®Experience Portal used to host POM R7.2.3
Avaya Proactive Outreach Manager R03.01.03.01.03.013
-EPM (Experience Portal Manager R7.2.3.0.0505
-MPP (Media Processing Platfoim R7.2.3.0.0505
Avaya Aura® Application Enablement Services 8.1.2
Avaya Aura® Media Server 8.0.0.169
AvayaG430Media Gateway 41.16.0/1
Avaya J17H.323Deskphone 6.8304
Avaya 96x1 SIP Deskphone 7.1.2.0.14
AvayaDigital 9408 2.00
NICE Equipment/Software Release/Version
NICE Behavioral Analytics for POM Outboumdnning on | 4.2
Windows 2016 server with MS SQL 2D1

1  Avaya TSAPI Windows Client (csta32.dll) 8.0.0.38

1 Avaya DMCC XML 8.0.0.38
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5. Configure Avaya Aura® Communication Manager

This section provides the procedures for configuring Communication Marfdugeprocedures
include the following areas:

1 Verify license

91 Administer CTI link

9 Administer IP codec set

1 AdministerSignalling Group

1 Administervirtual IP softphones

1 Administeragentstations GIP)

5.1. Verify License

Log in to the System Access Terminal to verify that the Communication Manager license has
proper permissions for features illustrated in these Application Ndsesthedisplay system
parameters customeroptions command to verify that thomputer Telephony Adjunct

Links customer option is set oon Page 4 If this option is not set to y, then contact the Avaya
sales team or business partner for a proper license file

display  system - parameters customer - options Page 4 of 12
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dial ing Start at 01? y CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? n
ARS?y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning?y C vg Of Calls Redirected Off -net?y
ARS/AAR Dialing without FAC? n DCS (Basic)? y
ASAI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with R erouting? y
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n  Digital Loss Plan Modification? y
ATM WAN Spare Processor? n DS1 MSP?y

5.2. Administer CTI Link

Add a CTl link using th@dd cti-link nc o mmand, where fAno i s .an
Enter an available extension number inEx¢ensionfield. Note that the CTI link number and
extension number may vargnterADJ-IP in theType field, and a descriptive name in the
Namefield. Default values may be used in the remaining fields

addcti -link 1 Page 1of 3
CTI LINK

CTI Link: 1
Extension: 1990

Type: ADJ -IP

COR: 1

Name: aes81xvmpg
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5.3. Administer IP Codec Set

Use thechange ipcodecsetnc o mmand, where findo i s an ex
integration withBehavioral Analytics for POM Outbound

For customer network that use encrypted media, make certamotiais included forMedia
Encryption, and thaEncrypted SRTPis set tdbesteffort, these settings are needed for
support of norencrypted media from the virtual IP softphones useBdiyavioral Analytics for
POM Outbound

In the compliance testing, this IP cadset was assigned to thietual IP softphones used by
Behaviagal Analytics for POM Outbound

change ip -codec -setl Page 1lof 2
IP Codec Set
Codec Set: 1

Audio Silence  Frames Packet
Codec Suppression Per Pkt Size(ms)

1. G711 A n 2 20
2: G.711MU
3. G.729
4:
5
6:
7
Media Encryption Encrypted SRTP: best - effort
1:1 -srtp - aescm128- hmac80
2: none
3
4:
5
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5.4. Administer Signalling Group

The following must be set on each signalling group involved with SIP traffi©ig=tt IP-IP
Audio Connectionsto n, setlP Audio Hairpinning toy. This is to ensure that SIP phones will
be recorded properly using Single S@pnference

change signaling -group 1 Page 1lof 3
SIGNALING GROUP
Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tls
Q SIP? n
IP Video? n Enforce SIPS URI for SRTP? n
Peer Detection E nabled? y Peer Server. SM Clustered? n

Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near - end Node Name: procr Far - end Node Name: SM80vmpg
Near - end Listen Port: 5061 Far - end Listen Port: 5061
Far - end Network Region: 1

Far - end Domain:
Bypass If IP Threshold Exceeded? n

Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp - payload Direct IP - IP Audio Connections? n
Session Establishment Timer(min): 3 IP Audio Hairpinning? y
Enable Layer 3 Test? y
H.323 Station Outgoing Direct Media? n Alternate Route Timer(sec): 6
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5.5. Administer Virtual IP Softphones

Add a virtual IP softphone ugj theadd stationnc o mmand, where And i s an
extension numbeEnter the following values for the specifidelds andretain the default values
for the remaining fields.

9 Extension: The available extension number
1 Type: Any IP telephone type, such 4620
1 Name: A descriptive name

1 Security Code: A desired code
1 IP SoftPhone: vy

add station 18901 Page 1lof 5
STATION
Extension: 18901 Lock Messages? n BCC: 0
Type: 46 20 Security Code: 1234 TN: 1
Port: IP Coverage Path 1: COR: 1
Name: Virtual Recorder 1 Coverage Path 2: COoS: 1
Hunt - to Station: Tests: y
STATION OPTIONS
Location: Time of Day Lock Table:
Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 18901
Speakerphone: 2 - way Mute Button Enabled? y
Display Language: english Expansion Module? n
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n
Short/Prefixed Regis tration Allowed: default

Note: For compliance testing there were three recorders configured to ensure there were enough
recorders for each agent used.
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5.6. Administer Agent Stations (SIP)

Each Avaya SIP endpoint or station that needs tmdmitored and used fof®arty call control
wi || need to have AType of 3PCC Enabledodo set

carried out from System Manad®y enteringhttp://<FQDN >/network -login, where<FQDN>
is the fully qualified domain namd 8ystem Manager dittp://<IP Adddress >/network-

login. Log in using appropriate credentials.

Note: The following shows changes a SIP extension and assumes that the SIP extension has been
programmed correctly and is fully functioning.

< C A Notsecure | 10.10.40.35/network-login/
25 Apps M Suggested Sites
Recommended access to System Manager is via FQDN.

Go to central login for Single Sign-On User 1D:  admin
ur only option, then note that authentication will fail —_—
Password: |sessssess ]

i account
Log On Cancel

Change Passwerd

hyperiink on this page to change the password

Also note that single

n-on between servers in the same security domain is
not supported when dres

essing via IP ad 0 Supported Browsers: Internst Explorer 11.x or Firefox 65.0, 66.0 and 67.0.

em is restricted solely to authorized users for legitimate business
. The actual or attempted unauthorized access, use, or
of this system is strictly prohibited.

isciplinary procedures and or
or other applicable domestic

omply with all corporate instructions regarding the protection
of in ssets.

From the home page, click &sersA User ManagementA Manage Users as shown below.

AVAYA & Users v J Elements v £ Services « | Widgets v  Shortcuts v~

Aura® Systemn Manager 8.1
Administrators

System Resource Ut
28 Directory Synchronization
21+

Groups & Roles

User Management E Manage Users

User Provisioning Rule Pubdic Contacts

Shared Addresses

Systemn Presence ACLs

Alarms
B Critica Mzjor g Indeterminate Communication Profile P;
Minor g Warning
SourcelP Description
PG; Reviewed: Solution & Interoperability Test Lab Application Note 11of 47

SPOC10/14/2020 ©2020 Avaya Inc. All Rights Reserved. NICEBA-POM313



Click onManager Usersin the left window. Select the station to be edited and clickdin

Home User Management
Homed Users 2 Manage Users
|Search Q|

Public Contacts @ View £ Edit + New # Duplicate H Delete More Aclions v

= First Mame ¢ Surname & Display Name & +
Shared Addresses —

U H323 Ext 1000 1000, H323 Ext
Systemn Presence ACLs SIP Ext 1100 1100, SIP Ext

(] J129 SIP 1101 1101, J129 SIP
Communication Profile .. O Equinox Vantage 1102 1102, Equinex Vantage

O Agent Agent Agent One

O Agent Agent Agent Two

O admin admin Default Administrator

O SIP Ext 1150 Ext 1150, SIP

O SIP Ext 1151 Ext 1151, SIP

O SIP Ext 1152 Ext 1152, SIP

Select Selected 1 items

Click on theCM Endpoint Profile tab in the left window. Click oEndpoint Editor to make
changes to the SIP station.

User Profile | Edit | 1100@devconnect.local Bl Commit & Continue B Commit ) Cancel
Identity Communication Profile Membership Contacts
Communication Profile Password
* System: # Profile Type : | |
PROFILE SET : Frima v
Gommunication Addizss Use Existing Endpoints: [ * Extension : | 1100 = |
PROFILES
Template : e} * Set Type:
Session Manager Profile [ @] | - | ‘ 8841SIPCC |
Security Code: | | Port: | 2000002 a |
CM Endpoint Profile [ @]
Voice Mail Number | 5666 | Preferred Handle : | |
Calculate Route Pattern: | Sip Trunk | aar |
SIP URI: | Enhanced Callr-Info Display for 1-line M
phones :
Delete on Unassign from User or on Override Endpoint Name and
Delete User: Localized Name :
Allow H.323 and SIP Endpoint Dual '
Registration:
PG; Reviewed: Solution & Interoperability Test Lab Application Note 120f 47

SPOC10/14/2020 ©2020 Avaya Inc. All Rights Reserved. NICEBA-POM313



In theGeneral Optionstab ensure thatype of 3PCC Enabledis set toAvaya as is shown

below. Click onDoneg, at the bottom of the screen, once this is set.

e
_ Feature Options (F) Site Data (5) Abbreviated Call Dialing (&)
Enhanced Call Fwd (E) Button Assignment (B) Profile Settings (F) Group Membership (M)
+ Class of Restriction |1 | « Class Of Service |1
{COR) (COS)
+ Emergency Location 1109 | * Message Lamp Ext. 1100
*  Tenant Mumber |l |
#  SIP Trunk |Q aar | Type of 3PCC Enabled
Coverage Path 1 | | Coverage Path 2
Lock Message e 1100, SIP Ext
Name
Enable Reachability for
Multibyte Language [ Mot Applicable hd Station Domain
Control
SIP URI
Primary Session Manager
’7 IPv4: 10.10.40.32 IPvE:
|—S<-3c-:]m:|z:|r~..r Session Manager -
Click onCommit once this is done to save the changes.
User Profile | Edit | 1100@devconnect.local B Commit & Continue B} Commit (% Cancel
Identity Communication Profile Membership Contacts
Communication Profile Password
- * System: * Profile Type: | |
PROFILE SET : Primary v
Communicalion Addiess Use Existing Endpoints : ‘:‘ #* Extension: | 1100 o |
PROFILES
Session Manager Profile () Template: ‘ a | * SetType: ‘ SENERED |
Security Code: ‘ | Port: | S000002 Q |
CM Endpoint Profile [ @
Voice Mail Mumber: ‘ 6666 | Preferred Handle : | |
Calculate Route Pattern: O Sip Trunk: | aar |
SIP URI: ‘ Enhanced Callr-Info Display for 1-line M
phones -
Delete on Unassign from User or on Override Endpoint Mame and
Delete User: Localized Name:
Allow H.323 and SIP Endpoint Dual —
Registration : -
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6. Configure Avaya Aura® Experience Portal and Avaya
Proactive Outreach Manager

Avaya Proactive Outreach Manager is installed on top of an existing Awag® Experience
Portal installation. It is assued that both Experience Portal and POM are fully installed and
configured. This section will go through the changes that are necessdown®ehavioral
Analytics for POM Outbountb connect and receive call events from the PO Recoraer
API.

Open a web browser and navigatdtips://<IPAddressofEP>/VoicePortal/as shown below,
enter the appropriate credentials and click.ogon.

< C A Notsecure | 10.10.40.30/VoicePortal

it Apps 7+~ studio.photobox.co.. G what is muip - Goo.

Change Password
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6.1. Configure Proactive Outreach Manager
SelectPOM Home from the bottom of the left window.

Expand All | Collzpse All

+ User Management
Roles
Users
Login Options
Real-time Manitoring
System Monitor
Active Calls
Fort Distribution
+ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
System Management
Application Server
EPM Manager
MPD Manager
Softwars Upgrads
System Backup
System Configuration
Applicatians
EPM Servers
MDD Servers
SNMP
Speech Servers
VolP Connections
Zones
¥ Security

Certificates

Licansing

4

4

4

4
z
9
8
*

Custom
Scheduled
* Multi-Media Configuration
Email
HTML

SMS

Welcome, epadmin
Last logged in yesterday at 1:05:05 PM IST

7. Help @ Logoff

Avaya Aura® Experience Portal Manager

Avaya Aura® Experience Portal Manager (EPM) is the consolidated web-based application for administering Experience Portal. Through the EPM interface you can configure Experience
Portal, check the status of an Experience Portal component, and generate reports related to system operation.

Installed Components

Media Processing Platform
Media Processing Platfarm (MPP) is an Avaya media processing server. When an MPP receives a call from a PBX, it invokes a VoiceXML (or CCXML) application on an application server. Tt
then communicates with ASR and TTS servers as necessary to process the call.

Email Service
Email Service is an Experience Portal feature which provides e-mail capabilities.

HTML Service
HTML Service is an Experience Portal feature which supports web applications with HTMLS capabilities. It includes support for browser based services for mobile devices.

Proactive Outreach Manager
Avaya Proactive Outreach Manager (POM) provides a solution for unified, multichannel, inbound and outbound architecture, with the capability to communicate through different channels
of interaction, from Short Message Service (SMS) to e-mail to the traditional voice.

SMS Service
SMS Service is an Experience Portal feature which provides SMS capabilities.

Legal Notice

AWAYA GLOBAL SOFTWARE LICENSE TERMS
REVISED: May 22, 2019

THESE GLOBAL SOFTWARE LICENSE TERMS (“SOFTWARE LICENSE TERMS™) GOVERN THE USE OF PROPRIETARY

SOFTWARE AND THIRDPARTY PROPRIETARY SOFTWARE LICENSED THROUGH AVAYA. READ THESE SOFTWARE

LICENSE TERMS CAREFULLY, IN THEIR ENTIRETY, BEFORE INSTALLING, DOWMLOADING OR USIMNG THE

SOFTWARE (AS DEFINED IN SECTION A BELOW). BY INSTALLING, DOWNLOADTING OR USING THE SOFTWARE, OR

AUTHORIZING OTHERS TO DO 50, YOU, OM BEHALF OF YOURSELF AND THE EWNTITY FOR WHOM ¥OU ARE DOING b

SelectGlobal Configurations as shown below.

AVAYA

Expand All | Collspse Al

~ User Management
Roles
Users
Login Options
= Real-time Monitering
System Monitor
Active Calls
Port Distribution
~ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
~ System Management
Application Server
EPM Manager
VPP Manager
Software Upgrade
System Backup
= System Configuration
Applications
EPM Servers
MPP Servers
SNMP
Speech Servers
VoIP Connections
Zones
Security
Certificates
Licensing
Reports
Standard
Custom
Scheduled
= Multi-Media Configuration
Email
HTML
SMS
> POM

4

4

aya Aura® Experience Portal 7

Welcom
Last logged in Dec 13, 2016 at 5

(ExperiencePaortal 1% Home 7. Help
Proactive Outreach Manager 3.0 POM Home Campaigns + Contacts - _
POM Servers
POM Zone Configuration

. . P . . . . . . . . POM Zi Li
Proactive Qutreach Manager is an application for interactive cutbound Veice, SMS and E-mail netifications. With Proactive Ou one Licenses

deploy Campaigns that deliver the right information and service over the right media from the right resource at the right tim|

Global Configurations
Purge Schedules
Phone Formats

AACC Configurations

Proactive Outreach

Manager
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Scroll down to th&VFO section and ensure thahable WFO is ticked and the default port of
7999is selected. Thalailup call CLID can be set at any figueand it was set as shown below.
Click Apply at the bottom of the screen.

WFO
Enable WFO L4
WFO port = |7999

Agent settings

Maximum job waiting duration{min) * |20
Minimum job attachment period{min) * |15
Mailing retry interval(sec) * |20

Call queue

Mailup call CLID * | 98765

Cverride PAI for External Consult Calls

ANI for external consult calls ® Nailup call CLID ) Agent Extension
Miscellaneous

POM poller polling interval(sec) * 5

Agent script editor auto save time(min) 1

Advanced settings

IMS listen port * |51616
Pacer base port * 199495
Router base paort * 7779
Agent manager base port * (9970
Campaign batch size * |600
Maximum concurrent jobs * |50
Maximum ports per server * (1200

[ Avoly | cancel i telp
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6.2. Create a POM User for Behavioral Analytics for POM Outbound

A user must be created to all@®&ehavioral Analytics for POM Outbouratcess to web services
for call events. This user will be configured during Behavioral Analytics for POM Outbound
setup inSection8.1.1 Click onUsersin the kft window andAdd in the main window.

Avaya Aura® Experience Porial 7.2.3 (ExperiencePortal)

Expand All | Collzpse All u
ome
~ User Management
Foles
Users
Sgin Uptions
= Sne;t::'a:;;?'h""g This page displays the list of EPM user accounts. Depending on your user rele, vou can add, medify, and delete user accounts. You can also configure
A‘::’tive Calls Configure the parameters under LDAP Settings to enable the EPM to access user accounts in your corporate directory.
Port Distribution
hd t Maint
i:z]:t'ﬂ'g \:::V:r"an(e nmm Assigned Roles/Features |Last Login|Failed Attempts| Password Longevity (days)
I;ac;_\hewer Jul 17,
G- Vierer ; Administration, Auditor, User 2020
= Alarm Manager epadmin Yes EP (Password) Manager 3:02:33 365 (System)
System Management o ToT
Application Server
;‘:"; :5”599’ [_] inisoftpom Yes EP (Password) Administration, Web Services Mever Mot enforced
2nager . K
Software Upgrade init Yes EASG Service Account Mever NfA
System Backup _ f
+ System Configuration |_| nice Yes EP (Password) POM Camp;legrr;ihcﬂ::agar, Web Mever Mot enforced
Applications X
EPM Servers [ opentextpom Yes EP (Password) FOM Campaion Manager, Web Mot enforced
MPP Servers - Services
SHNE Administration, POM
Speech Servers _ - g Jul 2, 2019
VolP Connections [ pom Yes EP(Password) C2MPpain Manager, POM g0, 4 Not enforced
Fonas Administration, Reporting, PM IST
- Security POM Supervisor, Web Services
Certificates Administration, Auditor, POM
Licensing Campaign Manager, POM
s REP!;ﬂrSd Contact Attributes Unmask,
Sta . -
- [ pom1 Yes EP (Password) M2intenance, Operations, POM . Mot enforced
herlalad Administration, Privacy
- ﬁ: ﬁ-_u,: dia Confi ti Manager, Reporting, POM
Er::ai: 0 Sontguration Supervisor, User Manager,
HTHL Web Services
SMs
~ POM
o ome  Add  Felp |
POM Monitor

Ensure thaWeb Servicess ticked, enter a suitabMameandPasswordand click onSave

Change User

Use this page to medify a EPM user account, You can change the user role and password.

Mame: opentextpom
Enable: @ vyes () No
(] administration [ auditor POM Campaign Manager
fol [ poM Contact Attributes Unmask | Maintenance [ operations
oles: _ _ _
| POM &dministration |_IPrivacy Manager |_|Reporting
[ poM supervisor [ user Manager Web Services
Created: 7/10/20 6:25 AM
Password: |ooo-|n|v|-ot-|oo |
Yerify Password: |"""""- I

Enforce Password Longevity: ]

(ove L avoi | cancer J e’
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6.3. Starting the Outbound Campaign

Before any outbound calls can be matie outbound campaign (configured in fgpendix)
must be started. Op&ampaign Manageras shown below.

Avaya Aura® Experience Portal 7.2.3 (ExperiencePortal)

# Home P Help @ Logol
Expand All | Collapse all R _ _
#% POM Home Campaigns ~ Contacts v Agents v Supervisor ¥ Configurations v

~ User Management
Roles
Users
Login Options
= Real-time Monitoring
System Monitor
Active Calls
Port Distribution
~ System Maintenance
Audit Log Viewer
Trace Viewer
Log Viewer
Alarm Manager
~ System Management
Application Server
EPM Manager
MPD Manager
Saftware Upgrade
System Backu
~ System Configuration
Applications
EPM Servers
MPD Servers
SNMP
Speech Sarvers
VoIP Connections
Zones
~ Security
Certificates
Licansing
~ Reports
Standard
Customn
Scheduled
~ Multi-Media Configuration
Email
HTML
SMS

~ b
BOM Monitor

Proactive Qutreach  Completion Codes
and deploy Campai

Campaign Attributes

Campaign Strategies
Campaign Restrictions
Rule Editor

Callback Manager

Filter Templates

-

Proactive Outreach

Manager

R

(6]

Refresh
Last poll:

or interactive outbound Voice, SM5 and E-mail notifications. With Proactive Outreach Manager, you can easily design
formation and service over the right media from the right resource at the right time.

Customize View: [ & JHelp: [ ? ]

All campaigns that are configured are shown. To steanapaignclick on the play icon

highlighted below.

# POM Home

Campaign Manager

Campaigns ~

Contacts + Agents - Supervisor *

This page displays Campaigns and actions asseciated with Campaigns depending on your user role.

| ||Z| |Z| Advanced

Configurations ~

Refresh
Last poll: 07/17/2020 06:03:50 AM

Show | Page: 1/1

OutboundProgressive Finite QutProgressive

— .

| Name  |Type|campaign Strategy|Contact List - Filter|  Last Executed  |waiting callbacks

OutboundPreview Finite Preview

PSTN-SBCE - None 07/16/2020 06:51:03 AM 0

PSTM-SBCE - Nene 07/16/2020 06:10:31 AM 0

BamEe
BARG

* In Progress means Campaign job can be in any one of the states - running, pausing, paused, callback, stopping, stopped callback.
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7. Configure Avaya Aura® Application Enablement Services

This section provides the procedures for configuring Application Enablement Services. The
procedures fall into the following areas:

Verify Licensing

Administer TSAPI link

Identify Tlinks

Enable TSAPand DMCCPorts

Create CTI User

AdministerSecurity Database

= =4 =48 -4 -8 -9

7.1. Verify Licensing

To access the AES Management Console, énties://<ip-addr> as the URL in an Internet
browser, wher&ip-addr>is the IP address of the AES. At the login screen displayed, log in with
the appopriate credentials and then selectltbgin button.

AVAYA Application Enablement Services

Management Console

Please login here:
Username

Password

Login \ Reset_

Copyright A® 2009-2016 Avaya Inc. All Rights Reserved.
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TheApplication Enablement Services Management Console appears displayiigltoene to

OAM screen (not showngelectAE Servicesand verify that the TSAPI Service is licensed by
ensuring thaT SAPI Serviceis in the list ofServicesand that thé.icense Modeis showing

NORMAL MODE . If not, contact an Avaya support representative to acquire the proper license.

AE Services Home | Help | Logout

AE Services

IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
Changes to the Security Database do not require a restart.

sewe | cums | sae | uconsatods | cuse |

ASAI Link Manager MNfA Running /A N/A

CVLAN Service OFFLINE Running /A NA

» f:;:r"':':;mti““ Manager DLG Service OFFLINE Running [ /A
High Availability DMCC Service ONLINE Running NORMAL MODE NIA

— TSAPI Service ONLINE Running NORMAL MODE N/A
falicesing Transport Layer Service /A Running /A N/A
» Maintenance AE Services HA Mot Configured /A /A N/A

» Networking
» Security

For status on actual services, please use Status and Control

* - For more detail, please mouse over the Cause, you'll see the tooltip. or go to help page.

» Status
License Information
» User Management ‘You are licensed to run Application Enablement (CTI) release 8.x

» Utilities

» Help

The TSAPI and DMCC licenses are user licenses issues by the Web M=amesger to which
the Application Enablement Services (AES) server is pointed to. The following screen shows the
available licenses for both DMCC and TSAPI users.
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