AVAYA

Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Avaya IP Office 500 with
TigerTMS Hotel Pro- Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Avaya IP Office 500
R8.1 with TigerTMS Hotel Pro 50.0.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

TigerTMS Hotel Pro (Hotel Pro) is a graphical hospitality user interface. It is commonly used in
hotels to provide a means of controlling usage of room facilities. Hotel Pro utilizes XML based

communication for hospitality control of the IP Office. Hospitality features are translated into a

set of XML commands which are passed via a secure IP port to the IP Office.

The following main features provided by Hotel Pro interface with Avaya IP Office:

e Check-In - This function is used to assign a new guest to a particular room with a
telephone. The credentials of the guest are used to update the station configuration within
Avaya IP Office. This includes the display name of the phone as well as calling
restrictions and Message Waiting Indicator (MWI) updates.

e Direct Dialling in (DDI) - This function is used to allocate a DDI to a room telephone
extension. When DDI is allocated to a checked-in room, the room can be accessed
externally, by making an inbound external call to a DDI number.

e Update - A facility that updates the display name of the station in Avaya IP Office.

e Room Transfer - This allows a guest to transfer to a different unoccupied room and it
results in transfer of the guest’s extension configuration.

e Telephone Service Class - Tiger allows two telephone service classes: “Barred” and
“Unbarred” which refer to barring or permitting external calls. On check-in, user rights
are set to “Unbarred” in IP Office, however this can be overridden to “Barred” if guest
wishes so through Update facility. On check-out the user-rights are set to “Barred

e Message Waiting - Tiger Hotel Pro allows messages to be left for guests. The Message
Waiting Indication (MWI1) phone feature alerts the guest to a voice message.

e Check-out - Once a guest has vacated a room, this function resets the telephone to
default configuration and sets call barring of external calls.

e Maid Status — Maid Status is a mechanism allowing the room status to be updated in
Hotel Pro by minimal telephone interaction. This is often used to indicate room ready
status following cleaning.

2. General Test Approach and Test Results

The general test approach was to configure the Hotel Pro to communicate with the Avaya IP
Office (IP Office) as implemented on a customer’s premises. Feature functionality testing was
performed manually.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The interoperability compliance testing included feature and serviceability testing. The feature
testing evaluated the ability of TigerTMS Hotel Pro to carry out hospitality functions through
XML based communication with IP Office. The serviceability testing introduced failure
scenarios to see if Tiger Hotel Pro could resume after a link failure with IP Office.

The testing included:

Check-In

DDI

Update Name

Room Transfer

Telephone Service Class

Message Waiting

Check-out

Room Status

Link Failure/Recovery

Test Results

2.2. Test Results
Tests were performed to insure full interoperability between TigerTMS Hotel Pro and IP Office.

The tests were all functional in nature and performance testing was not included. All the test
cases passed successfully.

2.3. Support
Technical support from TigerTMS can be obtained through the following:
Phone: Technical Support Department
+44 1425 891 090
E-mail: support@tigertms.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of an IP Office which has a TCP/IP link established to the TigerTMS server. From the
Tiger Hotel Pro, XML commands were passed via secure IP port on the IP Office for replication
of the hospitality features. Digital, H323 and Softphones were configured on the IP Office to
generate outbound/inbound calls to/from the PSTN. A QSIG trunk was configured to connect to
the PSTN.

Avaya IP Office 500
Yersion 8.1(33)

Avaya 2420 Avaya 2420 Q

Digital Digital
Deskphone Deskphone

PSTH

Callersfrom an
External Source

TigerTM 5 Hotel
Pro Server

Avava Area subnet

Avaya 960G
H323

IP Office Manager,/
Softphone

Figure 1: Avaya IP Office and TigerTMS Hotel Pro Reference Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment Software / Firmware Version
Avaya IPO 500 8.1(43)

Avaya 9640G IP Telephone H323 S3.104S

Avaya 2420 Digital Telephones -

Avaya IP Office softphone 3.2.3.48

TigerTMS Equipment Software / Firmware Version
Generic Server running Windows XP Professional TigerTMS Hotel Pro 50.0
2002 SP3

Note: Testing was performed with IP Office 500 R8.1, but it also applies to IP Office Server
Edition R8.1. Note that IP Office Server Edition requires an Expansion IP Office 500 v2 R8.1 to
support analog or digital endpoints or trunks.

5. Avaya IP Office Configuration

Configuration and verification operations on the Avaya IP Office illustrated in this section were
all performed using Avaya IP Office Manager. The information provided in this section
describes the configuration of the Avaya IP Office for this solution. It is implied a working
system is already in place and all Users/Extensions are configured including (Room Status
Extensions). For all other provisioning information such as initial installation and configuration,
please refer to the product documentation in Section 9. The configuration operations described in
this section can be summarized as follows:

e Launch Avaya IP Office Manager (Security)
Security Level
Launch Avaya IP Office Manager (Administration)
Modify User Rights (Barred)
Modify User Rights (Unbarred)
Create DDI Hunt Groups
Save Configuration
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5.1. Launch Avaya IP Office Manager (Security)

To Log in as a Security administrator first Log in as Administrator. From the IP Office Manager
PC, go to Start->Programs—> 1P Office>Manager to launch the Manager application. Select
File >Open Configuration then select the appropriate IP Office. Log in to IP Office using the
Service User Name of Administrator and the appropriate Service User Password and click on
the OK button. During compliance testing the System was called 00E00702D89A.

ﬁ'i Avaya IP Dffice R8.1 Manager i | = ll
File Edt wew Tools Help
IP Offices
@) * Select IP Office i ]
Marme | IP Address | Type | Version | Edition |
Release 8.1
O O0ED0702D894 192.168.50.39 IP500  &8.1(43) IP Office
O0EO07020594 192,1653.30.30 IPS00 &.1043) IF Officel
Security Service User Login
IP Office : O0EQO7OZDE9A - IP 500
|Service User Name |dministrator |
|Service User Passiward |000"0"00000| | @
| oK I Cancel | Help |
TCP Discovery Progress [
Unit/Broadcast Address
o55.255.255.255 x| Refresh | ok | cone
o
=
Configuration | Item Type Record Diescription
< | IC|
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Once the Configuration is opened select File = Advanced = Security Settings.

| Avaya IP Office R8.1 Manager DDEOO702D89A [8.1{43)] [Administrator{Administrator)] E = |E‘|1|
Edit  Wiew Tools Help
Open Configuration. .. ChrlD “ﬂ
Close Configuration ) .1 =
Save Configuration Chrl+5 N T k-Li 1
nalogue [runk - Line z | >
Sawe Configuration As. .. g
Change Working Directary. .. Line Settings |pma|ggue Optignsl
Breferences... Line Mumber ll—
Offline CardiModule 1
Advanced Erase Configuration (Default) lg—
Backup/Restare Reboat...
ImportfExpart System Shutdown... I
Exit Upgrade... 0
’ Change Mode... 0
Audit Trail... l?
- 1 5
Security Settings... m
Erase Security Settings {Default) l_
Bl Coiﬂtrol Unit (5 Embedded File Management... li
[+ Extension {29) Format I Office SO Card 3
[]...; User (33) Recreate IP Office S0 Card 3 IOUt OF Service ﬂ
[+ HuntGroup (4]
[#-B% Short Cods (77) Memory Card Command 3
- service (0} Launch Yoicernail Pro Client
o RAS (L) aunch Yoicemail Pro Clien
[]---e Incoming Call Route {6} System Status
&g WanPart (0] LM Greeting Uity
- Direckory (0)
£.471 Time Profile {0)
)-8} Firewall Prafile (1) (6):¢ Cancel | Help |
- Jll IF Route (2)
- Account Code {07 < -
[+ & License (600
i Tuninel {0 = Configuration | Item Type Record Desctiption ;‘
[]...E\, User Rights (13) J) O0EOO70ZDESA  Line i Line Appearance ID is blank
(- AR5 (1) 1) DDEOD70ZDE9A  Line 2 Line appearance [0 is blank
- R4S Location Request (0) il) O0EQO7OZDE94  Line 3 Line Apoearance I is blank _ILI
1 r
Ready F.
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In the Configuration Service User Login window Log in using the Service User Name of

security and the approp

riate Service User Password and click OK.

h‘i Avaya IP Dffice R8.1 Manager = | = ll
File Edt Wiew Tools Help
A S-d |
* gelect IP Office =] |
Marne | IP Address | Type | ‘ersion | Edition |
Release 8.1

ODEQO70ZDE9A 192, 165.50.39

IPS00 &.1(43) IP Office

1
ODEOO7OZDE9A  192,168,30.30

IP500 &1(23) IP Office |

Configuration Service User Login

1P Office ! ODEOO70ZDE94 - IP 500

Service User Name |security |

| Service User Password I'OO"OD0000| | 9
Cancel | el

TP Discovery Progress [
Unit/Broadcast Address

e 255, 255,255 x| Refresh |

oK I Cancel |

4
(2)
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5.2. Security Level

Once the Security Administration page opens, select Services = Configuration and select
Unsecure + Secure from the Service Security Level drop-down box and click OK.

[l Avaya IP Office R8.1 Manager - Security Administration - 00ED0702D89A [8.1 (43)] [security]

File Edt “ew Help

18] x|
Security Settings Service : Configuration =28 < | >
= Ecuity Service Details |
Name IConfigurat\on
e Host Spstem |DDEDD?D2D 894
ation
ecunty Administration Service Port |50804, 50805
Spstem Status Interface
g Enhanced TSPl Service Security Level IUnsecure +Secure jl
3 HTTP G -
’ ervice Access Source | Urrestricted %
{7 Web Services I |
128 Rights Groups [15)

h Service Users (8]

Ok | Cancel | Help |

MC; Reviewed:

Solution & Interoperability Test Lab Application Notes
SPOC 5/1/2013

9 of 24
©2013 Avaya Inc. All Rights Reserved.

TigerTMSHPIPO81



Click on the Save icon (on top menu) to save the new setting. Enter the appropriate Service User
Name and Service User Password and click on OK button to complete (not shown).

ﬁ Avaya IP Dffice R8.1 Manager - Security Administration - DDEDD702D89A [8.1 (43)] [security] ] | = ﬂ

File  Edit Wew Help

Bl

Security Settings

Service : Configuration o - i

= £ Security Service Detallsl
@ General
= Systemn [1] Harme |C0nfigulation
b Services (6] Host System [oE0070zDES:
Configuration
’3 Secuity Administration Service Port |5E|8E|4, a0205
7 System Status Interface I I
% Erhanced TSP Service Security Level IUnsecure +Secure j
3 HTTR Service Access Source IUnrestricted j
5 Web Services
; % Riohts Groups [15]
-y Service Users (8]
Ok Cancel Help
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To log out of the Security Administration click File 2 Exit.

I | Avaya IP Office R8.1 Manager - Security Administration

Edit  View Help

Dpen Security Settings

Save Security Settings
Reset Security Settings

Preferences

Configuration

=& x|

QK. Cancel Help
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5.3. Launch Avaya IP Office Manager (Administration)

From the IP Office Manager PC, click Start->Programs—> IP Office>Manager to launch the
Manager application. Log in to IP Office using the appropriate credentials (not shown) to receive
the IP Office configuration.

ﬁnvaya IP Office R:8.1 Manager DOEDD702D89A [8.1(43)] [Administrator{Administrator}] i IE Ill-l
File Edit YWiew Tools Help

5-d 2=

ODEOOFOZDE%M T System T OODEOOFOZDEN bl

IP Offices ‘ 00EQ0702D89A" o - v ==

[#- & BOOTP (2)
7% Operataor (3) .
% O0EOOFOZDE9A Marme |00E00?02D89n Locale IFrance (French) j_
System (1)

|»

System |Lamt | Laz | DS | Voicemal | Telephony | Directory Services | System Events | SR | sMoR | Twinning | vem | ccr | codecs |

Conkact Information

Sek contack information to place System under special control

Device ID I
TFTP Server IP Address 192 . 168 . 30 . 220 Branch Prefix ||

HTTP Server IP Address a . o0 .0 .0 Laocal Mumber Length I
Phone File Server Type ICustom 'l
i o .o .0 .0
2 Control Unit (5) Manager PC IP Address
-4 Extension (30) Avava HTTP Clients Cnly ™ Favor RIP Routes, over static routes

£
£
[#-§  User (33
I:I'--iu HuntGroup (4)
£

Ird
Enable Softphone HTTP Provisioning It
I~

+|- @ Short Code (77) Automatic Backup -
@ Service {01} S _I—I
4 »
[-affy RAS(L) Il |
[#-( Incoming Call Route (6)
@ WanPort (0} oK Cancel | Help |

- Directory (0)

(. Time Profile {0} Error List
[]---@ Fireweall Profile (1)
[+l 1P Route (2) ! Configuration Descripkion
- Account Code (0) J) O0EQO7O0ZD89A  Line il Line 4ppearance ID is blank
License (50) i) 0DEOO7OZDE9A  Line 2 Line Appearance ID is blank
Tunnel {0) 1) ODEO070ZDA%A  Line 3 Line Appearance 10 is blank
[ User Rights (13) ') 00E0O7OZDETA  Line 4 Line Appearance ID is blank
- BRI (1) ' OOEOO7OZDE94  Line 17 Metwork Toooloay is set to LAM, The STUN server IP Address cannot be U.U.U.U(defau_\til"
- RS Location Request (0} LI < f 1
Ready [ I3
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5.4. Modify User Rights (Barred)

In the Manager window expand Configuration Tree. Right click on User Rights, and select the
New option (not shown). When the New User Rights window appears click on the User tab. In
the Name field set value Barred.

E‘i Avaya IP Office R8.1 Manager 0DEOD702D89A [8.1{43)] [Administrator{Administrator)]

File  Edit Wiew Tools Help

- | BEIE@E v - 28

O0EQD7OZDE94 + User Rights * Barred -
IP Offices E Barred

’S BOOTP (2) ShortCodes | Button Programming | Phone Manager | Telephany | User Rights Membership | ‘oicemail |

[-47 Operatar (3

[=-%p O0EOOFOZDESA |Name IBarred i
[ System (1) —
-7 Line (12) Lacale
[+ Cantral Unit (53 I j INot part of User Rights j
[+-4f Extension (33)
[]...: User (34) r— Priarity
B4 HuntGroup (5) |5 j INot part of User Rights j
[+--@% Short Code (773

----- B Service (0) — Do nat disturb

[-aly RAS (1D ) -
[]___e Incoming Call Raute (5} ™ Enable do not disturb INot part of User Rights j

----- @ WanPart {0}
----- . Directory (0)
f’.“‘ Time Profile {07
G- Firewall Profile (1)
-l IP Route (2)

----- i Account Code (0}
[+ % License (600

----- i Tunnel {0}

@ User Rights {13)

T nerl
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Click on the Phone Manager tab. From the Phone Manager status options dropdown box
select Apply User Rights value. Uncheck the Outgoing checkbox and click the OK button.

OOEQO7OZ0E9A4

R BOOTP (2)
Operatar (3)
ODEDN7OZDEA
)55 System (1)

17 Line (12)

¥ Cantral Unit (53
.. Extension (33)

¥ ﬂ User (34)

H-44 HuntGroup ()

i @ Short Code (77)
4B Service (D)
Bl-af; RAS (1)

-4 Incoming Call Route (6}
9 WanPart (0)
s Direckory (0)

") Time Profile (0}
{8} Firewall Prafile (1)
- Jill P Route (2)

- Account Code (0)
- License [601)

% Tunnel (D)

=-§y User Rights (13)
3 Agent

R Application

3 Barred

w5 Boss

; checkin

~fy checkout
 Default

R dnd

~§i5 TP Hardphone
- i Mailbox

~§i5 Paging

3 T3 default

~§5 Unbarred

G ARS (1)

v RAS Location Request (0)

Fle Edit Wew Tools Help

- = B ) v

- User Rights

IP Offices

2\

~ Barred

{3l Avaya IP Office R8.1 Manager DDEO0702D894 [8.1(43)] [Administrator{Administrator}]

User | ShottCodes | Button Programming | Phone Manager | Telephony | User Rights Membership I Yoicemail |

allow user ko modify Phons Manager options

’]_ Allow Changes

INot part of User Rights j
Agent mode
IVI_ Mode [huok part of User Rights =l
Phone Manager type
’]L\te j INot part of User Rights j

—Configuration options

—Screen pop options

INot part of User Rights

=

INot part of User Rights

I Telephone ™ Screen pop ¥ Ringing ™ Answering
I™" Do ot disturb I™ Agent mode: ¥ Internal ¥ outlook
™ compact made ™ vaicemai ¥ External

™ Mabils Twinning

[~ Phone Manager status options [ Hide Cptions

¥ 1ncoming

I accourt code

I al I Missed
™ call status ~ Messages

INot part of User Rights
™ Hide on close
™ Hidz on no calls
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5.5. Modify User Rights (Unbarred)

In the Manager window expand Configuration Tree. Right click on User Rights, and select the
New option (not shown). When the New User Rights window appears click on the User tab. In
the Name field set value Unbarred.

#l Avaya IP Office R8.1 Manager 00EDD702D89A [8.1{43)] [Administrator{Administrator)]

File  Edit  Wiew Tools Help

i -d [ BEIR@E v < 28|

O0EOD7O0ZDE94 = Lser Rights + Unbarred -
IP Offices ﬁ Unbarred*
& BooTR(2) | shortCodes I Butkon Programming | Phone Manager | Telephony I User Rights Membership | Waicemail |
- Cperator (3)
[El-%%7 DOEOO7OZDEA |Name IUnbarred |
[#]-59 Swskem (1) —
£ Line (12) e
[ Conkrol Uit (5) I ﬂ INot part of User Rights ﬂ
[y Extension (33}
[]...: Liser (347 — Priority
-3 HuntGroup (5) 5 - Mot part of User Rights hd
-8 Short Code (77) I J I J
----- @B Service (0) — Do not disturb
Bl-wify RAS (1) _ -
E]"'Q Incorming Call Raute (6) I Enable do nat disturb INot part of User Rights j
----- Eﬁ] WanPort {0}
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Click on the Phone Manager tab. From the Phone Manager status options dropdown box
select Apply User Rights value. Check the Outgoing checkbox and click the OK button.

Fle Edt Yew Took Help
- = o

DOEOO7OZDES4 ~ User Rights

IP Offices

R BOOTR (2

Operatar {3)

ODENOTOZDE4

3 Systern (1)

{ Line {12)

Contral Unit {5}

-4y Extension (33)

4 Useriz®

43§ HuntGroup (S)

@3¢ Short Code {77)

4B service (0)

- RAS (1)

P Incoming Call Route ()
-4} WanPort (0)

a0 Divectary (0)

I Time Profile (0}

@ Firewall Profile (1)

JEll IP Route (2)

Account Code {0)

. License (60)

g% Tunnel (0}

3 Adent

~§5 Applcation

&y Barred

‘& Boss

3 checkin

3 checkout

3 Default

3 dnd

3 IP Hardphone
3 Mailboe:

3 Paging

g T3 default

&5 Unbarred

[+ ARS (1)

- RAS Location Request (0)

2 'f
= Unbarred

Ei Avaya IP Dffice R8.1 Manager DOEDD702D89A [8.1(43)] [Administrator{Administrator)]

Unbarred®

User | ShortCades | Buttan Programming Phane Manager | Telephony | User Rights Membership | Yaicemail I

Allow user ko modify Phone Manager options
’;_ Allow Changes

INot part of User Rights

Agent mode

’;_ Made INnt part of User Rights j
Phone Manager bype

’]Lite | [mot part of User Rights =l

— Configuration options

—Streen pop options

Mot part of User Rights

[

[hiot part of Liser Rights

™ Telephone ™ screenpap ¥ Ringing ™ answeting
™ Do nat disturb I Agent made ¥ Tnternal ¥ outlook
r Compact made ™ voicemail ™ External

™ Mabile Twinning

—Phone Manager status options — Hide Dptions

[apply User Rights value

I al ¥ Missed
[™ callstatus W Messages

Ird Incoming Iz Qutgoing

™ accourk code

[hiot part of Liser Rights
I Hide on close
I”" Hide on no calls

ok I Cancel
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5.6. Create DDI Hunt Groups

In the Manager window, go to the Configuration Tree, right-click Hunt Group and select New
in the popup that appears (not shown). In the subsequent Hunt Group window, set Name to
something appropriate (e.g. DD15999). Enter an Extension (e.g. 5999) and set the Ring Mode to
Sequential. Ensure that no extensions are added to the hunt group as they will be automatically
added by the Tiger Hotel Pro once a DDI is allocated to an extension. Click the OK button.
Note: Repeat this for each DDI required.

Ei Avaya IP Dffice R8.1 Manager DOEDD702D89A [8.1(43)] [Administrator{Administrator)]
Fle Edit Yew Took Help

IEE@ v -2\

DOEDO7OZDEIA ~ HuntGroup T 5999 DDIS999 N
IP Offices Y Sequential Group DDI5999: 5999° k-] | %
& BOOTP(2) Hunt Group | Queuing | Overflow | Fal\backl Yoicemail I Yaice Recarding I Announcements | SIP I
{4 Operatar (3)
[+ DOEOOTO20E94 Mame |D|31599 ™ Ccr Agent Group
“ System (1) Extension 5]
% Line (12)
<= Control Unit (5) Fing Mode | sequential =l No Answer Time (secs) |10 =
A Extension (33)
User (34 Hald Music Source INn Change: j
|55 HuntGraup (5] Agent's Status on No-Ansveer =
W 5993 DDI5999 applies Ta [rizre = |
S8 5900 Metear Y4 —User List

44§l 5000 Scantak. Extension | Mame
S 7000 SIP vaicemall
W 59210 Tiger Yoicemail
@ short Code (77)
B service (1)
oL RAS (1)
P Incoming Call Route ()
g wanport ()
@ Directory (0)
£ Time: Profile (07
@ Firewal Prafile (1)
Bl P Route (2)
A Account Code (0)
., License (60)

& Tunnel (0) -
§5 User Rights (13) Edit. .. | Remove
g ARS (1)

«#~ RAS Location Request (10}

oK Cancel
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5.7. Save Configuration
Once all the configurations have been made it must be sent to the IP Office. Click on the Save

icon as shown below.

R BOOTP (2)
Operatar (3
' ODEOOFOZ0E94

-

H = ODEOO7OZ0E94
L::_|---’|_"I Line(12)

i1
Tz

t1s
L]

o 5
e B

L]
]

11
g 12

13
-y, 17
[#-= Conkral Unit {5)
[#- 48 Extension (300
[ E User {33)
[#
[

]ﬂ HunkGroup (4)

#-@% Short Code (77)

@ Service ()

[H-nf; RAS (1)

I:I---@ Incoming Call Route (6)

System |LAN1 I LANZ | DMS I Voicemaill Telephonyl Direchory Serwcasl System Eventsl SMTP | SMDR I Twinning | WM I CCR I Codecsl

Name [noEn070zDE9A

Contact Information

|Set contact information to place System under special control

Device ID l—
TFTP Server IP Address 192 . 168 a0 . o220
HTTP Server IP Address o . o0 .0 .0
Phone File Server Type m
Manager PC IP Address o .0 .0 .0
Avaya HTTP Clients Only I

Enable Softphone HTTR Provisioning v

Automatic Backup I

T

Wl Avaya IP Office R8.1 Manager DDEODT02D894 [8.1{43)] [Administrator{Administrator}] T ;liliﬂ_
Ele  Edit Miew Tools  Help
rs-EHEIEZ@E v - 28
O0EQO7OZDESA T System = O0EQO7OZDESA i |

E pro— AR

Locale IFranca {French)

|
Local Mumber Length

Eranch Prefix

™ Favar RIP Routes, over static routes

[ L=

w

§8 wanPort (0)

[o]'¢ | Cancel |

Help |

Once the Save Configuration window opens, click on the Immediate radio button followed by

the OK button.
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—IP Office Settings
O0OEQO7OZDE9A

—ionfiguration Reboot Mode
" Merge

" ‘When Free

 Timed

—Reboot Time

: =
08:58 |

—i_all Barring
[T Incoming calls

I© outgoing calls

Cancel Help
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Once the Service User Login Window opens enter the appropriate credentials, and then click the
OK button.

Service User Login

IP Office : OOEOCO7O=Cra5:4 - IP SO0

Service User Name |P.l:|ministrat|:ur |

Service ser Passward [eeesssssssnss

Concel | __tie

6. Configure TigerTMS Hotel Pro

This section describes the steps preformed to configure the TigerTMS Hotel Pro to connect to
the IP Office. It is implied that the Hotel Pro Server software is already installed. For all other
provisioning information such as initial installation and configuration, please refer to the product
documentation in Section 9. The configuration operations described in this section can be
summarized as follows:

¢ Modify Avaya Service Configuration File

e Restart AvayalPOfficeClientService
Note: The configuration of Guest rooms etc. is outside the scope of this Application note.
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6.1. Modify Avaya Service Configuration File

After installation and basic configuration, open the AvayaService.INI file located in the <drive
letter>:\tig2020\Avaya and enter the following: (During compliance testing the following were

used)
e ipofficeunitip: The IP address of Avaya IP Office
e ipofficeunitport: The Port used to talk to Avaya IP Office (in this case secure)

e ipofficeusername: Login user name for Avaya IP Office
e ipofficepassword: Login password for Avaya IP Office
Save and close the file.
After the configuration changes a server reboot is required.

<?xml version="1.0" encoding="UTF-8"?>
<sections>
<section name="avayadebug">
<item key="port" value="8000" />
<item key="hostname" value="localhost" />
<item key="level" value="10" />
<item key="fileloggingon" value="True" />
<item key="totallogfiles" value="10" />
<item key="logfilesizemb" value="10" />
</section>
<section name="avayaipoffice">
<item key="serviceurl"
value="http://localhost:80/AvayalPOffice/service.svc" />
<item key="serviceport" value="80" />
<item key="ipofficeunitip" value="192.168.30.30" />
<item key="ipofficeunitport" value="50805" />
<item key="ipofficeusername" value="Administrator" />
<item key="ipofficepassword" value="Administrator" />
<item key="hiportno" wvalue="7000" />
<item key="messagedelaytime" value="1" />
<item key="batchprocesstimeout" value="60" />
<item key="batchprocessrecordstoprocess" value="10" />
<item key="setconfigbatchtransactionflag" value="FALSE" />
</section>
</sections>
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6.2. Restart AvayalPOfficeClientService

Once the configuration changes are made the AvayalPOfficeClientService needs to be restarted.
To restart the AvayalPOfficeClientService go to Start = Run and enter services.msc. Once the
services window opens right click on AvayalPOfficeClientService and select Restart.

Note: The Startup type for AvayalPOfficeClientService should be set to Automatic.

£, Services 1Ol =|

File  Action Wiew Help

cos mEFpR @z 8 0 »
@ Services (Local)

AvayalIPOfficeClientService Mame 7/ | Description | Status | Startup Tvpe | Log ©n As | -
.MET Runtime Optimization Ser...  Microsoft ..., Manual Local System
Stop the service %Alerter Motifies sel... Disabled Local Service —
Restart the service %Application Laver Gateway Ser... Providess...  Started Manual Local Service
Application Management Provides s... Manual Local System

Mebwork 5.,

%ASP.NET State Service Provides s...
Local System

ubomatic Lpdates Enables th...

ackground Inteligent Transfer Service |sfers Manual Local System

%ClipBook Enables Cli... Disabled Local System
%COI\‘H Event System Supports 5., Starked IManual Local System
%COM+ System Application Manages k...  Started Manual Local System
%Computer Browser Maintains a...  Started Automatic Local System
%Cryptographic Services Provides th... Started Automatic Local Systemn
%CT Bus Broker Starbed Marwal Local Systern
%DCOM Server Process Launcher  Provides la...  Starked Aukomatic Local System
%DetectorsProj Manual Local Systemn
%DHCP Client Manages n... Started Automatic Local System LI
Extended A Standard /
|
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7. Verification Steps

This section provides the tests that can be performed to verify correct configuration of the IP Office
and TigerTMS solution. Using the Tiger Hotel Pro Check-in hospitality function assign a room to
a guest. In the Main Menu screen, click on Check-In (F2).

Main Menu

Room
Check-In Check-Out Management
-F2 - -F3 - -F4 -
Standard Hotel Advanced Hotel ‘ Telephone Charge
Reports Reports Enquiry
-F5- - F6 - -F7-
Ancillary System
Charges Management System Status
-F8 - -F9 - - Esc -

From the Room dropdown box select room 89101. Enter a descriptive name for the Guest Details
Name field and then click on the Check-In (F10) button.

—Foom Detail . i
. Extension Additional
Reservation | [ Affributes Guests
Room Categan !AII :!
-Fz- -F3-
Room [33101 =l
Defaul Rate | Message Budget
MNew Rate I [Mone] j ‘Waiting Limits
PIN | Mot Allowed GH -F4- ~FB-
Intervals I %I Total Rate Charge I:I
= Wake-Up Fir
Calls Attributes
Guest Details | Additional Guest Detail |
. -FG- -F7-
| M ame IJohn [T I
Title | j Dol Account
Iritials I Attributes Details
Address -F8- -F9-
Check-n Exit
Amivval Date & Time | Fil Esc
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Using the Interface to Avaya IPOffice click on the Communications tab and verify that Tiger
has passed the correct details onto the IP office.

=y n
-.'-'-;-_;—\Interface to Avaya IPOffice el

About I Statusl Close  Communications | Messagesl Controll

Fi= <aCk> -
R <aCk> _I
Fi= <aCk>

R <EMO:

Info: Received Heart Beat.

R <EMO:

Info: Received Heart Beat.

R <Al

Checkin: Checking in “John Mc™ o 83101

T MAME 89101 John Mc<CRz<LF>

Fi= <aCk>

Checkin: Setting COS for 33707 to Unbarred.

Tw CO5 83101 Unbarred<CR»<LF> J
R <Al

R <Ak hd!

Clear | [~ Fallows Botbarn Page

Minimize |

The station handset should now reflect the name entered in the check-in form.

8. Conclusion

A full and comprehensive set of feature and functional test cases were preformed during
Compliance testing. TigerTMS Hotel Pro 50.0 is considered compliant with Avaya IP Office 8.1.
All test cases have passed and met the objectives outlined in Section 2.2.

9. Additional References

These documents form part of the Avaya official technical reference documentation suite.
Further information may be had from http://support.avaya.com or from your Avaya
representative.
[1] Avaya IP Office R8.1 Manager 10.1, August 3rd 2012, Issue 290, Document Number 15-
601011
Product Documentation for Tiger Communications products can be obtained at:
http://www.tigertms.com
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