Select Call analysis from the left hand side menu. The fields in the right hand side define how
the outbound service should behave following an unsuccessful attempt at contacting the
customer. For testing, the Detect answering machine and fax box are checked and the No. of
ULQJV IRU ulissetDa®\agsHouyin the screen below. Click OK to complete the
outbound service configuration.
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7.2.3 Inbound Service

To configure an inbound service, from the left hand side select Services = Inbound from the
Presence Administrator main menu. Click the New button.

Object  Service Utilities Recording System  Help

=@ P B N BN

Mew  Edit Enable Dizable | (. codes Files Utiliies Changes

e o I

L\ = PRESENCE INEOUMND

Outbound

<

Inbound

ACD

Syztem

Inbound services 1 Enabled: 1 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the inbound service. All other fields are left with their default values.

Inbound service ﬁ

General
Irtegration

& Contact information
& acD \d: [ 100
{,'__.f Call capturing
@ Softphone

& Malicious calls
@ Sound:

B Stop control Stop reasons: [ [4ll -|
2 Do-MotCall lists
@ Custom buttons
£ Custarn fields
@ Recarding

4 Service levels
| Assistance

i Other

x| Logo

Marme: PRESEMCE INBEQUMND

Resource profile: [General "’]

QE. | ’ Cancel
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Select ACD from the left hand side menu and moving to the right, under the heading Skills enter
the skill group extensions configured in Section 5.3.1 that will handle inbound calls in the
untitled box (this includes email and web chat call types) and click Add. The skill group
extensions will then appear to the left in the Extension/Skill box. Under the heading VDN/SE
enter the VDN configured in Section 5.3.3 that will handle inbound calls in the untitled box and
click Add. The VDN will then appear to the left in the VDN/SE box.

Remove

Inbound service ﬁ
General @
Integration
g Eggtact infarmation Ekills
@ Call capturing Extenzion/Skil =
T Softphone 4303
& Malicious calls

B Stop contol
£2 Do-MNot-Call lists
& Custorn buttong
Eb Custorn figlds

i@ Recording YDMN/SE
9 Ser*_-.fu:e lewvels VON/SE =
| Assistance
u Other 4508 add
ba| Logo
k. l ’ Cancel
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 34 of 52

SPOC 2/7/2018 ©2018 Avaya Inc. All Rights Reserved. Presl1AES71



Select Call capturing from the left hand side menu and moving to the right, select the Enable
call capturing. Force routing to agent who captured the call was checked for this compliance
testing but is each users preference. These options allow an agent to mark an inbound call so that
if the caller rings back while that agent is logged onto the system, the call will be routed again to
the agent who tagged the call.

Inbound service L&J

General @g

Integration
& Corkact information ol =i

& ACD ]
=) 5 v
e Call captuing Enable call capturing

T Softphone Force routing to agent who captured the call

& Malicious calls

& Sounds

B Stop control

3 Do-Mot-Call lists

#| Custom buttong

4 Custom figlds

@@ Recording

2 Service levels
| Assistance

aod Otker

& Logo

[] Automatically capture calls for 0

] l ’ Cancel
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Select Malicious calls from the left hand side menu and moving to the right, select the Enable
malicious calls detection check box. This option allows agents to mark calls as malicious, so
that the caller can be directed to another location such as a supervisor position if they call back
again. In the Target extension field enter the extension that any malicious calls will be re-
directed to. In the VDN/SE to control field select the VDNSs this option will be available on.

Inbound service lﬁ

General ‘
Integration
& Contact information
i ACD
> Call capturing Target extenzion: 41071
@ Softphone
& Malicious calls WDMN/SE to contral: | /] 4903
&) Sounds
B Stop contral
&2 Do-Mot-Call lists
#| Custom buttons
*} Customn figlds
G@ Pecording
o Service levels

| Assistance
&) Other

& Logo

Enable malicious call: detection

(] l ’ Cancel
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Select Other from the left hand side menu and moving to the right, select the Enable direct
transfer to agents of this service check box. Enter the direct agent transfer VDN assigned in
Section 5.3.3 in the Use the following VDN/SE for transfer field. Click OK to complete the
inbound service configuration.

Inbound service L&J
General %,::;—I'
[ntegration
& Contact information After-call work
i ACD
€ Call capturing [ Mirimum after-call work time:
@ Softphone . .
& Malicious calls [] M aximum after-call work: time:
& Sounds
B Stop contal
2 Do-Nat-Call lists Uze g code only if contact has not yet been qualified
é‘ Custom I:.nuth:lns Tranzfer to agents
=/ Custom fields E i ] ]
ﬁ Recording E nable direct transter to agentz of thiz service
24 Service lewels IJze the following WDMASE for transfer: | 4908 -
| Assistance
£od Other Outgoing calls identification
| Logo [] Enable outgoing calls identification
], l ’ Cancel
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7.2.4 Email Service

To configure an email service, from the left hand side select Services - Mailboxes from the
Presence Administrator main menu. Click the New button.

Object  Service Utilities Recording System  Help

= b B W ¥ 5B ¥

Mew  Edit Enable [izable | Suspend reasons Rules Mo capture  Changes

Services rp

@ d = Marne
300 FRESEMCE all

Outbound

<

Inbound

cb

Mailboxes

9

Internet

ACD

Syztem

Mailboxes: 1 Enabled: 0 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the email service. Referringto Section 5.3, in the General VDN/SE field enter the VDN

assigned for email and enter the VDN assigned for suspended emails in the Suspended VDN/SE
field. This is to allow each incoming email to be reported on. When the email arrives the VDN is

called and the agent is placed on work.

Mailboxes ﬁ
General
B3 Incoming mail
v IM'&"P_ . [dentification
{"j Outgoing mail _
&5 Mail movement || 300
W Other Marme: PRESENCE MaIL
Default prority: 50
Reszource profile:; [ General -
ACD
Inbound service:['II:II]-F'HESENEE INBOUMD -
General VDN/SE: | 4907 v
Suspended VDN/SE:| 4907 v
[ Maimum number of concurrent e-mails 0
[ ] 4 l ’ Cancel
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Select Incoming mail from the left hand side menu. This window allows administrator to
specify the POP3 server and account from which to download incoming mails. In the Server
field enter the POP3 mail server address. For the interoperability testing this was the same IP
address as the Presence Server. The POP3 port of 110 is entered into the Port field. Under the
Incoming mail account heading enter the Account name, Password and E-mail address

associated with the POP3 mail account.

Mailboxes [ S|
General .
*3 Incoming mail £|
@@ MaF Incoming mai server (IMAP/POP)
3 Outgoing mail
43 Mail moveement Pratocal: |POP3 -
i Other
Server: 127001
Part: 110
I1ze the following bepe of encrypted connection: Configure. .
[nzoming mail account
Account name:  Server
Fasgwiornd: seessses
E-mail address:  zerver@prztestplans, com
Ok l ’ Cancel
PG; Reviewed: Solution & Interoperability Test Lab Application Notes 40 of 52

SPOC 2/7/2018 ©2018 Avaya Inc. All Rights Reserved. Presl1AES71



Select Outgoing mail from the left hand side menu and moving to the right, define the SMTP
server that will be used to send response emails from Presence agents. Enter an IP address in the
server field. For the interoperability testing this was the same IP address as the Presence Server.
The SMTP port of 25 is entered into the Port field. Click OK to complete the email service

configuration.

Mailboxes ﬁ
General w5
5 Incoming mail £|
@D IMaF Oukgoing mail server [SMTR)

5 Outgaing mail
&4 Mail movemnent

& Other Port 25

Ilz& the following type of encrypted connection: Configure. ..

Server 127001

by zerver requires authentication
@ Usze same setings as my incarming mail server

(7 Log on wsing

OF l ’ Cancel
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7.2.5 Web Chat / Web Call Back

To configure a web service, from the left hand side select Services = Internet from the
Presence Administrator main menu. Click the New button.

Object  Service Utilities Recording System  Help

=@ b B <

Mew  Edit Enable Dizable | Changes

LS = PRESENCE INTERMET
Outbound

Mailboxes

ACD

Syztem

Internet services:1 Enabled: 1 Server: PRESENCE_SERVER
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In the resulting screen, select General from the menu on the left hand side and enter a Name for
the web service. The Enable chat and Enable callback check boxes should be selected and the
relevant VDN for each entered into the VDN/SE field, click OK when done.

[ Trite rmet serice ]|

General
(i LIAL

[@] Irterface
o Tests Id: [400
[ Mai

B4 Service levels
O Assistance

Mame: PRESEMCE INTERMET

‘z.::F Otk Inbound zervice: | 100 - PRESEMCE INBOUMD -
= &r
Chat
Enable chat VDN/SE: | 4308 -
Callback,
Enable calback ~ WDN/SE: | 4308 -

Wweb collaboration
Enable web collaboration

Linker:

k. ] [ Cancel
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7.2.6 Add ACD Agent Logins

To add the agent logins administered on Communication Manager for use by Presence Suite,
from the left hand pane of the Presence Administrator main menu select ACD - Logins and

click the Login button.

Presence Admini:
Object Logins Utilities Recording  System  Help

BaF B R

Group  Login  Edit Enable Disable Add  Remove

Services g |
ACD

Groups Login & Mame Softphone  CallerlD
8 4405 Agent 4405
Q Avaya ﬂ 4405 Agent 4406 v
Loginz
System
Group: [All] Logins: 2 Server: PRESEMCE_SERVER
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In the Logins field, enter a Communication Manager Agent Login ID and a password, as
configured in Section 5.5. Best practice is to tick Agent cannot change password as shown.

) Editing logins =25

Geretal =
& Groups E
@ Softphone
o Actions Logine: (4405
“G# Other Paszword

Password: [s000s000]

Canfirm pagzword:

[ Agent must change pazsword at next login

Agent cannot change pagzword

FPazzword never expires
|Jze the agent pazzword to log into the ACD spstem
[ Ok, ] ’ Cancel ]

Click on Softphone in the left pane, and place a tick in the Softphone always enabled field.
Click OK when done.

PG; Reviewed:
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%) Editing logins 25|
Gereral
81 Groups @
@ Softphone
& Actions Softphone alwayz enabled
523 Other Phone book,
Add ] [ Remove
["] Enable suppart to insert outbound records
["] Enable manual outbound ACD calls
[ ak. ] ’ Cahicel
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7.3 Presence Agent Configuration

The following steps are carried out on the Presence Suite Agent PC. Prior to installing the
Presence agent, ensure that the DBExpress driver (dbexpoda40.dll) is located in the
C:\Windows\System32 directory. The DBEXxpress driver allows the agent application to
communicate with the Oracle database. Installing this driver eliminates the need to install the
Oracle client. Launch the Presence agent configuration application by double clicking the
pcoagentcfg.exe located in the C: - Presence folder. Enter the Presence Server IP: address as
10.10.40.137. The Presence Server port can be left as the default value of 6100. Enter the
extension of the agent that will be using this workstation in the Agent station field. Check both
the Hang up calls before logging in and the Ask agent station at login window check boxes.
In the field Use settings for choose Current user from the drop down menu. Click OK. This
step is needed for each agent configured; only the agent station field will vary.

Presence Agent Configurati

General

Backup servers
Advanced Presence Server

Tracing IP address: 10010400137 Port: E100

Station configuration

Agent station; 4000

Hang up callz befare logging in

Azl agent ztation at login window

|ze zettings for: | Cument uzer -

] ] ’ Cancel
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8. Verification Steps

This section provides the tests that can be performed to verify correct configuration of
Communication Manager, Application Enablement Services and Presence Suite.

8.1 Verify Presence Suite

Launch the Presence agent configuration application by double clicking the pcoagent.exe
located in the Presence folder (not shown). Enter the agent Login and Password configured in
Section 5.5 and click on OK.

(o)
Presence

Agent presence
“ersion 11.0 AU
Login: Password:
4405
soes] X  Cancel
Station:
4000 ¥ 4 [0]:4

In the next screen, click on the Services button in the task bar. The service set up for the agent
will be displayed.

Q Session information £3
Servicez  Information
Id Mame = Status Type
100 PRESEMCE IMEOUMD @ Stopped Inbound
200 PRESEMCE QUTEBOUMD @ Stopped Outbound
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A task bar is present at the top of the Agent PC. Click on the green arrow to put the agent in to an
available state.

) J
P - 0=%d 8% 3 ez
[ [« stpeed  Jovoozs [CH @Waling for user acton..

The information status on the task bar goes to available indicating the agent is ready to receive
calls.

BE-0=29- . 3 =
00:00:03 [% Available 00:00:03 RS @ waiting for user action

An outbound call is placed and answered.

. ) . . T I I AN Wt @ f
[ (i) TR LG R S8 e Bree e
w0008 T 6 e

8.2 Verify Avaya Aura® Communication Manager CTI Link

The following steps can ensure that the communication between Communication Manager and
the Application Enablement Services server is functioning correctly. Check the TSAPI link
status with Application Enablement Services by using the command status aesvcs cti-link.
Verify the Service State of the TSAPI link is established.

status aesvecs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
1 7 no AES71vmpg established 87 61

Use the command status aesvcs interface to verify that the status Local Node of Application
Enablement Services interface is connected and listening.

status aesvcs interface

AE SERVICES INTERFACE STATUS

Local Node Enabled? Number of Status
Connections
procr yes 1 listening
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Verify that the there is a link with the Application Enablement Services and that messages are
being sent and received by using the command status aesvcs link.

status aesvecs link

AE SERVICES LINK STATUS

Srvr/ AE Services Remote IP Remote Local Node
Link Server Port
01/01 AES71vmpg 10.10.16.43 57650 procr

8.3 Verify Avaya Aura® Application Enablement Services CTI

Connection

The following steps are carried out on Application Enablement Services to ensure that the
communication link between Communication Manager and the Application Enablement Services

server is functioning correctly.

8.3.1 TSAPI Link

On the Application Enablement Services Management Console verify the status of the TSAPI
link by selecting Status - Status and Control - TSAPI Service Summary to display the
TSAPI Link Details screen. Verify the status of the TSAPI link by checking that the Status is
Talking and the State is Online.

» AE Services

b Communication Manager
Interface

High Availability
} Licensing

} Maintenance

} Networking
} Security

¥ Status

Alarm Viewer

Log Manager

Logs

Status and Control

= CVLAN Service Summary
= DLG Services Summary

= DMCC Service Summary

= Switch Conn Summary

» TSAPI Service Summary

TSAPI Link Details

|:| Enable page refresh every seconds

CM1627 Talking | Mon Mov 16 14:54:50 2015 | Online

For service-wide information, chooze one of the follewing:
| Ts4PI Service Status | TLink Status || User Status

Slmtch CTI
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8.4 Verify Presence Suite CTIl Connection

One of the available methods to confirm correct startup is a startup log which can be accessed
from Presence Management Console. Navigate to C: = Presence - pmconsole.exe (not
shown). A startup log commences when the Presence Server is trying to load and connect to the
Application Enablement Services server. Click on the item named Server@10.10.16.127:6800
in the PCP Server Connections pane of the Management Console. To open the startup event
log, double click Show startup event log in the Actions pane.

Note: The example below shows a connection to another AES server not the server mentioned in
this document.

_loix
File Edit Show Windows Help
| Windows 2 x || Actions 3 % || PCP Server Connections I x|
EVENTS 1 -Sewer@1 0.10.16. IShow §tartuE gven!!gg |A x ﬁ‘ RS @ |
EVENTS [2-Recording Server| | Show information event log
Show warning event log I : g- 1-Server@10.10.16.127:6800 I

Show error event log
Show server information
Show tracers information
Show stations information
List recording plans

List groups

List monitored stations
List resource profiles LI

|inb emmmedinm mlo miminmla

Verify successful CTI connection and service startup.

Il Show startup event log x|

1-Server@101016.127:6300 = SHOW LOG STARTUPR 2

[19.-11 10:21:34 Server started

19711 10:21:34 Service IHNBOUHD SERVICE loaded

1911 10:21:33 Loading inbound services (1 services). ..

1911 10:21:33 Service OUTBOUND SERVICE loaded

1911 10:21:33 Loading outbound =services (1 services). ..

1911 10:21:32 Updating agent connection records. . .

19711 10:21:32 Connected to primary CTI link AVAYVARCHIGZ7RCSTAXAESTIETS
1911 10:21:31 Connecting to CTI link

1911 10:21:31 Connecting to database

1911 10:21:31 Initializing =s=erver. ..

|Last update: 19/11/2015 10:47:58:622 i
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9. Conclusion

These Application Notes describe the configuration steps required for Presence Suite R11.0 to
successfully interoperate with Avaya Aura® Communication Manager R7.1 using Avaya Aura®
Application Enablement Services R7.1. All feature functionality and serviceability test cases
were completed successfully with observations noted in Section 2.2.

10. Additional References

This section references the Avaya and Presence Suite product documentation that are relevant to
these Application Notes.
Product documentation for Avaya products may be found at http://support.avaya.com.
[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509
[2] Avaya Aura® Communication Manager Feature Description and Implementation,
Document ID 555-245-205
[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide
Release 7.1

The following documentation is available on request from Presence: www.presenceco.com
[4] ACD Sys Presence Administrator Manual Presence Suite, V11.0
[5] Presence Installation Guides Presence Software, V11.0
[6] PBX/ACD Requirements Presence Software, V11.0
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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