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Select Call analysis from the left hand side menu. The fields in the right hand side define how 

the outbound service should behave following an unsuccessful attempt at contacting the 

customer. For testing, the Detect answering machine and fax box are checked and the No. of 

�U�L�Q�J�V���I�R�U���µ�1�R���D�Q�V�Z�H�U�¶ is set to 6, as shown in the screen below. Click OK to complete the 

outbound service configuration.  
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7.2.3 Inbound Service 

To configure an inbound service, from the left hand side select Services Inbound from the 

Presence Administrator main menu. Click the New button. 
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In the resulting screen, select General from the menu on the left hand side and enter a Name for 

the inbound service. All other fields are left with their default values. 
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Select ACD from the left hand side menu and moving to the right, under the heading Skills enter 

the skill group extensions configured in Section 5.3.1 that will handle inbound calls in the 

untitled box (this includes email and web chat call types) and click Add. The skill group 

extensions will then appear to the left in the Extension/Skill box. Under the heading VDN/SE 

enter the VDN configured in Section 5.3.3 that will handle inbound calls in the untitled box and 

click Add. The VDN will then appear to the left in the VDN/SE box. 
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Select Call capturing from the left hand side menu and moving to the right, select the Enable 

call capturing. Force routing to agent who captured the call was checked for this compliance 

testing but is each users preference. These options allow an agent to mark an inbound call so that 

if the caller rings back while that agent is logged onto the system, the call will be routed again to 

the agent who tagged the call. 
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Select Malicious calls from the left hand side menu and moving to the right, select the Enable 

malicious calls detection check box. This option allows agents to mark calls as malicious, so 

that the caller can be directed to another location such as a supervisor position if they call back 

again. In the Target extension field enter the extension that any malicious calls will be re-

directed to. In the VDN/SE to control field select the VDNs this option will be available on. 
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Select Other from the left hand side menu and moving to the right, select the Enable direct 

transfer to agents of this service check box. Enter the direct agent transfer VDN assigned in 

Section 5.3.3 in the Use the following VDN/SE for transfer field. Click OK to complete the 

inbound service configuration. 
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7.2.4 Email Service 

To configure an email service, from the left hand side select Services  Mailboxes from the 

Presence Administrator main menu. Click the New button. 
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In the resulting screen, select General from the menu on the left hand side and enter a Name for 

the email service.  Referring to  Section 5.3, in the General VDN/SE field enter the VDN 

assigned for email and enter the VDN assigned for suspended emails in the Suspended VDN/SE 

field. This is to allow each incoming email to be reported on. When the email arrives the VDN is 

called and the agent is placed on work. 
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Select Incoming mail from the left hand side menu. This window allows administrator to 

specify the POP3 server and account from which to download incoming mails. In the Server 

field enter the POP3 mail server address. For the interoperability testing this was the same IP 

address as the Presence Server. The POP3 port of 110 is entered into the Port field. Under the 

Incoming mail account heading enter the Account name, Password and E-mail address 

associated with the POP3 mail account.   
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Select Outgoing mail from the left hand side menu and moving to the right, define the SMTP 

server that will be used to send response emails from Presence agents. Enter an IP address in the 

server field. For the interoperability testing this was the same IP address as the Presence Server. 

The SMTP port of 25 is entered into the Port field. Click OK to complete the email service 

configuration. 
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7.2.5 Web Chat / Web Call Back  

To configure a web service, from the left hand side select Services  Internet from the 

Presence Administrator main menu. Click the New button. 
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In the resulting screen, select General from the menu on the left hand side and enter a Name for 

the web service. The Enable chat and Enable callback check boxes should be selected and the 

relevant VDN for each entered into the VDN/SE field, click OK when done. 
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7.2.6 Add ACD Agent Logins 

To add the agent logins administered on Communication Manager for use by Presence Suite, 

from the left hand pane of the Presence Administrator main menu select ACD  Logins and 

click the Login button.  
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In the Logins field, enter a Communication Manager Agent Login ID and a password, as 

configured in Section 5.5. Best practice is to tick Agent cannot change password as shown. 

 

 
 

Click on Softphone in the left pane, and place a tick in the Softphone always enabled field. 

Click OK when done. 
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7.3 Presence Agent Configuration 

The following steps are carried out on the Presence Suite Agent PC. Prior to installing the 

Presence agent, ensure that the DBExpress driver (dbexpoda40.dll) is located in the 

C:\Windows\System32 directory. The DBExpress driver allows the agent application to 

communicate with the Oracle database. Installing this driver eliminates the need to install the 

Oracle client. Launch the Presence agent configuration application by double clicking the 

pcoagentcfg.exe located in the C:  Presence folder. Enter the Presence Server IP: address as 

10.10.40.137. The Presence Server port can be left as the default value of 6100. Enter the 

extension of the agent that will be using this workstation in the Agent station field. Check both 

the Hang up calls before logging in and the Ask agent station at login window check boxes. 

In the field Use settings for choose Current user from the drop down menu. Click OK. This 

step is needed for each agent configured; only the agent station field will vary.  
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8. Verification Steps  
This section provides the tests that can be performed to verify correct configuration of 

Communication Manager, Application Enablement Services and Presence Suite.  

8.1 Verify Presence Suite 

Launch the Presence agent configuration application by double clicking the pcoagent.exe 

located in the Presence folder (not shown). Enter the agent Login and Password configured in 

Section 5.5 and click on OK. 

 

 
 

In the next screen, click on the Services button in the task bar. The service set up for the agent 

will be displayed. 
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A task bar is present at the top of the Agent PC. Click on the green arrow to put the agent in to an 

available state.  

  

 
  

The information status on the task bar goes to available indicating the agent is ready to receive 

calls. 

 

 
 

An outbound call is placed and answered. 

 

 

8.2 Verify Avaya Aura® Communication Manager CTI Link 

The following steps can ensure that the communication between Communication Manager and 

the Application Enablement Services server is functioning correctly. Check the TSAPI link 

status with Application Enablement Services by using the command status aesvcs cti-link. 

Verify the Service State of the TSAPI link is established.  

 
status aesvcs cti-link 

 

                          AE SERVICES CTI LINK STATUS 

 

CTI   Version  Mnt   AE Services      Service       Msgs     Msgs 

Link           Busy  Server           State         Sent     Rcvd 

 

1     7        no    AES71vmpg        established   87       61 

 

 

Use the command status aesvcs interface to verify that the status Local Node of Application 

Enablement Services interface is connected and listening. 

 
status aesvcs interface 

 

                          AE SERVICES INTERFACE STATUS 

 

Local Node        Enabled?  Number of     Status 

                            Connections 

 

procr             yes       1             listening 
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Verify that the there is a link with the Application Enablement Services and that messages are 

being sent and received by using the command status aesvcs link.  

 
status aesvcs link 

 

                            AE SERVICES LINK STATUS 

 

Srvr/  AE Services     Remote IP        Remote  Local Node      Msgs    Msgs 

Link   Server                           Port                    Sent    Rcvd 

 

01/01  AES71vmpg       10.10.16.43      57650   procr            683     665 

                        

8.3 Verify Avaya Aura® Application Enablement Services CTI 
Connection 

The following steps are carried out on Application Enablement Services to ensure that the 

communication link between Communication Manager and the Application Enablement Services 

server is functioning correctly.  

8.3.1 TSAPI Link 

On the Application Enablement Services Management Console verify the status of the TSAPI 

link by selecting Status  Status and Control  TSAPI Service Summary to display the 

TSAPI Link Details screen. Verify the status of the TSAPI link by checking that the Status is 

Talking and the State is Online. 
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8.4 Verify Presence Suite CTI Connection 

One of the available methods to confirm correct startup is a startup log which can be accessed 

from Presence Management Console. Navigate to C:  Presence  pmconsole.exe (not 

shown). A startup log commences when the Presence Server is trying to load and connect to the 

Application Enablement Services server. Click on the item named Server@10.10.16.127:6800 

in the PCP Server Connections pane of the Management Console. To open the startup event 

log, double click Show startup event log in the Actions pane. 

 

Note: The example below shows a connection to another AES server not the server mentioned in 

this document. 

 

 
 

Verify successful CTI connection and service startup. 
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9. Conclusion 
These Application Notes describe the configuration steps required for Presence Suite R11.0 to 

successfully interoperate with Avaya Aura® Communication Manager R7.1 using Avaya Aura® 

Application Enablement Services R7.1. All feature functionality and serviceability test cases 

were completed successfully with observations noted in Section 2.2.  

10. Additional References  
This section references the Avaya and Presence Suite product documentation that are relevant to 

these Application Notes.  

Product documentation for Avaya products may be found at http://support.avaya.com. 

[1] Administering Avaya Aura® Communication Manager, Document ID 03-300509 

[2] Avaya Aura® Communication Manager Feature Description and Implementation, 

Document ID 555-245-205 

[3] Avaya Aura® Application Enablement Services Administration and Maintenance Guide 
Release 7.1  

 

The following documentation is available on request from Presence: www.presenceco.com  

[4] ACD Sys Presence Administrator Manual Presence Suite, V11.0 

[5] Presence Installation Guides Presence Software, V11.0 

[6] PBX/ACD Requirements Presence Software, V11.0 

 

http://support.avaya.com/
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