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Abstract

These Application Notes describe the integration of the Workforce Connect Voice Client
running on MC40 mobile computer with Avaya Aura® Communication Manager and Avaya
Aura® Session Manager. The Workforce Connect Voice Client runs on Android based Voice
enabled mobile computers. Workforce Connect Voice Client on MC40 registers with Avaya
Aura® Session Manager as a SIP endpoint through the enterprise wireless LAN.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the integration of the Workforce Connect (WFC) Voice Client
running on an MC40 mobile computer with Avaya Aura® Communication Manager
(Communication Manager) and Avaya Aura® Session Manager (Session Manager). The WFC
Voice Client runs on Android based Voice enabled mobile computers. The WFC Voice Client
registers with Avaya Aura® Session Manager as a SIP endpoint through the enterprise wireless
LAN.

The WFC Voice Client provides the capability to customize its user interface by adding
telephony feature buttons.

Feature buttons that are associated with telephony features are supported locally by WFC Voice
Client such as Do Not Disturb, Hold, and Call Transfer etc. Refer to WFC Voice Client
documentation for a full list of feature buttons supported, and button configuration and
operation.

The features tested by this solution are listed below.

Automatic Redial Call Forward Message Waiting Indicator
Call Hold/Resume Call Park/Unpark Speed Dial Buttons
Consultation Hold Do Not Disturb

Transfer Call Pickup (only using

Conference feature access code)
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2. General Test Approach and Test Results

This section details the general approach to the testing, what was covered, and results of the
testing. If the testing was successfully concluded but it was necessary to implement workarounds
or certain non-critical features did not work, it should be noted in Section 2.2.

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on establishing calls between the WFC Voice Client and Avaya SIP, H.323, and
digital telephones and exercising basic telephony features, such as hold, mute, transfer, and
conference. Additional telephony features, such as call forward, EC500, call park/unpark, and
call pickup were also verified.

The serviceability testing focused on verifying that the WFC Voice Client comes back into
service after rebooting it or the wireless LAN device.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

Avaya’s formal testing and Declaration of Conformity is provided only on the
headsets/Smartphones that carry the Avaya brand or logo. Avaya may conduct testing of non-
Avaya headset/handset to determine interoperability with Avaya phones. However, Avaya does
not conduct the testing of non-Avaya headsets/Smartphones for: Acoustic Pressure, Safety,
Hearing Aid Compliance, EMC regulations, or any other tests to ensure conformity with safety,
audio quality, long-term reliability or any regulation requirements. As a result, Avaya makes no
representations whether a particular non-Avaya headset will work with Avaya’s telephones or
with a different generation of the same Avaya telephone.

Since there is no industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality.
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2.1. Interoperability Compliance Testing
Interoperability compliance testing covered the following features and functionality:

SIP registration of WFC Voice Client with Avaya Aura® Session Manager.

Calls between WFC Voice Client and Avaya SIP, H.323, and digital telephones with
Direct IP Media (Shuffling) enabled and disabled.

Calls between WFC Voice Client and PSTN.

G.711MU/A and G.729 codec support.

Proper recognition of DTMF tones.

Basic telephony features, including hold, mute, redial, multiple calls, call display, blind
and supervised transfer, and attended conference.

Extended telephony features using MCA40 feature buttons for Do Not Disturb, Call
Forward, Call Park/Unpark and Call Pickup (only using feature access code).
Voicemail coverage, MWI support, and logging into voicemail system to retrieve
messages.

Proper system recovery after a restart of the WFC Voice Client and loss of wireless
connectivity.

2.2. Test Results
All test cases passed with the following observations noted:

WFC Voice Client does not support Initial IP-IP Direct Media. During integration, ensure
that the Initial IP-IP Direct Media value is configured as “n” (see Section 5.5). Due to
this reason, not all calls use direct media and certain calls use the media resources from
Avaya Aura® Communication Manager, hence ensure that Avaya Aura®
Communication Manager Media cards have sufficient DSPs while implementing this
solution.

Due to the above reason, certain calls that do not use direct media do not support codec
negotiation at G722 and hence this codec should not be used while implementing this
solution.

Call Pickup key is not a programmable feature button in MC40 and hence this feature
was tested using only feature access code. All other features mentioned in these
Application Notes were tested using feature buttons programmed in MC40.

2.3. Support

For technical support on the Workforce Connect Voice Client, contact Zebra Technologies
support via phone or website.

Phone: 1.800.653.5350
Web: http://www.zebra.com
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3. Reference Configuration

Figure 1 illustrates a sample configuration consisting of MC40 Workforce Connect Voice
Clients with Avaya Aura® Communication Manager and Avaya Aura® Session Manager. In this
configuration, the Workforce Connect Voice Client runs on the MC40 mobile computer and
connects to the enterprise wireless network. The WFC Voice Client registers with Session
Manager via SIP.

Emulated PSTN

Avaya S8800 Server running

Avaya Aura® Communication i
¥ Manager Avaya Aura® Session ! |ZEBRA
10.10.97.201 Manager P

10.10,97.198 SIP Lines
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CLAN: 10.10.97.217 LAN | E
L ———
LAN i

Wireless Access Point

-
|

Avaya 9408 Avaya 9600 Ayava 9600

Digital Sefieslp Series IP
Donphone o i {H323) Avaya Aura® Syst
P Deskphone vaya M:;g 2 erys em
Zebra MC40
Workforce
Connect Voice
Clients

Figure 1: MC40 Workforce Connect Voice Client with Avaya Aura® Communication
Manager and Avaya Aura® Session Manager
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya Aura® System Manager runningon | 6.3.14.11.3595
an Avaya S8800 Server

Avaya Aura® Communication Manager 6.3-03.0.124.0
running on an Avaya S8800 Server
Avaya Aura® Session Manager running on | 6.3.14.0.631402

an Avaya S8800 Server

Avaya 96xx Series Deskphone 9621 H.323 Release 6.6029
Avaya 96xx Series Deskphone 9640 SIP Release 2.6.11.4
Avaya 94xx Series Digital Deskphone 9408 FW Version 12

Workforce Connect Voice Client running | 6.0.542
on MC40 Wireless handset
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5. Configure Avaya Aura® Communication Manager

It is assumed that a fully functioning Communication Manager is in place with the necessary
licensing with a SIP Trunk in place to Session Manager. For further information on the
configuration of Communication Manager please see Section 10 of these Application Notes. The
following sections go through the following.

e Dial Plan Analysis

e |P Interfaces
Network Region
IP Codec
Signalling Group

5.1. Configure Dial Plan Analysis

Use the change dialplan analysis command to configure the dial plan using the parameters
shown below. Extension numbers (ext) are those beginning with 53.

change dialplan analysis Page 1 of 12
DIAL PLAN ANALYSIS TABLE
Location: all Percent Full: 7
Dialed Total Call Dialed Total Call Dialed Total Call
String Length Type String Length Type String Length Type
53 5 ext

5.2. Configure IP Interfaces

Shown below is an example of the nodes names used in the compliance testing. Note that MC40
Workforce Voice Connect does not feature in this setup and only the name and IP address of
Session Manager and Communication Manger processor is added. Use the change node-names
ip command to configure the IP address of Session Manager and Communication Manager
processor. SM61 is the Name used for Session Manager and 10.10.97.198 is the IP Address.
procr is the Name used for Communication Manager processor and 10.10.97.201 is the IP
Address.

change node-names ip
IP NODE NAMES

Name IP Address
SM61 10.10.97.198
procr 10.10.97.201
CLAN1 10.10.97.217
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5.3. Configure Network Region

Use the change ip-network-region x (where x is the network region to be configured) command
to assign an appropriate domain name to be used by Communication Manager. In the example
below bvwdev.com is used. Note this domain is also configured in Section 6.1 of these
Application Notes.

change ip-network-region 1 Page 1 of 20
IP NETWORK REGION

Region: 1

Location: 1 Authoritative Domain: bvwdev.com
Name : Stub Network Region: n
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n

UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS
Call Control PHB Value: 46
Audio PHB Value: 46
Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.l1p Priority: 6

Audio 802.l1p Priority: 6
Video 802.1p Priority: 5 AUDIO RESOURCE RESERVATION PARAMETERS
H.323 IP ENDPOINTS RSVP Enabled? n

H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5

Keep-Alive Count: 5

5.4. Configure IP-Codec-Set

Use the change ip-codec-set x (where X is the ip-codec set used) command to designate a codec
set compatible with MC40 Workforce Voice Connect clients, which supports G.711MU, G.729,
and G.711A.

change ip-codec-set 1 Page 1 of 2
IP CODEC SET

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size (ms)
1: G.711MU n 2 20
2: G.729 n 2 20
3: G.711A n 2 20
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5.5. Configure SIP Signaling Group

For the compliance test, a signaling group and the associated SIP trunk group and route was used
for connecting Avaya Aura® Communication Manager with the Avaya Aura® Session Manager.
The configuration of SIP trunk group and route is outside the scope of these Application Notes.
Only the configuration of the SIP Signaling Group is shown below. For further details on other
fields refer to Section 10.

Use the change signaling-group x (where X is the signaling-group used) command to configure
the SIP Signaling Group

The Group Type was set to sip.

The Transport Method was set to tcp. As a result, the Near-end Listen Port and Far-end
Listen Port are automatically set to 5060.

The Near-end Node Name was set to procr, the node name that maps to the IP address of
the circuit pack used to connect to Session Manager. Node names are defined using the
change node-names ip command (see Section 5.2).

The Far-end Node Name was set to SM61. This node name maps to the IP address of the
Session Manager server as defined using the change node-names ip command (see Section
5.2).

The Far-end Network Region was set to 1. This is the IP network region which contains
Session Manager (see Section 5.3).

The Far-end Domain was set to bvwdev.com. This domain is sent in the headers of SIP
INVITE messages for calls originating from and terminating to Session Manager using this
signaling group.

Direct IP-1P Audio Connections was set to y. This field must be set to y to enable Media
Shuffling on the trunk level.

Initial IP-1P Direct Media was set to n.

Retain default values for all other fields.
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display signaling-group 1 Page 1 of 2
SIGNALING GROUP
Group Number: 1 Group Type: sip
IMS Enabled? n Transport Method: tcp
Q-SIP? n
IP Video? y Priority Video? n Enforce SIPS URI for SRTP? y
Peer Detection Enabled? y Peer Server: SM
Prepend '+' to Outgoing Calling/Alerting/Diverting/Connected Public Numbers? y
Remove '+4+' from Incoming Called/Calling/Alerting/Diverting/Connected Numbers? n
Alert Incoming SIP Crisis Calls? n
Near-end Node Name: procr Far-end Node Name: SM61
Near-end Listen Port: 5060 Far-end Listen Port: 5060
Far-end Network Region: 1
Far-end Domain: bvwdev.com
Bypass If IP Threshold Exceeded? n
Incoming Dialog Loopbacks: eliminate RFC 3389 Comfort Noise? n
DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
Session Establishment Timer (min): 3 IP Audio Hairpinning? n
Enable Layer 3 Test? y Initial IP-IP Direct Media? n
H.323 Station Outgoing Direct Media? n Alternate Route Timer (sec): 3
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6. Configure Avaya Aura® Session Manager

The WFC Voice Clients are added to Session Manager as SIP Users. In order to make changes in
Session Manager, a web session to System Manager is opened.

6.1. Configuration of a Domain

Navigate to http://<System Manager IP Address>/, enter the appropriate credentials and click on
Log On as shown below.

This system is restricted soiedy to authonzed users for
legitrmate busness purposes anly. The actusl or attempted
unauthorized =, or modification of this system o
sty prohibited

Unautharzed users are subjeck to company discplnary
procedures and ar ovminagl ard avil penaties under state,
federsl, or other spobicable domestc and foreign Taws
Log On Reset
The use of this systam may be mantored and recordad for
AAdmMAIETative anc seounty reasons., SNyone Iccessing this
system expressly consents to such momtarng and recording,
and is adyised that ¥ & 4 possibie evidance of crminal
0OV, the evigance of sudh sCovity may Be grovoad 1o law
enforcamant officsls Osupporled Browsers: Intsrnet Explorer 8.5, 9.4 or 10.% or Firefox 260

27.00r 280

All ysers must comply with all corporate instructons regarding
the protection of nformation assets

Once logged in click on Routing as highlighted below.
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Click on Domains in the left window. If there is not a domain already configured, click on New
highlighted below.

™ Rasting
Thamspany
Larathess

Rdaptatinons

Thest Banges
Bty Policks
Desd Patierns
Ragiilar Exprastiong

& Mome § Flements | Aoty § Domaing

Donmaln kessgemerat

R

L icam o
L

Galect ; &l Hone

PMorn Acbons =

Typn

RE&P: Enablks

Note the domain Name used in the compliance testing was bvwdev.com. Note this domain is
also referenced in Section 5.3. Once the domain name is entered, click on Commit (not shown)

to save this value.

Dumain

Lovations
Adaotatians
G198 Fatities

Entity Links

time Ranges

faating Policies

Dial Fatterns

fiegular Expressions
Dotauita
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6.2. Configuration of SIP Entities
Log into System Manager as described in Section 6.1 above, click on SIP Entities shown below.

Memne ' "
« Vame [ Cloments | Rowting [+]
Help ?
Introduction to Network Routing Policy
um-u;m Network Routng Polcy consists of seversl routing applcations le Domars®, *Locations®, "532 Entites*, etc
4“9«5;;2;; The recommended order 1o uze the routing applcations (that means the ovarall routing workflow) to configura your petwork configuration is as

folows
Stap 10 Owate "Domans® of 1ype SIP (oMhar rouning seplicatons ae rafemng domans of typs SIF)
Step 2: Create "Locateors*
Olaf Sattirns Step Croate "Adaptators”
”w;.'_ixm'“lnm Stop 4: Croate "SIF Entmes*
n-miin SIP Entities that are ussd ax "Outbound Proves® e.g. & certan "Gateway® or "512 Trunk®

- Croata alk "other SIP Entitas” {Seszion Manager, CM, SIDPS Gataways, SIP Trunks)

- Assign the spproprate “Locations’, "Adaptatora® and "Outboura Prosess®

Clicking on SIP Entities shows what SIP Entities have been added to the system and allows the
addition of any new SIP Entity that may be required. Please note the SIP Entities present for this
Compliance Testing.

e Session Manager SIP Entity
e Communication Manager SIP Entity

Note: There is no SIP Entity present or required for WFC Voice Clients.

« Nume / Blements £ Ruuting / 518 Entitins [+]
Help ¥
19 Eotitiny

ﬁ;clﬁauwia;n N ! Morw Actigny *
P Latities
mlﬁ LUimas 22 Items . 2 Fker: Enalke
Vi Mangn Name FOON o I Address type wtes

ﬁ:;;nll:m Qevaid 0.30,57.298 Sarnan Nanager S1P Erkty Par Saccan Nanager
Okl Panerns QoeCh ( ] “W SIF Eraity in the main lob
Hegular Expressions
Defaults
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6.3. Adding Workforce Connect Voice Client as SIP User
From the Home page, click on User Management as highlighted below.

s & Role ammmunication Server 1041 Caoliguratiac

Mome "
* User Managumint « Mome [ Users | Ysee Management [ Manape Users 1+
Manage Users = b
by
User Management
Frofile Password dsses,
Policy ? “"";.\e Mora Actione * Advorcss Searth o
29 qtmss O Showl 1% (2] [ Fiter; Enabils
Lust Name Farst Name Display Neme LOQIn Saae SIF Handle Last Login
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Under the Identity tab, fill in the user’s Last Name and First Name as shown below. Enter the
Login Name and ensure Authentication Type is set to Basic.

%*

Identity Communication Profile Membership Contacts

User Provisioning Rule «

User Provisioning Rule: [=]

Identity «

‘ * Last Mame: Setd |

Last Mame (Latin Translation): |Sets

| * First Mame: WFC ‘

First Mame (Latin Translation): WFC

Middle Mame:

Description:

Update Time : August 6, 2015 11:30:

* Login Mame: |53130M@bvwdew.com

* Authentication Type: | Basic

Change Password

Under the Communication Profile tab, enter a suitable Communication Profile Password and
click on Done when added. Note that this password is required when configuring the WFC Voice
Client in Section 7. Click on New to add a new Communication Address.

tdentity ¥ mm. Y Moembership Contacts
Communication Profile «
| Communication Profile Pastword; ssessssssscsssssssss Edit
) Naw 5 Done ] & Cancel
Name
e Primary
Select : None
* Nama: Prmary
Default 9
nicat | v
> New
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Select Type as Avaya SIP and enter the extension number and the domain for the Fully

Qualified Address and click on Add once finished.

Communication Address =

* Fully Qualified address: 53130

@ | bywdey.com

Type Handle Domain
Avaya SIP 53130 bvwdey.com
Select ; &ll, Mone
Type: |Avaya SIP [=]

Add || Cancel

Ensure Session Manager Profile is checked and enter the Primary Session Manager details,
enter the Origination Sequence, the Termination Sequence and the Home Location as
highlighted below. Note that DevCM-SEQ is an application sequence that corresponds to the
Communication Manager in the test configuration and has been configured in the system

previously.

Session Manager Profile =

SIP Registration

* Primary Session Manager

DevsM

Secondary Session Manager
Survivahility Server

Max. Simultaneous Devices
Block Mew Registration

When Mazirmum Registrations
Active?

Application Sequences

(Mone)

(None)

1 (]

Origination Sequence

Termination Sequence

DevCM-SEC

DevCM-5EQ

[ [

:all Routing Settings

* Home Location

Belleville

Conference Factory Set

(Mone)

1| (]

Primary Secondary | Maximum

44 ] 44
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Ensure that CM Endpoint Profile is selected. Select DevCM as System and Endpoint for
Profile Type. Enter 53130 for Extension and choose the 9611SIP_DEFAULT _CM_6_3 as the
Template. Click Endpoint Editor to configure the buttons and features for that handset on
Communication Manager.

CM Endpoint Profile =

¥ System

* Profile Type

DiewiCM

Endpoint

Ise Existing Endpoints

(]

¥ Ewxtension

Template

Q53130

96115IP_DEFAULT_CM_6_3 ||

IEndpDint Editn:ur]

Set Type

Security Code
Port

Yaoice Mail Mumber

Preferred Handlz

Enhanced Callr-Info display for 1-line phones

lser

Cverride Endpoint Marme and Localized Mame

95115IF

IP

(HNone)

Delete Endpoint on Unassign of Endpoint from User aor on Delete

Screen below shows the window when Endpoint Editor is clicked. During compliance testing
all default values were retained.

ass of Restrctian (COR)
Trrmrgeacy Lotetios Cxt
Tenost Narher

SIP Trusk

Coverage Poth 1

Lotk Mevsage

Multihvie Langiege

“Required

et G 041 ™ 10w piae

Wes Apehaatie

Sabrwviated Call Dialing Frhiecrend Call $wd ()

Difttoa Assignment

© Class OF Sevvice (C0S)

© Message Larep Ext

Type of IPCC Laabled

Coverage Path 2

Lacalsnd Daplay Neme
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7. Configure Workforce Connect Voice Client

This section provides the procedures for configuring the WFC Voice Client for SIP connectivity
to Avaya Aura® Communication Manager and Avaya Aura® Session Manager.

Note: Connecting the MC40 Android-based voice-enabled mobile computer to the wireless
network and configuring feature buttons on the WFC Voice Client are outside the scope of these
Application Notes.

Power on the WFC Voice Client and unlock the MC40 Anoid-based voice-enabled mobile
computer. The following screen is displayed. Tap on the & button, 3" button highlighted

below.
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Scroll through the applications until the WFCVoice application is found. Select WFCVoice

L
&

Wi raca

CAase

APPS WIDGETS

N X

PTT Express Rapid RxLogger Search
Deployment

0 % F

Settings Sound StageNow TechDocs
Recorder

R

¢A
A

WFCVoice

From the WFCVoice screen shown below, touch l on the MC40 Android-based voice-enabled

mobile computer to display the menu below. From the menu, select Settings.

t» 53130

Add Log Marker

53131 (531

H 53132 (531

$

Voice Mail

e
Forward
Busy

®©

About
Help
Settings
Statistics

Sign out/Reload
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The WFCVoice Settings screen is displayed. Tap on the following fields and configure them as

follows.

Field Name Description

Profile Type Provide a descriptive name for profile type (e.g., Avaya Aura).

User ID Specify the SIP extension configured in Section 6.3. In this example, the
SIP extension was 53130. This is the SIP extension that WFC Voice
client will use to register with Session Manager.

Password Specify the SIP password configured on Session Manager in Section 6.3.
WFC Voice client will use this password to register with Session
Manager.

Server Address This is the IP address of Session Manager. In this example, the address is
10.10.97.198.

The following WF Connect screen shows these fields configured appropriately for the test
configuration. These field values should be modified to correspond to the customer’s network.

Next, select Advanced Settings to review other SIP parameters.

R

N

t» WFCVoice Settin...

Profile name

aura-test.xm

User ID

53130

Password

Device MAC

Server Address

10.10.97.198

Advanced Settings
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From the Advanced Settings screen, select Connection Parameters Avaya Aura to display the
Connection Parameters.

‘\{" Advanced Settings

Connection Parameters

Audio Settings

Ul Settings

Call Settings
Miscellaneous Settings

Logging

The Connect Parameters screen shows that UDP was used as the SIP transport and 5060 was
used as the Server port number. Also note that an HTTP Server Address was configured
which in most cases is the IP address of a Utility Server where the 46xxsettings file reside.

¢ 8344

® ;
\.“: Connection Parameters

User ID
Password

Device MAC

SIP transport

SIP Server Address

10.10.97.198

Server port number

5060

HTTP Server Address

1010.97.202

RS; Reviewed: Solution & Interoperability Test Lab Application Notes 21 of 25
SPOC 9/22/2015 ©2015 Avaya Inc. All Rights Reserved. ZebraMC40WFC_SM



8. Verification Steps

The following steps can be taken to ensure that connections between WFC Voice Client and
Session Manager and Communication Manager are up.

Log into System Manager as done previously in Section 6.1, select Session Manager as
highlighted below.

Administrot

Wllabiorot v ' b acknp and Hestors
(] e and b xport
.......... nication . 1000 flgurat
Event

11 Oftecn Geographic tedundancy
1 wchang nvnntery
h
Rephcat
We
Schodulvy
Security

Hovin
Template

Select System Status and User Registrations in the left column (not shown). This screen

displays the users that are currently registered with Session Manager. The WFC Voice clients
should show as being registered as highlighted below for extension 53130.

User Registrations
Select rows to send notifications to devices. Click on Details colurnn for
complete registration status,
Customize *
. - ! AST Device - ; . Advanced
Default Force Unregister Notifications: [Rebuut] [Reload ] [Fa|lback] As of 4:40 PM Coarch
39 Items @ Show 15 [«] Filter: Enable
f f Registered
F | petails Address First Last Actua_l IP Address R:fr_note Sharen:lI Slml_.llt. AST_
Name Name Location Office Contro Devices |Device | oo, Sec | Sury
Fl +Show Ba Bay O O 0/ O o U@
[ Show  53102@bvwdev.com 53102 "";?ga 10,105.73 [ O 1/1 AC) O O
] Show  53130@bvwdev.com  WFC Seth 10105221 O O 1/1 AC) U o
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Launch WFCVoice and verify that the SIP extension has been registered. When WFCVoice is
registered with Session Manager, it would display the SIP extension as shown below without any
other status information, such as Initializing.

@) 53130 (53130)

B 53131 (53131)

Bl 53132 (53132)

Speed

Voice Mail Dials

<

Forward

Verify basic telephony features by establishing calls with the WFC Voice Client.
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9. Conclusion

These Application Notes describe the integration of the Workforce Connect Voice Client running
on an MC40 mobile computer with Avaya Aura® Communication Manager and Avaya Aura®
Session Manager. The Workforce Connect Voice Client registered successfully with Avaya
Aura® Session Manager as a SIP endpoint through the enterprise wireless LAN.

Incoming and outgoing calls were placed to/from the WFC Voice Clients and telephony features
were exercised. All test cases passed with observations noted in Section 2.2.

10. References

This section references documentation relevant to these Application Notes. The Avaya product
documentation is available at http://support.avaya.com where the following documents can be
obtained.

[1] Administering Avaya Aura® Communication Manager, Document 1D 03-300509

[2] Avaya Aura® Communication Manager Feature Description and Implementation,

Document 1D 555-245-205
[3] Implementing Avaya Aura® Session Manager Document ID 03-603473
[4] Administering Avaya Aura® Session Manager, Doc ID 03-603324

Product Documentation for Zebra Technologies can be obtained from a product supplier or may
be accessed at https://www.zebra.com/ (login required).
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and
™ gare registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks
are the property of their respective owners. The information provided in these Application
Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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