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Abstract

These Application Notes describe the configuration steps required for Ardence Desktop
Edition to successfully interoperate with Avaya Interaction Center. Ardence Desktop Edition
allows Avaya end-users and integration partners to rapidly and consistently deploy and
manage Avaya Agent Client application with new releases and updates. This solution works
by creating and storing a bootable image of an agent desktop PC to a virtual storage created by
Ardence Desktop Server. This bootable image is then available to multiple PCs with the same
hardware to boot remotely using Preboot Execution Environment available in the PC BIOS.
Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DeveloperConnection Program
at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration for the compliance test between Avaya
Interaction Center Agent Client and Ardence Desktop Edition.

Ardence Desktop Edition is a client-server software platform, which allows PC administrators to
provide consistent operating system (OS) images to desktop PCs.
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Figure 1: Ardence Client-Server Software Platform

Figure 1 provides an architectural overview of the Ardence client-server software platform. In
the lower right corner, there is the initial Reference Client, which must have a hard drive. On
this hard drive, the PC administrators must install the OS, which can be either Windows (2000 or

XP) or certain distributions of Linux.

The installation of the Ardence Client includes a software tool which captures the contents of the
hard drive (OS and applications) into the Ardence Vdisk, also called virtual disk. On the
Ardence Server, the Vdisk is a file. After the client PC disk image is saved into the Vdisk, other
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PCs can boot from this Vdisk, or copies of this VVdisk. When the client PC is booted from the
Ardence Vdisk, it can use all local peripherals, and treats the local hard drive as another local
peripheral. Windows Operating System typically assigns the local hard drive a drive letter like
D:\ or E:\ when the client PC is booted from the Ardence Server.

Ardence Client requires the Preboot Execution Environment (PXE), which is a specification
originally published by Intel in 1997 as a part of the Wired for Management 1.0 initiative, and
since then has become widely adopted by the industry. The PXE firmware must be present
either in the BIOS or the NIC chipset. In order to configure a client to boot using the PXE
firmware, the PC administrator needs to enter the BIOS Setup utility and set the PXE or
“Network Boot” device to be the first choice in boot sequence.

Vdisk Modes: Read-Write, Read-Only, & RAM Disk
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Figure 2: Vdisk Modes

Figure 2 shows the three different modes for the Ardence Vdisk. By default, a newly created
Vdisk is in the Read-Write mode, which is sometimes also called the “Private Image Mode.”
This is also called the “administrative mode,” which allows permanent changes into the Ardence
Vdisk. PC administrators can also decide to put the Ardence Vdisk in Read-Only Mode. In this
mode, the Ardence Server prevents the VVdisk from changing. 1f PCs boot in the Standard Image
Mode and need to write data to the C:\ drive, the data is stored in a Write Cache. Ardence

KB; Reviewed: Solution & Interoperability Test Lab Application Notes 30f31
SPOC 5/25/2006 ©2006 Avaya Inc. All Rights Reserved. Avayaardence.doc



provides several places to store this cache: Server-side Hard Drive Write Cache, Client-side
RAM Write Cache, and Client-side Disk Cache.

The RAM Disk mode is rarely used. In this mode, Gigabit Ethernet to the desktop PC is highly
recommended because the entire Vdisk (typically greater than 3.5GB) is loaded to the PC’s
physical RAM. Only customers that require intense high performance computing or data-
collection in environments, which are subjected to intense vibrations, use the Ardence RAM
Disk Mode. It is important to note that in the other two Vdisk Modes, Read-Write and Read-
Only, roughly 70 MB of data is transferred from the Ardence Server to the PC in order to launch
the Windows or Linux Desktop. After that, Ardence Server only transmits data from the Vdisk
to the PC on a per-needed basis such as launching an application.

Figure 3 illustrates the network configuration that was used for the compliance test. The
Windows 2000 Server hosting the DNS, DCHP, and Ardence TFTP server resides on a
192.45.100.X subnet and Avaya Interaction servers and agent PCs reside on the 192.45.145.X
subnet. The router was configured to accept BOOTP and DCHP protocol.
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Figure 3: Compliance Test Configuration
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the test configuration provided.

Equipment Software/Firmware
Avaya S8700 Media Server with G650 Media Gateway | Communication Manager 3.0.1
Avaya Interaction Center 7.0
Avaya Interaction Center Agent Client 7.0
Avaya Agent Client PC with Windows XP SP2 -
Avaya 4620 IP Phone Release 2.3
Avaya 4624 IP Phone Release 2.3
Ardence Desktop Edition with Windows 2000 3.5

3. Configure Avaya Agent

This section describes the standard procedure for installing Avaya Agent Client.

Step Description

1. | From the agent PC, open the browser or map to the network drive where the Avaya

address 4] https lzaich3, mm,comfageninstaller

Agent Client software is stored and run the setup file.

Qﬁack M > ‘ﬂ Igl ; /-‘:Search 'L< Favorites @! b " ﬁ i‘i

Install Avaya Agent

File Download - Security Warning @

Do you want to run or save this file?

MName: AgentInstaller.exe
Type: Application, 100 ME

From: lzaic03.mm.com

[ Run ][ Save ][ Cancel ]

potentially harm pour computer, If pou do not tust the source, do nat

@ While files from the Internet can be useful, this file type can
run or save this software, What's the rigk?
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Step

Description

Select the location where the configuration data is stored. If Avaya Interactive Center
configuration file is available from the web server, then select Web Server. Click Next.

Select Access Method

To continue the ingtallation, pou must select an access method,
The zelected method will be used to download configuration data
during inztallation,

™ Metwork Share
(* ‘web Server

| Mext > | Cancel

Specify the server URL. Click Next.

Agent installer Web Address f'5__<|

Fleaze paste or type the Agent Installer Web Address in the LIRL
field, then click the Nest button.  This address should have been
made available to you by vour manager or site adminiztrator,

Example: hitp://servermame/agentingtaller

LRL http: #/lzaic03.mm. comageninstalley

< Back | Memt = | Catcel
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Step

Description

Wait for the extracting progress to complete.

Progress

Extracting I Agent Installar
chwindawsiempiavayaiqoompldatal .cab

61 %

Select the folder to install the Avaya Agent Client. Click Next.

3

Please specify a folder in which to install Avapa Agent. A default
has been provided for convenience.

A-Nya Agent Installation Folder

Destination Folder

C:\Program Files\Avaya Browse. ..
< Back | Newt > | Cancel |

Select Yes, | want to restart my computer now. Click Finish.

Avaya Agent Installation Complete
A\faya Aggnt has been installed. “Y'ou must reboat your machine

prior ta using this software. Please specify whether or not you
would like to reboot now.

* “Yas, | want to restart my compuiter now.

" Mo | will restart my computer later.

Remave any disks from their drives, and then click Finish to
complete setup.

| Finizh |
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4. Configure Ardence 3.5 Desktop Edition

This section describes how to install and configure Ardence 3.5 Desktop Server.

Step

Description

1.

Run the Ardence installation program and select Ardence Full Se
installed the Ardence server in the server that hosted the DHCP se

Setup Type

2 - 10 Server
3 - Client
4 - Docurmentation

Click the type of Setup you prefer, then click Mext.

rver option. This procedure
rver.

X

— Deezcription
Perfarms a full installation of the 'server’ side.

¢ Back I Meut » I Cancel |

After completing the “Full Server” installation, run the Ardence C

onfiguration Wizard: Start

- Programs = Ardence = Configuration Wizard. Click Next in the Configuration Wizard

screen.

Configuration Wizard i

‘welcome to the Configuration ‘wizard

The Configuration Wizard provides an easy way ta seb

Motes or in the Adminiztiator Help.

The uzer should be able use default settings in most

to change or reset the configuration setting. |t can be
found in the Windows Start menu.

desoibed in detail in the Installation Guide and Release

case: The uzer can run the Configuration YWizard again

a "bazic"” Server configuration that congists of a single
machine running all the server services.

To zetup adwanced configurations the uzer will need ta
use other utiliies and Control Panel applets that are

up

< Back I Mext » I

Cancel
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Step

Description

3. | Ardence supports three PXE scenarios for the DHCP Server and an optional Ardence PXE

Service: Separated, Co-hosted, and DHCP Alone.

A Separated scenario means that the DHCP Service and the optional Ardence PXE
Service are running on different physical hosts.

A Co-hosted scenario means that the DHCP Service and the optional Ardence PXE
Service are running on the same physical hardware system.

A DHCP Alone scenario means optional Ardence PXE Service is not being used.
Instead, the DHCP Server has been configured with the DHCP Option 66 (Bootserver
Host Name) and DHCP Option 67 (Bootfile Name). Options 66 and 67 may be
configured either as Scope Options or Server Options on the DHCP Server. For more
details, see the Ardence Training Materials.

These Application Notes describe the configuration using the Co-hosted PXE scenario. As long
as the DHCP Service is already running before the installation of the Ardence “Full Server” on
the host, the following screen in the Ardence Configuration Wizard will automatically configure
Ardence for the Co-hosted Scenario.

Since DHCP server is already installed, select option No, A DHCP service is already available
on this network. Click Next.

Configuration Wizard ™

DHCP services A
Yes/Mo

- |x

o

If pou waant to provide an IP address to your client uging DHCP and a DHCP zerver
does not already exizt on your nebwark, then you can configure the DHCP zerver
included with this product now.

‘ Adding a DHCP server to a nebwark that already has one can digrupt DHCP
® Y service unless properly configured.

Wiould pou ke to configure the DHCP server included with this product now?

% No, & DHECP sevice is already available on thiz netwark.
" YES. | need to configure this DHCP server.

< Back I ext > I Cancel
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Step Description

4. | If the server has multiple NICs, select the IP address the Ardence Server listens to the Ardence
Client requests.

Configuration Wizard X

Select the network adapter IP address (A!

*r'ou must specify which IP iz used for zerver to client communications. r'ou may anly
uze one [P address at thiz time, Select the |P which iz connected to the LAN segment
wihere the client machines are connected.

|IP addreszes faor this computer:

e
17216.252.19

Check the |P address to be used by the /0 and Login
Services on the local machine.

4 Back I Mewt > I Cancel |

5. | Click on the Browse button to specify the directory to store the Vdisk and click Next when
complete.

Configuration Wizard x|

Specify Yirtual Dizk Directory "!

Please zelect a director to uge as the storage location for all virtual disks and
wiite-cache data.

Diirectony:
C:A\Program Files\Ardencebdrdence\V diskh

Browse. .. |

< Back I Mest > I Cancel
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Step Description
6. | Click on the Browse button to specify the directory to store the Ardence database. Click Next
when complete.
x|
Specify Database File "3
Select a directony and filename for the databaze file.
Diirectany:
C:\Program FileshArdence’drdencetVLD . MDE
Browse... |
< Back I MHext > I Cancel |
7. | Click on the Browse button to specify the Ardence Bootstrap file (VLDRMI13.BIN), which is
installed with Ardence Desktop Server. The Ardence Desktop Server must know the directory of
the Ardence bootstrap. If the Ardence software is installed to a different directory, click on the
Browse button to specify the location of the Ardence Bootstrap file, then click Next when
complete.
x|
Select Bootstrap File "J
F+E/BOOTP iz uzed during the boot process to download a bootstrap file to the client
station. Thiz file is used during the BIOS boot process to boot the rest of the system
wvia the netwark.
Select the bootstrap file to download from this server.
Bootstrap file:
C:%Program Filesh&rdencetdrdence’ T ftpbooth YLD |13 EIM Browse |
< Back I Mest > I Cancel
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Step Description

8. | Since the existing DHCP server will assign IP addresses, click Next in the Configure Bootstrap.

Configuration Wizard |

Configure Bootstrap (‘3

IF infarmation in embedded in the FXE boatztrap that iz downloaded to the client. This
itfarmation provides the 1P address and rauting infarmation necessany for the clisnt ta
communicate with the server(z].

Maormally, these values are rezolved by the DHCP/BOOTP server. However, if the client iz
nat oh the zame zubnet as the zerver, you may need to manually zet these values.

Do you wizh to manually change the default zettings 7

Client Metwaork, Settings
™ ES. Il marually set these values,

Subret hask: I il a a o

[Fateway: I a0, 68 .0

9. | Select Yes, I need to configure Managed Disks directories, and click Next.

Configuration Wizard _ =]

Managed Disks
A,

Thiz software can automatically update vour client disk drives using Managed Disk
mode. In order to utlize Managed disk mode, you'll need to configure the directaries
uzed ko store the disk images.

ionld wou like to configure the Managed Disk directonies?

" Mo, I'm not uging Managed Disks.
' YES, | need to configure Managed Disks directaries.

< Back l et > I Cancel
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Step Description

10.| In the Configure Managed Disk Directories, click Add new folder.

Configuration Wizard

Configure Managed Disk Directories

Add or remove entries to the list below..

(If & directony is nat shared, use the Windows Explorer ta share the directary.)

Dlirectony | Shared A
C:"Program Files\Ardencet\Ardencesh anagedDisk s\,
4| | i3
Add new folder Femove folder |

¢ Back, I Mewt > I Cancel |

11.| Select a folder and click OK.

Dhirectary | :
C:A\Program Files'Ardencebdrdence’ManagedDizksh,

Select Directory ] x|

L—‘_I[:l Program Files d
< I [:l Accessones
At

D Acraniz =
B-(C] Adabe

[:l Analog Devices J E

EID Ardence

EI[:l Ardence

- (1 AppSight |

D ArdenceleploymentT o

27 clientupdate
ManagedDisks

-3 Wdisk

-] Licenze >
4| | i

(] I Cancel |
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Step Description
12.| In the Enable the Watchdog Service screen decide whether to enable the Watchdog Service. The
Watchdog Service monitors critical Ardence services, and if for some reason a critical service
stops, the Watchdog Service will restart the service. The Watchdog Service is recommended in
production settings—particularly for those customers who do not have the Ardence High
Availability Option. This service was not selected for the compliance test. Click Next.
%
Enable the Watchdog service? (‘3
The Watchdog service provides an extra level of protection against unforeseen
problems. The service monitors the other virtual disk services and waill
autornatically restart thern if it detects a problen.
‘whould you like to enable thiz feature?
™ Yes, have the “Watchdog service monitor the ather wirtual disk services.
¢ Back I MHext » I Cancel
13.]| Click Finish to build the configuration.
x
The wizard has collected all of the information necesszam
to configure your system,
To complete the configuration of your system, click
Finish' belaw,
Statuz
=l
[ -
< Back I Finish I Canicel |
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Step Description
14.| Click on the Close button when the configuration is completed.
x
The wizard haz collected all of the information necessam
to configure your spstem.
To complete the configuration of wour system, click
Finizh' belov,
Status
Configuring 'watchdog service.. .Done. ;I
Starting wirtual digk. zervices...
Starting Ardence Login Service.. .Done.
Starting Ardence 10 Service.. Done.
Starting Ardence ‘wiite Cache Service...Done.
Starting Ardence Adaptive Boot Service...Done.
Starting Ardence TFTP Service.. Done.
Starting Ardence F<E...Done.
Starting Ardence Manhaged Disk Service. Done.
Stopping Ardence 'Watchdog service.. Done.
I, Configuration complete.
<Back | Fiish | [ Ciose |
15.| Launch Ardence Administrator: Start - Programs - Ardence - Administrator
16. | From Ardence Administrator, switch to the Server - Disk View from the View menu, and
create a new Vdisk by click on the New Disk button as shown in the red circle below.
File Wiew Tools Help
#8300 :|B|«=F&
[El--- ] i | Yirtual disk. | C
KB; Reviewed: Solution & Interoperability Test Lab Application Notes 150f 31
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Step Description

17.] Select the first option and click OK.

Select New Disk Type x|

— Mew Dizk Selection

Create a new virtual dizk file capable of booting a client system. Mate,
%’k thiz dizk must il be formatted and imaged before the client can use it
az a boat digh.

Create Mew TFTF Chained Bootstrap disk template. This disk type
' can be used to point to a boatstrap in arder ta chain the PXE boot
process to a third party F<E bootstrap program.

Create a new local fiked dizk template. This twpe of dizk zan be uzed to

e baoat from the local phyzical hard drive of a client. Thiz dizk type can be
uzed with digk menu, for example, to allow the uzer the option to boot virtual
of local.

Cancel |

18.| In the Add Virtual Disk, enter the Disk name, Disk size, and Description. Click OK.

Add Virtual Disk x|

— Server |nfarmation

[0 Serv[:% devcone-ifzyfol

Fath: C:%Program Fileg'Ardencel &rdenceidisks
Total gpace:  F4.50 GBE Free space:  31.10 GB
— Wirtual Drizk
¥ Create a new disk ™ Usge an existing dizk  Erowze. . |

Disk narne: I.-i‘-.gentF'CI

Digk size: I 10000 MB  [Max 20967E4.00 ME)

Description: I.i‘-.va_l,la Interaction Center Agent

] I Cancel Help
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Step Description

19.| Wait for the Building Virtual Disk to complete.

Building Yirtual Disk... x|

Creating wirtual disk...

E ztimated time remaining:...

5. Configure BOOTP/DHCP Relay and TFTP Server

The following steps describe how to enable BOOTP/DHCP relay and TFTP server to allow PC
to boot from the Ardence server.

Step Description
1. | Since the Ardence Server and PC clients are on different subnets, the router must support
BOOTP/DHCP Relay for each of the subnets. Enable BOOTP/DHCP Relay is different for
every data switch manufacture. Please refer to the data switch manual to enable BOOTP/DHCP
Relay.
BOOTPDHCP
Relay
Gateway
v
Enable +
KB; Reviewed: Solution & Interoperability Test Lab Application Notes 17 of 31
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Description

Step
2. | The Ardence Desktop server comes with the TFTP server software, however customers may use
their own TFTP server. The Ardence TFTP server is installed with the Ardence server software.
To enable the Ardence TFTP service, click on Start = Control Panel > TFTP Service.
Notice that by default, the Ardence TFTP Service is configured to TRANSMIT ONLY.
TFTP Options | TFTP Logging | TFTP Netwark | About |
——
I~ &llow Receive
Transmit [GET] directary:
IC:\F‘rogram FileshArdencehdrdenceh T fpboat _I
Receive [PUT] directony:
e =
Cancel |
3. | By default, the Ardence TFTP Service is configured only to send files. However, in order to
store the image of the client PC, the Allow Receive option must be checked. Once the image is
stored, this option can be unchecked. Enable the TFTP Service with Allow Receive as well as
Allow Transmit, and also specify that the Transmit directory is the same as the Receive
Directory. In this sample configuration, the “firmware” directory was used to store and push the
image to the client PCs.
21X
TFTF Options | TFTP Logaing | TFTP Metwark | About |
|+ Allaw Tranzmit
¥ &llow Receive
Tranzmit [GET) directory:
IC:\firmware _I
Receive [PUT) directary:
IC:\firmwarel _I
,TI Cancel
Step Description
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4. | In order for the changes to take effect, the Ardence TFTP Service needs to restart. Access the
Service in the Control Panel and select the Ardence TFTP Service, and click on the restart button
highlighted in the red box.

|||§|J y m | m

al

Marme / | Descripkion | Skatus | Skartup Type | Log On As |
%.ﬁ.crnnis Schedulerz .. Started Aukormnatic Local3ystem
%.ﬁ.lerter Motifies sel,.. [:gtarted Autornatic LocalSyskern
%.ﬁ.pplicatinn Manage... Provides s.., Manual LocalSystem
%.ﬁ.ppSight 5.5 Black. ... Manual LocalSystem
%.ﬁ.rdence Adaptive B, .. Started Aukomatic LocalSystem
%.ﬁ.rdence BOCTR Marial LocalSystemn
%.ﬁ.rdence IO Service Started Aukornatic LocalSystem
%.ﬁ.rdence Login Service Started Aukomatic LocalSwstem
%.ﬁ.rdence Managed ... Started Aukomatic Localaystem
%.ﬁ.rdence PRE Started Autornatic LocalSystern
k. dence TFTP i Started Bukornatic LocalSyster

5. | Test the Ardence TFTP server, open-up a Command Prompt session and type:
tftp —i <IP_Address_of TFTP_Server> GET VLDRMI13.BIN

The <IP_Address_of TFTP_Server> parameter is the Ardence TFTP server IP address. A
“success” messages appears if the Ardence TFTP server is working properly.

C:~Documents and Settings“Administrator>tftp 192.45.1688.2 get ULDRMI13.BIN
Transfer successful: 25848 hytes in 1 second,. 25848 hytesrss

C:xJDocuments and Settings“Administratorr
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6. Configure Agent PC

The following steps describe how to install the Ardence Desktop Client and configure the client
PC to boot from the Ardence Desktop Server.

Step Description

1. | Install the Ardence Client Software.

Use the same self-extracting installer, which installed the Ardence Full Server to install on the
client PC. Instead of selecting “Full Server,” select “Client” to install the Ardence Client.

Setup Type x]

Click the type of Setup you prefer, then click Mest.

1 - Full Server
- 10 Server

- Documentatian

Dreszcription
Perfarmsz a 'client’ zide installation.

£ Eag{ | Mest > | Cancel
Iaf

After installing the Ardence Client software, shutdown the PC.
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Step

Description

In order to configure the client PC to boot from the network using the PXE, the PXE or boot
from network option must set before the local hard drive in the Boot Order menu in the BIOS
Setup Utility. Different PC vendors use different keys to enter the BIOS Setup Utility. On HP
Systems, the key is usually F9. On Dell Systems, the key is usually F2. Within few seconds of
pushing the power button, press the appropriate key to enter the BIOS Setup Utility. Please note
that the BIOS Setup Utility screen will appear differently for different systems. Below is an
example of a BIOS Setup Utility Menu.

System Time:

_'I+
Enter
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Step Description
3. | Find the sub menu of the BIOS Setup Utility, which specifies the Boot Order. Notice that the

(PXE) Network Boot is below the Hard Drive as shown below. This is the typical boot
sequence. Look for one of the following alternative terms for network boot:

¢ Network Boot

e LAN Boot

¢ IBA (Intel® Boot Agent)

e MBA (ManagedPC Boot Agent®)

o PXE

CD-ROM Drive
-/
Enter
4. | The PXE needed to activate on the PC before it will appear as a choice in the Boot Order sub-

menu. Activation of the PXE is available in the Network Interface Controller setting in the
BIOS Setup Utility. Refer to the PC manual to set the Network Interface Controller with PXE.
In most cases, the Network Interface Controller is indicated as “On”. Typically there are three
choices for the NIC.

o Off

e On

e Onw/PXE
Select the option with “On w/PXE.” This will enable the PXE firmware for the integrated NIC
on the PC. If this is the very first time, which PXE has been enabled on the integrated NIC, save
the changes and reboot the PC. Re-enter the BIOS Setup.
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Step Description
5. | Move the PXE Network Boot choice above the hard drive as shown below. Save and exit the
BI1OS Setup Utility.
Main Advanced Pouer Boot Exit
Item Specific Help
+Renmovahle Devices
CD-ROM Drive
Keuys used to view or
+Hard Drive configure devices:
<{Enter> expands or
collapses devices with
a+or -
{Ctrl+Enter> expands
all
<Shift + 1> enables or
disables a device.
<+> and <-> noves the
device up or down.
<n> May move removable
device hetween Hard
Disk or Removahle Disk
<d> Remove a device
that is wot installed.
F1 1y -+ F9
Esc e Enter F10
6. | When the PC boots, the Ardence Server will prompt the user to create a profile for the PC as
shown below. Enter the name for this PC.
Hetwork boot from AMD AM79C978A
Copyright (C) 2883 UMuare, Inc.
Copyright (C) 1997-2888 Intel Corporation
CLIENT MAC ADDR: A@ BAC 29 47 B6 F5 GUID: 564D3F3E-BGBE-9EG3-D238-B77BAC478B6F5
CLIENT IP: 172.16.21.22 MASK: 255.255.255.8 DHCP IP: 172.16.21.3
GATEWAY IP: 172.16.21.1
This is a new client and Must be added to the Server database before
it can be used. Please enter the client name, description, and wirtual disk
selection when prompted.
Client Hame:
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Step

Description

Type the description and press Enter. Because this is the first time the PC is booted from the
Ardence Desktop Server, select Hard Disk first. Type h and press Enter.

This information does not need to be re-entered each time the client PC boots. Ardence needs to
capture the MAC address of the client only once.

Hetwork boot from AMD AM79C97HA
Copyright (C) 2883 UMware, Inc.
Copyright (C) 1997-2888 Intel Corporation

CLIENT MAC ADDR: @8 BC 29 47 86 FS GUID: 564D3F3E-BGBE-9EG3-DZ238-877BAC4786F5
CLIENT IP: 172.16.21.22 MASK: 255.255.255.8 DHCP IP: 172.16.21.3
GATEHAY IP: 172.16.21.1

This iz a new client and mMust be added to the Server database before
it can be used. Please enter the client name, description, and wvirtual disk
=election Wwhen prompted.

Client Mame: csrA61
Client Description: 3tandard Desktop for CSR Agents

Mew BxXP Client Virtuwal Disk Selection

Select virtual disk assignment [1-1, (H)onel:

Select boot preference [(Hlard Disk, (UWirtual Diskl:

Hew client configuration complete - press any key to restart...

Once the PC profile is created in the Ardence Desktop Server, go to the Ardence Administration
and right mouse click on the client PC and select Properties.

& pArdence Administrator

File Wiew Toaols Help

=E =) 9 x —
+ |'1,',' Clignks Wit
=B devcane-ifzvfai 2

=P
=

-] B2 besk

Propetties

Delete. ..

Bl devcon: Release All Client Lacks
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Step Description
9. | Click on the Disks tab and select Hard Disk First for Boot order. Click Apply and OK.
Client Properties x
Data  Disks |Securit_l,.l| F'ersonalit_l,ll Statusl
Boat order: Hard Digk First
Boot beha\%: IBoot First Disk ﬂ
M anaged Disk Mot{,\\\’. |Backup Hard Disk j
Managed Dizk Partition: IUse Active Partition j i
Mirkual disk. | Descripkion
10 Server | Description | Wirtual digk. | Desc
devoone... First with s
IUnassign fram all clients
1] | - Delete. ..
%I e Yirtual Disk., ..
ok, I Cancel | gy | Help | Release All Disk Locks
10.| Right mouse click on the Virtual disk created in Section 4 Step 18 and select Properties.
11.| Click on the Disk Mode tab, and select Private Image for Access Mode. Click OK.
Disk Properties =
Information  Disk Made | Identificationl
— Digk Azcess Mode
LEUGEEN LG ER Private Image [single client, read/wiite ac
Cache Type |Cache on server disk j Cache Size [MBz] |258
— Multicast Boot Parameters
™ Enable mullizast boot Reset Multicast Boot |
Multicast address I 233 . 45 100 . 2
Multicast Time T o Live |1
Iritation Type IFi:-:Bd ﬂ |1DDEID MSE5S
— Buctive Directory
[~ Enable Active Directory Machine Account Password Management
QK. I Cancel Help
12.| Restart the client PC and log into Windows.
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Step Description
13.| Log into Windows, and double click My Computer. Verify Vdisk is listed.
¥ My Computer
File Edit VWiew Faworikes Toals  Help
\_,," \‘_/,l lﬁ ;\J Search (T Falders v
Address i Cu:umputer
Hard Disk Drives
System Tasks
Yiews system infarmation E""'_'-__-_a' Lacal Disk (C:) E""'_'-__-_a' vdisk (E:)
;:) Add ar remove programs
[}- Change a setking
Devices with Removable Storage
14.| The virtual disk must be formatted to write data to it. Right mouse click on the Vdisk and select
Format. Click Start in the format screen. Click Close when complete.
Format Vdisk (E:)
: Capacity:
| \7.99.G8 v|
File swstem
NTFs v | —
g sk (E0)
Allocation unit size
4096 bytes v|
| Walume label
| sk |
Farrnat opkions
[ ] uick Farmat
[ ]Enable Compression
Create an M3-DOS startup disk
|
[ ]
I Start ] [ Close ]
—
15.| Run Ardence Image Builder. Start - Programs = Ardence = Image Builder
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Step Description
16.| Click on the Browse button and select the Vdisk Drive for destination path and click Build.
™= Client Image Builder
The Client Image Builder creates a duplicate of the currently
active gyztem for use during remote boot of the client. Al system
imaqe files will be copied from the local hard disk ta the
destination path zelected belov,
Run Ardence Client Optimization Tool to configure P
Windows for optimal Yirtual Dizk perfarmance
Source mage: C: [windows=Ywindows)
Destination Patk: | E:%
Delete all files and folders in destination
path before building image
[] Thiz wirtwal disk will be used in managed disk
mode az a virtual disk working image.
Buid || Close
17.| Shutdown the PC when complete.
18.| Access the Ardence Server Administration application. Right click on the Vdisk and select
Properties. Click the Disk Mode tab and select Shared Image for Access Mode.
Wirkual disk | Description |
Ul Disk Properties |
Inform[%on Disk Mode | Identificationl
r Disk Access Mode
PNl © hared Image [multi-clisnt, wite cache enabled)
Cache Type | Cache on server disk j Cache Size [MBs) |25B
— Multicast Boot Parameter
[ Enable multizast boot Reset Multizast Boot |
ulticast address I 233 045 100 0 2
ulticast Time To Live I‘I
Imvikation Type [Fixed Jd | Msecs
— Active Directory
[~ Enable &ctive Directory Machine Account Password Management
ak. I Cancel Help
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Step Description

19.| Right click on the client PC and select Properties. Click the Disks tab and select Virtual Disk

First for Boot order

Boot behavior: I Boot First Disk j
Managed Digk Mode: IBackup Hard Dizk. j
tManaged Disk Partition: IUse Aictive Partition j
10 Server | Degcription | Wirtual digk | Desc
devcone... First with ¢
4] | 2
Change... |
0K I Cancel Apply | Help |

20. | Restart the client PC.

7. Interoperability Compliance Testing

This Interoperability Compliance Test included feature functionality and serviceability testing.
Feature functionality testing focused on verifying Ardence Desktop solution successfully
supporting Avaya Agent Client. Serviceability testing verified that client PC is able to recover
from adverse conditions, such as rebooting the PC and removing the PC network connection.

7.1. General Test Approach

The general test approach was to verify that Ardence Desktop can create a client PC image with
Avaya Agent Client software installed. Also verified Avaya Agent Client successfully supports
voice email chat media channels and all media channels. When PC is booted from a disk image
serves by Ardence Desktop Server, and the ability for PC to return to normal operation when the
network connection is interrupted.

7.2. Test Results

All feature functionality and serviceability test cases passed. Ardence Desktop solution
successfully supports Avaya Agent client application. For serviceability testing, the client PC
Windows Operating System was interrupted and locked when the network connection is
removed, however, PC returned to normal operation when network is back in service.
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8. Verification Steps
The following steps were used to verify the configuration.

Step Description
1. | Restart client PC and boot from the network.
2. | Log into Windows and run the Avaya Agent Client.
3. | Double click on My Computer and verify the C: drive is label as Vdisk
File Edit ‘“iew Favorites Tools  Help
\_'):' \_/I lﬁ /_\J Search i Folders v
fddress | i My Computer
Hard Disk Drives
System Tasks ES
Yiew system information h"“"_-'a' welisk (Ct) l"_&-_--iﬂ- Local Disk (€1}
:j Add or remove programs
[ change asetting
Devices with Removable Storage
4,

Log in the agent and verify the Agent Client log in successfully.

Lo 8

tMedia \ Outbound Euntact]

KR &

[agent1] Max 0%oice 0 Email O Chat

IAYA

Initiate Transfer
- Consult Conference
origin B
5. | Place the agent in the ready mode.
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Step

Description

Place a call to the voice queue and verify the agent receives the incoming call.

ERIEIET]| L\ fin®
tedia ln..n-. wre-Cont r}
‘ SteE @
L [agent1] Max 1 Yoice 1 Email 1 Chat
|
Lt
15
5 V ﬂ ﬂ Hangup Hold
: y Initiate Transfer
— " Consult Conference
Qrigin A
4 >
@|
% Marne Durakion | W ai
< >
1 3 —
| T |

at (c)1999-2002 Avaya, Inc.
Ju 24145 |
ﬁ AN 24145
Created 31742006 2:54:02 PM
Dest 24142

9. Support

Technical support for Ardence can be obtained by the Ardence Web Support Portal:

https://support.ardence.com/.

10. Conclusion

These Application Notes describe the required configuration steps for Avaya Agent Client and
Ardence Desktop solution. The compliance test verified the features and service functionalities

of Ardence solution have all passed.

11. Additional References

Ardence product documentation is installed with all versions of the product. Product
documentation is available from Ardence. Visit www.ardence.com for more information.
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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