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Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Ascom Wireless IRDECT
SIP Solution with Avaya IP Office 9.0 in a Converged Voice
over IP and Data Network- Issuel.0

Abstract

These Application Notes describeaution for supporting wireless interoperability between
Ascom Wireless IDECT with Avaya IP Office release 9.0.

Information in these Application Notes has been obtained through DevConnect com
testing and adtonal technical discussionslestirg was conducted via the DevConn
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe tIRRBECEonfi gur
solutiont o i nteroper ate wi t BECAhaadgets ark eonfiQuiretl onchelP As c o
Avaya Office as SIP Users, therefore enabling them to make/receive internal and PSTN/external

calls and have full voicemail and other telephony facilities available on Avaya IP Office. The

Wireless communication is ade usinghscomIP DECT Access pointsonnected to the same

LAN as the Avaya IP Office.

The Ascom IPDECT system is a modular solution for large and small deployments with full
handover capabilities within one PBX. The AscorDBCT Access points works asconduit
between the Avaya IP Office and the AscorDEBCT wireless handsets. After the AscorfDECT
wireless handsets register with the AscorDIECT Access points, thiccess pointsegisters the
handsets to Avaya IP Office.

2. General Test Approach and Test Results

The general test approach was to confighesAscomIP DECThandset$o communicate with

AvayalP Office(IP Office) as | mpl ement ed oTheiateropenabiliyo mer 0 s p |
compliance testing evaluates the ability of the As¢BrDECTHandset§DECT Handsets) to make

and receive calls to and from Avaya H.323, SIP, Digital desk phones and PSTN endpoints. The

integrated IP Office Voicemail was used to allow users leave voicemail messages and to demonstrate
Message Waiting Indication andTMF on theDECT HandsetsSeeFigure 1 for a network
diagram.Theinteroperability compliance test included both feature funatipnand

serviceability tests.

DevConnect Compliance Testing is conducted jointhAlglya and DevConnect membefhe
jointly-defined test plan focuses on exercising APId@rstandardsased interfaces pertinent

to the interoperability of the tested pratland their functionalitie®evConnect Compliance
Testirg is not intended to substitulid! productperformance or faare testingperformed by
DevConnect membersor is it to be construed as an endorsement by Avaya of the suitability or
completenessad De v Co nn e cdlutiome mber 6s
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2.1. Interoperability Compliance Testing

The testing included:

Basic Calls, local and PSTN

Hold and Retrieve

Attended and Blind Transfer

Call Forwarding Wconditional, No Reply and Busy
Call Waiting

Call Park/Pickup

Do Not Disturb

Calling Line Name/ldentification

Codec Support

DTMF Support

Message Waiting Indication

Handover to backup Access pts after Master Access point failure

=4 A =42-9-9-9_-9_45_9_°9_°9_--°

Avayaods formal testing and Declaration of Con
that carry the Avaya brand or logo. Avaya may conduct testing eAraga headsets/handsets

to determine interoperabilityith Avaya telephones. However, Avaya does not conduct the

testing of norAvaya headsets/handsets for Acoustic Pressure, Safety, Hearing Aid Compliance,

EMC regulations, or any other tests to ensure conformity with safety, audio qualityetang

reliability, scalability or any regulation requirements. As a result, Avaya makes no representation
whether a particularneAvaya headset will work with Avayab
generation of the same Avaya telephone.

Since there is no industryastdard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee thidhe headset will provide adequate safety protection or audio quality.

2.2. Test Results

Tests were performed to insure full interoperabligpweenAscomIP-DECT SolutionandIP
Office. The tests were all functional in nature and performance testing wiahoied. All the
test cases passed successfully.

2.3. Support

Technical support fromdscomcan be obtained through the following:
Phone: +46 31 559450
E-mail: support@sacom.se
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3. Reference Configuration

Figure 1illustrates the network topology used during compliance teslimg Avaya solution
consistf an IP Office whicthe DECT Handsets were configured as SIP Uséhe Ascom

device Manager was used to configurelM®ECT HandsetsDigital, H323and Soft phones

were configued on the IP OfficeQSIG and SIP trunkaereconfigured to connect to the PSTN.

The Ascom Master Access poimtasconnected to the IP Network whithe IRDECT Handsets
registerto. The RoamingAccess point allows radio commigation between the {PECT

Handsets which in turn communicates with the IP Office.

Note: A USB DP1 Desktop Programmer cradle connected to the Ascom Device Manager is used
to configure théP-DECT Handsets.

e . S e —]
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Figure 1: Avaya IP Office and AscomReferene Configuration
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Avaya Equipment Software / Firmware Version
Avaya IPOffice 500v2 9.0 Build 829

Avaya IP Office Manager 9.0 Build 829

Avaya9630IP Telephone H323 3.2.05

Avaya 2420 Digital Telephones -

Avaya IP Office softphone 3.2.3.49

AscomEquipment Software / Firmware Version
Ascom IRDECT Access points Version7.0.1
AscomIP-DECT Handsets

D62-Protector 4.1.6

D81- Messenger 4.1.6

D41- Basic 4.1.6

5. Avaya IP Office Configuration

Configuration and verification operations on the Avaya IP Office illustrated in this section were

all performed usingwaya IP Office Manager. The information provided in this section
describes the chiguration of the Avaya IP Office for this solution. It is implied a working

system is already in place. For all other provisioning information such as initial installation and

configuration, please refer to the product documentati@eation9. The coniguration
operations described in this section can be summarized as follows:

LaunchAvaya IP Office Manager
LAN1 Configuration
VolIP Configuration

Verify the VoicemdiCollect Short Code
Save Configuration

= =4 -8 -8 _9_9_-°
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5.1. Launch Avaya IP Office Manager

From the Avaya IP Office Manager PC, gcSttartA ProgramsA IP OfficeA Manager to

launch the Manager application. Log in to Avaya IP Office using the appropriate credentials to
receive is configuration (Not shown). In the IP Offices window expand the Configuration Tree
and doubleclick System During compliance testing the System was cdR&MC.

('] Avaya IP Office R9 Manager, IPOMC [9.0.0.829] [Administrator{Administrator]]

File  Edit View Tools Help

25 -JEIEER - 28|

i 1PomMC - System - IPOMC -
IP Offices B IPOMC |

& voore () A1 | System [Lant | Lanz | M5 | veicemail | Telephony | Directory Services | System Events | sMTe || sMoR. | Twinning | vem | ccr | codecs
i+ Operator {3)
= o TPOMC Mame [1parc | Locale [ united Kingdom (UK Englsh) |
[=-#p Syskem (1) )
25 POMC Location |<Nona> v‘

1 Line (5) Contact Information
= Control Unit {5}
4y Extension (29)
= user(29) ‘ ‘

Set contact information to place System under special contral

‘ Nolser
g RemateManager
£ oot poaons

5.2. LAN1 configuration

For theAscom IP DECT handsete communicate withihe IP Office) DHCP MODE must be
disabled.To disable DHCP,edectthe LAN1 tab followed bythe LAN Settingstab andclick on
the Disabledradio button in th©HCP Mode section.Click theOK button to save.

Avaya IP Office R9 Manager, IPOMC [9.0.0.829] [Administrator(Administrator)]

Fle Edt Yew Tools Help

i2s-W EEERv -2 E

i Pomc = System . IPOMC -
IP Offices E IPOMC FEEIEARE
R BOCTR(4) AN system| LAHL |Lanz | DS | voicemail | Telephary | Divectory Services | System Events | SMTe | SMDR | Twinning | vcM | €cR | Codecs
4 Operator (3)
5 POME Lan settings [vore | Wetwerk Topology
T -
“ POMC 1P address R
4 Line (5) 1P Mask 255 255 . 255 . 0
> Contral Unik (5)
By Extension (29} Frimary Trans, IP Address o o o o
2§ User (29
NolJser RIF Mode [mone 3
RemoteManager D Enahle MAT
201 Extant
[ 3001 Ext3001 Nuber OF DHCP 1P Addresses (1 (2]
L 3002 Ext3002 H3z3 sl
3006 ERT3006
3007 EXT3007 O server (O client () Dislin |(%) Disabled
T 3999 ExL3999
202 Extn202

203 Extn203

s eavars Co o [ m
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5.3. VoIP Configuration

SelecttheVolIP tab and in the.ayer 4 Protocol section check thelDP andTCP Check boxes
and selecb060from bothdropdown boxes. &ing the scroll bar on the right hand side scroll
down to theDiffServ Settingssection.

Avaya IP Office R9 Manager IPO 0.0.829] [Administrator{Administrator)]

Fle Edt View
(25 -HIE 2
i PoMC T Systsm -
IP Offices IPOMC* £ RAKAES
& Bootee) # 1| | system | LANL [Lanz | DNS | voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning [ e | CCR | Codecs
% Cperator {3)
-5 IPOMC LAN Settings | ¥0IP | Network Topology
(== System (1) ~
- H323 Gatekeeper Enable
7 Line (5) Auto-create Extn [ Auto-create User [[] H323 Remote Extn Enable
< Contral Unit (5)
& Extension (23)
2§ User(z9} SIP Trunks Enable
Mollser
RemoteMansger SIP Registrar Enable
201 Extz01 Auto-create ExtnjUser [ SIP Remote Extn Enable
e 3001 Exk3001
002 ExA00Z a2 Domain Mame [deveormect locsl | scroll down —————
3006 EXT3006
3007 ExTa007 LDF Port & Remote UDP Part
[ 3999 Ext3939 Layer 4 Protocq TCP TCRPort [5060 s|  RemosTerpor foon |
202 Extn202
=
205 Extri203 Cns TLS Port 5061 2 Remtemsper [0
204 Extnz04 Challange Expiry Time (secs) 10 4
205 Extn205
206 Extnz06
207 Exn207 RTP
208 Extnz08 Part Mumber Range
211 Extni211
49152 % si2d6 o
214 Extnz14
215 Extnz 15 Port Mumnber Range (WAT)
216 Extn216 ES ES
Minimum 9152 3 Masimm sts 3
e
3008 Extn3008 Ascom )
. 3003 ExEn3009 Ascom Enable RTCP Monitoring on Port 5005
b 3010 Extn3010 Ascom [epElies
g 3011 Extn3011 Ascom
[ 3012 Extri3012 Ascom 5cope Disabled W l:l
3013 Extn3013 Ascom
g 3015 Extn3015 Ascom
217 Extna000H323
% Group (1) v
8% Short Code (70}
@ service () ok | [ cancel | [ hep
ol RAS (1)
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At the DiffServ Settingssection select6 from theDSCPdrop down box an@6 from theSIG
DSCPdropdown boxClick theOK button to save.

'} Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(A dministratan)]

Ele  Edit View Tools Help

it -dIEER v 28|

i 1pomMC ~ System + POMC -

IP Offices Ei IPOMC* e B X v <]

m R EOOTP(423) 2 System‘LANl |LAN2 DMS | Voicemall | Telephony | Directory Services | System Events | SMTP | SMOR | Twinning | ¥CM | CCR | Codecs

LAN Settings ‘ ValP |Natwnrk Topology

(=5 System (1)

o [RES Enable RTCP Monitaring on Port 5005
4 Line (5)
= Control Unit () Keepalives

& siemon 5 —

= § Useriza)

Molser
RemoteManager
201 Ext201

i 3001 Ext3001
- 3002 Ext3002 H323 i Seies

3005 EXT3006 B 2] DScR(Hex) Yideo DSCP(HEx) DSCP Mask (Hex) 516 D5CP (Hex)

3007 EXT3007
- 3999 Ext3009 46 2| wideo DSCP 63 3| DScPMask 516 DSCP

202 Extnz02

203 Bxtnz03 DHCF Settings

204 Extnz04 o ) .

205 Extn05 Primaty Site Specific Option Number (S50N) 176 v

206 Extn20é Secondary Site Specific Option Mumber (S50N) 242 E

207 Extnz07

208 Extn208 wLaN

211 Extnz11 -

212 Extn212 1100 Yoice ¥LAN Site Specific Option Mumber (SSOM) _

214 Extnz14

1S LS 1100 oice YLAN Ds [

216 Extnz16

3005 Extn3005

- 3008 Extn3008 Ascom
- 3009 Extn3009 Ascom
L 3010 Extn3010 Ascom
L 3011 Extn3011 Ascom
L 3012 Extn3012 Ascom
L 3013 Extn3013 Ascom
L 3015 Extn3015 Ascom
217 ExtriB000H323
2% Group (1)
B Short Code (70)
B service (0) [ oc [ cancet ][ hele
o RAS (1)
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5.4. Create a SIP Extension for the Ascom DECT Handset

TheDECT Handsets are configured as SIP Extensamthe IP OfficeFrom the Configuration
Tree dick on Extensionthen right click andedectNew followed bySIP Extension The
exampé below showsanextension 301Irepeat these steps for ed2BCT Handset extension.

"] Avaya IP Office R? Manager IPOMC [2.0.0.829] [Administrator(Administrator]]

File  Edit  Wiew Tools Help
A -dIEEW v - 28|
IPOMC T Extension - 8004 3005 s
IP Offices SIP Extension: 8004 3008
R EOOTR (4) Alll Ban [vore | 738 Fax
i+ Operator (3)
-5 IPOMC Extension Id 004 |
[=-*3p Syskem (1)
5y IPOMC Base Extension |3UUB |
T4 Line (5 Callet Display Type
<2 Contral Unit {59
jl Mew 3 | H323 Extension
§r MoUser & cu Cerl+
fm Remotemand ., - Chlac SIP Extension
§ =01Ex201 < 3
§~ 3001 Ext30g
3002 E4300 X pelete ChrHDel 0
§ 3006 ExTI0 i
§ a007ExTan] ¥ VoAt El
b o99Etang
§ 202 Extn20g Mew from Template (Binary)
§ 203 Extn203 _
a 204 Extn204 Export as Template (Binary)
$ 205 Extnons Ll

When the new window opens enter Besse Extension The Extension ID will be automatically
filled in.

| Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

File  Edit Miew Tools Help

A5 -dIBEIEW Y -2 8

IPCMC > Extension > 5006 3011 =
IP Offices B SIP Extension: 8006 3011
A 3203 A Bxdn |vore | 138 Fax
Ay 4204
A 5205 Extension I1d |SUU|5 |
Ay 6206
& 7007 I Biase Extension |3011 I
oy 8208 Caller Display Type
A 75211
A o212 Reset Yolume After Calls D
Ay 78214
Ay 79215 Device Type
Ay 80 216
S, 8015 217 Lacation |nut0matic b
g, 000 218
W, 5001 219 Module EI
g, G002 220
A& 13001 [P EI
e, 5028 3002 Force Authorisation
Ay 77 3005

A A BONE
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Click on theVolP tab, andwhen theVolP tab opens click thallow Direct Media Path check
box. Click theOK button to save.

Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

Fle Edt View Tools Help

(2 -H I EERIvy 28

. POMC ~ Extension ~ 5006 3011 -

IP Offices SIP Extension: 8006 3011*

& 3203 A Extn T36 Fax
&z
& 5205 1P Address o0 .0 .0
: ? ig? [ Local Hold Music
520 Code Selaction [System Defautt v
& 7521
& 76212 G711 LLAW 64K 22 | [G71LALAW 6K
£ 75214 G.723.1 6K3 MP-MLQ .729(a) 8K C5-ACELP [E] codec Lockdown
& 79215
& 80216
. 8015217 P
", 5000 218
. 8001 219
", 8002 220
& 13001

", 8028 3002
& 773005
A 74 3008 Reserve License [None v]
A& 733007
w, G003 3005 Fax Transport Support | None v
", 5004 3009
", 8005 3010
", 5006 3011 1P->TOM Gain Default ]
", 5007 3012
. 600G 3013 DTMF Support [RFczazs ]
", 5009 3015
", 5011 7001
. 8012 7002
", 8013 700% I ox | cancet | [ e
. 5014 7004

[] valF silence Supprassion

Re-invite Supported

>

TOH-IP Gain [ Defale v]

5.5. Create a User for the Ascom DECT Handset

A user must be configured for AscddECT Handset Extensiorzrom the Configuration Tree
click onUserthen right click and selettew. The example below shows the extens3on 1,
repeat these steps for edgBCT Handset extension.

i Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(Adminig

File  Edit  “iew Tools Help
(05 -dFIERER v 28
i pomMC * User T 3008 Extn3003 Ascom
IP Offices
& Boote (4) User | voicemail | DND | ShortCod:
i+ Cperator (3)
(=5 IPOMC Marne Extr
(=5 System (1)
sy IPOMC Password okt
_)FI' g;:t(ri? Unit £5) Confirm Password i
& Bxtension (29) |0 Nev] A
—
Wk Group (1) x_tr
@ short Code (70} | &0 —
. 0o
@ Service (00 3 —
ol RAS (1) :
@ Incoming Call Rof
@ “WanPort (00 |
. Direckory (0) —
f:.“ Time Profile {0) : -
@ Firewall Profile (1] E
Bl IF Route (2) Mew Fram Template (Binary) —
@ Account Code (1 asi
= Licence (30 Apply User Rights to users ‘o
= 3
& Tunnel (0 Copy User Rights values ko users
ﬁ; User Rights (&) il E
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When theUserwindow opens, select the User tab and enter the follow:

1 Name Enter an name for this user, iExtn3011 Ascom
1 Password Enter the Password
1 Confirm Confirm the Password

1 Extension  Enter the Extension which was created previously6ik.

| Avaya IP Office R9 Manager IPOMC [9.0.0.B29] [Administrator(Administrator)] (W EE

File ~ Edit  ¥iew Tools Help

AEEE = 28|

IPOMC - User = 3011 Extn3011 Ascom -

IP Offices Extn3011 Ascom: 3011 ef -8 X vl<]>

: :Eggzgig |User Yoicemall | BMD | ShortCodes | Saurce Numbers | Telephony | Forwarding | Dial In | Yeice Recording | Button Programming | Menu Programming | Mobillty | Graup Membership | Announcements 4 %

", 80117001 Name |Extnizo11 Ascom
"w, 5012 7002
", 8013 7003 Password
"y, 5014 7004
“w, 8010 8013
", 8018 8015 Account Status [Enabied ¥
"y, 5031 8017
=g User (3 Full iame |Exm3u11 Ascom DECT |
Hollser
RemoteManager
pr 3995 3938 Email Address [ |
3001 Ext3001
e 3002 Ext3002 H323 Locale [ g
3006 EXT3006
3007 E4T3007
e 3999 Ext3999
208 Extn208
212 Extr212 Profils [Basic user ¥
214 Extnz14
215 Extn215
216 Extnz16 Enable Softphone
3005 Extn3005
b 3008 Extn3008 Ascom
211 Extn30ne Enable one-# TelsCammuter
- 3009 Extn3009 Ascom [] Enable Remats Worker
b 3010 Extn3010 Ascom = v
iad3011 Extn3011 Ascom T —

pr 3012 Extn3012 Ascom
g 3013 Extn3013 Ascom

|

| -~

|**** |

Confirm Password — |

Extension [ao11 |

Priority s ~

System Phone Rights [1one v

[] receptionist

[] Enable one-% Portal Services

Click on theVoicemail tab, andcheck the/oicemail On check box and enter théicemaiil
Codethat will be used to accetise usefs mail box,andConfirm the voicemail code

i Avaya IP Office R? Manager IPOMC [9.0.0.829] [Administrator(Administrator]]

File  Edit Wiew Tools Help
L5 -dH AEEW v s 28|
IPOMC = User = 3011 Extn3011 Ascom "
=
IP Offices = Extn3011 Ascom: 3011
" 6008 3013 | User I Yoicemail IDND ShortCodes | Source Mumbers | Telephony |F0rwarding Dial In | Woice Recording
"Wy, 5009 3015
W, 5011 7001 vaicemall Code |**** | | 41 voicemail on |
"W, G012 7002
"wy, G013 7003 Confirm Yoicemail Code |**** | [ vaicemail Help
" 5014 7004 Yoicemail Email | | [[] waicemail Ringback
", G010 8013
"Wy, 8018 8015 Yaoicemail Email Reading
", 8031 8017 ] ums web Services
E-§  User (33)
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Click onTelephonytabfollowed bythe Supervisor Settingstab andenter a_ogin Code in the
Login Codebox. Click theOK button to save.

Note: TheLogin Codeis used by the Ascom DECT Handsetdg In to the IP Office irBection 6
Ensure all DECT Handset Users use the shogen Code.

Avaya IP Office R9 Manager, IPOMC [9.0.0. 829] [Administrator (Administrator)]

Fle Edit View Tools  Help

2 AEER v S 2%

1POMC = User = 3011 Extn3011 Ascom e

IP Offices Extn3011 Ascom: 3011 ef -E X vl

e, 008 3013 “0 |user | voicemail | oMD | ShortCodes SDurceNumhersITe\EDhnnv IFnrwardmg Disl In || Voice Recarding || Button Programming | Menu Programming | Mobiliey | Group Membership | Announcements 4 »

", 5009 3015
., 8011 7001 Call Settings | Supervisor Settings | Multine Cptions | Call Log | TUL
., 5012 7002
"y, 5013 7003 | Login Cade

\**W | [] Forcs Login

“, 8014 7004
™, 3010 8013
", 5018 8015 Maritor Group [ <Mane> ¥
“, 8031 8017
0§ Useram Coverage Group ‘<NDHE> v| [ 1ncaming Call Bar
Holser
RemoteManager
- 3995 3998
- gggé E::Eg; H323 @ Al Calls [ can mntrude

3006 EXT3006 Cannat be Intruded
() External Incoming

Login Idle Period (sers) | | [] Foree Accourt Code

Status on Ko-Answer [ Logged on (hia change) v| [ Outgeing Call Bar

Reset Longest Idle Time [ 1nhibit OFf-Switch ForwardfTransfer

3007 EXT3007
[ 3999 Ext3399
208 EXtnzZ08 [ ccr Agent
212 Extnz12 |

214 Extnz14

215 Extn2ls [ peny Auto Intercom Calls
216 Extn216

3005 Extn300s

| 3008 Extn300% Ascom
211 Extn3009

b 3009 Extn3009 Ascom
[ 3010 Extn3010 Ascom
[ 3011 Extn3011 Ascom
3012 Extn3012 Ascom I[
b 3013 Extn3013 Ascom

[ can Trace Calls

Automatic After Call Work

ok [ concel | [ el

5.6. Verify the Voicemail Collect Short Code

As part of the Ascom HDECT Base Stationonfiguration the Voicemail access number is
required. During compliance teggithis Feature was set to/oicemail Collect and theCode
was*17 also theTelephoneNumber wasii ? 0 U

ﬁ *17: Voicemail Collect

Shott Code |
Code 7 |
Feature |'u'0in:email Collect A |

Telephane Mumber |"?"U |

Line Group ID |D - |

Locale | b |

Force Account Code [
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5.7. Save Configuration

Once all the configurations have been made it must be sent to the IP Office. ClickSané¢he
Icon as shown below.

(] Avaya IP Office R9 Manager, IPOMC [9.0.0.829] [Administrator[Administrator)]

File  Edit  Yiew  Tools  Help

v s{dE@EE - 28

i pomc * System * 1POMC -
IP Offices B IPOMC
R BootR (4) Swstem || LAND | LAMZ || DMS | Voicemail | Telephony || Directory Services | System Events
¢ Operator (3)
= IPOMC output | 5mDR. only v|
[=)-4%9 Syskem (1} MDR
- b SHLE Station Message Detail Recorder Communications
4 Line (5)
< Control Unit (5) IP &ddress [10 . w e 7
Ay Extension (29)
TCP Part Q000
a User (23}
8 sroup (1) Records to Buffer (3000 |5
@x short Code (70) 1| Solitting For D
@ Service (00 Call Splitting For Diverts
o W pasty

Once theSave Configuration Window opens, click th&K button.

Sawve Configuration g|§|@

IP Office Settings
IPOMC
Configuration Reboak Made
(3 Merge
) Immediate
) when Free
) Timed

Reboot Time

EEENNE

all Barring

(0] 4 Zancel ] [ Help ]
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When theService User LoginWindow opens enter thegppropriate credentials and click @&
button

r =

Service User Login

IP Office IPOMC - TP 500 Y2

Service User Mame |F'.l:|ministrat|:|r |

Service User Passward |"""'l'l"'l"| |

| oK | [ Cancel ] [ Help ]
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6. Configure Ascom DECT

This section describes how to access and configure the ASE®H solution.The Ascom wireless
IP-DECT Base Stations can be configured in a Master/Standby Master scenario to provide
redundancy or to extend the radius of coverage (roaming). The following configuration steps detail
the configuration process used to configure aroAswireless IPDECT Base Station in Master

mode only.

Roaming between multiple Ascom WirelessDECT Base Stations as showrFigure 1 was tested
but the configuration setup will not be shown in this document. Refer to the Ascom document in
Section 9for information on how to configure roaming.

6.1. Configure the IP-DECT Base Station

To configure théP-DECT Base Statigraccessa web browser ancheer the IP address the Base
Station as the URLThe user will be presented with the screen shown belowk @l&System
administration link and enter the appropriate credentials to access the Ascom wire[BECIP
Base Station and then click OK (not shown).

o=y n

L€ 1AL 10106071 v|[&[+2[x] [*] e
File Edit W¥iew Favorites Tools  Help

s Favories | o5 (@ ~ @] Free Hotmail & |

a hetp:/f10.10.60.71 - Y @b v Page - Safety~ Toos~ @~

ascom
IP-DECT Base Station

Select login: |System administration

User administration
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6.1.1. General Configuration of IP-DECT Base Station
When thenewwindow opensnavigateto General and selet theAdmin tab and enter the

following:

i Device Name

f User Name
M1 Password

Enter a descriptive name that identifies this Ascom wireless IP
DECT Base Station (i.e. AvayB

Enterthe User Name (the defaultUser name was used)

Enterthe Password(the default Bssword was used)

1 Confirm Password confirm the password

Click theOK buttonto continue.

IP-DECT Base Station ascom
Configuration Info in | Update NTP Logging HTTP HTTP Client SNMP Kerberos Certificates License
General
LAN Admin
P Device Mame Avaya-1
LDAP User Name admin
DECT Password sescesnee
ol Confirm Password  |eeessses
UNITE
Central Phonehook Delegated Authentication
Join realm
Administration
Users Authentication Servers
Realm/Domain Address Port Secondary Address Secondary Port Delete
Device Overview
DECT Sync
Trftc =
Gateway
Backup
Update
Diagnostics
Reset
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6.1.2. Configure LAN DHCP

Navigateto LAN and select th®HCP tab. SelecDisabledfrom theMode dropdown box.
Click on the red texteset requiredto reset théP-DECT Base Station. After the reset is completed
log back on to théP-DECT Base Station to complete the configuration.

IP-DECT Base Station ascom

Configuration IZIIH(:Fi= I IP VLAN Link 802.1X Statistics

General
T |Mode roabiod I8 |Current|y-d|sab\ed

e

LDAP
DECT reset required
VoIP
UNITE

Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset
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6.1.3. Configure LAN IP
Navigateto LAN and select th&P tab andenter the following:

M IP address
1 Network Mask
1 Default Gateway

Enter the IP address be assigned tihe IP-DECT Station
Enter theNetwork Mask to be assigned to theMECT Station
Enter the DefaulGateway IP Address

Click on theOK Button to save.

Note: No DNS Server was used during Compliance Testing.

IP-DECT Base Station ascom
Configuration DHCP VLAN  Link 802.1X  Statistics
General
Th— ctive Setting
P IP Address 1010.60.71 1010.60.71
LDAP Metwork Mask 255 255 255 () D55 255 255 0
e Default Gateway | 10.10.60.1 10.10.60.1
VolP
T DMNE Server
Central Phonebook Alt. DNS Server
Check ARP O
Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
Reset
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6.1.4. Reset IP-DECT Base Station

Click Resetfollowed by theOK buttonto initiate the system reset. Many of the other changes made
to the system during the configuration process requieset Repeat this procesvhenever a reset is
required.

IP-DECT Base Station ascom
Configuration Idle-Reset Reset TFTP  Boot
General
LAN Reset only if the system is idle (no active calls, etc.)
® [ ok ]
LDAP
DECT
VolP
UNITE

Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
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6.1.5. Configure LDAP

After the Ascom IPDECT Base StationAvaya-1) has rebooted, navigate t®AP and select the
Servertab. Theldap-guestaccount is a default system account. ConfiguretherUser using
Avaya-1 as previously configuredEnterthe Passwordor Avaya-1 as previously configuce Check
theWrite Accesscheck box. Gck the OK buttonto continue. LDAP replication is configured in
order to copy user information to a Standby Master (please refer to Ascom documentation).

IP DECT Base Station ascom
Configuration arver | Server Status  Replicator  Replicator Status  Expert
General
User Password Write Access
ldap-guest [T O

I IAvaya-1 XTI I
DECT O
VolP
. o< ]
Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
Reset
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6.1.6. Configure DECT
Navigate to thdECT and click on théVlaster and enter the following:

1 Mode Select Active from the dropdown box
1 Check theEnable PARI Function check box

1 Protocol SelectT SIP from the dropdown box

1 Proxy Enter thelP address of the IP Office
1 Check theEnbloc Dialing check box

1 Check theAllow DTM F through RTP check box.

Click theOK button to continue (not shown)

IP-DECT Base Station ascom

Configuration System  Suppl. Serv. :i' Mas Crypto Master  Mobility Master Radio  Radio config P|
General
LAN IMode IActive V|| A
IP Multi-Master
Master ID 0
DECT | | |Enable PARI Function |
VolP Region Code
Hate IP-PBX
Services
Protocol TSIP v
Administration Proxy 10106030
Hape Alt. Proxy
Device Overview
Domain |
DECT Sync o -
Traffic Max. Internal Number Length D used to decide internal/external ring signal
Gateway International CPN Prefix
Backup [Enbloc Dialing |
Update Enable Enbloc Send-Key |
Diagnostics Send Inband DTMF O
Reset |Allow DTMF Through RTP 1
Short Disconnect Tone [

Configured With Local GK
SIP Interoperability Settings

Registration Time-To-Live :| [sec]

Hold Signalling {inactive W
Hold Before Transfer O

Accept Inbound Calls Not Routed Via Home Proxy []

Register With Number V]

KPML support [

Registration For Anonymous Devices

v
Registration Name / Number /
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6.1.6.1 Configure DECT System
Click on theSystemtab and enter the following:

1 System Name Enter the System Name as previously configured

1 Password Enter the Password as previouslyfigured

1 Confirm Password Confirm the Password

1 Subscriptions SelectWith System AC from the dropdown box

1 Authentication Code Enter theDECT handset Login code as configured®ection
5.5. (During Compliance testint234was usejl

1 Tones Selectthelocation where the HDECT system is located

1 Default Language Select the required Language from the dimpnbox

1 Frequency Select the required Frequency from the dropdown box

1 Enabled Select the number of Carriers required

1 CheckLocal R-Key Handling box

1 Coder Select the required Coder from tGeder dropdown box

Click theOK buttonto continue
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