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Application Notes for Configuring Ascom Wireless IP-DECT
SIP Solution with Avaya IP Office 9.0 in a Converged Voice
over IP and Data Network - Issue 1.0

Abstract

These Application Notes describe a solution for supporting wireless interoperability between
Ascom Wireless IP-DECT with Avaya IP Office release 9.0.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisioning Ascom’s IP-DECT
solution to interoperate with Avaya IP Office. Ascom’s DECT handsets are configured on the IP
Avaya Office as SIP Users, therefore enabling them to make/receive internal and PSTN/external
calls and have full voicemail and other telephony facilities available on Avaya IP Office. The
Wireless communication is made using Ascom IP DECT Access points connected to the same
LAN as the Avaya IP Office.

The Ascom IP-DECT system is a modular solution for large and small deployments with full
handover capabilities within one PBX. The Ascom IP-DECT Access points works as a conduit
between the Avaya IP Office and the Ascom IP-DECT wireless handsets. After the Ascom IP-DECT
wireless handsets register with the Ascom IP-DECT Access points, the Access points registers the
handsets to Avaya IP Office.

2. General Test Approach and Test Results

The general test approach was to configure the Ascom IP DECT handsets to communicate with
Avaya IP Office (IP Office) as implemented on a customer’s premises. The interoperability
compliance testing evaluates the ability of the Ascom IP DECT Handsets (DECT Handsets) to make
and receive calls to and from Avaya H.323, SIP, Digital desk phones and PSTN endpoints. The
integrated IP Office Voicemail was used to allow users leave voicemail messages and to demonstrate
Message Waiting Indication and DTMF on the DECT Handsets. See Figure 1 for a network
diagram. The interoperability compliance test included both feature functionality and
serviceability tests.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.
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2.1. Interoperability Compliance Testing

The testing included:

Basic Calls, local and PSTN

Hold and Retrieve

Attended and Blind Transfer

Call Forwarding Unconditional, No Reply and Busy
Call Waiting

Call Park/Pickup

Do Not Disturb

Calling Line Name/Identification

Codec Support

DTMEF Support

Message Waiting Indication

Handover to backup Access points after Master Access point failure

Avaya’s formal testing and Declaration of Conformity is provided only on the headsets/handsets
that carry the Avaya brand or logo. Avaya may conduct testing of non-Avaya headsets/handsets
to determine interoperability with Avaya telephones. However, Avaya does not conduct the
testing of non-Avaya headsets/handsets for Acoustic Pressure, Safety, Hearing Aid Compliance,
EMC regulations, or any other tests to ensure conformity with safety, audio quality, long-term
reliability, scalability or any regulation requirements. As a result, Avaya makes no representation
whether a particular non-Avaya headset will work with Avaya’s telephones or with a different
generation of the same Avaya telephone.

Since there is no industry standard for handset interfaces, different manufacturers utilize
different handset/headset interfaces with their telephones. Therefore, any claim made by a
headset vendor that its product is compatible with Avaya telephones does not equate to a
guarantee that the headset will provide adequate safety protection or audio quality.

2.2. Test Results

Tests were performed to insure full interoperability between Ascom IP-DECT Solution and IP
Office. The tests were all functional in nature and performance testing was not included. All the
test cases passed successfully.

2.3. Support

Technical support from Ascom can be obtained through the following:
Phone: +46 31 559450
E-mail: support@sacom.se
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of an IP Office which the DECT Handsets were configured as SIP Users. The Ascom
device Manager was used to configure the IP-DECT Handsets. Digital, H323 and Soft phones
were configured on the IP Office. QSIG and SIP trunks were configured to connect to the PSTN.
The Ascom Master Access point was connected to the IP Network which the IP-DECT Handsets
register to. The Roaming Access point allows radio communication between the IP-DECT
Handsets which in turn communicates with the IP Office.

Note: A USB DP1 Desktop Programmer cradle connected to the Ascom Device Manager is used
to configure the IP-DECT Handsets.

e . S e —]

Avaya IP Office 500 v2
Version 9.0

Avaya 2420 *‘ |
Digital B

Deskphone

Avaya 2420 l-‘
Digital

Deskphone

PRI/SIP
Trunks

@G>

Callers from an

External Source E—

Avaya 9630 Avaya IP Office  Avaya IP Office
H323 Softphone Manager =~ = 2 06— — — — — — — — — — — — — — —

[
Ascom Access point .'I D62-Protector Handset
Master

IP Network

DE1-Messenger Handset

Ascom Access point
Roaming

|| D41-Basic Handset
\ _
_l—% \ :

Ascom device
Manager D41-Basic Handset

CE R CE

Figure 1: Avaya IP Office and Ascom Reference Configuration
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Avaya Equipment

Software / Firmware Version

Avaya IP Office 500v2 9.0 Build 829
Avaya IP Office Manager 9.0 Build 829
Avaya 9630 IP Telephone H323 3.2.0.S
Avaya 2420 Digital Telephones -

Avaya IP Office softphone 3.2.3.49
Ascom Equipment Software / Firmware Version
Ascom IP-DECT Access points Version 7.0.1
Ascom IP-DECT Handsets

D62-Protector 4.1.6

D81- Messenger 4.1.6

D41- Basic 4.1.6

5. Avaya IP Office Configuration

Configuration and verification operations on the Avaya IP Office illustrated in this section were
all performed using Avaya IP Office Manager. The information provided in this section
describes the configuration of the Avaya IP Office for this solution. It is implied a working
system is already in place. For all other provisioning information such as initial installation and
configuration, please refer to the product documentation in Section 9. The configuration
operations described in this section can be summarized as follows:

e Launch Avaya IP Office Manager

e LANZ1 Configuration
e VoIP Configuration
e Create a SIP Extension for the Ascom DECT Handset
e Create a User for the Ascom DECT Handset
e Verify the Voicemail Collect Short Code
e Save Configuration
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5.1. Launch Avaya IP Office Manager

From the Avaya IP Office Manager PC, go to Start->Programs-> IP Office->Manager to
launch the Manager application. Log in to Avaya IP Office using the appropriate credentials to
receive its configuration (Not shown). In the IP Offices window expand the Configuration Tree
and double-click System. During compliance testing the System was called IPOMC.

('] Avaya IP Office R9 Manager, IPOMC [9.0.0.829] [Administrator{Administrator]]

File  Edit View Tools Help

25 -JEIEER - 28|

i 1PomMC - System - IPOMC -
IP Offices B IPOMC |

& voore () A1 | System [Lant | Lanz | M5 | veicemail | Telephony | Directory Services | System Events | sMTe || sMoR. | Twinning | vem | ccr | codecs
i+ Operator {3)
= o TPOMC Mame [1parc | Locale [ united Kingdom (UK Englsh) |

[=-#p Syskem (1)

2 POMC Location [ <hione> v

1 Line (5) Contact Information
= Control Unit {5}
4y Extension (29)
= user(29) ‘ ‘

Set contact information to place System under special contral

‘ Nolser
g RemateManager
£ oot poaons

5.2. LAN1 configuration

For the Ascom IP DECT handsets to communicate with the IP Office) DHCP MODE must be
disabled. To disable DHCP, select the LANL1 tab followed by the LAN Settings tab and click on
the Disabled radio button in the DHCP Mode section. Click the OK button to save.

Avaya IP Office R9 Manager, IPOMC [9.0.0.829] [Administrator(Administrator)]

Fle Edt Yew Tools Help
25 -WEEERN v <28
i Pomc = System . IPOMC -
IP Offices E IPOMC* EEEIEI AR
R Boote (4 A1 | system [ LANT | Lanz | ons | voicemai | Telephony | Directory Services | System Events | sMTP | SMDR. | Twinning | vcM | R | Cadecs
4 Operator (3)
=5 IPOMC LAN Settings [valP | Metwork Topology
(= %=y System (1)
e -
> Contral Unik (5)
By Extension (29} Frimary Trans, IP Address o o o o
2§ User (29
olser RIF Made |None v
RemoteManagsr [ Enable NAT
201 Extant
= 3001 Ext3001 Nuber OF DHCP 1P Addresses (1 (2]
L 3002 Ext3002 H3z3 [erer o]
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3007 EXT3007 O server (O Client () Dialin
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208 Extngns [ o [ coeel |[ el
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5.3. VoIP Configuration

Select the VolIP tab and in the Layer 4 Protocol section check the UDP and TCP Check boxes
and select 5060 from both dropdown boxes. Using the scroll bar on the right hand side scroll
down to the DiffServ Settings section.

Avaya IP Office R9 Manager IPO

[9.0.0.829] [Administrator{Administrator)]

Fle Edt VYiew Tools Help
it HIDEEW v - 2|
i PoMC T Systsm T FOMC -
IP Offices IPOMC* i [ X[ wl=]|
‘S BOOTP (42 ; # 1| | system | LANL [Lanz | DNS | voicemail | Telephony | Directory Services | System Events | SMTP | SMDR | Twinning [ e | CCR | Codecs
{7 Operator (3]
= IPOMC LAM Settings | ¥oIP | Network Topology
(== System (1) ~
=5 POMC H323 Gatekeeper Enatle
£ Line (5) Auto-creats Extn [] auto-create User [[] H323 Remate Extn Enable
< Contral Unit (5)
& Extension (23)
2§ User(z9} SIP Trunks Enable
Mollser
RemoteManager SIP Registrar Enable
201 Extz01 Auto-create ExtnjUser [ SIP Remote Extn Enable
e 3001 Exk3001
- 3002 EtA002 H323 Domain Mame [deveormect locsl scroll down ——— 5
3006 EXT3006
7 ue o0 : |
3007 ExTa007 UDF Port E Femate UDP Port
[ 3999 Ext3939 Layer 4 Protocq TCP TCRPort [5060 s|  RemosTerpor foon |
202 Extn202
=
pgd— Cns TLS Port 5061 2 Remtemsper [0
204 Extniz04 Challenge Expiry Time (secs) 10 =
205 Extn205
206 Extnz06
207 Exn207 RTP
208 Extnz08 Part Mumber Range
211 Extni211
49152 % si2d6 o
214 Extnz14
215 Extnz15 Port Mumber Range (NAT)
216 Extn216 ES ES
Minimum 9152 3 Masimm sts 3
e
3008 Extn3008 Ascom )
. 3003 ExEn3009 Ascom Enable RTCP Monitoring on Port 5005
b 3010 Extn3010 Ascom [epElies
g 3011 Extn3011 Ascom
v 3012 Extn3012 Ascom Seope Disabled W l:l
3013 Extn3013 Ascom
g 3015 Extn3015 Ascom
217 Extna000H323
% Group (1) ~
8% Short Code (70}
B servics () ok | [ cancel | [ hep
ol RAS (1)
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At the DiffServ Settings section select 46 from the DSCP drop down box and 26 from the SIG
DSCP dropdown box. Click the OK button to save.

'} Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(A dministratan)]
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(=5 System (1)
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3007 EXT3007
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205 Extn05 Primaty Site Specific Option Number (S50N) 176 v
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5.4. Create a SIP Extension for the Ascom DECT Handset

The DECT Handsets are configured as SIP Extensions on the IP Office. From the Configuration
Tree click on Extension then right click and select New followed by SIP Extension. The
example below shows an extension 3011; repeat these steps for each DECT Handset extension.

"] Avaya IP Office R? Manager IPOMC [2.0.0.829] [Administrator(Administrator]]

File  Edit  Wiew Tools Help
A -dIEEW v - 28|
IPOMC T Extension - 8004 3005 s
IP Offices SIP Extension: 8004 3008
R EOOTR (4) Alll Ban [vore | 738 Fax
i+ Operator (3)
-5 IPOMC Extension Id 004 |
[=-*3p Syskem (1)
5y IPOMC Base Extension |3UUB |
T4 Line (5 Callet Display Type
<2 Contral Unit {59
jl Mew 3 | H323 Extension
§r MoUser & cu Cerl+
fm Remotemand ., - Chlac SIP Extension
§ =01Ex201 < 3
§~ 3001 Ext30g
3002 E4300 X pelete ChrHDel 0
§ 3006 ExTI0 i
§ a007ExTan] ¥ VoAt El
b o99Etang
§ 202 Extn20g Mew from Template (Binary)
§ 203 Extn203 _
a 204 Extn204 Export as Template (Binary)
$ 205 Extnons Ll

When the new window opens enter the Base Extension. The Extension ID will be automatically
filled in.

| Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

File  Edit Miew Tools Help

A5 -dIBEIEW Y -2 8

IPCMC > Extension > 5006 3011 =
IP Offices B SIP Extension: 8006 3011
A 3203 A Bxdn |vore | 138 Fax
Ay 4204
A 5205 Extension I1d |SUU|5 |
Ay 6206
& 7007 I Biase Extension |3011 I
oy 8208 Caller Display Type
A 75211
A o212 Reset Yolume After Calls D
Ay 78214
Ay 79215 Device Type
Ay 80 216
S, 8015 217 Lacation |nut0matic b
g, 000 218
W, 5001 219 Module EI
g, G002 220
A& 13001 [P EI
e, 5028 3002 Force Authorisation
Ay 77 3005

A A BONE
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Click on the VVoIP tab, and when the VVolIP tab opens click the Allow Direct Media Path check
box. Click the OK button to save.

Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

Fle Edt View Tools Help

(2 -H I EERIvy 28
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IP Offices SIP Extension: 8006 3011*

& 3203 A Extn 138 Fax
& 4204
& 5205 1P Address o 0.0 .0
z ? ;g? [ Local Hold Music
520 Codec Selection [System Defautt v T o
& 75
] pe

& 76212 G711 LLAW 64K 22 | [G71LALAW 6K et icbonatd
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. BD12 700
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5014 7004
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>

TOH-IP Gain [ Defale v]

5.5. Create a User for the Ascom DECT Handset

A user must be configured for Ascom DECT Handset Extension. From the Configuration Tree
click on User then right click and select New. The example below shows the extension 3011,
repeat these steps for each DECT Handset extension.

i Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(Adminig

File  Edit  “iew Tools Help
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i
s

3
o

R R S
boy
&
2]

=]
=

MC; Reviewed: Solution & Interoperability Test Lab Application Notes 10 of 28
SPOC 4/23/2014 ©2014 Avaya Inc. All Rights Reserved. AscomDECTIPQO9



When the User window opens, select the User tab and enter the follow:

e Name Enter an name for this user, i.e. Extn3011 Ascom
e Password Enter the Password
e Confirm Confirm the Password

e Extension Enter the Extension which was created previously, i.e. 6.1

File ~ Edit  ¥iew Tools Help

AEEE = 28|

IPOMC - User = 3011 Extn3011 Ascom -

IP Offices Extn3011 Ascom: 3011 ef -8 X vl<]>

: :Eggzgig |User Yoicemall | BMD | ShortCodes | Saurce Numbers | Telephony | Forwarding | Dial In | Yeice Recording | Button Programming | Menu Programming | Mobillty | Graup Membership | Announcements 4 %
P

", 5011 7001 Hame |Extnizo11 Ascom I ~

"W, 5012 7002

e, 013 7003 Password

", 5014 7004

"W, 8010 8013

"N 8018 8015 Account Status [Enabied |

» 8031 8017

F | ;er (33) Full Name |Extrizn1 ascom pECT |
Hoilser

RemoteManager

- 3356 3330 Emal Address [ |

3001 Ext3001
yr 3002 ExL3002 H3Z23 Locale | - |
3006 EXT3006

|

|**** |

Confirm Password — |

Extension [ao11 |

3007 EXT3007 Priority s =

pr 3999 Ext3999
208 Extn208
212 Extnziz Profile [Basic user ¥
214 Extnz14
215 Extn215
216 Extnz16 Enable Softphone
3005 Extn3005

g 3008 Extn3008 Ascom
211 Extn3009 Enable one-# TelsCommuter
pr 3009 Extn3009 Ascom [] Enable Remate Warker

g 3010 Extn3010 Ascom
ad 3011 Extn3011 Ascom

pr 3012 Extn3012 Ascom
g 3013 Extn3013 Ascom

System Phone Rights [1one v

[] receptionist

[] Enable one-% Portal Services

— o

Click on the Voicemail tab, and check the VVoicemail On check box and enter the VVoicemail
Code that will be used to access the user’s mail box, and Confirm the voicemail code.

i Avaya IP Office R? Manager IPOMC [9.0.0.829] [Administrator(Administrator]]

File  Edit Wiew Tools Help
L5 -dH AEEW v s 28|
IPOMC = User = 3011 Extn3011 Ascom "
=
IP Offices = Extn3011 Ascom: 3011
" 6008 3013 | User I Yoicemail IDND ShortCodes | Source Mumbers | Telephony |F0rwarding Dial In | Woice Recording
"Wy, 5009 3015
W, 5011 7001 vaicemall Code |**** | | 41 voicemail on |
"W, G012 7002
"wy, G013 7003 Confirm Yoicemail Code |**** | [ vaicemail Help
" 5014 7004 Yoicemail Email | | [[] waicemail Ringback
", G010 8013
"Wy, 8018 8015 Yaoicemail Email Reading
", 8031 8017 ] ums web Services
E-§  User (33)
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Click on Telephony tab followed by the Supervisor Settings tab and enter a Login Code in the
Login Code box. Click the OK button to save.

Note: The Login Code is used by the Ascom DECT Handset to log in to the IP Office in Section 6.
Ensure all DECT Handset Users use the same Login Code.

Avaya IP Office R9 Manager, IPOMC [9.0.0. 829] [Administrator (Administrator)]
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b 3009 Extn3009 Ascom
[ 3010 Extn3010 Ascom
[ 3011 Extn3011 Ascom
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b 3013 Extn3013 Ascom

Automatic After Call Work

ok [ concel | [ el

5.6. Verify the Voicemail Collect Short Code

As part of the Ascom IP-DECT Base Station configuration the VVoicemail access number is
required. During compliance testing this Feature was set to Voicemail Collect, and the Code
was *17 also the Telephone Number was “?”U.

ﬁ *17: Voicemail Collect

Shott Code |
Code 7 |
Feature |'u'0in:email Collect A |

Telephane Mumber |"?"U |

Line Group ID |D - |

Locale | b |

Force Account Code [
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5.7. Save Configuration

Once all the configurations have been made it must be sent to the IP Office. Click on the Save
Icon as shown below.

(] Avaya IP Office R9 Manager, IPOMC [9.0.0.829] [Administrator[Administrator)]

File  Edit  Yiew  Tools  Help

v s{dE@EE - 28

i pomc * System * 1POMC -
IP Offices B IPOMC
R BootR (4) Swstem || LAND | LAMZ || DMS | Voicemail | Telephony || Directory Services | System Events
¢ Operator (3)
= IPOMC output | 5mDR. only v|
[=)-4%9 Syskem (1} MDR
- b SHLE Station Message Detail Recorder Communications
4 Line (5)
< Control Unit (5) IP &ddress [10 . w e 7
Ay Extension (29)
TCP Part Q000
a User (23}
8 sroup (1) Records to Buffer (3000 |5
@x short Code (70) 1| Solitting For D
@ Service (00 Call Splitting For Diverts
o W pasty

Once the Save Configuration Window opens, click the OK button.

Sawve Configuration g|§|@

IP Office Settings
IPCMC

Configuration Reboak Made
(*) Merge

) Immediate

) when Free

) Timed

Reboot Time

EEENNE

all Barring

(0] 4 Zancel ] [ Help ]
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When the Service User Login Window opens enter the appropriate credentials and click the OK
button.

r Bl

Service User Login

IP Office IPOMC - TP 500 Y2

Service User Mame |F'.l:|ministrat|:|r |

Service User Passward |"""""'l"| |

| oK | [ Cancel ] [ Help ]

MC; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 28
SPOC 4/23/2014 ©2014 Avaya Inc. All Rights Reserved. AscomDECTIPO9



6. Configure Ascom DECT

This section describes how to access and configure the Ascom DECT solution. The Ascom wireless
IP-DECT Base Stations can be configured in a Master/Standby Master scenario to provide
redundancy or to extend the radius of coverage (roaming). The following configuration steps detail
the configuration process used to configure an Ascom wireless IP-DECT Base Station in Master
mode only.

Roaming between multiple Ascom Wireless IP-DECT Base Stations as shown in Figure 1 was tested
but the configuration setup will not be shown in this document. Refer to the Ascom document in
Section 9 for information on how to configure roaming.

6.1. Configure the IP-DECT Base Station

To configure the IP-DECT Base Station, access a web browser and enter the IP address of the Base
Station as the URL. The user will be presented with the screen shown below. Click the System
administration link and enter the appropriate credentials to access the Ascom wireless IP-DECT
Base Station and then click OK (not shown).

@v a 10.1060.71 ¥ B[] (%] |29 Ll

File Edit W¥iew Favorites Tools  Help

o0 Favorkes | g5 ,é ~ €| Free Hotmal & |

a hetp:/{10.10.60.71/ Fiv B) L0 @ v Page- Safety- Took- @
ascom

IP-DECT Base Station

Select login: |System administration

User administration
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6.1.1. General Configuration of IP-DECT Base Station

When the new window opens navigate to General and select the Admin tab and enter the
following:

e Device Name Enter a descriptive name that identifies this Ascom wireless 1P-
DECT Base Station (i.e. Avaya-1)

e User Name Enter the User Name (the default User name was used)

e Password Enter the Password (the default Password was used)

e Confirm Password confirm the password

Click the OK button to continue.

IP-DECT Base Station ascom
Configuration Info in | Update NTP Logging HTTP HTTP Client SNMP Kerberos Certificates License
General
LAN Admin
P Device Mame Avaya-1
LDAP User Name admin
DECT Password sescesnee
Rl Confirm Password  |eeessses
UNITE
Central Phonehook Delegated Authentication
Join realm
Administration
T Authentication Servers
Realm/Domain Address Port Secondary Address Secondary Port Delete
Device Overview
DECT Sync
Trafic o]
Gateway
Backup
Update
Diagnostics
Reset
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6.1.2. Configure LAN DHCP

Navigate to LAN and select the DHCP tab. Select Disabled from the Mode dropdown box.
Click on the red text reset required to reset the IP-DECT Base Station. After the reset is completed
log back on to the IP-DECT Base Station to complete the configuration.

IP-DECT Base Station ascom
Configuration IZIIHCFi= I IP  VLAN Link 802.1X  Statistics
General
S |Mode 3z |Current|y  disabled
P
LDAP
DECT reset required
VoIP
UNITE

Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset
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6.1.3. Configure LAN IP
Navigate to LAN and select the IP tab and enter the following:

e |P address
e Network Mask
e Default Gateway

Enter the IP address to be assigned to the IP-DECT Station
Enter the Network Mask to be assigned to the IP-DECT Station
Enter the Default Gateway IP Address

Click on the OK Button to save.

Note: No DNS Server was used during Compliance Testing.

IP-DECT Base Station ascom
Configuration DHCP VLAN  Link 802.1X  Statistics
General
e — ctive Setting
P IP Address 10.10.60.71 1010 60.71
LDAP Metwork Mask 255 255 255 () D55 255 255 0
LR Default Gateway | 10.10.60.1 10.10.60.1
VolP DMNE Server
UNITE
Central Phonebook Alt. DNS Server
Administration Check ARP o
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
Reset
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6.1.4. Reset IP-DECT Base Station

Click Reset followed by the OK button to initiate the system reset. Many of the other changes made
to the system during the configuration process require a reset. Repeat this process whenever a reset is
required.

IP-DECT Base Station ascom
Configuration Idle-Reset Reset TFTP  Boot
General
LAN Reset only if the system is idle (no active calls, etc.)
® [ ok ]
LDAP
DECT
VolP
UNITE

Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
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6.1.5. Configure LDAP

After the Ascom IP-DECT Base Station (Avaya-1) has rebooted, navigate to LDAP and select the
Server tab. The Idap-guest account is a default system account. Configure another User using
Avaya-1 as previously configured. Enter the Password for Avaya-1 as previously configured. Check
the Write Access check box. Click the OK button to continue. LDAP replication is configured in
order to copy user information to a Standby Master (please refer to Ascom documentation).

IP DECT Base Station ascom
Configuration arver | Server Status  Replicator  Replicator Status  Expert
General
User Password Write Access
ldap-guest [T O

I IAvaya-1 XTI I
DECT O
VolP
. o< ]
Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics
Reset
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6.1.6. Configure DECT

Navigate to the DECT and click on the Master and enter the following:
e Mode Select Active from the dropdown box

Check the Enable PARI Function check box

Protocol Select TSIP from the dropdown box

Proxy Enter the IP address of the IP Office

Check the Enbloc Dialing check box

Check the Allow DTMF through RTP check box.

Click the OK button to continue (not shown).

IP-DECT Base Station ascom

Configuration System  Suppl. Serv. Crypto Master  Mobility Master Radio  Radio config P|
General
LAN IMode [Active vl A
IP Multi-Master
LDAP Master ID 0
DECT | | |Enable PARI Function |
VolP Region Code
Hate IP-PBX
Services
Protocol TSIP v
Administration Proxy 10106030
Hsars Alt. Proxy
Device Overview
Domain |
DECT Sync T _
Traffic Max. Internal Number Length D used to decide internal/external ring signal
Gateway International CPN Prefix
Backup lEanoc Dialing [2]]
Update Enable Enbloc Send-Key |
Diagnostics Send Inband DTMF ||
_ |Allow DTMF Through RTP v
Short Disconnect Tone [

Configured With Local GK
SIP Interoperability Settings

Registration Time-To-Live :| [sec]

Hold Signalling {inactive W
Hold Before Transfer O

Accept Inbound Calls Not Routed Via Home Proxy []

Register With Number V]

KPML support [

Registration For Anonymous Devices

v
Registration Name / Number /
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6.1.6.1 Configure DECT System
Click on the System tab and enter the following:

e System Name
Password

Confirm Password
Subscriptions
Authentication Code

Tones

Frequency
Enabled

Coder

Default Language

Click the OK hutton to continue.

Enter the System Name as previously configured

Enter the Password as previously configured

Confirm the Password

Select With System AC from the dropdown box

Enter the DECT handset Login code as configured in Section
5.5. (During Compliance testing 1234 was used)

Select the location where the IP-DECT system is located
Select the required Language from the dropdown box

Select the required Frequency from the dropdown box

Select the number of Carriers required

Check Local R-Key Handling box

Select the required Coder from the Coder dropdown box

Configuration

IP-DECT Base Station

ascom

Suppl. Serv. Master Crypto Master  Mobility Master Radio Radio config P

General

LAN System Name IAvaya-1 I

IP Password Iooooouo |

LDAP Confirm Password [oooooooo |

DECT Subscriptions

VolP Authentication Code  [1234 |

Unite T [IRELAND v

Services Default Language

Administration Frequency

Heem Enabled Carriers LS AR LR S

Device Overview VMMMMMMVMMMMMM

DECT Sync Local R-Key Handling v

Traffic No Transfer on Hangup [ ]

Gateway No On-Hold Display ]

Backup Display Original Called [ ]

Update Early Encryption ]

Diagnostics Coder JFrame (ms) Exclusive [] SC []
Heset Secure RTP

OK Cancel
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6.1.6.2 Configure Suppl.Serv

Click on the Suppl.Serv tab and enter the following:
e Check the Enable Supplementary Services check box

During compliance testing, the IP Office handled most of the features listed, so the following
functions were disabled:
e Call Forwarding Unconditional, Call Forwarding Busy, Call Forwarding No Reply, Do
not Disturb, Call waiting, Call Completion, Call Park, Interception, Call Service URI,
Call Service URI (Argument), Logout User and Clear Local Settings

e MWI Mode Select User dependent interrogate number from the
dropdown box
e  MWI Notify Number Enter *17 as configured in Section 5.6

Click the OK hutton to continue.

IP-DECT Base Station ascom |
Configuration System | Suppl. Serv. | Master Crypto Master Mobility Master Radio Radio config P
General
LAN l Enable Supplementary Servicesl
P Activate Deactivate Disable
LDAP Call Forwarding Unconditional | | | | [vi ||
DECT Call Forwarding Busy I | l I [
VolP :
Call Forwarding No Reply I l I I [
Unite
Do Not Disturb I I l | I
Services
- Call Waiting I [L]; | & |
Administration Call Completion I l I I o
Users
. . Call Park | kR | & '
Device Overview -
DECT Sync Interception | | l I [
Traffic Call Service URI | | ™
Gateway Call Service URI (Argument) | I 1]
Backup Logout User | | %
Update
Diagnostics Clear Local Setting | ] [wi
Reset MWI Mode |User dependent interrogate number v
MW Notify Number *17 ]
Local Clear of MWI - |
External Idle Display ]
OK | Cancell
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6.1.6.3 Configure PARI

Click on the PARI tab and enter the PARI in the System ID Field. The PARI is a user-defined
system value. Enter any number from 1-292 (e.g. 25). Click the OK button to continue.

IP-DECT Base Station ascom
Configuration System  Suppl. Serv.  Master  Mobility Master Radie Radio config PARI | SARI Air Sync
General
LAN System D |25 |
P
LDAP
DECT
VolP

6.1.6.4 Configure SARI

Click on the SARI tab. The SARI is an Ascom provided activation code which is needed for the
system to function. Contact Ascom to obtain a SARI. Enter the SARI value (note the actual value
has been hidden on the screen shown below for security reasons). Click the OK button to continue.

IP-DECT Base Station ascom
Configuration System  Suppl. Serv. Master Mobility Master Radio Radio config PARI
General
LAN SARI
v
LDAP
DECT .. I oK I Cancel
VolP
UNITE

Central Phonebook

Administration
Users
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset
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6.1.6.5 Configure Air Sync

Click on the Air Sync tab and select Master from the Sync Mode dropdown box. Click the
Resynchronize on command radio button. Click the OK button to continue.

IP-DECT Base Station ascom
Configuration System  Suppl. Serv. Master Mobility Master Radio Radio config PARI  SARI nc
General
LAN ISync Mode Master » I
IP Reference RFPI
LDAP Alternative reference RFPI
VoIP . .
Action at reference sync failure | Resynchronize on command |
UNITE

O Resynchronize every day at | 00:00 ¥
Central Phonebook

O Resynchronize every | Sunday ¥ at|00:00 v
Administration

e
Device Overview
DECT Sync

6.1.7. Create Users

Navigate to the Users and click on the Users tab. The Park value is displayed. This value is needed
when programming Ascom wireless DECT handsets. Note, the PARK information is derived from
the SARI and should be obtained from an Ascom associate (Note the actual PARK and PARK 3rd
pty values have been hidden on the screen shown below for security reasons). Click the new link to
provision a new user account.

IP-DECT Base Station ascom
Configuration Anonymous

General
LAN PARK ]
PARK

IP 3rd pty ——
LDAP Master Id 0
DECT show
VolP
UNITE import
Central Phonebook export

Administration
Device Overview
DECT Sync
Traffic
Gateway
Backup
Update
Diagnostics

Reset
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When the User type page is presented click on the User radio button and enter the following:

e Long Name Enter any descriptive name that identifies this user (i.e. DECT 3011)

e Display Name Enter a display name which will be displayed on the DECT Handset
screen (i.e. DECT 3011)

e Name Enter the extension assigned to this user

e Number Enter the extension assigned to this user

e Password Enter the Password (Note, the password is the Login Code

configured in Section 5.5

e Confirm Password Confirm Password

e Auth. Code Enter the Auth. Code (Note the Auth. Code is used only if
Subscriptions in Section 6.1.6.1 is set to With System AC

Once all the user information has been configured click the OK button. Repeat this process for each
user being added to the system.

User type

) User Administrator

Long Mame DECT 3011

Display Mame DECT 3011

Mame 3011

Mumber 3011

Auth. Name (SIF only)
Fassword I

Confirm Password  |[eesses

IPEI / IPDI |
Idle Display
Auth. Code 1234
[ Ok ] [ Apply ] [Cancel]

Repeat Section 6.1.4 to Reset IP-DECT Base Station.

6.2. Configure Ascom IP DECT Handsets

Refer to the Ascom documentation Section 9 to obtain information on the procedures for subscribing
and registering the Ascom wireless DECT Handsets to the Ascom wireless IP-DECT Base Station.
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7. Verification Steps

This section provides the tests that can be performed to verify correct configuration of the IP Office
and Ascom solution.

7.1. Ascom wireless DECT Handset Registration Verification

From a web browser, open a connection to the Ascom wireless IP-DECT Master Base Station
(see Section 6.1). Navigate to the Users and click on the Users tab followed by the show link. A
Registration state of “Unsubscribed” (Not Shown) indicates an Ascom wireless DECT Handset
has not registered to the Ascom wireless IP-DECT Base Station. A Registration state of
“Subscribed” indicates that an Ascom wireless DECT Handset has connected to the Ascom
wireless IP-DECT Base Station and requested the use of that particular extension. A
Registration state that displays the IP Address of the IP Office indicates the extension has
successfully registered to both the Ascom wireless IP-DECT Base Station and IP Office. The
screen shot shows 4 DECT Handsets registered to both the Ascom wireless IP-DECT Base
Station and IP Office.

Y ) Férslag pa webbplatser v d AscomPartnerWeb Agda c" Training Center é:NetwiseOfficeWeb R C ke ’}‘ v B v [ em v Sidav Sikerhetv Verktygv QV

IP-DECT Base Station ascom
Configuration Anonymous

General T
PARK  3110024340210* User Administrators

LAN PARK Long Name Name
¥ 3rd pty 2110024453 User Administrators: 0
LDAP Master 0
Id Users
3::: Long Name Name No Fty Display IPEI /1PDI AC Prod SW EE Registration
- new DECT 3011 3011 + DECT 3011 002020859180 d81-Messenger 4.1.6 10.10.60.30
Unm? import DECT 3012 3012 + DECT3012 036470762236 d41-Basic 416 10.10.60.30
S export DECT 3013 3013 + DECT 3013 002020859178 dé1-Messenger 4.1.6 10.10.60.30
Administration DECT 3015 3015 + DECT 3015 036470363653 d62-Protector  4.1.6 10.10.60.30
Users: 4, Registrations: 4

Device Overview

8. Conclusion

A full and comprehensive set of feature and functional test cases were preformed during
Compliance testing. Ascom Wireless IP-DECT SIP Solution is considered compliant with Avaya
IP Office 9.0. All test cases have passed and met the objectives outlined in Section 2.2

9. Additional References

These documents form part of the Avaya official technical reference documentation suite.
Further information may be had from http://support.avaya.com or from your Avaya
representative.

[1] Avaya IP Office Manager 9.0, Document 15-601011, Issue 9.01, September 2013

Product Documentation for Ascom Products can be obtained from Ascom or may be requested at
https://www.ascom-ws.com/AscomPartnerWeb/Templates/WebL ogin.aspx (login required).
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