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Abstract

These Application Notes describe the configuration steps required for TalenTel-HCMS PMSI
and Attendant Console to interoperate with Avaya IP Office 8.0. PMSI works as a bridge
between the two entities integrating the PBX with the local Property Management software
(TalenTel-HCMS). On one side, it establishes communication with local PMS and on the other
side it establishes communication with PBX over an IP link. In the compliance testing,
TalenTel-HCMS PMSI and Attendant Console used the TAPI and Configuration Web Service
interfaces from Avaya IP Office to provide Check In/Check Out, Do Not Disturb, Name
change, controlling external incoming calls using soft console features. There are other
features that can be provided with the addition of Voice Mail and Voice System which were
not covered in this compliance test.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for TalenTel-HCMS PMSI
and Attendant Console to interoperate with Avaya IP Office 8.0. PMSI works as a bridge
between the two entities integrating the PBX with local Property Management software
(TalenTel-HCMS). On one side, it establishes communication with local PMS and on the other
side it establishes communication with PBX over an IP link. In the compliance testing, TalenTel-
HCMS PMSI and Attendant Console used the TAPI and Configuration Web Service interfaces
from Avaya IP Office to provide Check In/Check Out, Do Not Disturb, Name change,
controlling external incoming calls using soft console features. Incoming calls are placed in call
queue and hold queue where operators are assigned in groups to receiving such calls. Operators
are able to conference, transfer, listen and intrude into calls, setting and cancelling call forward.
Calling and called party information are captured from TAPI as well. There are other features
that can be provided with the addition of Voice Mail and Voice System which were not available
for this compliance test.

The TalenTel-HCMS PMSI interface integrates with other PBX features as well. However, for
this compliance testing, the built-in PMSI interface was used to initiate the room check-in and
check-out on TalenTel-HCMS with Avaya IP Office. In the compliance testing, two user rights
templates were set up on Avaya IP Office for use with check-in and check-out guests. Through
the PMSI, updates are sent to Avaya [P Office on the guest name and user rights template as part
of the check-in and check-out process.
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2. General Test Approach and Test Results

The feature test cases were performed manually. The TalenTel-HCMS PMS user interface was
used to manually initiate check-in and check-out requests, name change, setting the user rights
for call barring, and setting Do Not Disturb for room phones. The soft console was used to
answer external incoming calls and transfer/conference to internal guest phones. The operator
also has the capability to listen, intrude and set call forwarding of guest phones. However, the
Voice Mail and Voice system modules were not included in the test and functions like wake-up
calls, minibar posting, and message waiting indicator were not tested.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet cable to Avaya IP Office, rebooting the Avaya IP Office and disabling the PMSI link.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying the following on the TalenTel-HCMS PMSI interface
and Attendant Console:

e Setting do not disturb divert parameters using the T API interface.

e Use of Configuration Web Services to update guest name and user rights template associated
with check-in and check-out requests from the TalenTel-HCMS user interface.

e Handling of external incoming calls by the attendant soft console

¢ Attendant console transfer, conference, listen and intrude calls and setup of call forwarding

2.2. Test Results

All test cases were executed and passed.

2.3. Support
Technical support for TalenTel-HCMS can be obtained by contacting Beijing Ultra Support

Hotline at 400-700-8003 (China only), or sending an e-mail to tech@allytel.com.cn.
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3. Reference Configuration

The configuration used for the compliance testing is shown below. In the compliance testing,
TalenTel-HCMS was installed on a server running Microsoft Windows 2003 Server.
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Avaya IP Office 500
10.1.30.10

Avaya 1408
Digital Telephone

E Avaya 6221
Analog Telephone
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1
|
1
|
1
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1
|
1
|
1 Avaya 4548GT-PWR
I Ethernet Routing Switch
1  — -
1 -
1
|
1
|
|
|
1
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1
|
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TalenTel-HCMS
10.1.10.123

FEAF T YR R R A e ow

Attendant Console

—_—_———— e ——

‘ 10.3.10.134
ﬁ Ext 301
Ext 302 Ext 305
Avaya 9621  Avaya 1608 Avaya 9630 Ava
ya IP Office Manager
S o2 b B M i (Front Ofice 10.1.10.138
Guest Rooms
Figure 1: Test Configuration
Table 1 lists the Extensions used for this testing.
Extension Note
321 Guest room digital phone
301 to 302 | Guest room IP phone
305 Front desk IP phone
331 Guest room analog phone
Table 1 — Extension Setup
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software

Avaya [P Office 500 8.0 (16)
Avaya [P Office Manager 10.0 (16)
Avaya IP Office TAPI2 Service Provider 1.0.0.35
Avaya [P Office Digital Station Module 7.0 (12)
Avaya 9640 IP Telephones 3.1 SP2
Avaya 9621 IP Telephones 6.0 SP 4.1
Avaya 1608 IP Telephones 1.300B
Avaya 1408 Digital Telephones -
TalenTel-HCMS on V3.1.3
Microsoft Windows 2003 Server SP2

o Avaya TAPI2 Service Provider (tspi2w.tsp) 1.0.0.35

PC Operator Console

Windows 7 SP1

5. Configure Avaya IP Office

This section provides the procedures for configuring Avaya IP Office. The procedures include

the following areas:

Verity IP Office license

Administer User Rights

Administer Configuration Service
Administer Security User and Rights
Administer System Password
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5.1. Verify IP Office License

From a PC running the Avaya IP Office Manager application, select Start > Programs > IP
Office > Manager to launch the Manager application. Select the proper IP Office system, and
log in with the appropriate credentials.

The Avaya IP Office Manager screen is displayed. From the configuration tree in the left pane,
select License > CTI Link Pro, to display the CTI Link Pro screen in the right pane. Verify
that the License Status is “Valid”. This license is required for TalenTel-HCMS PMSI to use
third-party TAPI control mode on IP Office.

IP Offices B CTI Link Pro

-8y License (49} ;I Licenses |
----- W, 3rd Party IP Endpoints
..... & Advanced Edition License key I1KTBZWgQSijDtxDXExNSy_MjBSKDDE1
----- N ALDTY Woicemail
----- W Avava IP endpoints License Type ICTI Link Pro
----- W CCC Agent Rostering . i
lllll % CCe Chat Licemse Status I'\"ahd
----- W, CCC Designer [users) Instances |255
..... . CCC EMail
----- e CCC PC Wallboards Expiry Date  [Never

----- W, CCC Server

----- B CCC Spectrumn Wallboards
----- W, CCC Supervisors

----- W Compact Business Centre
CTI Link Pro
----- W Customer Service Agent
----- B Customer Service Supervis
----- W cBLF

----- W Integrated Messaging

----- B Invalid

----- B Invalid

----- W, IP Office Dealer Support -
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5.2. Administer User Rights

From the configuration tree in the left pane, right-click on User Rights and select New to create
a new user rights template. Enter a desired Name to designate user rights for guests in the
check-in state. In the compliance testing, the name was set to “2” as shown below.

IP Offices

)-8 SGIPS00

System (1)

= SGIPS00
H-T Line (8)

-2 Control Unit (5}
-4y Extension (28]
H-§  User (30)
]ﬂ HurbGraup (7)
|- @ Short Code (66)
----- @ Service (0)
oy RASIL)

5

----- @ WanPart (0}
[+ Directory (2)

f' Time Profile (07
B8} Firewall Prafile (1)
-l IP Routs (2)

----- @ Account Code (0)
[+, License (49)

@& Tunnel {0)

User Rights (17}
§q1

E]---@ Incoming Call Route {9)

[

haortCodes | EButton Programming I Phone Manager | Telephory | User Rights Membership | Waicemail I

MNarne |2

—Locale

| [

INot part of User Rights

— Priority

|2 =l

IAppIy User Rights value

— Do not disturb

™ Enable do nat disturb INot part of User Rights
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Select the Telephony tab and then the Supervisor Settings sub-tab. Uncheck Enable outgoing
call bar field towards the bottom, and select Apply User Rights Value from the corresponding
drop-down box, as shown below.

IP Offices Ei 2°
B+ 56IPS00 W ;I User | ShartCodes | EButtan Programming | Phone Manager  Telephony |User Rights Membership | Yoicemail |
' Syskem (1
% SGIPSO0 Call Settings  Supervisor Settings |Multi-line Options | Call Log |
BT, Line (8) — Intrusion
[#-+= Control Unik {5}
[ Extension (28) [ canintrude INot part of User Rights j
B-§  User (30) ) -
d -
[]___;a HuntGroup (7) IV Cannot be intruded INot part of User Rights J
-8 short Code (B6) P g
----- @B Service (0)
-all; RAS (1) ™ Enable Farce login INot part of User Rights j
[+-#g Incoming Call Route (9
_____ g WanPor? () @ —Force account code
[ Directory (2) I Enable Force account code INot part of User Rights j
----- (.“‘ Time Profile {0)
[]---@ Firewall Profile (1) — Inhibit OFf-Switch Farwardf Transfer
-l [P Route (2) ™ Enable Inhibit OFF-Switch Forward/Transfer INot part of User Rights j
----- g Account Code (0)
[+, License (49) —CCR fAgent
il Tunnel {0}
[.]& ; User Rights (17) ™ Enable CCR Agent INot part of User Rights j
..... L1
..... N 2 —after Call Work Time {seconds)
g
..... ;3 ISystem Default (107 INot part of User Rights j
..... - 4
..... : g I Enable Automatic After Callork INot part of User Rights j
..... + Agert
] . .
_____ . Application Qutgoing call bar
..... ; Boss Vi INot part of User Rights j
----- ; callbar

Repeat this section to create the desired number of user rights templates for guests in various
states. In the compliance testing, two user rights templates with names of “2”” and “1” were
created. The Enable outgoing call bar field was checked for the user right “checkout” to
prevent the guest room phone from making calls to the PSTN when this user right is applied.

In the Manager window, select File = Save Configuration to push the configuration to IP
Office and wait for the system to update.

5.3. Administer Configuration Service

From the Avaya IP Office R8 Manager screen, select File > Advanced > Security Settings
from the top menu. Select the proper IP Office system, and log in with the appropriate security
user credentials (not shown).

From the configuration tree in the left pane, select Security > Services > Configuration to
display the Services: Configuration screen in the right pane. For Service Security Level, select
Unsecure + Secure as shown below. In this compliance testing, TalenTel-HCMS PMSI used the
secure level for the Configuration Web Service interface.
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Security Settings Service : Configuration

= "'_‘| Security Service Detail: |
B General
w2 Systemn [1] Mame IEonfiguration

s SGIPSD
B Huost System SGEIPS00
=0 Services [] Y I

BaY Corfiguration Service Port I5EIBD4, 50805

P8 Security Administration

Q2 Service Security Level IUnsecure +Secure j

T Systern Status Interface
7% Enhanced TSP

-3 HTTP

% Wweb Services

[#-ig@ Rights Groups [16]

-y Service Users [12)

Under SMGR Admiristiation [~

5.4. Administer Security User and Rights

From the configuration tree in the left pane, right-click Security > Service Users and select New
in the pop-up menu that appears. Specify the New User Name, e.g. Ultra, and appropriate
password as shown below and click OK. This user will be used to configured TalenTel-HCMS
PMSI in Section 6.3.1.2

Mew Service User Details |

Mew User Mame ILIII:ra @

Mew User Password I-""u-

Fe-enter Mew User Password Im
oF; I Cancel |

LYM; Reviewed: Solution & Interoperability Test Lab Application Notes 9 of 28
SPOC 5/9/2012 ©2012 Avaya Inc. All Rights Reserved. UltraPMSI C-IPO



From the configuration tree in the left pane, under the Rights Groups, select the Manager
Group. In the right pane, select the Configuration tab. Confirm the Manager Operators

Rights is as shown below.

Security Settings
0oL Security

@ General

-y SGIFS00

=% Services [E)

----- % Configuration

----- % Security Administration
----- @ Syatem Status Interface
----- % Enhanced TSP

..... £ HTTP

----- % Web Services
=-4f§l Rights Groups (15]

----- {a Administrator Group
..... m M anager Group

----- m Operator Graup

----- 8 System Status Group
----- 08 TCP& Group

----- {a IPDECT Graoup

----- m SMGR Admin

----- 108 Security Admin

----- {a Backup Adrin

----- 8 Uporade Admin

----- 108 System Admin

----- 8 Maint Admin

----- 18 Business Partner

----- m Custarmer Adrin

----- 8 Maintainer

=gy Service Users [12)

: -y Administrator

Rights Group

Manager Group

Group Detailz Eonﬂguratlon Securty Administration | Swstem Status | Enhanced TSP | HTTF I Wweb Services I

IP Office Service Rights

Merge configuration
Drefault configuration

Fieboot when free
Fieboot at time of day

Fiead all configuration
‘wiite all configuration

Feboot/Shutdawn immediately

I anager Operator Rights

O FRead Only

O administrator

O Operatar

M anager

O User & Group Edit
O User & Group Admin
O Dir & Account Admin
O Time & attend Admin

O ICR % User Rights Admin
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From the configuration tree in the left pane, select the new Service User created above. In the
right pane, under Rights Group Membership, select the Manager Group above.

Security Settings Service User : Ultra
S| "F,‘I Security Service User Details |
@ General
E| » System [1) M arme |Ultra
L s 55”:'590 xxxxxxxxxxxxxxxxxxxxxxxxxx
’? Services B Passward I Change | Clear Cache |
s Conflguratlon ) Account Status IEnabIed j
T Security Administration
(7D Spstem Status Interface Account Expiny |<None> j
% Erhanced TSP
@ Erhance Rights Group Memberzhip
7B HTTP
-7 Web Services ] Administrator Group -
m Right: Groups [15)
Elh Service Users [12] [] Operator Group
-y Admiristrator [] System Statuz Group
i’? Manager [ TCPA Group
'1"3 Operatar [] IPDECT Grn_up
@y EnhTcpaService O gMGF-‘ A':Tn
~§y IPDECTService ) Secuiy hdmin
h [ Backup Admin j
h SMGREB5300&dmin
@y BusinessPartner
-y Maintainer
@y Servicellser
gy Servicellzerl

‘l“? Servicellser?

5.5. Administer System Password

Select Security > System from the configuration tree in the left pane to display the System:
SGIPS500 screen in the right pane, where SGIP500 is the name of the IP Office. In the
Unsecured Interfaces tab, click the Change button next to the System Password to configure
the IP Office System Password. The System Password is used in Section 6.1 to configure the IP
Office TAPI Driver.
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= ‘nl Security

----- % Configuration

(3 Security Administration
(b System Status Interface
(7% Enhanced TSPI

3 HTTP

R B Wweb Services

-8 Rights Groups [15]

Elh Service Users [12)

----- & Administrator

----- &5 Manager

----- &5 Operator

----- & EnhTcpaService

----- i3 IPDECTService

Security Settings

System : SGIP500

Spstern Dietailz Certificates I

R R R R R

System Pazsword I

W1 Pro Password Ixxxxxxxxxxxxxxxxxxxx

[T

Manitar Password I

Change

_rerge_|
Change |
__rerae_|

Change

Application Controls
TFTP Configuration Read v EConf

TFTF Configuration tite r Program Code
Woicernail v

Real Time Interface ¥

TAPI v
HTTF Directory Read v
HTTF Directory ‘te v

- Application Support

| Application | &ctive| Limitations

Upgrade wizard

AYAY

Soft Consale
Analogue DECT
Tar

tulii Media Module
Call Statuz
Conference Centre

AYRSANENRNENAN

ARG Directory Services

Click OK. In the Manager window, select File - Save Security Settings to push the settings to
IP Office and wait for the system to update. This completes the configuration of the Avaya IP

Office.
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6. Configure TalenTel-HCMS PMSI

This section provides the procedures for configuring TalenTel-HCMS PMSI. The procedures
include the following areas:

e Administer TAPI driver
e Obtaining IP Office Configuration Web Service SDK
e Configure TalenTel-HCMS PMSI Settings

6.1. Administer TAPI Driver

Avaya provides the Tapi Driver from http://support.avaya.com. The latest TAPI driver is used
which in this case is “tapiQ4Maint2011.exe”. From the TalenTel-HCMS PMSI Server as shown
in Figure 1, select Start > Control Panel, and click on the Phone and Modem Options icon
(not shown below). Inthe Phone and Modem Options window, select the Advanced tab.
Select the Avaya IP Office TAPI2 Service Provider entry, and click Configure (A E).

AL AN R T
HoMn | EimEs e |

Y TEsERS R RN L
B
1S TR (p)

bvaya IF Office TAPIZ Serwice Provider

Microsoft H 323 Telephony Service Provider

Microzoft HID Fhone TSP

Microsoft Multicast Conference TAPI Serwice Prowider
HDIS FProxy TAFT Service Frowider

TAPT Eermel-Mode Serwice Prowider

Imimodem 5 Service Frowider

Fmo. . | BRe | BEo. |
wE | mE | AW |
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The Avaya TAPI2 configuration screen is displayed. For Switch IP Address, enter the IP
address of Avaya IP Office. Select the radio button for Third Party, and enter the IP Office
System Password configured in Section 5.5 into the Switch Password field. Reboot the server.

FH 5 S = e TR 2] %

Avaya TAPIZ? configuration |

Switch IP Address |1D.1.3IJ.1D

Cancel |

£ Single User -

Uzer Mame I

Ilzer Pazsward

& Third Party

I—
Switch Pazsword IW

[T Ex Directony Users
v it Users
¥ ACD Queues

wE | i | EAw |

6.2. Obtaining Avaya IP Office Configuration Web Service SDK

Avaya provides the IP Office Configuration Web Service SDK for DevConnect members to
incorporate [P Office configuration changes in their solutions. The Configuration Web Service
SDK must match the release of the IP Office that is deployed, in this case Release 8.0. To obtain
the [P Office Configuration Web Service SDK, browse to https://devconnect.avaya.com/ using a
web browser and login using a valid DevConnect member account. Then click Products &
SDKs > IP Office > IP Office Release 8.0 Contents to locate and download the Configuration
Web Service SDK. Beijing Ultra implementation engineer will then deploy the files from the
Configuration Web Service SDK onto the TalenTel-HCMS PMSI server.

6.3. Configure TalenTel-HCMS PMSI Settings

CTILink and PMSI Gate are the modules that provide inter-connection between [PO and
PMSI/CTI modules. In the test environment, these are setup together with the TalenTel-HCMS
server and the database which is not shown in subsequent steps. Details can be referred from the
TalenTel-HCMS Property Management System Configuration manual [3].
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6.3.1. CTILink and PMSI_GATE
6.3.1.1 CTILink setup

In the Ultra CTILink window below, select System Parameters Settings > Setup (RAESH KX

F > ®E RG2S %) and the next screen will pop up as shown on the next page.

Ultra CTlLink i

ERERL EREHEE0 FEiEEM E£TA)
AR

shERe | dMEROS [ IFMEE [ IENAEE | FHSH | M=

BIREET

FS | A0S8 | ks | e | Sahe | EUSH | I EH

| 4 #L%7s | ASENT D

301
302
303
304
305
321
331

=i -1
i -1
i -1
T -1
=i -1
=i -1
T -1

=1 O T A LD RO

BRI (EES SNSRI 2@

A EER |

ERREESR
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Configure the PBX IP address (32 #4l IP Hilik) which in the setup is IP Office address. The
PBX port AT EHLAR S35 ) is not required. The rest is left at default.

BEEEFGEN

LX)

<1 < 71 71

PEXFRAE—ACTILinkIEzh AR, ®E. ..
r

THH, TP Mt

THMBESHO |

R RS 2E |0

{PEERSE IP Myt |168. 168. 168, 32

V330 s
r
r

V4.0 MRS
v

IREERE RO |20002

iFil{E EHitgal |0
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From the Ultra CTILink main window, select System Parameters Settings > Setup PBX

Interface (RASEKE > KB FHE O XA, The TSAPI Password provided in Section
5.5 is entered as shown below and click Save ($R%F). The Ultra CTILink program has to be
restarted for the changes to take effect.

EE=raEn [ S|
A
EREEHICTIEO %M | |

B B REE
[

I

S Ebvaya TSAPT &3
TSAPI UzerName |

TSAPT Pas XXXXxXx ‘tralZi

T54PT ServerName |

B RPRL £ 1 SRR T L |
RGP T SR ERRERO |

T AR AR EM ST

w

6.3.1.2 PMSI_GATE

Setup of the PMSI_GATE is as shown in the screen shot on the next page. The following
parameters are required:

PMSI _GATE IP address (PMSI_GATE #s#k) : 10.1.10.123
PBX port (PBX RSB 05 : 16016

PBX IP address (PBX IP #4t) : 10.1.30.10

PBX port (PBX fR$5-Bt05) : 50805 (Secure Access)

PBX login (PBX HHHKE) : Ultra

PBX password (PBX B % 5) : As obtained from Section 5.4

AN S
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oy SERE L= [ .-

FMSI_GATE S#I5E

FMSI_GATEMH)E  [ENEE

INSI{EMEOE 16018

PEXE B EHIRE
FEX IEMufit 10,1, 30,10 FELARSHROE 50805
PEX SRS Ultra PEL BE Xxxxxx 23
| omE | | o=m |
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6.3.2. PMSI

6.3.2.1 PMSI interface parameters Settings

Select parameter settings=> internal interface settings (S & L N BEOSHIKE)

SEEEERHENSH

BERERG T ey [127-0.0.1

BEEEER 1P O 18001

BegsiREEy |
EEREERREES

Z-- AR EA TP WEBIRO S

EEEEED wp kigwn 5000
ESEEST4S we #wgn P00

i UDP {EEEMEY |

2 e ZEFO

-
I BHSRERERRRAEE

SARERGEDSH

[ BESRFEERHMDN SEHREREES

MEHBES TP ML |

nEH B RGO |
™

EEMNEHBERHKNHEO S0
EHMTBRGMAD2 S0
 BHSHETERRRANEE

EE BEESHRE

RN EEEE DS

HETHREE R

44, TP fhyr |10- 1010123
i 16000

SRR TP it |10.1.10.123
WENEIE RO 16016

¥ iEiEs R EEES
EEEaNmE0 | =l

ORISR SR |
2O EHRNEEAES
A AT

v {5 R S AL P B AT ThiEE
-

I AeE i e 8
ZER AN e M BT
ST g (L M E i iERR ()
W BshS Ry S8R O
L2 |AVATA IFO -]

ZENBSFREEEBEOSH

EHRWIBSEEED IP it |

T RLE S R s
[

FCG FFERY ACDES |

RGBS FE |

EERESEEEOMRO | I~
I BEhSZEHRNIEEEEROREE

B HhFEE

Here is the setup of PMSI port and PBX connection setup. PBX connection can be setup via the
network or serial ports. Here are the main parameters for the PBX connection:

A.PBX setup (BZ#HLHEH)

Select any

B.PBX IP address (AZ#eplIPHitt) : 10.1.10.123

C.PBX port (AZ#eHl¥m)
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D. Secondary Management IP address (% B & BB 5 ): 10.1.10.123
E. Secondary Management port (5 B & BEAR G 1): 16016 (thru PMSI Gate)
Select Use Network for Connection to PBX (ZE#ATHHLAHE FPILL) .

Select Start PBX port connection (“/3 3 532 ¥ H i 0 BZEHL”) and select Avaya IPO
for the PBX Type (BZ#HLKE])

The voice mail server is not setup in this environment for testing as there is no setup required for

the Voice Mail portion BE¥HLEZFEH B K 1EE DO SE) . Click on the Setup (“RESH”)
for the settings to take effect.

Below is the successful startup of the PMSI.

Ty UltraPMSTEESESGED

BIEHEET

it sfeE Rl ETEfF BE

P012-03-24
2012-03-24
2012-03-24
2012-03-24
2012-03-24
2012-03-24
2012-03-24
2012-03-24
2012-03-24

10:42:
10:42:
10:42:
10:42:
10:42:
10:42:
10:42:
10:42:
10:42:

JEXT_INFOEXT=301]302|303]304|305]321]3531 ] ; GCONN_ECHO ; SERVER=LINKCLIENT: L
Connect Pbx System 10.1.10.123:16016 OK |

Send To Pbx : CONMN_DATA

Cormnect Pbx Swystem 10.1.10.123: 16000 O !

Send To Pbx : CONMN_DATA

Start PM3I Swztem with CommandMode=0; Uze DataBaze=1;

Connecting Aux 10.1.10.123: 160168

Connecting FEX 10.1.10.123:16000

Start UltraPMSI System |
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6.3.3. CTI module

6.3.3.1 Module Interface

EGRMES SERE 2EPQ  FFA
B HETEE @EiEE TIAISE | BRET SIDESET SIERSET
haSmEE qbrx

PR b K- #& Is RIESH ERAN  AEE B
FS|EUER WUEH FRARRAIE) | BIEETE | HRMER | Trunk I3l

P BA SRS -
FLRR FWER WHEE FHAITE | HBAIE | HEARHE HBAEE Hiphze

10:45:10 CT1, Start UltraCT] Service To Listening ATClient!

10:49: 10 LK, Start Ultralrk Client Service OK!

10:45: 10 OEM, Start UtraCTI Service To Listening CEMClient!
49 Start UltraSOA Service To Listeri

Client Connect to Server|

20120324 10:43:13.8464
754

2012EE3 24 10:49:27 BER#E: s TI8: a0 Bl 2012/3/24 10:48:14

When the operator is successful in starting up the CTI system, the running program interface is

as shown below:
&g UltrachM EF-ME%

EREES) #BMREE  EERS0) XTW

e ]

Tr P B [ SrEE G ElEE TATSEF  BERET ELUESET BIESET

e ER
TS (ShEE) TS 2] Is ARiEHED ERES,
FS S8 WS FHigRdE [ BiERiE | BER [ Tunk  |FFMFE B = s 05
FEMBARIRS -

FFLATR EMEH WS FiREdiE | HRARTE | HEABHT HEARE | HpheR

11:01:39 CT1->8600,DEV_INFO;5ubKey=GROUP;Name ={ 5402, Type=1;Group=2; 3 53R E: 20120324 11:01:39,5990 -
:01:39 CTI->8500,DEV_INFO;SubKey=5YS_INFO;Name=CTI_TIME;Type=10;Info=2012-03-24 11:01:39.602;; RieA1E): 201203241

39 CTI-»8600,UID_INFO;Ext=305;Info=10, 1. 10, 123: 53554;Uid=8600; Uld_name-&ﬁﬂﬂ Uid_group=1;Uid_state=01;Uid_notwork_

46 CTI-5LNK1,CONN_DATA;Info=UltraCTT;

46 LNK1->CTT, CONN_ECHO;KeyCode =;Info=LNK;; #8It28TiE]; 20120324 11:01:46.0744

50 8600-=CTI,Client-1 Cause SocketException,Reason:niiE FANIRIEX AT —MNEENERE . (10054)[-1: EHEES2] WA iE

50 CT1->8600,UID_INFO;Ext=305;Info=10. 1. 10, 123:53554;lid=8600;Uid_name =4 [F00;Uid_group=1;Uid_state=00;Uid_notwork_

50 Gn»asnn,g)fliﬁ&ﬁﬁ'_ﬁcnjgg!

7 CRM(2)->CTL,Client-2 10,1.10,123:53573, joined[1: $%E&#]:#8U04ig: 20120324 11:02:07. 2846 —

;Ext=305;Info=COMPRESS = ,REG_GROUP=ALL;;Uid=8663;Uid_group=0;Uid_pwd=MTIzNA==

astlt= 1;Cause=0k; § EEE‘]@ 101203141102 07.3986

-»B663,DEV_INFO;5ubKey=EXTS; Type=10;Info=¥& | B B & f= AEE FHesdvw~? (B9

7 CT1->8563,DEV_INFO;Subkey=TRUNKS; Type=10;Info=1%? :;mg P8Il (EEE eise2

7 CTI->CRM, Response UID_INFO:3663] E

7 CT1->8563,DEV_INFO;Subkey=AGENT;Type=10;Info=2{ 12 3] i~ ﬂﬁ/‘wx%jﬁﬁ#&%oﬁ,m ?{ Rt e

->B663,DEV_INFO;5ubKe —GROUP;Nam&:ﬂ%fﬂl Type= leup—l‘ B
;Grou

< [ ] + €| 1 ] r
2012838240 11:02:11 WBERME: sa TI5: s600 TRAE: 201273724 11:01:13
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6.3.3.2 CTI Module Parameter Settings (%%%f(ﬁ'ﬁ)

CTI service module IP address (CTI {55%% IP #ihb) - 10.1.10.123
CTI service module port (CTI fk%5283%% ) : 18000 (service port for CTI)

In the test environment, the OEM module (%45 #%) is not required as IVR (Interactive Voice
Response), MCI (Multi-Media Communication Interface), CDR (Call Detail Recordings) were
not setup for testing.

[ & BECTEESZeN - - ez
Fingn FRLIEACTEE RIS T
CTIFREEIriht  ONWTNEE [ idEE TR B e A B S

(HOENE AR « WiraMoni tor « baworker2E$F F{EM ) I:‘ B BEhEAE SAETEE
0 P EEEhENESE EAE

FR#UFICEREEABEEB ) 0

CTIfRE-28iO 18000

B e ERHhEAEE 10
(HIVE HCT» CORSEPERE RS TR 2R SIRFRAREE 0 G
. B P
DEMPRSE IR 18001
" SAEIEN ST
{REARS MO 20003 IFIS NS TR
— 7] R PR A TS
ST I ACDE ST
[ BIEN S RERYL, STREMHERCTT SERA S HIEE
BREREC, SERNEREAL o e e ]
= = > EHEFAEEAR: o 350
| #7 | | BE |
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6.3.3.3 Database access setup

The database access is setup with the IP address of the database server installed. In this case
shown on the screen, the IP address is the TalenTel-HCMS server.

-

(B zeemes o - P

SEEREE  REMEERSSEEE SRR

RS SSafn it 100110123
$MEEERHR  CALLTHINE]

WS ==

D kR

| &% | | =4 |
6.3.4. TalenTel_Talk module

This module requires Microsoft .NET 3.5 environment setup on the Operator console running on
Microsoft Windows 7.
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6.3.4.1 Module interface:

) TalenTel HOMSESERE

RiBfe) SEEEANEEM
Lhred T AR Y
PLE MorningCall) bsfs

FUSE BSE HE R

IUER  WMEE HE R

=fe sl
|mz=E: \

REs ew D
- v s

203 me oo
S5 E e
HOEEEREEET
JECR Y

2 2 2 2 ]
= ] = = P
8 E] = E] 2

[= -]
== ]
=]
3

= =]

| 1o | wwsmen|

i

RS
‘gg " ‘E BEE ‘ HaiEans-ad | iZous-ou |
= - ZEw
11:03:04 03/24/2012 7~ | R : 663 BR | BT : 2012/3/24 11:02:06

6.3.4.2 Database setup

The database access is setup with the IP address of the database server installed. In this case
shown on the screen, the IP address is the TalenTel-HCMS server.
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HriREE =R
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EREE | MERSSEEEN | BEEE

CallThink #IEARS S21EEEH

10.1.10. 123
CALLTHIFE

=4

Fookok ko

10.1.10.123

CALLTHTHE_CEM

=4

Rk

10.1.10. 123
CALLTHTKE_CIR
za

Fkkokkkkok

| 77 | | ®# |

7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya IP

Office and TalenTel-HCMS PMSI.

7.1. Verify TAPI Integration

Initiate a call from a guest room to another and verify the call is answered by Voice Mail
Lite/Pro if the called guest did not answer the call. The Voice Mail Lite/Pro is being used for
testing in the absence of the TalenTel-HCMS without the Voice Mail module.

Using the TalenTel-HCMS simulation test interface, activate Do Not Disturb for a guest room
and verify using IP Office System Status application or by calling the guest room.
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7.2. Verify Configuration Web Service Integration

Use the TalenTel-HCMS simulation test interface to perform a guest check-in request. Verify
that the guest name and user rights template are updated correctly on Avaya IP Office as part of

the check-in process.

') Jason: 321

User |'v'u:uiu:email| DD | ShortCodes | Source Mumbers | Telephnn\;l Forwardingl Dial In | Yoice Recording | Bul

Mame

Password

IJasnn

I******

: ] [rtoton
I Full Mame Iyanjia

Extension

|321

Locale I

Priarity |5

System Phone Rights INnne ﬂ
Prafile IPower Lser ﬂ

El Receptianist

¥ | Enable Softphone

¥ Enable one-¥ Portal Services
™ Enable one-¥ TeleGommutsr

™| Enable Remote Warker

Lef L

8. Conclusion

These Application Notes describe the configuration steps required for TalenTel-HCMS PMSI to
successfully interoperate with Avaya IP Office 8.0. All feature and serviceability test cases were

completed.
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9. Additional References

This section references the product documentation relevant to these Application Notes.

[1]IP Office KnowledgeBase 8.0 Documentation CD, Dec 2011, available at
http://support.avaya.com.

[2] TalenTel-HCMS Property Management System Users’ Manual, available at
http://www.allytel.com.cn/.

[3] TalenTel-HCMS Property Management System Configuration Manual, available at
http://www.allytel.com.cn/.
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Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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