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Abstract

These Application Notes describe the procedure for configuring Objectworld CallAttendant
Office — analog integration to act as a centralized voicemail with Avaya IP Office.
Information in these Application Notes has been obtained through compliance testing and
additional technical discussions. Testing was conducted via the DeveloperConnection
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes focus on the steps required for configuring Objectworld CallAttendant
Office — analog integration to act as a centralized voicemail with Avaya IP Office.

Objectworld CallAttendant Office (CAO) works with integrated e-mail systems such as
Microsoft Exchange, Lotus Notes and IMAP compliant e-mail systems to provide users with a
single storage and access point for voice, fax, and e-mail messages. Support for non-integrated e-
mail systems is also supported through an integrated messaging client to allow users to visually
manage their voice and fax messages. CAO provides full fax server capabilities including
management of incoming and outgoing faxes. The steps outlined in these Application Notes
address one possible configuration available with CAQ.

The configuration information provided in these Application Notes assumes the prior successful
configuration of the CAO — Analog Integration with Avaya IP Office as instructed in reference
[1] for the Main Site. The differences in configuration are noted below:

Reference [1] Main Site
configuration configuration
CAO Dialogic Ports 4 8
CAOQ Dialogic port extensions x233 —x236 x211 —x218
CAO Voicemail Hunt Group cao vm (x6599) caovm (x6570)
CAO Auto Attendant Hunt Group cao auto aa (x6570) caoaa (x6599)"
Microsoft Active Directory and Yes No
Exchange used
End User — Import from Active John Yaya (x6501) -
Directory John Finnegan (x6510)
End User — Manual entry of new John Bigbootei John Yaya (x6501)
users (Local Message Store) (x6517) John Finnegan (x6510)
John Roberts (x6517)
John Bigbootei (x2501)
John Doe (x2510)

Table 1 — Differences in configuration between Reference [1] and Main Site

Note about use of Avaya IP Office TAPI in a centralized voicemail scenario and use of
TAPI Line Redirect function: Reference [4] states Avaya IP Office does not support
centralized TAPI in an Avaya IP Office networked environment using Small Community
Networking. The reference also states Avaya IP Office does not support the use of the Line
Redirect function when controlling an individual extension via TAPI. Objectworld has
implemented a solution for CallAttendant Office to act as a centralized voicemail in response to
customer demand. Objectworld assumes responsibility for technical support issues arising from

' Called CAO Main AA in Main Site CAO configuration.
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Objectworld’s use of Avaya IP Office TAPI in a manner that is not supported as documented in
reference [4].

The configuration in Figure 1 shows a network consisting of two sites, Main Site and Site A.
Both sites are connected via a T1/PPP link provided by Cisco 1841 routers.

At the Main Site, an Avaya IP Office 406v2 with Avaya IP400 Phone Expansion Module, Avaya
IP Office Manager PC, Objectworld CAO server, and Avaya 4600-series IP telephone are
connected to an Avaya C363T-PWR Stackable Switch. Avaya IP Office has T1/PRI and analog
trunks to the central office. An Avaya 6408D+ digital telephone connects to Avaya IP Office
and an Avaya analog telephone connects to Avaya IP400 Phone Expansion Module. The Main
Site Avaya IP Office TAPI driver must be installed on the CAO server to establish a TAPI 3™
party call control connection to Main Site Avaya IP Office. A CAO hunt group, caovm, was
created and configured as the system voicemail on Main Site Avaya IP Office. The hunt group
was made up of the analog station ports connecting Main Site Avaya IP Office to the CAO
server. Another CAO hunt group, cao remote vm, was created to receive voicemail coverage
calls from Site A Remote Agent and overflow to the caovm hunt group.

At Site A, an Avaya IP Office Small Office Edition, Avaya IP Office Manager PC, Objectworld
CAO Remote Agent PC, and an Avaya 4600-series IP telephone are connected to a CyberPath
PowerPath POE4408 Switch. The Site A Avaya IP Office has an analog trunk to the central
office. An Avaya 6408D+ digital telephone connects to Site A Avaya IP Office. The Site A
Avaya IP Office TAPI driver must be installed on the CAO Remote Agent PC to establish a
TAPI 3" party call control connection to Site A Avaya IP Office. A CAO hunt group, caovm
remote, was created and configured as the system voicemail on Site A Avaya IP Office. The hunt
group was made up of analog station ports configured for this purpose.

The CAO Remote Agent at Site A is responsible for redirecting voicemail coverage calls and
automated attendant calls to the cao remote vm hunt group at the Main Site Avaya IP Office as
well as supplying the CAO server at the Main Site with all of the necessary information for
answering the call correctly for the redirected call. The CAO Remote Agent operates as
follows:
= Listens for calls forwarded to the Site A caovm remote hunt group via TAPI messages.
* Once a call is forwarded to the Site A caovm remote hunt group, the Remote Agent then
does two things:
0 Redirects the call to the Main Site cao remote vm hunt group using TAPI
lineRedirect®.
0 Sends the called party information along with a unique call identifier to the CAO
server running at the Main Site via TCP/IP.
= The Main Site Avaya IP Office then redirects the call to the CAO server, which handles
the call as if it were placed to an extension at the Main Site.

The tested configuration is shown in Figure 1.

? Please refer to the Note about use of Avaya IP Office TAPI in a centralized voicemail scenario and use of TAPI
Line Redirect function at the beginning of Section 1.
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Figure 1 — Network Configuration Diagram

Note: For security purposes, Avaya IP Office does not support nested forwarding. In the event
CAO becomes unavailable, calls to extensions, which are forwarded to the CAO hunt group as
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coverage calls, will not be routed to the CAO hunt group’s overflow or fallback path. If such a
scenario occurs, the administrator must make alternate call routing arrangements until the CAO
becomes available.

Table 2 lists all users and associated extension numbers for Figure 1.

End User Name Extension Site Note
John Yaya 6501 Main
John Finnegan 6510 Main
John Roberts 6517 Main
John Bigbootei 2501 Site A
John Doe 2510 Site A

CAO Hunt Groups

caovm 6570 Main

cao remote vm 6571 Main

caoaa 6599 Main

caovm remote 2570 Site A

caoaa remote 2590 Site A | Called CAO Remote AA in

CAO configuration

CAO Ports

cao port 1 211 Main

cao port 2 212 Main

cao port 3 213 Main

cao port 4 214 Main

cao port 5 215 Main

cao port 6 216 Main

cao port 7 217 Main

cao port 8 218 Main

CAO Remote Agent Ports

3

caora portl 201 Site A | Nothing connected to port
caora port2 202 Site A “
caora port3 203 Site A “?
caora port4 204 Site A “”

Table 2 — User to Extension Mapping

3 The CAO Remote Agent analog ports should not have anything connected to them as they are used to redirect calls
to the CAO at the Main Site. The redirection is performed using TAPI 3™ party call control (TAPI lineRedirect).
Please refer to the Note about use of Avaya IP Office TAPI in a centralized voicemail scenario and use of TAPI
Line Redirect function at the beginning of Section 1.
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration
provided:

Equipment Software/Firmware
Avaya IP Office 406v2 3.2(54)
Avaya IP Office Small Office Edition 3.2(54)
Avaya [P400 Phone Expansion Module 5.2(54)
Avaya IP Office Manager 5.2(54)
Avaya [P Office TAPI Driver 1.0.0.27
Avaya 4600-series IP Telephones 23

(4610SW, 4620SW)
Avaya 5420 Digital Telephones -

Avaya Analog Telephone -
Avaya C363T-PWR Stackable Switch 4.3.12
Cisco 1841 Router 12.3
CyberPath PowerPath POE4408 Switch 2.03.1.22PoE
Intel Dialogic card(s) — D/4PCIUF (installed in the 6.0 SR71
Objectworld CallAttendant Office Server)

Objectworld CallAttendant Office Server 4.0.9
Objectworld CallAttendant Office Client 4.0.9
Objectworld CallAttendant Office Remote Agent 4.0.9

Table 3 - Equipment and Software / Firmware Versions Validated

3. Configure Avaya IP Office
3.1. Configure Main Site Avaya IP Office

The configuration information provided in this section describes the steps required to modify the
Main Site Avaya IP Office configuration for this solution.

It is assumed the Main Site Avaya IP Office has already been configured as described in
reference [1] with the exceptions noted in Table 1.

For all other provisioning information such as Avaya IP Office installation and configuration,
please refer to Avaya IP Office product documentation in reference [2].

Step | Description

1. | Log into the Avaya IP Office Manager PC and go to Start — Programs — IP Office —
Manager to launch the Avaya IP Office Manager application.

2. | In the Manager window, select File — Open Configuration to search for Avaya IP Office in
the network.

SCR; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 45
SPOC 4/23/2007 ©2007 Avaya Inc. All Rights Reserved. ipo-cao-cntlvm



Step | Description
3. | Log into Avaya IP Office using the appropriate login credentials to receive its configuration.
IP Offices IP406v2-21 el ol
=1 .:. -TD;E;:(I) System LANI | DHs \u'o|cema|| Telephony H323 Gatekeeper | LDAP System P.Iarms Twmnlng (DR _ _
) IP40Ev2-21 Mame [1P40Ev2-21 Lacale Unlted States (LS Engllsh) ¥ 2
-1 Line (&) Time Off set o000 = |
- Cantrol Uik (43 {hours:minukes) [% o |
AL ) TETP Server IP Address [192 . 45 .210. a1 |
[ ; User {44)
[+ # HuritGroup (4) Time Server IP Address o 0 i} 1]
-8 short Code (62)
B service (0) File: Witer IP Address | 0 0 i] o |
-l RAS (1) ; ' =
® e Incaming Call Routs (; License Server IP Address | D D El El
k@) WanPort (0) AYPP IP Address 0.0 .0 .aQ
a4 Directory (0)
”,”‘ Time Profile (0} Conferencing Center LRL
w8 Firewall Profile (1) ] :
& Wl P Route (2) [] D=5 Skatus [ Hide auto recording
¢ Least Cost Routing (0 Beep on listen [[] Favor RIP Roukes, ower static routes
s i Account Code (0)
(- W, License (1)
W& Tunnel (0) o]
- Loglcal LAM {0)
= A R s .-
Ready
Configure default route
4. | In the Manager window, go to the Configuration Tree and right-click IP Route. In the popup
menu that appears, select New.
5. | In the IP Route window that appears set IP Address to 0.0.0.0, set IP Mask to 0.0.0.0, set

Gateway IP Address to 192.45.210.1 and set Destination to LAN1. Click OK.

Ei 0.0.0.0° ﬁs~|><_|«|<|>l
| IP Route '_
IP Address 1] u] 1]
IF Mask. | 0 il i}
Gateway IP Address 192 45 21EI
Destination :\.L..Q!‘.\Ill v
Metric o 3
[ Prowey ARP
] [ Cancel ] [ Help ]
|
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Step | Description

Create IP trunk to Site A and enable Small Community Networking

6. | In the Manager window, go to the Configuration Tree and right-click Line. In the popup
menu that appears, select New — IP Line.

7. | In the IP — Line window that appears, set Incoming Group ID and Outgoing Group ID to a
unique number. Select the VoIP Settings tab.

7 IP - Line 6" ol Xl
ol Wi
| Line Humber 5 ) | TEI D
Telephone Mumber |__ '
Incoming Group [0 2_2 Qutgoing Group I ;_%2
Prefix ) Il Number of Channels 2U _3-‘
Makional Prefiz a Qutgaing Channels 20 3-_:
International Prefix 90 Yoice Channels 'r_ZU .
Data Channels 20 -_ 3 .;
l 0] 4 ] I Cancel ‘ [ Help ]
hoO000o0n, 172, 16,252, 65:68, unable ko process E—

8. | In the VoIP Settings tab, set Gateway IP Address to the IP address of the Site A Avaya IP
Office. Check Voice Networking and check Fax Transport Support. Click OK.

ﬁ IP-Line 6 ﬁlewhl»l

{WoIP Line | Short Codesié‘:

Gateway IP Address 1192 . 45 . 220 0 194 1 |:| Silence Suppression
Vaice Payload Size (ms) ; [[] Enable Faststart
Compression Made _P.utomatlcSeIec!: ) _v .' [] Lacal Hold Music
H450 Suppart [Hasa v | [ Local Tanes

Enable RSVP

Qut O Band DTMF
&llow Direct Media Path
Woice Mebworking

Fax Transport Support

ok H Cancel H Help ]

0000000, 172.16,252.65:68, unable to process [ |

Create CAO remote voicemail hunt group

9. | In the Manager window, go to the Configuration Tree and right-click Hunt Group. In the
popup menu that appears, select New.
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Step | Description
10. | In the hunt group window that appears, set Name to cao remote vm as listed in Table 2, set
Extension to 6571 as listed in Table 2, add caovm to the Overflow Group List and select
Linear for Hunt Type. Select the Voicemail tab.
ﬁ _ Hunt Group cao remote vm: 6571* T I TV 20 | >I
| Hunt Group E“\n'oicemail Fallback | Queuing | Yoice Recording
Marne EFao remote vm Hunk Type
Extension E'5?1| O anue
. ) ) Linear
Mo Answer Time (secs) O Giredar
COverflow Time {secs) O Most Idle
Call Waiting On
Extension List COrverflow Group Lisk
Extension  Mame [ Group Mame
( | .>._,
Remaove Remaove
oK ] [ Cancel ] [ Help ]
[ .
11.| In the Voicemail tab, uncheck Voicemail On. Select the Queuing tab.

E

Woicemail Code

Hunt Group cao remote vm: 6571

lIback | Queving | Vaice Recording

Confirm Yoicemail Code

“oicemail Email

Yoicernail Email

(& off ) Copy ) Farward O Blert

s x vl 11

[ wvoicemail on
[ voicemail Help
[ Broadcast

][ Cancel ][ Help ]

|
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Step | Description
12. | In the Queuing tab, uncheck Queuing On. Click OK.
ﬁ Hunt Group cao remote vm: 6571 S W, 8 V20 R >l
Hun_F Grloglp m\f'.o!cemfaill I lFaIIlIlJack Volce Rx.acordingl
|:| Cueuing Cn
Queue Limik
(Queue Ring Time (secs) 10
oK ] [ Cancel ] l Help ]
T
13.| In the Manager window, select File — Save to push the configuration to Avaya IP Office,

select Immediate for reboot option (not shown), and wait for the system to update. This
completes configuration of the Main Site Avaya IP Office for this solution.

3.2. Configure Site A Avaya IP Office

The configuration information provided in this section describes the steps required to setup the
Site A Avaya IP Office for this solution.

Be sure to have the Site A Avaya IP Office CTI Link Pro license key on hand as it will be

required as part of this configuration.

For all other provisioning information such as Avaya IP Office installation and configuration,
please refer to Avaya IP Office product documentation in reference [2].

Step | Description
1. | Log into the Avaya IP Office Manager PC and go to Start — Programs — IP Office —
Manager to launch the Avaya IP Office Manager application.
2. | Repeat Section 3, Steps 2 — 7 of reference [1] to determine the System Password of the
Avaya IP Office. Make a note of the password, as it will be required in Section 5.1, Step 7.
3. | In the Manager window, select File — Open Configuration to search for Avaya IP Office in
the network.
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Step

Description

4. | Log into Avaya IP Office using the appropriate login credentials to receive its configuration.

IP Offices

®- & BOOTR (7)

Operatar (3}
IPOSOE-BF
=) Syskem {1}
e | i
-7 Line (8
== Control Unit (3)
[ 4 Extension (14)
@-f User(16)
(- HunkGroup (3)
8% short Code (63)
@ Service (0}
oy RAS (1)
|'_5_f'_:-® Incoming Call Route {3}
g wanPort (0}
a4 Directory (0)
£ Time Prafile (0}
(-8} Firewall Prafile (1)
[l IP Route (2)
"¢ Least Cost Routing (0)
& Account Code (0)
[+ W License (1)
i Tunnel (0%
= Logical LAN (O}
- g Wireless (1)
[y User Rights ()
@ Auko Attendant (00
i-f E311 System (1)

-

| System |Lan1 | Lanz

Marmne

Time Offset
(hours:minutes)

TFTP Server IP Address
Time Server IP Address
File wiriter IP Address
License Setver IP Address
AYPP IP Address

Conferencing Center URL
[ pss status
Beep on listen

[IPOSOE-EF

o

| o

E IPOSOE-8F 2 |

DNS

Received BOOTP request for 000000000000, 192.45,20,2:68, unable to process

Voicemail | Telephory | H323 Gatekeeper | LDAP | System Alarms | Twinning || COR
Locale éUnited States (US English) v it
[ Hide auta recording
|:| Favor RIP Routes, over static routes
e
[ J

Configure CAO Remote Agent Ports

5. | In the Manager window, go to the Configuration Tree and double-click User.

6. | In the list of users that appears, select the user corresponding to the first CAO Remote Agent

port extension listed in Table 2.
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Step | Description

7. | In the User window that appears, set Name to the name of the first CAO port listed in Table
2 and verify Extension is set to the extension number of the first CAO port listed in Table 2.
Select the Voicemail tab.

Ei Extn201: 201* r::i(le|«|<l>l
"U;Ef _i Voicemail. Il IE)ND | ' ShortCodes | Source Numbers. '-I'elephony Forwarding.: IE)iaI In- || Woice Recording- ' -Button Programming.; [ % ¥
Marme: |canra part1 ]
Password !
Confirm Password |
Full Marme |
Extension i201
Locale |
Priaity s
|:| Ex Directory
Device “ Analog Handset
Tvpe
User Rights 3
User Rights view |User data
‘Working hours time profile
‘Working hours User Rights | 3
< | 5
oF ] [ Cancel ] [ Help ]
, 192,45,20,2:68, unable to process -

8. | In the Voicemail tab, uncheck Voicemail On. Select the Telephony tab.

Ei Extn201: 201* ::i(le|«|<|>l
| User DM ' ShortCodes | Source Numbers Telephony | Forwarding || Dial In | Vaice Recording ' Button Programming M
Woicemail Code | | [ vaicemail on
Confirm Yoicemail Code ! | [ voicemail Help
‘oicemail Email | | [ waicemail Ringhack
Woicemail Emnail
Reading
Woicernail Email
&) Off ) Copy ) Farward O alert
Reception | Breakout (DTMF I I
i)} L |
Braakout (DTME 2} | |
Breakout (DTME 3) | |
[8] 4 ] [ Cancel ] [ Help ]
, 192.45,20,2:68, unable to process s
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Step | Description

9. | In the Telephony tab, uncheck Call Waiting On and uncheck Answer Call Waiting On
Hold (Analog). Click OK.

7] Extn201: 201* ﬁvl}{l«|<|>l
User || Voicemail | DMD | ShortCodes | Source Mumbers orwarding || Dial In || Voice Recording | Button Programming |k 4 ¥
Cutside Ring Patkern | Default Ring » [ call waiting on |
. I 7 Answer Call Waiting
Inside Ring Pattern | Default Ring o | | o Hold (Analog)
Ringback Sequence | Default Ring v [ Busy on Held
Mo Answer Time (secs) [] outgoing Call Bar
Wrap-up Time {(secs) 2 | [ offhaok Station
Transfer Return Time {secs) | | [] Can Intrude
Individual Coverage Time [10 Cannat be Intruded
(secs) o
Login Code | [] Force Login
Login Idle Period {secs) ! | [ Force Account Code
Monitar Group <Mone = “ |
Ring Delay {secs) [] system Phone
Multi Line Options [ 1nhibit OFf-Switch Forward) Transfer
Ringing Line Preference
I TP s
4 ¥
[o]4 I [ Cancel ] I Help ]
, 192,45, 20,2:68, unable to process [ ]

10. | Repeat Steps 6 — 9 for each CAO Remote Agent port listed in Table 2. For the purposes of
these Application Notes, CAO port extensions 201 — 204 were configured.

Configure caovm remote hunt group

11.| In the Manager window, go to the Configuration Tree and right-click Hunt Group. In the
popup menu that appears, select New.
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Step | Description

12. | In the hunt group window that appears, set Name to the name of the CAO voicemail hunt

Hunt Group caovm remote: 2670*

| Hunt Group | Yoicemail | Fallback | Queuing | Yaice Recording

Mame |caovm remote
Extension 2570 |
Mo Answer Time (secs) | '

Cverflow Time (secs)

Extension List Crverflov Group Lisk

| Extension  Mame
201 caora parkl
202 caora pork2
203 caora pork3
204 caora porkd

| iaroup Mame

group listed in Table 2, set Extension to the extension number listed for the Site A CAO
voicemail hunt group in Table 2, add all the CAO Remote ports listed in Table 2 to the
Extension List and select Linear for Hunt Type. Select the Voicemail tab.

o R O O R0 O

Hunt Type
O aroup
@ Linear
O cirular
) Most Idle

Call Waiting On

QK ] [ Cancel ] [ Help I

13. | In the Voicemail tab, uncheck Voicemail On. Click OK.

E Hunt Group caovm remote: 2570*

| Hunt Group \" allha_[k ueving | Woice Recording
Yoicemal Code |
Canfirm Yoicemail Code
Yoicemall Email
‘oicemnall Ermnail

@ Off ) Copy () Forward O slert

S [0 o O 20 I

[ wvaicemail On
[ vaicemail Help
[] EBroadcast

(s H Cancel ][ Help ]

000, 192,45,20,2:68, unable to process

L]

Configure cao vim hunt group as system voicemail
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Step

Description

14.

In the Manager window, go to the Configuration Tree and double-click System. In the

System tab that appears, select the Voicemail tab.

= IPOSOE-8F = AN |
l_ANl I .LANZ | DNS I Waicemail I Telgphonsﬂ_" H3z3 Gatel%egper | LI;).\_KP | sttem A_Iarms I Twinn_iﬁg I CDR |
Mamne VIPOS(E)E-SF i Locale ;_Unitedrstates (US Enélislﬁ) v & |
Illﬂrgﬁrg:':rfnsi:fltes) poiog s ,.
TFIP Server P address [192 . 45 . 220 . 45 |
Time Server IP Address . o o o 1] _
File Writer TP Address [0 o . 0. 0]
License Server IP Address .. 0 0 D.
AYPP 1P Address (2 o 0 5]
Conferencing Center URL
[] oss Status [ Hide auto recarding
Beep on listen |:| Fawor RIP Routes, over static routes
¥
0000000, 172, 16,252 ,65:68, unable to pracess ]

15.

In the Voicemail tab that appears, set Voicemail Type to Group Voicemail and set

Voicemail Destination to caovm remote. Click OK.

System | LANL || LaNZ || DNS

Woicemail Type :Group ‘oicemail w '

Woicemail Destination caovm remote |

Woicemail IP Address

ETeIephony H323 Gatekeeper | LDAP || System Alarms | Twinning | CDR

10000000, 172, 16,252, 65:68, unable to process —
Configure caoaa remote hunt group
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Step | Description
16. | In the Manager window, go to the Configuration Tree and right-click Hunt Group. In the
popup menu that appears, select New.
17.| In the hunt group window that appears, set Name to the name of the Site A CAO Auto
Attendant hunt group listed in Table 2, set Extension to the extension number listed for the
Site A CAO Auto Attendant hunt group in Table 2, add caovm remote to the Overflow
Group List, and select Linear for Hunt Type. Select the Voicemail tab.
E Hunt Group cacaa remote: 2590" e X |-
| everee st fpoaeatid] giesip i Gice Re Rl
Mame Hunk Type
Extension !éSQD\ O Gow
. it @ Linear
Mo Answer Time (secs) : O creder
Cwverflow Time (secs) | _. O Mast 1dle
Call Waiting On
Extension List Cwerflow Group List
[ Extension | Name [ Group Marme
caovm remobe
||| (s ]
Remove Remove
[e]4 ] I Cancel I [ Help ]
000, 192.45.20.2:68, unable to process F
18. | In the Voicemail tab, uncheck Voicemail On. Click OK.
Hunt Group caoaa remote: 2690* i S I S IV 2 O 5
s gctnol o oG
Yoicemail Code
Confirm Yoicemail Code
Woicemail Emnail | |
‘oicemail Email [ woicemai on
@ off O copy O Forward O Hert [ waicemail Help
[ Broadcast
oK ] [ Cancel ] [ Help ]
000, 192.45.20.2:68, unable to process
Configure default route
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Step | Description

19. | In the Manager window, go to the Configuration Tree and right-click IP Route. In the popup
menu that appears, select New.

20. | In the IP Route window that appears set IP Address to 0.0.0.0, set IP Mask to 0.0.0.0, set
Gateway IP Address to 192.45.220.1 and set Destination to LAN1. Click OK.

'
F Addres‘s o8 .0 .0
1P Mask, 0.0 .0 . 0]
Gateway IP Address ;192 45 220 1
[ Prowy ARP :
[s]4 ] { Cancel I [ Help J
000, 152,45.20,2158, unable to process i
Create IP trunk to Main Site and enable Small Community Networking

21. | In the Manager window, go to the Configuration Tree and right-click Line. In the popup
menu that appears, select New — IP Line.

22. | In the IP — Line window that appears, set Incoming Group ID and Outgoing Group ID to a
unique number, the number could be the same for both fields. Select the VoIP Settings tab.
Note: Make a note of the value used for Outgoing Group ID as it will be required in Step
25 as well as in Section 4, Step 15.

B rues  EEEIAEED|
SELE Gl

Line Mumber 5 & | TEI D

Telephone Mumber _

Incaming Group IT 22 Cutgoing Group 1D ;?2

Prefix | _I MNumber of Channels 20 31

Mational Prefix U ] Outgoing Channels leo C

International Prefix 90 | : Yoice Channels '_20 =

Data Channels 20 :
[ oK I I Cancel ] [ Help ]
pO000000, 172.16,252.65:68, unable to process |
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Step | Description
23. | In the VoIP Settings tab, set Gateway IP Address to the IP address of the Main Site Avaya
IP Office, check Voice Networking and check Fax Transport Support. Click OK.
P-Line &
YolP Line _Shurt Cudasgi{f
Gateway IP Address |192 . 45 . Zi0 . 193 [ silence Suppression
Vaice Payload Size (ms) -_ |:| Enable Faststart
Compression Mode é;ﬁu!oma;wc Select v [ Local Hold Music
H450 Suppart EI_H450 vl [ Local Tones
Enable R3vR
Out OF Band DTMF
Allow Direck Media Path
Vaice Metwarking
Fax Transport Support
QK ] [ Cancel ] [ Help ]
000, 192.45.20.2:68, unable to process ]
Configure short code used by CAO remote agent to redirect hunt group calls to Main Site
24.| In the Manager window, go to the Configuration Tree and right-click Short Code. In the
popup menu that appears, select New.

25. | In the Short Code window that appears, set Code to 21N;, set Feature to Dial, set Telephone
Number to N and set Line Group Id to the value of the Outgoing Line Group Id
configured in Step 20. Click OK.

21N;: Dial

[ short Cads

Code |21h;

Feature Dla\ v_

Telephone Murnber N‘

Line Group Id 21

Locale | v

Farce Account Code .}

[=]4 ] [ Cancel ] [ Help ]
00000000, 192.45.20.2:66, unable to process |
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Step | Description
Configure incoming call route
26. | In the Manager window, go to the Configuration Tree and right-click Incoming Call Route.
In the popup menu that appears, select New
27. | In the Incoming Call Route window that appears, set Line Group Id to a unique number, set
Destination to 2590 caoaa remote. Click OK. Note: Make sure no other incoming call
route with Bearer Capability set to Any Voice is configured with the same Line Group Id.
E T rmammn
Standard |
Bearer Cap.ability |y veice | v
Line Graup Id [1
Incomning Mumber
Incoming Sub Address
Incoming Caller Id
Destiatin 2580 oo remote B
Locale . I v
Priarity [1 _ v_';
Fallback Extension f v
Might Service Profile <Mone= V
Might Service Destination ._ V
hon, 192.45,20,2:68, unable to process [
Assign incoming call route to inbound trunks being used
28. | In the Manager window, go to the Configuration Tree and click Line. In the list of lines that
appear, click the line (analog or digital) whose incoming calls are to be routed to the CAO
Automated Attendant hunt group extension.
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Step | Description
29. | In the window that appears, set Incoming Group ID to the value used for Line Group Id in
Step 27. A similar procedure is used on the T1/PRI lines. Click OK. Note: The Telephone
Number field is optional.
E Analog Trunk - Line 1 s S [ S V8 RO
Uine Settings \nalog Options
Lire Murmber 7 7
Telephone Murber
Incoming Group 10 1
Outgaing Group 1D :1
Outgoing charinels
oice channels
Prefix
Mational Prefix
Line Appearance ID :724
ot |[ coneel | [ Eep |
00000000, 192.45,20,2:68, unable ko pracess e
30. | Repeat Steps 28 — 29 for each line (trunk) assigned to the Incoming Call Route.
Configure user extensions
31.| In the Manager window, go to the Configuration Tree and click Extension. In the list of
extensions that appear, click the Id that will be associated with the first Site A end user listed
in Table 2.
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Step | Description

32.| In the Extension window that appears, set Extension to the extension number of the first Site

A end user in Table 2. Click OK.

Digital Extension: 35 2501

Extn |
Exkension Id :35
Base Extensian {2501

Caller Display Type

Reset Volume After Calls |

"-.
Device bype Awvaya 5420
Madule ED

Park 1

Xl -

(o4 H Cancel ][ Help ]

—

33.| In the Manager window, go to the Configuration Tree and double-click User. In the right

hand pane, right-click New to add a user.
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Step | Description

34.| In the User window that appears, set Name to the name of the first Site A end user listed in
Table 2, set Extension to the extension number associated with the first Site A end user in
Table 2. Click OK.

Ei <User:0>:* [ S 0 N0 I ]
user[voicemsi | oD | shortcodes | source bers | Telephony | Farwarding | i n | voie Recording | suton o 4
Name |Johin Bigboatei g
Password i
Confirm Password
Full Mame
Extension 2501|
Locale
Priority [5
D Ex Directary
DT'Z‘;? | Device Type Unknown
User Rights
Uiser Rights view |User data
working hours time profile
Working hours User Rights
Out of hours User Rights
b3 * 3
[ o J[ coneel J[ teb ]

35. | Repeat Steps 31 — 34 for each Site A end user extension listed in Table 2. For the purposes
of these Application Notes, Site A end user extensions 2501 and 2510 were created.
Install CTI Link Pro license

36. | In the Manager window, go to the Configuration Tree and double-click System. In the right
pane, verify License Server IP Address is set to the IP address of the machine to which the
Avaya Software Sentinel key (dongle) is connected. If the dongle is connected to Avaya IP
Office directly, it should be set to 0.0.0.0.

37.| In the Manager window, go to the Configuration Tree and right-click License. In the popup
menu that appears, select New.

38. | In the License popup that appears, enter the license string for the CT1 Link Pro license and
click OK.

39. | In the Manager window, select File — Save to push the configuration to Avaya IP Office,
select Immediate for reboot option (not shown), and wait for the system to update. This
completes configuration of the Site A Avaya IP Office for this solution.

SCR; Reviewed: Solution & Interoperability Test Lab Application Notes 22 of 45

SPOC 4/23/2007 ©2007 Avaya Inc. All Rights Reserved. ipo-cao-cntlvm




4. Configure Objectworld CAO

The configuration information provided in this section describes the steps required to modify the
Objectworld Main Site CallAttendant Office configuration for this solution.

It is assumed the Main Site CallAttendant Office has already been configured as described in
reference [1] with the exceptions noted in Table 1.

For all other provisioning information, such as software installation and/or the configuration of
CAO, please refer to the Objectworld product documentation in reference [5].

Step

Description

Verify Configuration

1. | Go to Start — Programs — Objectworld CallAttendant Office — CallAttendant Office
Client and login using the appropriate administrative privileges.

pane.

& Callattendant Office Client _I=l

Eile Edit Wew Tools Help

2. | In the CallAttendant Office Client window that appears, click Users in the left pane and
verify the end user names and corresponding extensions listed in Table 2 appear in the right

Iﬂzu*:ﬁﬁ‘ﬁwwh@ggmmx Ve m @l xﬂ'\

ﬁ Adrin |John Bigbootai‘ Johin Dael

ﬁL Avaya IP Office
i] Remote Agents

Services

Announcements

Diistribution Lists

Fares

Logs

ﬁf CAD Main &4 [6599 on Avaya IP Office]

| B Main Auto Attendant

Administration | Display name = | Extensions | Mods I Message Stare

m Users ﬁi John Bighootei 2501 Personal Assistant Local Message Store wilnkegrabed Messaging
m Forts ﬁ John Doe 2510 Personal Assistant Local Message Store wilnkegrabed Messaging
@ Authentications ﬁ John Finnegan 6510 Personal Assistant Local Message Store wilntegraked Messaging
m Extensions ﬁ {John Raoberts 6517 Personal Assistant Local Message Stare wilntearabed Messaging
fm Data Sources ﬁ John Yawa £501 Personal Assistant Local Message Store wilnkegrated Messaging
m Servers

G, pexs

|Connected as Admin
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Step | Description

+ CallAttendant Office Client
Fie Edt View Toos Help

3. | In the CallAttendant Office window, click Ports in the left pane and verify the CAO ports
and corresponding extensions listed in Table 2 appear in the right pane.

WREEh @ |asamrx o e @[22

Administration

Users
[ ports

B2}, Authentications
T8 extensions
B3\ Data Sources
[, servers

B Fexs

T AvayaTF Office

Services

Announcements

Distribution Lists

Faxes

Logs

[The Admin user prafil does not have anp associated
eitansions 1

Part. Extension | Device

dooB1C2
dixB1C3
dooB1C4
dxxxB2C1
doBace
dixB2C3
doeBaCe

4

L port 2 212
A port 3 213
L port 4 214
U port s 215
W port e 216
A port 7 217
W port s 218
& Port name:

Extension:
Answering enabled:
Device Id:

State:

4. | To verify proper function, place a call to extension 211 from an Avaya IP Office telephone
extension. Verify that CallAttendant Office Voicemail answers. Repeat for each CAO
extension configured, e.g., 211 — 218.

Configure CAO Remote Auto Attendant (caoaa remote)

5. | In the CallAttendant Office window, click Extensions in the left pane, right-click the right
pane and select New Extension... in the popup menu that appears.
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Step | Description

In the Welcome window that appears, click Next.

Welcome to the New Extension Wizard

The new extension wizard helps wou ko

* Create a new associated number {extension)
+ Configure the bype of extension

extension number)
« Define the call answering behaviour

* Associabe the user with an identifwing number (.e,

= Back

Cancel |

Help |

Next.
Select Extension Type

Select Extension Type

Determine the class of extension and a user that will manage its call answering
behaviour,

In the Select Extension Type window that appears, set Select a PBX to Avaya IP Office, set
Select a user profile to Admin, and select Attendant for Select the class of extension. Click

x|

==

Select a PEX: I.ﬂ.vaya 1P Office

[~

Select a user profile: I.ﬂ.dmin

Select the class of extension:

" User
Creates a new extension that belongs to a
user bypically associated with a telephone
 ttendant
Creates a new attendant extension ko

route calls directly to an
auko-attendant

i

< Back I Mext = I

Zancel

Help
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Step

Description

8. | In the Attendant Extension window that appears, set Name to CAO Remote AA, set

Attendant Extension I

Configure Attendant Extension
Dekermine the name, address and default call answering behaviour,

Extension to 2590 and set Run Service to Default Trunk Service. Click Next.

Marne:

Extension:

| CAD Remote A4

| 254

Behaviour

Seleck the answering behaviour ko be associated with this extension,

{* Run Service

| “E Defaulk Trurk Service

< Back I Mext = I

Cancel |

Help

9. | In the Complete window that appears (not shown), click Finish.

10. | In the CallAttendant Office window, select Main Auto Attendant as the service to run for

CAO Remote AA.

= callattendant Office Client N =101 x|
Ele Edt View Iooks Help
s anu|e|esamex ) [cs@ (@2 X

@ Adrin | Jahn Bighootei | John Doe |

e [ [ Display Name: |_address | Answeting Enabled | Service [ Pex [ Assaciated .. |
T B cao man an 6599 Vs Avaya Af Service Avaya P Office  Admin

a Ports CAO Remote A 7590 Ves Avays Ah Service AvayalP Office  Admin

B3 authentications &} 10hn Bighootei £ Yes [Nat Applicale - Personal Assistant User]  AvayaIP Office  John Bighootel

% s ) 200 Doe 2510 Yes [Mot Applicable - Personal Assistant User]  Avwaya 1P Office  John Doe

fh Data Sources &} 10hn Finnegan 6510 Yes [Not Applicable - Personal Assistant User]  AvayaIP Offics  John Finnegan

g, zervers S} 20mn Raberts 8517 Yes [hiot Applicable - Personal Assistant User]  AwavaIP Office  John Raberts

&l Fee G sobn vaya 6501 Yes [Mot Applicable - Personal Assistant User]  AvayaIP Office  John Vaya

@‘L Avaya P Office
Senvices
Announcements
Distrbution Lists
Fares
Logs

F# A0 Main A4 6599 on Avaya IP Office]

|"E Main Auto Attendant » \

%t CAD Femole AA [2590 on Avaya IF Difice] 7=

| “ Main Auto Attendant »|

|Connected as Admin 4

Configure Remote Agent
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Step | Description
11. | In the CallAttendant Office window, go to PBXs — Avaya IP Office — Remote Agents in
the left pane.
12.| In the Avaya IP Office Remote Agents window that appears, click the plus (_i‘l) icon in Agent

configuration to add a remote agent.

= Callattendant Office Client
File Edi Yiew Tools Hel

ol

Wk W@ | 2F sy e8| @) 88|

Administration

B
By ports
B2 authentications
Tl extensions
B, pata sources
), servers
B, Fexe

L Avaya 1P Offics

emote

7] [

Services

Distribution Lists

Faxes

Logs

[The Admin user prafie does nat have any associsted
etensions |

IP Office Remote Agents

Agent configuration

i i |
Hlame [ nddress [ Heartbest: [ Refresh Rate
Managed ext
Bl E g
Extension Target [

(Connected as Admin
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Step | Description

13. | In the Update Remote Agent popup that appears, set Enter a name to identify this agent: to
the desired name for the remote agent. Set Enter the network address used to connect to
this agent: to the IP address of the CAO Remote Agent PC as depicted in Figure 1. Set
Password and Confirm to the desired password. Set Heartbeat to 60 and set Refresh to
300. Click OK. Note: Make a note of the values used for Password and Confirm, as they
will be used in Section 5.2, Step 6.

Update Remote Agent il

Enter a name ko identity this agent:

[ Audi

Enter the network address used ko conneck ko this agent:

[ 192.45.220.45

For security purposes, network connections to agents require a
password, Please enter and confirm the password:

Passwaord: Innuu Confiemmn; quun

Occasionally, contack with remake agents may be lost, Flease
enter the monitoring parameters used ko verify the connection

Heartbeat: I &0 Refresh: I 300|
()4 I Cance| |

14.] In the Avaya IP Office Remote Agents window, click the plus (_5‘|) icon in Managed
extensions to add remote agent extensions.

IP Office Remote Agents

Agent configuration

Managed extensions

il

Extension I Targek |
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Step | Description

15.| In the Update Extension Mapping popup that appears, set Extension to the first CAO Remote
Agent Port extension listed in Table 2, set Target to the digit sequence made up of the 2-
digit short code created in Section 3.2, Step 20 and the 4-digit cao remote vm extension
number listed in Table 2 and used in Section 3.2, Step 10. Click OK.

Update Extension Mapping E[

Define a mapping between an extension on a remoke
system and the local system:

Extension: |2E|1 Target: |2155?1|
(04 I Cancel |

16. | Repeat Steps 14 — 15 for each CAO Remote Agent Port extension listed in Table 2. For the
purposes of these Application Notes, Remote Agent extensions were defined for port
extensions 201 —204. This completes configuration of the CallAttendant Office.

IP Office Remote Agents

Agent configuration

ol %
Mame | Address | Heartheat | Refresh Rate |
Audi 192,45.220.45 &0 300
Managed extensions
Jal [# ]
E:xEtension | Targek |
201 216571
202 216571
203 216571
204 216571

5. Configure Objectworld CAO Remote Agent PC

The configuration information provided in this section describes the steps required to setup the
Site A CAO Remote Agent PC for this solution.

For all other provisioning information, please refer to the Objectworld product documentation in
reference [5].
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5.1. Install and Configure Avaya IP Office TAPI Driver

Step

Description

1.

From the CAO Remote Agent PC, launch the Avaya IP Office User Suite setup.exe in the
CDROM drive from an account with administrative privileges.

Click Custom in the InstallShield wizard. Uncheck Phone Manager and check TAPI to
install the Avaya IP Office TAPI driver on the PC.

Click Next to complete the installation of the Avaya IP Office User Suite. At the
InstallShield Wizard Complete window, click Finish.

Go to Start — Control Panel and double-click the Phone and Modem Options icon in the
Control Panel window that appears.

In the Phone and Modem Options window that appears, select the Advanced tab.

In the Advanced tab window that appears, highlight Avaya IP Office TAPI2 Service
Provider and click Configure...

Phone and Modem Options

Digling Fiules || Modems | Advanced

ﬁg The following telephony providers are inztalled on thiz computer:

Providers:

| Avvana [P Office TAPIZ Service Provider

| Microsaft H.323 Telephony Service Provider

| Microsoft HID Phone TSP

| Microsoft Multicast Conference TAP! Service Provider
| MDIS Prosy TAPI Service Provider

| TAPI Kemnel-Mode Service Provider

| Unimadem 5 Service Provider

[ Add. ][ Bemove ][Qonfigure...

Close
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Step | Description
7. | In the Avaya TAPI2 configuration window that appears, set Switch IP Address to the IP
address of the Site A IP Office, select Third Party, set Switch Password to the Avaya IP
Office system password referenced in Section 3.2, Step 2, uncheck WAV Users, and uncheck
ACD Queues. Click OK.
Avaya TAPI2 configuration g|
Switch IP Address | 192 45220194
() Single User
User Mame
User Password
() Third Party
Switch Password | NN
[] i Users
[ ACD Queves
8. | In the Phone and Modem Options window, click Close.
9. | Reboot the PC for the changes to take effect. This completes configuration of the Avaya IP

Office TAPI Driver on the CAO Remote Agent PC for this solution.

5.2. Configure Objectworld CAO Remote Agent

The configuration information provided in this section describes the steps required to install and
configure the CAO Remote Agent for this solution.

For all other provisioning information, please refer to the Objectworld product documentation in
reference [5].

Step | Description
1. | From the CAO Remote Agent PC, launch the Objectworld Remote IP Office Agent setup.exe
in the CDROM drive from an account with administrative privileges.
2. | In the Objectworld Remote IP Office Agent Setup Welcome screen that appears, click Next.
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Step | Description

5 Objectworld Remote IP Office Agent Setup @

Welcome to the Objectworld
Remote IP Office Agent Setup
Wizard

The Setup Wizard will install Objectworld Remate IP Office
Agent on your computer, Click Mext to continue or Cancel ko
exit the Setup Wizard,

Cancel |

3. | In the End-User License Agreement screen that appears, click | Agree if you agree with the
User License Agreement.

iz Objectworld Remote IP Office Agent License Agreement

End-User License Agreement
Please read the Following license agreement carefully

OBJECTWORLD COMMUNICATIONS CORP.END  ~
USER LICENSE AGREEMENT

IMPORTANT NOTICE---READ BEFORE USING THIS
SOFTWARE PRODUCT

THIS I3 A LEGAL AGREEMENT BETWEEN YOU, THE EMD USER, {'YOLM
AMD OBJECTWORLD COMMUNICATIONS CORP. ("VENDOR"). BEFORE
OPEMIMG THE PACKAGE COMTAIMING THE SOFTWARE PRODUCT (AS
DESCRIBED BELOW), CLICKING OM THE "l ACCEPT" BUTTON DURIMNG

THE REVIEWY OF THIS LICEMSE, OR INSTALLIMNG OR USING THE

SOFTWARE PRODUCT, PLEASE CAREFULLY READ THE TERMS AMD
CONDITIONS OF THIS AGREEMENT. THIS AGREEMENT COMTAINS THE ™

< Back Cancel
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Step | Description

4. | In the Choose Setup Type screen that appears, click Typical.

i Objectworld Remote IP Office Agent Setup

Choose Setup Type
Choose the setup bvpe that best suits vour needs

Typical

Installs the most common program Features, Recommended For
mask users,

Custom

Allowes users ko choose which program Features will be installed
and where they will be installed, Recommended for advanced
USErs,

Complete

&ll program Features will be installed, (Requires most disk
space)

< Back | | Cancel |

5. | In the Objectworld Remote IP Office Agent Port screen that appears, set port number to the
default port (8090). Click Next. Note: Objectworld strongly recommends using the default
port value. Using a different port will require additional manual configuration of the CAO

SCrver.

i Objectworld Remote IP Office Agent Setup

Objectworld Remote IP Office Agent Port i
Please specify a port for the Objectworld Remoke IP Office Agent product E S

Enter a port number For Objectworld Remaote IP OFfice Agent, The default port is 5030,

< Back et = Cancel

SCR; Reviewed:
SPOC 4/23/2007

Solution & Interoperability Test Lab Application Notes

33 of 45

©2007 Avaya Inc. All Rights Reserved. ipo-cao-cntlvm




Step | Description

In the Objectworld Remote IP Office Agent Password Screen, set password to the value used
for Password in Section 4, Step 13. Use the same value for Confirm password.

i Objectworld Remote IP Office Agent Setup

Objectworld Remote IP Office Agent Password i
Plzase specify a passward For the Objectworld Remaote IP OFfice Agent E ;;
produck

Enter a passward For Objectworld Remate IP Office Agent.

|mmmmmmmm

Zonfirm password for Objectworld Remote IP Cffice Agent.

|********

< Back | et = Cancel

7. | In the Ready to Install screen that appears, click Install.

i Objectworld Remote IP Office Agent Setup

Ready to Install
The Setup wizard is ready to begin the Typical installation

Click Install to begin the installation ko C:Y. IF wou want to review or change any of your
inskallation settings, click Back, Click Cancel to exit the wizard,

< Back Cancel
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Step | Description

8. | In the Completing the Objectworld Remote IP Office Agent Setup Wizard screen that
appears, click Finish.

5 Objectworld Remote IP Office Agent Setup @

Completing the Objectworld
Remote IP Office Agent Setup
Wizard

Click the Finish button ko exit the Setup \Wizard,

9. | Reboot the PC for the changes to take effect. This completes configuration of the CAO
Remote Agent for this solution.

6. Interoperability Compliance Testing

Interoperability compliance testing examined the ability of Objectworld CallAttendant Office
Remote Agent to work with Avaya IP Office at Site A. The following CAO Remote Agent
features were verified with Avaya IP Office at Site A: automated attendant, voicemail, transfer,
assisted transfer, receiving fax, sending fax, pager notification, active message delivery, and one-
time message. All inbound calls went over Site A trunks. Note: Objectworld does not believe
there will be many users requiring outbound calls placed by the CAO server to go out of the
remote site, Site A, trunks. Therefore, all testing involving the CAO server placing outbound
calls was done using the Main Site trunks only. Using the CAO server to place outbound calls
over the remote site, Site A, trunks is beyond the scope of this solution.

6.1. General Test Approach

Feature functionality testing was performed manually. Inbound calls were made to Site A Avaya
IP Office through analog and T1/PRI trunks, as well as from internal extensions (analog, digital
and IP Telephone). For automated attendant functionality, Site A Avaya IP Office routed
inbound calls to the caoaa remote hunt group, which transferred calls based on caller DTMF
input. For voicemail functionality, CAO Remote Agent redirected incoming voicemail calls
from the Site A caovm remote hunt group to the Main Site cao remote vm hunt group. CAO
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treated Site A covered calls according to the settings defined by the Site A extension owner via
CAQO’s Personal Voicemail or Personal Auto Attendant interfaces. CAO emailed voice and fax
messages to the extension owner’s messaging server. Extension owners would then review
messages using the CAO messaging client.

A load test was performed using a call generator to generate inbound calls over four channels on
a PRI trunk to Site A Avaya IP Office. Four client PCs were configured with CAO client
software and messaging clients, two at the Main Site and two at Site A and four user extensions
were created at Site A. For the load test, the CAO Remote Agent redirected inbound calls from
the call generator to the CAO hunt group at the Main Site. The call generator script would
navigate the CAO automated attendant and select a transfer to a destination extension at Site A,
which would not answer. Upon being routed to coverage, the call generator script would leave a
voicemail message and hang up. The CAO server would then signal the CAO Remote Agent to
enable the message waiting indicator (MWI) lamp of the extensions receiving voicemail at Site
A. The voicemail message would also appear in the CAO user’s messaging client. A second call
generator script was then used to place another inbound call over the PRI trunk to Site A Avaya
IP Office, navigate the CAO automated attendant, log into the called extension’s voicemail,
retrieve the voicemail, delete it and hang up. The CAO server would then signal the CAO
Remote Agent to disable the MWI lamp of the extensions at Site A. The deleted message would
also disappear from the CAO user’s messaging client.

6.2. Test Results

Aside from the issues listed below, all remaining test cases were completed successfully. A load
test at Site A with a call rate of ~384 call attempts per hour using 4 PRI trunk channels and calls
averaging 30.35 seconds in length was run for two hours. The call generator was limited to
placing no more than 4 calls at a time. The call generator reported 776 calls. The CAO server
reported 388 voicemail accesses. These numbers correlate since there were two calls placed by
the call generator for every voicemail access that took place at the CAO server, that is,
776/2=388. At the conclusion of the load test, all message-waiting lamps on the Site A
telephone extensions used for the load test were off as expected. All voicemail accounts were
empty.

The following issues were found during testing:
= Trunk calls to an extension with DND enabled — Inbound trunk calls to an extension
with Do Not Disturb (DND) enabled was not properly handled by CAO. Upon further
investigation by Objectworld, it appeared that some Avaya IP Office TAPI messages
were missing information used by CAO.
Status: MRDBO00038715 was filed with the Avaya IP Office team regarding this issue.

= Trunk calls to an extension with Call Forwarding enabled — Inbound trunk calls to an
extension with Call Forwarding enabled was not properly handled by CAO. Upon further
investigation by Objectworld, it appeared that some Avaya IP Office TAPI messages
were missing information used by CAO.
Status: MRDBO00038715 was filed with the Avaya IP Office team regarding this issue
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Assisted transfer over T1 trunk — The CAO was not able to successfully perform
assisted transfer to an outside number when placing the assisted transfer call over T1
trunk at the Main Site. Due to time constraints, there was not enough time to investigate
the cause of the failure.

Status: This issue is under investigation by Objectworld.

Receiving Fax over Site A PRI trunk — An incoming fax call over Site A PRI trunk
would get successfully redirected to the CAO server at the Main Site to the point where
the faxes would negotiate, however the call would fail. Due to time constraints, there
was not enough time to investigate the cause of the failure. Note: Incoming fax calls
over Site A analog trunk were received successfully.

Status: Objectworld has investigated this issue. Receiving a fax over Site A PRI trunk
was successful in their environment.

The following observations were made during testing:

Assisted transfer behavior — When a call goes to assisted transfer, the CAO server
plays a wave file informing the caller that it will try to locate the called party. The caller
then hears silence until connected to the located called party. According to Objectworld,
if Music on Hold were configured on Avaya IP Office, the caller would hear music.

Restart CAO Remote Agent in case of Avaya IP Office reboot or network loss —
CAO Remote Agent was not able to reestablish a TAPI link to Site A Avaya IP Office
once it came back up after having its power cable pulled or network link disconnected.
In these scenarios, it is recommended that CAO Remote Agent be restarted after Avaya
IP Office is back online.

7. Verification Steps
The following steps may be used to verify the configuration:

To verify TAPI is enabled on Site A Avaya IP Office, confirm the CTI Link Pro license
is installed and valid via Avaya IP Office Manager (Section 3.1).

To verify the CAO Remote Agent PC is TAPI enabled, confirm the Avaya TAPI driver
is installed and configured on the CAO Remote Agent PC (Section 5.1).

To verify the CAO System Auto Attendant is operating properly from Site A: place a
call to the caoaa remote hunt group from a Site A extension or via Site A trunk. Verify
the CAO Welcome greeting plays and enter a valid Main Site or Site A extension
number. Verify the call is transferred to the correct extension.

To verify the CAO Personal Voicemail is operating properly for a Site A extension:
place a call to a Site A extension and do not answer it. Verify the call is routed to the
caovm remote hunt group and leave a message. Verify the MWI lamp at the Site A
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user’s extension is enabled, a voice message is emailed to the user’s CAO messaging
client and the user can play back the message via telephone or PC.

8. Support

For technical support on CallAttendant Office as well as issues arising from the use of Avaya IP
Office TAPI in a manner not supported by Avaya as documented in reference [4], consult
Objectworld at www.objectworld.com or contact the Objectworld Technical Support at:

e Phone: 613-599-9698 (Option 5)

e E-mail: CAOSupport@objectworld.com

9. Conclusion

These Application Notes describe the steps for configuring Objectworld CallAttendant Office to
act as a centralized voicemail with Avaya IP Office. Please refer to the Note about use of
Avaya IP Office TAPI in a centralized voicemail scenario and use of TAPI Line Redirect
function in Section 1 as well as reference [4] for the Avaya IP Office statement of support for
this scenario. Aside from the issues described in Section 6.2, all test cases completed
successfully.

10. Additional References
Product documentation for Avaya products may be found at www.avaya.com.

[1] Application Notes for Configuring Objectworld CallAttendant Office — Analog Integration
with Avaya IP Office — Issue 1.0, January 2007

[2] Avaya IP Office 3.2 Manager, Issue 18h, 14™ December 2006

[3] Avaya IP Office CTI Link Installation Manual, 40DHB0002UKAB — Issue 11a, 22m
September 2005

[4] Avaya IP Office Technical Tip 116, 20 January 2006

Product documentation for Objectworld products may be found at www.objectworld.com.

[5] Objectworld CallAttendant Office Administration Guide, CAO-1011-003

11. APPENDIX A — Network Configuration

The configurations of the routers and switches for this solution are listed below for reference.

Main Site Avaya C363T-PWR Stackable Switch Configuration
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C360-1(super)# show device-mode
Device mode is Layer2

C360-1(super)# show image version

Mod Module-Type Bank Version
1 24 10/100Base-Tx-Pwr + 2 SFP ports switch A 0.0.0
1 24 10/100Base-Tx-Pwr + 2 SFP ports switch B 4.3.12

C360-1(super)# show boot bank
Boot bank set to bank-b

C360-1(super)# show port

Port Name Status Vlan Level Neg Dup. Spd. Type

171 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/2 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/3 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
174 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/5 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/6 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
177 NO NAME no link 211 0 enable full 100M 10/100BaseTx-Pwr
1/8 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/9 NO NAME no link 211 0 enable full 100M 10/100BaseTx-Pwr
1710 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1711 NO NAME connected 211 0 enable full 100M 10/100BaseTx-Pwr
1712 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/13 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1714 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/15 NO NAME connected 210 0 enable full 100M 10/100BaseTx-Pwr
1716 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1/17 NO NAME connected 210 6 enable full 100M 10/100BaseTx-Pwr
1718 NO NAME connected 211 0 enable full 100M 10/100BaseTx-Pwr
1719 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1720 NO NAME connected 210 0 enable full 100M 10/100BaseTx-Pwr
1721 NO NAME no link 210 0 enable full 100M 10/100BaseTx-Pwr
1722 NO NAME connected 210 6 enable full 100M 10/100BaseTx-Pwr
1723 NO NAME connected 211 0 enable full 100M 10/100BaseTx-Pwr
1724 NO NAME connected 1 0 enable full 100M 10/100BaseTx-Pwr
1/51 NO NAME no link 1 0 enable full 1G 1000Base-SX Port
1/52 NO NAME no link 1 0 enable TFTull 1G 1000Base-SX Port

C360-1(super)# show vlan

VLAN 1D Vlan-name

1 vlanl

2 vian2

3 vlan3

4 vian4

5 vlan5

6 vian6

7 vian7

10 vianl0-wan
192 V192

210 vlan210-voice
211 vlan2ll-data

Total number of VLANs: 11

C360-1(super)# show vlan 210
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VLAN ID Vlan-name
210 vlan210-voice
Switch Ports currently bound to this vlan:
In module 1 : 123456 8 10 12 13 14 15 16 17 19 20 21 22 23
Switch Ports statically bound to this vlan:
In module 1 : 23

C360-1(super)# show vlan 211

VLAN ID Vlan-name

211 vlan21ll-data

Switch Ports currently bound to this vlan:
In module 1 : 7 9 11 18 23

Switch Ports statically bound to this vlan:
In module 1 : 23

C360-1(super)# show trunk 1/23
Port Mode Binding mode Native vlan Vlans allowed on trunk

1/23 dotlqg statically bound 211 210-211

Main Site Cisco 1841 Router Configuration
1

version 12.3

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

1

hostname 1841MainSite
1

boot-start-marker
boot-end-marker

1

mmi polling-interval 60
no mmi auto-configure
no mmi pvc

mmi snmp-timeout 180
no aaa new-model

ip subnet-zero

ip cef

1

no ftp-server write-enable
1

class-map match-any voip
match ip dscp ef
match ip dscp af4l
class-map match-any hotel
match source-address mac 0013.72E6.AOCD
class-map match-any mainipo
match source-address mac OOE0.0701.B721
1
policy-map avaya-voip
class voip
priority percent 75
class class-default
fair-queue
policy-map set-dscp
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class hotel
set ip dscp ef
1
interface FastEthernet0/0
no ip address
service-policy input set-dscp
duplex auto
speed auto
1
interface FastEthernet0/0.1
encapsulation dotlQ 210
ip address 192.45.210.1 255.255.255.0
!
interface FastEthernet0/0.2
encapsulation dotlQ 211 native
ip address 192.45.211.1 255.255.255.0
1
interface FastEthernet0/1
no ip address
shutdown
duplex auto
speed auto
!
interface Serial0/0/0
ip address 11.1.1.1 255.255.255.0
service-policy output avaya-voip
encapsulation ppp
!
interface Serial0/1/0
no ip address
shutdown
1
ip classless
ip route 192.45.220.0 255.255.255.0 11.1.1.254
ip route 192.45.221.0 255.255.255.0 11.1.1.254
1

no ip http server
1

control-plane
1

line con O

line aux O

line vty 0 4
login

1

end

Configure Site A Cisco 1841 Router
1

version 12.3

service timestamps debug datetime msec
service timestamps log datetime msec
no service password-encryption

1

Hostname 1841SiteA
1

boot-start-marker

boot-end-marker
1

mmi polling-interval 60
no mmi auto-configure
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no mmi pvc

mmi snmp-timeout 180
no aaa new-model

ip subnet-zero

ip cef

1

ip ips po max-events 100
no ftp-server write-enable
]
class-map match-any voip
match ip dscp ef
match ip dscp af4l
class-map match-all siteAcaora
match source-address mac 0001.6C83.CC4E
class-map match-any siteAipo
match source-address mac OOEO.0701.498F
1
policy-map avaya-voip
class voip
priority percent 75
class class-default
fair-queue
policy-map set-dscp
class siteAcaora
set ip dscp ef
1
interface FastEthernet0/0
no ip address
service-policy input set-dscp
duplex auto
speed auto
1
interface FastEthernet0/0.1
encapsulation dotlQ 220
ip address 192.45.220.1 255.255.255.0
1
interface FastEthernet0/0.2
encapsulation dotlQ 221 native
ip address 192.45.221.1 255.255.255.0
1

interface FastEthernet0/1

no ip address

shutdown

duplex auto

speed auto

1

interface Serial0/0/0

ip address 11.1.1.254 255.255.255.0
service-policy output avaya-voip
encapsulation ppp

classless
route 192.45.210.0 255.255.255.0 11.1.1.1
route 192.45.211.0 255.255.255.0 11.1.1.1

- o
T T DT

http server
ip http secure-server

-
O T

control-plane
1
line con O

line aux O
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line vty O 4
login
1

énd

Configure Site A CyberPath POE4408 Switch

(L2SW) >show port all

Admin Spd Spd Link FC FC Rate(100K)

Port Type Enable Auto Dpx State Status Cfg State In Out
0.1 100TX Enable Auto 100F 100F Up On Off 0 0]
0.2 100TX Enable Auto 100F 100F Up On On 0 0
0.3 100TX Enable Auto 100F 100F Up On On 0 0]
0.4 100TX Enable Auto 100F 100F Up On On 0 0
0.5 100TX Enable Auto 100F 100F Up On On 0 0]
0.6 100TX Enable Auto 100F 100F Up On On 0 0
0.7 100TX Enable Auto 100F 100F Up On Off 0 0]
0.8 100TX Enable Auto 100F 100F Up On Off 0 0
1.1 1000TX Enable Auto 1000F 1000F Down On Off 0 0]
(L2SW) >show vlan summary
VLAN Mode: ...t i e e e eeaann 802.1Q
VLAN Learning: . c.ccoeiomee e e aicaaeaaaan- VL
VLAN ID VLAN Name VLAN Type Protocol

1 DEFAULT Static none
220 SiteA-voice Static none
221 SiteA-data Static none
Total: .. 3

(L2SW) >show vlan port

IngressFilter IngressFilter

Slot.Port PVID Non-Member Pkt Untagged Pkt

0.1 220 Drop Forward

0.2 220 Drop Forward

0.3 220 Drop Forward

0.4 220 Drop Forward

0.5 221 Drop Forward

0.6 221 Drop Forward

0.7 221 Drop Forward

0.8 221 Drop Forward

1.1 1 Drop Forward

(L2SW) >show vlan 1 detailed 1
VLAN ID: 1
VLAN Name: DEFAULT
VLAN Type: Static

Protocol Type: none

Slot.Port Member

0.1 No

0.2 No

0.3 No

0.4 No

0.5 No
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No
No
No
UnTagged

R OOO
P 0O~NO®

(L2SW) >show vlan detailed 220
VLAN ID: 220

VLAN Name: SiteA-voice

VLAN Type: Static

Protocol Type: none

Slot.Port Member

0.1 No
0.2 No
0.3 No
0.4 No
0.5 No
0.6 No
0.7 No
0.8 Tagged
1.1 No

(L2SW) >show I vlan detailed 221
VLAN ID: 221

VLAN Name: SiteA-data

VLAN Type: Static

Protocol Type: none

Slot.Port Member

0.1 No
0.2 No
0.3 No
0.4 No
0.5 No
0.6 No
0.7 No
0.8 UnTagged
1.1 No

(L2SW) >show dotlp
QosMode:SP
802.1p Default Tag value 6 :

802.1p User Priority: 0 1
Queue Priority: 0O O
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