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Abstract

These Application Notes describe the configuration steps required for Resource Software
International (RSI) Shadow OSN to interoperate with Avaya IP Office. Resource Software
International Shadow OSN application offers immediate E911 on-site notification for
emergency calls. RSI Shadow OSN is a computer telephony solution that uses the CTI Link
Pro (DevLink and 3rd Party TAPI) interface to an Avaya IP Office to provide real-time
monitoring and notification of emergency events (i.e. 911 calling) and deliver emergency
notification messages to a telephone sets.

Readers should pay attention to Section Error! Reference source not found., in particular the
scope of testing as outlined in Section Error! Reference source not found. as well as any
observations noted in Section Error! Reference source not found., to ensure that their own
use cases are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Resource Software
International (RSI) Shadow OSN to interoperate with Avaya IP Office. RSl Shadow OSN is a
computer telephony solution that uses the CTI Link Pro (DevLink and 3rd Party TAPI) interface
to an Avaya IP Office to provide real-time monitoring and notification of emergency events (e.g.
911 calling).

The software can be configured to deliver notification messages to a telephone set, via email, or
to a desktop computer using Windows popup messages. A record of each emergency notification
event is stored in the emergency notification event log (notify.log). The onsite notification
feature provides businesses with immediate real-time notification of emergency events. This
solution provides increased security, elimination of inappropriate/invalid emergency calls, and
faster response times to actual emergency events. The software will operate on computer
operating a Microsoft Windows operating system (Windows 7 or greater).

2. General Test Approach and Test

2.1. Interoperability Compliance Testing

The interoperability compliance test included feature and serviceability testing. The feature
testing focused on verifying the following on RSI Shadow OSN:

e Handling of real-time data from Avaya IP Office, and the use of that data to provide
notification of an emergency to a telephone set and a flashing red on RSI Shadow OSN PC.

The serviceability testing focused on verifying the ability of RSI Shadow OSN to recover from
adverse conditions, such as disabling/re-enabling the network connection to the RSl Shadow
OSN PC.

2.2. Test Results

All test cases were executed and passed. With following observation:

1. When the emergency call is made and connected, it takes 5 second for RSI Shadow OSN
window starts to flash Red.

2. When the emergency call is made and connected, it takes 10 second for notify phone start
to send emergency event to the designated phone in Extension list.

3. In the event of emergency call is made, if the designated notify device are SIP IP
deskphone or Analog phone, the phone cannot automatically sends an alert of the event to
designated phone in Extension list, user need to manually pick up the notify device hand
set in order for the alert is sent. Workaround is to use Digital on standard IP phone as a
notify device or configure auto answer on SIP deskphone (not tested).

4. Notifications to analog phone will only result in the device ringing. No other
notification is possible with this type of device.
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2.3. Support
Technical support on the RSI Shadow OSN can be obtained through the following:

e Phone: (905) 576-4575
e Email: support@telecost.com
e Web: www.telecost.com

3. Reference Configuration

The RSI Shadow OSN solution consists of the RSI Shadow OSN application running on a
Windows PC / Server. The RSI Shadow OSN application utilizes the CTI Link Pro (DevLink
and 3rd Party TAPI) interface to Avaya IP Office to provide real-time monitoring and
notification of emergency events (i.e. 911 calling).
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Figure 1: RSI Shadow OSN with Avaya IP Office
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya IP Office 500 V2 9.0.400 Build 965
Analog Telephone n/a
Avaya 9508 Series Digital Telephones 45
Avaya 9621G Series IP Telephones (H.323) 6.4014
Avaya 9630 IP telephones (H323) S3.220A
Avaya 1140 SIP IP Deskphone 04.03.18
Avaya IP Office Soft Phone 3.2.3.20
Avaya IP Office TAPI Driver
IP Office user CD /w CTI Link Pro (TAPI & V4.2.59
DevLink)
RSI Shadow OSN application on a Version 2014 Build 2.1.0.1
Windows 7SP1

Testing was performed with IP Office 500 V2 R9.0, but it also applies to IP Office Server Edition
R9.0. Note that IP Office Server Edition requires an Expansion IP Office 500 V2 R9.0 to support
analog or digital endpoints or trunks. IP Office Server Edition does not support TAPI Wave or
Group Voicemail.

PM; Reviewed: Solution & Interoperability Test Lab Application Notes 4 of 24
SPOC 1/26/2015 ©2015 Avaya Inc. All Rights Reserved. ShadowOSNIPO9




5. Configure Avaya IP Office

This section provides the procedures for configuring Avaya IP Office.

From a PC running the Avaya IP Office Manager application, select Start > Programs > IP
Office > Manager to launch the Manager application. Select the proper IP Office system, and
log in with the appropriate credentials.

The Avaya IP Office Manager screen is displayed. From the configuration tree in the left pane,
select License > CTI Link Pro to display the CTI1 Link Pro screen in the right pane. Verify that
the License Status is “Valid”.
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From the configuration tree in the left pane, right click on Short Code, select New to add 911
short code as show below. During compliance test, user dial 911 is routed to simulated PSTN

(53013).

ﬁ Avaya IP Office Manager DevCon IPD 1 [9.0.400.965] [ Administrator{Administrator])]

File  Edit  Wiew

IP Offices

Tools

=)

Help
‘v = B & V' o & '} | pevconIPo L ~ Shart Code - 811 .
5
Short Code |
Code fo11
Feature IDiaI Emergency j
Telephone Mumber |53013
Line Group 10 IE j
Locale IUnited States (LS English) j
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From the top menu select File > Advanced > Security Settings...

File

Edit  Wiew Tools  Help

Close Configuration

Save Configuration As...

Change Woarking Directory. ..

~ OOEOO70S345E -

-dIEEE Al v

0DEOD705345B

stem | LaM1 | LAMZ | DMNS Woicemail | Telephony | Directory Services | System Events

[ % | wl<]|
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SMDR. || Twinning | WCM CCR SR

United States {US English} !

Preferences... onkact Information
Offline » et contact information to place System under special control
Advanced 4 Erase Configuration (Default)
Backup/Restare 3 Reboot... -
Import/Expork 4 System Shutdown, ..
Exit Upgrade... Provider
ok PR3 QJ TH Shanoeblode 21 65 Branch Prefix
D Incaming Call Rauts (4) audit Trail i
@ WanPort {0} H 1] a Local Mumber Length
a4 Direckory (0) Security Setkings... [
£ Time: Profile (0 Ph N
L !me ro |e§ ) Erase Security Settings (Default) -
@ Firewall Profile {1} - - a a
@l 1P Route (4) Embedded File Management. .. -
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. License (73) E Farmat IP Office S0 Car 3
& Tunnel {0} d Recreate IP Office SD Card 3
_5 § User Rights (8) & Memory Card Command 3
AR (1) . o 3
- i o/Manager
2% Authorization Code (1) Launch Yoicemail Pra Client - &
" RAS Location Request (0) 1
System Skat
fx E911 System (1) 1 PRSI SED i
LM Greeting Lkiliby L
TTEFCATSET O
{hours:minutes) —
File Writer IP Address 192 . 165 42 203
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AYPP IP Address i} i} ] i]
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The following screen is displayed.

[l Avaya IP Dffice Manager - Security Administration - DevCon IPO 1 [9.0.5.0 build 972] [security]
File Edit Wiew Help

S
General I
— Security Administrator
Unigue Security Adrministrator r
08 Rights Groups [15) Name [ecuiy
& Service Users (8]
Pazsword ssssssnssnssees Change
Minimum Pazzward Complexity Lo hd
Previous Passward Limit [Entries) ID 3:
— Service User Details
Minimum M ame Lenath |1 52
Minimum Password Lenath IB 3:
Password Reject Limit [Attempts] |3 5:
FPazzword Reject Action I Log ta Audit Trail ﬂ
Minimum Pazsward Cormplesity ILow ﬂ
Previous Pazsward Limit [Entries) ID 52
Pazsword Change Period [days) |0 s
Accourt |dle Time [daps] I i] 52
Expiny Reminder Tirme [daps) 28 s
r— IP Office User Details
Pazgwaord Enforcement I
Minimum Pazsward Length ID Eﬁ
Minimum Pazzward Complexity ILow j
FPazzwaord Reject Limit [Attemptz) |3 3:
Password Reject Action I Log to Audit Trai j
ok | Cancel | Help |
Ready | g
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From the Security Settings tree in the left pane, navigate to Services > Configuration. Verify
“Unsecure + Secure” is selected from the Service Security Level drop-down menu. Note the
secure Service Port value (i.e. “50805”") which will be used later to configure RSI Shadow OSN.
Click OK to save any changes.

lﬁ Avaya IP Office Manager - Security Administration - DevCon IPO 1 [9.0.5.0 build 972] [security]

File Edit View Help
Security Settings Service: Configuration =

= £ Security Service Details |
@ General
=+ System (1) Mame IConﬁguelion
- pe"":o” IPO1 Host System IDevCon IPO1
=% Services [7)
% Configuration Service Port ]5EIBIJ4, 50805
3 Security Administratic
g System Status Interf: Service Security Level IUnsecure + Secure E[
% En;l}a;ced TSPt Service Access Source | Unrestiicted ~|
@ Web Services
3 External
+-ig@ Rights Groups [15)
-y Service Users (8)
| | ] OK Cancel | Help
Ready | F}'
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6. Configure RSI Shadow OSN

This section provides the procedures for configuring the RSl Shadow OSN Server. The
procedures include the following areas:

e Administer TAPI Driver

e Launch Shadow OSN Configuration Wizard

e Administer Connection Information

e Administer System Defaults

o Administer Public Safety Answering Point (PSAP)
e Administer Emergency List

e Administer Extension List

e Administer Notify List

e Administer IP Office Configuration Account

6.1. Administer TAPI Driver

It is assumed that TAPI drive had been installed on PC. In this compliance test, TAPI driver is
installed from IP Office user CD /w CTI Link Pro (TAPI & DevLink). From the RSI Shadow
OSN PC, select Start > Control Panel > Phone and Modem Options, to display the Phone
and Modem Options screen, select the Avaya IP Office TAPI2 Service Provider entry under
the Advanced tab, and then click Configure.
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The Avaya TAPI2 configuration screen is displayed. For Switch IP Address, enter the IP
address of Avaya IP Office. Select the radio button for Third Party. Enter the appropriate

credentials for the Switch Password. Click OK to save changes. Reboot the RSI Shadow OSN
PC.

2% Phone and Modem l 22 J

Fovaya TAPI2 configuratio u
ok

Switch IP Addhess [10.10.97.36
Cancel |

™ Single User

Ilzer Mame I
I1zer Pazsword I

" Third Party

xxxxxx

[T ExDirectory Uszers
v ity Users
W ACD Queues

[ Add... ] [ @'H&mwe ] [@Cﬁf@l’&]
Close Cancel Apphy
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6.2. Launch RSI Shadow OSN Configuration Wizard
From the PC where the RSI Shadow OSN application is installed, select Start > All Programs >
RSI > Shadow OSN > Avaya > Configuration Wizard to launch the configuration wizard. In
the following sections, after entering the appropriate values on each screen, click the Next button
to move forward through the wizard. At the end of the wizard, click the Finish button to
complete the configuration.

Shadow OSN Configuration Wizard - Customer Information
e -

www.telecost.com

Shadow 05N

The Shadow QSN Configuration Wizard requires the following
Customer Information to zet up your configuration files.

Uzer's Mame

*Company Mame

AVAYA
*City or Town *Province/State
BELLEVILLE ON

*Phone Number

(/613 ) [345 -|8829

Pleaze Mote, fields marked with an asterik (*) are mandatory.

Next = Cancel |
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6.3. Administer Connection Information

On the Connection Information screen, enter the IP Office IP address (or name) in the IP
Address or Name field. Enter the password used to access IP Office in the Password field.
Select DevLink in Connection drop down list. Click Add IP Office button to add to IP Office
List window on the left hand side.

"Shadow OSN Configuration Wizard - Connecton Informaton ‘ — ]

The RSI ShadowOSN software connects to your Avaya IP Office telephone system via your network. Once
the connection is established the software monitors telephone activity from all extensions connected to the
system. The following IP Office connection information is required by the Shadow OSN software.

www.telecost.com —IP Office List IP Office Administration

‘ ] Edit P Office Add IP Office ]

IP Address/Name |1D_10_9?.3-ﬁ

Password IH

Connection IDevLink ﬂ

Shadow OSN Add IP Office |

Delete Clear |

Monitoring of emergency events wil stop when the connection between the Shadow OSN software and the the IP Office system fails. Use the
following option to instruct Shadow OSN to automatically reset the connection with the IP Office system if no telephone activity has occurred

during the last X minutes.
Inactivity Reset Interval |60 :I Minutes

|
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New IP Office is added into IP Office list as shown below:

Shadow OSN Configuration Wizard - Connection Information -

The RSI ShadowOSN software connects to your Avaya IP Office telephone system via your network. Once
the connection is established the software monitors telephone activity from all extensions connected to the
system. The following IP Office connection information is required by the Shadow OSN software.

www.telecost.com —IP Office List 1 IP Office Administration
‘ _ 10.10.97.36 EditIP Office Add IP Office ]
IP Address/Name I
Password |
Connection |DevLink Ll
Shadow OSN I Add PP Office ]
Delete Clear

Monitoring of emergency events will stop when the connection between the Shadow OSN software and the the IP Office system fails. Use the
following option to instruct Shadow OSN to automatically reset the connection with the IP Office system if no telephone activity has occurred

during the last X minutes.
Inactivity Reset Interval IBO :l Minutes

< Back Next > Cancel I

o

6.4. Administer System Defaults

On the Setup System Defaults screen, enter the desired system defaults. The screen below
shows the values used during compliance testing.
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" Shadow OSN Configuration

The RSl Shadow QSN Configuration Wizard program reguires several
system defaults to be specified by the user. These defaults will
determine how your Shadow OSN system initializes.

www.telecost.com [~ Install Shadow QSN in Windows Startup Group
‘_ [~ Install Shadow OSH as a Service

The RSl Shadow OSN system will track and record call activity on your
Telephone System. Check the following options to create and log SMDR
(Station Meszage Detail Records).

[+ Log File IC:\F‘rugra mOataiTools QSN IPOWRS]RAVY Browse |

[T Limit Log Files Size to |50

=

Shadow OSN

nerate SMDR Records for the following types of calls
W Outgaoing ¥ Incoming ¥ Internal

Cancel
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6.5. Administer Public Safety Answering Point

On the Public Safety Answering Point screen, add/edit the PSAP Information fields as desired
for each of the IP Office extensions. The listed extension is loaded from IPO extension
configured in Section 6.1.

Shadow OSN Configuration Wizard - Public Safety Answering Point {m_— S|
B—— —

RSl Shadow OSN can send Public Safety Answering Point (PSAP) information with
emegency nofification messages delivered via email. Use the Extension information
boxes provided below to define your PSAP information. If PSAP information is not
required press the Mext button.

www.telecost.com

Extensions = =
Extension 25201 PSAP Information 2
m Site |IF'D Top system
28202 |?|
28203 = | Buiding |Nnrtel
28204
28205 Floor  |Ground Room |Partner
28206 )
P— Cubicle [10
28208 .
38700 Description
28710 i Partner DevConnect lab
Shadow OSN
Add Edit
Delete Clear
< Back Next = Cancel
e I .
PM; Reviewed: Solution & Interoperability Test Lab Application Notes 16 of 24

SPOC 1/26/2015 ©2015 Avaya Inc. All Rights Reserved. ShadowOSNIPO9



6.6. Administer Emergency List

On the top half of the Security Features Screen, enter a value in the Digits Dialed field and
click the Add button to add the value to the Emergency List. The screen below shows that
“53013” and “911” had already been added as an emergency number. Repeat this procedure to
add all the desired emergency numbers. Stay on this Secirytu Feature screen to modify other tabs
of 911 Emergency/Errors Notifications bottom section.

T > Bl

Shadow OSN Configuration Wizard - Security Features

Emergency Notification I

Emergency Options

When an extension dials the Emergency Digits (all access codes must be
included) or an Emergency Short Code a notification message will be
delivered to the specified devices (i.e extensions, workstations, etc).

Emergency List
Digits Dialed (i.e. 911) Delete

53013 —_—
|911 Add I Clear

Identify Extension placing emergency call using IDevice Name (Default) Z|

www.telecost.com

pe

911 Emergencies/Errors Nortifications

Extensions | EMail | Computers |
Shadow OSN

Properties | Extension List | Notify List Configuration |
IP Office Configuration Account

IP Office I 10.10.97.36 _:I Port |50805

Account Name 'Administrator Pasword I’"’”"’""

Notification Options

Call Timeout (seconds) |15 :I Retries Iz :]

[V Send Email to Error Email List if notification call not answered.

..............................

<Back i| Next> | Cancel

..............................
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6.7. Administer Extension List

When emergency call is made, the phones that are listed in extension list will ring with the
information of what extension is making emergency call. On the bottom half of the Security
Features Screen, click the Extension List tab, use the Extension drop-down menu to select an
extension to be added to the notification list. Click the Add button to add the selected extension
to the Extension List. Repeat this procedure to add the desired numbers to the notification list.
The screen below shows that extension “28201” and “28227”’has already been added.

IS

Shadow O5N Configuration Wizard - Security Features

Emergency Motification l

Emergency Options

www.telecost.com

Digits Dialed (i.e. 911)

311 Add

and pressing Delete.

Extension

When an extenzion dialz the Emergency Digits (all access codes must be
included) or an Emergency Short Code a notification message will be
delivered to the specified devices (i.e extensions, workstations, etc).

ldentify Extension placing emergency call using |D-e'.fi|:e Name (Default) ﬂ

53013 Emergencies/Ermmors Hortifications

Extensions ] EMail | Computers |
Shadow OSN |
: | Notity List | Configuration | |
Add an extension to the notification list by 28201 I
selecting it from the list box and pressing Add. 38297

Delete an Exten=zion by selecting it from the List

b

Emergency List

Delete

Clear

Delete | Clear |

= Back | Next = | Cancel
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6.8. Administer Notify List

On the bottom half of the Security Features Screen, click the Notify List tab, the select the
extension(s) to be utilized to send the notification message. When emergency call is made, phone
in this list will make an outbound notification call to extension listed in Section 6.7.

r T — —— Al
Shadow OSN Configuration Wizard - Security Features
Emergency Motification |
—Emergency Options
When an extenzion dialz the Emergency Digits (all access codes must be
included) or an Emergency Short Code a notification message will be
www.telecost.com

delivered to the specified devices (i.e extensions, workstations, etc).
Emergency List

ps

Digits Dialed [i.e. 911)

pr e |

ldentify Extension placing emergency call using ID&vice Name (Default) j

Delete

Clear

—53013 Emergencies/Ermmorz Nortifications
Extensions | EMail | Computers |

Shadow 05N

Prupertiesl Extenszion List | Configuration I

Alert notifications to IP Office phones reguires the use of an IP Office
telephone extension. Select the extenszion(s) to be utlized to send the
notifcation message.

Phone/Appearances

[]IP Office Phone: 28235
[] IP Office Phone: 28237
[]IP Office Phone: 28233 il
[]IP Office Phone: 28239

IP Office Phone: 28240 i

[ I——

= Back | Next = | Cancel
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6.9. Administer IP Office Configuration Account

On the bottom half of the Security Features Screen, click the Configuration tab, then enter the
appropriate IP Office credentials for the Account Name and Password fields. In the Port field,
enter the secure Service Port value shown at the end of Section 5.

T

Shadow OSN Configuration Nizard - Security Features

Emergency Notification I

Emergency Options

When an extension dials the Emergency Digits (all access codes must be
included) or an Emergency Short Code a notification message will be
delivered to the specified devices (i.e extensions, workstations, etc).

Emergency List
Digits Dialed (i.e. 911) Delete

53013 —_—
|911 Add I Clear

www.telecost.com

pe

Identify Extension placing emergency call using IDevice Name (Default) El

911 Emergencies/Errors Nortifications

Extensions IEMaiI I Computers]
Shadow OSN

Properties | Extension List | Notify List Configuration |
IP Office Configuration Account

IP Office | 10.10.97.36 _v_| Port |sosos

Account Name 'Administrator Pasword [""”"”"’

Notification Options

Call Timeout (seconds) |15 :] Retries |2 :I

[V Send Email to Error Email List if notification call not answered.

Next > | Cancel
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya IP
Office and RSI Shadow OSN.

Launch the RSI Shadow OSN application by selecting Start > All Programs > RSI > Shadow
OSN > Avaya > Onsite Notification. Click the Debug icon followed by the Start Icon (note
the Start icon will change to a Stop icon as shown below). Verify that the IPO connection is
established as show in below logs.

B Shadow OSM C=2Ea8 X

OP®

=S .

Stop About Website Close
B ets 2015/01/09 13:49:42 Unable tco start IP Office (5) as Address is b. »
B Lines 2015/01/09 13:459:42 End ConnectIPO Idx = 5 (0S > XP)
£ Events 2015/01/09 13:49:42 DLRegisterType2CallDeltas successful IPODevLi:
2015/01/09 13:49:42 IPODevLinkStatus Started IPOSTatus =2 TimeOut!
2015/01/09 13:459:42 IPO 10.10.97.36 Connected (0OS > XP)
2015/01/09 13:49:42 ———————- 01/09/2015 13:49:42
SMDR RESTART ( 10.10.97.36)
RESOURCE SOFIWARE INTERNATIONAL LTD.
(0S > XP)
2015/01/09 13:49:42 Shadow OSN has successfully started on 10.10|E
2015/01/09 13:49:42 IPODevLinkStatus Ended IPOSTatus =0 InactiveX:
2015/01/09 13:459:42 IPODevLinkStatus Ended InactiveEnabled=0 Inte:i_
< | m ] )
< »
10.10.97.36 | DevLink ‘ 101/09/201513”.49 | Ww105410034001
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Place a call to an emergency number (in this case, “53013”). Verify the Shadow OSN
application begins flashing and displays an event on the bottom portion of the screen indicating
which extension dialed the emergency number (e.g. “28253”) and the emergency number dialed
(e.g. ©“53013”). Verify an outbound call is placed from an extension selected in the Notify List
in Section 6.8 (e.g. “28240”) to the extension in the Extension List, configured in Section. 6.7
(e.g “28201” and “28227”). Verify the display on extension 28201 shows extension 28253 made
an emergency call.

' Shadow OSN

File Tools

Help

2015/01/09 Ext 28225 Delay =4 (0S > XP) -~
2015/01/09 13:53:10 CheckExtensicnNotificationList Started. Count
2015/01/09 13:53:10 CheckExtensionsNotificationList - EStatus=2 (¢
2015/01/09 13:53:10 Check ExtensionNotificationlist Completed. (O:
2015/01/09 13:53:11 Emergency Timer Fired (0OS > XP)

2015/01/09 13:53:11 EmergencyAlert 1 ActiveNotifyCalls=0 NotifyCa.
2015/01/09 13:53:11 CheckEmergencyNotifyList: Emergency Alerxt (OS
2015/01/09 13:53:11 CheckEmergencyNotifyList: Generate next notif:
2015/01/09 13:53:11 Ext 28225 Delay =5 (0S > XP)

2015/01/09 13:53:11 CheckExtensionNotificationList Started. Count{i
2015/01/09 13:53:11 CheckExtensionsNotificationList - EStatus=2 (%E
2015/01/09 13:53:11 Check ExtensionNotificationList Completed. (O

-

< | " j »

2015/01/09 13:53:01 EMERGENCY EXT:28253 Extn28253 LINE 2 ~»
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8. Conclusion

These Application Notes describe the configuration steps required for RSI Shadow OSN to
successfully interoperate with Avaya IP Office. All feature and serviceability test cases were
completed.

9. Additional References
This section references the product documentation relevant to these Application Notes.

1. IP Office Installation, available at http://support.avaya.com.

2. IP Office Manager available at http://support.avaya.com.

3. Resource Software International Ltd. Shadow OSN (IP Office) User Guide, available as
part of RSI Shadow OSN installation.
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©2015 Avaya Inc. All Rights Reserved.

Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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