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Abstract

These Application Notes describe the configuration procedures required for PAETEC
Communications PINNACLE Communication Management Suite to successfully interoperate
with Avaya Communication Manager to collect call detail records (CDR) using Avaya
Reliable Session Protocol (RSP) over TCP/IP. PAETEC Communications PINNACLE
Communication Management Suite is a software application toolset with applications for
managing costs, billing, invoicing, service requests, trouble tickets, inventory, infrastructure
and switch provisioning. This particular solution focused only on the ability of PINNACLE to
process call detail records for call usage analysis and call accounting.

The general test approach was to perform a set of call scenarios that would generate varied
data in the call detail records and verify that PINNACLE properly parsed and displayed the
record fields. The call scenarios included inbound trunk calls, outbound trunk calls and intra-
switch calls. Basic serviceability and performance testing was also conducted to assess the
reliability of the solution. Information in these Application Notes has been obtained through
compliance testing and additional technical discussions. Testing was conducted via the
DeveloperConnection Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describes a compliance-tested call detail recording (CDR) solution
comprised of Avaya Communication Manager and PAETEC Communications PINNACLE
Communication Management Suite. PAETEC Communications PINNACLE Communication
Management Suite is a software application toolset with applications for managing costs, billing,
invoicing, service requests, trouble tickets, inventory, infrastructure and switch provisioning.
This particular solution focused only on the ability of PINNACLE to process call detail records
for call usage analysis and call accounting.

Avaya Communication Manager sends call detail records via the Avaya Reliable Session
Protocol (RSP). RSP provides a transport mechanism for reliable delivery of CDR records over
TCP/IP. PINNACLE does not terminate the RSP protocol. Instead, it relies on a third party
buffering device to do this function that sits logically in the path between Avaya Communication
Manager and PINNACLE. The device collects and stores the CDR records from Avaya
Communication Manager and then periodically transfers the records via FTP to a network FTP
server. PINNACLE then periodically processes the file on the FTP server via a mapped network
drive or mounted file system. PAETEC Communications resells the Omnitronix Data-Link DL-
150 for use as a buffering device. This same device was used in the compliance test.

Avaya Communication Manager can generate call detail records for intra-switch calls, inbound
trunk calls and outbound trunk calls. In addition, split records can be generated for transferred
calls and conference calls. PINNACLE supports multiple CDR formats. The expanded format
was used for the compliance test.

PINNACLE is comprised of three primary components; the database server which stores the data
and contains much of the code in stored procedures, the client application which provides the
user interface for configuration and initial set-up, and the web client that provides a full featured
user interface for extracting data and creating reports. Typically in a large enterprise, these three
components would run on separate machines. For the purposes of the compliance test, the
database server and client application were run on the same Windows PC. The web client was
run on a separate PC.

Figure 1 illustrates the network configuration that was used for the compliance test. The
configuration consists of two Media Servers. The first is an Avaya S8300 Media Server running
Avaya Communication Manager residing in an Avaya G700 Media Gateway. There are Avaya
6400D Series Digital Telephones and a PSTN PRI trunk connected to the Media Gateway.
There are Avaya 4600 Series IP Telephones registered to the Media Server.

The second Media Server is an Avaya S8500 Media Server running Avaya Communication
Manager with an Avaya G650 Media Gateway. There are Avaya 4600 Series IP Telephones
registered to the Media Server.

All network components are connected to an IP network comprised of an Extreme Networks
Alpine 3804 switch and Avaya C363T-PWR Converged Stackable Switch. A Windows 2000 PC
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is connected to the network that hosts PAETEC Communications PINNACLE Communication
Management Suite database server and client application. This PC also hosts a FTP server. A
second PC running Windows 2000 is connected to the network to host the PINNACLE web
client. An Omnitronix Data-Link DL-150 is connected to the network. A RSP session is
established from Avaya Communication Manager running on the Avaya S8300 Media Server to
this device to collect CDR records. In addition, a H.323 IP trunk is established between the two
Avaya Media Servers so calls can be placed from one to the other.

Note: CDR data is collected only from one server, the Avaya S8300 Media Server. The Avaya
S8500 Media Server and Avaya G650 Media Gateway only appear in the test configuration to
generate IP trunk calls to and from the Avaya S8300 Media Server.
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Figure 1: Test Configuration for Collecting CDR Data from a Single Server
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the test configuration provided.

Equipment Software/Firmware
Avaya S8300 Media Server Communication Manager 3.0.1
(R013x.00.1.346.0)
Avaya G700 Media Gateway (Media Gateway 24.21.1
Processor)
Avaya S8500 Media Server Communication Manager 3.0.1

(R013x.00.1.346.0)
Avaya G650 Media Gateway -

TN2312BP IP Server Interface (IPSI) HW 03 FW 22

TN799DP C-LAN Interface (C-LAN) HW 01 FW 16

TN2302AP IP Media Processor (MEDPRO) HW 20 FW 108
Avaya 4600 Series IP Telephones 2.3 (4610SW H.323)

2.3 (4620SW H.323)
2.5 (4625SW H.323)

Avaya 6400D Series Digital Telephones

Avaya C363T-PWR Converged Stackable Switch 4.5.14

Extreme Networks Alpine 3804 7.2.0 Build 25
PAETEC Communications PINNACLE 54.2
Communication Management Suite (database server, (running on Windows 2000
and client application components) Professional SP4)
PAETEC Communications PINNACLE 542
Communication Management Suite (web client (running on Windows 2000
component) Professional SP4)
Omnitronix Data-Link DL-150 Pollable Remote 1.06

Access Unit

3. Configure Avaya Communication Manager

This section describes the procedure for configuring call detail recording on Avaya
Communication Manager. These steps are performed through the System Access Terminal
(SAT). These steps describe the procedure used for the Avaya S8300 Media Server. All steps
are the same for the other media servers unless otherwise noted. Avaya Communication
Manager will be configured to generate CDR records using RSP over TCP/IP to the IP address of
the Omnitronix Data-Link DL-150. For the Avaya S8300 Media Server, the RSP link originates
at the IP address of the local media server. For other Avaya Media Servers, the RSP link
originates at the IP address of the C-LAN board.
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Step

Description

Use the change node-names ip command to create a new node name with the IP address
of the Omnitronix Data-Link DL-150. The example below shows a node name of
BufferDevice was created for the Omnitronix Data-Link DL-150. The IP address is set to
192.168.1.72 as shown in Figure 1. This will be the far-end of the RSP link and will be
used in Step 3.

change node-names ip Page 1 of 1
1P NODE NAMES
Name IP Address Name IP Address
BufferDevice 192.168.1 .72 . . .
Wireless-S8500 10 .11 .11 .7
default 0O .0 .0 .0
procr 192.168.1 .201

Next, the node name of the near end of the RSP link must be determined. This
information will be used in Step 3. If the Avaya S8300 Media Server is used, the near
end of the RSP link is the Media Server node name and is pre-defined as procr. If any
other Media Server is used, the near end of the RSP link is the C-LAN board.

To locate the node name of the C-LAN, use the list ip-interface all command. If
multiple C-LANSs are displayed, locate the C-LAN in the list that will be used for the RSP
connection. Note the name in the Node Name / IP-Address field.

Use the change ip-services command to define the CDR link to use RSP over TCP/IP. To
define a primary CDR link, set the Service Type to CDR1. A secondary link can be
defined by setting Service Type to CDR2. If using the Avaya S8300 Media Server, the
Local Node is set to procr which is the node name of the local processor. If using
another Avaya Media Server, the node name is set to the node name of the C-LAN board.
The Local Port number is fixed to 0. The Remote Node is set to the node name that was
created in Step 1 for the Omnitronix Data-Link DL-150. The Remote Port may be set to
a value between 5000 and 64500 inclusive and must match the port configured in the
Omnitronix Data-Link DL-150. See Section 4 Step 5.

The example below shows the values used in the compliance test using an Avaya S8300
Media Server.

change ip-services Page 1of 3

IP SERVICES
Service Enabled Local Local Remote Remote
Type Node Port Node Port
CDR1 procr 0 BufferDevice 9000
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Step Description

4.| On Page 3 of the change ip-services command, enable the RSP for the CDR link by
setting Reliable Protocol to y. Default values can be used for the other fields.

change ip-services Page 3 of 3

SESSION LAYER TIMERS

Service Reliable Packet Resp Session Connect SPDU Connectivity
Type Protocol Timer Message Cntr Cntr Timer
CDR1 y 30 3 3 60
CTM; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 35
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Step

Description

Use the change system-parameters cdr command to set the parameters for the type of
calls to track and the format of the CDR data. The example below shows the values used
in the compliance test.

CDR Date format: month/day Use ISDN Layouts? n
Primary Output Format: expanded Use Enhanced Formats? n
Primary Output Endpoint: CDR1 Modified Circuit ID Display? n

The remaining parameters define the type of calls that will be recorded and what data will
be included in the record. See reference [2] for a full explanation of each field. The test
configuration used some of the more common fields described below.
¢ Record Outgoing Calls Only? n  [Allows incoming trunk calls to appear in the
CDR records along with the outgoing trunk calls.]
e Suppress CDR for Ineffective Call Attempts? y [Prevents calls that are
blocked from appearing in the CDR record.]
e Intra-switch CDR?y [Allows call records for internal calls involving specific
stations.]
e Outg Trk Call Splitting?y [Allows a separate call record for any portion of an
outgoing call that is transferred or conferenced.]
e Inc Trk Call Splitting? y [Allows a separate call record for any portion of an
incoming call that is transferred or conferenced.]

change system-parameters cdr Page 1 of 1
CDR SYSTEM PARAMETERS

Node Number (Local PBX ID): CDR Date Format: month/day
Primary Output Format: expanded Primary Output Endpoint: CDR1
Secondary Output Format:
Use ISDN Layouts? n
Use Enhanced Formats? n Condition Code "T" For Redirected Calls?
Modified Circuit ID Display? n Remove # From Called Number?
Record Outgoing Calls Only? n Intra-switch CDR?
Suppress CDR for Ineffective Call Attempts? y Outg Trk Call Splitting?
Disconnect Information in Place of FRL? n Outg Attd Call Record?
Interworking Feat-flag?
Force Entry of Acct Code for Calls Marked on Toll Analysis Form? n
Calls to Hunt Group - Record: member-ext
Record Called Vector Directory Number Instead of Group or Member? n

SKKKXKS5>S

Inc Trk Call Splitting? y Inc Attd Call Record? y
Record Non-Call-Assoc TSC? n Call Record Handling Option: warning
Record Call-Assoc TSC? n Digits to Record for Outgoing Calls: dialed

Privacy - Digits to Hide: 0O CDR Account Code Length: 5
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Step Description
6.| If Intra-switch CDR is set to y, use the change intra-switch-cdr command to define the
extensions that will be subject to call detail records. In the Assigned Members field,
enter a specific extension whose usage will be tracked with a CDR record. Add an entry
for each additional extension of interest.
change intra-switch-cdr Page 1of 2
INTRA-SWITCH CDR
Assigned Members: 4 of 1000 administered
1: 3000 19: 37: 55: 73: 91:
2: 3001 20: 38: 56: 74: 92:
3: 3010 21: 39: 57: 75: 93:
4: 3011 22: 40: 58: 76: 94:
5: 23: 41: 59: 77: 95:
6: 24: 42: 60: 78: 96:
7: 25: 43: 61: 79: 97:
8: 26: 44 : 62: 80: 98:
9: 27: 45: 63: 81: 99:
10: 28: 46: 64: 82: 100:
11: 29: 47: 65: 83: 101
12: 30: 48: 66: 84: 102
13: 31: 49: 67: 85: 103
14: 32: 50: 68: 86: 104
15: 33: 51: 69: 87: 105
16: 34: 52: 70: 88: 106
17: 35: 53: 71: 89: 107
18: 36: 54: 72: 90: 108
7.| For each trunk group for which CDR records are desired, verify that CDR reporting is

enabled. To do this, use the change trunk-group n command, where n is the trunk group
number, to verify that the CDR Reports field is set to y. This applies to all types of trunk

groups.

change trunk-group 3

Group Number: 3
Group Name: PSTN PRI 2
Direction: two-way Out
Dial Access? y B
Queue Length: O
Service Type: tie
Far End
TestCall BCC: 4
TRUNK PARAMETERS

Trunk Hunt: cyclical

Bit Rate: 1200
Disconnect Supervision - In? n
Answer Supervision Timeout: 0O

Codeset to Send Display:
Max Message Size to Send:
Supplementary Service Protocol:

Incoming Calling Number - Delete:

Page 1 of 19

TRUNK GROUP

Group Type: isdn CDR Reports: y
COR: 1 TN: 1 TAC: 103
going Display? n Carrier Medium: PRI/BRI
usy Threshold: 255 Night Service:
Auth Code? n TestCall ITC: rest

Test Line No:

6 Codeset to Send National IEs: 6

260 Charge Advice: none

a Digit Handling (in/out): enbloc/enbloc

Digital Loss Group: 13

Insert: Format:
Synchronization: async Duplex: full
Out? n
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4. Configure Omnitronix Data-Link DL-150

This section describes the configuration of the Omnitronix Data-Link DL-150 Pollable Remote
Access Unit.

Step Description

1.| To configure the Omnitronix Data-Link DL-150, connect port 2 of the device to the serial
port of a PC. Port 2 is used for administration. From the PC, launch a terminal emulator
application such as HyperTerminal. Configure the terminal emulator to use the serial port
connected to the device with the following parameters: 19200 bits/sec, 8 data bits, no
parity, 1 stop bit, and Xon/Xoff flow control.

Initiate a serial connection from the PC to the device. No prompt is provided by the
device. Type status on the blank display to view current settings and to verify
communication.

status

Data-Link DL150 1.06 STD unit Serial # : 540001450
Unit ID : Data-Link

Date : MON 02/20/06 % Full alarm : OFF

Time : 09:00:37 No Data Alarm 1: OFF
Memory : 32768K No Data Alarm 2: OFF

% Full : 01% Release mode - LINE
Modem : Yes Duplex : FULL
Network : Yes Password : OFF

IP Add : 192.168.1.72 Compress : OFF

MAC Add : 00:10:A3:01:3D:48

Baud Rate 19200 19200 19200 19200
Parity, etc. 8N1 8N1 8N1 8N1
File Records 00000003 00000000 00000000 00000000
File Bytes 00000207 00000000 00000000 00000000
File % Full 00% 00% 00% 00%
ASCI1/Binary  ASCII ASCII ASCII ASCII
Handshake XON/XOFF  XON/XOFF ~ XON/XOFF  XON/XOFF
File Wrap OFF OFF OFF OFF
Alarm Filter OFF OFF OFF OFF
COMPLETE
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Step

Description

To access the main setup menu, type setup. The first step is to set the network settings
including the initial IP address. To adjust these settings, choose the menu option for
Network Settings by typing an a next to the Enter your Selection prompt. Do not
follow menu option selections with a carriage return.

setup

Data-Link DL150 - Main Setup Menu
A) Network Settings

B) Serial Settings

C) Modem Settings

D) User Profile Settings

E) Alarm/Filter Definitions

F) Action Definitions

G) General Settings

H) Alarm Log Settings

1) Audit Log Settings

Enter your Selection: a
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Step

Description

The Network Settings menu is displayed with the current values of the settings for
options A - F. Enter the appropriate values for options A — C. Default values will be
used for options D and E. To change a value, enter the menu option next to the Enter
your Selection prompt. When prompted, enter the new value for the selected parameter.
Do not follow the entry with a carriage return. Option F will be addressed in the next
step.

The example below shows the values used by the compliance test. The IP Address
parameter represents the IP address of the device and is set to 192.168.1.72 as shown in
Figure 1. The IP Address value must match the IP address of the node name of the
Omnitronix Data-Link DL-150 configured on Avaya Communication Manager in Section
3 Step 2. The network where the device is connected determines the values of the
Subnet Mask and Router Address. For the compliance test, these values were
255.255.255.0 and 192.168.1.1 respectively.

Data-Link DL150 - Network Settings

A) IP Address [192.168.1.72]

B) Subnet Mask [255.255.255.0]

C) Router Address [192.168.1.1]

D) Telnet Duplex [FULL]

E) Inactivity Timeout [0]

F) 1P Record Collection Settings [AVAYA DEFINITY RELIABLE PROTOCOL]

G) SNMP Settings

H) FTP Settings

1) PPP Settings

J) E-mail Settings

K) Real-Time Socket Settings

L) SNMP Trap Capture Settings

M) 1P Address Restrictions

Note: Changes to IP Address, Subnet Mask, or Router

Address will not take effect until any open
Telnet command processor sessions are ended.

Enter your Selection:
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Step Description
4.| Next, verify the IP Record Collection Settings. The example below shows the correct
setting of AVAYA DEFINITY RELIABLE PROTOCOL. However, if this parameter is set
to any other value or to verify the settings related to this IP Record Collection method,
select menu option F. Do not follow the entry with a carriage return.
Data-Link DL150 - Network Settings
A) IP Address [192.168.1.72]
B) Subnet Mask [255.255.255.0]
C) Router Address [192.168.1.1]
D) Telnet Duplex [FULL]
E) Inactivity Timeout [0]
F) IP Record Collection Settings [AVAYA DEFINITY RELIABLE PROTOCOL]
G) SNMP Settings
H) FTP Settings
1) PPP Settings
J) E-mail Settings
K) Real-Time Socket Settings
L) SNMP Trap Capture Settings
M) 1P Address Restrictions
Note: Changes to IP Address, Subnet Mask, or Router
Address will not take effect until any open
Telnet command processor sessions are ended.
Enter your Selection: f
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Step

Description

The IP Record Collection Setup menu is displayed. To change the IP Record Collection
method, select option A. This will display a new collection method with a new list of
parameters specific to that collection method. Selecting option A again will select the
next collection method in the list. Repeatedly selecting option A will cycle through the
complete list of collection methods. Stop cycling through the choices when the IP
Record Collection field is set to AVAYA DEFINITY RELIABLE PROTOCOL.

To change any other parameter value, enter the menu option next to the Enter your
Selection prompt. When prompted, enter the new value for the selected parameter. Do
not follow the entry with a carriage return.

The example below shows the values used for the compliance test. The CDR records will
be stored in a file called FILE1 and will use port 9000. This port number must match the
port number used in defining the CDR IP service on Avaya Communication Manager in
Section 3 Step 2. Default values can be used for the other options.

Enter a carriage return to return to the previous menu.

Data-Link DL150 - IP Record Collection (IPRC) Setup

A) 1P Record Collection [AVAYA DEFINITY RELIABLE PROTOCOL]
B) Store Collected Data In [FILE1]

C) Data Alarm/Filter Enable [OFF]

D) Target Name 1

E) Port [9000]

F) Time Stamping [OFF]

Enter your Selection:

The Network Settings menu is displayed again. Next, set the FTP Settings. Select
menu option H.

Data-Link DL150 - Network Settings

A) 1P Address [192.168.1.72]

B) Subnet Mask [255.255.255.0]

C) Router Address [192.168.1.1]

D) Telnet Duplex [FULL]

E) Inactivity Timeout [0]

F) IP Record Collection Settings [AVAYA DEFINITY RELIABLE PROTOCOL]

G) SNMP Settings

H) FTP Settings

1) PPP Settings

J) E-mail Settings

K) Real-Time Socket Settings

L) SNMP Trap Capture Settings

M) 1P Address Restrictions

Note: Changes to IP Address, Subnet Mask, or Router

Address will not take effect until any open
Telnet command processor sessions are ended.

Enter your Selection: h
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Step Description
7.| The FTP Settings menu is displayed. The example below shows the values used for the

compliance test. The FTP Server Address is the IP address of the FTP server in the
network. In the case of the compliance test, this is the same host machine running
PINNACLE. The Username, Password, and Account fields correspond to a user
account established on the FTP server configured for the purpose of transferring the CDR
files.
Once the values are properly set, enter a carriage return to return to the previous menu.
Enter two more carriage returns to exit the setup command and return to the command
level.

Data-Link DL150 - FTP Settings

A) FTP AutoDelete for GETs [OFF]

B) FTP Push Enable [ON]

C) FTP Server Address [192.168.1.74]

D) Username [datalink]

E) Password [datalink]

F) Account [datalink]

G) Directory

H) Minutes Between Push Attempts [10]

1) Select Files to Push

J) Remote File Names

K) Allow FTP User Bump by New User [OFF]

L) Encrypted FTP Setup [OFF]

Enter your Selection:
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5. Configure PAETEC Communications PINNACLE
Communication Management Suite

This section describes the configuration of PINNACLE. The usernames and passwords used in
the following procedures were created during the initial installation. For installation procedures,
please refer to reference [3]. All configuration of PINNACLE is performed through the
PINNACLE client application.

Step Description
1.| Launch the PINNACLE client from the Windows start menu by navigating to Start 2>
Programs = Pinnacle 2 PINNACLE v5.4.2
2.| The application opens with a Database Logon window. Enter a valid Username and
Password.
Select OK to continue.
Datahase Logon I 2=l
Username: I
Passward: I
e 1[4 4 Cancel Logoff
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Step Description
3.| The PINNACLE client main window appears. The next step is to create a switch profile
for the Avaya Media Server running Avaya Communication Manager that will be sending
the CDR records.
From the menu at the top of the window, navigate to Billing - Rating Maintenance -
General Rating Setup = Rating Switch Profile.
File Edit Design Tools System | Biling Operations Reparts !Z)B.C\ Help  “Window
2w |2 Subscriber 3
]} Accounts Feceivable >
Misc ash Receipts 3
Call R ating >
Carrier File Processing
Bill Creation
Accounting/BR. Feed
Subscriber Directary
Subscriber Maintenance
Rating Maintenance Area Code and Exchanges
Carrier File Maintenance e [ cal T
BiIIing Maintenance Leneral F.ating aelup all Ivpes .
. ) Settlement Locations
Reqional and Local R.ating
Irnpotts ’ .
. Long Diskance Carrier Rate Plans
Toll Rating
Inkernational Rating Rating F‘armeters
Service Mumber Mapping Unrated Reasons
Trunk Maintenance
Threshold Plan Setup Tall Free Mumbers
Huolidays for Discounting
4.| The Rating Profile window appears. Select New.
ﬁ Rating Profile _ﬂﬂ
Switch Profile: |
Archive Path: |
Swritch Type: I d
I~ Compressed data
o ok | 5 Cancel | & Modify | ol hew
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Step Description
5.| Enter a descriptive name in the Switch Profile field. Set the Archive Path to any path
that will be used to archive copies of the text files containing CDR records. Set the
Switch Type to the desired CDR format.
The example below shows the profile used for compliance testing. The Switch Profile
was set to Avaya Test. Archive files were kept in the same directory where new record
files are received on the FTP server. The CDR format used was EXPANDED.
Select OK to continue.
Rating Profile : _'?.lil
Switeh Profile; |Avaya Test
archive Path: IE:\Ftpr‘oot\dutulink
Switch Type:
[~ Compressed data
~ 0K | ¥ Cancel | ;;"f Modify | wil Hew | & findl L Listl ﬁlﬁl
6.| Next, PINNACLE needs to be configured with information on where to locate the CDR
records for this profile.
To set these parameters, navigate to Billing = Call Rating = Server-Side Rating from
the menu bar.
File Edit Design Tools Syskem | Biling Operations Reports DEA Help  wWindow
Subscriber
Accounts Receivable
Wisc ash Receipts
Call Rating Rating Inguiry
Carrier File Processing Unbilled Rated Calls
Eill Creation Unrated Calls
Accounting/ER. Feed Rawswitch Data Errars
bstriber Di Quick Manual Call Entry
Subscriber Directory caved CDRs
Subscriber Maintenance -
Ratiltug M?ainterluance ate Updates
Cartier File Maintenance
Billing Maintenance
Irnpoarts
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Step Description
7.| The CDR Processing window appears. In the File Path field, enter the location where
the FTP server will store the incoming files containing CDR data. In the File Name field,
enter the name of the file containing the CDR data. This must match the same value
configured on the Omnitronix DL-150 shown in Section 4 Step 5. Enter the profile name
in the Rating Profile field of the profile created in Step 5 of this section. Lastly, click the
check box next to the Truncate file after processing field. The example below shows
the values used in the compliance test.
Select Schedule to continue.
[ coR Processing i ed s
Fi]ePath;IE:kFtprDDt'\dutulink
File Name: | FILEL
Rating Profile: | fvaya Test B
[v Truncate file after processing:
Schedule Execute |
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Step Description
8. Lastly, the Job Scheduler window appears. The parameters on this window determine
how often PINNACLE processes the CDR files collected by the FTP Server.
The example below shows typical values that were used for the compliance test. The
Cycle field was set to By Interval. The interval was set to 5 minutes. Click the check
box next to Reuse job log for each cycle. Otherwise, a new job log file is created for
each processing cycle of the CDR data. Default values were used for the other fields.
Select the OK button to complete the configuration.
Job Scheduler . : 2 x]
Date /Ti me
Schedu]e:l COR Load |FILE1 28 FEB 2086 @9:55
—Cuycle: |I35I Interwal _'I
I Days I Hours I 5 Minutes
v iFelise job iog for eachcucle:  Synchronize on: ! Scheduled Start _;'
Expires on: I ar After i Repetitions
el I ¥ Cancel I
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6. Using PAETEC Communications PINNACLE

Communication Management Suite to View Call Reports

This section describes using the PINNACLE web client for viewing call summary reports of the
CDR data collected from Avaya Communication Manager. The report shown in the following
procedure does not display the call charges. To calculate the call charge, significantly more
configuration is required including defining subscribers, carriers, local dialing areas, mapping
extensions to DID numbers, rate plans, etc. These items are out of the scope of these Application
Notes. For a detailed description of how to set-up the rating structure for an enterprise, please
refer to reference [4] and [5].

Step Description
1. | The PINNACLE web client is used to run the desired report. However, before the
report can be run, the Switch ID must be known. This is an internal value that is
assigned by the database to each switch it is managing. This value can be determined
by examining the Message Log using the PINNACLE client.
From the PINNACLE client main window, navigate to System-> Job Log.
File Edit Design Tools | System Biling Operations Reports DB&  Help  Window
Controls
Standard Maintenance  »
Service Worksheet
Imports
Track Changes
Password Maintenance
Siitch Inkegration
CTM; Reviewed: Solution & Interoperability Test Lab Application Notes 20 of 35

SPOC 4/14/2006 ©2006 Avaya Inc. All Rights Reserved. Pinnacle-ACM




Step Description

2. | When the Job Log window appears, select the Refresh button to update the entries in
the table with the latest data. In the Job Log list in the lower half of the window, find
the entry associated with the job processing CDR records for the switch in question.
Do this by locating the CDR file name specified in Section 0 Step 7 in the Desc
column.

For the compliance test, the default CDR file name FILE1 was used. In the example
below, this entry is highlighted in the list. Double-click on this entry to open the
Message Log.

[] 2l _|oj x|
@ Job Queue: 11:54:04
Number |  Tenant | Name D, Seheduled Date Cicle Status
1e4.25 Main Tenant  COR Lood FILEL 28 FEE 20885 11:55:88 | By Interval Scheduled _:J

116,548 ®ain Tenant Job Log Monlflob Log Monit| 2@ FEG 2006 11:57:08 | By Interval | scheduled

=]

Job Log: #udd Monttor I odity b ete Refresh I

Mum ber Tenant Harmng [, Start Date Duration Status

183.1 Hailm Tenonz COR Lood maayacert.ode

Z@ FEE 2Pdg P9:15:23 T H e Conplete ﬂ
162.1 Haim Tenant COR Lood |owayocert.cdr| 28 FEB 2886 @9:14:86 [iEH T TH | Complete
1e1.1 Mainm Tepant  COR Lood |owayacert.cdr] 28 FEE 2886 @9:12:54 | @d:a@:2l Complete ﬂ
116.55% MNaim Tenant Job Log MonidJdob Log Monity 2@ FEE 2086 L1:52:83 B3 00 183 Complete

=
Date Range: | 19 FEE 2826 J z1l FEG 2085 [¥ My Jobs Oniy Status | Delefe Refresh I
3. | A status window appears. Select Show Results to continue.
Status of JOB 164.25 : : N ' _'?Jﬂ

COMPLETED SUCCESSFULLY. ;I

.2

Close CS g R I Show A1l Cycles
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Step

Description

The Message Log appears. The Switch ID is shown in each entry in the log in the
SWITCH ID field. The Switch ID is an internal system generated value. In the
example below, the SWITCH ID is 20. This is the value that will be needed in
subsequent steps to run the reports.

Message Log 101 =]
File  Options

PROCEZ:IMG DATE: 28 FEE ZB@6 11[35:@2|SWII'EH H: 26BPROFILE I0: 20MRECORDS PROCESSED: 4BBLANK: =
PROCESSING DATE: 28 FEB 28@6 11:45:@SEWITCH ID: ZOMPROFILE ID: =@ERECORDS PROCESSED: SHBLANK:
PROCESSTNG DATE: 268 FEG 28@6 11:55:@4@WITCH ID: 20MPROFILE ID: 2@MRECORDS PROCESSED: SHBLANK:
PROCESSING DATE: 26 FEG 28@6 1@:26:@3ESWITCH ID: 20BPROFILE ID: 2@NRECORDS PROCESSED: 1MBLANEK:
PROCESSING DATE: 28 FEB 28@6 18:30:@SESWITCH ID: z@BPROFILE ID: z@BRECORDS PROCESSED: SHELAMK:
PROCESSING DATE: 28 FEB 2086 1@:40:685ESWITCH ID: zEBPROFILE ID: z@MRECORDS PROCESSED: SHEELAMI:
PROCESSING DATE: 2@ FEB 28@6 1@:45:@4EsWITCH ID: ZGBPROFILE ID: 2@MRECORDS PROCESSED: 1HELANK:
PROCESSING DATE: 2@ FEB 8@ 1@:SE:@3ESWITCH ID: ZGBPROFILE ID: 2@MRECORDS PROCESSED: ZHBLANK:
PROCESSTNG DATE: 268 FEG 28@6 11:16:@SESWITCH ID: 20MPROFILE ID: 2@MRECORDS PROCESSED: 1HBLANEK:
PROCESSING DATE: 26 FEG 28@6 11:15:@SESWITCH ID: 20MPROFILE ID: 2@MRECORDS PROCESSED: 1HBLAMEK:
PROCESSING DATE: 26 FEG 28@6 11:25:@3@SWITCH ID: 20MPROFILE ID: 2@NRECORDS PROCESSED: SHBLANEK:
A ]
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Step

Description

To run the report, use the PINNACLE web client. Open a web browser and enter the
following URL in the Address field:
http://ip_address/pinnacle/app/web/main/index.pshtml where ip_address is the IP
address of the PINNACLE database server.

The example below shows the URL used for the compliance test. The IP address of the
PINNACLE database server was 192.168.1.74 as shown in Figure 1.

Select the ADMINISTRATION PORTAL to continue.

3 PINMACLE - PAETEC Communications, Inc. - Microsoft Internet Explorer 15 j@l ;Iglll
File Edit View Favorites Tools Help N _
Back - = - at | Qhsearch [GFavorites GMedia &4 | E-S = @ a4
Address I@ http:/f192.168. 1.74/pinnaclefapp/web/mainfinde:x. pshtrl j oGo | Links **

2 PAETEC PINNACLE Communications Management Suite

A COMMUNICATIONS

» Use Invaoice Management to track and reconcile invoice charges p
login submitted by external wendors for services and products. login payments and service requests.

Customers can view and print billz, view services and submit

» Technicians uze thiz portal to review work order assignment details p Department contacts can rn and print departmental usage reports,
login and mark tazks completed. login generate service requests and approve wark orders.

2 The System Administrator maintaing system settings, grants roles
login and privileges and customizes tab and menu options.

Copyright @ 2002, 2003, 2004, 2005 PAETEC Communications, Inc.

|@ ’_l_l_ & Internet 5
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http://ip_address/pinnacle/app/web/main/index.pshtml

Step Description
6. | A Login page appears. Enter a valid Username and Password.
/3 Admin Portal: Login Page - Microsoft Internet Explorer : i 28| -|Of x|
File Edit Yiew Favorites Tools  Help Eg |i
SBack - = - @ @ ﬁ| @Search (3] Favorites @Media &3 | %v = = %] éi
Address I@ http:/f192.168. 1, 74/pinnacleapp/web/admin/mainadmin. login. pshtrml?ac=102739 j 6>Go |Links 1%
QQ- ?ﬁ‘ﬁﬂéq PINNACLE Communications Management Suite
=N CMIUNICATICHS ¥ ADWINISTRATIVE FORTAL
Login
Username: I
Pazsword: I
7. | The Administrator Welcome page appears. Select the reporting option in the menu
below the banner to continue.
/3 Administration Portal - Microsoft Internet Explorer 1 #8 -0l x]
File Edit Wiew Favorites Tools Help e |
sPBack + = - @ ) | @Search (3] Favarites @Media @ | l%v == @ Al
Address I@ http: {192,168, 1. 74/pinnaclefappfweb/adminimainadmin. tabframes . pshtml?ac=121917 LI @Go |Links 2%
92- PAETEC PINNACLE Communications Management Suite
,  COMMUNICATIONS U i
Administrator system | reparting | payment | tools | documentation | my reports | home | help | logout
Welcome Administrator!
Usze the renus across the top to access the various functions available o you,
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Step

Description

The reporting window opens with the Publications tab. This tab displays a list of
sample reports that have been customized with customer specific data such as database
server name and password as part of the initial installation process. To use any of these
reports, the report must first be made active and accessible to the necessary users.

/2 Administration Portal - Microsoft Internet Explorer N A8 -0 x|
File Edit Wiew Favorites Tools Help |

¢Back - = - 2 ﬁ| Qsearch [GFavorites G0media (4| By & = 5 4l

Address I@j http: /192,168, 1. 74/pinnacle/ appiweb/ admin/mainadmin, tabframes . pshtml?ac=121917 j G0 | Lirks *

92- PAETEC PINNACLE Communications Management Suite

COMMUNICATIONS

F ADMIMISTRATIVE PORTAL
system | reporting | payment | tools | documentstion | my reports | home | help | logout
Publications PubGroups Scheduler | Configuration
9 Publications
Add Publication |Delete Publication(=)

* To edit the publication properties, click on the title of the desired # To reduce the number of displayed reports, select a group in the
publication. To remove one or more publications, check the boxes “Filter by Publication Group™ field or use the "Name contains™
next to their respective title(s) and click Delete Publication(s]. field to specify a text criteria that fully or partially matches any
To add a new report, Click Add Publication. textin the report name you are searching for.

Name contains: | Filter | Filter by Publication Group: I Al vI

|____[Reportmitle _____________________________________[|Required Privilege ___[Status__[Publication Group |
|— -AR Balance report access, reporkd Inactive

|_ -hsset Information Report repatt, access reports Inactive

— -Building Information Report report access reportld Inactive

r -Cable Information Repart report, access, reportl2 Inactive

I_ -Contact Inforration Report report, access.reportle Inactive

I_ -Contacts by Type Report report access, reportls Inactive

I_ -Inventory Details Report report access. report3l Inactive

I- -Inventory Level Report repott access report34 Inactive

|— -Inventory Walue Listing repaort, access, reportd Inackive

|_ -Payment-Adjustment Register repott access reportdd Inactive

I_ -Service Inventory Report repott access, reportSl Inactive

I -Service Profile report, access, reportSS Inactive

O -Trouble Ticket Yolurme Report report, access, reportE? Inactive

| -Trouble Ticket by Type Report report, access, reportad Inactive ;II

i€ | [ (e mrernet Z
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Step

Description

The compliance test used the sample report, Processed CDR Report — Avaya, to view
the CDR records processed by PINNACLE. To activate this report, scroll-down the
list of reports until it appears in the window. Double-click on this entry in the table.
The example below shows this entry highlighted in the table.

4} Administration Portal - Microsoft Internet Explarer 2 e ] 4|
File  Edit View Favorites Tools  Help o |
GBack - = - G (2] 4 | Qhsearch [elFavorites  Media ¢4 | '_f%é?v S E L
Address l@ http:f{192.168, 1. 74/pinnacle/app/webjadmin/mainadmin, tabframes, pshtml?ac=05237613 LI 50 | Links *>

92- (PUQ‘EH‘;(; PINNACLE Communications Management Suite
FAOMINISTRATIVE FPORTAL
system | reporting | payment | tools | documertation | my reports | home | help | logout

Fublicati

I_ Inventory Level - Low Inventary report access.report38 Inactive

o Inventory Level - Select by Type report, access. report36 Inactive

| Inventory Level - Select by Warehouse report, access report3 7 Inactive

|_ Inventory Level - Surplus Inventory report, access. report39 Inactive

I_ Inventory Value - Custom report access, reportdd Inactive

I | Inventory Walue - Select by Tupe report, access, reportd 2 Inactive

|| Inventory Walue - Select by Wareshouse report, access, reportd 3 Inactive

I_ Inventory Walue - Warehouse Cormparison repott, access, reportd 4 Inactive

[ Parameter Sampler H Inactive

I_ Payments and Adjustrnents - Custorn report access.reportd & Inactive
I - Procezzed CDR Report - Avaya 58 Inactive I

1 Processed COR Report - Maortel i Inactive

' Procezzed CDR Report - Siernans & Inactive

I | Service Inventory - Custorm report, access.reportSa Inactive

l_ Service Inventory - Mo Location repott, access. reportd 3 Inactive

[ Service Inventory - Cut of Service report access. reportS0 Inactive

I_ Service Inventory - Selacted Item repott access. report33 Inactive

T | Service Profile - Custom report. access repartSE Inactive

B Service Profile - Select by Location repott. access. reportSy Inactive

-] Service Profile - Select by Subscriber report access, reportSE Inactive

O Subszcriber Bill - Embedded Crustal A2 Inactive

I | ubzcriber Directory List - Custorn report, access. reportS3 Inactive

[ Subscriber Profile - Emmbedded Crystal * Inactive LI

] [ [ [ [a mternet /4
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Step Description
10. | After double-clicking the entry, the properties for the selected report appear in the
bottom of the window. The example below shows the bottom frame of the window
expanded so that all the properties can be viewed at once. To activate the report and
make it available to users, make the following changes to the form. Set the Report
Status field to Active. Set the Report Accessibility field to To all users. In the Portal
Associations field, highlight the choice of admin — Administration Portal in the text
box. Inthe Supported Formats field, put a check in the check box next to each
format to be enabled. As part of the compliance test, pdf and csv were selected.
Select the default values for all other fields. The DB Username, DB Password and
DB Server values were established as part of the initial system installation.
Select the Save button to submit the changes.
2 Administration Portal - Microsoft Internet Explorer (. A8 -10] x|
File  Edit Wiew Favorikes Tools  Help h ‘
R | tat | Qisearch [SfFsvortes EMeda 4 ‘ - S = 5 A
Address I@http:HIQZ.lﬁS.1‘74,|’p\nnacle,fapp,l’wahfadm\n,l’mainadmin.tahframas‘pshtml7ac=05237613 j @Gu Links *
9-2- gﬁﬁlﬁg PINNACLE Communications Management Suite
system | reporting | paymert | tools | documertation | my reports | home | help | logout
- =
[ Er d COR Report - Mortel * Inactive |
' Procezsed COR Repart - Sierans * Inactiva ﬂ o
Properties Parameters | Custorn S0L
Enter the values to configure this report. To make this report available to users, set the status field ta "Activa",
ReportFile=|pracessedCDF{AvayaCenrpt Change... I
Report Title: |Processed CDR Report - Avaya *
Hepuetliescivtions processed cdr report ;I
-
DBUsemame:W
DE Password: | Confirm: IW
DE Server: Iorcl
RgpurtStahls:lm
Report Accessibility: |TD all users j
Publication Group: IW
admin - Administration Poral
Portal Associations: Eust—%mlomerpogal |
ept- Deparment Fartal
invﬁqgmt —F;nvaice Management Poral x|
Usage In(s.;:;:::;; ;I
=
e Meor Tooc Mxs T Mesy Tomr [am
Casy st Dt Mer Tere Tro Mrer
] [T [ inkernet Z
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Step

Description

11.

The window returns to the list of reports. The report, Processed CDR Report — Avaya,
IS now shown as active.

To run a report, select the my reports option from the tool bar.

4} Administration Portal - Microsoft Internet Explarer - ] e ] 4|
miew Favaorites  Tools  Help o |
GBack ~ = - G [2] 4 | Qhsearch  [elFavorites Media &4 | @v S E L
Address l@ http:ff192.168. 1. 74/pinnaclefapp/web/admin/mainadmin. tabframes, pshtml?ac=05237613 LI @Go Lirks **
92- Rﬁﬁ:{EQ PINNACLE Communications Management Suite
¥ ADMIN TIME FORTAL
im system | reporting | payment | tools | documertation | my reports | home | help | logout
I_ Inventory Level - Low Inventary report access. report38 Inactive
o Inventory Level - Select by Type report, access. report36 Inactive
Il Inventory Level - Select by Warehouse report, access report3 7 Inactive
I_ Inventory Level - Surplus Inventory repott, access. report39 Inactive
I_ Inventory Value - Custom report access, reportdd Inactive
I | Inventory Walue - Select by Tupe report, access, reportd 2 Inactive
|| Inventory Walue - Select by Warshouse report, access, reportd 3 Inactive
o Inventory Walue - Warehouse Cormparison repott, access, repartd 4 Inactive
[ Parameter Sampler H Inactive
I_ Payments and Adjustrnents - Custorn report access.reportd & Inactive
I o Processed COR Report - Avaya i Active I
1 Processed COR Report - Maortel i Inactive
‘Wl Processed COR Report - Siemans # Inactive
I | Service Inventory - Customm repotrt, access.reportSa Inactive
l_ Service Inventory - Mo Location repott, access. reportd 3 Inactive
[ Service Inventory - Cut of Service report access. reportS0 Inactive
I_ Service Inventory - Selacted Item repott access report33 Inactive
T | Service Profile - Custorm report. access reportSE Inactive
O Service Profile - Select by Location repott. access. reportSy Inactive
-] Service Profile - Select by Subscriber report access, reportSE Inactive
M Subscriber Bill - Embedded Crystal 2 Inactive
I | ubzcriber Directory List - Custorn report, access. reportS3 Inactive
[ Subscriber Profile - Emmbedded Crystal * Inactive LI
] [ [ [ [a mternet /

CTM; Reviewed: Solution & Interoperability Test Lab Application Notes 28 of 35
SPOC 4/14/2006 ©2006 Avaya Inc. All Rights Reserved. Pinnacle-ACM




Step Description

12. | The my reports window opens with the Reporting tab. In the Filter by Publication
Title field, select the report, Processed CDR Report — Avaya, from the pull-down
menu. This limits the reports listed in the window to just this one. This report would
not be available in the pull-down prior to performing Step 9.

Double-click the report icon containing the yellow arrow to continue. See the example

below.
4} Administration Portal - Microsoft Internet Explorer N -8 -0 x|
File Edit Wiew Favorites Tools  Help |
Back ~ = - (D at | iQhsearch G Favorites @E\ﬂedia 4 | S5 a
Address I@ http:ff192. 168, 1. 74/pinnaclefapp/web/admin/mainadmin, tabframes, pshtml?ac=121917 j @Go | Links **

PINNACLE Communications Management Suite

(R

system | reporting | payment | tools | documertation | my reports | home | help | logout

9 My Administration Portal Reports

Use filtering options to obtain desired report list, Select the report you would like to wark with by clicking an the row itis in or, for captured reports,
click the "Run Immediate Icon” to run immediately, Meut, select the tab below for the desired function, To run the report, click on the "Run" tab, To
work with schedules of the repart, click an the "Schedule” tab, To wiew outputs, click on the "Cutputs" tah,

Filter by Publication Title contains: I Filter | Filter by Publication Title: I Processed CDR Report - Avaya j

Show Captured Reports: [ Show Shared Captured Reports: [

Delete Captured Report(s)

[T eport e - T T T
EE Processed CDR Report - Avaya processed cdr repart pD;.-"lS.-"DS Ulice

™ checkiUncheck all

& [ [ @ 7
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Step Description

13. | The window shows the run parameters in the bottom half of the window. Enter the
start and end dates for the calls to be included in the report. Enter the SWITCH ID
obtained in Step 4 of this section.

Select the Run button to create the report.

/2 Administration Portal - Microsoft Internet Explorer 8 10| =|

File Edit View Favorites Tools  Help |
HBack = = - @ 7 | @Search [Fe] Favorites @Media ég | %v S = al

Address I@ http:/f192.168.1.74/pinnacle/appweb) admin/mainadmin, tabframes, pshtml?ac=121917 j 6o | Links **

k system | reparting | payment | tacls | documentation | my reports | home | help | logout

9 My Administration Portal Reports

Usze filtering options to obtain desired report list, Select the report you would like to work with by clicking on the row itis in or, for captured reports,
click the "Run Immediate Icon" to run immediately, Mext, select the tab below for the desired function, To run the report, click on the "Run" tab, To
work with schedules of the report, click on the "Schedule" tab, To view outputs, click on the "Cutputs" tab,

Filtar by Publication Tile contains: I Filter | Filter by Publication Title: I Processed COR Report - Avaya j

Showr Captured Reports: [ Show Shared Captured Reports: -
Delete Captured Report(s)

s [

7 checkiUncheck all

Capture Schedule Qutputs

Q Report Execution Parameters

Enter the repart parameters below, Click the "Run" button to execute the report,

Execution Parameters
Report Title: |Processed COR Report - Avaya

Select the output farmat: IAdDbB FDF j

Please select the start date: * IDZ;"ZD;"ZDDB 12:00:0044 H
Pleasze select the end date: ‘IDZIZ”ZDDE 12:00:004084 E

Pleaze select a switch id: X

Fields marked with * are requirad,

Fun

i€ [ [ [ e mtemet 4
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Step Description

14. | After selecting the Run button, the bottom half of the window displays the Outputs
tab. This shows a list of reports previously run from this login. The actual report
output is displayed in a separate window.

inistration Portal - Microsoft Internet Explorer -8 10 =i
File Edit View Favorites Tools  Help |

<Back - = - at | Qhsearch [FFavorites  SfMedia é3| S a4

Address I@ http: {192,168, 1. 74 /pinnacle/app/webfadminfmainadmin. tabframes. pshtml?ac=121917

=] @an ks »

PINNACLE Communications Management Suite

WE FO

system | reporting | payment | tools | documertation | my reports | home | help | logout

9 My Administration Portal Reports

Use filtering options to obtain desired report list, Select the report you would like to wark with by clicking an the row itis in or, for captured reports,
click the "Run Immediate Icon” to run immediately, Mext, zelect the tab below for the desired function, To run the report, click on the "Run" tab, To
work with schedules of the repart, click on the "Schedule" tab, To view outputs, click on the "Cutputs" tab,

Filter by Publication Title contains: I Filter | Filter by Publication Title: | Processed CDR Report - Avaya j

Show Captured Reports: [ Show Shared Captured Reports: -
Delete Captured Report(s)

| e

7 checkiUncheck all

hedule

Capture Qutputs

Q Saved Administration Portal Report Outputs
To open a report, click on the Report Title below, or right-click on it and select "Save Target A=", to download and save it to your computer,
Animated reporticons indicate that the reportis still running, Click "Refresh Listing", to update this page and monitor the report progress, To
delete reports, select the checkbon nent to the title and click the "Delete Selected Report{s)" link.

Delete Selected Reportis) |Refresh Listing

| [Report Tite Date | size (KB)
- ﬁ Processed CDR Report - Avaya 02/15/06 02:00 PM 10,960.3
] -E Frocessed COR Report - Avaya 02/15/06 02:02 PM 79.3
- ﬁ Processed CDR Report - Avaya 02/15/06 02:04 PM 58.5
|— -E Processed COR Report - Avaya 02/15/06 02:04 PM TT.4
& ﬁ Processed CDR Report - Avaya 02f20/06 10:32 AM 52,0
L -E Processed COR Report - Avaya 02/20/06 10133 AM 75.1
Il ﬁ Processed CDR Report - Avaya 02{20/06 11:36 AM 57.9
o ﬂ Processed COR Report - Avaya 02/20/06 01:35 PM

58.3
= . ]
€ [ [ [ [ mteme 4
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Step Description

15. | Below is an example of the Report Output window displaying calls made between
2/20/06 at 12:00:00 AM to 2/21/06 at 12:00:00AM on switch 20.

3 http://192.168.1.74/pinnacle/app/web/shared/pinncr.download.pshtmi?reportid=96&queueid =66&ac=13 et Ex _-IEI = Dlﬂ
Fle Edit View Favorites Tools Help ig ﬁ
¢aBack + = - B #at | Qsearch [ifFavartes (hmeda <4 | Bhe S =1 5] AL
Address |&] http:j}192. 188.1.74/pinnaclefappjwebisharedfpinner. dowrload. pshtmiPreportid=968nueusid=668ar=134512 x| @eo |Links ?| @snaglt |
BE@- = [RsE0E|N b ][Oa-RB-Boha -e DO [Q
Had
- a
$ b3
E CP PAETEC | Piwacee Processed CDR Report
= —  COMMUNICATIONS Communications Management Suite
S 0220 2008 1:43.45 pm
@
7 Preset Parameters
K’}
= Switch: 20 Date Start: 2/20/2006 12:00:00AM  Date End: 2/21/2006 12:00:00AM
£
=
Ell B
=
. Accees Code Usad el de:. JEh o il o
1007 3001 X
0003 INTERNAL —
7 17326521648 20
1008 a 3010 0 m
0003 103 008 OUTBOUND
° 3000 103 20
1008 7328521640 013 ] B
0004 INCOMING
0 3000 20
1103 3001 X
0002 INTERNAL
7 17328521640 20
1103 g w11 0 T
001 103 aoe OUTBOUND
9 3010 103 20
1104 7328521649 014 ] 8
0002 INCOMING
7|
#4101 [P M 11xB5n [0 H M4 =
|’Ej Dang l_l_’_ & Internet Y

7. Interoperability Compliance Testing

The interoperability compliance testing included feature, serviceability and performance testing.
The feature testing evaluated the ability of PINNACLE to collect and process CDR records for
various types of calls. The serviceability testing introduced failure scenarios to verify that
PINNACLE can resume CDR collection after failure recovery. The performance testing
produced bulk call volumes to generate a substantial amount of CDR records.

7.1. General Test Approach

The general test approach was to manually place intra-switch calls, inbound trunk and outbound
trunk calls to and from telephones attached to the Avaya Media Servers and verify that
PINNACLE collects the CDR records and properly classifies and reports the attributes of the
call. For serviceability testing, physical and logical links were disabled/re-enabled, media
servers were reset and PINNACLE was restarted. For performance testing, a call generator was
used to place calls over an extended period of time.
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7.2. Test Results

PINNACLE successfully processed the CDR records from Avaya Communication Manager for
all types of calls generated including intra-switch calls, inbound/outbound PSTN trunk calls,
inbound/outbound private IP trunk calls, transferred calls, and conference calls. For
serviceability testing, PINNACLE was able to resume collecting CDR records after failure
recovery including buffered CDR records for calls that were placed during the outages.
Performance tests verified that PINNACLE could collect call records during a sustained, high
volume of calls.

The following observations were made during the PINNACLE compliance testing.

e The sample report named Processed CDR Report — Avaya that was used for the testing
required the Switch ID to run the report. This value is not as readily available as the
Switch Profile name.

e The sample report named Processed CDR Report — Avaya that was used for the testing
did not sort the records in time order. The records were sorted based on an internal
database identifier.

e A CDR record with condition code of E, which indicated that trunks were not available,
was not classified as an unrateable call in the report. However, this call would not have
been charged since it also had duration of 0.

8. Verification Steps
The following steps may be used to verify the configuration:

e Onthe SAT of each Avaya Media Server, enter the status cdr-link command and verify
that the CDR link state is up.

e Place a call and verify that PINNACLE received the CDR record for the call. Compare
the values of data fields in the CDR record with the expected values and verify that the
values match.

e Place internal, inbound trunk, and outbound trunk calls to and from various telephones,
generate an appropriate report in PINNACLE, and verify the report’s accuracy.

9. Support

Technical support for PINNACLE can be obtained from PAETEC Communications via the link
at http://www.pinnsoft.com or via email at pinnhelp@paetec.com or by phone at (585) 340-2900.

10. Conclusion

These Application Notes describe the procedures for configuring PAETEC Communications
PINNACLE Communication Management Suite to collect call detail records from Avaya
Communication Manager running on Avaya Media Servers. PINNACLE successfully passed all
compliance testing.

CTM; Reviewed: Solution & Interoperability Test Lab Application Notes 33 0f 35
SPOC 4/14/2006 ©2006 Avaya Inc. All Rights Reserved. Pinnacle-ACM


http://www.pinnsoft.com/
mailto:pinnhelp@paetec.com

11. Additional References

The following Avaya product documentation can be found at http://support.avaya.com.

[1] Feature Description and Implementation For Avaya Communication Manager, Release 3.0,
Issue 3.0, June 2005, Document Number 555-245-205.

[2] Administrator Guide for Avaya Communication Manager, Release 3.0, Issue 1.0, June 2005,
Document Number 03-300509.

The following PINNACLE product documentation is available from PAETEC Communications.
Visit http://www.paetec.com for company and product information.

[3] PINNACLE System Administation Guide

[4] PINNACLE Cost Manager Reference Guide

[5] PINNACLE Operations Manager Reference Guide
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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