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Abstract

These Application Notes describe the procedure for configuring the ADTRAN NetVanta UC
Server to interoperate with Avaya IP Office 6.1.

ADTRAN NetVanta UC Server is a software-only package designed for Microsoft Windows
platforms that provides capabilities of unified communications.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedure for configuring ADTRAN NetVanta UC Server
(herein referred to as NetVanta UC Server) to interoperate with Avaya IP Office 6.1 (herein
refers as Avaya IP Office).

These Application Notes assume that Avaya IP Office is already installed and basic
configuration steps have been performed. Only steps relevant to this compliance test will be
described in this document.

During the compliance test, the test environment included NetVanta UC Server with
Communication Manager / Session Manager, and NetVanta UC Server with Avaya IP Office.
However, in these Application Notes, only Avaya IP Office and NetVanta UC Server will be
discussed. Communication Manager / Session Manager and NetVanta UC Server scenario will
be discussed in other Application Notes.

1.1. NetVanta UC Server

NetVanta Unified Communications (UC) Server is a software-only package designed for
Microsoft Windows platforms that provides capabilities of unified communications — without the
need for a forklift upgrade. It is perfect for organizations that already have one or more PBXs,
but want the added benefits of unified communications.

The NetVanta UC Server portfolio includes:
PBX Integration

Unified Messaging (UM)

FAX Server

Text-to-Speech Engine

Auto-Attendant and Personal Call Control
Administration

Unified Communications Server

NetVanta UC Server is capable of supporting UC on one or more different types of PBXs to
provide a centralized UC solution. This feature-rich platform offers advanced UC services like
unified messaging, voice mail, integrated messaging, fax server, graphical drag and drop service
creation, inbound and outbound IVR services, personal assistants, one number services, call
redirection services, notifications, auto-attendants, mobile support and scales from 75 up to 2,000
users on a single server.

PBX Integration

If you have an existing investment in legacy business communications systems (PBXs and/ or
key systems), NetVanta UC Server lets you leverage your existing investment and transition to
IP Telephony at your own pace.
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Unified Messaging (UM)

UM is the ability to quickly and effectively retrieve and manage voicemail, faxes, and email
messages, all from the familiar interface of your email client or from any telephone. NetVanta
UC Server integrates with Microsoft Outlook/Exchange Server, Lotus Notes/Domino, Google
Gmail, and a host of other email clients with Internet Message Access Protocol—IMAP4.

FAX Server

NetVanta UC Server includes a full fax server. The built-in fax server provides advanced
features such as DID fax, and individual “fax on demand” using the multimedia personal call
control capabilities. In addition, NetVanta UC Server uses standard TIFF or PDF formats so that
you can view faxes on any PC.

Text-to-Speech Engine

NetVanta UC Server includes a speech engine to provide text-to-speech conversion. This enables
you to listen to e-mail messages from any telephone and speak text from your auto attendants,
Interactive Voice Response (IVR) applications, or Personal Assistants.

Auto-Attendant and Personal Call Control

NetVanta UC Server provides the ability to create multiple auto-attendants using its award-
winning drag-and-drop, database-enabled, graphical service creation environment. These
assistants integrate with Microsoft Outlook contacts and internal/external databases, allowing
employees to easily configure their own assistants to establish multifaceted business rules for
call screening, call routing, find-me/follow-me, and call notifications, all depending on the
defined rules like the caller ID, time-of-day/day-of-week, and many others.

Administration

NetVanta UC Server can be installed in one of two modes—standalone or within a customer’s
Active Directory. When integrated with Active Directory, the Microsoft Active Directory Users
and Microsoft Management Console (MMC) Snap-ins can be used to administer and manage
users. NetVanta UC Server allows your IT staff to manage your business communications
services using the same user accounts and security policies used in your Windows environment,
without any programming or special integration.
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2. General Test Approach and Test Results

The general test approach was to place calls to NetVanta UC Server, using coverage paths or
hunt groups. The main objectives were to verify the following:
e Successfully establish calls to NetVanta UC Server from various telephones attached to
Avaya IP Office.
e Successfully transfer from NetVanta UC Server to SIP and H.323 telephones attached to
Avaya IP Office.
e Successfully tested FAX using T.38.
e Successfully turn on or off the MWI on the telephones.
e Successfully leave messages for subscribers.
e Successfully retrieve messages for subscribers.
e Successfully tested DTMF using the voicemail.
e Successfully tested G.711MU codec.

2.1. Interoperability Compliance Testing

The interoperability compliance testing included features and serviceability tests. The focus of
the compliance testing was primarily on verifying the interoperability between NetVanta UC
Server and Avaya IP Office.

2.2. Test Results

The test objectives were verified. For serviceability testing, NetVanta UC Server operated
properly after recovering from failures such as cable disconnects, and resets of NetVanta UC
Server and Avaya IP Office.

2.3. Support

Technical support for the NetVanta UC Server solution can be obtained by contacting
ADTRAN:
e URL - http://www.adtran.com/web/page/portal/Adtran/wp_support_postsalestechsupport
e Phone — 888-4ADTRAN
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3. Reference Configuration

Figure 1 illustrates the configuration used in these Application Notes. The sample configuration
shows an enterprise with Avaya IP Office. Endpoints include Avaya 5610SW IP Telephone,
Avaya 16161 IP Telephones, and an Avaya 1416 Digital Telephone.

B &
Avaya 1416 DCP Telephone

Avaya 1616-1 and 5610SW H.323 IP
Telephones (Registered to Avaya IP
Office 500)

Avaya C364T-PWR

Avaya IP Office 500 v2 Converged Stackable Switch

SIP
trunk

Adtran UC Server Standard Editions
ersion 4.6.3

Public Internet

ervice Provide
Network

Figure 1: Test Configuration of NetVanta UC Server

4. Equipment and Software Validated

The following equipment and software were used for the test configuration.

Equipment Software/Firmware

Avaya [P Office 500 V2 6.1 (5)
Avaya H.323 1P Telephones

5610 (H.323) 2.9.1

1616-1 (H.323) 1.22
Avaya 1416 Digital Telephone -
Avaya Analog / Fax
IP Office Manager on Windows XP 8.1(5)
Professional with Service Pack 3
ADTRAN UC Server Standard Editions 4.6.3
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5. Configure Avaya IP Office

This section describes the steps required for configuring Avaya IP Office. During the

compliance test, a SIP trunk and DID numbers were utilized.

The procedures include the following areas:

SIP trunk configuration — The SIP trunk, from the previous compliance test, was utilized. This

provides a PSTN calls to NetVanta UC Server either by directly or through a hunt group.
e Verify SIP Trunk Channels License
e Configure WAN interface

Enable SIP Trunk

Create the static SIP line

Configure SIP URI parameters for the SIP Line

Configure SIP OPTIONS timer for “keep alive” function

Configure a short code to route calls through the SIP trunk

Create an Incoming Call Route for the Inbound SIP calls

Configure Users’ SIP names

[ ]
SIP endpoint (NetVanta UC Server) Configuration — In these Application Notes, only NetVanta
UC Server configuration is included.
o  Verify 3" party IP endpoints License
Verify IP Office license
Obtain LAN IP address
Administer SIP registrar
Administer SIP extensions
Administer SIP users

These steps are performed from the Avaya IP Office Manager.
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5.1. Verify SIP Trunk Channels License

IP Office is configured via the IP Office Manager application. Log into the PC running the
Avaya IP Office Manager application, and select Start = All Programs = IP Office =
Manager to launch the Manager application. Select the proper IP Office system if there are
more than one IP Office system, and log in with the appropriate credentials.

From the configuration tree in the left pane, select License = SIP Trunk Channels to display
the SIP Trunk Channels screen in the right pane. Verify that the License Status field is set to
Valid.

If a required feature is not enabled or there is insufficient capacity, contact an authorized Avaya
sales representative to make the appropriate changes.

IP Offices B SIP Trunk Channels g1 x vi<i -]
B Office Worker Y RT—
W one-% Portal for IP Office |
W Phone Manager Pro License Key |WnDOICngthFngnOu?olsoGgsldBLu
W Phone Manager Pro (per seat)
. Phone Manager Pro IP Audio Enabled (users) License Type |SIP Trunk Channels

W Preferred Edition (WoiceMail Pro) License Status |VaIIEI
W Preferred Edition Additional YoiceMail Ports

W Preferred/advanced to Branch Edition Migration
W= Proactive Reporting Expiry Date |Never
W RAS LR Support (Rapid Response)
W Receptionist

% SIP Trunk Channels

W, Small Office Edition YCM {channels)
S small Cffice Edition WiFi

W Small Sike Software Upgrade 3

W Software Upgrade 3

W Teleworker

W Third Party APT

B UMS Web Services

W Unused (1)

W WM Channel Migration

. WMPro Database Interface

W YMPro Networked Messaging

% YMPro Outlook Interface

Instances |255

|
W Power User } :
|
|
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5.2. Configure WAN interface

From the configuration tree in the left pane, select System to display the System screen in the
right pane. Click the LAN2 tab. Under the LAN?2 tab, select the LAN Settings sub-tab, and

3y Systern (1)
T4 Line (7)
<2 Control Unik (23
Ay Extension (207
a User {22)
'ﬁ HunkGroup (1)
@4 Shork Code (59)
@ Service (0)
e RAS (1)
€ Incoming Call Route (7)

Eﬂ wfanPort {0)

i Direckory {0)

{:.1‘ Tirme Profile {0)
@ Firewall Profile {1)
BB 1P Route (3)

@ Account Code (0}
W, License (76)

i Tunnel (0)

§5 User Rights (3)
¢ BRS (1)

" RAS Location Request (0}

fi= E911 System (1)

provide IP Address and IP Mask.

IP Offices

K BOOTP (1)
% Operator (3)
[=)-%ap OOEQO7OSACEF

System || LANL | LAMNZ

LAN Settlngs YolP

B OOE00705ACEF ek -|

DS Yoicemail || Telephony | Directory Services | System Events | SMTP

Metwork Topology | SIP Registrar

1P Address

1P Mask.

R

Fireweall Profile

RIP Mode

DHCP Mode

O Server

Primary Trans. IP Address

() Cliert

[0 0 o

| <MNone =

| Mone

[] Enable MAT

Mumber OF DHCP IP Addresses

) Dialin (%) Disabled

| v <]

SMOR || Twinning | VCM | CCR
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5.3. Enable SIP Trunk

From the configuration tree in the left pane, select System to display the System screen in the
right pane. Click the LAN2 tab. Under the LAN?2 tab, select the VoIP sub-tab, and check the
SIP Trunks Enable box. Click the OK button.

Note: During the initial configuration of Avaya IP Office, the LAN1 was configured as a private
network (LAN) and the LAN2 was configured as a public network (WAN). Avaya IP Office can
support SIP extensions on the LAN1 and/or LAN2 interfaces, and the compliance test used the
LAN?2 interface for a SIP trunk termination.

IP Offices Ei OOE00705ACEF* g I X|wvl<]>

R BoOTP (1) | | System | Lan1 | LAMZ DS || voicemail | Telephiony || Directory Services | System Events | sMTP || smoR | T € »

i Cperator (3)
[=)-*%p OOENOTOSACAF LAN Setting Mebwork Topology | SIF Registrar

(=523 Syskem (1) -
iz DOEOO7OSACER
S H323 Gatekeeper Enable
% Line (7) o a
< Contral Unit (2) | ] SIP Trunks Enable |
<& Exkension (20] SIP Registrar Enable
= a User (22}
; MNaollser
; RemateManager 2 RTF Paort Mumber Rangs
§ 77001 Extnzot H323 Auto-creats Extn N -
Fart Range (Minimum) 49152
§ 77002 Extnzoz o | )
ﬂ 77003 Extn203 [] H3z3 mwto-create User Part Range (Maximum) (53246 e
4 204 Extrizog
ﬂ 205 Extnz05 Enable RTCP Monitaring
§ 206 Extnzos b On Port 5005
g 77007 Extnz0? DiffSery Settings
77008 Extnz03
4~ 77011 Extrz11 B 3| DSCR{Hex) DSCP Mask (Hex) 516 DSCP (Hex)
&~ 7701z Extniziz - - =
46 DaCP 63 D3P Mask, 34 51G DSCP
§r 77013 Extnz13 x
g 77014 Extniz14 DHCP Settings
TF01S Extn21S B
g~ 77018 Extrizis Primary Site Specific Option Murmber (S50M) 176 £

& 77019 Extn219 Secondary Site Specific Option Nurmber {S5CM) 242 =,
§ 77021 Extnzzt

TPO022 Extnzzz WLAN Mat Present b

i
§ 7F023Exnzzs
i

77074 Extnze4 1100 Yoice WLAM Site Specific Optian Murber (SSOM) _

i 77025 Extn225 1100 Voice YLAN IDs | |
'ﬂ HunkGroup (13

=@ Short Cade (59)

82 *00 RTF Keepalives

@ 01 Scope Disabled w I:I

o 0z

X *03 v
K 04

ol (o o J [
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5.4. Create SIP Lines for a SIP Trunk

Select Line in the left pane. Right-click and select New =» SIP Line, and create a new Line
Number. During the compliance test, two SIP lines (21 and 22) were configured.

Click the OK button.

IP Offices

K BoCTP (1) ~

SIP Line - Line 22 g -l X[ v <]

P LII'IB ansport| SIP URI|\WoIP | T35 Fax|SIP Credentials

{7 Operator (3)
(=)= OOEOOFOSACGF

| Line Murnber |22 = | |

5y Syskem (1)

= Line (7}
11
Tz

174
o, 17

oy, 22

<2 Conkrol Unit (2)

Ay Extension (200

i User (22)

8 HuntGroup (1)

B3 short Code (59)

@ Service (1)

ol RAS(1)

= @ Incoming Call Route ¢
@0
@ oz <

ITSP Domain Mame |

43 Prefix |
Mational Prefix |D
s 21 Country Code |
International Prefix |DD

Send Caller ID | Mone “

[<]

| In Service .

Use Tel URI L]

[

Check 005 [¥]

Call Routing Method

Request LRI

farwarded and twinning calls

|
| |
| Criginator number For |
|
|

[] REFER Support

@ 227202624173

@ 2z 7203624176
Fr. N3 7d1

Select the Transport sub-tab, and provide the following information:
e ITSP Proxy Address — Enter the IP address of the SIP termination point for the SIP
Trunk Service Provider.
e Layer 4 Protocol — Select UDP.
e Use Network Topology Info — Select LAN2 (WAN interface).
e  C(Click the OK button.

IP Offices

R BOOTR(1) ~
i Operator (3) W
[=)-*=p OOEQO7OSACEF
[=)-55p System (1)
=) DOEOO7OSACER
=15 Line (7}
1
92
43
14
o, 17
g, 21
a2 |
<2 Control Unit {2)
Al Extension (200
a User (220
'ﬂ HunkGroup (1)
B Short Code (59)
B service (1)
Al RAS (1)
@ Incoming Call Route (&)

[

B SIP Line - Line 22 e -l X[ v <]

SIP Line | Transport |SIF‘ URI|¥oIP | T35 Fax| SIP Credentials

| ITSP Proxy Address ! |

Metwork Configuration

Layer 4 Protocol |UDF‘ " ” Send Park |5E|EiEI

4r

Use Metwaork Topology Infa |LAN 2 w " |
]

[20s 171 . 3 .65 (205 171 . 2 . 65 |

Explicit DS Server(s)

Calls Rioute wia Reqgistrar

Separate Registrar |

|

| *

Eﬁl WanPort {0}

=]
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5.5. Configure SIP URI Parameters for the SIP Line
Select the SIP URI tab to configure SIP URI parameters for the SIP Line. Click on the Add

button.

IP Offices

K BOCTP (1)
¥ Operator (3)
[=)-5=p OOEOO7OSACER
“27 System (1)
=17 Line (7}
i1
e
T3
4
w, 17
21
g, 77
<2 Contral Unit (2)
A Extension (20)
a User (22)
S HunkGroup (13
@3 short Code (59)
B Service (0)
ol RAS (1)
=€ Incoming Call Route
@o

@ oz
e Y !

®

A1

ﬁ

E

SIP Line - Line 22* e~ X | v |<]

SIP Line | Transpart| SIP URD |voIP | 738 Fax | SIP Credentials

Zhannel

Groups

Wia Local URI = Contact  Display Mame PAL  Credential = Max Calls Add...

Remoyve

Edit...

’ [o]4 H Cancel ” Help ]

Select VoIP to configure the Fax configuration. On the Fax Transport Support field, select T38
using the drop down list.

The default values for the other fields may be used

IP Offices

R BooTP (1)
i Operakor (3)
[=)-*=p OOEQO7OSACER
39 Syskem (1)
= Line (8)
T
112
IRE:
714
~ B
g, 22
g, 25
26

Lal

=) SIP Line - Line 21 -l X[ wl=<]>

SIP Line| Transport | SIP URI| ¥OIP 138 Fax|[IP Credentials

Compression Made

DTMF Support

Fax Transport Suppork

Call Initiakion Timeout ()

[ Advanced ] |nut0matic Select [ volP Silence Suppression

Re-invite Supported

138

n [] Use Cfferer's Preferred Codec

~
-

[ coder Lockdavn
|rFczass
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Select Use Internal Data for the Local URI, Contact, and Display Name fields. Enter a
unique number for the Incoming Group and Outgoing Group fields. The Incoming Group
field will be used for mapping inbound calls from the SIP trunk to local stations. The Qutgoing
Group will be used for routing calls externally via the Short Code configured in Section 5.9.

Use default values for all other fields. Click the OK button.

IP Offices

R BOOTRID) ~
i Operabor (3) W
[=-#%=p OOEOOVOSACEF
[=)-%=p Syskem (1)
%2y Q0EQOFOSACEF
=4 Line (7)
1
Tz
13
174
w17
g, 21
Wy, 22
“2» Control Unik (2)
Ay Extension (20}
a User (22)
'ﬂ HuntGroup (1)
@ short Code (59)
& Fervice (0)
als RAS (1)
@ Incoming Call Route (6)
B2 wanPort (0)

Ei

SIP Line - Line 22*

SIP Line | Transport SIP URL olp | 738 Fax |SIP Credentials

ef - X | v <]

Incoming Group

Qukgaoing Group

Max Calls per Channel

Edit Channel

v I |

Local URI |Use Internal Data w |
Contact |Use Internal Data " |
Display MName |Use Internal Daka w |
PAI Mare v|
Regiskration |D <Mone >
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5.6. Configure VolP Parameters for the SIP Line
Select the VoIP tab to Configure VoIP parameters for the SIP Line. Click the Add button (not
shown). For Compression Mode, select Automatic Select or the desired codec from the drop-
down list. Check the Fax Transport Support and Re-invite Supported check boxes.

Click the OK button.

IP Offices

R BoOTR 1) -

{7 Operator (3)
(=% Q0EQO7OSACER
%) Syskem (1)
=T Line (7)
1
2
13
174
o, 17
y, 71
Ny, 77
“2o Caonkrol Unit (2)
A&y Extension (20)
§ User(zz)
ﬁ Hunkaroup {13
@ Shott Code (590
B service (1)
ol RAS (1)
=43 Incoming Call Route

(738 Fax| SIP Credentials

B SIP Line - Line 22 ef - X | v <]

SIP Line| Transpork | SIP URI

Compression Mode l Advanced ] |.|'-\utomatic Select
Call Initiation Timeout (s}
9

DTMF Suppork

|

|RFC2833

|:| WaolIP Silence Suppression
Fax Transport Suppork
Re-invite Supported

[] use offerer's Preferred Cox

2o L
0200 el
@oa0
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5.7. Configure T38 Fax Parameters for the SIP Line

Select the T38 Fax tab to configure T38 Fax parameters for the SIP Line, and check the Use
Default Values check box. Click the OK button.

IP Offices ﬁ SIP Line - Line 22* B - ¥ | v < |

R BooTR i) | 51P Line | Transport | s1P URI|vorp | T38 Fax |SIp Credentisls

{7 Operator (3) 3

%% DOE0O7OSACER
w5y System (1)

=17 Line (7) TFOP Enhancement

Scan Line Fix-up

1
Disable T30 ECM

55 3

T3 Disable EFlags For First DIS

of RS - -
Disable T30 MR Compression

w17
" 21 MSF Cverride

y, 22
<iz» Control Unit (2) I:I
Ay Extension (20) I:I

§ User(zz;

ﬁ HunbGroup (1)

@ Short Code (59)
@ Service (0)

ol RAS (1)

i€ |

= @ Incoming Call Route
@0 Y '
@ oz oK ] [ Cancel ] [ Help
CRK; Reviewed: Solution & Interoperability Test Lab Application Notes 14 of 34

SPOC 6/15/2011 ©2011 Avaya Inc. All Rights Reserved. ADTRAN-IPO615



A FAX machine was connected to an analog extension. The following screen shows the analog

extension that was configured as a FAX line.

Set the Equipment Classification field as Standard Telephone. Click the OK button.

IP Offices

=7 Line (7)
11
K3
3
T+
oy, 17
w71
W, 72
(=)< Contral Unit (23
“or 1IP 200Y2

(=) Extension (20)
A& 4 204
5205
Ay 6 206
A 177001
A& 277002
A 377003
A 7 TI007
& 877008
"Wy, G000 77011
Wy, 3001 77012
"Wy, G002 77013
W, S003 77014
"Wy, G004 77015
", S005 7701E
"Wy, 3006 77019
Wy, 5007 77021
"Wy, 3008 77022
"Wy, G009 F7023
Wy, 3010 77024
"Wy, G011 77025

“or 2 COMBOAZ10/ATMS

A | Extn

E Analogue Extension: 7 77007 Bf - X w <>

Equipment Classification
) Quiet Headset
() Paging Speaker

(#) standard Telephone

Dot Phaone 1
Door Phone 2
O TvR Part
) Fax Machine
O MOH Source

|

Flash Hook Pulse 'Width

|Jse System Defaults

T
Foo <]

Message Waiting Lamp Indication Type

Mone

Hook Persiskency
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5.8. Configure SIP OPTIONS Timer for “keep alive” Function

Select System in the left pane. Under the LAN2 tab, select the Network Topology sub-tab.

Set the Binding Refresh Time to the desired interval which determines the frequency with
which OPTIONS messages will be sent to the SIP termination device. For this compliance
testing, it is set to 300. The default value of 0 means disabling OPTIONS messages. For Public
IP Address, enter the Avaya IP Office system public IP address (WAN). Confirm that Public
Port is set to 5060 and accept the default values for all other fields. Click the OK button (not

shown).

IP Offices

K BooTR (1)
i Operator (3)
[=)-%= 00EOO70SACEF
“ap System (1)
4 Line (7)
<2 Control Unit (2)
Ay Extension (20}
§ Userizz)
ﬂ HuntGroup (1)
@ short Code (59)
@ Service (0)
A RAS (1)
@ Incoming Call Route (7)
2 wanPort (0)
& Direckory (0)
f:.“‘ Time Profile {0}
@- Firewall Profile {13
EB 1F Route (3)
@m Account Code ()
W License (78)
& Tunnel (0}
E; User Rights {8}

B 00ED0705ACEF [ el I S VN B

System | LANT | LANZ  |DNS || Voicemail | Telephony | Directary Services | System Events | SMTP | SMDR || Twinning | ¥CM | CCR

LAN Settings | vatp |1 ¥ | SIP Registrar

Metwark Topalogy Discovery

STUM Server IP Address | 69 . 90 . 166 . 13 | STUM Port 478 &
Firewall/MAT Type |O|Jen Internek ~ |
Binding Refresh Time 300 s
seconds >
Public Part S060 3 ‘ Run STUM Cancel

[] rum STUM an startup
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5.9. Configure a Short Code to Route Calls through the SIP trunk

Select Short Code in the left panel. Right click and select Add. Enter [x]N;, where [x] is a
valid number, in the Code text box. The number 9 is used for [x] in the example below. This
code requires the user to dial the digit 9 followed by the destination’s telephone number
symbolized by N in order to route the call out the SIP Trunk.

Note: N can be any number other than a local IP Office extension. For example, a 10-digit
number, a toll-free number, directory assistance, information service, etc.

Select Dial for the Feature. Enter the Outgoing Group number created in Section 5.4 for the
Line Group Id field. Enter the dialed number N followed by “@<IP address of SIP trunk
termination point >” for the Telephone Number field. The Telephone Number field is used
to construct the SIP URI in the To field of the outgoing SIP INVITE message. Use default
values for all other fields. Click the OK button.

IP Offices = 9N;: Dial - X | v <]

WX FITHR # || Short Code
B FI5HE

X *39 Code |9N; |
/K *40
Bx *a1 Feature |Dia| - |

:: :42 Telephaone Mumber |N"@_ |

43
B 44 Line Group Id |22 - |
B¢ a5t
X *46 Locale |L|nited States (US English) w |

LR Force Account Code [
K *43

X #49

@ *50

X *51

i 5z

B SN

B FSTH R

B 0N

B FTIH R

B3¢ *o000*

93¢ *ail;

B 02N,

B *DSsh B
BX *SDN

o3 *3KN

I on

o3 2200

oL
< e
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5.10. Create an Incoming Call Route for the Inbound SIP Calls
Select Incoming Call Route in the left pane. Right-click and select New.

Enter the following:

e Any Voice for the Bearer Capability field.
e The Incoming Group number created for the URI in Section 5.4 in the Line Group Id

field.

e The 10-digit DID number that is mapped back to a local IP Office extension in the
Incoming Number field.
e Use default values for all other fields.

IP Offices E

K 00=00705ac6f 10,64,94,21 i

22 7203624173"

Standard | voice Recording | Destinations

{# Operator (3)

gk - X vl<]|-=

-2 ODEDOTOSACEF Bearer Capability [Any Voice v|
= Slvstem i Line Group Id |22 M |
T4 Line (9)

2 Conkrol Unit (2) Incoming Mumber |7"2'335241?3 |
Ay Extension (20)
a User (22) Incoming Sub Address | |
'ﬂ HunkGroup (2) .
I LI
93¢ Short Code (61) N | |
B Service (0) Locale | M |
ol RAS (1)
= @ Incoming Call Route {107 Priotity |1 - Law v|
e v Tag | |
@ oz
) 22 7203624173 Hold Music Source |System Source N |
(3 22 7203624176
(D 22 7203624177
i 26 77021
(P 27 770zt
D 267022
& o veoon I ok l [ Cancel l [ Help ]

e Next, navigate to the Destinations tab and select the desired local extension number
from the drop down list.
e  C(Click the OK button.

IP Offices

K BOOTP (1) ~
¢ Operator (3) -
[=-%=p OOEQO7OSACEF
29 Syskem (1)
4 Line (30
<2y Conkral Unit (2)
Ay Extension (20)
a User (22}
'ﬂ HuntGroup (2)
@ Short Code (61)
B service (0)
Al RAS (1)
= @ Incoming Call Route (10
Po
oz

2 22 7203624173

ﬁ

Standard | Waice Recording

22 7203624173"

Destinations

ek -1 % | v <>

TimePrafile

4 Default values

Destinating

77007 Extnz207

Fallback Extension

v |

v

| concel || e
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If a hunt group is utilized, instead of an extension, a hunt group extension can be selected as a

destination.

IP Offices

K BOOTP (1) ~
v Operator (3) F
[=)-#=p 00EOO7OSACEF
=0 System (1)
T4 Line (%)
<2 Control Unik {2)
Ay Extension (203
& user(zz)
= ﬁ HuntGroup (2)
¥ 77000 hunt-1
¥ 200 Main
B3 short Code (61)
@ Service (1)
oy RAS (1)
= @ Incoming Call Route {1
o
@ozo

@ 22 7203624173

ﬁ 22 7203624173 [ SR I G IV B

Standard | Yoice Recordingl Destinations |

TimeProfile Diestination Fallback. Extension

» Default Yalue 77000 hunt-1 - ||

614

=]

Help

03624176

The following screen

IP Offices

shows the corresponding hunt group.

% v -]

K BooTR (1) # | Hunt Group | Yoicemail | Fallback | Queuing | Yoice Recording | Announcements | SIP
i Operator (3)
(=% DOEODFOSACER Marne |hl.ll'lt-1 E [] cr Agent Group
L'“_' S.ystem & Extension |?7UUU |
4 Line (9)
“ Control Unik (23 Ring Mode |Sequential - | Mo Answer Time (secs) Systerm Default (15) &
Ay Extension (20)
§ user iz COverflow Mode |Gr0up v | Crverflow Time (secs) OFf =
HuritG z
2 u én??gju%p'fuit_l Hald Musiz Source |N0 Change v | Yaicemnail Answer Time (secs) l:l
- Agent's Status on Mo-Answer
200 Main
ﬁ Applies To |None M |
8% Short Code {(61)
B service (0) Central System [noEoo7osAcsF | [ advertize roup
o RAS (1) User List Overflow Group List
= @ Incoming Call Route {10}
@ ] E:xtension Mame Syskemn Group Mame
e 0200 O 77015 Extn21S OO0OEOO70SACER
@ 22 7203624173 [] 77018 Extn?1S OOEOOFOSACER
@ 227203824176 [ 77024 Extn224 O0EQO7OSACEF
@ 227203624177 [] 77025  Extnz25  OOEOO7OSACEF
@ 2877021 77007 Extri207 O0E0070SACEF
@ 27 77021 77008 Extn208 OOEDOFOSACEF
@ 26 77022
@ 25 78000
(P 21 8662952164
@ WanPort {0}
o Direckory (0)
f:.“ Time Profile {0}
@ Fireweall Profile (1)
EB 1P Route (5) Remove Remave
& Account Code (0) o
W Licence (76) < | S
@& Turnel (0) - =
§5 User Rights (5) v ’ o ] [ T ] ’ Help
£ | i
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5.11. Configure Users’ SIP Names

Select User in the left panel. Select the desired user by double-clicking on an entry in the left
panel. Select the SIP tab.

Modify the SIP Name and Contact fields to the DID number that is used for this particular
extension. These settings instruct the system to use this DID number to construct the:

e user part of the SIP URI in the From header of an outgoing SIP INVITE message

e user part of the SIP URI in the Contact header of an outgoing SIP INVITE message

Modify the SIP Display Name (Alias) that will be used for the SIP Display info. The other
fields can be left as defaults. Click the OK button.

IP Offices Extn207: 77007 g~ ¥ | v | <>

R EOOTR (1) ~

{7 Operator (3) T

(-5 ODEDOTOSACEF
59 System (1) Announcements | SIF Fersanal Directary
9 Ling (9)
<2 Contral Unik §2)
<& Extension (20) SIP Display Mame (Aliss) |7203624173 |
= ﬂ User (22)

firmg MoUser Corkact |?2E|36241?3 |
; RemoteManager

77001 Extniz01

77002 Extriz02 [ Anonymous

77003 Extni203

204 Extn204

205 Extn205

206 Extn206 L

77007 Extnz07

77008 Extnz08

& 77011 Extnz1l

§- 7rO0Lz Extniziz

& 7TO0L3 Extniz13

£ 77014 Extriz14

& 7PO0IS Extniz1S

§- 7roi Exniz1a

&= 77019 Extniz1n

77021 Extnizz1

77022 Extnze?

77023 Extnz23

77024 Extriz24 o [ coneel || hep
77025 Extn22s v

Button Programming || Menu Programming | Mobility | Phone Manager Options | Hunt Group Membership

User | Yoicemail | DND || ShortCodes | Source Mumbers | Telephony || Forwarding | Dial In | Woice Recording

SIP Mame |?2036241?3 |
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5.12. Verify 3" party IP Endpoint License

From a PC running the Avaya IP Office Manager application, select Start = All Programs =
IP Office = Manager to launch the Manager application. Select the proper IP Office system if
there are more than one IP Office system, and log in with the appropriate credentials.

The Avaya IP Office Manager screen is displayed. From the configuration tree in the left pane,
select License = 3" Party IP endpoints to display the Avaya IP endpoints screen in the right
pane. Verify that the License Status field is set to Valid. NetVanta UC Server utilizes a 31
party IP endpoint license.

IP Offices B 3rd Party IP Endpoints ek -l X | v |
—| W, Licence (76) A | Licences
&= 1600 Series Phanes
e 3rd Party IP Endpaints Licence Key  |PUxZ_9mAgKfiy TuD'WmeCcBEdwQLusPdl
W Advanced Edition
& Advanced Small Commur Licence Type  |3rd Party IP Endpoints

B ALIDTY Yoicemai
W Avava IP endpoints
W Avava IP endpoinks
& Branch Edition

S CCC Agent Rostering Expiry Date Mewver
W CCC Agents

& CCC Chat

W CCC Designer (Users)
W, CCC EMail

W CCC PC Wallboards
W CCC Server

Licence Skakus  |Walid

Instances 295
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5.13. Obtain LAN IP Address

From the configuration tree in the left pane, select System to display the System screen in the
right pane. Select the LANI tab, followed by the LAN Settings sub-tab in the right pane.

Note: During the initial configuration of Avaya IP Office, the LANI was configured as a private
network and the LAN2 was configured as a public network. Avaya IP Office can support SIP
extensions on the LAN1 and/or LAN2 interfaces, and the compliance test used the LAN1
interface was used for internal SIP endpoints.

IP Offices

=%y DOEOOFOSACER A
—|-*=p Syskem (1)
2y D0EQO7OSACE!
H-F 5 Line (9)
H-<2x Contral Unit {2)
+-4p Extension (200
= a User (22)
: Maollser
: RemokeManag
FF001 Exkn20:
FTO00Z Extnz0:
FP003 Extnz0:
204 Extnz204
205 Extnz03
206 Extnz06
FEO07 Exknz0,
FF005 Extnz0i
i 77011 Exknzl:
i FP0L2 ExknZli
e 77015 ExknzZll
i 77014 Exknzl:
i 77015 Exknzit
e 77018 Exknz 1
o 77019 Exknzlt
7021 Exknzz:

ﬁ 00EQO705ACEF"

Systern | LAML  |Lanz | DNS | Yoicemail | Telephory || Directory Services | System Events | SMTP

LAM Settings | yoIP || Metwork Topology | SIP Registrar

IP Address 10 o4 44 21

IP Mask 255 255 255 u]

Primary Trans, IP Address a i} i] i}

RIP Mode Tone w
[] Enable MaT

~

Mumber OF DHCP IP Addresses (200 3
DHCP Mode

O server () client (O Dislin (%) Disabled

g - X[ v <>

SMODR || Twinning | WCM CCR

FT022 Extn22:

FTO23 Extnzz!

7024 Exknza:
. TS Extn2\25 b’ oK ] ’ Cancel ] ’ Help
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5.14. Administer SIP Registrar
Select the VoIP sub-tab. Make certain that SIP Registrar Enable is checked, as shown below.

IP Offices

[=)-%=p DOEOO7OSACER
(=529 System (1)
iy OOEOOFOSACE
I Line (90
<2 Control Unit {2)
e Extension (20)
= ﬁ User (22)
: Mollser
: RemateiManac
77001 Exknz0
F7002 Exknz0
F7003 Extnz0
204 Extnz04
205 ExtnzZ05
206 Extn206
77007 Exknz0
77005 Extnzo

Ead

Ei

System | LANL | Lanz | DS

LAM Sattings |

H323 zatekesper Enable
SIP Trunks Enable

SIP Reqistrar Enable

[] H323 Auta-create Extn
H323 Auto-create ser

Enable RTCP Monitoring
on Port S00S

00EQ070SACEF*

Woicemail | Telephony | Directory Services | System Events | SMTP

Metwork Topology || SIP Registrar

RTF Port Mumber Range

Port Range (Minimor) (49152 3
Port Range (Maximum) (53246 1

ef - X[ vl<]>

SMDR | Twinning | WCM CCR

Select the SIP Registrar sub-tab, and enter a valid Domain Name for SIP endpoints to use for
registration with IP Office. In the compliance testing, the Domain Name field was set to
avaya.com. If the Domain Name field is left blank, then the SIP endpoints uses the LAN IP
address for registration.

Click the OK button.

IP Offices

[=)-#3p ODEONFOSACEF
[=)-#5p System (1)
5y Q0ENOFOSACE
4 Line (9)
“2 Control Unit (23
A Extension {200
= a User {22}
; Mollser
: RemateManac
i 77001 Extn2n
I 77002 Extrizn
77003 Extriz0
204 Extn204
y 205 Extnz0%
L 206 Extnz06
I 77007 Extrizn
77008 Extriz0
' 77011 Extnizl
i 77012 Extriz
Jr 77013 Extnizt
[~ 77014 Extniz1
= 77015 Extrizl
' 77015 Extnizl
i 77019 Extriz
}  7F021 Extrizz
I 77022 Extrizz
77023 Extrizz
77024 Extnzz
I 77025 Extnzz
< 1 >

Ll

w

Ei

System | LANL | Lanz | DNS

LAM Settings | WoIP || Metwork Topology

00E00705ACEF*

woicemail | Telephony || Directory Services | System Events | SMTP

ef -1 X wl=<]>

SMDR | Twinning || WCM CCR

Damain Mane

|avaya.c0m

Layer 4 Protocol

TCP Port

LUDP Port

Challenge Expiry Time {secs)

Auto-create Extn/User

Both TCP & UDP »

O

i
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5.15. Administer NetVanta UC Server Extension

From the configuration tree in the left pane, select an unused Extension Id to add a NetVanta UC
Server extension. Enter the desired digits for the Base Extension field.

Click the OK button.
IP Offices E Analogue Extension: 7 77007 gk~ ¥ | v | =] >I‘
K BOOTP(1) A Extn | analogue
i Operator (3]
[=-#=p O0EOOFOSACEF Extension Id |? |

5y System (1)
9 Line (9)

<= Control Unit (2) Caller Display Type |OFF v|
=48 Extension {Z0)

Ay 4204
4 5205 Device bype

A 6206

| Base Extension |??DU? | |

& 177001 Madule
& 277002 o

& 377003 Bor
& EREEA

& B 77005

", B000 77011
"y, 8001 77012
Wy, 8002 77013
., 5003 77014
"y, B004 77015
g, 8005 7701E
Wy, 8006 77019
., 5007 77021
"y, 800G 77022
g, G009 77023
W, 8010 77024
., 5011 77025
= ﬂ User (22)

o

:E.I RemoateManager W

Repeat steps if multiple extensions are needed. During the compliance test, extensions 77007
and 77008 are used.
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5.16. Administer NetVanta UC Server User

From the left pane, right-click on User, and select New from the pop-up list. Enter desired
values for the Name and Full Name fields. For the Extension field, enter the NetVanta UC
Server extension created in Section 5.14.

IP Offices E

R BoOTR (Y
{7 Operator (3}
=% DOEQO7OSACER

a2y System (1)

4 Line ()

<iz» Control Unit £2)

A&y Extension (20)

E§  User (z2)

: Mallser
: FemoteManager

77001 Extnz01
77002 Extriz02
77003 Extniz03
204 Extnz04
205 Extnz05
206 Extni206
77007 Extniz07
77008 Extniz0s
£ 77011 Extnz11
& 77012 Extniziz
£~ 77013 Extni213
£~ 77014 Extniz14
Er 77015 Extnz1s
& 77018 Extnizis
£ 77019 Extniz19
§ 77021 Extnzzl
§ 7702z Extnzzz
§ 77023 Extnzzs
i

77024 Extnz24
§ 77025 Extnzzs

.Y

Announcements | SIF
User | yaicemail | DND

Extn207: 77007 -1 X wvl<|=

“*'| | Button Programming || Menu Programming || Mobility | Phone Manager Options | Hunt Group Membership

Personal Direckory

ShortCodes | Source Mumbers | Telephory | Forwarding || Dial In || Yoice Recording

Device

| Name [Extn207 || /5
Passward | |
Confirm Password | |
Full Hame Port1 |
Extension 77007 |
Lacale | v
Priarity E v/
System Phone Rights None v
Profile |Basic User v

Type g Analogue Handset L

[] receptionist
Ensble SoftPhone

[] Enable ane-% Partal Services
Enable one-¥ TeleCommuter

|:| E:x Direckory

'ﬂ HurkGraup (2) < | >
@ short Code (61)
g Service (0) [8]4 l [ Cancel ] [ Help
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Select the Telephony tab, followed by the Call Settings sub-tab. Check the Call Waiting On
field, as shown below.

IP Offices : Extn207: 77007 ek -l X | v | =< >I

X BOOTR (1) 3 Announcements | SIF Personal Directory
v Operator (3}

% ODEONTOSACEE Button Pragramming | Menu Programning | Mobility | Phone Manager Options || Hunt Group Membership

55 System (1) User | Woicemail | DND | ShartCodes | Source Mumbers | Telephony | Forwarding || Dial In | Yoice Recording
4 Line (9)
“2 Control Unit §2)

4% Extension (20} Cutside Call Sequence |Default Ring v | Call Waiting On
E-§  User(22)

: MoUser Inside Call Sequence |Default Ring ~ | Answer Call Waiting On -
7 RemoteManager

: 77001 Extn201 Ringback Sequence |Default Ring w | [] Busy on Held

F7002 Extn202 |

77003 Extn203

204 ExtnZ04 Wrap-up Time (secs) |2 = |

Call Settings | Supervisor Settings | Multi-ine Options | Call Log

0066

Mo Answer Time (secs) |15 = [] offhook Station

205 Exknz05 =
206 Extnzis Transfer Return Time (secs) |0Ff =

ol Call Cost Mark-Up |1nn
77008 Extriz0a

§ 77011 Extnz11
§- 77012 Extniziz
§ 77013 Extnz13
§ 77014 Extnizi4
§r 77015 Extnz15
§~ 77018 Extnz218
§ 77019 Extniz19
§ 77021 Extnzzt
§ 7702z Extnzzz
§ 7023 Extnzzs
[

77024 Extn224
§ 77025 Extnzzs < |

'ﬂ HuntGraup (2)

@x short Code (61)

@ servce ) p

Repeat steps if multiple users are needed. During the compliance test, users 77007 and 77008
are used.

>

After making the changes, click on the floppy disk icon (not shown) to push the changes to the
IP Office system and have them take effect

Note: Changes will not take effect until this step is completed. This may cause a reboot of
Avaya IP Office causing service disruption.
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6. Configure the ADTRAN NetVanta UC Server

ADTRAN installs, configures, and customizes the NetVanta UC Server application for their end
customers. Thus, this section only describes the interface configuration, so that NetVanta UC
Server can talk to Avaya IP Office.
The procedures for setting up NetVanta UC Server include the following areas:

e Configure the Switch

e Configure Users

e Configure Ports

6.1. Configure the Switch

To configure NetVanta UC Server, navigate to Control Panel = Phone and Modem =
Advanced = Avaya IP Office TAPI 2 Service Provider.

Enter the IP address of Avaya IP Office for the Switch IP Address field. Select Third Party
and enter the IP Office System Password in the Switch Password field.

Click the OK button.

Avaya TAPI2 configuration x|

Switch IP Address |1 0.64.44.21

Cancel |

£~ Single Uzer

I1zer Mame I
I1zer Pazzwaord I

£ Third Party

MHHRHMMHREHNY

Switch Paszward

™| Ex Directany Wsers
[T ity Users
[T ACD Queues
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6.2. Configure Users
Navigate to Start =» All Programs = ADTRAN = NetVanta UC Server = NetVanta UC

Client. Click Identities from the left pane.

+ NetVanta UC Client

File Edit View Tools Help

~=ol=|

[ ars @ =2FSmex ) [e22 (@] |

ﬂ Admin |.ﬂuraya Two |

Digplay Name

Identity

| Priarity | Answering Enabled |

Service

Administration

ﬁ Users
@ Phones
m Paging Groups

Gateways
g Ports
m Classes of Service
@ Authentications
% Identities
m Data Sources
m Servers

Q Communication Systems

n Avaya IP Office
Iﬂ Remote Agents

n Avaya CM
Iﬂ Options
H A

Iﬂ Options

Services

Announcements

Distribution Lists

Faxes

Logs
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On the Select Identity Type page, create a New Identity, using the right mouse button.

Enter the following information:
e Select a communication system — Select Avaya IP Office using the drop-down list.
e Select a user profile — Select User1 using the drop-down list.
e Select the User option.

Click the Next button.
Select Identity Type El
Select Identity Type l
Determine the dass of identity and a user that will manage its call answering #
behavior,
Select a communication system: I.ﬁ.vaya IF Office j
Select a user profile; User 1 -

Select the dass of identity:
i User
Creates a new identity typically

associated with ucCompanion, a
soft-phone or a hard-phone

" Attendant service
Creates a new identity that handles
calls as an automated attendant ar
service (e.g. IVR, pre-sreening, etc.)

< Back I Mext = I Cancel Help
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On the Configure User Identity page, provide the following information:

e Name — Enter the user profile just created previous, User 1.
e Address — Enter the extension.

Click the Next button.

User Identity

Configure User Identity
Determing the name, identity and default call answering behavior,

Mame: I User 1

Address: | 77007

Priarity: 100 _:I
Behavior

also be phantom: they do not have an assodated end point.
[~ Phantom

' Yoice Mail

" Receive Fax

Select the answering behavior to be assodated with this identity. User identities can

< Back I Mext = I Cancel

Help
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6.3. Configure Ports

Navigate to Start = All Programs = ADTRAN =» NetVanta UC Server = NetVanta UC

Client. Click Ports from the left pane.

# NetVanta UC Client
File Edit View Tools Help

g [

[0 % e [ = & [oace X v & 2@ (@] 2 |

'ﬁ Admin |ﬂura)'a Two I

Admiristration | [Port ~ |__1dentity | Device Status

m Users
@ Phones

n)l Paging Groups
Gateways

% Ports

@ Classes of Service

@ Authentications

.[a Identities

m Data Sources

m Servers

a Communication Systems

'n, Avaya IP Office
J‘] Remote Agents

n ..ﬁ.vaya cM

_J‘] Options
L acm

.J‘] Options

Services

Announcements
Distribution Lists
Fames
Logs
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On the Port — Portl page, provide the following information:
e Name — Enter Port 1.
e Identity — Enter an extension.
e Communication System — Select Avaya IP Office using the drop-down list.
e Device — Select the port on the dialogic. In this example, the first port is selected.

i

General information

Mame: I Portl

Identity: | 77007

¥ Enable use of port for:
v Handzet call ¥ Fax transmizsion
¥ Pager notification i
V¥ Message delivery [~ Outbound dialing
¥ Message waiting indicator changes

Device options

Communication System:

I.ﬁ.\raya IF Office j
Device:

|dxexB1Ct =]
Information:

duxxB1C1

oK I Cancel Help
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya IP
Office and NetVanta UC Server.

7.1. Verify Avaya IP Office

From a PC running the Avaya IP Office Monitor application, select Start = Programs = IP
Office = Monitor to launch the application. The Avaya IP Office R6.1 SysMonitor screen is
displayed, as shown below. Select Status = SIP Phone Status from the top menu.

Verify that there is an entry for each SIP extension from Section 5.15.

8. Conclusion

These Application Notes describe the procedures required to configure ADTRAN UC Server to
interoperate with Avaya IP Office 6.1. ADTRAN UC Server successfully passed compliance
testing.

9. Additional References

The following Avaya product documentation can be found at http://support.avaya.com
[1] IP Office Manager, December 2010, Release 8.1, Document Number 15-601011, Issue 25j
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Avaya and the Avaya Logo are trademarks of Avaya Inc. All trademarks identified by ® and ™
are registered trademarks or trademarks, respectively, of Avaya Inc. All other trademarks are the
property of their respective owners. The information provided in these Application Notes is
subject to change without notice. The configurations, technical data, and recommendations
provided in these Application Notes are believed to be accurate and dependable, but are
presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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