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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Fijowave Fijoport Remote
Accesswith Avaya IP Office 500 V2 R9.1i Issuel.O

Abstract

TheseApplicationNotes describe the configuration steps for provisiofipgwaved Eijoport
Remote Acces® acces@\vayalP Office R9.1

Readers should pay particular attention to the scope of testing as outliSedtion 2.1 as
well as observations noted Bection 2.2to ensure that their own use cases are adequ
covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect com
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Interopergbiliest Lab.
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1. Introduction

These Application Notes describe the configuration steps for provisiéijowaved Eijoport
Remote Acces® acces#vaya IP Office 500 V2 R9.Fijoport Remote Access can be used as
a remote access device with Avaya IP €dfb00 V2and can be viewed as three modules, the
Fijowave Portal VPN, the Fijowave Portal Server and the Fijoport Bog& Fijowave Portal
Server is responsible for establishing and maintaining secure tunnel connections to Fijoport
boxes on the remote dosner networks. A customer support engineer can remotely access the
Fijowave Portal Servarsing Fijowave Portal VPN software installed odesktop using a point
to-point tunnelling protocol virtual private network

2. General Test Approach and Test Results

The interoperability compliance testing evaluates the abilitiFijgport Remote Accest® be
used as a remote access device with Avaya IP Office 500 V2

Definitions

PPTP- pointto-point tunneling protocol
VPN - Virtual Private Network

RAS - Remote Acess Session

CSE- Customer Support Engineer

MPPE- Microsoft Point to Point Encryption
SMS- Short Message Service

= =4 =4 -8 -4 -9

The solution involves connecting the Fijoport box to the internet via the LAN of the IPPBX or
internet gateway device on the customer premi$he Fijoport box establishes a secure tunnel

link with the FijowavePortalServer via the Public networkhe Customer Support Engineer

(CSE) desktop located on the Operator network can connect to the Portal server via the Fijowave
Portal VPN serviceThis VPN service usé3PTP and is secured using MPHEe CSE can log

onto the Operator interface via the Fijowave Portal VPN and instruct the Portal server to
establish a remote access session (RAS) to specified customer network equipment via the
Fijoportbox. The CSE can run applications locally on his desktop to manage the selected
equipment as if directly emected on the customer network.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plafocuses on exercising APIs dodstandarddased interfaces pertinent

to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testirg is not intended to substituidl productperformance or feature testipgrfaomed by
DevConnect membersor is it to be construed as an endorsement by Avaya of the suitability or
completeness@d Dev Conn e sdutiome mber 6s
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2.1. Interoperability Compliance Testing

The compliance testing includes the test scenarios shown below.
1 Using Avaya IP Office Manager from a remote location
- Loginto IP Office Manager
- Make a change to an existing user
- Add a new user
1 Usingthe IP Office Monitor toal
1 UsingthelP Office System Status tdo

2.2. Test Results

All test cases passed successfully withftliewing observationsioted during testing.

1. When openindP Office Managertheii Br o a d ¢ a s tmuf hotbe used.die y 0
MappedIP address must be used to discover the IP Office anW#apped IPaddress is
the address provided by the Fijoport deviseeSection 7.1for the Mapped IP Address
location.

2. Opening the IP Office Manager configuration can take up to 1 minute depemdthe
network speed.

3. This solution was only tested with IP Office 500 V2, although a connection in theory
could be made tthe IP Office Server Edition if it was standalone. Similar forlthe
Office Server EditiorMonitor and System Status

4. To facilitate compliance testing a 4G modem was supplied by Fijowave to allow internet

access from the Supervisor PC in the DevConnécotrédory to the cloud hosted

Fijowave Portal Server. This was required because the DevConnect laboratory routing

network did not pass theeneric Routing Encapsulation (GRE)intto-Point Tunneling

Protocol (PPTP) packets that are required for the Fijasvawrtal VPN to operate

correctly.Use of thisAG modermmay explain lhe following connection instability

problemsobserved during compliance testing

0) Theconnection is dropped if the IP Office Monitor is running and IP Office
Manager is opened.

(i) Theconnetion is dropped if the IP Office System Status is running and IP Office

Manager is opened.
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2.3. Support

Support from Avaya is available by visiting the webitip://support.avaya.coand a list of
product documentain can be found iBection9 of these Application NoteJ.echnical support
for theFijowaveFijoport Remote Accegsroduct can be obtaines follows

1 Web:http://www.fijowave.com

1 Email: support@fijowave.com

1 Help desk+353 1 525 3072

3. Reference Configuration

Figure 1 shows the network topology during compliance tesfiirge Fijoport product provides a
remote service platform solution that allows the user to remotely airaprtoducts in a secure
manner over an IP linkhe Fijoport box is located on the customer network along with a Portal
Server appliance hosted by Fijowave. A user can establish a connection to the In@ffiace

via the Fijowave Portal VPN and ingtt the Portaberver to estaidh a remote access session
specified customer network equipment via the Fijoport box

Avaya [P Office 500 V2 RY.1

Fijowave
Fijoport Box

Supervisor PC running,
IP Office Manager
Fijowave Portal VPN Software
Avaya e SIP

I
Fijowave Portal Server : =
I
I
I

Avaya 9630 HAZ3

Figure 1: Reference Configurationof Fijowave Fijoport Remote Accesswith Avaya IP
Office
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4. Equipment and Software Validated

The folowing equipment and software was used for the compliance test.

Equipment/Software Version/Release

Avaya IP Office 500 V2 R9.1 SP6

Avaya IP Office Manager R9.1 SP6

Avaya 9630 Deskphone H.323 Release 6.4014U
Avaya 1140e Deskphone SIP R04.03.12.00
Avaya 9408 Digital Deskphone N/A

Fijowave Fijoport Box V1.0.231

Fijowave Portal VPN V1.0

Fijowave Portal Server V2.0.7

Note: Compliance Testing is applicable when the tested solution is deployed with a standalone
IP Office 500 V2 only.

PG; Reviewed: Solution & Interoperability Test Lab Application Note 50f 33
SP0OC6/21/2016 ©2016 Avaya Inc. All Rights Reserved. Fijoport IPO91



5. Configure Avaya IP Office

There is no specific configuration of IP Office required for the compliance testing of Fijoport
Remote Access. The IP address of IP Office is required in order to configure the Fijoport box in
Section 6 Configuration and verification operations Avaya IP Office illustrated in this
section were all perfornadeusing Avaya IP Office Managel is implied a working system is
already in place. For all other provisioning information such as initial installation and
configuration, please refer to theoduct documentation iBection9. The configuration
operations described in this section can be summarized as follows:

1 LaunchAvaya IP Office Manager.

1 Display LAN Configuration.

5.1. Launch Avaya IP Office Manager

From the Avaya IP Office Manager PC, gcttiart A Programs A |P Office A Managerto
launch the Manager application or use the shortcut on the d€skitoghown) Tick the required
server to log in to, this will be thHe@ Office 500 V2and log in to Avaya IP Office using the
appropriate credentiate receive its configuration.

p-
Confiquration Servee User Login

P Oftice POSLIPGAZED Expancion Systan - B 300 V7

Servct User Name Adrvrestiates

S User Paiinoed  wesssnns]

TCP Dusconery Progress

UsitBroadcat Addness
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5.2. Display LAN Configuration

Once logged in navigate 8ystemin the left window and this will display the IP Office system
properties in the main window. Select th&N1 tab in the main window and within that tab
select tle LAN Settings tab. This displays th#> Addressinformationand will be used in the
configuration of the Fijoport box iSection 62

[f"! Avaya IP Office Manager IPO91(PG)V
File Edit View Tools Help

2E-d ERER v 228

IPOJL(PG)V2Exp  ~ System - IPO9L(PG)V2Exp -
IP Offices | system |[= IPO91(PG)V2Exp
& B0OTP ) blame System| LANL |LAN2 | DNS | Voicemail | Telephony | Directory Services | System Events | smTe |
Operator (3) ‘“&?IPOQI(PG)VZEXPI "
-4 1PO91 (PG)V2Ex LAN Settings | ValP | Network Topology |
L5 System
T4 Line (12) IP Address [0 10 20 2]
= Control Unit (4) T
& Extension (39) 1P Mask 255 255 255 0
-§ User25) : ' '
4
-8 Group () Primary Trans. IP Address 10 10 0 1
-8 Short Code (27) RIP Mode [None v
D Senvice (0)
~ollg RAS (1) [] Enable NAT
@ Incoming Call Route (3)
2 WAN Port (0) Number Of DHCP IP Addresses 10 =

@ Directory (0)
ol : DHCP Meod:
£ Time Profile (0) R

@ Firewall Profile (1) ) Server () Client ¢ Dialin @ Disabled
-Jill 1P Route (2)

@8 Account Code (6)
& License (33)
- Tunnel (0)
- ’ﬁ; User Rights (8)
~“¢ ARS (1)
i@ Location (0)
ﬂ Authorization Code (1)
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6. Configure Fijowave Fijoport Remote Access

The configuration of the Fijoport Remote Access includes the instaltidconfiguration of
the Fijoport Portal VPNFijowave provides a username and password for the Fijoport Portal
VPN in order to ensure connectivity to the Fijoport Portal Server. This username and password is

required during the installation of tRgoport Portal VPN.

6.1. Install Fijowave Portal VPN

Unpack the contents of the ZIP file, FijowavePortal.bippwse to the Fijowave PortdPN
directory and run setup.exe (not shown). Ckasif User Account Control asks permission to

proceed.

) User Account Control

e

Program name:
Publisher:
File origin:

V! Show details

u‘j Do you want to allow the following program from an
—/ unknown publisher to make changes to this computer?

setup.exe
Unknown
Network drive

Yes ’ | No

Change when these notifications appear

Enterthe VPNUsernameandPassword this information is provided by Fijowave and is used
when opening the FiygavePortal VPN. Once the correct information has been added, click on

Next to continue.

i5) Setup - FijowavePortal VPN = &1
Login Credentials ‘ |
Please enter your Username and password (
|
Username:
I
Password:
Next > J [ Cancel | d
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Confirm theDestination Location by clicking Next.

ﬂ&l Setup - FijowavePortal VPN l — | (=)

Select Destination Location ‘
[ Where should FijowavePortalVPN be installed? C

J Setup will install FijowavePortalVPN into the following folder.

To continue, dick Next. If you would like to select a different folder, dick Browse.

' C:\Program Files (x86) \FijowavePortalVPN Browse...

At least 0.8 MB of free disk space is required.

e e |

Confirm theStart Menu Folder by clicking Next.
ﬂf_:}l Setup - FijowavePortalVPN l — | (=) lg

Select Start Menu Folder H
\ Where should Setup place the program's shortcuts? C
S

5 = i Setup will create the program's shortcuts in the following Start Menu folder.

To continue, dick Next. If you would like to select a different folder, dick Browse.

' [ erowse... |

e i |
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Click Nextto confirmthedecisionfor creating a desktop shortcut.

i3 Setup - Fijowave Portal VPN -

Select Additional Tasks
Which additional tasks should be performed?

Select the additional tasks you would like Setup to perform while instaliing Fijowave
Portal VPN, then dick Next.

Additional shortcuts:
Create a desktop shortcut

= canc

Confirm the installation settings and install Fijowave Portal VPN by clickiatall.

§5! Setup - Fijowave Portal VPN -

Ready to Install
Setup is now ready to begin installing Fijowave Portal VPN on your computer.

Click Install to continue with the installation, or dick Back if you want to review or
change any settings.

Destination location:
C:\Program Files (x86)Fijowave Portal VPN

Start Menu folder:
Fijowave Portal VPN

Additional tasks:
Additional shortcuts:
Create a desktop shortcut

< Back Cancel
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Complete the istallation process by checkinges, resart the computer now and clicking

Finish.

15-‘ Setup - FijowavePortal VPN

lecslwizs

&

Completing the
FijowavePortalVPN Setup Wizard

To complete the installation of FijowavePortalVPN, Setup must
restart your computer. Would you like to restart now?

@ Yes, restart the computer now

1 No, I will restart the computer later

Finish |
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6.2. Configure Connection to IP Office

Open the FijavavePortal VPN by either double clicking on the shortcut on the desktop (not
shown) orby clicking the deskto shortcut or by selecting tiigowavePortalVPN application
from the Windows Start Menu.

Accessories
Administrative Tools
Amazon

Beyond Compare 3

Dia Documents

Dropbox

eBay Pictures

FijowavePortalVPN
FijowavePortal VPN

FileZilla FTP Client

FreeMind

Games

Music

Games

: Computer
Garmin

grepWin

HP

HP System Tools
Image Writer

IP Office Default Programs
Java

Control Panel

Devices and Printers

Maintenance Help and Support
Microchip

Microsoft Mouse and Keyboard Center

Micresoft Office

Microsoft Office Live Meeting 2007

Microsoft Office Starter (English)

Microsoft Silverlight

Microsoft SQL Server 2008

Microsoft SQL Server 2012

Back

Shut down e
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The following web page opens automatically, enter the correct credentials and ¢l ion

"‘ Log m | Fyoweve Wb Portsl  » ‘\;‘-!_ @
= — e U & n e - B
Fijowale Fragsan (wm) -

Fijowave Web Portal

Haleweiz

Tymeere e P 8200 pmare 2

Click onFijoports, as highlighted below.

AN
Fijowave

Home

Fijowave Web Portal

Remote Access Monitor

Devices List > Monitor

Fijoports List > Network alerts: 0

Sessions List ) System slers 0

Log entries List » Session slerns 0
Software

Fijowave Web Portal: 2.0.7

Fijowave Web Portai @ 2015 Fyowave Ltd. waw fiowave con
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During compliance testing only one Fijoport was used as sholewpelick on that to continue.
On sites where many Fijoports are in use, click on the cdfijegtort ID .

AN

Fijowave
Home > Remote Access > Fijoports
Fijoports

1 total

Customer 1D 2ZA Customer name 1A
38b74d0015¢cf | Avaya_0015¢F Avays Deveconnect (-] (-] (-] { (-] (=]

1 total

Fowave Web Portal @ 2015 Fijowave Ltd. www fiowsve com

Click onConnectat the top right corner.

e ngbet (o) |
.I'GWJVP

TuraMTItY

Fijoport 38b7440015c! :

Mvanga OO\ Tas
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The message displayed at the tdphe screemas well as th€onnectedstatus displayed at the

bottom shows that the VPN as connected successfully.

F - ' .

A Fyopont 385740001 5¢f | Fy

¢ & wob

thozv‘}ve

BhH7amoscr

RAS o coownand comodeted succossiuly Mapned range: 102300004 Support range 10.90 65,101

Fijoport 38b74d0015¢ct
Cutyrrae 12 Avsys_dotsct
03 e nece Avaya Devoormect
=
<

Slitere

=]

TE EE R N

Englist (em)

Click on theFijoport IP addresshighlighted abovep open a new tab and lagto the Fijoport

Web Configuration Servic€lick on theRemote Access Controlink.

=

“ Pppen SENOUMIN. 4 P P rpot Cotyame « 1B

AL

Fijowave

Configuration

Sekect i dims B T i Detow

101908.2% o6 O 400 s B

nax vﬂi‘

Solution & Interoperability Test Lab Application Note
©2016 Avaya Inc. All Rights Reserved.
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After clicking on theRemoteAccess Control linkon the previous pagenter the local IP address
of the IP Office 500 v2 address in deviEel position and the local IP addredstee IP Office
Server Editionn device ID 2 positiorif applicable)and press th8avebutton and then oke

the browser tab.

# T . o
- 'ilmlwm"i. ‘l‘,‘ P Femote Access Comrol X ‘
€ B 10190035 et b | Q ' a8 O 80 O

AU

Fijowave

Remote Access Control

Enter the names and IP addresses of the devices that may be
accossed via the portai

5 Description IP address

1.
11 |ron 10.10.40.20

"

POse 10,1040.23

BTN O ETETR]

s | Conenl

Retum 10 menu

Powered by Fyowase

Waw I owie com
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Click Disconnectin the top right corner.

-

AL Fijoport 38b74d0015¢f | Fij.. % | +

c=r27

(' @ https://web/admin/portal/fijoport/38b74d0015¢f

NG
Fijowave

Home > Remote Access > Fijoports > 38b74d0015cf

wB U3 aS

English (en)

RAS on: command completed successfully. Mapped range: 10,190.0.0/24. Support range: 10.90.65.101.

B~ | = |

m

Fijoport 38b74d0015¢cf |
Customer ID Avaya_0015cf
Customer name Avaya Devconnect
Commissioned ° .
Decommissioned (-]
Monitorad (-]
Status
Onlins
Host apps1
Active sessions 1
Connected [
Fijoport IP 40.190.0.254 .
https://web/admim’portal/fijopor‘t/38b74d6015cf/tools;‘ras/ " (2
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7. Verification Steps

The following steps can be taken to ensure that connections bdtj@&aveFijoport Remote
AccessandIP Officeare up.The FijovavePortal VPN is executed in@der to setup the VPN
connection. This connection can be verified and the IP Office applications can be run.

7.1. Run Fijowave Portal VPN

Open the FijavavePortal VPN byeitherdouble clicking on the shortcut on the desktopt
shown) orby clicking the deskgoshortcut or by selecting tHgjowavePortalVPN applicaton
from the Windows Start Menu.

Accessories

Administrative Tools

Amazeon

Beyond Compare 3

Dia

Dropbox

eBay

FijowavePortalVPN
FijowavePortalVPN

FileZilla FTP Client

FreeMind

Games

Garmin

grepWin

HP

HP System Tools

Image Writer

IP Office

Java

Maintenance

Micrechip

Microsoft Mouse and Keyboard Center

Microsoft Office

Microsoft Office Live Meeting 2007
Microsoft Office Starter (English)

Microsoft Silverlight

Microsoft SQL Server 2008
Microsoft SQL Server 2012

Back
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Documents
Pictures

Music

Games

Computer

Control Panel
Devices and Printers
Default Programs

Help and Support

Shut down | ¥ |
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The following window will appear for a few moments before the default browser is opened.

# " Fijowave Portal VPN

Connectng to FijowavePortalUPN...
Uerifying username and password...
Registering your computer on the network..._

The first time the Fijowave Portal Server web pagensthe Firefoxweb browsedisplaysthat
the conection is not trusted or unsafelick | Understand the RisksandAdd Exception. On
the following screenlick Confirm Security Exception (not shown).

= ———

(L, Untrusted Connection x U=k

web C Search ﬁ E 3+ @ s R =

This Connection is Untrusted

)
I

You have asked Firefox to connect securely to web, but we can't confirm that your connection is
F secure.

‘ Normally, when you try to connect securely, sites will present trusted identification to prove that you
are going to the right place. However, this site's identity can't be verified.

What Should I Do?

If you usually connect to this site without problems, this error could mean that someone is trying to
impersonate the site, and you shouldn't continue.

| Getme outof here! |

Technical Details

I Understand the Risks

If you understand what's going on, you can tell Firefox to start trusting this site's identification, Even if
you trust the site, this error could mean that someone is tampering with your connection.

Don't add an exception unless you know there's a good reason why this site doesn't use trusted
identification.

[ Add Exception_ ]
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The Intenet Explorer web browser saydyere is a problemwiththis websi t ebés secur
certificate, click Continue to this website (not recommended)

P~C

File Edit View Favorites Tools Help

Ml B hitps://web/

& Certificate Error: Navigation... % |

\@) There is a problem with this website’s security certificate.

The security certificate presented by this website was not issued by a trusted certificate authority.

Security certificate problems may indicate an attempt to fool you or intercept any data you send to the
server.

We recommend that you close this webpage and do not continue to this website.
@ Click here to close this webpage.

@ Continue to this website (not recommended).

@ More information

The following web pagéhenopens, enter the correct credentials and clickamin.

'A Lug m | Fyoweve Wb Portsl  »

R e o tEe 9 NS 0

w Eragsan |

=

Fijowave Web Portal

Tymeore P Pu 82070 Plpmana 2 o b
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Click onFijoports, as highlighted below.

A
Fijowave

yw to Access the Portal User Manual Administrator Manual

Home

Fijowave Web Portal

Remote Access Monitor

D st n

Fijog st =

Sessions List ) System slers

Log entries List » Session slens 0
Software
Fijowave Web Portal: 2.0.7

Fijowave Web Portai © 2015 Fyowave Ltd. waw fiowave con

During compliance testingnly oneFijoportwasused as shown lmv, click on that to continue.
On sites where many Fijoports are in use, click on the cdfiggort ID .

A

Fijowave
Home > Remote Access > Fijoports
Fijoports

1 total

Customer 1D 2 A Customer name 1A
38b74d0015¢cf | Avaya_0015¢F Avays Devconnect (- (-] e ¢ =] =]

1 total

Fyowave Web Portal @ 2015 Fijpwave Ltd. www fiowsve com
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Click onConnectat the top right corner

owave

T |

Fijoport 38b7400015¢! E

Sraue

The message displayed at the top as well a€tmmectedstatusdisplayed at the bottom shows
that the VPN as connected successfully.

A
Fijowave

Home > Remote Access > Fijoports > 38b74d0015cf

RAS on: command completed successfully. Mapped range: 10.190.1.0/24. Support range: 10.90.65.102.

Fijoport 38b74d0015cf
Customer ID Avaya 0015cf
Customer name Avaya Devconnect
Commissioned °
Decommissionad °
Menitored (-]

Status
Cnline
Host apps1t

Active sessions 1
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The Mapped IP is very important as this is the IP Address of the IP Office as far as the remote
access is concerned. When opening IP Office Manager, Monitor or System StatuthéhiB is
address that will be used, seection 73.

10.40.40.2 Q 10.190,12
° °
° e
° °
Hrmware
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7.2. Verify Fijowave Portal VPN is running

The FijowavePortalVPN connectiorwill appear under Network Connections as shown below.
Right click on this connection and sel&tatus

| (=] e S
« Network and Internet » MNetwork Connections » v \ | Search Network Connections pe)
S — —_— 1 L E e ik = (=
Organize v Disconnect this connection Rename this connection View status of this connection  » =~ 00 @
| FijowavePortalVPN | | Local Area Connection — Wireless Network Connection
Lv\y'!; FijowavePortalVPN ‘ L! ! & “t\& Not connected
{§5 WAN Miniport (PPTP) Disconnect 575 Gigabi... 3§ Dell Wireless 1490 Dual Band WLA...
Status
Set as Default Connection
Create Copy
Create Shortcut
# Delete
' Rename
# Properties

TheMedia Stateshoud show up aonnectedas shown below.

| | FijowavePortalVPN = FijowavePortalVPN Status ™ ﬁ
——vere FijowavePortalVPN —
N Y
&2 WAN Miniport (PPTP) General | Details
Connection
IPv4 Connectivity: No Internet access
IPv6 Connectivity: No network access
l Media State: Connected I
Duration: 00:02:41

Activity
Sent —— L\!_‘M ~— Received
Bytes: 62,485 60,883
Compression: 0% 0%
Errors: 0 0

[ Properties H Disconnect ][ Diagnose ]
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7.3. Verify IP Office Connections

Once the VPN connection is established IP Office and all the monitoring tools should be
accessible. To verify that Fijoport Remote Access is fully working, from the PC running the

FijowavePortal VPN, open the three IP Office applications, IP Office Manager, Monitor and

System Status.

7.3.1. Verify IP Office Manager
Open thdP Office Manager either from the desktop shortcut or fildrograms A 1P Office as

shown below.

PG; Reviewed:
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Fijowave Portal VPN
FileZilla FTP Client
Games

Garmin

. Hotspot Shield

IP Office

A IP Office Knowled_g__e Base

I Manager

&k Monitor
:;r_ System Status

[ Uninstall IP Office Admin Suite
Java

. Maintenance

Microsoft Office

. Nortel

Notepad++

. PuTTY

Reflection

Skype
Startup

Back

B
Administrator
Documents
Pictures
Music
Computer
Control Panel
Devices and Printe
Default Programs

Help and Support

Shut down | ¥ !
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The Unit Broadcast Addresswill need to be set to that of thdapped IP found inSection 7.1
The mapped IP address is entered Rafteshis pressed and that should bring up the IP Office
unit.

File Ed0 Vew Tosh Hep

. . ‘[Els-u 28ER -2
IP Offices J
R 54 B8 St I Oy =
= Of

Narmw [P Advess Type Vemion Edtion

TCP Docovery Progress

UrtBroadcatt Address
212011 - Fatopsh Cancet

Select the IP Office unit and click @K at the bottom of the screen andstill bring up
another smaller window where the IP Office username and password are entered a@tagain
is pressed on the smaller window.

& Select IP OfSca

Name P Addess  Type Veruon Edvtien
Server Edtion Bparmien 9.1

4 PO POMIGp 1019511 P S0VQ 9160 bustd 153  Server (Expanueon)

,
Carbiguration Servce Uier Logn

P Otfce PONPGVg (Bpanson Stem - P 500 V)

Service User Name Admnntzstor

Service Uger Password  esssesess

| _AEJ;V- Cancel Halp
TCP Dacovery Pragress
VeavBroadcait Address
1049011 - Refresh oK Canced
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The IP Office Manager screen should be opened and should appear something like shown below
where changed can Ipeade and saved (not shown).

o Syowm | 41 LAN2 [ 2068 | Vawsmm) | Taimphemy | Siwescry Services | Syatem Evants | TP | 508 | Twerwing | ve08 | Cartecs | Vol Sacariny | Comtr ¢
" Opesstar - PON PG Ee / J i > % | X
“o PO PGNEp LAN Setings | yei l"""”‘"‘!
~ Sywem ) LG [ BT 3t ot o :
11 Lee ) P Addeess I W o 2
.'E:.',T,:';;;“ P N P S - O ]
2
lc::,:::'l Frvmary Tema IF Adibess T I T
W Shart Code ) W Mede o= m
.kvn:' ] |
& RAS L) Erable AT
Iecomeng Cabl Boute 4
WarrPont ) Nnber Of DHOP 1P Addeesses 10
- Duacrory 1 3
€D T Pradle 01 DHCP Mode ‘
:Fmvﬁkma. Server 0 Cliert = Diade ¥ Disabled | Asancd
P Route )
B Account Cede B)
W Licence 33}
W Tl 1)
B Lo Foghee )
¢ ARS (1)
5 Location A1)
8 Ashodmatnn Cede 1)
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7.3.2. Verify IP Office Monitor
IP Office Monitor is accessed in the same was as IP Office Manager iS&cton 7.3.10nce

opened the connection information must be changegflect the mapped IP address instead of

the reallP Office address.

Click on the connection icon highlighted at the top of the screen and enter the mapped IP address

for the IP Office as peBection 7.1 Click on OK and the monitor should start correctly.

e b

File Edit w Filters Status

Help

=8| »l8T x| @ %[=k5"]

7~

Select System to Monitor

Enter Contral Unit IP Address
[hnn.nnn.nnin.nnn]

or
Control Unit IP Address:Dev No.
[hnn.nnn.nnn.nnn:mm)

10.190.1.1 v

Pratocal

|uop ~|

Port
|50?54

Certificate

| L]

Username

Password

Trace Log Settings Filename

|C: \Users\Administratoryappl _v_| ___J

ok | cancel |
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The monitor should now display information &P Office correctly.

File Edit Wiew Filters Status Help

=8| »8|T| x| @ ¥E=

>

Fhkkddddsd QusMonitor v9.1.6.0 build 153 #*¥ssdksds

[ETH|

kkkkkkkk** contact made with 1019011 at 14:30:56 13/4/2016 #**#dddddds
Fakdxkkkdxs Sustem (10.10.40.20) has been up and running for édays, Shra, 5Tmins &

*xxkkrkdtd Warning: TEXT File Logging selected *+*xxddads

dxkkkekddd Warning: TEXT Logging to C:\Program Files (xB6)‘\Awvaya‘\IP Office‘\Monito
539248974mS5 PEN: Monitor Started IP=10.10.40.202 5-Edition Expansion (V2) 9.1.6.
{Supports Unicode, Syatem Locale is default)
539843975mS FRN: LAW=A FRI=2, BRI=2, ALOG=4, VCOMP=32, MDM=0, WAN=0, MODU=0 LANM
539851975m3 FRN: +++ START OF ALARM LOG DUMP +++
539851975mS FEN: ATRBM: 16/02/2015 14:37:18 IP 500 V2 9.1.0.0 build 437 <Log =3
539851975m3 PEN: +++ END OF ALAEM LOG DUMP +++
939852975m3 PRN: +++ START OF UDP MONITOR CLIENT DUME +++
539852975mS PRN: CLIENT: IPRddress=10.10.40.202 UDPPort=54690 LastBReceived=53984
539852975mS PRN: ++++ END OF UDP MONITOE CLIENT DUMP ++++
539860070mS SIP Ex: UDP 10.10.40.155:5071 -> 10.10.40.20:50&0
BEGISTER sip:devconnect.local:50&0 SIESZ2.0
WVia: 3IB/2.0/UDF 10.10.40.155:5071;branch=z9hGE4bKe2556882579k
Max-Forwards: 70
From: <3ip:5221@devconnect.local>;tag=3a01£07a5¢c
To: <sip:522l@devconnect.locals
Call-ID: 37924b2966da6387
CSeq: 28262 BREGISTER
Lecept-Encoding: nt-im-1.0
Lllow-Events: vg-rtopxr,dialog
Contact: <€3ip:5221@10.10.40.155:5071>
Expires: 300
Supported: path
User-Rgent: Avaya IP Phone 1140E (S5IPF1140e.04.03.12.00)
E-nt-GUID: 0024BSFEEAOE
Bllow: INVITE, ACK, OPTIONS, CRNCEL, BYE, REFEER, INFO, MESSAG
Content-Length: 0

539860072mS S5IF Reg/Opt Rx: phone
BEGISTER sip:devconnect.local:50&0 SIESZ2.0
WVia: 3IB/2.0/UDF 10.10.40.155:5071;branch=z9hGE4bKe2556882579k
Max-Forwards: 70

From: <3ip:5221@devconnect.local>»:taa=3a01£07a5¢c L_
] 1} | 3
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7.3.3. Verify IP Office System Status

IP Office System Statuss accessed in the same was as IP Office Manager isSeation 7.3.1
Once opened the connection information must be changed to reflect the mapped IP address
instead oflte real IP Office address.

Enter the mapped IP address for the IP Office asSpetion 7.1 enter the log in credentials and
click on Logon and the monitor should start correctly
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