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Abstract

These Application Notes describe the configuration steps required for Voice Print International
Capture Call Logger to interoperate with Avaya Proactive Contact with PG230RM and Avaya
Application Enablement Services. Voice Print International Capture Call Logger is a call
recording solution. In the compliance testing, the Voice Print International Capture Call
Logger used the Event Services interface from Avaya Proactive Contact and the Telephony
Services Application Programmer Interface from Avaya Application Enablement Services to
obtain information on agent states and calls, and used the Single Step Conference feature via
the Avaya Application Enablement Services Device, Media, and Call Control interface to
capture the media associated with the monitored agents for call recording.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Voice Print International
(VPI) Capture Call Logger to interoperate with Avaya Proactive Contact with PG230RM and
Avaya Application Enablement Services (AES). VPI Capture Call Logger is a call recording
solution. In the compliance testing, the VPI Capture Call Logger used the Event Services
interface from Avaya Proactive Contact and the Telephony Services Application Programmer
Interface (TSAPI) from Avaya AES to obtain information on agent states and calls, and used the
Single Step Conference feature via the Avaya AES Device, Media, and Call Control (DMCC)
interface to capture the media associated with the monitored agents on Avaya Communication
Manager for call recording.

The Avaya Proactive Contact Event Services interface and the Avaya AES TSAPI interface are
used by VPI Capture Call Logger to monitor the states and calls for the agents. When the agent
logs into Avaya Proactive Contact or reacquired by Avaya Proactive Contact to service calls,
Avaya Proactive Contact establishes a dedicated audio connection to the agent using the E1/T1
trunk between Avaya Proactive Contact and Avaya Communication Manager. The VPI Capture
Call Logger is informed of the call from the Avaya AES TSAPI interface, and uses the Single
Step Conference feature from the Avaya AES DMCC with call control interface to add a virtual
IP softphone to the dedicated audio connection. The dedicated audio connection to the agent
stays in place until the agent is released or logged out.

When a call is delivered to the agent from Avaya Proactive Contact, the VPI Capture Call
Logger is informed of the call via call events from the Avaya Proactive Contact Event Services
interface, and starts the call recording by using the Media Control Events from the Avaya DMCC
interface to obtain the media from the connected virtual IP softphone. The Avaya Proactive
Contact Event Services call events are also used to determine when to stop the call recordings.

In the event that the agent is released by Avaya Proactive Contact to handle an inbound call
under the agent blending scenario, then the VPI Capture Call Logger uses the event reports from
the Avaya AES TSAPI interface to trigger the single step conference operation of a virtual IP
softphone with the established inbound call.

This compliance test covered the recording of calls using the Avaya Proactive Contact with
PG230RM deployment option. The results should be applicable to the Avaya Proactive Contact
Standalone deployment option.
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1.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying the following on the VPI Capture Call Logger:
e Handling of real-time event reports from Avaya AES TSAPI.
e Handling of real-time agent states and call events from Avaya Proactive Contact.

e Use of Avaya AES DMCC registration services to register and un-register the virtual IP
softphones.

e Use of Avaya AES DMCC call control services to activate Single Step Conference for the
virtual IP softphones.

e Use of Avaya AES DMCC monitoring services and media control events to obtain the
media from the virtual IP softphones.

¢ Proper recording, logging, and playback of calls for scenarios involving inbound, outbound,
agent drop, customer drop, hold, reconnect, simultaneous calls, conference, transfer,
unsupervised forward work, agent blending, and call blending scenarios.

The serviceability testing focused on verifying the ability of the VPI Capture Call Logger to
recover from adverse conditions, such as disconnecting/reconnecting the Ethernet cable to the
VPI Capture Call Logger.

1.2. Support
Technical support on the VPI Capture Call Logger can be obtained through the following:

e Phone: (805)389-5201
e Email: support@vpi-corp.com
e Web:  http://www.vpi-corp.com/support.asp
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2. Reference Configuration

VPI Capture Call Logger can be configured on a single server or with components distributed
across multiple servers. The compliance test configuration used a single server configuration, as
shown in Figure 1. VPI Capture Call Logger also has a Playback Client application that can be
used to review and playback the call recordings. In the compliance testing, the Playback Client
application was installed on the VPI Capture Call Logger server.

The detailed administration of basic connectivity between Avaya Communication Manager and
Avaya Proactive Contact, between Avaya Communication Manager and Avaya AES, and of
contact center devices are not the focus of these Application Notes and will not be described.

In the compliance testing, the VPI Capture Call Logger monitored three extensions “22721,
26614, and 26619” on Avaya Communication Manager. Extensions “22721” and “26614” are
the physical telephone extensions for the agents, and extension “26619” is the physical telephone
extension for the supervisor.
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Figure 1: VPI Capture Call Logger with Avaya Proactive Contact with PG230RM and
Avaya AES
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3. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment Software
Avaya Communication Manager 5.1.2,

Avaya S8700 Servers RO15x.01.2.416.4
Avaya MCCI1 Media Gateway

e TN799DP C-LAN Circuit Pack HWO01 FW024

e TN2302AP IP Media Processor HWI3 FW116
Avaya Application Enablement Services 4.2
Avaya Proactive Contact with PG230RM 4.0.1
Avaya Proactive Contact Agent 4.0.1
Avaya Proactive Contact Supervisor 4.0.1
Avaya 9600 Series IP Telephones (H.323) 3.0
VPI Capture Call Logger

e VP Config 2.8.4.6

e Capture 4.2.4.6

e Playback Client 4.0.14.1
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4. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager. The
procedures include the following areas:

e Verify Avaya Communication Manager License
e Administer system parameters features

¢ Administer CTI link

e Administer virtual IP softphones

4.1. Verify Avaya Communication Manager License

Log in to the System Access Terminal (SAT) to verify that the Avaya Communication Manager
license has proper permissions for features illustrated in these Application Notes. Use the
“display system-parameters customer-options” command to verify that the Computer

Telephony Adjunct Links customer option is set to “y”” on Page 3. If this option is not set to
“y”, then contact the Avaya sales team or business partner for a proper license file.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? y
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? y CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? n CAS Main? n
Answer Supervision by Call Classifier? y Change COR by FAC? y
ARS? y Computer Telephony Adjunct Links? y
ARS/AAR Partitioning? y Cvg Of Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? y DCS (Basic)? y
ASATI Link Core Capabilities? y DCS Call Coverage? y
ASAI Link Plus Capabilities? y DCS with Rerouting? vy
Async. Transfer Mode (ATM) PNC? n
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4.2. Administer System Parameters Features

Use the “change system-parameters features” command to enable Create Universal Call ID
(UCID), which is located on Page 5. For UCID Network Node ID, enter an available node ID.

change system-parameters features Page 5 of 17
FEATURE-RELATED SYSTEM PARAMETERS

SYSTEM PRINTER PARAMETERS
Endpoint: Lines Per Page: 60

SYSTEM-WIDE PARAMETERS
Switch Name:
Emergency Extension Forwarding (min): 10
Enable Inter-Gateway Alternate Routing? n
Enable Dial Plan Transparency in Survivable Mode? n
COR to Use for DPT: station

MALICIOUS CALL TRACE PARAMETERS
Apply MCT Warning Tone? n MCT Voice Recorder Trunk Group:
Delay Sending RELease (seconds)? 0
SEND ALL CALLS OPTIONS
Send All Calls Applies to: station Auto Inspect on Send All Calls? n

UNIVERSAL CALL ID
Create Universal Call ID (UCID)? y UCID Network Node ID: 27

Navigate to Page 13, and enable Send UCID to ASAI. This parameter allows for the universal
call ID to be sent to the VPI Capture Call Logger.

change system-parameters features Page 13 of 17
FEATURE-RELATED SYSTEM PARAMETERS

CALL CENTER MISCELLANEOUS
Clear Callr-info: next-call
Allow Ringer-off with Auto-Answer? n
Service Level Algorithm for SLM: actual
Reporting for PC Non-Predictive Calls? n

ASAI
Copy ASAI UUI During Conference/Transfer? y
Call Classification After Answer Supervision? y
Send UCID to ASAI? Y
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes 7 of 32
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4.3. Administer CTI Link

Add a CTTI link using the “add cti-link n” command, where “n” is an available CTI link number.
Enter an available extension number in the Extension field. Note that the CTI link number and
extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name in the
Name field. Default values may be used in the remaining fields.

add cti-link 15 Page 1 of 3
CTI LINK
CTI Link: 15
Extension: 24998
Type: ADJ-IP
COR: 1
Name: VPI CTI Link
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4.4. Administer Virtual IP Softphones

Add a virtual softphone using the “add station n” command, where “n” is an available extension
number. Enter the following values for the specified fields, and retain the default values for the
remaining fields.

Type: “4620”

e Name: A descriptive name.
Security Code: A desired value.

IP SoftPhone: “y”

add station 22991 Page 1 of 4
STATION

Extension: 22991 Lock Messages? n BCC: O

Type: 4620 Security Code: 22990 TN: 1

Port: S00147 Coverage Path 1: COR: 1

Name: VPI Virtual #1 Coverage Path 2: CoS: 1

Hunt-to Station:
STATION OPTIONS
Time of Day Lock Table:

Loss Group: 19 Personalized Ringing Pattern: 1
Message Lamp Ext: 22991
Speakerphone: l-way Mute Button Enabled? y

Display Language: english
Survivable GK Node Name:
Survivable COR: internal Media Complex Ext:
Survivable Trunk Dest? y IP SoftPhone? y

IP Video Softphone? n

Repeat this section to administer the desired number of virtual softphones, using sequential
extension numbers and the same security code for all virtual softphones. For the compliance
testing, three virtual softphones were administered to allow for three simultaneous recordings, as
shown below.

list station 22991 count 3

STATIONS

Ext/ Port/ Name/ Room/ Cvl/ COR/ Cable/
Hunt-to Type Surv GK NN Move Data Ext Cv2 COS Jack
22991 S00150 VPI Virtual #1 1

4620 no 1
22992 S00153 VPI Virtual #2 1

4620 no 1
22993 S00156 VPI Virtual #3 1

4620 no 1
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5. Configure Avaya Application Enablement Services

This section provides the procedures for configuring Avaya AES. The procedures include the

following areas:

Verity AES license
Administer TSAPI link
Obtain Tlink name
Obtain H.323 gatekeeper
Administer VPI user
Restart TSAPI service

5.1. Verify AES License

Access the AES OAM web-based interface by using the URL “https://ip-address:8443/MVAP”
in an Internet browser window, where “ip-address” is the IP address of the AES server. The

Logon screen is displayed as shown below. Log in with the appropriate credentials.

™

Application Enablement Services

Please log on.

Logon:
Password:
- J
TLT; Reviewed: Solution & Interoperability Test Lab Application Notes
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The Welcome to OAM screen is displayed. Select CTI OAM Administration from the left
pane.

Operations Administration and Maintenance

, AVAyA Application Enablement Services

# 0AM Home ® Help (@ Logout

You are here: > Home

Welcome to OAM

I Home
|| CTIOAM Administration
| User Management
Security Administration

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools
for managing the AE Server. OAM spans the following administrative domains:

{ e« CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use
on the AE Server.

e User Management - Use User Management to manage AE Services users and AE Services
user-related resources.

e Security Administration - Use Security Administration to manage Linux user accounts and
configure Linux-PAM (Pluggable Authentication Modules for Linux).

| Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

The Welcome to CTI OAM Screens is displayed next. Verify that AES is licensed for the
DMCC Service and the TSAPI Service, as shown below. Ifthe services are not licensed,
contact the Avaya sales team or business partner for a proper license file.

|
7 AVAVA Application Enablement Services
Fi y Operations Administration and Maintenance
' $ 0AM Home ® Help i@Logout
| CTIOAM Home You are here: > CTI OAM Home
'+ Administration
e and ool Welcome to CTI OAM Screens
Maintenance
{ Alarms [craft] Last login: Wed Feb 4 10:34:15 2009 from 192.168.199.73
¢ Logs
' |» Utilities
' » Help IMPORTANT: AE Services must be restarted for administrative changes to fully take effect.
| Changes to the Security Database do not require a restart.
| Service Status State Licenses Purchased
i ASAI Link Manager Running N/A N/A
3 DMCC Service Running ONLINE Yes
CVLAN Service Running ONLINE Yes
DLG Service Running ONLINE Yes
Transport Layer ;
{ Service Running N/A N/A
1 TSAPI Service Running ONLINE Yes
| SMs N/A N/A Yes
For status on actual services, please use Status and Control.
: License Information
‘ You are licensed to run Application Enablement (CTI) version 4.2.
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5.2. Administer TSAPI Link

To administer a TSAPI link, select Administration > CTI Link Admin > TSAPI Links from
the left pane. The TSAPI Links screen is displayed, as shown below. Click Add Link.

-

{ You are here:
| = Administration :
| _ TSAPI Links
| B work fi n
1 5
| Swiich Connections Link Switch Connection Switch CTI Link #
| = CTI Link Admin
: TSAPL Li [ Add Link || Edit Link || Delete Link |
CVLAN Links

The Add / Edit TSAPI Links screen is displayed next. The Link field is only local to the AES
server, and may be set to any available number. For Switch Connection, select the relevant
switch connection from the drop-down list. In this case, the existing switch connection
“devcon2715” is selected. For Switch CTI Link Number, sclect the CTI link number from
Section 4.3. Retain the default values in the remaining fields, and click Apply Changes.

AVAyA Application Enablement Services

Operations Administration and Maintenance

® 04 Home ®Help @Logout

You are here: > Administration > CTI Link Admin > TSAPI Links

{ CTI OAM Home
|+ Administrati : :

s Add / Edit TSAPI Links

v Metwork Configuration

Switch Connections "1 = |

: ] Link:
+ CTI Link Adrin ) ] = d .
TSAPI Links Switch Connection: |devcon2?’15 |

CYLAN Links Switch CTI Link Number: [15 v

DLG Links 54l Link Yersion ia_:!
» DMCC Configuration i;.._..i
= Security | Unencrypted » |
1sAfI configuration (.~~~ L= ——ir =5
» Security Datahase Apply Changes ] [ Cancel Changes ]

» Certificate Management
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5.3. Obtain Tlink Name

Select Administration > Security Database > Tlinks from the left pane. The Tlinks screen
shows a listing of the Tlink names. A new Tlink name is automatically generated by the AES
server for the TSAPI service. Locate the Tlink name associated with the relevant switch
connection, which would use the name of the switch connection as part of the Tlink name. Make
a note of the associated Tlink name, to be used later for configuring the VPI Capture Call
Logger.

In this case, the associated Tlink name is “AVAYA#DEVCON2715#CSTA#DEVCONAESO01”.
Note the use of the switch connection “DEVCON2715” from Section 5.2 as part of the Tlink
name.

AVA A Application Enablement Services
y Operations Administration and Maintenance

$ 040 Home ®Help @Logout

You are here: > Administration > Security Database > Tlinks

CTI OAM Home
~ Administration ] Tlinks
Metwork Configuration
Switch Connections
CTI Link &dmin

DMCC Configuration
TSAPRL Configuration [ Edit Tlink ] [ Delete Tiink

+ Security Database
SOB Control

» CTI Users
Worktops
Devices

Device Groups
Tlinks

=

Tlink Marme
& AVAYA#DEVCON271E#CSTA#DEYCONAESOL

- -
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5.4. Obtain H.323 Gatekeeper

Select Administration > Switch Connections from the left pane. The Switch Connections
screen shows a listing of the existing switch connections. Locate the connection name associated
with the relevant Avaya Communication Manager, in this case “devcon2715”, and select the
corresponding radio button. Click Edit H.323 Gatekeeper.

/AVA A Application Enablement Services
y Operations Administration and Maintenance
® 040 Home ®Help @Logout

You are here: Administration > Switch Connections

CTI OAM Home

|+ Administration - -
{ : Switch Connections
| » Network Configuration
Switch Connections -
|| b CTILink Admin | Add Connacion
| » DMCC Configuration Connection Mame Murnber of Active Connections
TSAPI Configuration ) devconll 0
» Security Database © devconia 1
» Certificate Management
. O devconil4 0
» Dial Plan
Enterprise Directary O devconzs =
» Host &4 ® devcon2715 o
SMS Configuration O devcon3az 0
{ wWehblM Configuration O devconaz o
| Bridged Alert Config
| ) procurementlab 0
| |» Status and Control
' |y Maintenance [ Edit Connection ] [ Edit CLAN IPs ] [ Edit H.323 Gatekeeper ] [ Delete Connection ]
'+ Alarms

The Edit H.323 Gatekeeper screen is displayed. Note the IP address, for this value will be used
later for configuring the VPI Capture Call Logger.

Application Enablement Services
Operations Administration and Maintenance

® 040 Home ®Help @Logout

You are here: Administration = Switch Connections

|| CTI OAM Home

et e Edit H.323 Gatekeeper - devcon2715

v Network Configuration

Switch Connections
CTI Link Admin | Add Narme o [P

-

|| » DMCC Configuration Mame ar IP Address
TSaPI Canfiguration ® 192.45.100.84

-

Security Database Delete IP

Certificate Management

-
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5.5. Administer VPI User

Administer a new user account for VPI, which is created from the AES User Management web
pages. Select OAM Home, located at the upper right corner of the screen, to display the
Welcome to OAM screen below. Select User Management from the left pane.

Application Enablement Services

F
AVAyA Operations Administration and Maintenance

# 0AM Home ®Help @Logout

You are here: > Home

Welcome to OAM

Home

CTI OAM Administration
User Management
Security Administration

The AE Services Operations, Administration, and Management (OAM) Web provides you with tools
for managing the AE Server. OAM spans the following administrative domains:

e CTI OAM Admin - Use CTI OAM Admin to manage all AE Services that you are licensed to use

{ on the AE Server.
e User Management - Use User Management to manage AE Services users and AE Services

user-related resources.
e Security Administration - Use Security Administration to manage Linux user accounts and

configure Linux-PAM (Pluggable Authentication Modules for Linux).

Depending on your business requirements, these adminstrative domains can be served by one
administrator for both domains, or a separate administrator for each domain.

The Welcome to the User Management home page screen is displayed, as shown below.

Application Enablement Services

/ AVAVA Operations Administration and Maintenance

# 0AM Home @ Help @ Logout

B L Al You are here: > User Management Home
{

+ User Management
B e et Welcome to the User Management home page
]

Help

User Management provides you with the following tools for managing user-related information for
AE Services:

e User Management -- Use the User Management tools to manage all AE Services users (add,

change or delete users).
e Service Management -- Use the Service Management tools for managing the User
Management service itself (for example, synchronizing events between the AE Services user

database and the Security database).
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Select User Management > Add User from the left pane. In the Add User screen shown

below, enter descriptive values for the User Id, Common Name, Surname, User Password,
and Confirm Password fields. For the CT User field, select “Yes” from the drop-down list.
Retain the default value in the remaining fields. Click Apply at the bottom of the screen (not

shown

below).

User Management Home

You are here:

. = User Management

List All Users

Add User

Search Users

Modify Default User
Change User Password

» Service Management
' |» Help

User Management Add User

Application Enablement Services
Operations Administration and Maintenance
® 0o Home ®Heln @Logout

Add User

Fields marked with * can not be empty.

* User Id ;Vp\

* Common Name [yp;

L ;
Surname |ipi

* User Passwird [geessssses

* Confirm Password [geesessses

Admin Mote |

avaya Role [ None

Business Categary |

Car License |
CM Home |
Css Home |

CT User | Yag v

Department Mumber |

5.6. Restart TSAPI Service

Select Maintenance > Service Controller from the left pane. The Service Controller screen is
displayed, and shows a listing of the services and associated status. Check the TSAPI Service,

and click Restart Service.

v ¥

N A

CTI OAM Home
Administration

Status and Control
Maintenance

Service Controller
Backup Database
Eestore Database

Import SDB
Alarms

—
‘g
(h]

Utilities
Help

You are here:

~

Service Controller

Service

[ asal Link Manager

[] pMcC Service
O cvLaN Service
[ oLs service

[ Transport Layer Service

TSAPI Service

For status on actual services, please use Status and Control,

Controller Status
Running
Running
Running
Running
Running

Running

[_StartJ [Stop] [ Restart Service ] ’ Restart AE Senver

] [ Restart Linux
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6. Configure Avaya Proactive Contact

This section provides the procedures for configuring Avaya Proactive Contact.

6.1. Obtain Host Name

Log in to the Linux shell of the Avaya Proactive Contact server. Use the “uname -a” command
to obtain the host name, which will be used later for configuring VPI Capture Call Logger. In
the compliance testing, the host name of the Avaya Proactive Contact server is “lzpds4b”, as
shown below.

S uname -a

Linux lzpds4b 2.6.9-42.0.10.ELsmp #1 SMP Fri Feb 16 17:17:21 EST 2007 1686 athlon 1386
GNU/Linux

LZPDS4B (admin) @/opt/avaya/pds [4]

S
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7. Configure VPI Capture Call Logger

This section provides the procedures for configuring the VPI Capture Call Logger. The
procedures include the following areas:

Launch Voice Print Server Configuration
Administer software RTP

Administer TSAPI

Administer start/stop events

Administer proactive dialer

Administer channels

Launch Digital Call Logger

The configuration of the VPI Capture Call Logger is performed by VPI installers. The
procedural steps are presented in these Application Notes for informational purposes.

7.1. Launch Voice Print Server Configuration

From the VPI Capture Call Logger server, double-click on the VPConfig icon shown below,
which is created as part of the installation.
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The Voice Print Server Configuration screen is displayed

22 Yoice Print Server Configuration

. Click on Login, as shown below.

=10/

File User Wiew Hel
J EEﬁitg ‘ %I__Dgin | %Help

VOICE PRINT O
Digital Voice Loggergﬁ% >
.

—

Lagin

The Voice Print Login screen is displayed next. Log in with the appropriate credentials.

Enter Agent [D:

Enter paszward:

Ok

Cancel |
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7.2. Administer Software RTP

Select the Software RTP tab in the right pane. For IP Address, enter the [P address of the VPI

Capture Call Logger server, in this case “192.45.30.123”. Retain the default values in the
remaining fields, and click Apply.

&= Yoice Print Server Configuration

=10fx]

File User Wiew Help

J E E #it | %I__Dgout | @ Help
Servers |
@ e Baslhee Channel Manager | Femate Control | Database  Softwars RTR | TSAFI | Start / Stop Event&l Awapa Proactive Dialer
: e S RTPSetup 17 Timelnteryals
E| Channel b anager
@ Chahhals IP Address: Idle Timeout [zeconds): |5 3.
@ &rchive Manager |192'45'30'123 InterPacket Delay [miliseconds): {100 >
@ Bulffer Manager Starting Part; |4DDDD vi
g agents v Mona Recording
Database
Ewents
| v Apply I ‘ x Cancel I
CfFline BGENT: 1
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7.3. Administer TSAPI

The Voice Print Server Configuration screen is displayed again. Select Server localhost >
Channel Manager in the left pane, to display the TSAPI screen. Select the TSAPI tab in the
right pane. Enter the following values for the specified fields, and retain the default values for
the remaining fields. Click Apply.

e Server 1 Machine: The Tlink name from Section 5.3.

e Tsapi Device: The IP address of the Avaya AES server.

e Application Username: The VPI user credentials from Section 5.5.

e Application Password: The VPI user credentials from Section 5.5.

e Switch Type: “Avaya / Lucent”

e Monitor Agent Mode Change: Uncheck this field.

e Enable: Check this field.

¢ First Extension: The starting virtual softphone extension from Section 4.4.
¢ Extension Password: The password for the virtual softphones from Section 4.4.
e Server IP Address: The IP address of the Avaya AES server.

e Switch (CLAN) Address: The IP address of the H.323 gatekeeper from Section 5.4.

=L Yoice Print Server Configuration H : 10 =l

File User Wiew Help

J E E st i %I__Dgout | @ Help
Servers |
@ Saer Baslheet Channel Manager | Femate Contral | Database | Softwars TP TSAPI | Start / Stop Events | Avaps Proactive Disler
i:g @ Channel Manager | [ Tsapi Server Setup General Options
@ Archive Manager Server 1 Machine: ’]7 Record &l Agents [~ Lock Status Lights [~ Use Tsapi Time Stamp
: IAﬂDEVEDNAESU'I
@ Buffer Manager : Additional Moritors
g bgents Server 2 Machine: A s I
Database I i I
Events T zapi Device:
|192.45.95.98
Application Uzermame:
IW:Ii — Service Observe Options
Application P, d:
DDICE_' R I~ Maonitar Agent Mode Change Feature Code; l
IVPvaﬂ 238
l—‘ Fail ta W05 CMAF [AES] Dptions
v Enable First Extension: Server IP Address: |'|92.45.95.98
I~ Save Al ANI
22991
= Server Part: |4?2'I
 Switch Type ——————— Extension Paszword:
{~ CSTA Compiiant B Swillch [CLAN) Address: [192 4510084
% Avapa / Lucent
" Mortel Meridian
™ Azpect
(" NEC
| w Apply I ‘ R Cancel I
| offine | AGENT: 1
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7.4. Administer Start/Stop Events

Select the Start / Stop Events tab in the right pane. Check the desired events to trigger the start
and stop of call recordings from the TSAPI events. The screen below shows the selections used
for the compliance testing. The Log All Tsapi Events (Trace) field was checked in the
compliance testing for event verification purposes. Click Apply.

Note that there is no comparable configuration for triggering of call recordings from the Event

Services events.

=L Yoice Print Server Configuration

=10l

Eile User Yiew Help

J B et

| & Logout | i Help

Servers

@ Server localhaost
= @ Channel Manager
i @ Archive Manager

@ B uffer Manager

g Agents

: Database
Events

Charirel Manager | Femate Contmll Databasel Software RTP | TSAPI  Start / Stop Events |.t’-‘«vaya Proactive Dialell

r— Start Recard Events
Inbiound:
[~ CS5T4_DELIWERED

¥ C5TA ESTABLISHED
[~ Gelective DNIS = DNIS |
Outhaund:

[~ CSTA_SERWICE_IMITIATED
[~ CSTA_ORIGINATED

[~ CSTA DELIVERED

W CSTA ESTABLISHED
Inbound # Outbound:

W CSTA RETRIEWED

Other:

I~ Specify: I

— Stop Record Events
Inbound / Outhound:
v C5TA_COMWECTIOM_CLEARED

v C5T4 TR&MSFERRED

Agent Mode Change:
[~ C5TA wWORK_WNOT_READY

[~ C5TA WOT_READY
=
[~ CSTA_READY

Inbound ¢ Dutbound:
W CSTA_HELD

Other:

[ Specifw I

¥ Log &l Tzapi Events [Trace)

‘ @Appl}l I| Rtancel I

Offline

AGENT: 1

TLT; Reviewed:
SPOC 6/24/2009

Solution & Interoperability Test Lab Application Notes
©2009 Avaya Inc. All Rights Reserved.

22 of 32

VPI-PC-PG230



7.5. Administer Proactive Dialer

Select the Avaya Proactive Dialer tab in the right pane. Enter the following values for the
specified fields, and retain the default values for the remaining fields. Click Apply.

Enable:
Log All Events (Trace):
Naming Service Host:
Port:
Secure Connection (SSL):
ORB Service Config:

Local Host:

Port:
Span:
Dialer:

Username:
Password:

Headset Ext Is:

_-,_'-, ¥oice Print Server Configuration

Check this field.

Checked during compliance testing for verification purposes.
The host name of Avaya Proactive Contact from Section 6.1.
“23201”

Check this field.

The location of the installed CORBA_SV.CON file.

The IP address of the VPI Capture Call Logger.

“8100”

wp»

The host name of Avaya Proactive Contact from Section 6.1.
Name of the Avaya Proactive Contact Event Service client.
Password of the Avaya Proactive Contact Event Service client.
“Extension”

=10f x|

File User Yisw Help

‘ B E:

| %Logout | @Help

Servers

8

@ Server localhost
[—El @ Channel Manager
@ Archive Manager
@ Buffer Manager

Q Agents

Database

Ewents

Channel Manager I Re

mote Control | Database | Software RTP | T4 | Start / Stop Events  &vaya Proactive Didler |

— Avana Proactive Dialer Options
[v Enable ¥ Log &l Events [Trace)
I~ Log &l CORBA ORE Events [Deep Trace)
— Manming Service
Host: Ilzpds4b Port: W
¥ Secure Connection [S5L]
IOR File: |
ORE Service Config: !C:'\CLDEGEH\CEHTIFIC'\EDHBA_SV.CDN _J
 Local Host
Host [1924630123
Part: W Span; I'l—
r— Dialer Dptions
Dialer: Ilzpds4b
Idle Interval: Iﬂ secs  Uzername: W
Keepalive Interval: H secs  Password: IF
Headset Ext 15 m

| @Appl}l I| xl:ancel I

| offine | AGENT: L
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7.6. Administer Channels

Select Server localhost > Channel Manager > Channels in the left pane, to display the
Channel Properties screen. Select the first available channel from the left portion of the
Channel Properties screen, and enter the following values for the specified fields in the right
portion of the screen. Retain the default values for the remaining fields.

e Name / Description: A desired name for the extension to be monitored.
e Use Channel: Check this field.
¢ Extension: An extension to be monitored from Section 2.

Repeat this section to administer a channel for each extension to be monitored from Section 2,
and click Apply.

=L Yoice Print Server Configuration ij; _ 10 =l

File User Wiew Help

J E E st i %I__Dgout | @ Help
Servers |
@ Server localhost LR |
r—] @ Channel Manager # Mame / Description Ext - !.-’-‘«gent'l 1 %@S\g
- =" Channeks 41 Agent
@ Archive Manager Jo ety “HhI |lz SSEI cI:_'hﬂ:\]*lne'tI |
| ¥3 Supervisor 2B619 el TRl
@ Buffer M anager /-i’d Channel 4 0 [~ Usedlet Tone when Recaording
g Agents ; 5  Channel 5 1] [ Abways Becord [0 Emulation]
*E  Channel B 0
Database | ®7  Channel 7 0
Ewents | %8 Channel 8 1]
| ¥9  Channel 9 0
| *10 Channel 10 0 — Details [Overides &gent Settings)
; jl; El'ljlanne: jl; g E stersion: Dept. |D: Desk Location:
[ *13 Channel 13 0 22721 fo |
| *14 Channel 14 0 : i
%15 Channel 15 i Group 1D Class of Service:
16 Channel 16 0 [0 [ Mot Used [Defaul) ]
=
F17  Channel 17 I
Advanced
w Apply | R Cancel
Cffline BGENT: 1
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7.7. Launch Digital Call Logger

From the VPI Capture Call Logger server, double-click on the Activ! Voice icon shown below to
start the application. Note that the icon is created as part of the installation.

H

Lekiv! Voice

The VPI — Digital Call Logger screen is displayed. Select Server Status from the top portion
of the screen. In the Channel Manager section, verify that the Channels Recording entry has
the yellow status, and that all other entries have the green status, as shown below.

o~ 0w WPI - Digital Call Logager (v4.2.4.6 b4.2.4.6), ID: 1 = E] e

\/
\’ Home Channels  Buffer Devices Archive Devices
ﬂ Login g Shutdawmn @ Event Log @ Server Statuz @ Enviranment

Server Support Syztem Information
Process Status

=) Channel Manager 5. |
L TSARI Link 0K, Manager [dle.

Channelz Recarding 1]
0 Chanrels |dle 3
- _Channels Reporting Ermors _IZI
0 Channels Enabled 3
=) Buffer Manager 3
. Primary Buffer 1 9% Free for use
0 Overflow Buffer 1 89% Free for uze
0 |LTS Buffer 1 79% Free for use
=) Database Manager 1
' Firebird 2.0.1.12855 Callecting Data... Store @ 12:17:52 P
=l Archive Manager 1
0 Mebwork Mass Storage Mest drchive Session @ 12:40:58 P
=) Archive Devices 1
0 Archive Device 1, Media 1D:1 93.86% Free. Process [dle.
=) Clients 1 -
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8. General Test Approach and Test Results

The feature test cases were performed both automatically and manually. Upon start of the VPI
Capture Call Logger application, the application automatically registers the virtual IP softphones
to Avaya Communication Manager using Avaya AES DMCC, requests monitoring on the
extensions using Avaya AES TSAPI, and obtains the current status on Avaya Proactive Contact
using Event Services. Upon notification of agents logged in and acquired by Avaya Proactive
Contact, then VPI Capture Call Logger uses Avaya AES DMCC with call control to join virtual
IP softphones to the dedicated audio connections between the agents and Avaya Proactive
Contact.

For the manual part of the testing, each call was handled manually on the agent with generation
of unique audio content for the recordings. Necessary user actions such as hold and reconnect
were performed from the Avaya Proactive Contact Agent application to test the different call
scenarios.

The serviceability test cases were performed manually by disconnecting/reconnecting the
Ethernet cable to the VPI Capture Call Logger.

The verification of tests included using the VPI Capture Call Logger logs for proper message
exchanges, and using the Playback Client application for proper logging and playback of the

calls.

All test cases were executed and passed.
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9. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Proactive Contact, Avaya AES, and VPI Capture Call Logger.

9.1. Verify Avaya Communication Manager

On Avaya Communication Manager, verify the status of the administered CTI link by using the
“status aesvcs cti-link” command. Verify that the Service State is “established” for the CTI link
number administered in Section 4.3, as shown below.

status aesvcs cti-link

AE SERVICES CTI LINK STATUS

CTI Version Mnt AE Services Service Msgs Msgs
Link Busy Server State Sent Rcvd
15 4 no devconaes01 established 23 24

b

Verify the registration status of the virtual softphones by using the “list registered-ip-stations’
command. Verify that all extensions from Section 4.4 are displayed, as shown below.

list registered-ip-stations

REGISTERED IP STATIONS

Station Ext/ Set Product Prod Station Net Gatekeeper TCP
Orig Port Type ID Rel IP Address Rgn IP Address Skt
22721 9630 IP Phone 3.0000 192.45.30.220 7 192.45.100.84 %
22991 4620 IP API A 3.2040 192.45.95.98 7 192.45.100.84 y
22992 4620 IP API A 3.2040 192.45.95.98 7 192.45.100.84 y
22993 4620 IP API A 3.2040 192.45.95.98 7 192.45.100.84 y
26614 9630 IP Phone 3.0000 192.45.30.221 7 192.45.100.84 y
26619 9630 IP Phone 3.0000 192.45.30.141 7 192.45.100.84 y

9.2. Verify Avaya Proactive Contact

Log in to the Linux shell of the Avaya Proactive Contact server, and issue the “netstat | grep
enserver” command. Verify that there is an entry showing an ESTABLISHED connection
between the Avaya Proactive Contact Event Server and the VPI Capture Call Logger, as shown
below.

tcp 0 0 lzpds4b:enserver ssl 192.45.30.123:3120 ESTABLISHED
tcp 0 0 lzpds4b:enserver ssl lzpds4b:41781 ESTABLISHED
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9.3. Verify Avaya Application Enablement Services

On Avaya AES, verify the status of the TSAPI link by selecting Status and Control > Services
Summary from the left pane. Click on TSAPI Service, followed by Details (not shown below).

The TSAPI Link Details screen is displayed. Verify the Conn Status is “Talking” for the
TSAPI link administered in Section 5.2, as shown below.

>

7 AVAYA

|| CILOAM Home
» Administration

| |+ Status and Control
Switch Conn Sumrmar:
. Services Summary
Maintenance

Alarms

vvvvv
i
E‘g

= In
o

(I

E

Application Enablement Services |

Operations Administration and Maintenance |
$ 040 Home 5HE!|'| ?ﬁLI:ILIZII_It

You are here: Status and Contral > Services Summary

TSAPI Link Details

Switch Conn Sl e Conn Service| Switch Number of S
Link Link Since Message
Name HBar Status State Yersion [Associations

2009-04-09
16:05:38.0

il devcon2715 Talking Cnline

Verity the status of the DMCC link by selecting Status and Control > Services Summary from
the left pane. Click on DMCC Service, followed by Details (not shown below). The DMCC
Service Summary — Session Summary screen is displayed. In the lower portion of the screen,
verify that the User column shows an active session with the VPI user name from Section 5.5,
and that the # of Associated Devices column reflects the number of monitored extensions from

Section 2.

“AVAYA

CTI OAM Home
Administration

-

Status and Control

4

Switch Conn Summar:

| Services Summary
Maintenance

y v v v v
o
=]
A

Application Enablement Services
Operations Administration and Maintenance

® 04 Horme @ Help @Logout

You are here: > Status and Control =

DMCC Service Summary - Session Summary

Session Summary Device Summary
Generated on Tue, Apr 28, 2009 01:15:13 PM EDT

Service Uptime: 28 days, 21:54 hours
Humber of Active Sessions: 1

Mumber of Sessions Created Since Service Boot: 56

Humber of Existing Devices: 3

Murnber of Devices Created Since Service Boot: 168

Ear-end CDI‘II‘IECtIDI‘I # of Associated
Application
Identifier Devices

S281BFEOR48802047 ><ML
| 9AD530C111D600E-B6 vpi WoicePrintServer 192.45.30.123 Unencrypted
l Terminate Sessions ] [

Show Terminated Sessions ]
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9.4. Verify VPI Capture Call Logger

Start a job on Avaya Proactive Contact, and log an agent in to handle and complete the call.
From the PC running the VPI Client Playback application, double-click on the VP Playback
Client icon shown below, which is created as part of installation.

The Voice Print Login screen is displayed. Retain the default value in the Connect to field, and
enter the appropriate credentials to log in.

Yoice Prink Login
Enter gent 1D:

—

Enter pazzword:

Ixxxxxxx

Connect to;
I\-"oice Print Sermver j

W Ok I 22 Cancel |

The Voice Print Client screen is displayed. Select the Search / Playback tab. Retain the
default values, and click on Last 5 Minutes.

Z% Voice Print Client - Server: 1, 127.0.0.1 =il e 0 | =] ﬂ

File User Wew Archive Devices Help
i Exit | & Logout | ) Help |

Channel Activiy  Search / Flayback I Live Moritoring | Archive Dewcesl Event Log

i~ Quick Search i User Search \wWizards
[~ Search By:
% Chaninel Number / Name | ;I [} ‘:’ Undefined

Select Channel Mumber. Multiple values must be seperated by commas or
use the List Button ta view and select from a list of available Channels and
their Marmes

© Mumber Dialed # &I

 Agent D # Undefined
" Extension
€ Corment Flags # Undefined

 User Defined Field

i~ Call Timestamp Range ' Undefined
TIME DATE:
Starting From: | ;‘)I [ ;3'

Ending At [ ;_)l [ 2' # ' Undefined
’ Undefined
Undefined

% Search | @ Clear &1 |‘ Last 5 Minutes % I ’EI .

Search and Playback. | ABENT:1  powered by VOICE PRINT:
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The Voice Print Client screen is updated with a list of the call recordings from the last five

minutes. Verify that there is an entry reflecting the last call, with proper values in the relevant
fields. Double click on the entry to listen to the playback.

t‘!? ¥oice Print Client - Server: 1, 127.0.0.1

File User Yiew Announce Archive Devices

Il o =] 3
Help
'%3 E xit | £ Logout | &) Help |

Charnel Activity  Search / Plaphack i Live Mnnitoring! Heportsl Client Setupl Archive Devicesl Event Lngl
_[STARTTIME

JCH |CHANNEL NA| LENGTH| EXT |1/0]4
it 1 [gent 1 EIE

¢ NUMBER DIALED I_GLDBALHEFID | THUNKISPLIT *I

o

| BBENT:1  powered by WOICE PRINT:
Verify that the screen is updated and that the call recording is played back.

&Search&gain | E‘:

iSearch and Flayback

‘gl -E‘_'_—.:-:;:_;_'IEmaiI Call | @Eomments | 3‘ Play Call |

t‘!? ¥oice Print Client - Server: 1, 127.0.0.1

File User Yiew Archive Devices

Il o =] 3
Help
'%3 E xit | £ Logout | &) Help |

Charnel Activity  Search / Plaphack i Live Mnnitoring! Heportsl Client Setup | Archive Devices | Event Log

CALL PLAYBACK [RNARNRRNURRARARNY |
| Call Information | Length | Yolume | Mute |
[» 4527/2009 11:53:40 AM, Agent 1

00017 T | o

4/2712009 11:53:40 AM - 00:0D:02

M azter Vaolume

v S

1 - -

[ = | | | [ | ,\___,{

000 0:02 003 0:08 011 04 ois

Bk a ii @I
Search and Playback | AGENT:1  powered by WOICE PRINT
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10. Conclusion

These Application Notes describe the configuration steps required for VPI Capture Call Logger
to successfully interoperate with Avaya Proactive Contact with PG230RM and Avaya AES. All
feature and serviceability test cases were completed.

11. Additional References

This section references the product documentation relevant to these Application Notes.

1. Administrator Guide for Avaya Communication Manager, Document 03-300509, Issue 4.0,
Release 5.0, January 2008, available at http://support.avaya.com.

2. Avaya MultiVantage Application Enablement Services Administration and Maintenance
Guide, Release 4.2, Document ID 02-300357, Issue 10, May 2008, available at
http://support.avaya.com.

3. Avaya Proactive Contact Release 4.0 Administering Avaya Proactive Contact, January
2008, available at http://support.avaya.com.

4. VPI Activ! Voice Configuration Guide (VPConfig), Version 4.0, available on the VPI
Capture Call Logger server as part of installation.
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presented without express or implied warranty. Users are responsible for their application of any
products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya DevConnect
Program at devconnect@avaya.com.
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