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Avaya Solution & Interoperability Test Lab

Application Notes for Configuring Avaya IP Office 9.0 with
TigerTMS iCharge - Issue 1.0

Abstract

These Application Notes describe the configuration steps required for Avaya IP Office 9.0
with TigerTMS iCharge 50.0.0.1

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

TigerTMS iCharge (iCharge) is a graphical hospitality user interface. It is commonly used in
hotels to provide a means of controlling usage of room facilities. iCharge utilizes XML based
communication for hospitality control of the IP Office. Hospitality features are translated into a
set of XML commands which are passed via a secure IP port to the IP Office.

The following main features provided by iCharge interface with Avaya IP Office:

e Check-In - This function is used to assign a new guest to a particular room with a
telephone. The credentials of the guest are used to update the station configuration within
Avaya IP Office. This includes the display name of the phone as well as calling
restrictions and Message Waiting Indicator (MWI) updates.

e Direct Dialling in (DDI) - This function is used to allocate a DDI to a room telephone
extension. When DDl is allocated to a checked-in room, the room can be accessed
externally, by making an inbound external call to a DDI number.

e Update - A facility that updates the display name of the station in Avaya IP Office.

e Room Transfer - This allows a guest to transfer to a different unoccupied room and it
results in transfer of the guest’s extension configuration.

e Telephone Service Class - Tiger allows two telephone service classes: “Barred” and
“Unbarred” which refer to barring or permitting external calls. On check-in, user rights
are set to “Unbarred” in IP Office, however this can be overridden to “Barred” if guest
wishes so through Update facility. On check-out, the user-rights are set to “Barred.

e Message Waiting - Tiger iCharge allows messages to be left for guests. The Message
Waiting Indication (MWI1) phone feature alerts the guest to a voice message.

e Check-out - Once a guest has vacated a room, this function resets the telephone to
default configuration and sets call barring of external calls.

e Maid Status — Maid Status is a mechanism allowing the room status to be updated in
iCharge by minimal telephone interaction. This is often used to indicate room ready
status following cleaning.

2. General Test Approach and Test Results

The general test approach was to configure the iCharge to communicate with the Avaya IP
Office (IP Office) as implemented on a customer’s premises. Feature functionality testing was
performed manually.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

MC; Reviewed: Solution & Interoperability Test Lab Application Notes 20f21
SPOC 7/7/2014 ©2014 Avaya Inc. All Rights Reserved. TigerTMSICIPO9



2.1. Interoperability Compliance Testing

The interoperability compliance testing included feature and serviceability testing. The feature
testing evaluated the ability of TigerTMS iCharge to carry out hospitality functions through
XML based communication with IP Office. The serviceability testing introduced failure
scenarios to see if Tiger iCharge could resume after a link failure with IP Office.

The testing included:

Check-In

DDI

Update Name

Room Transfer

Telephone Service Class

Message Waiting

Check-out

Room Status

Link Failure/Recovery

Test Results

2.2. Test Results
Tests were performed to insure full interoperability between TigerTMS iCharge and IP Office.

The tests were all functional in nature and performance testing was not included. All the test
cases passed successfully.

2.3. Support
Technical support from TigerTMS can be obtained through the following:
Phone: Technical Support Department
+44 1425 891 090
E-mail: support@tigertms.com
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3. Reference Configuration

Figure 1 illustrates the network topology used during compliance testing. The Avaya solution
consists of an IP Office which has a TCP/IP link established to the TigerTMS iCharge server.
From the iCharge server, XML commands were passed via secure IP port on the IP Office for
replication of the hospitality features. Digital, H323 and Softphones were configured on the IP
Office to generate outbound/inbound calls to/from the PSTN and also simulate Hotel room
phones. A QSIG trunk was configured to connect to the PSTN.

Avaya IP Office 500 V2
Version 9.0 (829)

) My —

Avaya 2420 Avaya 2420 Avaya 2420
Digital Digital Digital
Deskphone Deskphone Deskphone

Callers from an
External Source

Avaya 9630
H323

TigerTMS
| iCharge Server

Avaya Area subnet

IP Office Manager/
Softphone

Figure 1: Avaya IP Office and TigerTMS iCharge Reference Configuration
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4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Avaya Equipment Software / Firmware Version
Avaya IP Office 500 v2 9.0 (829)

Avaya IP Office Manager 9.0 (829)

Avaya 9630 H323 Telephone Ha96xxua3 2 _0_s.bin

Avaya 2420 Digital Telephones --

Avaya IP Office softphone 3.2.3.49

TigerTMS Equipment Software / Firmware Version
Generic Server running Windows 7 SP1 TigerTMS iCharge 50.0.0.1

Note: Testing was performed with IP Office 500 v2 R9.0, but it also applies to IP Office Server
Edition R9.0. Note that IP Office Server Edition requires an Expansion IP Office 500 v2 R9.0 to
support analog or digital endpoints or trunks. IP Office Server Edition does not support TAPI
Wave or Group Voicemail.

5. Avaya IP Office Configuration

Configuration and verification operations on the Avaya IP Office illustrated in this section were
all performed using Avaya IP Office Manager. The information provided in this section
describes the configuration of the Avaya IP Office for this solution. It is implied a working
system is already in place and all Users/Extensions are configured including DDI, and Room
Status. For all other provisioning information such as initial installation and configuration, please
refer to the product documentation in Section 9. The configuration operations described in this
section can be summarized as follows:

e Launch Avaya IP Office Manager (Security)
Security Level
Launch Avaya IP Office Manager (Administration)
Modify User Rights (Barred)
Modify User Rights (Unbarred)
Create DDI Hunt Groups
Save Configuration
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5.1. Launch Avaya IP Office Manager (Security)

To Log in as a Security administrator first Log in as Administrator. From the IP Office Manager
PC, go to Start->Programs—> 1P Office>Manager to launch the Manager application. Select
File >Open Configuration then select the appropriate IP Office. Log in to IP Office using the
Service User Name of Administrator and the appropriate Service User Password and click on
the OK button. During compliance testing the System was called IPOMC.

“ Select IP Dffice

=

Mame IP Address Type ‘ersion Edition
Release 8.1
D ArtsFest_IPS00 192,163.42.100 IP 500 gl (63) 1P Office
Release 9.0
I IPOMC 10.10.60,30 IP 500%2  9.0.0.0 build 829 IP Office

Configuration Service User Login

1P Office IPOMC - IP 500 W2
Service User Name |Administrator |
Service User Password |essssssssssss |

ITI[ Cancel ][ Help ]

TCP Discovery Progress [ )

Unit/Broadcast Address
255.255.255.255 v | [ Refresh oK ] [ cancel
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Once the Configuration is opened select File = Advanced = Security Settings.

i~ Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

| Fie [|Edt wiew Toos Help

2

Clase Configuration

T IPOMC =

I -’ﬂ
Save Configuration As. .,

Change Working Directary, ., System |L.ﬁ.N1 LAMZ | DNS YWoicemail | Telephony | Directory Serwvice
Preferences. .. Mame IPCMC
COfflirne 3
Advanced L4 Erase Configuration (Default)
Backup/Restore ’ Rebaot... nder special contral
ImnpartfExpork k Syskem Shukdown. ..
Exit Upgrade. ..
— T Change Mode. ..
@ Service (0] ?

ol RAS (1) Audit Trail... |
€9 Incoming Call Route {10)
I':ﬂ WanPaork (0)
@ Directory (0) Erase Security Settings (Default)

L, T -

Securiby Sektings. ..
. 5 . 255 . 255 255|

il [} [u] [u] |

In the Security Service User Login window Log in using the Service User Name of security
and the appropriate Service User Password and click OK.

Security Service User Login

IP Office IPOMC - TP 500 Y2

Service User Mame |security

Service ser Password |(eeesssss @
I (0] 4 I[ Zancel ] [ Help ]
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5.2. Security Level

Once the Security Administration page opens, select Services = Configuration and select
Unsecure + Secure from the Service Security Level drop-down box and click on the OK button
(not shown). Click on the Save icon I on the top of the window to save the new setting. Enter
the appropriate Service User Name and Service User Password and click on OK button to

complete (not shown).

File  Edit  VWiew Help

] Avaya IP Office R9 Manager - Security Administration - IPOMC [9.0.0.0 build 829] [security]

Security Settings Service : Configuration
= f} Security Service Details |
@ General : :

2 Spstem [1] Mame |E0nhguratlon |

L Hast System IPOMEC |
Et,] Lanhguration |
73 Security Administration Service Por 50204, 50305 |
7% System Status Interface - -
@ Erhanced TSI I Service Security Level | Unzecure + Secure w ||
@ HTTP . Service Access Source |Unre&tricted V|
@ Wwieb Semvices
@ External

m Rights Groups [15]

h Service Users [8]
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To log out of the Security Administration click File 2 Exit.

aya IP (] e Y Manage : i atio P 2.0.0.0 build 8

File § Edit “iew  Help

Open Security Settings

Reset Security Settings

Preferences

Configuration
—
I E:xik
-

5.3. Launch Avaya IP Office Manager (Administration)
From the IP Office Manager PC, click Start->Programs—> IP Office>Manager to launch the
Manager application. Log in to IP Office using the appropriate credentials (not shown) to receive

the IP Office configuration.

File  Edit  Wiew Tools Help

2 -4 EEEW Y - 2 8

P IPOMC + Syskem - IPOMC -
IP Offices B IPOMC
R BoOTR (4) System |LAN1 Larz | Dns | voicemail | Telephory | Directory Services | System Events | SMTP | SMOR
{# Operator (3)
== IPOMC Marne |IF‘0MC | Locale @
= System (1) Lacation @
4 Line (5} Conkact Information
<2 Control Uit (5) . . i
Set contact information to place Syskem under special control

4G Extension (34)
& User(33)

% Group (8)

@ short Code (72)
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5.4. Modify User Rights (Barred)

In the Manager window, expand the Configuration Tree. Right click on User Rights, and select

the New option (not shown). When the New User Rights window appears, click on the User tab.
In the Name field set value Barred. Select Apply User Rights value from the appropriate drop-
down boxes.

Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(Administrator)]

File Edit View Tools Help

it dEEEW - 28

i 1POMC ~ User Rights - Barred

IP Offices

Barred™ | %X w|<]|=

B -

& BOOTR () User | ShortCodes | Button Programming | Telephony | User Rights Membership | Woicemail
(i Operator (3)

[ e [parred I *

Locale

< Control Unit (5) I v | [Apoly user Rights value v/
A8 Extension (37)
i useriam Friority
3§ Group () s v | [Apoly user Rights value v/
B short Code (72)
B service (0) Do nak disturk
% ?niirf\?r\)g all Route (3) [JiEnable danot disbrk: |Apply User Rights value v ‘
2 wanPart (0}
@ Directory (0)
£37 Time Profile (0)
@ Firewall Profile (1)
Bl P Route (2)
am Account Code (1)
% Licence (30)
Tunnel (I
= 3 User Rights (10}
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Click on the Telephony tab followed by the Supervisor Settings tab. In the Outgoing call bar
section check the Enable outgoing call bar check box and select Apply User Rights value
from the drop-down box. Click the OK button.

'] Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

Fle Edit Vew Tools  Help

LW IBEBM v - 28|

POMC = User Rights * Barred -

IP Offices i Barred*
R Boote () User | ShortCades | Button Prngrammingl Telephony Il_lser Rights Membership | Yoicemail
i Cperstor (3)
Cal Sattings [ Supervisor Settings | Mukiine options | CallLag
Inkrusion
[ Canintrude [ ot part of User Rights ~]
& Extension (37)
§ e Cannot be intruded [ 1ok part of User Rights |
2% Group (3) [ Deny futo Tnkercom Calls |Nut part of User Rights V|
8 short Code (72)
B Service (0) Foree login
o RAS (1) -
@ Incoming ol Raute (9) [ Enable force login [ 1ok part of User Rights v

¥ warPort (0)

Force account codz
s Directory (1)

1) Time Profile (03 [ Enabls Force account cods |Nut part of User Rights v|
@) Firsweall Profile (1)
1P Route (2) Inhibit OF -Switch Forward|Transfer
@ Account Code (1) [T Enable Inhibit Gff-Switch Forward Transfer |Nut part of User Rights V|
S Licence (30)
r Turnel (0% CCR Agent
=i User Rights (10) -
4 Agent [ Enable ccr Agent |Nnt part of Lser Rights vl
L Application after Call Wark Time (seconds)
§ Barred
i tos R
¥ pefaut Enable Automatic After Call Wark
ai 1F Hardphone naole Aukomatic e Cal =iy
Ry Mallooc Outgoing call bar
§5 Paging
§3 T3 default Enable cutgoing call bar [ppty user Rights value |
§5 Unbarred
g ARS (1) Coverage Group

= 1 o [ v
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5.5. Modify User Rights (Unbarred)

In the Manager window, expand the Configuration Tree. Right click on User Rights, and select
the New option (not shown). When the New User Rights window appears click on the User tab.
In the Name field set value Unbarred. Select Apply User Rights value from the appropriate
drop-down boxes.

Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(Administrator)] CE®X

Fle Edit View Tooks Help

20 -WH I EEERv -2 E

i poMC ~ User Rights - Unbarred

IP Offices Unbarred -l Xl vl<]>

R BoOOTR(4)
% Operator (3)
= % POMC |Name [unbarred Il
w3 System (1)
3 Line (5)
< Contral Urit (5) I v | [Aely user Rights value v
& Extension (37)
n User (32) Priority
% croup (8 ‘5
8% short Code (72)
B service (0) D it disturks
g ';nismﬁzg CallRauts (3] [] Enable do nok disturb |Apply User Rights value vl =
2 WanPort (0)
@ Directory (0)
£7% Time Profile (0)
@ Firewal Profile (1)
A P Routs (2)
B Account Code (1) —
W Licence (300

Hely
 enel i

User | shortCodes | Button Programming | Telephony | User Rights Membership | oicemail

|>

Locale

v | [Aply user Rights value v

ER By User Rights (10)
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Click on the Telephony tab followed by the Supervisor Settings tab. In the Outgoing call bar
section uncheck the Enable outgoing call bar check box and Select Apply User Rights value
from the drop-down box. Click the OK button.

] Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator[Administrater]]
Fle Edt  “iew Toods  Help

20 -dEESME v - 28|

IP Offices

- K BOOTP (4)
-4 Cperater (3}
=5 IPOMC
& w5 Syskem (1)
=T Line (5)
& Contrel Liik {5}
F - Extension (37)
=@ Userizz)
-2 Group {3}
&9 Shart Cods (72}
B service (0
ol RAS (1)
F ) Tnceming Cal Rouke (3)
R WarPark (0
. Directary (0)
7 Tine Prefile (0)
() Firewall Frafile (1)
= il TP Rauke (2)
F 8 sccount Code (1)
e Licence (30)
Wl Tunnel (0}
& §y User Rights (10)
B ARS (1)
£ Lacation (0}

E IPOMC J User Rights

|7 Unbarred -]

User | ShartCodes | Buthon Frogramming userRi;Ns Membership | Yoicamzil

cal s:uirgsl Supsrvisor Sattings |r-mi-in= Options | CallLog

Unbarred™

Tntrusicn

[ can intrue

Cannot be Intruced

[[] Deny dwta Invercom Calls

Force bgn

[C] Erable force login

Force sccount cads

[] Erabée force account code
Inkibit Cff-Switch Forward) Transfer
[[] Enabie tnkibk Off-Swkch Farvward|Transfer
CCR Agant

[] Enable CCR Agaric

After Call Woek Time (seconds)

T

Enable Ausomatic After Cal Work,

Hok part of User Rights

Mok part of User Rights

Hoiz part of User Rights

Hok part of User Rights

Hok part of User Rights

Wik et of Liser Rights

Hoiz part of User Rights

Cutgaing call bar

[aopty User Rights valus

Coverage Group

<Manes w

Hok part of User Rights

-8 X vl

| ok | Ccone [ rep |
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5.6. Create DDI Hunt Groups

In the Manager window, go to the Configuration Tree, right-click Group and select New in the
popup that appears (not shown). In the subsequent Hunt Group window, set Name to something
appropriate (e.g. DD13020). Enter an Extension (e.g. 3020) and for Ring Mode select
Sequential from drop-down box. Ensure that no extensions are added to the User List as they
will be automatically added by the Tiger iCharge once a DDI is allocated to an extension. Click
the OK button. Note: Repeat this for each DDI required.

'] Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator{Administrator)]

Fle Edit Vew Tools  Help

EEEkly -2

Ll

i IPoMC ~ Group

R BOCTP (4)
< Operator (3)
=5 IROMC
== System (1)
=7 POMC
Y Line (5)
<= Contral Uit (5)
& Extension (34)
F  User (33)
(= s Group (6)
¥ S020 DDI3020
i 3021 DDI3021
¥ 3022 DDI30ZZ
¥l 3023 DD13023
5 200 Main
% 7000 Tiger ¥oiceMail
¢ Short Cods (72)
4B service ()
oL RAS (1)
@ Tncoming Call Route (10)
8 wanPort (0}
s Directory (0)
£ Time Profile (0}
@ Fireveall Profile (1)
Bl 7 Route (2)
i Account Code (1)
S Licence (30)
@ Tunnel (0}
= §g User Rights (10)
; Agent
3 Application
; Barred
Boss
; Default
; TP Hardphone
;3 Mallbox
; Paging
3 T3 defaul
; Unbarred
¥ ARS(1]
&8 Location (0)

IP Dffices £

= 3020 DDIZ0Z0
Sequential Group DDI3020: 3020

Group | Queuing | Overflow | Fallback | Woicemail | Yoice Recording | Announcements | SIP

I Mame DDI3020 I Profils Standard Hunt Group
Extension 3020 [] Ex Directory
I Ring Mode Sequential v I o Answer Time (secs) (Svstem Defaulk (15)
Hold Music Source Mo Change
Ring Tone Cverride Hone
Agenl's Status an No-Answer
Mone

Applies To
User List

Extension  Mame

Remove

=EC IR ARARRE

L

oc | [ cancel ][ hel
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5.7. Save Configuration

Once all the configurations have been made it must be sent to the IP Office. Click on the Save
icon = as shown below.

i~ Avaya IP Office R9 Manager IPOMC [9.0.0.829] [Administrator(Administrator]]
File  Edit Wiew Tools  Help

|l E@lEll] v o 28|

P IPOMC » System » IPOMC -
IP Offices
R BOOTP (4) System |Lam1 | LaMz | DNS | voicemail | Telephany | Directo
i+ Operator (3)
=5 IPOMC Narne IPOMC

[=)-*5=y Syskerm (1)
azy NS
T4 Line (5)

Conkact Infarmation

Once the Save Configuration window opens, click on the OK button.

—

Save Configuration |'-_||E|[z
IP Office Settings
TPOMC

Configuration Rebook Mode
@' Merge

) Immediate

() wWhen Free

) Timed

Reboot Time

[CE

Zall Barring

| l
I (] 4 I [ Cancel ] [ Help ]
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Once the Service User Login Window opens, enter the appropriate credentials, and then click
the OK button.

Service User Login

IP COiffice : IPOMC - IP 500 V2

Setvice User Mame |P.dministrat|:ur |

Service ser Password (eeesssssssssss @
I (0] 4 I [ Cancel ] [ Help ]

6. Configure TigerTMS iCharge

This section describes the steps preformed to configure the TigerTMS iCharge to connect to the
IP Office. It is implied that the iCharge Server software is already installed. For all other
provisioning information such as initial installation and configuration, please refer to the product
documentation in Section 9. The configuration operations described in this section can be
summarized as follows:

e Modify Avaya Service Configuration File

e Restart AvayalPOfficeClientService
Note: The configuration of Guest rooms, and Room Status etc. is outside the scope of this
Application note.
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6.1. Modify Avaya Service Configuration File

After installation and basic configuration, open the AvayaService.INI file located in the <drive
letter>:\tig2020\Avaya and enter the following: (During compliance testing, the following were
used)

e ipofficeunitip: The IP address of Avaya IP Office
e ipofficeunitport: The Port used to talk to Avaya IP Office (in this case secure)
e ipofficeusername:  Login user name for Avaya IP Office
e ipofficepassword:  Login password for Avaya IP Office
Save and close the file.
After the configuration changes a server reboot is required.

<?xml version="1.0" encoding="UTF-8"?>
<sections>
<section name="avayadebug">
<item key="port" value="8000" />
<item key="hostname" value="localhost" />
<item key="level" value="10" />
<item key="fileloggingon" value="True" />
<item key="totallogfiles" wvalue="10" />
<item key="logfilesizemb" value="10" />
</section>
<section name="avayaipoffice">
<item key="serviceurl"
value="http://localhost:80/AvayalPOffice/service.svc" />
<item key="serviceport" value="80" />
<item key="ipofficeunitip" wvalue="10.10.60.30" />
<item key="ipofficeunitport" value="50805" />
<item key="ipofficeusername" value="Administrator" />
<item key="ipofficepassword" value="Administrator" />
<item key="hiportno" wvalue="7000" />
<item key="messagedelaytime" value="1" />
<item key="batchprocesstimeout" value="60" />
<item key="batchprocessrecordstoprocess" value="10" />
<item key="setconfigbatchtransactionflag" value="FALSE" />
</section>
</sections>
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6.2. Restart AvayalPOfficeClientService

Once the configuration changes are made the AvayalPOfficeClientService needs to be restarted.
To restart the AvayalPOfficeClientService go to Start = Run and enter services.msc (not
shown). Once the services window opens, right click on AvayalPOfficeClientService and select
Restart.

Note: The Startup type for AvayalPOfficeClientService should be set to Automatic.

4 Services =laixl
File  Action Yiew Help
comEDRE @E]r 8 0w

AvayalIPOfficeClientService Mame / | Description | Status | Startup Type | Log On As | -
MET Runtime Optimization Ser...  Microsoft ..., Manual Local Systemn

Stop the service Alerter Motifies sel... Disabled Local Service —
Restart the service %Application Layer Gateway Ser... Providess...  Started Manual Local Service
Application Management Provides s... Manual Local System
%ASP Service Provides s... Maral Metwork 5.,

Enables th... Maral

ackground Inteligent Transfer Service |sfers Manual Local Systemn

%ClipBook Enables Cli... Disabled Local System
%COM+ Ewvent System Supports 5., Started Manual Local System
COM+ System Application Manages ...  Started Manual Local Systemn
%Computer Browser Maintains ... Starked Aukomatic Local System
%Cryptographic Services Provides th... Started Automatic Local System
T Bus Broker Started Manual Local System
%DCOM Server Process Launcher  Provides la..,  Started Automatic Local Systemn
%DetectorsProj Manual Local System
%DHCP Client: Manages n... Started Automatic Local System ;I
Extended A Standard /
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7. Verification Steps

This section provides the tests that can be performed to verify correct configuration of the IP Office
and TigerTMS solution. Using the TigerTMS iCharge Check-in hospitality function, assign a

room to a guest. In the Main Menu screen, click on Check-In (F2).

Advanced Hotel
Reports

From the Room drop-down box, select room 3001. Enter a descriptive name for the Guest

Details Name field and then click on the Check-In (F10) button.
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Using the Interface to Avaya IPOffice click on the Communications tab and verify that
TigerTMS iCharge has passed the correct details onto the IP office.

@ Interface to Avaya IPOffice ﬂﬂ

About | Statusz | Clozse  Communications | Messages | Contral |

R cACk -
R <ACK J
R <ACk

R <ACK:

[f: [C1] Setting name to "M Smith' on 3001,
Tu: MakE 3007 "Mr Smith"

R <ACK

[f: [C1] Setting COS to Unbarred on 3007,
Tw COS5 30071 Unbarred

R <ACK
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The Room phone should now reflect the name entered in the check-in form and it should be
possible to make outgoing calls.

8. Conclusion

A full and comprehensive set of feature and functional test cases were preformed during
Compliance testing. TigerTMS iCharge 50.0.0.1 is considered compliant with Avaya IP Office
9.0. All test cases have passed and met the objectives outlined in Section 2.2.

9. Additional References

These documents form part of the Avaya official technical reference documentation suite.
Further information may be had from http://support.avaya.com or from your Avaya
representative.

[1] Avaya IP Office Manager 9.0, Document 15-601011, Issue 9.01, September 2013

Product Documentation for Tiger Communications products can be obtained at:
http://www.tigertms.com
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Notes is subject to change without notice. The configurations, technical data, and
recommendations provided in these Application Notes are believed to be accurate and
dependable, but are presented without express or implied warranty. Users are responsible for
their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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