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Avaya Solution & Interoperability Test Lab

Application Notes for Verint Ultra with Avaya
Communication Manager and Avaya Application
Enablement Services using DMCC and TSAPI - Issue 1.0

Abstract

These Application Notes describe the configuration steps required for the Verint Ultra call
recorder to successfully interoperate with Avaya Communication Manager and Avaya
Application Enablement Services (AES) using Device Media and Call Control as well as
Telephony Service Application Programmer Interface.

Information in these Application Notes has been obtained through interoperability compliance
testing and additional technical discussions. Testing was conducted via the
DeveloperConnection Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for the Verint Ultra call
recorder to successfully interoperate with Avaya Communication Manager and Avaya
Application Enablement Services (AES) using Device Media and Call Control (DMCC) as well
as Telephony Service Application Programmer Interface (TSAPI).

Ultra uses TSAPI to extract Computer Telephony Integration (CTI) call event information and
DMCC to retrieve the audio. Ultra uses TSAPI to invoke the Avaya Communication Manager
single step conference method in order to bring the audio to the DMCC softphone stations.

The compliance test configuration consisted of an All In One (AIO) server and a Voice
Acquisition Machine (VAM) server, both running Verint Ultra. The AIO server stores the
recordings, the database and connects to the AES via TSAPI. The VAM connects to the AES via
DMCC and receives media streams. Ultra is able to record media in both encrypted and
unencrypted formats, however only unencrypted media was used in the compliance testing.

The diagram below shows the compliance test configuration.

Simulated
PSTN

Avaya Application
Enablement Services

Verint Ultra (VAM) on HP.

Proliant D530 Server Verint Ultra (AIO) on HP
20 '—==—<-CMAPILink-——=—=——— Proliant ML350 Server

C-LAN .1

MEDPRO ,13—‘ ( 10.1.10.x | 61 ,6|2 .6|3
. ) ‘
Avaya S8500B Server Avaya C363T-PWR Extreme Summit 200 Avaya
with G650 Media Gateway Converged Stackable Switch Switch IP Telephones
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2. Equipment and Software Validated

The following equipment and software were used for the sample configuration.

Equipment Software
Avaya AES Server AES 4.0
Avaya S8500 Server Avaya Communication Manager 4.0

(R14.00.0.730.5)

Avaya G650 Media Gateway

IPSI TN2312BP HW 7, FW 39
C-LAN TN799DP HW 1, Fw24
Medpro TN2302AP HW 20, FW116

Avaya C363T-PWR Switch 4.3.12

Avaya 4610 IP Telephones (H.323) 2.8

Avaya 4602 IP Telephones (H.323) 2.3

Avaya 9620 IP Telephones (H.323) 1.5

Extreme Summit 200 Switch

Extremeware 7.5e.2.8

HP Proliant ML350 running
Verint Ultra (AlO)

Windows Server 2003, Service Pack 1
Release 10, SP1 (patches 2189, 2217, 2220,
2245, 2252, 2273)

HP Compaq D530 running
Verint Ultra (VAM)

Windows Server 2003, Service Pack 1
Release 10, SP1 (patches 2153, 2190)
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3. Configure Avaya Communication Manager

This section provides the procedures for configuring Avaya Communication Manager. The
procedures include the following areas.

e Checking licensing.
e Administering CTI Link for the TSAPI Service.
e Administering DMCC softphones.

This section assumes that the link to the AES is previously administered. Information on how to
do this is available in the AES Administration and Maintenance Guide, see Section 10.

For the compliance testing, users had physical station extensions of “10001, 10002, 10003,
10004 and 10022”. The System Administration Terminal (SAT) interface was used for all Avaya
Communication Manager configurations.

3.1. Check Licensing

Use the “display system-parameters customer-options” command, and verify that the ASAI Link
Core Capabilities customer option is set to “y” on Page 3.

display system-parameters customer-options Page 3 of 11
OPTIONAL FEATURES

Abbreviated Dialing Enhanced List? y Audible Message Waiting? n
Access Security Gateway (ASG)? n Authorization Codes? y
Analog Trunk Incoming Call ID? n CAS Branch? n
A/D Grp/Sys List Dialing Start at 01? n CAS Main? n
Answer Supervision by Call Classifier? n Change COR by FAC? n
ARS? y Computer Telephony Adjunct Links? n
ARS/AAR Partitioning? y Cvg OF Calls Redirected Off-net? y
ARS/AAR Dialing without FAC? y DCS (Basic)? y
ASAl Link Core Capabilities? y DCS Call Coverage? y
ASAIl Link Plus Capabilities? n DCS with Rerouting? y
Async. Transfer Mode (ATM) PNC? n
Async. Transfer Mode (ATM) Trunking? n Digital Loss Plan Modification? n
ATM WAN Spare Processor? n DS1 MSP? y
ATMS? n DS1 Echo Cancellation? n
Attendant Vectoring? n
(NOTE: You must logoff & login to effect the permission changes.)
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On Page 10, verify that the entry in Limit column for Product ID “IP_API_A”" is greater than or
equal to the number of simultaneous recordings required.

display system-parameters customer-options Page 10 of 11
MAXIMUM 1P REGISTRATIONS BY PRODUCT ID

Product ID Rel. Limit Used
IP_API_A : 100 0
IP_API B : 100 0
IP_API_C : 100 0
1P_Agent : 100 0
IP_IR A : 0 0
IP_Phone : 2400 4
1P_ROMax : 2400 0
IP_Soft : 100 0
I1P_eCons -1 0
: 0 0]
: 0 0}
: 0 0}
-0 0}
: 0 0]
: 0 0]

(NOTE: You must logoff & login to effect the permission changes.)

If either of the options above is not set appropriately, then contact the Avaya sales team or
business partner and request a new license file.

3.2. Administer CTI Link for the TSAPI Service

Use the “add cti-link x” command, where “x” is an available CTI link number, to add a new CTI
link. Enter an available extension number in the Extension field. Note that the CTI link number
and extension number may vary. Enter “ADJ-IP” in the Type field, and a descriptive name in the
Name field. The remaining fields may be left at their default values. Submit these changes.

add cti-link 3 Page 1 of 2
CTI LINK
CTIl Link: 3
Extension: 13300
Type: ADJ-IP
COR: 1

Name: TSAPI CTI Link 3
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3.3. Administer DMCC Softphones

The DMCC softphones must be added in a consecutive range. The number of DMCC softphones
added should be greater than or equal to the maximum number of simultaneous recordings
required. Use the “add station x” command, where “x” is an available station number, to add a
new DMCC softphone station. Configure the fields on Page 1 as follows.

Type: “4620”

IP SoftPhone: *“y”

Security Code: Enter numerical code 4-8 digits in length.
Name: Enter a descriptive name.

The remaining fields may be left at their default values. Submit these changes

add station 14001

Extension: 14001
Type: 4620
Port: IP
Name: CMAPI Stn 1

STATION OPTIONS

Loss Group:

Speakerphone:
Display Language:

19

2-way
english

Survivable GK Node Name:

Survivable COR:

internal

Survivable Trunk Dest? y

Page
STATION

Lock Messages? n
Security Code: *****
Coverage Path 1:
Coverage Path 2:
Hunt-to Station:

Time of Day Lock Table:
Personalized Ringing Pattern: 1

1 of 5

BCC: O
TN: 1
COR: 1
COS: 1

Message Lamp Ext: 14000

Mute Button Enabled? y
Expansion Module? n

Media Complex Ext:
IP SoftPhone? y

IP Video Softphone? n

Customizable Labels? y
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4. Configure Avaya AES

This section provides the procedures for configuring Avaya Application Enablement Services.
The procedures include the following areas.

e Administering Port Properties.
e Administering TSAPI Link.

e Restarting Avaya AES.

e Administering CTI user.

This section assumes that the link to the Avaya Communication Manager is previously
administered. Information on how to do this is available in the AES Administration and
Maintenance Guide, see Section 10.

4.1. Administer Port Properties

Initialize the AES OAM web interface by browsing to “http://x.x.x.x/8443/MVAP/index.jsp”,
where “x.x.X.X” is the IP address of the AES, and log in (not shown). From the OAM Home
screen (not shown) select CTI OAM Admin to bring up the CTI OAM Home menu. From the
CTI OAM Home menu, select Administration > Network Configuration > Ports. On the
Ports screen, select the Enabled radio button next to the Unencrypted Port field. The
remaining fields may be left at their default values. Once completed, click Apply Changes.

AVA A Application Enablement Services
y Operations Administration and Maintenance
® oA Home ®Help @Logout
CTI 0AM Home ¥ou are here: > Administration > HNetwork Configuration > Ports
~ Administration Ports
~ Metwork Configuration
Local 1P CYLAM Part TCP Port 9959
NIC Configuration
S DLG Part TCR Port 5678
Switch Connections
» CTI Link Admin TSARI Part TCP Port 450
+ DMCC Configuration
TSAPI Configuration CSTA Tlinks Port
=ecunty Uatabase :
+ Security Database TCP Port Min [1050
v Certificate Management
v TRB7 Configuration TCP Port Max | 1085
+ Status and Control
r Maintenance DMCC Server Enabled Disahled
+ Alarms Ports
+ Logs Unencrypted Port 14721 ® O
+ Utilities Encrypted Port 14722 ® 0
+ Help
TR/27 Part 3 O ®
H.323 Port
TCP Port Min |3000
TCP Port Max 4100
Local UDP Part Min |700a
Local UDP Port Max |\8100
RTP Local UDP Port Min 5000
RTP Local UDP Port Max 5300
Apply Changes ] l Restore Defaults
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On the Apply Changes to Port Properties screen, click Apply. Do not restart the AES at this

time.

CTI OAM Home
.+ Administration

- Metwork Configuration
Local Ip
MIC Configuration
Ports
Switch Connections

Apply Changes to Port Properties

Warning! Are you sure you want to apply the changes?

Changes can only take effect when the AE Server restarts,
Please use the Maintenance -» Service Controller page to restart the AE Server,

v CTI Link Admin
» DMCC Configuration

Cancel

4.2. Administer TSAPI Link

From the CTI OAM Home menu, select Administration > CTI Link Admin > TSAPI Links.
On the TSAPI Links screen, click Add Link

AVAYA

| CTI OAM Home
E ~ Administration
» Metwork Configuration
Switch Connections

~ CTI Link adrnin

TSAPI Links

CWLAN Links

DLG Links

Application Enablement Services

Operations Adminis

n and Maintenance

Vou are here: =

TSAPI Links

Administration = CTI Link Admin > TSAPI Links

Link Switch Connection Switch CTI Link # ASAI Link version

[ Add Link ] [ Edit Link | [ Delete Link |

On the Add/Edit TSAPI Links screen, enter the following values.

e Link: Use the drop-down list to select an unused link number.
e Switch Connection: Choose the switch connection being used from the drop-down list.
e Switch CTI Link Number: Corresponding CTI link number configured in Section 3.2.

Once completed, click Apply Changes.

AVAYA

CTI 0AM Home

| |+ Administration

+ Metwork Configuration
Switch Connections

~ CTI Link Adrmin

Application Enablement Services
Operations Administration and Maintenance

B 0aM Home @ Help @Logout

You are here: > Administration =

Add / Edit TSAPT Links

CTI Link adrin = TSAPI Links

Link:

TSAPI Links Switch Connection:
CWLAN Links Switch CTI Link Number:
DLG Links

Apply Changes I[ Cancel Changes ]

» DMCC Configuration

RJP; Reviewed:

Solution & Interoperability Test Lab Application Notes
SPOC 6/27/2007

8 of 26
©2007 Avaya Inc. All Rights Reserved.

VerintUltraDMCC



On the Apply Changes to Link screen, click Apply. Do not restart the TSAPI server at this

time.

. CT1 0AM Home
~ Administration

Switch Connections
+ CTI Link Admin
TSAPT Links
CYLAN Links

Application Enablement Services
Operations Administration and Maintenance

You are here: > Administration > CTI Link Admin > TSAPI Links

» Network Configuration

Apply Changes to Link

Warning! Are you sure you want to apply the changes?
These changes can only take effect when the TSAPI server restarts,
Please use the Maintenance -» Service Controller page to restart the TSAPI server,

4.3. Restart Avaya AES

The AES must be restarted to effect the changes made in Sections 4.1 and 4.2. From the CTI
OAM Home menu, select Maintenance > Service Controller. On the Service Controller

screen, click Restart AE Server.

CTI OAM Home
» Administration
+ Status and Control

| + Maintenance

Service Controller

Backup Database

Restore Database
| Import SOB

| » Alarms

| » Logs

| » Utilities

| » Help

Application Enablement Services
Operations Administration and Maintenance

You are here: > Maintenance > Serwice Controller

Service Controller

Service Controller Status
[ 4sal Link Manager Running
O omcc Service RUMMing
[ cvLaN Service Running
[ DLG Service Running
[ Transport Layer Service RUNNing
[0 TS54PI Service Running

For status on actual services, please use Status and Control.

[ Festart Service ] |

Restart AE Server J [ Festart Linux

On the Restart AE Server screen, click Restart.

GTI 0AM Home
+ Administration
» Status and Control
| + Maintenance
Service Controller
Backup Database
Restore Database

Application Enablement Services
Operations Administration and Maintenance

®0sM Home ®Help @Logout

You are here: > Maintenance > Service Controller

Restart AE Server

Warning! Are you sure you want to restart?
Restarting will cause all existing connections to be dropped and associations lost,

Wait at least 10 minutes and select Maintenance > Service Controller. On the Service
Controller screen, verify that all services are showing “Running” in the Controller Status
column.
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4.4. Add CTI User

A user name and password are required for Ultra to communicate with the AES. This is set up
via the User Management main menu which is accessed by clicking on OAM Home in the red
bar on any AES screen, followed by clicking on User Management (not shown). From the User
Management menu, select Add User and configure the following fields.

Confirm Password:
Avaya Role: Use the
CT User: Select “Ye

The remaining fields may be

User Id: Enter a login name to be used by Ultra to access the AES.
Common Name: A descriptive name.

Surname: A descriptive name.

User Password: Enter a password to be used by Ultra to access the AES.

Re-enter the password.
default value of “None”.
s” from the drop down list.

left at their default values. Once completed, click Apply (not

shown) at the bottom of the screen.

e = Application Enablement Services
AVAyA Eh Operations Administration and Maintenance
®0aM Home ®Help @Logout
I Y T A TErarl Vou are hers: > User Mansgement > A
~ User Management Add User
List all Users
Add User Fields marked with * can not be empty.
Search Users
Modify Defsult User * User Id [ygrint
Change User Passward T — -
+ Service Management pernt
» Help * Surname verint
* User Password | geesee
* Confirm Password | geeses
admin Note
Avaya Role :Nnne v
Business Categaory
Car License
CM Home
Css Home
CT User E v
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5. Configure Verint Ultra

This section provides the procedures for configuring Verint Ultra. The procedures include the
following areas.

e Administer DMCC Recording Parameters
e Administer TSAPI Link

This section assumes that the system is delivered as an All In One (AlO) server, which stores the
database and connects to the AES using TSAPI, and a Voice Acquisition Machine (VAM),
which receives the media streams from the AES using DMCC. Information on how to do this is
available in the Verint Ultra documentation as noted in Section 10. The entire configuration is
done on the AIO server and exported to the VAM.

5.1. Administer DMCC Recording Parameters

Configuring the DMCC recording is achieved by running the Ultra Configuration Manager. To

activate the manager, double-click the System Tools shortcut on the desktop (not shown). Select
the Run tab and double-click Configuration Manager.

= A |
File Group
Configuration | General  Bun
£ Application Manager E: Restore
L Audio Recovery Tool 4 Rule Editor
anfiguration Manadger: ﬁl Screen Recording Yalidator
Cantact Simulatar aF SHMP Testing LHility
& Daily files restore tool & ToolBox
O Database Pre Allocation ‘& ULTRA Infarmation Collectar
1 Database Status Viewer & ULTRA Online Help
=] EcrnTail ¥ LLTRAWatchDog
& License Manager
hol Fost-recovery Acquisition Datahase Sync
bl Postrecovery Application Database Syne
holf Postrecovery Contact Databasze Sync
M Feal-Time Viewear
Recording Manitar
R | i
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In the Configuration Manager Login dialogue box, enter the password of a user with

administrative permissions for Ultra.

Configuration Manager Login

Enter Passward:

I 33333333331

Q.

Cancel

In the Open Site Configuration dialog box, ensure that the correct site is highlighted and click

Open Site.

Open 5ite Configuration

M ame: | Al

SitelD:  |2001

Primary Site: |'es

Description:

[Site was upgraded from Ver 10.1.1201]
[Site wasz upgraded from er 10.1.1204]

Fy

I

Product: ILlLTFL-’-‘«

Version: (1011205

Release: |-|

|
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In the left pane of the Configuration Manager screen, expand Recording and Call Flow and
Acquisition Configuration. Select the acquisition unit installed on the VAM (for the

compliance testing Acquisition Unit 2 was used). Configure the fields in the Acquisition
Configuration pane as follows.

e Acquisition Type: “VolP”
e No. of Channels: Enter a value equal to the number of DMCC softphones added in

Section 3.3.

e Tapping Mode: “Delivery — CMAPI”
e Number of Simultaneous Contacts: Enter a value less than or equal to the number of

channels.

The remaining fields may be left at their default values. Once completed, click Save.

/2 Configuration Manager - D:\Comverse\Uconf\Bin\Sites',AI0.ucl

NEE
File
O N
B B System Save
ta Machines/Subsysterns
General System Configuration General |
B B0 Recording and Call Flow
Acquisition Configuration Acquistion Type: -
B Acauisition Unit 1
i cisiton Uit 3
B Recording Contral Ho. of Channels: E
tEb Aequisiion Uit 1
B Aeistion Unt 2 Tapping Mode: | Delivery - CHAPI -
B Acauisition Director
B Audio Transter and Storage Module Mumnber of simultaneous contacts: |3 iz
Bl Storage Manager
B Muliple Sites Enable Signaling
P ‘ﬁéﬂ“;;;ﬁc":nm Fetres Signaling Protoset  [CocoSkimy 2]
B Fiekd Names
B Dats Anosss Serviss [~ Use Variable Compression
B Diectoy
B B0 Database YalP Compression: G.723 MOND ht
B) Database Backup
B Datshase Purging and Maintemance
280 Alams
BB vAM Status Manitoring
5 80 Data Center
LB ULTRA Data Warshouse
Pait withunit [None | for redundancy. handied by Redundancy Manitor  [Hore =
~Time Zon
& Use server's time zone
" Use selected time zone | (Server Tim= Zone] =
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In the left pane of the Configuration Manager screen, expand Recording and Call Flow and
Recording Control. Select the acquisition unit installed on the VAM (for the compliance testing
Acquisition Unit 2 was used). Configure the fields in the Cmapi tab of the Recording Control

pane as follows.

e Virtual extensions start at: Enter the extension number of the first DMCC softphone of
the consecutive range configured in Section 3.3.

e Connector server address: Enter the IP address of the AES.

e Switch address: Enter the IP address of the C-LAN board.

e Login password: Enter the security code for the DMCC softphones configured in

Section 3.3.

e Capture NIC IP address: Enter the IP address of the VAM.

The remaining fields may be left at their default values. Once completed, click Save.

): Configuration Manager - Dz Comverse' UconfBin' Sites' AT0.ucf ;Iilll
File
DD

B B0 Sustem |_Save |

B Machines/Subspstems
Bl General Spstem Corfiguration
E @] Recording and Call Flow
B Acquisition Configuration
By Acguisition Unit 1
B Acquisition Unit 2
B Recording Cantral
B Acquisition Unit 1
cquisition Unit 2
B Acduisition Director
B Audia Transfer and Storage Module

B Storage Manager
B Muliple Sites

= B0 Applications
B Application Features
B Field Names
Bl Dataticoess Services
B Directory

2 B Database

General Chapi
Connector server part: 4721
SoftPhone preferred codec: G729 'I

Wirtual extensions start at: W
UDP ports for recording start at: lSDDD—
Silent observation code: l—
Connectar server addiess: W

Switch address: 1011002
Login password: [

Capture MNic IP address 10.1.70.43

In the left pane of the Configuration Manager screen, expand Recording and Call Flow.

Select Acquisition Director and, in the right pane, select the Advanced tab. Check the Record
internal calls with CMAPI (for trunk side recording) checkbox. The remaining fields may be
left at their default values. Once completed, click Save.

/ Configuration Manager - D:\Comverse\Uconf\Bin',Sites'\AI0.uck == %]
File:
O =&
51 B0 System Save
B Machines/Subsyst
B) G Sysem Confinaaion Bierzcl] e
= B0 Recording and Call Flow )
B Acquisition Configuration - Spexial Featur
& Acquisition Unit 1 ¥ Enable Exception Marking
B Acquisition Unit 2
B Recording Cortral [w Fiecard intemal calls with CMAPI [far trunk-side ecordingg
tg Acquisition Unit 1
Acquisition Unit 2 ~Recording Control Interfaces [e.q., ROD]
0 e Trmf orage Modde o (B s e e
Bl Storage Manage: [# Enable screen recording tiough recording cantrol interfaces
B Multiple Sites
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Once the configuration is completed on the AlQ, it needs to be distributed to the VAM. In the
taskbar of the Configuration Manager screen, click the rightmost button. In the Generation

and Distribution of Configuration screen, click Select All and then click Generate
Configurations.

}3 Configuration Manager - D:%Com

File

RR=AIEN

ystem cquisition Director - Acquisition Director
=hn) Ej@ t A tion Director - A tion Director 1
Machines/Subsystems
A d
B General Sypstem Configuration Bz anse |
H B Recording and Call Flow :

B B Acquisition Configuration Generation and Distribution of Configuration
B Acquisition Uit 1 ST A . =
AcguisitionUnit2 STEM | - GEIERATE
BB Recording Control Thiz step will prepare the needed configuration before distribution.

Acquisition Un?t1 Generate Configurations |

TTEFZ - DISTHIBUTE
Using the checkboxes, select the subspstem instances to which pou want to distribute
configurations. Click the subsystem name to select/clear all instances of a subsystem. Use

B Audio Transfer and Storage Module
B Storage Managsr

B Multiple Sites buttons to select/clear all.
B B Applications
B application Features Subsystem = [IP Address [«]
[ @ Field Names Acquisition Database
Bl Data Access Services o 1 1811048 ||
LB Directory
H B Databasze Acquisition Director
B Database Backup O 1 10411048
Bl Database Purging and Maintenance
B BQ Alarms Acquisition Unit(s) on
BB WaM Status Maritaring O 1041048
5 B Data Center m| 1041043
L B ULTRA Data'Warehouse
Agent Event Service -

Distribute Configurations | Select Al | Clear All |
Close

Once the generation is complete, a Generation Report dialog box (not shown) will appear,
verifying that the generation was successful. Close the Generation Report dialog box to return
to the Generation and Distribution of Configuration screen. Click Distribute
Configurations.
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The final step is to restart the Ultra services. On the Run tab of the System Tools screen (shown
above), select Ultra WatchDog. On the Watchdog Control Panel click Stop All and wait for
the Status column to show “Stopped” for all services. Scroll down to the Watchdog service (not
shown) and click Start, wait for the watchdog to start all the services.

:: Watchdog Control Panel Y =l S|

onitored T argets

M ame I Type I Statuz - Stark
Central Management Server Service Stopped

Report Application Server Service Stopped Stop
Deztination Job Server Service Stopped

Input File Repositary Server Service Stopped | |

Cryztal Beports Job Server Service Stopped

Output File Repogitory Server Service Stopped

BackUpService Service Stopped Startup..
CF Service Stopped -
Databazesk onitorService Service Stopped

| nfalink, Service Funning

IntelliLink, D ataBank. Service

Stopped -
4] S - = ' | » Cloze |
Befresh |
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5.2. Administer TSAPI Link

Configuring the TSAPI link is achieved by running the IntelliLink Configuration Utility. To
activate the manager, double-click the System Tools shortcut on the desktop (not shown). Select
the Ultra tab and double-click IntelliLink Configuration.

B System Tools = 0] x|

Filz  Group
Eonfiguratinnl Generall Fun ULTRA

ﬁ Application Manager

Daylight Saving Time Manager
{IrtelliLink Configuration
Language Setup

:TEI Management Tools

= Restore

5 ULTRA Online Help

In the left pane of the IntelliLink Configuration Utility screen, right-click on IntelliLink and
select Add to run the IntelliLink Configuration Wizard.

O qIntelliLink Configuration Utility o ] 3
""" m-. add General | Advanced| Troubleshooting | IntelliLink &P web Service | Truncate Data Simulatorl Everits Filker I
Recording Mode
’7 | station Side |

‘ Logout agents if IntelliLink, iz dizconnected for more than |10 minutes

Duplicate PEX [Ds or Extension

[~ PBE D3 are duplicate across switches

[ Extensions are duplicate across switches

Save Changes QK
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Select Avaya Communication Manager from the Switch Type list and click Next.

=101 x]

0 IntelliLink Configuration Wizard =l ; ;
General - wcel Truncate Data Slmulalurl Events Filker I
Select the switch, dialer. and/or other feature:
— Switch Type
Fecore | |Mone =
Alcatel OmniPCx Enterprise
IStati- Azpect Callcenter
Aszpect Conversations
Agzpect Spectum
|Aspect Unison, Ensemble or E-Pro
L Communication Manager 1 it
oga T mirLites
Avaya PDS
i Cizco CallManager
Duplict | | icocon MD110
p| | |Genesys S5IP Server
D InteliLink &P
Lucent SES5
T E | M =l
i el Suppotted switches list
' MNone LA ML
_— <- Back | Mext -» | Lancel I
Save Changes ok

Select TSAPI from the Protocol list and click Next.

0 qiIntelliLink Configuration Utility

=101
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— Pratacal
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" Avaya Interaction Center
Statit
[ minutes
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Save Changes QK
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Enter a descriptive name for the connection in the Switch Name field and click Next.

O LIntelliLink Configuration Utility . =] 59

W 0 ¢ IntelliLink Configuration Wiz x
L) L1z g
..... — General _I vicel Truncate Data Simulatorl Ewents Filter I

Define the switch name or select switch from the: list:
Switch Mame

Recarc { uvayaT 5P -
I Siati

Lago | minutes

Duplicz
Il

H| =

Lancel

Save Changes | QK |

A Confirmation dialog box appears (not shown), click OK to complete the wizard and return to
the IntelliLink Configuration Utility. In the left pane of the IntelliLink Configuration Utility,
expand IntelliLink and the switch name created above. Click TSAPI and configure the fields on
the General tab as follows.

e Server Name: Enter the Tlink string “AVAY A#SWITCHNAME#CSTA#AESNAME”,
where “SWITCHNAME?” is the hostname of the server running Avaya Communication
Manager and where AESNAME is the hostname of the AES.

e Login ID: Enter the user ID of the CTI user created in Section 4.4.

e Password: Enter the password of the CTI user created in Section 4.4.

The remaining fields may be left at their default values. Once completed, click Save Changes.

0 qintelliLink Configuration Utility - | Ellll
= InteliLick
B8 AvapaTSAP| (Swichi) | General | Advanced |
8 TSARI
& Devices Server Name [/ A BE00ADC THCS TARAE SERVER

: @ Charnel Mapping

Lo @@ Custom Data Lagin 1D I
Pazzwaord |‘
Optional
Backup Server Mame I
Login 1D |
Paszward I

Save Changes 0k,
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In the left pane of the IntelliLink Configuration Utility, click Devices. Enter the first extension
in a range of extensions to be recorded in the From Extension field. Enter the last extension in a
range of extensions to be recorded in the To Extension field. Click Append. Repeat this process
for every range of extensions to be recorded. Once completed, click Save Changes.

O qiIntelliLink Configuration Utility B =] JER
= IntelliLink. | | ~ Multiple 5election Modification
B TSAR [Switchl Extension Monitored )
- O C\;aﬁ'asgm (Suichl) Newy Extension [ves | Moritored Yes I Mo I
. @ Devices
@@ Channel Mapping
@ Custom Data &I
~ Extension
Append |
From Extenzion To Extenq;qdd =
[10001 |10003
[~ Devices with [P
 File Option
I~ Append Export | Impoit |
File: M are
4 =l -
Save Changes ok
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6. Interoperability Compliance Testing
The interoperability compliance test included feature, performance and serviceability testing.

The feature testing focused on the ability of Verint Ultra to record calls to and from internal and
external telephones and replay the voice recordings correctly.

The serviceability testing focused on verifying the ability of Verint Ultra to recover from an
outage condition, such as busying out the CTI link and disconnecting the Ethernet cable for the
CTl link.

The performance testing involved placing calls to 30 IP stations over a four hour period,
achieving a Busy Hour Call Completion (BHCC) rate of approximately 3000.

6.1. General Test Approach
All feature and serviceability test cases were performed manually.

For feature testing, basic telephony operations such as answer, hold/retrieve, transfer, and
conference were exercised on inbound and outbound calls as well between internal calls.

For serviceability testing, calls were placed before, during and after the outages and the
recordings checked for accuracy.

For performance testing, a call generator placed inbound calls over an E1 trunk to simulated IP
telephones over a four hour period.

6.2. Test Results
All feature, serviceability and performance tests successfully passed.
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of Avaya
Communication Manager, Avaya Application Enablement Services, and Verint Ultra.

7.1. Verify Avaya Communication Manager

Verify the status of the administered CTI link by using the “status aesvcs cti-link” command.
The Service State should show as “established”.

status aesvcs cti-link

AE SERVICES CTI

Mnt
Busy Server

CTI Version
Link

3 4 no

AE Services

AEServer

LINK STATUS

Service

State

established

Msgs Msgs
Sent Rcvd
216 210

7.2. Verify Avaya Application Enablement Services

From the AES OAM Admin menu, verify the status of the administered CTI link by selecting
Status and Control > Switch Conn Summary. The Conn State should show “Talking”.

7 AVAYA

CTI OAM Home

You are here:

> Status and Control =

Switch Conn Summary:

Applit_:_atinn Enablement Services

Operations Administration and Maintenance
$ 040 Home ®Help @Logout

+ Administration

~ Status and Control
Switch Conn Summar
Services Summary

+ Maintenance

v Alarms

+ Logs

v Utilities

» Help

Switch Connections Summaty

Switch conn Sine
Cann State
1= = 2007-06-18
) 5g8800aDCl  Talking 12:53:01.0

[ Online ] [ Offline ] [ Message Period ] [

[ Per Serice Switch Connections Details

onlinegs # of TCI  Msgs To Msgs From Msg Period
Offline Admin'd conns Switch Switch 9
Cnline 2 194 209 30
Switch Connection Details ]
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7.3. Verify Verint Ultra

Double-click the System Tools shortcut on the desktop (not shown). Select the Configuration
tab (not shown) and double-click IntelliLink Analyzer. The Running and CT] fields should
both show “Yes”. Any devices that Ultra fails to monitor will be shown under Failed Devices.

: IntelliLink Analyzer P ]S
— IntelliLink Status — Cueries Qi
i |
Rurning: Tes Find: IAgent atd Trurk, ﬂ
Connected to CTI: Tes
By: IE:-:lensiu:un j

Switch Specific Connection Status:

Estenzion: I
Switch 1 - Connect [PID 729E]

Execute Query |
Seqments per Hour: 20
Total Failed Devices: 0 ~ Huery Results
Failed Devices: Queny |
=

7.4. Replaying the Voice Recordings

IntelliPortal is a browser-based application allowing the actual recordings that have taken place
to be both inspected for data and voice content.

From any networked PC, open a browser window and enter “http://x.x.x.x/Ultra”, where
“X.X.X.X” is the IP address of the AlO, into the address bar. Log in to the web client using a user
name with administrative privileges (not shown).
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On the Ultra Web Portal Welcome screen, select Search from the menu (not shown). Enter a
date range for the search on the Search for Contacts screen and click Execute Search.

/3 ULTRA Web Portal - Microsoft Internet Explorer . & x|
Fle Edt Wew Favorkes Tools Help ‘ o
QBack - () - (¥ [Z] 0| O seach o Favorites | (00 G [

Address [{€] htep//10. 1, 10.48/UlkrafSearchfSearch_Frames. asp?Farmiame=ETMSessianQuer

/ Contacts &/ =‘§ gr _
—

AT ar——
for Contacts Execute Search Save Search Clear

Date Range {Contacts)

Date Range: @ From the last:

dayts)

" Between these dates and times:

™ Use Local Time

Contact Data

Duration: Minimum: [ Maximum: [ | cmmiss)
Direction: [<any> 3|

Remark: ‘ ‘

Dialed To (DHIS): ‘ |

Dialed From {ANI): ‘ |

Recordings made during the date range entered above will be listed in the Contacts screen. To
bring up further information and an embedded media player (not shown), click in the Start Time
column of a recording.

3 ULTRA Web Portal - Microsoft Internet Explorer

File Edit Wew Favorites Tools Help

eBack > C] @ .'] | ,'j Search 'i‘? Favorites £ | [z~ S;« =

Address I@ http:/f10,1.10,48/Ulrafgridplayback/GridPlaybackIndes, asp ?UpdateDs= 184 orldi ame=etmafoldertype=PrivateFolderadsR andom=028f oldername=newsear

Contacts

ontacts: 1-11 Sorted By: Start Time

' : Contacts

Start Timew Duration Dialed From {ANI} Dialed To (DNIS) Extension Data
01172007 2:24:23.F PM dd 00;00:15 iooo2 10001 10001 |E|
01172007 2:24:23.F PM dd 00;00:15 iooo2 10001 1000z |E|
81172007 2;22:39.1 PM dd 00;00:24 10001 10002 10001 |E|
81172007 2;22:39.1 PM dd 00;00:24 10001 10002 1000z |E|
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8. Support

If technical support is required for Verint Ultra, contact Verint Technical Support. Full details
are available at http://www.verint.com.

9. Conclusion

These Application Notes describe the configuration steps required for the Verint Ultra call
recorder to successfully interoperate with Avaya Communication Manager and Avaya
Application Enablement Services (AES) using Device Media and Call Control (DMCC) and
Telephony Service Application Programmer Interface (TSAPI). All features, serviceability and
performance test cases were completed and passed successfully.

10. Additional References
This section references the product documentations that are relevant to these Application Notes.

e Documentation for Avaya Communication Manager (4.0), Media Gateways and Servers,
Document ID 03-300151, Issue 6, February 2007, available at:
http://support.avaya.com.

e Avaya Application Enablement Services 4.0 Administration and Maintenance Guide,
Document ID 02-300357, Issue 6, February 2007.
http://support.avaya.com.

e Verint Ultra product documentation is available on request from Verint.
http://www.verint.com.
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Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DeveloperConnection Program at devconnect@avaya.com.
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