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Abstract

These Application Notes describe the procedures for configuring Session Initiation Protocol
(SIP) Trunking in Avaya IP Office 9.1, to interoperate with the MTS SIP Trunking Service.

The SIP Trunking service offered by MTS provides customers with PSTN access via a SIP
trunk between the enterprise and the service provider’s network, as an alternative to legacy
analog or digital trunks. This approach generally results in lower cost for the enterprise.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the steps to configure Session Initiation Protocol (SIP)
trunking between the MTS SIP Trunking Service and an Avaya IP Office solution.

In the sample configuration, the Avaya solution consists of an Avaya IP Office 500v2 Release
9.1, Avaya Voicemail Pro and Avaya IP Office soft clients and deskphones, including SIP,
H.323, digital, and analog endpoints.

The MTS SIP Trunking Service referenced within these Application Notes is designed for
business customers. Customers using this service with this Avaya enterprise solution are able to
place and receive PSTN calls via a broadband WAN connection and the SIP protocol. This
converged network solution is an alternative to traditional PSTN trunks such as analog and/or
ISDN-PRI.

2. General Test Approach and Test Results

A simulated enterprise site containing all the Avaya equipment for the SIP-enabled solution was
installed at the Avaya Solution and Interoperability Lab. The enterprise site was configured to
connect to the MTS SIP Trunking Service via a broadband connection.

The configuration shown in Figure 1 was used to exercise the features and functionality tests
listed in Section 2.1.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

MAA,; Reviewed: Solution & Interoperability Test Lab Application Notes 2 of 37
SPOC 9/15/2015 ©2015 Avaya Inc. All Rights Reserved. MTS_IPO91



2.1. Interoperability Compliance Testing

To verify SIP trunking interoperability, the following features and functionality were covered
during the interoperability compliance test:

SIP Trunk registration with the service provider.

Response to SIP OPTIONS queries.

Incoming PSTN calls to various phone types. Phone types included SIP, H.323, digital
and analog telephones at the enterprise. All inbound PSTN calls were routed to the
enterprise across the SIP trunk from the service provider.

Outgoing PSTN calls from various phone types. Phone types included SIP, H.323,
digital, and analog telephones at the enterprise. All outbound PSTN calls were routed
from the enterprise across the SIP trunk to the service provider.

Inbound and outbound PSTN calls to/from Avaya Communicator for Windows
softphones.

Various call types including: local, long distance national, long distance international,
outbound toll free, operator (0), operator assisted calls (0+10) and local directory
assistant.

Codec G.711MU.

Fax.

Caller ID presentation and Caller ID restriction.

DTMF transmission using RFC 2833.

Voicemail navigation for inbound and outbound calls.

User features such as hold and resume, transfer, and conference.

Off-net call transfer, call forwarding and twinning.

Items not supported or not tested included the following:

Inbound toll-free and emergency calls are supported but were not tested as part of the
compliance test.
Codec G.729 is not currently supported.
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2.2. Test Results

Interoperability testing of the MTS SIP Trunking Service was completed with successful results
for all test cases with the observations and limitations described below:

No matching codec on outbound call: On an outbound call containing only one codec in
its SDP offer that was not supported by the service provider, MTS responded sending
back a “487 Request Terminated” error code, instead of the expected “488 Not
Acceptable Here”. There is no impact to the user, who hears an error tone as expected on
this condition.

Outbound Calling Party Number (CPN) Block: When an enterprise user activated
“Withhold Number” on an outbound call for privacy purposes, IP Office sent
“anonymous” in the From header, included the “Privacy:id” header, and the complete
DID number in the P-Asserted-Identity (PAI) and Contact headers of the outbound
INVITE. But calls with “anonymous” in the From header are not allowed by MTS, which
rejected the call with a “403” error message.

Call transfer to the PSTN using REFER: Blind call transfers of incoming calls that are
transferred back to the PSTN using the REFER message did not work properly. The
REFER message sent by the enterprise was accepted by MTS with a 202 response, but
the call between the two final endpoints dropped.

REFER was left disabled in the IP Office for the tests. Blind and attended call transfers to
the PSTN completed successfully with REFER disabled. The caveat is that the IP Office
was not released from the call path after the call was transferred, and two trunks remained
occupied for the complete duration of the call.

Outbound Fax: On outbound fax calls using the T.38 protocol, it was observed that
during the negotiation process for the transition from a G.711 voice setup to a T.38 fax
call, the MTS Genband softswitch sends in the SDP of its re-INVITE to the IP Office
both the m lines for audio and image (T38), with the audio m line assigned a value of “0”
and the image line assigned a valid port. The IP Office sends a 2000K with SDP
containing an m audio line only. A subsequent re-INVITE from the IP Office with m
image line is rejected by MTS with a “500 Internal Server Error” message.

Ticket JIRA IPOFFICE-98597 was opened with the IP Office development team to
investigate this issue, and it is pending a resolution.

As a workaround to this situation, the extensions used for faxing in the IP Office can be
set as “Fax Machine” in the Extension/Analogue tab. By doing this, T.38 is offered on the
SDP of the initial INVITE from the IP Office, avoiding the transition from voice to fax.
Outbound and inbound T.38 fax calls were tested successfully by using this setting.

The issue described above also affected the testing of outbound fax in G.711 pass-
through mode. MTS uses T.38 fax with fallback to G.711 on its network. If a user doesn’t
support T.38 fax, MTS expects a 488 or similar error code from the user to their T.38
offer (with the two m lines on its SDP), to then send a new INVITE with a G.711 offer.
IP Office sends instead a 200 OK with an audio m line only to MTS and the fax call fails.
The workaround described above does not address this behavior.

G.711 fax should not be used with this solution at this time.
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3. Reference Configuration

Figure 1 illustrates the sample Avaya SIP-enabled enterprise solution, connected to the MTS SIP
Trunking Service through a public Internet WAN connection.

Username: usorl23 MTS Network
Password: password123

Billing TN = 204-123-4567

TN Range » 204-123-4567 10 4570

Signaling: 10,10,168,20

Media: 30,10,168.19

Domain: avays.mts.ca
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Figure 1: Test Configuration
Note that for security purposes, all public IP addresses, SIP trunk credentials and DID numbers
shown throughout these Application Notes have been edited so the actual values used are not
revealed.
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The enterprise site contains the Avaya IP Office 500v2 with analog and digital extension
expansion modules, as well as a VCM®64 (Voice Compression Module) for supporting VolP
codecs. The LANL1 port of Avaya IP Office is connected to the enterprise LAN while the LAN2
port is connected to the public IP network. Endpoints include Avaya 1600 and 9600 Series IP
Deskphones (with H.323 firmware), Avaya 1140E IP Deskphones (with SIP firmware), Avaya
1408 and 9508D Digital Deskphones, analog telephones and PCs running Avaya Communicator
for Windows.

The site also has a Windows PC running Avaya IP Office Manager to configure and administer

the Avaya IP Office system, and Avaya Voicemail Pro providing voice messaging service to the
Avaya IP Office users. Mobile Twinning is configured for some of the Avaya IP Office users so
that calls to these users’ extensions will also ring and can be answered at the configured mobile

telephones.

In an actual customer configuration, the enterprise site may include additional network
components between the service provider and the Avaya IP Office system, such as routers, data
firewall, etc. A complete discussion of the configuration of these devices is beyond the scope of
these Application Notes. However, it should be noted that all SIP and RTP traffic between the
service provider and the Avaya IP Office system must be allowed to pass through these devices.
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

DCPx16

Component | Version
Avaya

Avaya IP Office 500v2 9.1.300.120
Avaya IP Office Digital Expansion Module 9.1.300.120

Avaya IP Office Manager

9.1.3.0.Build 120

Avaya IP Office Voicemail Pro

9.1.300.2

Avaya 1608 IP Deskphone (H.323)

1.360A

Avaya 9640 IP Deskphone (H.323)

Avaya one-X Deskphone Edition
S3.230A

Avaya 1140E IP Deskphone (SIP) 04.04.18.00
Avaya Digital Deskphone 1408 40.0

Avaya Digital Deskphone 9508 0.55

Avaya Communicator for Windows 2.0.3.30
MTS Inc.

Genband A2/Experius 10.3
Genband S3/Q20 v8.3.8.4

Compliance Testing is applicable when the tested solution is deployed with a standalone IP
Office 500 V2, and also when deployed with all configurations of IP Office Server Edition
without T.38 Fax Service. (T.38 fax is not supported on IP Office Server Edition). Note that IP
Office Server Edition requires an Expansion IP Office 500 V2 to support analog or digital

endpoints or trunks.
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5. Configure Avaya IP Office

This section describes the Avaya IP Office configuration necessary to support connectivity to the
MTS SIP Trunking Service. Avaya IP Office is configured through the Avaya IP Office Manager
PC application. From the PC running IP Office Manager, select Start - Programs = IP Office
-> Manager to launch the application. Navigate to File = Open Configuration (not shown),
select the proper Avaya IP Office system from the pop-up window, and log in using the
appropriate credentials.
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A management window will appear similar to the one shown in the next section.

The appearance of the IP Office Manager can be customized using the View menu. In the
screens presented in this section, the View menu was configured to show the Navigation pane on
the left side and the Details pane on the right side. These panes will be referenced throughout the
Avaya IP Office configuration.

Standard feature configurations that are not directly related to the interfacing with the service
provider are assumed to be already in place, and they are not part of these Application Notes.
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5.1. Licensing

The configuration and features described in these Application Notes require the IP Office system
to be licensed appropriately. If a desired feature is not enabled or there is insufficient capacity,
contact an authorized Avaya sales representative.

In the reference configuration, IP500_Lab2 was used as the system name. Under the system
name on the Navigation pane, select License. Confirm that there is a valid SIP Trunk Channels
license with sufficient “Instances” in the Details pane, enough to support the number of channels
to be deployed on the SIP trunk to the service provider.
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5.2. LAN2 Settings

In the sample configuration, the WAN port was used to connect the Avaya IP Office to the
public network. The LAN2 settings correspond to the WAN port on the Avaya IP Office. To
access the LAN2 settings, first navigate to System (1) under the system name in the Navigation
pane and select the LAN2 = LAN Settings tab in the Details pane. Set the IP Address and IP
Mask fields to the IP address and subnet mask assigned to the Avaya IP Office LANZ2 port. All
other parameters should be set according to customer requirements.

IP Offices B IP500_Lab2

[]...@ Incoming Call Route (5)
..... B8 wan Part ()

-t Directory (0}

..... £ Time Profile (0)

-8 Firewall Profile (1)

Nurber OF DHCP IP Addresses |2uu 3:

---ﬂ BOCTP {4) -System | Lam1  LANZ |DNS I Yaicermail I Telephonyl Directory Services | Swstem Events I SMTP | SMOR I Twinring I
[#-¢#% Operatar (3) :
-5 IPSO0_Lab2 LAMN Settings |\I'DIP I Metwark Topology |
B Systern (1)
> 500 Lab2 IP Address [t72 . 16 . 157 . 138
B9 Line (22) IP Mask [255 255 . 255 192
-2 Control Unit (4)
[+ 48 Extension (48} Primaty Trans, IP Address I a . a0 .0 .0
[]---: User (49) . .
[]___;a Group (1) Firewall Profile I{None:s j
@3¢ Short Code (56) RIF Mode INUne j
----- @ Service (1)
- ol RAS (1) " Enable NAT

"DHCP Mode:

" Server € Clent € Dialin ' Disabled

Advanced |

-l 1P Route (6]

On the VolIP tab in the Details pane, check the SIP Trunks Enable box to enable the
configuration of SIP trunks on this interface.

L&M Settings  WoIP |Network Taopalogy |

A H3z3 zatekeeper Enable
[" auto-create Extn

" auto-create User

™ Hz2a Remote Extn Enable

Rernote Call Signalling Part II?ZD 3:

¥ SIP Trunks Enable

A =ip Reqistrar Enable
I5| suto-create ExtnflUser

Darmain Mame

Laver 4 Protocol

Challenge Expiry Time (secs)

™| 5P Remote Extn Enable

Iaslab .centixyoip. net

¥ upp LIDP Port ISDGD 3:
¥ fice TCP Part |5060 3:

I© s TLS Part |5c|s1 3:
|1u 3:

Remote LIDP Port ISDSD 3:
Remate TCP Port |506c| 3:
Remote TLS Port |5061 3:
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The RTP Port Number Range can be customized to a specific range of receive ports for the
RTP media. Based on this setting, Avaya IP Office would request RTP media be sent to a UDP
port in the configurable range for calls using LANZ2.

In the RTP Keepalives section, set the Scope field to RTP. Set the Periodic timeout to 30 and
Initial keepalives to Enabled. This will cause the IP Office to send RTP keepalive packets at the
beginning of the calls and periodically thereafter, to avoid problems of media deadlock resulting
in no audio situations that can occur with certain types of forwarded calls that are routed from
the IP Office back to the network, over the same SIP trunk.

Avaya IP Office can also be configured to mark the Differentiated Services Code Point (DSCP)
in the IP header with specific values to support Quality of Services policies for both signaling
and media. The DSCP field is the value used for media and the SIG DSCP is the value used for
signaling. The specific values used for the compliance test are shown in the example below.

All other parameters should be set according to customer requirements.

LA Settings  VoIP |Network Topalogy |

—RTP

—Part Mumber R.ange

Mimiraurn |49152 3: Mazxzirurn |53246 3:

—Port Mumber Range (NAT)

Mimiraurn |49152 3: Mazxzirurn |53246 3:

¥ Enable RTCP Monitoring on Port 5005

RTCP collector IP address For phones I o ..o .[o .[0
Keepalives

Scope IRTP j Periodic timeout I3U
Initial keepalives IEnabIed j

Diff3ery Settings

IBB =] DscP(Hex) IBE = vidso DSCP(Hex) IFC =] DSCP Mask (Hes) |aa =1 516 DSCP (Hex)
|45 =] pscr |45 = video D5cF |53 =] DSCP Mask |34 = sicpscp
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On the Network Topology tab in the Details pane, configure the following parameters:

o Select the Firewall/NAT Type from the pull-down menu to the option that matches the
network configuration. Since no network address translation (NAT) was used in the
compliance test, the parameter was set to Open Internet. With this configuration, settings
obtained by STUN lookups are ignored. The IP address used is the one assigned to the
interface.

e Binding Refresh Time (seconds) is used to determine the frequency at which Avaya
IP Office will send SIP OPTION messages to the SIP trunk using this interface. If this
parameter is left at the default value 0, the IP Office will send OPTIONS messages using
its default interval of 300 seconds. A different value can be used if an interval lower than
300 seconds is needed. In the reference configuration, 180 seconds was used.

e Set Public IP Address to the IP address that was set for LAN2.

e Set Public Port to 5060 for UDP.

e Defaults were used for all other fields.

LAM Settings | wolp  Metwork Topology |

— Metwork Topology Discovery

STUM Server Address IEQ.QD. 168,13 STUM Port |34?8 3:

Firewal{MAT Type IOpen Internet j

Binding Refresh Time (seconds) 180

Public IF Address |1?2 .16 157 . 135 Run STUN | Zancel |

Public Port

uoe ISDISEI 3:

TCP

"

TLS

™ Run STUM an startup
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5.3. System Telephony Settings

Navigate to the Telephony - Telephony Tab in the Details Pane. Uncheck the Inhibit Off-
Switch Forward/Transfer box to allow call forwarding and call transfers to the PSTN via the
SIP trunk to the service provider.

H—

= IP500_L ab2 [

"system | Lant | Lanz | DNS | voicemall Telephony |Directory Services | System Events | sMTP | SMoR. | Twinning | M | Codecs | votP Security | Contact Center |

Telephory |Park&Page | Tones & Music | Ring Tones | 5M | Call Log | TUI |
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Defaulk Inside Call Sequence IRing Type 1 j & U-Law & U-Law Line
Default Ring Back Sequence Ring Type 2 -
I J = A-Law  A-Law Ling
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Dial Delay Time (secs) m I Dss status

Dial Delay Count [ = ¥ &t Hold

Defaulk Mo Answer Time (secs) IE I | Dial By hame

Hold Timeouk {secs) m ¥ Show Account Code

I Inhibit ©ff-Switch Forward|Transfer

I Restrict Metwark Interconnect

Park Timeout (secs) ISDD 3:
|5 3:

Ring Delay (secs)

- ™| Include location specific information
Call Priority Promation Time {secs) IDisabIed 3

- r Drop External Only Impromptu Conference
Default Currency Lsh =

I wisually Differentiate External call
Default Mame Priority IFavor Trunk 'I

r Unsupervised Analog Trunk Disconnect Handling
Media Connection Preserwation IDisabIed 'l

I High Cuality Conferencing
Phone Failback IManuaI 'I
v

Digitalfanalogue Auto Create User
Login Code Complexity ‘

[~ Erforcement r Directory Overrides Barring

5.4. Twinning Calling Party Settings

Navigate to the Twinning tab on the Details Pane. Uncheck the Send original calling party
information for Mobile Twinning box. This will allow the Caller ID for Twinning to be
controlled by the setting on the SIP Line (Section 5.7). This setting also impacts the Caller ID
for call forwarding.

IP500_Lab2

“system | LAt | LaMz | DMS | veicemal | Telephony | Directory Services | System Events | smTP | sMDR  Twinning

™ Send ariginal calling party infarmation for Mabile Twinning

Calling party information For I
Mohile Twinning
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5.5. System Codecs Settings

Navigate to the Codecs tab in the Details Pane. The RFC2833 Default Payload field allows the
manual configuration of the payload type used on SIP calls that are initiated by the IP Office.
The default value 101 was used. The list of Available Codecs shows all the codecs supported by
the system, and those selected as usable. The Default Codec Selection area enables the codec
preference order to be configured on a system-wide basis. The buttons between the two lists can
be used to move codecs between the Unused and Selected lists, and to change the order of the
codecs in the Selected codecs list. By default, all IP (SIP and H.323) lines and extensions will
use this system default codec selection, unless configured otherwise for a specific line or
extension.

Click OK (not shown) to save any changes made to any of the various System tabs.

i= IP500_Lab2

.S';-'stem I LAaMN1 | LANZ I DMS | \.-'Dicemaill Telephony I Direckary Services | Syskem Events I SMTP | SMDR. I Twinning I WM Codecs |

RFC2833 Default Payload f101 =

— Default Codec Selection
—Unused ——————————— —Selected

G711 LLAW 64K G, 722 64K = G711 LLAW 64K
AN
G722 64K . -
G.729(8) BK C5-ACELP o G.723.1 skaMPHLQ
G.723.1 63 MP-MLO

— Available Codecs

=

NERSN

5.6. IP Route

Create an IP route to specify the IP address of the gateway or router where the IP Office needs to
send the packets, in order to reach the subnet where the SIP proxy is located on the MTS
network. On the left navigation pane, right-click on IP Route. Select New (not shown).

e Setthe IP Address and IP Mask of the remote subnet of the MTS SIP Proxy.
e Set Gateway IP Address to the IP Address of the router used to reach the external
network. For the test configuration, this was the IP address of the local ISP router.

e Set Destination to LAN2 from the pull-down menu.

B oowme  CEERam
3 Rots |
1P Address
1P Mack:
Gaemay I Adcress 2 & S 2
Destinaticn fLarz =l
Matric jo =
™ Proxy AP
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5.7. Administer SIP Line

A SIP line is created to establish the SIP connection between the Avaya IP Office and the MTS
SIP Trunking service. This line will carry outbound and inbound traffic between to and from the
service provider.

The recommended method for configuring a SIP Line is to use the template associated with these
Application Notes. The template is an .xml file that can be used by IP Office Manager to create a
SIP Line. Follow the steps in Section 5.7.1 and Section 5.7.2 to create the SIP Line from the
template.

Some items relevant to a specific customer environment are not included in the template or may
need to be updated after the SIP Line is created. Examples include the following:

IP addresses

SIP Credentials (if applicable)

SIP URI entries

Setting of the Use Network Topology Info field on the Transport tab.

Therefore, it is important that the SIP Line configuration be reviewed and updated if necessary
after the SIP Line is created via the template. The resulting SIP Line data can be verified against
the manual configuration shown in Sections 5.7.3 — 5.7.8.

Alternatively, a SIP Line can be created manually. To do so, right-click Line in the Navigation
Pane and select New = SIP Line. Then, follow the steps outlined in Sections 5.7.3 —5.7.8.
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5.7.1. Importing a SIP Line Template

Note — DevConnect generated SIP Line templates are always exported in an XML format.
These XML templates do not include sensitive customer specific information and are
therefore suitable for distribution. The XML format templates can be used to create SIP
trunks on both IP Office Standard Edition (500v2) and IP Office Server Edition systems.
Alternatively, binary templates may be generated. However, binary templates include all the
configuration parameters of the Trunk, including sensitive customer specific information.
Therefore, binary templates should only be used for cloning trunks within a specific
customer’s environment.

1. Copy a previously created template file to a location (e.g., \Temp) on the same computer
where IP Office Manager is installed. By default, the template file name will have the
format AF_<user supplied text>_SIPTrunk.xml, where the <user supplied text> portion
is entered during template file creation.

Note — If necessary, the <user supplied text> portion of the template file name may be
modified, however the AF_<user supplied text>_SIPTrunk.xml format of the file
name must be maintained. For example, an original template file AF_TEST
_SIPTrunk.xml could be changed to AF_Testl_SIPTrunk.xml. The template file
name is selected in Section 5.7.2 to create a new SIP Line.

2. Verify that Template Options are enabled in IP Office Manager. In IP Office Manager,
navigate to File = Preferences. In the IP Office Manager Preferences window that
appears, select the Visual Preferences tab. Check the box next to Enable Template
Options. Click OK.

[{fl IP Office Manager Preferences E3
Preferences | Directoriesl Discovery  Visual Preferences |Security| 'u'alidatiu:unl

Iron Size ISmaII "I

™ Multiine Tabs
¥ Enable Template Options
™ Enable Template Creation

i) Ok | Cancel | Help |
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3. Import the template into IP Office Manager. From IP Office Manager, select Tools >
Import Templates in Manager.

ﬁ Avaya IP Office Manager IP500_Lab2 [9.1.300.120] [Administrator{Administrator])]

File  Edit Wiew | Tools | Help

= EI Extension Renumber. ..

Line Renumber. ..
Conneck Ta...

4 BOOTF (4) Export [ | DMS | Yioicemail I Telephory | Directory Services I Syskem Events | SMTP I

s Operator {3)

1 IPSO0_Labz SICM Service User Management IIF‘SDD_Lah2 Locale
El---*-n,- Swstem (1
,_f Busy on Held Yalidation Location

T4 Line (223

15 Configuration

v Control Unit . ko place Syst 4 ial cantral
-4 Extension (- Print Button Labels on ko place System under special conkra
: User (49) | Irmpart Templates in Manager

g Group (1) ]
BB Shork Code (66) | |

4. A folder browser will open (not shown). Select the directory used in step 1 to store the
template (e.g., \Temp). In the reference configuration, template file
AF_MTS_ SIPTrunk.xml was imported. The template file is automatically copied into the
default template location, C:\Program Files\Avaya\lP Office\Manager\Templates.

5. After the import is complete, a final import status pop-up window will open stating success
or failure. Click OK.

Template Provisioning E

I N | Successfully imported templates to IP Office Manager from
| ! CiTemp
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Note —Windows 7 (and later) locks the Avaya IP Office 9.1 \Templates directory, and it cannot
be viewed. To enable browsing of the \Templates directory, open Windows Explorer, navigate
to C:\Program Files\Avaya\lP Office\Manager (or C:\Program Files (x86)\Avaya\lP
Office\Manager), and then click on the Compatibility files option shown below. The
\Templates directory and its contents can then be viewed.

Q - « Computar = Avarye 50 (C) = Progran Fles (86) + Avays = [P Officn ~ Manager = - m f Search Manager !,')i
Fle Edt VYew Tooks Heb
Grogsnze v Incudemibrey v Shwewth v [ Compstbiky les | Hew fokder =« @
Frogram Fes (x8¢) =l Nare ~ Date mockiad Type }ax lﬂ
Adcbe
e 7/6/2015 12:38 PM ok
Apple Scftware Lpdste do0E JES2015 12:38 FM Fie folder
Avays s : 1238 FM Fie fobter
ATA o5 1Z:39FM Fie folder
Oyarys Communcaton fr-FR 7I6/2015 12238 PN Fio fokder
Svtrys che-X Communicton FSET-UNSTIM-CM 12)11/2014 S09FH  Pde Folder
= IF Office [ 211 Fie fokder
L¥Grmeting e folder
deDE
el MeroeyCards Fie folder
oMY e 3 Fie lokder
fr-FR Phonelnages 12)11{2014 4:09 PM Fie folder
. Templates
‘;( )v| . v AppData = Local - YirtualStore = Program Files (x86) « Avaya = IP Office = Manager - Templates - lml I Search Templates
| File Edit Wiew Tools Help
Organize *  Includeinlibrary »  Share with »+  Mew folder 4= -
=L Avaya ;I Marme “ Date rmodified Type |Size |
| ATA
. | AF_TS_SIPTrunk. sl 8/3/2015 10:55 AM AML Docurment 4 kB
. Awaya Communicator —
. Awaya one-¥ Communicakor
= L IP Office
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5.7.2. Creating a SIP Trunk from an XML Template

1. To create the SIP Trunk from a template, right-click on Line in the Navigation Pane, and
select New SIP Trunk from Template.

IP Offices
= & BOOTP (4) PRI 24 Line |channets|
f-¢4% Operator (3)
-9 IPS00_Lab2 Lime Mumber IUI
=S ] Syster]
‘P 1 Mew » Il
BT |ﬂ Tevs SIP Trunk from Template | I.;I
[+ Cankrg
-4 Exten ‘ uk Chrl+x |N12
E]'"= User (153 Copy Chrl4+C r
EJ"'@ Group Paste Chrl+Y
@ Sharty 23->1
..... @ servic 75 Delete Crl+Del
Blaffy RAS( 4 yalidate I
- 1
[]% \p:;?\lmF Connect Ta.. Chrl+T INever
..... o Direct Mews From Template (Binary) INnne
S
""" £17) Time B Change Universal PRI Card Line Type 3 r
4 {8} Firew Smrommerr T

2. In the subsequent Template Type Selection pop-up window, from the Service Provider
pull-down menu, select the XML template name from Section 5.7.1.

Note — The drop down menu will display the <user supplied text> part of the template
file name (see Section 5.7.1). If the Display All box is checked, then the full template file
name is displayed.

@ Template Type Selection [_ =]

Locale | Urited States (US Englsh] =

Service Provider - Diizplay Al

Create new SIF Trunk, | Cancel

Click Create new SIP Trunk to finish creating the trunk.

3. Once the SIP Line is created, verify the configuration of the SIP Line with the
configuration shown in Sections 5.7.3 - 5.7.8.
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5.7.3. SIP Line Tab
On the SIP Line tab in the Details Pane, configure (or verify) the parameters as shown below:

Set the ITSP Domain Name to the domain known and expected by MTS on the SIP
trunk. In the reference configuration, this was avaya.mts.ca. IP Office will use this
domain as the host portion of the SIP URI of SIP headers in messages sent to the
network.

Check the In Service box.

Check the Check OOS box.

On the Forwarding and Twinning section, set Send Caller 1D to Diversion Header.
Avaya IP Office will include the Diversion header to be able to send the original calling
party ID, in scenarios of call forward to the PSTN and twinning.

On the Redirect and Transfer section, set Incoming Supervised REFER and
Outbound Supervised REFER to Never. REFER was disabled during the compliance
test. See Section 2.2 for details.

Default values may be used for all other parameters.

=] SIP Line - Line 17
STP Line |Transport| 51° URI| vatP | 738 Fax| SIP Credentials| 1P advanced| Engnsering]
Line Mumber Il? 3: In Service Jv
ITSP Domain Mame Iavaya.mts.ca Check 005 Ird
URI Type ISIP j —Session Timers
Location ICInud j Refresh Method I.qutg j
Timer (seconds) IOn Demand :I
Prefix | —Forwarding and Twinning
Makional Prefix ID Criginatar number I
International Prefix IDD Send Caller 1D IDiversion Header [
Counkry Code I —Redirect and Transfer
Mame Priority ISvstem Default j Incoming Supervised REFER. INever j
Description IService Pravider Ouktgoing Supervised REFER INever j
Send 302 Maoved Temporatily [
Qutgaing Blind REFER. '
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5.7.4. Transport Tab
Select the Transport tab and set the following:

e Set the ITSP Proxy Address to the IP address of the MTS SIP proxy server.

e Setthe Layer 4 Protocol to UDP.

e Set Use Network Topology Info to LAN2 as configured in Section 5.2.

e Set the Send Port to 5060.
e Default values may be used for all other parameters.

SIP Line Transport |SIP URI|volP |T38 Fax|SIP Credentials| SIP Advanced| Enginesring

ITSP Proxy Address [10.10.168.20

Metwork Configuration

Layer 4 Protacal fuoe x|l sendport fsoeo
Use MNetwork Topology Info IL.C\N z j Listen Pork |5E|6E|
Explick DNSServer(s) |0 . 0 . 0 . 0 |0 .0 .0 .0

Calls Route via Reqistrar W

Separate Registrar I

B SIP Line - Line 17
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5.7.5. SIP Credentials

MTS required the use of SIP Credentials for the registration of the SIP trunk. These SIP
Credentials are also used to authenticate outbound calls made from the enterprise on the SIP
trunk to the PSTN

To create a SIP Credentials entry, first select the SIP Credentials tab. Click the Add button and
the New SIP Credentials area will appear at the bottom of the pane. For the compliance test, a

single SIP credential was created with the parameters shown below:

MAA; Reviewed:

Set User name and Authentication Name to the value provided by the service provider.

Set Password to the value provided by the service provider.

Leave the Expiry (mins) field to the default value 60. This field defines how often the
service provider requires the SIP trunk registration to be renewed. The actual registration

expiration time is negotiated and agreed as part of the registration exchange.

Check the Registration required box.

Click OK.

Index | |sertlame | Authentication Name | Zonkack | Expiry {mins) | Registar

—Edit SIP Credentials
User narne

Authentication Mame
Cantack

Password

Confirm Password
Expiry {mins)

Reqistration required

Iuser123

Iuser123

B SIP Line - Line 17

5IP Line| Transport | STP URI|volP | 738 Fax SIP Credentials |SIP Advanced| Enginesring

&dd...

Remoyve

Edit .

(019

dil

Cancel
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5.7.6. SIP URI Tab

A SIP URI entry needs to be created to match each number that Avaya IP Office and the service
provider will accept on this line. In the reference configuration, two SIP URI entries were
defined, one for outbound calls to the SIP trunk and another one for inbound calls to the Avaya
IP Office.

To set the SIP URI for outbound calls, select the SIP URI tab and click the Add button. The
New Channel area will appear at the bottom of the pane. Set the parameters as shown below:

Set Local URI to Use Credentials User Name. MTS required the user name configured
in Section 5.7.5 to be sent in the “From” header of all outbound messages sent to the
network.

Set Contact, Display Name and PAI to Use Internal Data.

Under Registration, select 1: <user123> from the pull-down menu. MTS uses Digest
Authentication to challenge all calls made from the enterprise to the PSTN.

IP Office will use this set of SIP credentials, defined in the previous section, to
authenticate outbound calls to the service provider.

Leave the Incoming Group field with the default value 0.

Set the Outgoing Group field to 17. The outgoing line group number is used in defining
short codes for routing outbound traffic to this line. For the compliance test, a new
incoming and outgoing group 17 was defined that only contains this line (line 17).

Set Max Calls per Channel to the number of simultaneous calls to be allowed on the SIP
trunk using this SIP URI pattern.

Click OK.

ﬁ SIP Line - Line 17~

s1p Linel Transpork SIF URI |‘u'u:|IF‘ |T38 Faxl SIP Credentialsl SIP .ﬂdvancedlEngineeringI

Channell Groups | Wiz | Local URI| Contactl Display Name | PP.I' Cre fdd, |

Remowve

Edit, ., |

— Edit Channel
Ok |

Via |1?2.16.15?.135

= - Cancel |
Local URI |2 Cradentials User Mame
Conkack IUse Internal Data ﬂ
Display Mame IUse Internal Daka j
PAL IUse Internal Data ﬂ
Registration |1: userl23 j
Incoming Group ID
COubgaing Group Il?
Max Calls per Channel |1|:| 3:
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To set the SIP URI for inbound calls, select the SIP URI tab and click the Add button. The New
Channel area will appear at the bottom of the pane. Set the parameters as shown below:

e Set Local URI, Contact and Display Name to Use Internal Data. This setting allows
calls on this line that have a SIP URI that matches the number set in the SIP tab of any
user as shown later in Section 5.8.

e Set PAI to None.

e Under Registration, select 0: <None> from the pull-down menu.

e Associate this line with an incoming line group by entering a line group number in the
Incoming Group field. This line group number will be used in defining incoming call
routes for this line. For the compliance test, a new incoming and outgoing group 17 was
defined that only contains this line (line 17).

e Leave the Outgoing Group field with the default value 0.

e Set Max Calls per Channel to the number of simultaneous calls to be allowed on the SIP
trunk using this SIP URI pattern.

e Click OK.

Ei SIP Line - Line 17

SIp Linel Transpart SIP LRI |‘u'u:|IF‘ |T38 Faxl SIP Credentialsl SIP Advancedl Engineeringl

Channel | Groups | Wiz | Local URI | Zonkack | Display Mam fdd,

1 0o 17 172.16.157.135 userl23
1 Remnye |
Edit. .. |

QK |

—Edit Channel

Wia

|1?2.16.15?.135

Cancel |

Local LRI Js2 Inkernal Data |
Contack IUse Internal Data j
Display MName IUse Internal Data ﬂ
PAlL friore =]
Reqistration IEI: <Mone = ﬂ

Incaming Graup Il?"—

Qukgoing Group ID—

Max Calls per Channel m

Additional SIP URIs may be required to allow inbound calls to numbers not associated with a
user, such as a short code. These URIs are created in the same manner as shown previously,
with the exception that the incoming DID number is entered directly in the Local URI, Contact,
and Display Name fields.
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5.7.7. VolP Tab

Select the VolP tab to set the VVoice over Internet Protocol parameters of the SIP line. Set the
parameters as shown below:

¢ In the sample configuration, the Codec Selection was configured using the Custom
option, allowing an explicit ordered list of codecs to be specified. The buttons allow
setting the specific order of preference for the codecs to be used on the line, as shown. In
the example codec G.711ULAW, the only codec supported by MTS on the SIP trunk, is
placed under the Selected column.

e Set Fax Transport Support to T38.

e Set the DTMF Support field to RFC2833. This directs Avaya IP Office to send DTMF
tones using RTP events messages as defined in RFC2833.

e Check the Re-invite Supported box to allow for codec re-negotiation in cases where the
target of an incoming call or transfer does not support the codec originally negotiated on
the trunk.

e Check the PRACK/100rel Supported box, to advertise the support for provisional
responses and Early Media to the service provider.

e Default values may be used for all other parameters.

B SIP Line - Line 17

1P Ling| Transport | SIP URI oIP |T38 Fax| SIP Credentials| SIP Advanced| Engineering |

™ walP Silence Suppression

¥ Re-invite Supporked

Codec Selection ICustam j ™ Codec Lockdown
peesd et ™| allow Direct Wedia Path
3,711 ALAW 64K 8 G711 ULAW 64K

G722 64k ™| Force direct media with phones
G,729(a) 8K C5-ACELP

3.723.1 BK3 MP-MLD v PRACK) 100rel Supported

Py T G711 Fax ECAN

NIEIAIRE

»

Fax Transport Suppoart |T38 j
DTMF Support RFCzaas |
Media Security IDisabIed j
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5.7.8. T38 Fax Tab.
On the T38 Fax tab, uncheck the Use Default VValues box at the bottom of the tab. Set the
T38 Fax Version to version 0.

—

SIP Line - Line 17

SIP Line| Transport | 5IP URI|volp T35 Fax |SIP Credentials| SIP Advanced| Engineering |

T35 Fax Version IIZI j
Transpork IUDPTL j
Redundancy

Low Speed ID 5:
High Speed ID 5:

TCF Method | Trans TCF 4

Max Bit Rate (bps) | 14400 =]

EFlaqg Start Timer (msecs) IZE-EIEI 3:
EFlag Stop Timer {msecs) |23IZIIZI 3:
T Mebwork Timeout {secs) I 150 3:

™ Use Default values

¥ Scan Line Fix-up

IV TFOP Enhancement

™ Disable T30 ECM

" Disable EFlags Far First DIS
™ Gisable T30 MR Compression

MNSF Override

Country Code IIZI 3:
Yendor Code IIZI 3:

Click OK (not shown) to save all the changes made to any of the various “SIP Line” tabs.

No changes were made to the SIP Advanced and the Engineering tabs, so they will not be

visited.
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5.8. Users

Configure the SIP parameters for each user that will be placing and receiving calls via the SIP
line defined in Section 5.7. To configure these settings, navigate to User in the left Navigation
Pane and select the name of the user to be modified. In the example below, the name of the user
is Extn 1102dcp. Select the SIP tab in the Details Pane.

The values entered for the SIP Name and Contact fields are used to match against the SIP URI
of incoming calls without having to enter this number as an explicit SIP URI for the SIP line
(Section 5.7.6). The example below shows the settings for user “Extn1102dcp”. The SIP Name
and Contact are set to one of the DID numbers assigned to the enterprise by MTS. The SIP
Display Name (Alias) parameter can optionally be configured with a descriptive name. Click
OK (not shown) to save any changes.

IP Offices E Extn1102dcp: 1102

(- o Extension (47) B “User I Yoicemail | DMND | Short Codes | Source Mumbers | Telephory I Forwarding | Dial In I Yoice Recording I
=] User (42
= : (4) SIP Personal Directoryl Web Self-administration

----- firg tolser

""" i RemoteManager SIP Mame [zn41234570

----- §r 1557 &v Com RM 1557

----- :"’ 1552 Av Com SIP 1552 SIP Display Name {Alias) IEthl 102dcp

----- § 1101 Extn1101dep

1102 Extnl102dcp Cantact |2|:|£"1234.5?I:|

----- § 1103 Extn1103dcp
----- § 1104Extnitoe
----- $ 1105Extniios

[ Anonymous
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5.9. Fax Extensions

As specified in Section 2.2, during the compliance test it was determined that in order for both
outbound and inbound T.38 fax calls to complete successfully, analog extensions used as fax
machines in the IP Office needed to specifically be classified as such. By doing this, IP Office
offered T.38 in the SDP of the initial INVITE of outbound calls made from these fax extensions.
These calls connected directly at T.38, avoiding the G.711MU voice setup and the problems that
occurred with the subsequent re-INVITE from MTS. On incoming calls to these extensions, IP
Office still sent a T.38 re-INVITE, which was accepted by MTS, after the initial voice
connection using codec G.711MU.

Under Extension on the left Navigation pane, select the extension to be used as a fax machine.
On the Details pane, select the Analogue tab. On the Equipment Classification section, check
the FAX Machine option. The screen below shows the configuration for extension 1503, used as
a fax machine in the sample configuration.

IP Offices E Analogue Extension: 25 1503

-4 Extension {47} || Extn  &nalogue |
-y 101 1101
-y 102 1102 r—Equipment Classification ———— [—Flash Hook Pulse Width

oalfy 103 1103  Quiet Headset ¥ Use System Defaults

-4y 104 1104 .

4y 105 1105 Paging Speaker Mlinimurn Widkh IZD 3: s
-y 106 1106 Standard Telephone
-4y 107 1107
-4y 108 1108
-4y 1091109
-4y 110 1110
-y 111 1111
iy 112 1112
-4y 1131113
ey 114 1114
-4y 115 1115
-4y 116 1116
-y, 8009 1501
-y, 8013 1502

S 150

Tazximum wWidth con = ms
Doar Bhone 1

Doar Phane 2

VR Port —Message Waiting Lamp Indication Type

Faw Machine Maone j
MOH Saurce

i Jie Bt Bl Bie

]

Hook Persistency 100 H ms

-y 26 1504
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5.10. Incoming Call Route

Incoming call routes map inbound DID numbers on a specific line to internal extensions, hunt
groups, short codes, etc, within the IP Office system. Incoming call routes are defined for each
DID number assigned by the service provider.

In a scenario like the one used for the compliance test, only one incoming route was needed,
which allowed any incoming number arriving on the SIP trunk to reach any predefined extension
in the IP Office. The routing decision for the call is based on the parameters previously
configured for the SIP URI (Section 5.7.6) and the users SIP Name and Contact, already
populated with the assigned DID numbers (Section 5.8)

To add a new incoming call route, from the left Navigation Pane, right-click on Incoming Call
Route and select New (not shown). On the Details Pane, under the Standard tab, set the
parameters as show below:

e Set Bearer Capability to Any Voice.
e Set the Line Group Id to the incoming line group of the SIP line defined in Section 5.7.
e Default values may be used for all other parameters.

IP Offices = 17
'"a BOOTP (3] Standard |\-'|:|i|:e Recording I Destinations I
{w Operatar (3)
=l IPS00_Lab2
=0 Swstem (1) Bearer Capability I.D.ny Yoice j
5 Line (200 )
+-= Cantral Unit (4) Line &roup 10 |17 =l
4 Extension (47) Incoming Mumber I
= User (49)
ﬂ Group (1) Incoming Sub Address I
@ short Code {66) _
: @ Service (0 Incoming CLI I
wig RAS () - _—r Locale I j
Incoming Call Route (4)
Prioriky |1 - Liow j
7 Time Profile {0) Tag I
@ Firewall Profile (1) . -
Bl I Route (5) Hald Music Source ISystem Source J
i Account Code (0) Ring Tone Cverride INDHE j
- License (75)
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Under the Destinations tab, enter ““.” for the Default VValue. This setting will allow the call to be
routed to any destination with a value on its SIP Name field, entered on the SIP tab of that User,
which matches the number present on the user part of the “To” header of the incoming INVITE.

X v l=z|-=
Standard I Yoice Recording  Destinations |
TimePrafile Destination Fallback Extension
> Defaulk Yalue ) j j

Additional incoming call routes may be required to allow inbound calls to numbers not
associated with a user, such as a short code. These routes are created in the same manner as
shown, with the exception that the incoming DID number is entered directly in the Incoming
Number field on the Standard tab, and the specific destination (short code, etc.) needs to be
entered on the Default VValue field of the Destinations tab. Click OK (not shown) to save any
changes.

5.11. Short Code

In the reference configuration, Avaya IP Office used Automatic Route Selection (ARS) to route
outbound traffic to the SIP line. A short code is needed to send the outbound traffic to the ARS
route. To create the short code used for ARS, right-click on Short Code in the Navigation Pane
and select New (not shown). The screen below shows the creation of the short code 9N used in
the reference configuration. When the Avaya IP Office users dialed 9 plus any number N, calls
were directed to Line Group 50: Main, configurable via ARS and defined next in Section 5.12.

On the Short Code tab in the Details Pane, configure the parameters as shown below.

e Inthe Code field, enter the dial string which will trigger this short code, in this case 9N.
This short code will be invoked when the user dials 9 followed by any number.

e Set Feature to Dial. This is the action that the short code will perform.

e Set Telephone Number to N. The value N represents the number dialed by the user after
removing the 9 prefix.

e Setthe Line Group ID to the ARS route to be used. In the example shown, the call is
directed to Line Group 50: Main.

e Click OK (not shown).

Short Code |

Code I-:‘

Faatire [0 =
Telaghans Nusiber ]

tne Grop ID [ -]
Loxabe [ =
Fotoe Accourt Code r

Foros Authorizstion Code [
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5.12. Automatic Route Selection

While detailed coverage of ARS is beyond the scope of these Application Notes, this section
includes some basic screen illustrations of the ARS settings used during the compliance test.

The following screen shows the ARS configuration for the route 50: Main. The example shows a
subset of the dialed strings tested as part of the compliance test. See Section 2.1 for the
complete list of call types tested. Note the sequence of Xs used in the Code column of some
entries, to specify the exact number of digits to be expected following the access code and the
first digits on the string. This type of setting results in a much quicker response in the delivery of
the calls by the IP Office.

ms]

B ARS Routs ID F:Af' v Secondary Dl tone
¥ 14 Lre {22) Route Narre f {5ystemTcns |
i Control Unit (4)
¥ 4p Esterdion (47) 3 Owdary Trre Systern Defak (4) _3 W Chack User Coll Barrrg
¥ & User(43)
+ “ Grop (L)
¥ X Shoet Code (66) pees ]
O Servce (0)
¥ oy RAS (1) ) | =Servxe v Ot of Servioe Route [ Mone> :]
+ @ Ireoming Call Route (6
) wa for () .
e Drectory (0) Time trofie [ ] —————— . Guctroushose [<hione> =l
Tve Frofis (0)
+ @ Prevesl Profie (1) l
+ B P Rt (6)
o Acoount Code (0) Code | Totephorm Susbar | Fosturw | Lew Gring D |
W Licenss {75) 10000000000 OILN Dead 17
W Turosd {0) o [ 31 17
+ f Ve Rights (5) N 28 1
3¢ 2040 bed 1?2 _=
¢ 50: Man $ a1l (L) 1
 RAS Location Reques at1 art [edl Emargency 1
BB Locaton (0)
[ Authodzation Code (0)
5 Aternste Route I--)A:ne > _’]

For example, during the compliance test, to dial local PSTN calls the user dialed 9 plus the 10
digit local number, starting with the area code 204 and then the remaining 7 digits.

Code [ 20400000
Feature IDiaI j
Cancel |
Telephone Mumber |204N
Line Group |0 I'I 7 j
Locale I j
Force Account Code r
Force duthorization Code [
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5.13. Save Configuration

Navigate to File = Save Configuration in the menu bar at the top left of the screen to save the
configuration performed in the preceding sections.

The following will appear, with either Merge or Immediate selected, based on the nature of the
configuration changes made since the last save. Note that clicking OK may cause a service
disruption. Click OK to proceed.

Save Configuration M= E3

—IP Office Settings

IPS00_Labz

— Configuration Rebook Mode
i Merge

" Immediate

" WWhen Free

' Timed

—FRebaoak Time

16:22 =

—Call Barring
r Incoming Calls
r Dutgaing Zalls

(0] 4 I Cancel Help
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6. MTS SIP Trunking Service Configuration

MTS is responsible for the configuration of the SIP Trunking Service in its network. The
customer will need to provide the IP address and port used to reach the Avaya IP Office at the
enterprise. MTS will provide the customer the necessary information to configure the SIP trunk
connection from the enterprise site to the network, including:

IP address and port of the MTS SIP Proxy server.

Credentials for the SIP trunk registration (user name, password).

MTS SIP Domain.

Supported codecs and order of preference.

DID numbers.

All IP addresses and port numbers used for signaling or media that will need access to the
enterprise network through any security devices.

This information is used to complete the configuration of the Avaya IP Office discussed in the
previous sections.

7. Verification Steps

The Avaya IP Office System Status and Monitor applications are useful tools used for the
verification and troubleshooting of the SIP connection to the service provider.

7.1. System Status

The Avaya IP Office System Status application can be used to verify the service state of the SIP
line. Launch the application from Start = Programs => IP Office = System Status on the PC
where Avaya IP Office Manager was installed. Under Control Unit IP Address select the IP
address of the IP Office system under verification. Log in using the appropriate credentials

Online |[Offline

Logon

Control Unit IP Address: EEGR-RE]

-
Services Base TCP Port: [eENE!
Local IP Address: WLl hd

Password:

M Auto reconnect

. Secure connection Logon

MAA,; Reviewed: Solution & Interoperability Test Lab Application Notes 33 of 37
SPOC 9/15/2015 ©2015 Avaya Inc. All Rights Reserved. MTS_IPO91



Select the SIP line of interest from the left pane (Line 17 in the reference configuration). On the
Status tab in the right pane, verify that the Current State is Idle for each channel (assuming no
active calls at present time).

W Avarys 1P Office System Status - IPSO0_Lab2 (10.5.5150) - IP500 ¥2 9.1.%.0 buld 120 M=l el

IP Office System Status

SIP Trunk Summeey

Ure Servce Siate; Intervxe

Pwer Dorvar: Naew: magamtsia

Resobeed Address! 10.10,168.20

e Nurbey I7

Nursbes of Admritered Chanrels 20

Surster of Charowls in Uss: 0

Adverstes 03 Cotpeesindy G N

Enable Fatatat off

Servn Suppressiony oft

Macks Strasem: RS

Layer 4 Protosol uoe

SP Trurk Chanved Licerses: Uniewtod ‘ %
SF Trurk Craneed Licerses in Use: 0

SF Devicn Peatires: LPDATE (wonang snd Cubgang)

ool afwfrof -
.
¥

| viscedd | pmze | mmp | 0 oe | contussown | Focoudiewks | P | seesse |

IP Office System Status

LURRtation Susrvery My [ ralelyston

Registration Status

/32015 51042 PN

MAA,; Reviewed: Solution & Interoperability Test Lab Application Notes 34 of 37
SPOC 9/15/2015 ©2015 Avaya Inc. All Rights Reserved. MTS_IPO91



7.2. Monitor

The Avaya IP Office Monitor application can be used to monitor and troubleshoot signaling
messaging on the SIP trunk. Launch the application from Start = Programs = IP Office -
Monitor on the PC where Avaya IP Office Manager was installed. Click the Select Unit icon on
the taskbar and Select the IP address of the IP Office system under verification.

Iﬂ_ Avaya IP Office SysMonitor - [STOPPED]
File Edit Wiew Fikers Status Help

=8| »lE[T| x[)

G| e

Start/Stop
Trace

*

Trace

*

Select

Options  Unit

Click the Trace Options icon on the taskbar and select the SIP tab to modify the threshold used
for capturing events, types of packets to be captured, filters, etc. Additionally, the color used to
represent the packets in the trace can be customized by right clicking on the type of packet and

selecting the desired color.

" ATM | cal | DTE | ECont | FrameRely | GOD | H323 | Intedace |
T1 | YPN WM | SCM I Jade |
IS0 I F.ew/Lamp I Dilectnl_l,ll tedia I FFF I Re I Routing I Services  SIF |S_l,lstem
Ewvents
v Sip ITerse vl [v STUN [~ SIP Dect
Packets
[~ SIP Reg/Opt Fix [~ SIP Misc Rx
[~ SIPReg/Opt Tx [~ SIP Misc Tx
[v SIPCalR [~ Crn Motifp Rz
[~ Cra Matify Tx
[+ Sip Bx IP Filter [rinin. tinmn. an. risn)
¥ Sip Tx |
Default All | Clearan | TobClearsl| TabSeta| oK. o—
Savefle | LoadFile | LoadPartalFie|  SeleotFie |
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8. Conclusion

These Application Notes describe the procedures required to configure SIP trunk connectivity
on the Avaya IP Office Release 9.1, to support the MTS SIP Trunking Service, as shown in
Figure 1.

Interoperability testing of the sample configuration was completed with successful results for all
test cases with the exception of the observations/limitations described in Section 2.2.

9. Additional References

[1] IP Office Platform 9.1, Deploying Avaya IP Office Platform IP500V2, Document 15-601042,
July 2015
https://downloads.avaya.com/css/P8/documents/101005082

[2] Administering Avaya IP Office Platform with Manager, Release 9.1, July 2015
https://downloads.avaya.com/css/P8/documents/101005673

[3] Administering Avaya Communicator on IP Office, Release 9.1, December 2014
https://downloads.avaya.com/css/P8/documents/101005862

[4] IP Office Platform 9.1, Using Avaya IP Office Platform System Status, Document 15-601758,
April 2015
https://downloads.avaya.com/css/P8/documents/101005061

[5] Avaya IP Office Knowledgebase
http://marketingtools.avaya.com/knowledgebase

Product documentation for Avaya products may be found at http://support.avaya.com.
Product documentation for the MTS SIP Trunking Service is available from MTS.
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