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Abstract 
 

 

These Application Notes describe the configuration steps required for Unique 

Communications CAIRS Fault Management to successfully interoperate with Avaya Aura
®

 

Communication Manager. 

 

Unique Communications CAIRS is an umbrella solution which includes various 

subcomponents (Accounting Management, Fault Management, Performance Management, 

Configuration Management, and IP Discovery).  These Application Notes only cover the Fault 

Management component. 

 

Unique Communications CAIRS Fault Management is a SNMP TRAP receiver that receives 

alarm from Avaya S8300D server and the Avaya Media Gateway. 

 

Readers should pay attention to Section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as any observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions. Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
The overall objective of this interoperability compliance testing is to verify that Unique 

Communications CAIRS Fault Management (CAIRS Fault Management) can interoperate with 

Avaya Aura® Communication Manager 6.3.   

 

Unique Communications CAIRS Fault Management is a SNMP TRAP receiver that receives 

alarm from the Avaya S8300D server and the Avaya Media Gateway. 

 

Unique Communications CAIRS Fault Management is configured to receive SNMP traps from 

Avaya Aura® Communication Manager, to display the data in a web interface and to execute 

actions based on the alarm type. 

 

During the test, SIP endpoints were included.  SIP endpoints registered with Avaya Aura® 

Session Manager.  An assumption is made that Avaya Aura® Session Manager and Avaya 

Aura® System Manager are already installed and basic configuration have been performed. 

 

Only steps relevant to this compliance test will be described in this document.  In these 

Application Notes, the following topics will be described: 

 

 Avaya S8300D Server – SNMP TRAP configuration 

 Avaya G450 Media Gateway – SNMP TRAP configuration 

 Unique Communications CAIRS Fault Management– SNMP TRAP receiver 

configuration  

2. General Test Approach and Test Results 
The feature test cases were performed manually.  Various SNMP traps were generated on the 

Avaya Server and Avaya Media Gateway and verified on the CAIRS Fault Management web-

based alarm monitoring screen. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 

2.1. Interoperability Compliance Testing 

The interoperability compliance testing included features tests.  The focus of the compliance 

testing was primarily on verifying the proper reporting of SNMP traps by CAIRS Fault 

Management.  SNMP Traps generated by Avaya Server included SNMP Test, server reboot, 

server login fail, and SNMP agent restart.  The SNMP traps generated by Avaya Media Gateway 

included media module reset, VoIP engine reset, VoIP engine busyout/release, and login failure. 
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2.2. Test Results 

All executed test cases passed.  

 

CAIRS Fault Management successfully received various types of traps from the Avaya S8300D 

Server and Avaya G450 Media Gateway. 

2.3. Support  

Technical support for CAIRS Fault Management can be obtained through the following: 

 support@unique.net 

 (702) 216 – 0266 opt 1 

 www.unique.net/support 

mailto:support@calltechsa.com
http://www.unique.net/support
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3. Reference Configuration 
Figure 1 illustrates a configuration used during the compliance test.  For completeness, Avaya 

96xx Series SIP IP Deskphones on the Avaya S8300D Server and Avaya G450 Media Gateway 

side have been registered to Session Manager, and are included in Figure 1 to demonstrate calls 

between the SIP endpoints that are going through the IP/PRI trunk between two Communication 

Manager.  The solution described herein is also extensible to other Avaya Servers and Media 

Gateways. 

 

Note: Avaya S8300D Server with an Avaya G430 Media Gateway was included in the test only 

to provide an inter-switch scenario.  Thus, there will not be any discussion on configuring Avaya 

S8300D Server with an Avaya G430 Media Gateway. 

 

  
 

Figure 1. Test configuration of Unique Communications CAIRS Fault Management with 

Avaya Aura® Communication Manager 
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 
Equipment/Software Release/Version 

Avaya S8300D Server with Avaya G450 Media 

Gateway 

Avaya Aura® Communication 

Manager 6.3 (R016x.03.0.124.0) with  

Patch 03.0.124.0-21754 

Avaya Aura® System Manager  6.3.13 

Avaya Aura® Session Manager 6.3.13.0.631304 

Avaya 9600 Series SIP IP Deskphone 

 9620 

9641G 

2.6.12 

6.5 

Avaya 9600 and 96X1 Series H.323 IP Deskphone 

 9620 

9621G 

9650 

3.22 

6.23 

3.23 

 

Unique Communications CAIRS Fault Management 

on Windows 8.1 Enterprise  

4.0 
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5. Configure Avaya Aura
®
 Communication Manager  

This section describes the procedure for configuring SNMP in Communication Manager.  These 

steps describe the procedure used for the Avaya S8300D Server and Avaya G450 Media 

Gateway.  All steps are the same for the other Avaya Servers and Avaya Media Gateways.   

 

In this section, the following topics will be discussed: 

 SNMP TRAP Configuration (Avaya Server) 

 SNMP TRAP Configuration (Avaya Media Gateway) 

5.1. Configure Avaya S8300D Server 

The procedures include the following areas: 

 

 Launch maintenance web interface 

 Administer SNMP traps 

5.1.1. Launch Maintenance Web Interface 

Launch a web browser, enter http://<IP address of Communication Manager> in the URL, 

and log in with the appropriate credentials. 
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In the subsequent screen, select Administration  Server (Maintenance) from the top menu. 

 

 
 

The Server Administration screen is displayed. 
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5.1.2. Administer SNMP Traps  

Select Alarms  SNMP Traps from the left pane, to display the SNMP Traps screen.  Click 

Add/Change to add a new trap destination. 

 

 
 

The SNMP Traps screen is updated as shown below.  In the SNMP Version 2c sub-section, 

configure the fields as shown, where “10.64.41.237” is the IP address of CAIRS Fault 

Management, and Community Name can be any desired string. 

 

Note that Community Name is required to be configured on Communication Manager.  The 

Community Name will be utilized by CAIRS Fault Management. 
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5.2. Configure Avaya G450 Media Gateway 

This section provides the procedures for configuring SNMP on the Avaya G450 Media Gateway.  

The procedures include the following areas: 

 

 Configure community string 

 Configure SNMP Traps 

5.2.1. Configure Community String 

Use the “snmp-server community” command below to set the desired community strings for 

read-only and read-write access, where “public” and “private” can be any desired community 

string.  Note that the community strings are required to be set on the Media Gateway.  The 

community name will be utilized by CAIRS Fault Management. 

 
G450-001(super)# 

G450-001(super)# snmp-server community read-only public read-write private 

Done! 

G450-001(super)# 

5.2.2. Configure SNMP Traps 

Use the “snmp-server host” command shown below to enable SNMP traps and notifications to 

CAIRS Fault Management, where “10.64.41.237” is the IP address of the CAIRS Fault 

Management server, and “public” is the read-only community string from Section 5.1.2. 

 
G450-001(super)# 

G450-001(super)# snmp-server host 10.64.41.237 traps v1 public 

Done! 

G450-001(super) 
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6. Configure Avaya Aura
®
 Session Manager 

This section provides the procedures for configuring Session Manager as provisioned in the 

reference configuration.  Session Manager is comprised of two functional components: the 

Session Manager server and the System Manager server. All SIP call provisioning for Session 

Manager is performed through the System Manager Web interface and is then downloaded into 

Session Manager. 

 

It is assumed that Session Manager and System Manager have been installed, network 

connectivity exists between Communication Manager and Session Manager, and following 

topics are already configured in System Manager: 

 SIP Domains 

 Locations 

 SIP Entities 

 Entity Links 

 Time Ranges 

 Routing Policy 

 Dial Patterns 

 Manage Element 

 Applications 

 Application Sequence 

 Manage Users 
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7. Configure Unique Communications CAIRS Fault 
Management  

This section describes the operation of Unique Communications CAIRS Fault Management to 

receive SNMP traps from Avaya Server and Avaya Media Gateways.  Installation of the CAIRS 

Fault Management software was performed by a Unique Communications engineer prior to the 

actual compliance test.  

 

To configure CAIRS Fault Management, navigate to http://<ip-address> in an Internet browser 

window, where “ip-addrss” is the IP address of the CAIRS Fault Management server.  The 

Traffic & Alarms window is displayed. 
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On the Traffic & Alarms window, select Alarm  Traps 

 

 
 

The Traps sub-page is displayed.  On the Traps page, select Admin  Alarm Elements. 
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The Elements page is displayed.  To create a new element, click the New Element tab. 

 

 
 

On the Element Details screen, provide the following information: 

 Provide a descriptive element name for the Name field. 

 IP Address – IP address of Communication Manager. 

 Port – the default trap port is used. 

 Community Name – During the compliance test, public and private are used for read-

only and read-write. 

 Type – Select “CM6” using the drop-down menu. 

 SNMP Version – Select the SNMP version using the drop-down menu. 

 

Click Save. 

 

 
 

Repeat above process for all SNMP devices, including Avaya Media Gateway. 
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8. Verification Steps 
The following steps may be used to verify the configuration:  

 

From the Communication Manager Maintenance Web Interface page, navigate to Alarms  

SNMP Test, and click the Generate Test Trap tab. 

 

 
 

Verify the alarm from the CAIRS Fault Management application. 
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9. Conclusion 
These Application Notes describe the configurations steps required for Unique Communications 

CAIRS Fault Management to successfully interoperate with Avaya Aura® Communication 

Manager.  Testing was successful. 

10. References  
This section references the Avaya and CAIRS Solution documentation that are relevant to these 

Application Notes. 

 

[1] Administering Avaya Aura® Communication Manager, Document 03-300509, Issue 10 

Release 6.3, August 2015, available at http://support.avaya.com. 

[2] Avaya Aura® Communication Manager Feature Description and Implementation, Document 

555-245-205, Release 6.3, October 2013, available at http://support.avaya.com. 

 

The following CAIRS Fault Management information was provided by a Unique 

Communications engineer at the time of the compliance test.  To obtain the document, contact 

the CAIRS support, mentioned in Section 2.3. 

[3]Unique Traffic and Alarms – Admin Guide to Fault Configuration 

 

  

http://support.avaya.com/
http://support.avaya.com/
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are registered trademarks or trademarks, respectively, of Avaya Inc.  All other trademarks are the 

property of their respective owners.  The information provided in these Application Notes is 

subject to change without notice.  The configurations, technical data, and recommendations 

provided in these Application Notes are believed to be accurate and dependable, but are 

presented without express or implied warranty.  Users are responsible for their application of any 

products specified in these Application Notes. 

 

Please e-mail any questions or comments pertaining to these Application Notes along with the 

full title name and filename, located in the lower right corner, directly to the Avaya DevConnect 

Program at devconnect@avaya.com. 

 

 

 

 


