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Abstract

These Application Notes describe the procedures for configuring BroadSoft BroadWorks with
Avaya SIP Enablement Services (SES) and Avaya Communication Manager.

BroadSoft BroadWorks is a SIP application server offering a wide variety of applications to
fixed-line and wireless service providers including Hosted PBX, Mobile PBX, Business
Trunking, IP Centrex and Residential Broadband. For the purposes of the compliance test,
BroadWorks was configured as a Hosted IP PBX. The compliance testing focused on SIP
interoperability between BroadWorks and the Avaya SIP infrastructure.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the procedures for configuring BroadSoft BroadWorks with
Avaya SIP Enablement Services (SES) and Avaya Communication Manager.

BroadSoft BroadWorks is a SIP application server offering a wide variety of applications to fixed-
line and wireless service providers including Hosted PBX, Mobile PBX, Business Trunking, IP
Centrex and Residential Broadband. For the purposes of the compliance test, BroadWorks was
configured as a Hosted IP PBX. The compliance testing focused on SIP interoperability between
BroadWorks and the Avaya SIP infrastructure.

1.1. Configuration

Figure 1 illustrates the test configuration. The test configuration shows two locations with different
SIP domains connected across the Internet. Location 1 has an Avaya SES which controls the SIP
domain avremote.com. Also, located at location 1 is Avaya Communication Manager running on an
Avaya S8500B Server with an Avaya G650 Media Gateway. Endpoints include both SIP and non-
SIP endpoints. Avaya Communication Manager serves as the HTTP server used by IP endpoints
that require the download of a configuration file. The Avaya SES is the license server for the
Avaya one-X™ Desktop Edition.

Location 2 has a BroadWorks application server which performs SIP proxy and registrar functions
for SIP domain as.iopl.broadworks.net. Endpoints include two Avaya 9600 Series IP Telephones
with SIP firmware that register directly to BroadWorks. In a real customer configuration, location 2
represents a second enterprise location or a SIP service provider. No PSTN access or non-SIP
endpoints were used at Location 2 since this would require additional third-party equipment which is
outside the scope of these Application Notes. Communication between the two locations is via a SIP
trunk between BroadWorks and Avaya SES.
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Figure 1: BroadWorks Test Configuration
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2. Equipment and Software Validated

The following equipment and software/firmware were used for the sample configuration provided:

Equipment Software/Firmware

Avaya Communication Manager 4.0.1

on Avaya S8500B Server (R014x.00.1.731.2)
Avaya G650 Media Gateway

IPSI (TN2312BP) HW26 FW36

CLAN (TN799DP) HW13 FW21

MedPro (TN2302AP) HW?21 FW110
Avaya SIP Enablement Services 4.0

on Avaya S8500B Server (SES-4.0.0.0-033.6)

Avaya 4610SW IP Telephone

SIP version 2.2.2

Avaya 9620 IP Telephone
Avaya 9630 IP Telephone

Avaya one-X Deskphone SIP 1.0
Service Pack 1

Avaya one-X Desktop Edition

2.1 SP1 (Build 70)
(Windows XP Professional)

Avaya 6408D Digital Telephone

BroadSoft BroadWorks

14.SP2

Table 1: Equipment Used

3. Configure Avaya Communication Manager

This section describes the Avaya Communication Manager configuration. It assumes the procedures
necessary to support SIP have been performed as described in [3]. It also assumes that an off-PBX
station (OPS) has been configured on Avaya Communication Manager for each SIP endpoint in the
configuration as described in [3] and [4].

This section is divided into two parts. Section 3.1 will summarize some of the user-defined
parameters used in the installation procedures that are important to understanding the solution as a
whole. It will not attempt to show the installation procedures in their entirety. It will also describe
any deviations from the standard procedures, if any.

Section 3.2 will describe procedures beyond the initial SIP installation procedures that are necessary
for interoperating with BroadWorks.

The configuration of Avaya Communication Manager was performed using the System Access
Terminal (SAT). After the completion of the configuration, perform a save translation command to
make the changes permanent.

3.1. Summary of Initial SIP Installation

This section summarizes the applicable user-defined parameters used during the SIP installation
procedures.
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Step Description

1. | IP network region

The Avaya Media Gateway components (CLAN and Medpro), Avaya SES and SIP
endpoints were located in a single IP network region (IP network region 1) using the
parameters described below. Use the display ip-network-region command to view
these settings. The example below shows the values used for the compliance test.

= Authoritative Domain: avremote.com This field was configured to match the
domain name configured on Avaya SES. This name will appear in the “From”
header of SIP messages originating from this IP region.

= Name: Main Any descriptive name may be used.

= Intra-region IP-IP Direct Audio: yes
Inter-region IP-IP Direct Audio: yes
IP-1P direct audio (media shuffling) was enabled to allow audio traffic to be sent
directly between IP endpoints without using media resources in the Avaya Media
Gateway. Shuffling can be further restricted at the trunk level on the Signaling
Group form.

= Codec Set: 1 The codec set contains the set of codecs available for calls within
this IP network region. This includes SIP calls since all necessary components are
within the same region.

display ip-network-region 1 Page 1 of 19
IP NETWORK REGION
Region: 1
Location: Authoritative Domain: avremote.com
Name: Main
MEDIA PARAMETERS Intra-region IP-IP Direct Audio: yes
Codec Set: 1 Inter-region IP-IP Direct Audio: yes
UDP Port Min: 2048 IP Audio Hairpinning? n
UDP Port Max: 3329
DIFFSERV/TOS PARAMETERS RTCP Reporting Enabled? y
Call Control PHB Value: 46 RTCP MONITOR SERVER PARAMETERS
Audio PHB Value: 46 Use Default Server Parameters? y

Video PHB Value: 26
802.1P/Q PARAMETERS
Call Control 802.1p Priority:
Audio 802.1p Priority:
Video 802.1p Priority: AUDIO RESOURCE RESERVATION PARAMETERS
H.323 1P ENDPOINTS RSVP Enabled? n
H.323 Link Bounce Recovery? y
Idle Traffic Interval (sec): 20
Keep-Alive Interval (sec): 5
Keep-Alive Count: 5

aao o
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Step Description

2. | Codecs

IP codec set 1 was used for the compliance test. Multiple codecs were listed in priority
order to allow the codec used by a specific call to be negotiated during call
establishment. The list includes the codecs the enterprise wishes to support within the
normal trade-off of bandwidth versus voice quality. The example below shows the
values used in the compliance test. It should be noted that when testing the use of
G.729, G.711MU was removed from the list.

display ip-codec-set 1 Page 1of 2
IP Codec Set

Codec Set: 1

Audio Silence Frames Packet
Codec Suppression Per Pkt Size(ms)
1: G.711MU n 2 20
2: G.729A n 2 20
3:
CTM; Reviewed: Solution & Interoperability Test Lab Application Notes 6 of 37
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Step

Description

Signaling Group

For the compliance test, signaling group 1 was used for the signaling group associated

with the SIP trunk group between Avaya Communication Manager and Avaya SES.

Signaling group 1 was configured using the parameters highlighted below. All other

fields were set as described in [3].

= Near-end Node Name: clanl This node name maps to the IP address of the
CLAN in the Avaya G650 Media Gateway. Node names are defined using the
change node-names ip command.

» Far-end Node Name: ses This node name maps to the IP address of Avaya SES.

= Far-end Network Region: 1 This defines the IP network region which contains
Avaya SES.

» Far-end Domain: blank This domain will default to the domain specified in the IP
network region form in Step 1. This domain is sent in the “To” header of SIP
messages of calls using this signaling group.

display signaling-group 1
SIGNALING GROUP

Group Number: 1 Group Type: sip
Transport Method: tls

Near-end Node Name: clanl Far-end Node Name: ses
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain:

Bypass If IP Threshold Exceeded? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
IP Audio Hairpinning? n
Enable Layer 3 Test? n
Session Establishment Timer(min): 3
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Step

Description

Trunk Group

For the compliance test, trunk group 1 was used for the SIP trunk group between

Avaya Communication Manager and Avaya SES. Trunk group 1 was configured using
the parameters highlighted below. All other fields were set as described in [3].
Signaling Group: 1 This field is set to the signaling group shown in the previous

step.

Number of Members: 10 This field represents the number of trunks in the SIP
trunk group. It determines how many simultaneous SIP calls can be supported by
the configuration. Each SIP call between two SIP endpoints (whether internal or
external) requires two SIP trunks for the duration of the call. Thus, a call from a
SIP telephone to another SIP telephone will use two SIP trunks. A call between a

non-SIP telephone and a SIP telephone will only use one trunk.

display trunk-group 1 Page 1 of 21
TRUNK GROUP

Group Number: 1 Group Type: sip CDR Reports: y
Group Name: SES COR: 1 TN: 1 TAC: 101
Direction: two-way Outgoing Display? n
Dial Access? n Night Service:
Queue Length: 0O
Service Type: tie Auth Code? n

Signaling Group: 1
Number of Members: 10

Trunk Group - continued
On Page 3:

Verify the Numbering Format field is set to public. This field specifies the
format of the calling party number sent to the far-end.
The default values may be retained for the other fields.

display trunk-group 1 Page 3 of 21
TRUNK FEATURES
ACA Assignment? n Measured: none
Maintenance Tests? y

Numbering Format: public
UUI Treatment: service-provider

Replace Unavailable Numbers? n

Show ANSWERED BY on Display? y
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Step Description

6. Public Unknown Numbering

Use the change public-unknown-numbering 0 command to define the calling party
number to be sent to the far-end. Add an entry for the trunk group defined in Step 4.

In the example shown below, all calls originating from a 5-digit extension beginning

with 68 and routed across trunk group 1 will be sent as a 5 digit calling number. This
calling party number will be sent to the far-end in the SIP “From” header.

change public-unknown-numbering O Page 1 of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp(s) Prefix Len

Total Administered: 2
5 68 1 5 Maximum Entries: 9999
CTM; Reviewed: Solution & Interoperability Test Lab Application Notes 90of 37
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3.2. Configure SIP Trunk and Routing to BroadWorks

To communicate to BroadWorks, a second SIP trunk with the appropriate call routing must be
configured on Avaya Communication Manager. This SIP trunk will be used to route SIP calls to
Avaya SES that are destined to the BroadWorks SIP domain.

Step Description

1. | Signaling Group

For the compliance test, signaling group 2 was used for the signaling group associated
with the SIP trunk group defined for BroadWorks calls (see Step 2). Signaling group 2
was configured using the same parameters as signaling group 1 in Section 3.1 with the
exception of the far-end domain. The Far-end Domain field is set to the domain of
the BroadWorks server, as.iopl.broadworks.net.

display signaling-group 2
SIGNALING GROUP

Group Number: 2 Group Type: sip
Transport Method: tls

Near-end Node Name: clanl Far-end Node Name: ses
Near-end Listen Port: 5061 Far-end Listen Port: 5061
Far-end Network Region: 1
Far-end Domain: as.iopl.broadworks.net

Bypass If IP Threshold Exceeded? n

DTMF over IP: rtp-payload Direct IP-IP Audio Connections? y
IP Audio Hairpinning? n
Enable Layer 3 Test? n
Session Establishment Timer(min): 3

2. | Trunk Group

For the compliance test, trunk group 2 was used for the SIP trunk group defined for
BroadWorks calls. Trunk group 2 was configured using the same parameters as trunk
group 1 in Section 3.1 except the Signaling Group field is set to 2. This includes the
settings on Page 3 of the trunk group form (not shown).

display trunk-group 2 Page 1 of 21
TRUNK GROUP

Group Number: 2 Group Type: sip CDR Reports: y

Group Name: Trk2 COR: 1 TN: 1 TAC: 102
Direction: two-way Outgoing Display? n

Dial Access? n Night Service:

Queue Length: 0O

Service Type: tie Auth Code? n

Signaling Group: 2
Number of Members: 10
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Step

Description

Public Unknown Numbering

Use the change public-unknown-numbering 0 command to define the calling party
number to be sent to the far-end. Add a new entry for the trunk group defined in Step
2. In the example shown below, all calls originating from a 5-digit extension
beginning with 68 and routed across trunk group 2 will be sent as an 11 digit calling
number with prefix 173245. This calling party number will be sent to the far-end in the
SIP “From” header.

change public-unknown-numbering O Page 1of 2
NUMBERING - PUBLIC/UNKNOWN FORMAT

Total
Ext Ext Trk CPN CPN
Len Code Grp(s) Prefix Len

Total Administered: 2

5 68 2 173245 11 Maximum Entries: 9999
5 68 1 5

Automatic Route Selection
Automatic Route Selection (ARS) was used to route calls to BroadWorks. In the
compliance test, numbers that begin with 1241333 were used for testing.

The change ars analysis n command was used to add an entry in the ARS Digit
Analysis Table for the dialed string beginning with n. In the example shown, numbers
that begin with 1241333 and 11 digits long use route pattern 990. Route pattern 990
routes calls to the SIP trunk defined for BroadWorks calls.

display ars analysis 124 Page 1of 2
ARS DIGIT ANALYSIS TABLE
Location: all Percent Full: 1

Dialed Total Route Call Node ANI

String Min Max Pattern Type Num Reqd
124 11 11 deny fnpa n
1241333 11 11 990 fnpa n

125 11 11 deny fnpa n
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Step Description
5. Route Pattern
For the compliance test, route pattern 990 was used for calls destined for BroadWorks.
Route pattern 990 was configured using the parameters highlighted below.
= Pattern Name: Any descriptive name.
= Grp No: 2 This field is set to the trunk group number defined in Step 2.
= FRL: 0 This field is the Facility Restriction Level of the trunk. It must be set to an
appropriate level to allow authorized users to access the trunk. The level of 0 is the
least restrictive.
display route-pattern 990 Page 1 of 3
Pattern Number: 990 Pattern Name: Compliance
SCCAN? n Secure SIP? n
Grp FRL NPA Pfx Hop Toll No. Inserted DCS/ 1IXC
No Mrk Lmt List Del Digits QSIG
Dgts Intw
1: 2 0 n user
2: n user
3: n user
4: n user
5: n user
6: n user
BCC VALUE TSC CA-TSC ITC BCIE Service/Feature PARM No. Numbering LAR
012M4W Request Dgts Format
Subaddress
1: yyyyyn n rest none
2: yyyyyn n rest none
3: yyyyyn n rest none
4y yyyyn n rest none
5 yyyyyn n rest none
G:yyyyyn n rest none
6. | Incoming Call Treatment
The change inc-call-handling-trmt trunk-group n command was used to map an
incoming number to a destination endpoint, where n is the trunk group number
connected to BroadWorks. The compliance test used trunk group 2 to connect to
BroadWorks. The example below shows any incoming 10-digit numbers will have the
first 5 digits deleted, leaving the 5 digit extension of the destination station to be routed
by Avaya Communication Manager.
change inc-call-handling-trmt trunk-group 2 Page 1 of 30
INCOMING CALL HANDLING TREATMENT
Service/ Called Called Del Insert
Feature Len Number
tie 10 5
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4. Configure Avaya SIP Enablement Services

This section covers the configuration of Avaya SES. Avaya SES is configured via an Internet
browser using the administration web interface. It is assumed that the Avaya SES software and the
license file have already been installed on the server. During the software installation, an installation
script is run from the Linux shell of the server to specify the IP network properties of the server
along with other parameters. In addition, it is assumed that the setup screens of the administration
web interface have been used to initially configure Avaya SES. For additional information on these
installation tasks, refer to [5].

Each SIP endpoint used in the compliance test that registers with Avaya SES requires that a user and
media server extension be created on Avaya SES. This configuration is not directly related to the
interoperability of BroadWorks so it is not included here. These procedures are covered in [5].

This section is divided into two parts. Section 4.1 will summarize some of the user-defined
parameters used in the installation procedures that are important to understanding the solution as a
whole. It will not attempt to show the installation procedures in their entirety. It will also describe
any deviations from the standard procedures, if any.

Section 4.2 will describe procedures beyond the initial SIP installation procedures that are necessary
for interoperating with BroadWorks.

4.1. Summarize Initial Configuration Parameters

This section summarizes the applicable user-defined parameters used during the SIP installation
procedures.

Step Description

1. | Login

Access the Avaya SES administration web interface by entering
http://<ip-addr>/admin as the URL in an Internet browser, where <ip-addr> is the IP
address of the Avaya SES server.

Log in with the appropriate credentials and then select the Launch Administration
Web Interface link from the main page as shown below.

A
AVAyA Integrated Management
Standard Management Solutions
: Administration The Adrministration Web Interface Launch Administration Web
allows you to administer this SES Interface
Server,
Maintenance The Maintenance Web Interface Launch Maintenance Web
allows you to rmaintain, Interface
troubleshoot, and configure this SES
server,
~
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Step Description
2. | Top Page
The Avaya SES Top page will be displayed as shown below.
If any changes are made within Avaya SES, an Update link appears in the menu
options at the top of the page. It is necessary to click this link to commit the pending
changes to the database.
Integrated Management =
SIP Server Management
Help Exit Update Server: 12.160.183.200
]
W Top
Manage Users Aadd and delete Users,
Manage Conferencing Add and delete Conference
Extensians.
Manage Media Server Add and delete Media Server
Extensions Extensions.
Manage Emergency Add and delete Emergency
Contacts Cantacts.
lI;‘Ia_na_%_e Address Map Edit Address Map Priorities.
Manage Hosts Add and delete Hosts,
:anage Media Aadd and delete Media Servers,
Manage Adjunct 4dd and delete Adjunct Systems,
ort to ProVision bt
Updatle Manage Trusted Hosts add and delete Trusted Hosts.
Manage Services Start and stop server processes on
this hnst. et
3. | Initial Configuration Parameters

As part of the Avaya SES installation and initial configuration procedures, the

following parameters were defined. Although these procedures are out of the scope of
these Application Notes, the values used in the compliance test are shown below for
reference. After each parameter is a brief description of how to view the value from

the Avaya SES administration home page shown in the previous step.

e SIP Domain: avremote.com

(To view, navigate to Server Configuration->System Parameters)
e Host (SES IP address): 12.160.183.200

(To view, navigate to Host->List; click Edit)

e Host Type: home/edge

(To view, navigate to Host->List; click Edit)

e Media Server (Avaya Communication Manager) Interface Name: cmremotel

(To view, navigate to Media Server—> List; click Edit)
e SIP Trunk IP Address (CLAN IP address): 12.160.183.202
(To view, navigate to Media Server->»List; click Edit)
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4.2. BroadWorks Specific Configuration
This section describes additional Avaya SES configuration necessary for interoperating with

BroadWorks.
Step Description
1. Trusted Host

The IP address of BroadWorks must be configured as a trusted host in Avaya SES so
that SIP messages from BroadWorks are not challenged by Avaya SES. To add a
trusted host, navigate to Trusted Hosts = Add from the left pane of the Avaya SES
window. The Add Trusted Host screen will appear. Enter the parameters as described
below:

e IP Address: The IP address of BroadWorks.

e Host: The IP address of Avaya SES.

e Comment: Any descriptive comment.

B

Integrated Management =
SIP Server Management
Server: 12.160.183.200

n Add Trusted Host
IP address*:  [e4.215.212.70 |
Host* 12.160.183.200 |+
Comment;: |Br0adW0rks | 5
Fieglds marked * are required.
2
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Step

Description

Media Server Address Map

A media server address map is needed to route calls from location 2 to a non-SIP
phone at location 1. This is because neither the caller nor the called party is a
registered user on Avaya SES with a media server extension assigned to it. Thus,
Avaya SES does not know to route this call to Avaya Communication Manager.
Thus to accomplish this task, a media server address map is created.

To configure a media server address map:

e Navigate to Media Server->List in the left pane. In the List Media Servers
window that appears (not shown), click on the Map link next to the host name
of Avaya Communication Manager.

e The List Media Server Address Map window will appear as shown below. If
no other maps exist, click Add Map In New Group. If adding another map for
the same media server, click Add Another Map. In either case, a window
similar to the one shown in Step 3 will appear, for entering the map data.

The example below shows the media server address map, named bw-inbound, after it
was created. To view or edit the contents of the map, click the Edit link next to the
map name (see Step 3).

After configuring the map, the initial Contact information is populated automatically
and directs the calls to the IP address of Avaya Communication Manager
(12.160.183.202) using port 5061 and TLS as the transport protocol. The user portion
in the original request URI is substituted for $(user). For the compliance test, the
Contact field for the media server address map is displayed as:

sip:$(user)@12.160.183.202:5061; transport=tls

~

AVAyA Integrated Management

SIP Server Management
Help Exit Server: 12.160.183.200

B
W List Media Server Address Map

Commands Name Commands Contact
Edit Delete H,323-6803x
Edit Delete hw-inbound
Edit Delete sip:$({useri@12,160.163.202: 5061;transport=tls
Add Another Map Add Another Contact Delete Group

Add Map In New Group
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Step

Description

Media Server Address Map — continued
The content of the media server address map is described below.

If any changes are made, click Update.

Name: Contains any descriptive name

Pattern: Contains an expression to define the matching criteria for calls to be
routed from location 2 to the local Avaya Communication Manager. The
example below shows the expression used in the compliance test. This
expression will match any URI that begins with sip:732456 followed by any
digit between 0-9 for the next 4 digits. Additional information on the syntax
used for address map patterns can be found in [5].

Replace URI: Check the box.

|

Integrated Management
SIP Server Management
Server: 12.160.183.200

Edit Media Server Map Entry

Marme* Ibw—inhnund |

Pattern™ |~sip:732456[0-9]{4]} |

Replace LRI
Fields marked * are required.

CTM; Reviewed:
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5. Configure the Avaya SIP Telephones

The SIP telephones at location 1 will use Avaya SES as the registrar and SIP proxy. The SIP
telephones at location 2 will use BroadWorks as the registrar and SIP proxy.

The table below shows an example of the SIP telephone network settings for both locations. For the
endpoints at location 1, some of these values may be obtained from the download of the endpoint’s
configuration file. For endpoints at location 2, all values are entered manually at the endpoint.

Location 1 Location 1 Location 2
Avaya 4600 Series Avaya 9600 Series | Avaya 9600 Series
IP Telephone IP Telephone IP Telephone
Extension 68002 68003 241 333-2781
IP Address (no 12.160.183.212 12.160.183.213 206.161.212.122
DHCP)
Subnet Mask 255.255.255.224 255.255.255.224 255.255.255.224
Router 12.160.183.193 12.160.183.193 206.161.212.97
File Server 12.160.183.201 12.160.183.201 N/A
DNS Server 12.127.16.67 12.127.16.67 12.160.179.100
SIP Mode Not Configurable Proxied Proxied
SIP Domain avremote.com avremote.com as.iopl.broadworks.net
Avaya Not Applicable Yes No
Environment
Transport Type Not Configurable TLS UDP
(UDP)
Call Server or SIP | 12.160.183.200 12.160.183.200 64.215.212.70
Proxy Server

CTM; Reviewed:
SPOC 1/16/2008

Table 2: Telephone Network Settings

Solution & Interoperability Test Lab Application Notes

©2008 Avaya Inc. All Rights Reserved.

18 of 37
BroadWorks-SES




6. Configure BroadSoft BroadWorks

This section describes the configuration of BroadWorks.

Step

Description

1. | Login

Access the BroadWorks web page by entering as.iopl.broadworks.net in the URL
field of an Internet browser. Log in with the appropriate credentials.

BR&ADSOFT
Tonovation calling,
User ID ‘ ‘ Login
Password | |

[remember Password

Bookmark this page

in zew
BroadSoft and Broadiorks are registered trademarks of

The programs included herein are subject to a restricted use license and san only be used in conjunction ith this application

2. Main Page
The BroadWorks main page appears as shown below.

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ

THIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2

BR@ADSOFT Help - Home

Inmervatian cal ing.

Group Welcome  [Logout

Options: -

> Pioiic Profile
Resoutces Basic Advanced
Senices
AcctiAuth Codes
Lilities

Users Mone of the menu items in this categary are
Add, modify, or remove users. enabled.

Profile
View or rodify your group profile information

Change Password
Change your password
Administrators

Add, modity, of remove group administrators and
department administrators

Departments
Add, modify, of remove departments in your groug,

Holiday Schedule

Add, modify, or remove holiday schedules foryour
aroup

Time Schedule

Add, modify, or remaove time schedules for your
araup

CTM; Reviewed:
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Step Description
3. | Group
The applications and functionality provided by BroadWorks is separated by groups. A
group, Avaya-Dev, was created for the compliance test to contain all the resources,
users, and service definitions needed for the test. To view the profile for this group,
select Profile from the left pane of the main page. The SIP domain for BroadWorks,
as.iopl.broadworks.net, is defined in the Default Domain field.
CLICK HERE FOR PUBLIC INTEROP SERVER FAQ T
THIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2
Help - Home
Welcome  [Logout]
e Profile
B Profile X . : " : ;. . -
R Yiews ar modify your group profile information. Some information can be modified anly by your administrator.
Acctifuth Codes I e . ek . : l
Utilities
Service Provider: Interoperability
Group: AEIIa-Dev
| |
Calling Line ID Group Mame: | |
Contact Marme: I I
ContactPhone:| |
Contact E-mail: I |
Tirne Zone: | (GMT-04:00) US/Eastem :::
r User Limits
Maximurn number of users: 25
Current number of users: 7
r Additional Information
Address:
City: StatesProvince:
ZipiPostal Code: Country:
= 1 I
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Step

Description

Resources

Identity/Device Profiles must be created for each resource used by the compliance test.
This includes each of the local SIP phones and the Avaya SES. To view the
identity/device profiles created for testing, select the Resources link in the left pane
followed by selecting the Identity/Profile link in the right pane.

Group

Options:
Proiile

» Resources
Serdces
Acctiduth Codes
Utilities

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ i

THIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2 1IN

BRwWADSOFT

lanavatien col lling.

Resources
Configuration

ldentity/Device Profiles
Add, modify, or rernove identity/device profiles.

Domains
Display the list of domains assigned ta your group

Numbers

Display the list of phone numbers assigned to your group
and assign those numbers to departments

Services

Display the list of services and service packs authorized
for your group.

Trunking Call Capacity

Displays the maximurm nurmber of simultaneous calls
availahle foryour group to use in trunking groups and the
number of simultaneous calls already allocated to existing
trunk groups.

|»

Help - Home

Welcome  [Logout

Assignment

Assigh Group Services
Assign or unassign group services foryour group.

Mew User Services Template

Add or rernove user semvices and service packs for the
user template, which is applied when a new user s
created.

Existing User Services
Assigh or unassigh user services and service packs for all
USErs in your group.
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Step

Description

5. Identity/Device Profile

The Identity/Device Profiles page will appear similar to that shown below but without
a list of existing profiles. To view a list of existing profiles, select the Search button in
the right pane. The resulting view is shown below. To view any profile, select the
Edit link next to that profile. The profile named Avaya-DevTrunk was not used as
part of the testing. It was replaced with the profile named avaya-Ses. Also, only two
SIP phones were used on the BroadWorks for the compliance test, even though three
profiles were created.

~
i
BR&ADSOFT Helg - Home
p
Welcome  [Logou]
Options: . 3 =
— Identity/Device Profiles
Rl y . SR——— :
e Add a new group identitydevice profile or manage existing identitydevice profiles.
AcctiAuth Codes
Ltilties Enter search criteria helow
— 1 ] [ B
| Setsvin ] | |
Identity Device Profile  IdentityDevice Profile  Available Host Name 1P MAC e
Name | Type Poits Addiess Addiess ~ =US
Awaya-Devs Genetic SIP Phone Unlimited Online  Edit
Ayaya-DeT Genetic SIP Phone Unlimited Online  Edit
Avaya-Devl Generic BIP Phone Unlimited Online  Edit
Avaya-DevTrunk gegllw:ric SIF PBX - single Unlimited Online  Edit
avays-Ses Ausya SES TestPrafile  Unlimited 12.160.183.200 Online  Edit
[Page1afi]
= 1
>
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Step

Description

Generic SIP Phone Device Profile

For each SIP phone registered to BroadWorks, a separate profile was created with a
separate name and the Identity/Device Profile Type set to Generic SIP Phone.
Below is the profile named Avaya-Dev6 which is associated with one of the SIP

phones registered with BroadWorks.

petions; Identity/Device Profile Modify

Profile

Madify or delet it identityidevice profile.
Resources odify or delete an existing aroup identitydevice profile

i CLICK HERE FOR PUBLIC INTEROP SERVER FAQ

M THIS SERVER IS RUNNING BROADWORKS RELEASE 14.SP2

Senices l [u]4 . Apply . Delete . Cancel
AcciAuth Codes

Utilities

Profile

N users

IdentityDevice Profile Mame: Avaya-Devi
IdentityDevice Profile Type: Generic SIP Phone

Protocol:

Help - Home

Welcome [Logoug

Host MameilP Address: |

F’urt:%

Transport: i Unspecified |

MAC Address: |

Serial Number: ‘

Description: |

Outhound Praxy Server. |

STUM Servar. \

Physical Lacation: ‘

Lines/Forts: Unlimited
Assigned LinesiPorts: 1
Unassigned LinesiPorts: Unlimited

== 1 .
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Step

Description

Avaya SES Test Profile
For the SES, a separate Identity/Device Profile Type was used called Avaya SES Test
Profile. The Host Name/IP Address field was set to the IP address of Avaya SES.

The properties of this profile type are shown in Step 8. This profile allows the

BroadWorks to use the Avaya SES IP address in the SIP “To” header for calls destined
for the Avaya SES. This is necessary for interoperability in the configuration shown in

Figure 1.

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ
HIS SERVER IS RUNNING BROADWORKS RELEASE 14.5

Profile

Help - Hame
Group = Avaya-Dev Welcome [Logout
Options: P = . P
= Identity/Device Profile Modify
rofile
E—— Modify or delete an existing group identitydevice profile.
AcctiAuth Codes

IdentityDevice Profile Name: avaya-Ses
IdentityDevice Profile Type: Avaya SES Test Profile

v

*Host NamedP Address: [12.160.183.200 | Por|

Transpart: . Unspecified ¥

MAC Address: |

Protoca

Serial Number:§

Description:

BTUN Ser\fer:i

[

|

[

Outhound Praxy Server: | |
[

|

Physical Location:

LinesiPorts: Unlimited
Assigned Lines/Ports: 8
Unassigned LinesParts: Unlimited

=11 .

b
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Step Description

8. | Avaya SES Profile Type

Creating or modifying Identity/Device Profile Types requires System or Service
Provider provisioning-level access. To access the profile type settings, log in with the
appropriate credentials and select the Resources link in the left pane, followed by
Identity/Device Profile Type in the right pane. Select the Edit link next to the profile
type of interest and the page shown below will be displayed.

The Avaya SES Profile Type was created with the parameters of a BroadWorks PBX
Classification Type-E PBX. This profile type is a device addressing profile, which
means the Avaya SES IP address is expected in the SIP “From” header for calls
originating from the Avaya SES. Similarly, the Avaya SES IP address is expected in
the SIP “To” header in calls terminating on the Avaya SES. Please refer to [6] for a
full explanation on this topic and the settings used below.

BR&ADSOFT Help - Home
meraion calling.
System Welcome Default Administrator [Logou]

Options:
Profile
P Resources

=N - T - ¥ -
Utilities

Identity/Device Profile Type: Avaya SES Test Profile
Signaling Address Type: Intelligent Device Addressing
[] Obsolete

Identity/Device Profile Type Modify

Modify an existing identity/device profile type

r Standard Options
Number of Forts: Unlimited Limited Te
Ringback Tone/Early Media Support: (&) RTP - Session

() RTP - Early Session

O Local Ringback - No Early Media

[] Registration Capable [] Authentication Override
Static Registration Capable [[] Video Capable

[] E164 Capable RFC3264 Hold

[ Trusted
r Advanced Options

[] Route Advance [[] Forwarding Override
[] wireless Integration Conference Device
PBX Integration Music On Hold Device

[] Use Business Trunking Contact

r Auto Configuration Options
Web Based Configuration URL:

Auto Configuration Type: 2 Config File 3 Config File * Mot Supported
ResetEvent:  reSync  checkSync © Not Supported
Enable Monitoring

CPE System File Name:

Device File Format:

= 1 1
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Step

Description

Services

A trunk group was created to access Avaya SES. To view the trunk groups created for
the compliance test, select Services from the left pane, then select Trunk Group from
the right pane. A list of trunk groups will appear. In the case of the compliance test, a

single trunk appears in the list. Select the Edit link next to the trunk.

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ

HIS SERVER IS RUNNING BROADWORHKS RELEASE 14.5

BR&ADSOFT Help - Home

Inrevation ¢ Ming.

roup elcome [Logoud
G Wel

Options: =
o Services

Resources Basic Advanced

Eppgces Auto Attendant Call Center
Acctiiuth Codes

Serves as an avtomated receptionist that answers the phone and  Automatically process incoming calls received by a single phone
LHilities provides a personalized message to callers. Callers have the nurmber by distributing thern to a group of users or agents.
option to connect to the operator, dial by name or extension, or Includes enhanced features such as agentlog in and log out, call
connectto configurable extensions gueuing, and overflow contral

CommpPilot Call Manager Trunk Group
Configure the CommPilot Call Manager settings foryour group's  Allows a group of users on a device (o have a restricted number of
users active calls

Call Pickup
Enahle users to answer any ringing line in their call pickup group

Hunt Group

Automatically process incoming calls received by a single phone
number by distributing them amaong a group of users or agents.
Music/Video on Hold

Play an uploaded audio {music) or videno file for callers on hald.

Woice Messaging

Enahle users to record messages far incoming calls. A message
can be recorded when the call is not answered within a certain
number of rings, when the user's phone is busy, orwhen
transferrad directly to the user's voice mail

Yoice Portal

Allow users to call from any phone so thatthey can use and
configure their user serices

CTM; Reviewed: Solution & Interoperability Test Lab Application Notes
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Step

Description

10.

Trunk Group

The trunk group menu options appear as shown below. To view the profile settings for
the trunk group, select the Profile link in the right pane.

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ

THIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2

BR&ADSOFT

Innovation calling.

Options:
Profile
Utilities

Group = Trunk Group : Avaya-DevT G

Profile
Basic

Profile

Display and configure information such as name,
department, time zone and language for this trunk group.
Addresses

Display and configure inforrmation such as phone number,
extension, and identitydevice profile for this trunk group
Password

Configure the voice portal passwaord for this trunk group.

Capacity Management

Configure the maximurm, bursting capacity and capacity
exceeded parameters for this trunk graup
Unreachable Destination

Configure the unreachahle destination parameters for this
trunk group.

Yoice Portal

Change voice portal options of the frunk group.

Helg - Home
Welcome  [Logoui]

Advanced

Trunk Group User Creation
Create users in bulk for a trunk group

Assign Services
Assign orunassign senices and serwice packs.

|»
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Step

Description

11.

Trunk Group Profile

The trunk group was created with the name Avaya-DevTrunkGroup. This same name
was used in the Calling Line ID Last Name and Calling Line ID First Name fields.

BR&=ADSOFT

Inravation caling.

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ

Group = Avaya-Dey = Trunk Group : Avaya-DevTG

Options:
B Profile
Utilities

Trunk Group Modify

Modity the selected trunk group.

THIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2

Help - Home

Welcome  [Logoug

= 1= - I

‘-Last MName

*Calling Line D |
Last Narne:

password:
Re-tvpe new
authentication
passward:

Trunk Group 10: Avaya-DeyTG
* Marng: !!Avaya—DevTrunkaup

|Avaya-DeswTrunkGroup

Department None v |

Change User 1D i4lso saves current screen data

*Callingl 3
Line 1D First | Avaya-DevTrunkGroup |
Narne:

Language: | English v |

Time Zone: ‘ (GMT-04:00) US/Eastem

il

* Maximum Active [-
Calls Allowed: [

Maximurm Active _
Incaming Calls |
Allowed:
Maximum Active
Cutgoing Calls{
Allowed:

[[] Enahle Authertication

Authentication [~
User Mame: L

Type new

authentication

Enter search criteria helow

v | [Starts with v |

| + Search

=1 1 .
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Step

Description

12.

Trunk Group Address

The trunk address settings can be viewed by selecting the Addresses link in the
window shown in Step 10. The trunk address settings are configured with the

following parameters:

» Phone Number: This is a number that can be used as a general access number
for the far-end PBX (Avaya Communication Manager) such as an auto
attendent. It was not used as part of the compliance test.

= |dentity/Device Profile radio button: selected

= |dentity/Device Profile Name: Set to the Avaya SES profile defined in Step 7.

= Line/Port: Same as the Phone Number field.

&
Help - Home
Group = Avaya-Dey = Trunk Group : Avaya-DevTo Welcome  [Logou]
Options:
"P o Trunk Group Addresses
rofile
T Addresses allows you to view and maintain your phone nurbers and other identities that are used to make
sl and receive calls
= T
| | Extension: [go00 I
@ |dentityDevice Profile ) None
Identity/Device Profile
IdentityDevice Profile Name . avaya-Ses (Group) + |Configure IdentityDevice Prafilel
* LinefPort (7324568000 ] ]
Contact: gipi- |
Aliases: swp:| \ @é_@_plbroadworks.net V_|
s | | @|esiopt broadworke et |
sip: | \ @é_@_;ﬂ _broadhwarks.net V_|
= T
v
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Step Description

13. | Users

Users must be created for each endpoint used in the test. This includes local endpoints
and those connected to the far-end PBX. To view the list of users, select the User link
in the right pane of the window in Step 2.

The Users page will appear similar to that shown below but without a list of existing
users. To view a list of existing users, select the Search button in the right pane. The
resulting view is shown below. To view any user profile, select the Edit link next to
that user followed by the Profile link in the subsequent window (not shown). Only
two SIP phones were used on the BroadWorks for the compliance test (see Figure 1),
even though additional profiles are shown.

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ
I THIS SERVER IS RUNHING BROADWORKS RELEASE 14.5P2

Help - Home
Welcome  [Logouf]

Options:
B Profile
Resources

acctiputh Codes

Users

Add & new user or manage existing users in your department or group.

Siiiles Enter search criteria below
v [Senswin ]| ]
Last Name [4] First Name Departinent  Phone Number  E-mail Address  In Trunk Group  Edit
Avaya-DevUserl  Avaya-Devlser] +1-7324568001 v Edit
Avaya-DevUser?  Avaya-Devlser? +1-7324568002 v Edit
Avaya-DevUserd  Avaya-Devllser3 +1-7324568003 v Edit
Avaya-DevUserd  Avaya-Devlserd +1-7324568004 v Edit
Avaya-DevUsers  Avaya-Devlserd +1-2413332781 Edit
Avaya-DevUserT  Avaya-Devlser? +1-2413332782 Edit
Avaya-Devlserd  Avaya-Deviserd +1-2413332783 Edit
[Page 1 of1]
= 1
]
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Step

Description

14.

Local User

The settings for one of the local users are shown below. All local users have similar
settings. The User ID given to the user below was Avaya-DevUser6. The same name
was used for the Last Name, First Name, Calling Line ID Last Name and Calling
Line ID First Name fields. The Group field is set to Avaya-Dev which was shown in

Step 3.

Options:

» Piofile
Incoming Calls
Qutgoing Calls
Call Control

Group - Users : Avaya-DevUsers

CLICK HERE FOR PUBLIC INTEROP SERVER FAQ

! THIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2

Help - Home
Welcome [Logoug

Profile

Profile allows vou to wiew and maintain your profile information. The information filled in specifies vaur primary phone numhber, extension, and device that
are used for handling calls. Filling in the additional information section allows your mobile phone, pager, and other information to be visible to other group
mermbers in the aroup phone list. Some of this infarmation can only be maodified by your administrator,

Client Applications

= T T

Messaging
Sermvice Scripts
Ulilities

Service Pravider ID: Interoperability
User |D: Avaya-DevUserfi

Group: Avaya-Dev
Change User 1D (Also saves current screen data)

*Last Name: Bvaya-Deviserb | =First Name: [Avaya-DevlUserh

*Calling Line 1D Last Marme: | Avaya-DevUser6 | * Calling Line 1D First Mame: !}xyarysigg\{q?gfer |

Department \-NDHE;Z] Language: !jEﬂgI\sh r

Time Zone: | (GMT-04:00) US/Eastem >
[ Additional Information
Titie:| |
i =
Pager; Mohile:|
E-rmail ‘ | ‘r’ahnnID'|
Location: 1 - B |
Address:| |
1 |
city:| StalefProvins:| - Select— W
Zip/Postal [
Codel Country:|
l 0K . Apply . Delete

. Saedl _

i

v
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Step Description
15. | Local User Address
To view the user address settings, select the Edit link in the window in Step 13,
followed by the Address link in the subsequent window (not shown). The following
window appears. The user address settings are configured with the following
parameters:
= Phone Number: This is the phone number associated with the user.
= |dentity/Device Profile radio button: selected
= Identity/Device Profile Name: Set to the Avaya-Dev6 profile for this user
shown in Step 6.
= Line/Port: This is set to the Phone Number@as.iopl.broadworks.net.
Group = Users - Avaya-DevUsers Welcome  [Logou
L Addresses
4 ﬁnu calls Addresses allows you to view and maintain your phone numbers and other identities that are used to make and receive calls.
. cw mTe e
Client Applications o e
Messaging Phone Mumber \ vEE)dEnsinn ‘2?81 i
SORICEISTHE @ |dentityDevice Proile O Trunk Group O Mane
il IdentiyiDevice Profile
Identity/Device Profile Name:[ﬁya—DevB (Group) ~_f Configure ldentityDevice Profile
*LinefPort: :2413332?51 4@}77&5 |7Dpr'\r broadworks net "
Aliases: sip: Avava-DevUserbi@as iop1 broadworks. net
sip: | i@: ﬁSrllilrpllr En:ladwurks nét V
sip: | |@ as.iopl.broadworks.net VI
Sip. | I@ ﬁS‘iD[ﬂ- br’DﬁdWDI’KS ne-t -"
= I
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Step Description
16. | Avaya SES User
The settings for one of the Avaya SES users are shown below. All Avaya SES users
have similar settings. The User ID given to the user below was Avaya-DevUserl. The
same name was used for the Last Name, First Name, Calling Line ID Last Name
and Calling Line ID First Name fields. The Group field is set to Avaya-Dev which
was shown in Step 3.
CLICK HERE FOR PUBLIC INTEROP SERVER FAQ I i
HIS SERVER IS RUNNING BROADWORKS RELEASE 14.5P2
BR&ADSOFT el - Home
inmavarian calling.
Group = Users : Avaya-DevUserd Welcome  [Logoui
Options: Profile
B Proflic Profile allows you to view and maintain your profile information. The information filled in specifies your primary phone number, extension, and device that
Incoming Calls are used for handling calls. Filling in the additional information section allows your mobile phone, pager, and other information to be visible to other aroup
Outnoing Calls members inthe group phone list. Some of thig information can only be modified by your administrator.
Call Cantral
Messaging
Setvice Scripts Service Provider ID: Interoperability Group: Avaya-Dev
Utilities User |D: Avaya-Devlser! Change User 1D {Also saves current screen data)
* Last Namme: [lvaya-DevUsarl * FirstName: | Avaye-DevUser! |
* Calling Line 1D Last Mame: EKA\V/ayB:DVE!’\fHSVEﬂ i\ * Calling Line D First Name: LA\{a@—Qg}/LﬁJggﬂ !
Department: IjNune::._; La”g“age';?”g“w_:ﬁ
Titne Zone: | (GMT-04.00) US{Eastem |
[~ Additinnal Information
Title:| |
Pager. 7' Mum\e.i: |
E-mail:| ‘ YahoolD:|
Location: - B |
Address:| |
‘ |
Gity: | 3Stalemevmce:i; Select —
e ] Gountry| ]
=11
~
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Step Description

17. | Avaya SES User Address
To view the user address settings, select the Edit link in the window in Step 13,
followed by the Address link in the subsequent window (not shown). The following
window appears. The user address settings are configured with the following
parameters:

= Phone Number: This is the phone number associated with the user.

»= Trunk Group radio button: selected

=  Trunk Group: Set to the trunk group profile for the Avaya SES defined in

Step 10.
= Line/Port: This is set to the same as the Phone Number field.

Bmﬁgﬂ: Help - Home

Group = Users : Avaya-Devlser? Welcome [Logouf]

Setione: Addresses

B Profile
e Addresses allows you to view and maintain your phone numbers and other identities that are used to make and receive calls

Call Control
Client Applications
Messaging

o : :
DEEE St I ldentityDevice Profile & Trunk Group O Mane
Utilities

Phone Mumper: | 7324568001 | Extension: |a001

Trunk Group
Trunk Group: | I

*Line/Port 7324568001

Contact: gip

Aliages: sip: Avaya-DevUserl @as.iopt . broadwarks.net
alie| |@|ssiopl broacworksnet v
sip: | @| asiopl broadworks.net bl

sip: [ “'@:.;33 iop1 broadworks.net v

=

7. Interoperability Compliance Testing

This section describes the compliance testing used to verify the interoperability of BroadSoft
BroadWorks with Avaya SIP Enablement Services and Avaya Communication Manager. This
section covers the general test approach and the test results.

7.1. General Test Approach

The general test approach was to make calls to/from BroadWorks using various codec settings and
exercising common PBX features.

7.2. Test Results

BroadWorks passed compliance testing. The following features and functionality were verified.
Any observations related to these tests are listed at the end of this section.

= Successful registrations of the endpoints at each location.

= Calls between SIP endpoints at location 1 and BroadWorks endpoints.
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= Calls between non-SIP endpoints at location 1 and BroadWorks endpoints.

= Calls using various SIP telephone types including the Avaya 4600 Series IP Telephones
(with SIP firmware), Avaya 9600 Series IP Telephones (with SIP firmware) and the
Avaya one-X Desktop Edition (SIP Softphone).

G.711MU and G.729A codec support

Proper recognition of DTMF transmissions.

PBX features including Hold, Transfer, Call Waiting, Call Forwarding and Conference.
Extended telephony features using Avaya Communication Manager Feature Name
Extensions (FNE) such as Call Park, Call Pickup, and Automatic Redial. For more
information on FNEs, please refer to [4].

= Proper system recovery after a loss of IP connection to BroadWorks.

The following observations were made during compliance testing:

= To support the BroadWorks redundancy model, SIP phones that register to BroadWorks must
support DNS Naming Authority Pointer (NAPTR) or Service (SRV) lookups of the FQDN
contact supplied by BroadWorks. DNS Address (A) record lookups are not sufficient, unless
it can be ensured that the DNS server returns fixed order A records. The phones at location 2
in Figure 1 only supported DNS A lookups and the initial DNS server did not return fixed
order A records, so a second DNS server was configured to return a single address for the
BroadWorks Application Server FQDN. Without this change, intermittent dropped calls
occurred with the SIP phones at location 2.

= BroadWorks does not support the History-Info header for call forwarding purposes. This
affects call scenarios not shown in Figure 1. This affects scenarios where BroadWorks
provides PSTN access for the endpoints connected behind Avaya SES (endpoints at location
1). Specifically, call forwarding will fail in the following scenario. An endpoint connected
behind the Avaya SES is forwarded to a PSTN number (via the BroadWorks server). Any
incoming PSTN call from BroadWorks destined to this endpoint with call forwarding
enabled will not be properly forwarded back to the PSTN via the BroadWorks server.

8. Verification Steps

The following steps may be used to verify the configuration:
e From the Avaya Communication Manager SAT, use the status signaling-group command to
verify that the SIP signaling group is in-service.
e From the Avaya Communication Manager SAT, use the status trunk-group command to
verify that the SIP trunk group is in-service.
e From the Avaya SES web administration interface, verify that all endpoints are registered
with Avaya SES. To view, navigate to Users=>Registered Users.

e Verify that calls can be made between SIP endpoints registered with Avaya SES and
BroadWorks endpoints.

e Verify that calls can be made between non-SIP endpoints connected to Avaya
Communication Manager and BroadWorks endpoints.

9. Support

For technical support on BroadWorks, contact BroadSoft via the Services and Support link at
www.broadsoft.com.
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10. Conclusion

BroadSoft BroadWorks passed compliance testing. These Application Notes describe the
procedures required to configure BroadSoft BroadWorks to interoperate with Avaya SIP Enablement
Services and Avaya Communication Manager as shown in Figure 1.
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[4] Avaya Extension to Cellular and Off-PBX Station (OPS) Installation and Administration Guide
Release 3.0, version 6.0, Doc # 210-100-500, Issue 9, June 2005

[5] Installing and Administering SIP Enablement Services, Doc# 03-600768, Issue 4, May 2007.

[6] BroadSoft BroadWorks Business Trunking Configuration Guide, Release 14.0,Version 1.

[7] BroadSoft BroadWorks SIP Business Trunking Interworking Guide, Release 14.0, Version 4.

[8] BroadSoft BroadWorks Application Server Service Provider Web Interface Administration Guide
— Part 1, Release 14.0, Version 4.

[9] BroadSoft BroadWorks Application Server Group Web Interface Administration Guide — Part 2,
Release 14.0, Version 4.

Product documentation for Avaya products may be found at http://support.avaya.com.

Product documentation for Broad\Works can be obtained from BroadSoft.
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