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 Avaya Solution & Interoperability Test Lab 
 

Application Notes for Engelbart esuits² Special Purpose 

Console (SPC) Framework Solution using Avaya Client  

JavaScript SDK 4.4 and Avaya BreezeTM 3.8 - Issue 1.0 

 
 

Abstract 
 

These Application Notes contain instructions for Engelbart esuits² Special Purpose Console 
(SPC) Framework Solution using Avaya Client JavaScript SDK 4.4 and Avaya BreezeTM 3.8 

to successfully interoperate with Avaya Aura Environment 8.1.3. 
 
Readers should pay attention to Section 2, in particular the scope of testing as outlined in 
Section 2.1, as well as observations noted in Section 2.2 to ensure that their own use cases are 
adequately covered by this scope and results. 
 
Information in these Application Notes has been obtained through DevConnect compliance 
testing and additional technical discussions. Testing was conducted via the DevConnect 
Program at the Avaya Solution and Interoperability Test Lab. 

 

https://www.devconnectprogram.com/dpCompany/edit/13562
https://www.devconnectprogram.com/dpCatalogForm/download/f2f06e97-d25b-43e9-8f28-dbe9d1c2e2ea
https://www.devconnectprogram.com/dpCatalogForm/download/f2f06e97-d25b-43e9-8f28-dbe9d1c2e2ea
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1. Introduction 
These Application Notes describe the configuration steps required for Engelbart esuits² Special 

Purpose Console (SPC) Framework solution to interoperate with Avaya Aura Environment 8.1.3 

and Avaya BreezeTM 3.8.  

The Engelbart esuits² Special Purpose Console (SPC) Framework solutions is a software 

application that serves as a softphone running as a browser application. Engelbart esuits² Special 

Purpose Console (SPC) Framework solutions integrated with Avaya Client JavaScript SDK 4.4 

for voice call control and audio to register as WebRTC endpoints with Avaya Aura® Web 

Gateway and Avaya Aura® Session Manager. 

2. General Test Approach and Test Results  
Interoperability testing contained functional tests mentioned in Section 2.1. All test cases were 

performed manually. Necessary user actions were performed from the agent telephones to test 

different call scenarios. The serviceability test cases were performed manually by 

disconnecting/reconnecting the network to Engelbart esuits² Special Purpose Console (SPC) 

Framework Server. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent to 

the interoperability of the tested products and their functionalities. DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect member’s solution. 

 

Avaya recommends our customers implement Avaya solutions using appropriate security and 

encryption capabilities enabled by our products. The testing referenced in these DevConnect 

Application Notes included the enablement of supported encryption capabilities in the Avaya 

products.  Readers should consult the appropriate Avaya product documentation for further 

information regarding security and encryption capabilities supported by those Avaya products. 

                                                                                                     

Support for these security and encryption capabilities in any non-Avaya solution component is 

the responsibility of each individual vendor.  Readers should consult the appropriate vendor-

supplied product documentation for more information regarding those products.  

 

For the testing associated with these Application Notes, the interface between Avaya systems 

and the Engelbart esuits² Special Purpose Console (SPC) Framework solution utilized enabled 

capabilities of TLS/SRTP. 
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 Interoperability Compliance Testing 

The interoperability Compliance test included feature and serviceability testing. Feature testing 

included the validation of the following: 

• Registration - Successful registration of esuits² Special Purpose Console (SPC) 

Framework client with Avaya Aura Device Services (AADS) and Avaya Aura Web 

Gateway (AAWG). 

• Inbound and Outbound Calls between esuits² Special Purpose Console (SPC) 

Framework client and Avaya SIP, H.323, and digital telephones. Calls between esuits² 

Special Purpose Console (SPC) Framework client and PSTN endpoints. 

• Calls with G.711, OPUS codec support and negotiation, with and without media 

shuffling. 

• Calls with SRTP enabled and disabled 

• Basic features including audio call, answer, hang up, transfer, music on hold, DTMF 

transmission. 

• Serviceability - The serviceability testing focused on verifying the ability of esuits² 

Breeze Rules Engine to recover from adverse conditions, such as 

disconnecting/reconnecting the network to esuits² Special Purpose Console (SPC) 

Framework Server. 

 Test Results 

The testing was successful except for the following observation which was noted: 

• esuits² Special Purpose Console (SPC) Framework client does not support initiate 
Conference. 

 Support 

Support for Engelbart esuits² Special Purpose Console (SPC) Framework can be obtained 

through the following: 

 

Engelbart Software GmbH 

Alpenstrasse 12 

6300 Zug  

Switzerland 

Tel:    +41 41 511 35 02 

E-Mail: info@engelbart-software.com 

 

Parkstrasse 40 

88212 Ravensburg 

Germany 

Tel:  +49 751 7642 4300 

E-Mail: info@engelbart-software.com 
 

 

 

 

https://www.devconnectprogram.com/dpCompany/edit/13562
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3. Reference Configuration 
Figure 1 illustrates a sample configuration that consists of Avaya products and the Engelbart 

esuits² Special Purpose Console (SPC) Framework.  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 1: Test Configuration for Engelbart esuits² Special Purpose Console (SPC) Framework 

and Avaya Aura® Environment.  
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4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

 Equipment/Software  Release/Version 

  Avaya Aura® System Manager in 

Virtual Environment 

 

8.1.3 

  Avaya Aura® Session Manager in 

Virtual Environment 

 

8.1.3 

  Avaya Aura® Communication Manager in 

Virtual Environment 

 

  8.1.3 

 

  Avaya G450 Media Gateway 

• MGP 

 

41.16.30 

 

Avaya Aura® Media Server in 8.0.2.43 

Virtual Environment  

Avaya Session Border Controller for Enterprise in   8.1.0.0-14-18490 

  Virtual Environment  

Avaya BreezeTM in Virtual Environment 

 

   3.8 

 

  Avaya Aura® Device Services 

 

   8.0.2 

 

Avaya Aura® Web Gateway 

 

   3.8.1 

 

  Avaya 9608G & 9641G IP Deskphone (H.323) 

 

 6.8 

 

  Avaya IX Workplace 

 

 

3.8.4.102 

 

  Avaya 9641 & 9621 IP Deskphone (SIP) 

 

  7.1.9 

 

  Avaya J159 

 

  4.0.7 

 

   

  Engelbart esuits² Special Purpose Console (SPC)    

Framework Server 

 

 

  3.2.0.191 
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  Engelbart esuits² Special Purpose Console (SPC) 

Framework – Call Park Snap-in 

 

  3.2 

5. Administer users on Windows Server 2012R2 Active 
Directory  

These application notes assume active directory and a domain are already in place. The 

screenshot below displays an active directory user administered with required fields Telephone 

number, E-mail and Description. All users should use same Description. 

 

 

 
 

 

https://www.devconnectprogram.com/dpCompany/edit/13562
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Below is a list of Active Directory users that were created for this Compliance testing: 
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6. Configure Avaya Aura® Environment 
This section provides the procedures for configuring Avaya Aura® Environment. It is implied a 

working Avaya Aura® Environment includes System Manager, Session Manager, 

Communication Manager, Media Server, Device Services and a Web Gateway that are already in 

place with the necessary licensing. For all other provisioning information, such as initial 

installation and configuration, please refer to the product documentation in Section 10. 

The procedures include the following areas: 

• Create User Provisioning Rules on System Manager 

• LDAP Sync Configuration  

• Administer Avaya BreezeTM and esuits² SPC Call Park Snap-in 
 

 Create User Provisioning Rules on System Manager 

A user provisioning rule includes a master communication profile template and a set of 

provisioning rules. A user provisioning rule enables predefined templates that consist of user 

attributes found in the communication profile of the user. In the user provisioning rule, the 

administrator specifies the following information to provision the user: 

 

• Basic information that includes the communication profile password, time zone, and language 

preference. 

• The communication system that the user must use, for example, Communication Manager. 

• The method to assign or create a communication profile for the user, for example, by assigning 

the next available extension for Communication Manager. 

 

Configuration of User Provisioning Rules and is performed via Avaya Aura® System Manager. 

Access the System Manager Administration web interface by entering the System Manager 

(SMGR) URL in a web browser. Log in using appropriate credentials. 
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Once logged in, the following screen is displayed. 

 

 
 

Select Users → User Provisioning Rule, Click New to create new User Provisioning Rule 
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Enter following information:  

 

User Provision Rule Name  
Same as Active Directory Description in Section 5. In 

this case "DevConnect"  

SIP Domain 
Select a SIP Domain from Drop down list, 

devconnect.com 

Presence/IM Domain 
Select a Presence/IM Domain from Drop down list, 

devconnect.com 

Communication  Profile Password Enter a Password   

Confirm Password Enter Password again 

User Phone Number last ... digits for 

Extension 

Enter digits length for Communication Extension, In this 

case "5" 

Prefix for Avaya E164 Handle +848333 

Language Preference  Select Language Preference in drop down list 

Time Zone Select Time Zone in drop down list 

 

 

 
 

 

 

 

 

 

 



 
NAQ; Review  

SPOC 3/24/2021 

Solution & Interoperability Test Lab Application Notes 

©2021 Avaya Inc. All Rights Reserved. 

 

12 of 37 

      Esuits2SPCAura8 

 

 

 

Select Communication Profile Tab 

. 
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Enable Session Manager Profile and enter the Primary Session Manager, Origination 

Application Sequence, Termination Application Sequence and Home Location relevant to 

the implementation. 
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Scroll down the page and enable the CM Endpoint Profile section. Select the Communication 

Manager system from the System drop down box, select Endpoint as the Profile Type, enter the 

Extension Range number you wish to use, select J179_DEFAULT_CM_8_1 as the Template 

and select Security Code as Extension/Reverse Extension. 

 

 
 

 

Click Commit to save User Provisioning Rule. The new User Provisioning Rule is shown in list 

below. 
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 LDAP Sync Configuration  

On the SMGR page, click on Directory Synchronization under the Users menu. 

 

 
 

 

On the User Synchronization page, click New to create a data source for System Manager to 

synchronize with Active Directory. 
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On the New User Synchronization Datasource page, enter the required Directory Parameters. 

 

Datasource Name  

Create a name to identify the LDAP Directory Server. 

This name will be required to create a sync job, i.e AD143  

Host  

IP Address or host name of the directory server you want 

to sync users with, i.e 10.30.5.143  

Principal  

LDAP Directory Server username that has write 

permissions to create/update users, i.e 

qnguyenanh@devc.com  

Password  

Password of the Principal (username above) to access 

LDAP Directory Server.  

Port  

LDAP Directory Server port number to enable System 

Manager connectivity. Default values are 389 for nonSSL 

connection and 636 for SSL connection.  

Base Distinguished Name  

Base DN is an element that works in conjunction with the 

search scope. It’s the tree from which users are synced. 

The sub trees are not considered for syncing the users, i.e 

ou=DevConnect,dc=devc,dc=com  

LDAP User Schema 

 

 

  

Schema defines the object classes. The object class 

definitions define the list of attributes that must contain 

values and the list of attributes that may contain values. 

Definitions differ depending on your LDAP Directory 

Server. Default value is inetOrgPerson.  

Search Filter  

Search filter provides a mechanism for defining the 

criteria for matching entries in a LDAP search operation.  
Use SSL 

  

Checkbox to use SSL. 

  

Allow Deletions 

  

Checkbox to have System Manager delete previously sync 

users that have been deleted in the LDAP Directory 

Server. 

Allow Null values in LDAP  

The option to allow null values to be inserted by System 

Manager in LDAP. 

 

 

mailto:qnguyenanh@devc.com
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Click Test Connection. If the parameters that you enter are correct, the New User 

Synchronization Datasource page will expand to enable the administration of Attribute 

Parameters  
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Configure the five mandatory attribute mappings. These attributes are grayed out and can only be 

synced from the LDAP Directory Server to System Manager 

 

 
 

Click Add Mapping to configure optional attribute mappings: 

 

 
Click Save to save User Synchronization Datasource.  

 

 

 
 

From User Synchronization page, select the Active Synchronization Jobs tab and then click 

on the Create New Job button. 
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To immediately start the synchronization, choose the datasource and click Run Job. 

 

 
On the User Synchronization page, and then click on the Synchronization Job History tab. 

Click on View Job Summary to view the details of the synchronization job 
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The Job Results are shown below : 

 

 
 

 Configure Avaya BreezeTM and esuits² SPC Call Park Snap-in 

esuits² SPC Call Park Snap-in is used to create a waiting area for calls. All SPC users can see and 

connect to the calls within this waiting area. This installation is only needed if waiting areas are 

requested. 

 

This section describes the steps required to configure Avaya BreezeTM and esuits² SPC Call Park 

Snap-in. It is assumed that the Avaya BreezeTM has been installed and the installation is out of 

scope for this document. Configuration of Avaya BreezeTM is performed via Avaya Aura® 

System Manager.  
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6.3.1. Load esuits² SPC Call Park Snap-in 

From the home screen, select Elements → Avaya Breeze® → Server Administration. 

 

  
 

Check that the server is in the state shown below. 
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Save the CallParkSnapIn.svar file provided by Engelbart somewhere on the PC used to access 

System Manager. Select Service Management > Services and click on Load. Click on Browse 

next to Local PC and select the svar file. Click on Load. 

 
 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

https://www.devconnectprogram.com/dpCompany/edit/13562
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6.3.2. Create Avaya BreezeTM Cluster and Install CallParkSnapIn to Avaya 
BreezeTM Cluster 

When returned to the Service Management page, the ECI-SnapIn is displayed as Loaded. Go to 

Cluster Administration from the left hand menu and click on New. 
 

Select the General Purpose Profile from the drop down and fill in the Cluster Name. 

 

 
 

 

 

 

 

 

 

 

 

Select the Servers tab and add the Avaya Breeze Server. Select the server using the + to the left 

of the Unassigned Servers list (not shown). The Server will move up into the Assigned Servers 

list for this cluster. 
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Select the Services tab and add the CallParkSnapIn version 1.0, CallEventControl version 

3.8.0.0.380019, and EventingConnector version 3.8.0.0.380019 listed in Available Services list 

(not shown) using the ‘+’. The Services will be moved into the Assigned Services list.  

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

When returned to the Cluster Administration screen, the cluster created will be in a Denying 

State. Click on the Cluster State drop down and select Accept New Service. 
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6.3.3. Configure Service Profile on Avaya BreezeTM 

Add a new Service Profile, navigate to Avaya BreezeTM > Configuration > Service Profiles 

and select New.  

• Type in a Name for the Service Profile 

• Click Add (+) CallParkSnapIn in Available Service.  

• Select Commit. 



 
NAQ; Review  

SPOC 3/24/2021 

Solution & Interoperability Test Lab Application Notes 

©2021 Avaya Inc. All Rights Reserved. 

 

26 of 37 

      Esuits2SPCAura8 

 

 

 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

6.3.4. Configure Avaya Aura® Session Manager 

This section will help to assign new Call Park SnapIn Service to SIP Users.  From SMGR 

Dashboard, Select Elements → Session Manager → Application Configuration from the left-

hand menu and on the Applications screen click on New. 

On the Application Editor screen, enter Application Name and select the Avaya Breeze SIP 

Entity to be used for the Call Park Snap-In. Click on Commit to save changes. 
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Next, Select Application Sequences from the left-hand menu and from the Application 

Sequences. Select existing Application Sequence for SIP user and press Edit. 
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On the Application Sequences Editor, from the Available Applications, list select the 

Application added above. This will add the CallParkSnapIn Application to the Applications in 

this Sequence list as shown. 
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7. Configure Engelbart esuits² Special Purpose Console 
(SPC) Framework Server 

It is implied a working Engelbart esuits² Special Purpose Console (SPC) Framework Solution 

include Engelbart BRE is already in place with the necessary licensing. 

From Engelbart esuits² Special Purpose Console (SPC) Framework Server, go to the SPC 

installtion folder, i.e C:\Program Files\SPC.  

 

 
Select application.yml file and edit. Provide the following information for ceci, ldap, and 

parked-call servers. 
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8. Verification Steps 
This section provides the verification steps that can be performed to verify proper configurations 

of Engelbart esuits² Special Purpose Console (SPC) Framework solution with Avaya Aura 

Environment. 

 Verify Status of Avaya BreezeTM Server 

From the System Manager home screen, select Session Manager from Elements and under 

Server Administration. Verify that the Avaya Breeze server has a green tick under Tests Pass 

and License Mode. Verify that the Security Module is Up, and System State is Accepting. 

 

 
 

 Verify Call Park SnapIn and Cluster 

Verify that the CallParkSnapIn is showing as Installed. 
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Verify that the Cluster State is Accepting and that the Service Install Status and Tests Pass 

have green ticks. Verify that Data Grid Status is Up [1/1]. 

 

 
 

 Verify User Registrations and Inbound/OutBound Call  

From Chrome or Firefox browser, enter esuits² Special Purpose Console URL with port 7070. 
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Enter LDAP user credentials already created in Section 5 and press Login. 
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After logging in successfully, Attendant Console is shown below:  

 

 
 

Make a call to this extension. An incoming call is shown below.  
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Press Answer and verify the audio path between the 2 clients. 
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 Verify User Registrations on SMGR  

From the SMGR Dashboard, go to Elements → Session Manager → System Status. 
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Select User Registrations in left pannel, and verify the user is logged in using the Web Gateway 

IP Address. 

 

 
 

9. Conclusion 
Engelbart Special Purpose Console (SPC) Framework solution was able to successfully 

interoperate with Avaya Aura® Environment and Avaya BreezeTM. 

 

10. Additional References  
Documentation related to Avaya can be obtained from https://support.avaya.com.  

[1] Administering Avaya Aura® Communication Manager, Release 8.1.x, Issue 8, Nov 2020 

[2] Administering Avaya Aura® Session Manager, Release 8.1.x, Issue 8, Feb 2021  

[3] Administering Avaya Breeze® platform, Release 3.8 Issue 1 Sept 2020 

[4] Administering the Avaya Aura® Web Gateway, Release 3.8 Issue 2, July 2020 

 

Documentation related to Engelbart can be obtained from https://www.engelbart-software.com/ 

 

 

https://www.devconnectprogram.com/dpCompany/edit/13562
https://support.avaya.com/
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