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Trunking  Services - Issue 1.0 
Abstract 

 
  

These Application Notes describe the procedures necessary for configuring Session Initiation 

Protocol (SIP) Trunk service for an enterprise solution consisting of Avaya Communication 

Server 1000E Release 7.6, Avaya Aura® Session Manager Release 6.3, and Avaya Session 

Border Controller for Enterprise Release 6.3 to support Group of Gold Line SIP Trunking 

Services. 

 

The test was performed to verify SIP trunk features including basic calls, call forward (all 

calls, busy, no answer), call transfer (blind and consult), conference, and voice mail. The calls 

were placed to and from the PSTN with various Avaya endpoints. 

 

Group of Gold Line SIP Trunking services provides PSTN access via SIP trunks between the 

enterprise and Group of Gold Line as an alternative to legacy analog or digital trunks. This 

approach generally results in lower cost for the enterprise. 

 

Readers should pay attention to Section 2, in particular the scope of testing as outlined in 

Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases 

are adequately covered by this scope and results. 

 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions. Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 
These Application Notes describe the procedures necessary for configuring Session Initiation 

Protocol (SIP) Trunk service for an enterprise solution consisting of Avaya Communication 

Server 1000E Release 7.6, Avaya Aura® Session Manager Release 6.3, and Avaya Session 

Border Controller for Enterprise Release 6.3 to support Group of Gold Line SIP Trunking 

Services.  

 

During the interoperability testing, SIP trunk applicable feature test cases were executed to 

ensure interoperability between Group of Gold Line and the Avaya Communication Server 

1000E. 

 

In the sample configuration, the Avaya enterprise solution consists of a Communication Server 

1000E Rel. 7.6 (hereafter referred to as CS1000), Avaya Aura® Session Manager Rel. 6.3 

(hereafter referred to as Session Manager), Avaya Session Border Controller for Enterprise Rel. 6.3 

(hereafter referred to as the Avaya SBCE), and various Avaya endpoints. This documented 

solution does not extend to configurations without the Avaya SBCE or Session Manager. 

2. General Test Approach and Test Results  
The CS1000 system was connected to the Avaya SBCE via SIP trunks to Session Manager. The 

Avaya SBCE was connected to Group of Gold Lineôs network via SIP trunks. Various call types 

were made from the CS1000 to Group of Gold Line and vice versa to verify interoperability 

between the CS1000 and Group of Gold Line. 

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute for full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 

2.1. Interoperability Compliance Testing 

The focus of this test was to verify that the Avaya Communication Server 1000E Release 7.6, 

Avaya Aura® Session Manager Release 6.3, and Avaya Session Border Controller for Enterprise 

Release 6.3 can interoperate with the Group of Gold Lineôs network. The following 

interoperability areas were covered: 

¶ Incoming calls from the PSTN were routed to DID numbers assigned by Group of Gold 

Line. Incoming PSTN calls were terminated to the following Avaya Endpoints: Avaya 

1100 Series IP Telephones (SIP), Avaya 1100 Series IP Telephones (UniStim), Avaya 

M3904 Digital Telephones, Avaya 2050 IP Softphone, Analog Telephones and Fax 

machines. 

¶ Outgoing calls to the PSTN were routed via Group of Gold Lineôs network. 

¶ Proper disconnect when the caller abandons the call before the call is answered. 

¶ Proper disconnect during normal active call termination by the caller or the callee. 
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¶ Proper disconnect by the network for calls that are not answered (with voice mail off). 

¶ Proper response to busy endpoints. 

¶ Proper response/error treatment when dialing invalid PSTN numbers.  

¶ Proper codec negotiation and two way speech-path. Testing was performed with codecs: 

G.729A, G.711MU and G.711A. 

¶ No matching codecs. 

¶ Voice mail and DTMF tone support in both directions (RFC2833) (Leaving voice mail, 

retrieving voice mail, etc.). 

¶ Call Pilot Voice Mail Server (Hosted in the CS1000). 

¶ Outbound Toll-Free calls, interacting with Interactive Voice Response systems (IVR). 

¶ Calling number and calling name blocking (Privacy). 

¶ Call Hold/Resume. 

¶ Call Forward (unconditional, busy, no answer).  

¶ Blind Call Transfers. 

¶ Consultative Call transfers. 

¶ Station Conference. 

¶ T.38 fax. 

¶ G.711Mu fax pass-through. 

¶ Long duration calls (one hour). 

¶ Early Media transmission. 

¶ Mobility: Mobil X and Personal Call Assistance (PCA). 

 

Items not supported or not tested included the following: 

¶ Inbound toll-free calls and 911 emergency calls are supported but were not tested as part 

of the compliance test. 

¶ Operator calls (e.g., 0) and operator assisted calls (e.g., 0+10) are not supported in Group 

of Gold Lineôs VoIP environment. 

2.2. Test Results 

Interoperability testing of Group of Gold Line SIP Trunk Service with the CS1000 solution was 

completed successfully with the following observations/limitations. 

¶ No ring back tone on PSTN stations after Blind Transfers to the PSTN: Ring back 

tone was not heard (only silence) on PSTN stations after calls from the PSTN to CS1000 

SIP stations are Blind Transferred back out to another PSTN station (external CS1000 

transfer) (Scenario: PSTN_Station_1 ĄCS1000_SIP_Station_1 ĄBlind Transfer Ą 

PSTN_ Station _2). This issue is only seen on CS1000 SIP endpoints, this behavior is not 

seen on UniStim endpoints. This issue was solved by the addition of a Signaling Rule to 

the Avaya SBCE (Refer to Section: 7.3.3). 

¶ SIP UPDATEs: Group of Gold Line enabled SIP UPDATEs on the SIP Trunk used for 

the CS1000 testing. The compliance test was done with SIP UPDATE messages being 

sent in between Group of Gold Line and the CS1000. Customer should request that SIP 

UPDATEs be enabled on the SIP Trunk for this solution. 

¶ Outbound call CS1000 hold/retrieve and Transfer scenarios: If a CS1000 phone 

holds/retrieves an outbound call, the dialed digits are no longer displayed; instead the 
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access code of the trunk route (ACOD) is displayed. Also, the trunk route (ACOD), 

instead of the Caller ID of the extension that originated the call, is displayed during some 

call transfer scenarios. These are known CS1000 issues. 

¶ PSTN to CS1000 calls with Privacy enabled: Calls from the PSTN to the CS1000 with 

Privacy enabled (Calling Party Name/Number Block) will display Anonymous and the 

access code of the trunk route (ACOD), the access code of the trunk route (ACOD) 

should not be included in the display. This is a known CS1000 issue. 

¶ SIP Header Optimization: SIP header rules were implemented in the Avaya SBCE and 

in Session Manager to streamline the SIP header and remove any unnecessary parts. 

These particular headers and MIME have no real use in the service provider network.  

2.3. Support 

For support and information on Group of Gold Line solutions, please visit the corporate Web 

page at: http://www.groupofgoldline.com. 

 

Avaya customers may obtain documentation and support for Avaya products by visiting 

http://support.avaya.com. Alternatively, in the United States, (866) GO-AVAYA (866-462-8292) 

provides access to overall sales and service support menus. 

http://www.groupofgoldline.com/
http://support.avaya.com/
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3. Reference Configuration 
Figure 1 below illustrates the test configuration used. The test configuration simulates an 

enterprise site with the Avaya components connected to Group of Gold Line SIP Trunking 

Services through the Public Internet. 

 

The Avaya components used to create the simulated customer site included:  

¶ Avaya Communication Server 1000E (CS1000E). 

¶ Avaya HP® Proliant DL360 G7 server running Avaya Aura® Session Manager.  

¶ Avaya HP® Proliant DL360 G7 server running Avaya Aura® System Manager.  

¶ Dell  R210 V2 Server running Avaya Session Border Controller for Enterprise. 

¶ Avaya 1100-Series IP Deskphones (UniStim). 

¶ Avaya 1100-Series Deskphones (SIP).  

¶ Avaya 2050 IP Softphone. 

¶ Avaya M3904 Digital Deskphones.  

¶ Analog Deskphones. 

¶ Fax machines. 

¶ Desktop with administration interfaces. 

 

Located at the edge of the enterprise is the Avaya SBCE. It has a public side that connects to the 

public network and a private side that connects to the enterprise network. All SIP and RTP traffic 

entering or leaving the enterprise flows through the Avaya SBCE. In this way, the Avaya SBCE 

can protect the enterprise against any SIP-based attacks. The Avaya SBCE provides network 

address translation at both the IP and SIP layers. The transport protocol between the Avaya 

SBCE and Group of Gold Line across the public IP network is SIP over UDP. The transport 

protocol between the Avaya SBCE and Session Manager across the enterprise IP network is SIP 

over TCP. The transport protocol between Session Manager and the CS1000 across the 

enterprise IP network is SIP over TLS. Note that for ease of troubleshooting during the testing, 

the compliance test was conducted with the Transport Method set to UDP between Session 

Manager and the CS1000, instead of TLS. 

 

For security reasons, any actual public IP addresses used in the configuration have been masked.  

Similarly, any references to real routable DIDs and PSTN numbers have also been masked to 

numbers that cannot be routed by the PSTN. 

 

One SIP trunk group was created between the CS1000 and Session Manager to carry the traffic 

to and from the service provider (two-way trunk group). 

 

For inbound calls, the calls flowed from Group of Gold Line to the Avaya SBCE, then to Session 

Manager. Session Manager used the configured dial patterns and routing policies to determine 

the recipient (in this case the CS1000), and on which link to send the call. Once the call arrived 

at the CS1000, further incoming call treatment, such as incoming digit translations and class of 

service restrictions were performed.  



 
HG; Reviewed: 

SPOC 6/9/2015 

Solution & Interoperability Test Lab Application Notes 

              ©2015 Avaya Inc. All Rights Reserved. 

8 of 142 

GoGL_CS1KSMSBCE 

 

Outbound calls to the PSTN were first processed by the CS1000 for outbound treatment through 

the Electronic Switched Network and class of service restrictions. Once the CS1000 selected the 

proper SIP trunk; the call was routed to Session Manager. Session Manager once again used the 

configured dial patterns, adaptations, and routing policies to determine the route to the Avaya 

SBCE for egress to Group of Gold Line. At the simulated enterprise site a T1 connection was 

used for local access to the Internet. 

 

 
 

Figure 1: Group of Gold Line SIP Trunk service with  Avaya CS1000E 

 

 

 

 



 
HG; Reviewed: 

SPOC 6/9/2015 

Solution & Interoperability Test Lab Application Notes 

              ©2015 Avaya Inc. All Rights Reserved. 

9 of 142 

GoGL_CS1KSMSBCE 

 

4. Equipment and Software Validated 
The following equipment and software were used for the sample configuration provided: 

 

Avaya  

Equipment Release/Version 

Avaya Communication Server 1000E 

running Co-resident Call Server, Signaling 

Server and Media Gateway in a single CP-

MGS card. 

RELEASE 7 

ISSUE 65 P  + 

 

Call Server: DepList 1: core Issue: 

01(created: 2014-12-09 07:01:45 (est)) 

 

Signaling Server: 7.65.16.00 

(Service Pack 6) 

(Created: 2014-12-09) 

Avaya Call Pilot 202i Call Pilot Manager Version: 05.00.41.156 

Avaya Aura® Session Manager running on 

a HP® Proliant DL360 G7 Server. 

6.3.11 (Service Pack 11) 

(6.3.11.0.631103) 

Avaya Aura® System Manager running on 

a HP® Proliant DL360 G7 Server. 

6.3.11 (Service Pack 11) 

Build No. 6.3.0.8.5682-6.3.8.4711 

Software Update Rev. No. 6.3.11.8.2871 

Avaya Session Border Controller for 

Enterprise running on a Dell R210 V2 

Server 

6.3.1-22-4653 

Avaya Deskphones 

 

 

 

 

1110: 0623C8V (UniStim) 

1120: 0624C8V (UniStim) 

1150: 0627C8V (UniStim) 

1165: 0626C8V (UniStim) 

1120E: 04.04.18.00 (SIP) 

M3904: -- 

Avaya 2050 IP Softphone 4.02.0062 

Lucent Analog Phone N/A 

Fax Machines N/A 

  Group of Gold Line  

Equipment Release/Version 

Sonus GSX9000HD (Network Border 

Switch) 

V09.00.04 R000 
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Signaling Server Service Updates (SU) and Patches: 

(CS1000 Linux Service Updates (SU) and patches included in Release 7.6 Service Pack 6): 

cs1000-csmWeb-7.65.16.22-2.i386.000 

cs1000-Jboss-Quantum-7.65.16.23-3.i386.000 

cs1000-dmWeb-7.65.16.23-1.i386.000 

cs1000-patchWeb-7.65.16.22-4.i386.000 

cs1000-cs1000WebService_6-0-7.65.16.21-00.i386.000 

cs1000-sps-7.65.16.23-1.i386.000 

cs1000-pd-7.65.16.21-00.i386.000 

cs1000-shared-carrdtct-7.65.16.21-01.i386.000 

cs1000-shared-tpselect-7.65.16.21-01.i386.000 

cs1000-csoneksvrmgr-7.65.16.22-5.i386.000 

cs1000-dbcom-7.65.16.21-00.i386.000 

cs1000-baseWeb-7.65.16.22-4.i386.000 

cs1000-linuxbase-7.65.16.23-3.i386.000 

jdk-1.6.0_81-fcs.i586.000 

cs1000-emWeb_6-0-7.65.16.23-2.i386.000 

cs1000-cs-7.65.P.100-03.i386.000 

bash-3.2-33.el5_11.4.i386.000 

tzdata-2014g-1.el5.i386.000 

cs1000-bcc-7.65.16.23-4.i386.000 

cs1000-tps-7.65.16.23-7.i386.000 

cs1000-shared-omm-7.65.16.21-2.i386.000 

cs1000-vtrk-7.65.16.23-24.i386.000 

cs1000-ftrpkg-7.65.16.22-2.i386.000 

cs1000-snmp-7.65.16.21-00.i686.000 

cs1000-oam-logging-7.65.16.22-4.i386.000 

cs1000-csv-7.65.16.22-2.i386.000 

cs1000-mscTone-7.65.16.22-2.i386.000 

cs1000-mscMusc-7.65.16.22-4.i386.000 

cs1000-mscConf-7.65.16.22-2.i386.000 

cs1000-emWebLocal_6-0-7.65.16.22-1.i386.000 

cs1000-ipsec-7.65.16.22-1.i386.000 

cs1000-cppmUtil-7.65.16.22-1.i686.000 

cs1000-mscAnnc-7.65.16.22-2.i386.000 

cs1000-mscAttn-7.65.16.22-2.i386.000 

cs1000-gk-7.65.16.22-1.i386.000 

cs1000-shared-pbx-7.65.16.22-3.i386.000 

cs1000-shared-xmsg-7.65.16.22-1.i386.000 
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Patches: 

p33331_1 

p33384_1 

p31484_1 

p33125_1 

p33274_1 

 

MGC Loadware: 

DSP1AB07.LW 

DSP2AB07.LW 

DSP3AB07.LW 

DSP4AB07.LW 

DSP5AB07.LW 

udtcab25.lw 

MGCCDC05.LW 
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5. Configure Avaya Communication Server 1000E 
These Application Notes assume that the basic Avaya Communications Server 1000 

configuration has already been administered. For further information on Avaya Communications 

Server 1000, please consult references in Section 11.  

 

The procedures shown below describe the configuration details used on the CS1000. 

 

Note: Some of the default information in the screenshots that follow may have been cut out (not 

included) for brevity. 

5.1. Login to the CS1000 System  

5.1.1. Login to Unified Communications Management (UCM) and Element 
Manager 

Open an instance of a web browser and connect to the UCM GUI at the following address: 

http://<UCM IP address>.  Log in using an appropriate Username and Password. 
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The Unified Communications Management screen is displayed. Click on the Element Name 

of the CS1000 Element as highlighted in the red box shown below. 
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The CS1000 Element Manager System Overview page is displayed as shown below. 
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5.1.2. Login to the Call Server Command Line Interface (CLI)  

Using Putty, log in to the Signaling Server with the admin account. Run the command ñcsloginò 

and ñlogiò with the appropriate admin account and password, as shown below. 
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5.2. Administer an IP Telephony Node 

This section describes how to configure an IP Telephony Node on the CS1000. 

5.2.1. Obtain Node IP address  

These Application Notes assume that the basic configuration has already been done and that a 

Node has already been created. This section describes the steps for configuring a Node (Node ID 

1006) in the CS1000 IP network to work with Group of Gold Line. 

 

Select System Ą IP Network Ą Nodes: Servers, Media Cards. The following is the display of 

the IP Telephony Nodes page. Click on the Node ID of the CS1000 Element (i.e., 1006). 
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The Node Details screen is displayed below with the IP address of the CS1000 node. The Node 

IPv4 Address is a virtual address which corresponds to the TLAN IP address of the Signaling 

Server, SIP Signaling Gateway. The SIP Signaling Gateway uses this Node IPv4 Address to 

communicate with other components for call processing. 
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5.2.2. Administer Terminal Proxy Server  

Continue from Section 5.2.1. On the Node Details page, select the Terminal Proxy Server 

(TPS) link as shown below.  
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The UNIStim Line Terminal Proxy Server (LTPS) Configuration Details screen is displayed 

as shown below. Check the Enable proxy service on this node check box and then click Save. 
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5.2.3. Administer Quality of Service (QoS)  

Continue from Section 5.2.2. On the Node Details page, select the Quality of Service (QoS) 

link as shown below. 
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The Quality of Service (QoS) screen shown below will be displayed. Accept the default 

Diffserv values. Click the Save button. 
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5.3. Administer Voice Codec 

This section describes how to configure Voice Codecs on the CS1000. 

5.3.1. Enable Voice Codec, Node IP Telephony  

Select SystemĄ IP Network Ą Nodes: Servers, Media Cards from the left pane, and in the 

IP Telephony Nodes screen displayed, select the Node ID of the CS1000 system (not shown). 

The Node Details screen is displayed. On the Node Details page shown below, click on Voice 

Gateway (VGW) and Codecs. 
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The Voice Gateway (VGW) and Codecs screen is displayed as shown below. Group of Gold 

Line supports codecs G.729A, G.711MU and G.711A with Voice Activity Detection (VAD) 

disabled. 

 

The values for the G711 Voice Codec are shown below; ensure that Voice Activity Detection 

(VAD)  is unchecked. 
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The values for the G729 Voice Codec are shown below, ensure that Codec G729 Enabled is 

checked and Voice Activity Detection (VAD) is unchecked. 
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For Fax over IP, T.38 was used as default and G.711MU fax pass-through as fallback. During 

the testing, T.38 fax transport and G.711MU fax pass-through were tested successfully. 

 

For CS1000 FAX over IP Support recommendation refer to Section 5.7.1 for analog station 

provisioning and the Avaya Product Support Notice (PSN) referred to in Section 11 [7], 

including the ñAnalog Station provisioning for T.38 sectionò and ñMinimum Vintage 

Loadware Recommendationò for MGC. 

 

The following screenshot shows the General settings. Modem/Fax pass-through is selected for 

Node 1006; this enables the G.711MU codec to be used for fax calls between the CS1000 and 

Group of Gold Line. The V.21 Fax tone detection is also selected to enable T.38 fax capability 

on the SIP Trunk. Click the Save button. 
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T.38 with payload size 30ms was chosen for fax. Clicking on the Save button. 
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5.3.2. Synchronize the New Configuration  

Continue from Section 5.3.1. Clicking on the Save button shown above will return to the Node 

Details page shown below, click on the Save button shown below. 

 

 
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 
HG; Reviewed: 

SPOC 6/9/2015 

Solution & Interoperability Test Lab Application Notes 

              ©2015 Avaya Inc. All Rights Reserved. 

28 of 142 

GoGL_CS1KSMSBCE 

 

The Node Saved screen is displayed. Click on Transfer Nowé 

 

 
 

The Synchronize Configuration Files screen is displayed. Check the Signaling Server check 

box (cs1k), and click on the Start Sync button. 
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When the synchronization completes, check the Signaling Server (cs1k) check box again and 

click on the Restart Applications button, wait a couple of minutes for the Application restart to 

complete. Note that Application Restart is service affecting, it should be done off hours. 
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5.3.3. Enable Voice Codec on Media Gateways 

From the left menu of the Element Manager page, select the SystemĄ IP Network Ą Media 

Gateways menu item. The Media Gateways page will appear (not shown). Click on the IPMG  

(not shown) and the IPMG Property Configuration page is displayed (not shown), click next (not 

shown), scroll down to the Codec G711 and uncheck VAD for codec G711. Check Codec 

G729A and uncheck VAD for codec G729A, as shown below. Scroll down to the bottom of the 

page and click Save (not shown). 
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For Fax over IP, T.38 was used as default and G.711MU fax pass-through as fallback. During 

the testing, T.38 fax transport and G.711MU fax pass-through were tested successfully. 

 

Under VGW and IP phone codec profile ensure that Enable V.21 FAX tone detection and 

Enable modem fax pass through mode are checked. T.38 with payload size 30ms was chosen. 

Click on the Save button. 
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5.4. Administer Zones and Bandwidth  

This section describes the steps to create bandwidth zones to be used by IP sets and SIP Trunks: 

zone 5 is used by IP sets and zone 4 is used by SIP Trunks. 

5.4.1. Create a zone for IP phones (zone 5)  

The following figures show how to configure a zone for IP sets for bandwidth management 

purposes. The bandwidth strategy can be adjusted to preference. Select SystemĄ IP Network 

Ą Zones from the left pane, click on the Bandwidth Zones as shown below. 
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Click Add (not shown), select the values shown below and click on the Submit button.  

¶ INTRA_STGY : Bandwidth configuration for local calls, select Best Quality (BQ). 

¶ INTER_STGY : Bandwidth configuration for the calls over trunk, select Best Quality 

(BQ). 

¶ ZBRN: Select MO  (MO  is used for IP phones). 

 

The values for Zone 5 are shown below. 
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5.4.2. Create a zone for virtual SIP trunks (zone 4) 

Follow Section 5.4.1 to create a zone for the Virtual SIP Trunks. The difference is in the Zone 

Intent (ZBRN)  field; for ZBRN select VTRK  for virtual trunk, and then select Best Quality 

(BQ) for both INTRA_STGY  and INTER_STGY , as shown below. Click on the Submit  

button. For Group of Gold Line, Zone 4 was created for the Virtual SIP Trunks. 

 

 
 

Note: Group of Gold Line supports codec order G.729A, G.711MU and G.711A, with G.729A 

being the preferred codec. The codec on calls from the CS1000 to Group of Gold Line, and vice 

versa, will be negotiated to G.729A. 
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5.5. Administer SIP Trunk Gateway 
This section describes the steps for establishing a SIP IP connection between the SIP Signaling 

Gateway (SSG) and Session Manager. 

 

Select Customers in the left pane. The Customers screen is displayed. Click on the link 

associated with the appropriate customer, in this case 00. The system can support more than one 

customer with different network settings and options. 
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The Customer Details page will appear. Select the Feature Packages option from this page. 
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The screen is updated with a list of Feature Packages populated. Select Integrated Services 

Digital Network  to edit its parameters (not shown). The screen is updated with parameters 

populated below Integrated Services Digital Network. Check the Integrated Services Digital 

Network (ISDN) check box, and retain the default values for all remaining fields as shown 

below. Scroll down to the bottom of the screen, and click on Save (not shown). 

 

 


















































































































































































































