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Abstract

These Application Notes describe the configuration steps required for Resource Software
International Shadow CMS to interoperate with Avaya IP Office Server Edition 9.1. Resource
Software International Shadow CMS is a reporting solution that uses the Station Message

Detail Recording records from Avaya IP Office to track phone calls and produce detailed
reports.

Readers should pay attention to Section 2, in particular the scope of testing as outlined in
Section 2.1 as well as the observations noted in Section 2.2, to ensure that their own use cases
are adequately covered by this scope and results.

Information in these Application Notes has been obtained through DevConnect compliance
testing and additional technical discussions. Testing was conducted via the DevConnect
Program at the Avaya Solution and Interoperability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps required for Resource Software
International (RSI) Shadow CMS to interoperate with Avaya IP Office Server Edition solution
release 9.1.

RSI Shadow CMS is a reporting solution that uses the Station Message Detail Recording
(SMDR) records from Avaya IP Office to track phone calls and produce detailed reports.

Avaya IP Office Server Edition solution consists of a primary Linux Server Edition and a 500V2
expansion. Both systems are linked by IP Office Line IP trunks that can enable voice networking
across these trunks to form a multi-site network. Each system in the solution automatically learns
each other’s extension numbers and user names. This allows calls between systems and support
for a range of internal call features.

2. General Test Approach and Test Results

The feature test cases were performed manually. Different types of calls were made along with
different actions initiated from the user telephones, to verify proper parsing and displaying of
received SMDR data by Shadow CMS.

The serviceability test cases were performed manually by disconnecting and reconnecting the
Ethernet connection to Shadow CMS. The test results and observations are listed in Section 2.2.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent
to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testing performed by
DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
completeness of a DevConnect member’s solution.

2.1. Interoperability Compliance Testing
The interoperability compliance test included feature and serviceability testing.

The feature testing focused on verifying the proper parsing and displaying of SMDR data by
Shadow CMS for call scenarios including internal, voicemail, inbound PSTN, outbound PSTN,
hold, reconnect, transfer, conference, park, forward, and account codes. The verification included
Chronological Detail and Account Code Detail reports that were generated from the received
SMDR data.

The serviceability testing focused on verifying the ability of Shadow CMS to recover from
adverse conditions, such as disconnecting/reconnecting the Ethernet connection to Shadow CMS.
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2.2. Test Results

All test cases were executed and verified. There are some observations below from the
compliance testing:

IP Office release 9.1 introduced changes in the SMDR logger related to IP Office Small
Community Network (SCN). Four fields 31, 32, 33, and 34 in the SMDR log identify
calls made through the IP Office Line IP trunks in SCN solution, but the current version
of RSI Shadow CMS application does not use these 4 fields to associate calls made
through the IP Office Line IP trunk. Therefore, Shadow CMS generates report on calls
across a SCN solution by reporting on each SCN node individually. For example consider
the case of an outbound PSTN call initiated from a user in the IPO Server Edition Linux
server going through the IP Office Line and exiting through the PRI trunk in the IPO
500V2 expansion to PSTN. This is one outbound external call but Shadow CMS reports
it as two outbound external calls: one call record in the IPO Server Edition Linux server
and another call record in the 5002 expansion.

Shadow CMS is able to collect PartylDevice and Party2Device, show it correctly in the
database calls table and optionally show it in the Comment field of report.

2.3. Support
Technical support on Shadow CMS can be obtained through the following:

Phone: (800) 891-6014
Email: support@telecost.com
Web: www.telecost.com
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3. Reference Configuration

Figure 1 illustrates the setup used to verify the RSI Shadow CMS solution with Avaya IP Office
Server Edition solution. One Shadow CMS application is installed and deployed on a Windows
Server 2012 R2 Standard running on VMware machine. Avaya IP Office Server Edition solution
consists of a primary Linux Server Edition and a 500V2 expansion. Simulated PSTN was
connected to Avaya IP Office 500V2 expansion via ISDN/T1 trunk. Avaya IP deskphones,
Avaya Communicator for Windows softphone, digital and analogue phones were used to register
to both the Server Edition and the 500V2 expansion to make calls between these systems.

Avaya Communicator for Avaya IP 1608 Avaya IP 9640 Avaya 1140ESIP
Windows Softphone H323 Deskphone H323 Deskphone Deskphone
IP 10.33.10.3 IP 10.33.10.4 IP 10.33.10.5 IP 10.33.10.6
Avaya Lab Private LAN

IP 10.33.97.41
Avaya IP Qfﬁce Server IP 10.33.98.61
Edition
A R ——

SMDR TCP Port
9003

Avaya IP Office 500V2
Expansion

IP 10.33.97.44

SMDR TCP Port
9002

Analogue
Phone

Avaya 9408 Digita
Deskphone

Figure 1: Test Diagram for RSI Shadow CMS application with Avaya IP Office Server
Edition Solution
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4. Equipment and Software Validated
The following equipment and software were used for the sample configuration provided:

Equipment/Software Release/Version
Avaya IP Office Server Edition running on | 9.1.0 Build 437
HP ProLiant DL360 G7

Avaya IP Office 5002 Expansion 9.1.0 Build 437
Avaya Communicator for Windows 2.0.3.30
Softphone

Avaya IP 1608 H323 Deskphone 1.360A

Avaya IP 9640 H323 Deskphone 3.230A

Avaya IP 1140E SIP Deskphone 4.4.18.0

Avaya Digital 9404 Deskphone N/A

RSI Shadow CMS 5.0.6.0
Windows Server 2012 R2 Standard VMware version 5.5
running on VMware

Note: Compliance Testing is applicable when the tested solution is deployed with a
standalone IP Office 500 V2 and also when deployed with IP Office Server Edition in all
configurations.

KP; Reviewed:
SPOC 5/11/2015

50f21
Shadow-IPOSE91

Solution & Interoperability Test Lab Application Notes
©2015 Avaya Inc. All Rights Reserved.



5. Configure Avaya IP Office

The document assumes that Avaya IP Office Server Edition has been installed and configured to
work with a 500V2 expansion. This section only describes the details on how to configure the IP
Office Server Edition solution to work with Shadow CMS application.

From a PC running the IP Office Manager application, select Start > Programs - IP Office >
Manager to launch the Manager application. Select the proper IP Office system, and log in using
the appropriate credentials. The Avaya IP Office Manager for Server Edition screen is displayed
as shown in the screen below.

[‘Av.\ya ¥ Office Manager for Server Edition DevCon IPD Sevl [9.1.0.437)
e £t Wew lock bbb

JEcE v -6

Soheten
Configuration E Server Edition

s R BOOTP (D) Summary

¢ = Operstor (3)
= srrezesTEEs:
+ l User(19)
5 QO Groud(1)
3 B Short Cock [46)
o Dractor w0
\? Tivw ProtiedD)
o Account Code(Z)
By User Rights(9)
* BS Locabiordl)
# S DevCon [FO Sevl
+] %% DewCon IPOS Exp

o g O

| © Hardware hisstafed

System Settins

TN AN e

Soluson g ]

Configs stmon Ren.., | Reord Dusrpton

Sent 100% of DenvCon IPO Sevl r}'
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From the configuration tree in the left pane, navigate to DevCon IPOS Sevl - System -
DevCon IPOS Sev1 to display the Server Edition screen in the right pane. Select the SMDR tab.
Select “SMDR Only” from the Output drop-down list, to display the SMDR sub-section.

For IP Address, enter the IP address 10.10.97.61 of Shadow CMS. For TCP Port, enter a desired
port, in this case “9003”. Make a note of the port number, to be used later for configuring
Shadow CMS.

Modify Records to Buffer to the desired value, and check Call Splitting for Diverts. The record
buffer is used by IP Office to cache SMDR records in case of communication failure with
Shadow CMS. Click OK button to save the configuration.

h_'i Avaya IP Office Manager for Server Edition DevCon IPO Sevl [9.1.0.437]

File  Edit YWiew Tools Help

-4 BRIEM v - @)

DevZon IPO Sevl - System = DeviZon IPO Sevl =

Configuration ﬁ DevCon IPO Sev1” i Xlv|=]|=

- R BOOTR (5

; .System | Lam1 | LaMZ | DS I Yoicemail | Telephomy | Directory Services | Swstem Events | SMTP  SMDR |Twinning | Codecs |
[l-47 Operator (3}

) 0 Solution Output L =l =
E-§  User(19) ——
-5 Group(1) Station Message Detail Recorder Communications
[+ @ Short Code {46)
.. Directary(0) IP Address | 1w .o . o9 . 6l
£ Time Profile(0) I—
E]---i Account Codefz) UEPIFE: o003
-5 User Rights(3) Fecords to Buffer ISDDD 3: —
- 8@ Location{1)
B-#% DevCon IPO Sevl ¥ call Spitting For Diverts
B System (1)
.5 DevCon IPO Sevl
BT Line (3)
[H-==» Control Unit {9}
[+ 4y Extension (G
g User (14)
[]...;ﬁ Group (1) « | _’lll
[+ @ Short Code (7)

----- @ Service (0)

43 Incoming Call Route (2) QK |

=il 1P Route (1)
""" S License (38) DevCan PO Sevl i < | = ]

- BRS (2D

- Lacation (1) Configuration Item... | Record Descripkion |

[]...;ﬁ Authorization Code (1) L\, DevCon IPO Sevl  System DewCon IPO Sewl  Syskem conkains in-service lines with Incaming Group ID 0
[#-#=7 DewCon IPOS Exp

Cancel | Help |

Sent 100% of DevCon IPO Sevl | |—< L
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Navigate to DevCon IPOS Exp = System = DevCon IPOS Exp to display the 500V2
expansion in the right pane. Select the SMDR tab. Use the same information above to configure
SDMR in the 500V2 expansion, except for the TCP port, in the TCP Port field enter the port

“9002”. Click OK button to save the configuration.

Configuration
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@ Shart Code (46)
Directory(0)
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§, User Rights{9)
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[+ @ Short Cade (&)
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6. Configure RSI Shadow CMS

This section provides the procedures for configuring Shadow CMS. The procedures include the
following areas:

e Launch CMS application

e Administer CDR driver

e Administer data source

e Administer socket settings

The configuration of Shadow CMS is typically performed by RSI Support Services. The
procedural steps are presented in these Application Notes for informational purposes.

6.1. Launch CMS application

From the Shadow CMS server, double click on CMS icon in the desktop to display the
SHADOW CMS screen.

Select File - Properties (not shown) from the top menu.

& SHADOW CMS il -
File Configuration Utility View Window Help
S Py 3 ! = = ' 1
+ E%ays e HigyMREERQ O
4 — - )_
X R = ¥ ¢o B
Cloze Entity  Propertiez  Tranglate  Configure Cozt Tazks  Location  Sidebar  Wiew.., Back Fornward
=) X
E-{3 File
% Configuration
B Utility
FL |0002 |Resource Software Int'l Size: 50 Host  3/23/2015 f:38:44 PM User Mode (1:
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6.2. Administer CDR driver

The Properties screen is displayed. Select the Data tab, followed by the CDR sub-tab. In the
Driver / Parser sub-section, select “AVAYAIP6 Avaya IP Office” for Driver Name, as shown
below and leave other fields at default.

Properties -

Compary Info Data lgrganizatiun] Tax ] Carnier Eewices] Eepu:urt] Time Znne] File Eaths] 1]t
General  CDH l

Source
[nput b ode; |Winlink IF & Seral Data Storage

LCanfigure. ..

I

Application: | C:A\Program Files [« 512 S \drivershainlink. exe

Source File Mame and Laocation

|
|E: “Program Files (861N SNCRSS0002 . R Browse...
=]

[w Eraze zource file after tranzlation
[v Cozt Records duning polling process

Diriver / Parger

ISRV E R EVAYATES S Evava TR OFEfice

Dezcnption: AVAYAIPE.PRS
Dec 11, 2002
Ck 5. Revalution

Apply | 1] LCancel
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6.3. Administer Data Source

From the SHADOW CMS screen shown in Section 6.1, navigate to Utility - Winlink Data
Storage (not shown) from the top menu, to display the winlink screen below.

Select Configure - Data Source from the top menu.

Configure | Edit Options  Teools Window  Help

| Telnet or Socket Settings...
Data Source @

Listen

Stop Listening

Exit

Listening on 9001 | Row:3 Col:50 | 1828 N )) 18:4753

The Data Source screen is displayed next. Select “Socket Listener” from the drop-down list, as
shown below.

Select the \Winlink data source:

Socket Listener
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6.4. Administer Socket Settings

From the SHADOW CMS screen shown in Section 6.1, navigate to Utility - Winlink Data
Storage (not shown) to display the winlink screen. Select Configure = Telnet or Socket
Settings...from the top menu as shown below.

Edit Opticns Tools Window Help

Telnet or Socket Settings...

Data Source
Listen

Stop Listening
Exit

2

| Listening on 9001 | Row:3 Col:50

| .2 T))

18:53:32

The IP Configuration screen is displayed next. For Name (or IP address): enter the IP address
of the Shadow CMS server. For Port, enter the TCP port from Section 5. Retain the default

values in the remaining fields.

—Setting
Mame [or IP addresz];

Part

|1D.1D.EIE.E1|

3002

IJzer Hame: I

Pratocol———
* TCP

Pazgword: I

 UDP
= Proprietary

Cancel
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The winlink_0001 screen is displayed next. Verify that the application is started and listening on
the proper TCP port, the screen below shows the winlink listening on port “9003” for SMDR
records of the IP Office Server Edition.

Configure  Edit Options Tocols Window Help

L REN AR,

0372472015 11:28:47 Started
Listening on 9003
[lient connectead
2015403424 11:49:41,00:
iZ[IleIBfE-ﬂ 11:51:22,00:

4,15130653102, 1, 26603, 26603, ,0, 1000010, 0, E26603, Agent 26603, T9001,Line 1.12,0,0,0,n/a,,,

00:06
00:03,2,26603,0, 26604, 26604, ,1,1000011, 0, E26603, Agent 26603 ,E26604,Agent 26604,0,0,0,078,,,4,,

< | m |

Listening on 3003 |  Row:6 Col:329 | 1.0 YY) 16:26:34

Repeat steps from Section 6.3 and 6.4 to create another winlink listening port <“9002” for the
SMDR records of the IP Office 500V2 expansion.

Configure  Edit Options Tools Window Help

e ATRE RS

03/24/2015 11:28:47 Started
Listening on 9002

[lient connected
C045/03/24 11:49:35,00=00:06,4, 15139653102, 0, 26603, 26603, ,0,1000359,0,E26603, Agant 26603, T9001,Line 1.12,0,0,0,0/a,,,

<| m

Listening on S002 | Rowd Col:235
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7. Verification Steps

This section provides the tests that can be performed to verify proper configuration of IP Office
and Shadow CMS.

7.1. Verify Avaya IP Office

From a PC running the Avaya IP Office Monitor application, select Start - Programs > IP
Office = Monitor to launch the application. The Avaya IP Office SysMonitor screen is
displayed, as shown below. Click on the Filter icon.

Iﬂ_ Avaya IP Dffice SysMonitor - Monitoring 10.10.97.41 (DevCon IPD Sev1 {Server Edition{P)}}); Log Settings... [H[=] E3
File Edit “iew Filkers Status Help

=(a| »lElT] x| @f &)

Yia: 3IPSZ.0/TCP lD.lD.B?.41:SDED:rpnrt=4lD4:hranch=zShG4hKE3?4&30155c4?8L:J
Av-Glohal-3eszion-ID: Oef33acO-dise-lled-adic-ed4l1£15430640

Server: AVAYA-5M-6.3.10.0.6310085

Content-Length: 0

10:56:19 595270693 PEN: IPCOEeepaliveTask::Main sending keepaliwes at S000 ms
l0:56:23 E9532069n5 PEN: IPOKeepaliveTask::Main sending keepaliwves at 5000 ns
10:56:24 59533650n3 HIZ3Ewt: Fecv: RegistrationFedquest 10,353.5.12; Endpoints regist
10:56: 25 £9534017n% RES: Tue 247372015 10:56:25 UsedMen=165611540 Menlbijs=0(Max 0) CMM=g=7{
10:56:25 69553401703 FESZ: (3E-P) 5-Edition Primary 9.1.0.0 build 437 Tasks=3% RTEngine=0 CIM
l0:56: 258 6953707005 PEN: IPOEeepaliveTask::Main sending keepaliwves at 5000 ns

1] | v 4
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The All Settings screen is displayed. Check Call Detail Records and CDR Extra diagnostics,
as shown below.

Ti YRR i SCH I Jade

ISDN I Ke_l,l."Lampl Dlrector_ul tedia I PPP I R2 | Fh:nutingl Sewicesl SIP I Syztem
ATM Call DTE | EConf | FiameRelsy | GOD | H323 | Inteface
Ewvents Packets Embedded Yaoicemail

[~ cal [ cal ™ Waicemail Client

[ Call Delta [~ Estension Send [ audio Response

[~ Call Deltaz [~ Estension Feceive [~ Message Recorder

[~ Call Logging [~ Estension T«C [” Housekeeping

[ Extension [T Extension FixC [ Flash Storage

I Line ™ Estension TP [~ Silence

I™ MonCh [ Extension RxP [~ Email

[~ MonlvF ]

 ARS [~ “aicemail Events

I™ Short Code Msgs [~ “aoicemail Messaging

™ LRQ [~ Supplementany services

| AL [ IP Dect Msgs

I~ IP Dect [ SartlEs

¥ Call Detail Records

Trace Colour . |

Defaut All | Clearall |  TabClearsl| TabSera | oK Cancel

SaveFie | LoadFle | LoadPartialFie|  SelectFie |

Make and complete a call, such as outbound trunk call from an extension in the IPO Server
Edition to PSTN. Verify that raw SMDR data is displayed on the Avaya IP Office SysMonitor
screen; the screen below shows the call record for outbound PSTN call on the IPO Server
Edition.

Iﬂ_ Avaya IP Office SysMonitor - Monitoring 10.10.97.41 {DevCon IPO Sev1 {Server Edition{P))); Log Settings - C:\L... =]

File Edit Wiew Fikers Status Help

s8] »lE|T| X[ =] ¥=l=

92111550w3 CDR: 3MDE OUTPUT '2015/037/24 17:12:34,00:00:00,0,26603,0,9,9,,0,1000019,0,E26603 Agent_l

92111595m3
9213483203

« - - - b

CDE:
CDE:

Using TCP to send data to 135.10.958.61 on port 9003
SMDE. OUTRUT L0,915139653102,915139653102 , IS

-

M 4

03724 17:012044,00:00:05,3, 20603
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Since the outbound PSTN call from an extension in the IPO Server Edition goes through IP
Office Line IP trunk first and then uses the PRI trunk in IPO 500V2 expansion that connects to
PSTN, this results in one additional SMGR record generated in the 500V2 expansion . The
Avaya IP Office SysMonitor of the 500V2 expansion below shows the call record for the
outbound PSTN call.

EY. Avaya IP Office SysMonitor - Monitoring :10.10.97.44 (DevCon IPOS Exp (Server Edition{E}}}; Log Settings - C:\Us... [E[=]
File Edit Wiew Filkers Skatus Help

=] AT x| 3] ¥[==

IRk NI CDE: SMDE OUTPUT  '2015/03/24 17:12:52,00:00:05,5,26603,0,15139653102,151539653102, ,0, 10[Ks

1119361793n3 CDR: Using TCP to send data to 135.10.98.61 on port 2002

—
FHEREFREEHRE FysMonitor v2.1.0.0 build 437 [connected to 10,10.97.44 [(DevCon IPO0S Exp (Server Edition -
4| | )y

7.2. Verify RSI Shadow CMS

From the Shadow CMS server, there are two winlink windows to listen on the IPO Server
Edition solution: one listening on port 9003 of the IP Office Server Edition primary and an other
listening on port 9002 of the IP Office 500V2 expansion. The winlink_0001 screen below shows
the call record received from the IP Office Server Edition, verify that an entry is displayed for
each SMDR record output from Section 7.1

& winlink_0001 = | = -

Configure Edit Options Teols Window Help

A B®EP

L

2015/03/29 2015703524 16:58:25,00:00:02,6,26603,0,26604, 26604, ,1,1000014, 0,E26603  Agent 26603, E26604, Agent 26604,0,0,0,0 8,00y ssnnanar a
2015/03/24 17:01:43,00:00:00,0,26603,0,915149653102 , 815149653102, ,0, 1000015, 0, E26603, Agent 26603, TI001,Line 1.23,0,0,0,0 8000y ssnnsss:
2015/03,/242015/03/24 17:10:07,00:00:03,2, 26603, 0, 26604, 26604, ,1,1000048,0,E26603, Agent 20603, E26604, Agent 26604,0,0,0,0/8, .00y 1saas1s:
LT O k1o || = P 41 1047, 138 1007, 44 2062
S0i5/037507 1700 27,00:00: [IS,E,EISIS[IB 01,26104 261IJ4,,1 1000047, 0,E26603,Agent 26603, E26104,51P 26104,0,0,0,08, ,yaay0900.135.20.97.41,
,0,0 [I,nfa,,,,,,,,,,,,:lSS 10.97.41, 1I]38 135.10.97. 44,2053
2I]15f|]3.-’24 :1? 12 34 EII]:I]I]:EIIJ 0,26603,0,49. 9, .0, 1000010, 0, E26603, Agent 26603, T001, L ine 1.23,0,0,0,n/a 135.10. 9? 41,1056, 135,

i 2 3,26603,0,915139653102, 915139653102, ,0, 1000020, 0, E?6603, Agent 26603, T2001,Line 1.23,0,

L
£ m >
Listening on 9003 Row:14 Col:1322 71 L)) 17:23:39
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The winlink_0002 window below shows the call record for the outbound PSTN call received
from the IP Office 500V2 expansion.

1] winlink_0002- Idle for 00:10:42 I;Ii-

Configure  Edit Options Teools Window Help
Sa 2
Itllll____,_ﬁlll \_H-
2015/03424 17:01:49,00:00:00,0,26603,0, 15149653102, 15149653102, ,0,1000362, 0,E26603, Agant 26603, TRO01,L ine 1.23,0,0,0,n¢8, ., ,,00,.L 00 4
2015703724 17:12:32,00:00:00,0,20603,0,,,,0,1000365,0,E26003, Agant 20603, TO001,Line 1.23,0,0,0,n/8,,,,,, 49,0000, 870a012c000000a1 17,2

PO15/03/24 17:12:52,00:00:05, 03,0,15139653102, 15139653102, ,0, 1000366, 0,E26603, Agent 26603, T9001,L ine 1.23,0,0,0,003,,,,,,,, 1HUY

£ m »
Listening on 8002 Row:23 Col:800 2 NNl 17:25:05
Access the Shadow CMS web-based interface by using the URL “http://ip-address:81” in an
Internet browser window, where “ip-address” is the IP address of Shadow CMS. The screen
below is displayed. Log in using the appropriate credentials.
Total Unified Communications
§ hgg Qw Management Solutions
Username
Iadmin ‘
Password
’.O..O l
Login '
N b= You_ ; b T |
> ) S il
D0 & Bty RSI
© 1996-2013 Resource Software Int'l (RSI) =
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The screen below is displayed. Select Reports = Standard Reports = Chronological 2>
Chronological Detail from the left pane, as shown below.

. y Al Enttiey v
Shadow

£} Cose »  © Calls Tabtle Crofhe to Grave 7 Custom Ragert Bulder ) Repont dnd Task Schaduber 52, Perscosel Masagenent | Owabisse Mantomarcs EPreiv » g0

tavigation 1ews <
| Repoets v
J Pubdc Reports
& Saved Reports
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Select the entity IPO SE (Primary) [0001] in the Entity dropdown menu in the top right of the
window and click on the Run Report button to show the Chronological Detail report for call
records of the IPO Server Edition.

» JPC SE {Primary) (0001 v
shadow Al Entties

€)Cone « | Cals Table Cradle to Grave T Custom Report Defider ) Repart and Task Scheduder 5, Personnel Management Joubm

Pavigation Hema ¢ Calls Tabie Chromological Detadl
Repoets v
O Fublic Reparts
d 5aved Regorhy
Repoet Favontes
Santard Reparts Moty e repurt illees Desom
Exteraion T run u repart ttex “Thus Rapory Q
Cradie Ta Grave
Authenzstion
Accownt Coge oo
Chronalogical
7' Clwondiogical Detad Apply Aler- | 201 Calls
¥ Dstgong Detwl
£ Incoming Detad v teen fiher it
2 Daternsl Detad
¥ Tandem Detad
GL Account
Watchdoy
. Foeid
. Quick Views

7 Geemeral Coefiguraton
", System Conliguration
» Systems Logs & Details

* Report Options: Chronological Detail

~

Vi e QDdas | Copy P Rename

<

A A

KP; Reviewed: Solution & Interoperability Test Lab Application Notes 18 of 21
SPOC 5/11/2015 ©2015 Avaya Inc. All Rights Reserved. Shadow-IPOSE91




The Chronological Detail report is displayed. Verify that there is a reported entry matching to
the SMDR data from Section 7.1.

Bi.-%'!fb

Page 4 of 5

Chronological Detail

All Calls

IPO SE (Primary)

40 King St. W Suite 300 Oshawa Ontario

Report Date: All Print Date: 2015-03-24

Date Time Dir From To Location Digits Duration Cost  Route Comment
2015/03/20 15:44 Inc  T9001 E26603 little miach 513 965-3102 00:07:32 0.00 INC 0
2015/03/20 15:55 Int  E26105 E3500 Outgoing 500 00:00:00 000 OUT 0O
2015/03/20 18:00 Int  E26603 E26604 Outgeing 26604 00:01:46 000 OUT 0
2015/03/23 15:45 Int  E26603 E26604 Outgeing 26604 00:00:00 000 OUT 0
2015/03/23 1550 Int  E26604 E26603 Outgeing 26603 00:00:08 000 OUT 0
2015/03/23 16:27 Out E26105 T9009 Outgeing 54000 00:00:03 000 OUT 0O
2015/03/23 18:53 Int  E26603 E26104 Qutgeing 26104 00:00:05 000 OUT 0
2015/03/23 18:58 Int  E26603 E26104 Outgeing 26104 00:00:02 000 OUT 0O
2015/03/24 11:49  Inc  TO001 E26603 little miach 513 965-3102 00:00:06 0.00 INC 0
2015/03/24 11:51 Int  E26603 E26604 Outgeing 26604 00:00:03 000 OUT 0
2015/03/24 16:58 Int  E26603 E26604 Qutgeing 26604 00:00:02 000 OUT 0
2015/03/24 17:01 Out E26603 T9001 MOMTREAL PQ 514 965-3102 00:00:00 0.00 LD 0
2015/03/24 17:10  Int  E26603 E26604 Outgoing 26604 00:00:03 000 OUT 0
2015/03/24 17:12 Out  E26603 T9001 LITTLE MIADH 513 965-3102 00:00:05 000 LD 0

Calls: 145 00:27:16 0.00

Repeat the above step by selecting the entity IPO500v2 (Expansion) [0002] and then click on
Run Report button. The screen below shows the report for IPO 500V2 expansion for the same

outbound PSTN call made from the extension registered to the primary server.

Page 4 of 5
Chronological Detail
1 =k 1
Rt _é_’: gj) All Calls
IPO500v2 (Expansion)
Report Date: All Print Date: 2015-03-24
Date Time Dir From To Location Diigits Duration Cost Route Comment
2015/03720 15:44  Inc  T9001 E26603 little miach 513 965-3102 00:07:32 0.00  INC 0
2015/03720 15:55 Int E26105 ES500 Outgoing 500 00-00:00 go0 ouT o0
2015/03/20 18:00  Int E26603 E26604 Cutgoing 26604 00:01:46 000 ouT 0
2015/03/23 15458  Int E26603 E26604 Outgoing 26604 00:00:00 0.00 ouT 0
2015/03/23 1550 Int E26604 E266803 Outgeing 26803 00-00:08 gor ouT o0
2015/03/23 1627 Out E28105 Ta009 Outgoing 54000 00:00:03 0.00 ouT 0
2015/03/23 18:53 Int E26603 E26104 Outgoing 26104 00-00:05 go0 outT o0
2015/03/23 18:58  Int E26603 E26104 Cutgoing 26104 00:00:02 000 ouT 0
2015/03/24 11:49  Inc  T9001 E26603 litthe miach 513 965-3102 00:00:06 0.00  INC 0
2015/03724 11:51  Int E26603 E26604 Outgeing 26604 00:00:03 go0 ouT o0
2015/03724 18:58  Int E26603 E26604 Outgeing 26604 00:00:02 gor ouT o0
2015/03724 17:01  Out E26603 Ta00 MONTREAL PQ 514 965-3102 00:00:00 000 LD 0
2015/03724 1710 Int E26603 E26604 Outgoing 26604 00-00:03 go0 outT o0
2015/03724 1712 Out  E26603 Ta001 LITTLE MIACH 513 965-3102 00:00:05 0.00 LD 0
Calls: 145 00:27:16 0.00
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8. Conclusion

These Application Notes describe the configuration steps required for RSI Shadow CMS to
successfully interoperate with Avaya IP Office Server Edition Release 9.1. All feature and
serviceability test cases were completed with observations noted in Section 2.2.

9. Additional References
This section references product documentation relevant to these Application Notes.

Documentation for Avaya products can be found at http://support.avaya.com.

[1] IP Office 9.1 Administering Avaya IP Office Platform with Manager, Release 9.1, Issue
10.03, February 2015.

[2] Avaya IP Office™ Platform Documentation Catalog Release 9.1, Document number 16-
604278 Issue 2, December 2014

[3] Avaya IP Office™ Platform 9.1. Deploying Avaya IP Office™ Platform IP500 V2,
Document number 15-601042 Issue 30g, 27 January 2015

[4] Avaya IP Office™ Platform Embedded Voicemail User Guide (IP Office Mode), Document
number 15-604067 Issue 15a, 16 January 2015
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their application of any products specified in these Application Notes.

Please e-mail any questions or comments pertaining to these Application Notes along with the
full title name and filename, located in the lower right corner, directly to the Avaya
DevConnect Program at devconnect@avaya.com.
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