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Avaya Solution & Interoperability Test Lab

Application Notes for configuring Enghouse Interactive
Communications Portal 9.0 with Avaya Aura® Session

Manager R6.3 and AvayaCommunication Server 1000E
R7.6-Issuel.0

Abstract

These Applicabn Notes describe the configuration steps tenghouse Interactiv,
Communications Portal 940 successfully interoperate witkvaya Aura® Session Manag
R6.3 and Avaya Communication Server 100BE.6 Communications Portal is an 1V
application that corects to Session Manager as a SIP Entity.

Information in these Application Notes has been obtained through DevConnect com
testing and additional technical discussions. Testing was conducted via the Dev(
Program at the Avaya Solution and Ijeerability Test Lab.
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1. Introduction

These Application Notes describe the configuration steps for Enghouse Interactive
Communications Portal 9.0 to successfully interoperate with Avaya Aura® Session Manager
R6.3 and Avay&ommunication Server 1000E B{CS1000E)

Enghouse Interactive Communications Portal (formerly Syntellect Communications Portal) is an
open, standardsased platform with integrated application development and management
components.
1 Voice selfservice solutions, such as interactimece response (IVR), interactive voice
and video response (IVVR), outbound dialing, and speeeciled selservice systems.
SMS, email, standardsased voice mail.
Contact center solutions, including outbound dialing, intelligent routing applications and
screen pop applications.
1 Unified communications solutions, including standdrdsed voicemail systems and
applications that combine traditional voice, IP telephony, video messaging, SMS, email,
and fax communication.

T
1

2. General Test Approach and Test Results

The IVR applicationtelephony functionalitpf Communications Portal 9(@P)wasthe only
onetested.This IVR application(CP script)}connects to Session Manager as aBLhk entity

and can be integrated with the CS1000E by passing SIP calls tamanthe PBX Session
Manager directs the call over SIP trunkshteCP scrips whichin turnhandles the call

depending on the digits dialed using SIP signaling. Communications Portal utilizes Dialogic
HMP 3.0 driverto perform all telephony functionsidhe serverThe Dialogic Host Media
Processing (HMP) software 3.0 facilitates the Communications Portal connectivity to Session
Manager.

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members. The
jointly-defined test plafocuses on exercising APIs and/or standdrased interfaces pertinent

to the interoperability of the tested products and their functionalities. DevConnect Compliance
Testing is not intended to substitute full product performance or feature testingreetfoy

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or
compl eteness of a DevConnect memberds solutio
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2.1. Interoperability Compliance Testing

The interoperability compliance test included both feature functigraadd serviceability
testing. The feature functionality testing focused on placargpus calls to the Communications
Portal IVR
1 Basic Inbound/Outboundi Tests inbound calls to Enghousgeractive
Communications Portal
Call Hold 1 Tests held calls ttrom Enghousénteractive Communications Portal
Call Transfer 1 Tests transferred calls to/from Engholiseractive Communications
Portal
1 IVR Functionality T Tests of various IVR features like ANI/DNIS detection, leaving
voice message/voice mail (Redorg), DTMF collection, Bargén and Trombone
Referral on the Enghouseteractive Communications Portal
1 Failover/Servicel Tests the behaviour of Enghousgéeractive Communications Portal
in certain failed conditions

T
T

The serviceability testing focused verifying the ability oCommunications Portab recover
from disconnection and reconnection to the Avaya solution.

2.2. Test Results
All functionalityand serviceability test cases weaompleted successfully.

2.3. Support
Technical support can be obtained Esrghouse Interactivas follows:
USA
1 Email: scpsupport@enghouse.com
1 Website: http://enghouseinteractive.com/support.php
1 Phone: +1 800.788.9730 Sebervice
i Phone: +1 800.872.2272 LivService
EMEA
1 Email: supportenvox@syntellect.com
1 Website: http:/enghouseinteractive.co.uk/support/contact_support/
1 Phone: +44 203 357 3001
PG; Reviewed: Solution & Interoperability Test Lab Applidah Notes 30f48

SPOC7/15/2014 ©2014 Avaya Inc. All Rights Reserved. EnghseCP9CS1K7!



3. Reference Configuration

The configuration irFigure 1 wasused to compliance test Enghouisieractive
Communications Port&.0 with Session Manager ar@@S1000Eusing SIP signéng over SIP
trunks toroutecalls fromCS10008Bo0 Communications Portal 9.0

Avaya SIP
1140

Avaya Aura® Session Avaya Aura® System
Manager R6.3 Manager R6.3

|
l -

|

: Telephony LAN
I A

| RN

SIP Trunk

| Avaya Communication .
| Server 1000E R7.6 Avaya UNIStim
1120/1140
Enghouse Interactive
Communications Portal 9.0

PSTN Caller

Figure 1: Connection ofEnghouse Interactive Communications Portal 9.Qvith Avaya Aura®
Session Manager R6.3 and Avay@ommunication Server 1000E R7.6

PG; Reviewed: Solution & Interoperability Test Lab Applidah Notes 4 0of 48
SPOC7/15/2014 ©2014 Avaya Inc. All Rights Reserved. EnghseCP9CS1K7!



4. Equipment and Software Validated

The following equipment and software were used for the sample configuration provided:

Equipment/Software

Release/Version

Avaya Aur& System Manager running on a
Virtual Platform

R6.3 SP3
Build 6.3.0.8.5682.3.8.2651
Software Update Revisidh3.4.4.1904

Avaya Aurd Session Manager running on a
Virtual Platform

R6.3SP4
6.3.4.0.634014

Avaya Communicatioserver 1000Eunning
onan Avaya CPPM card

R7.6 (See appendix for list of Patches)

Avayal1120E UNIStim Deskphone 0624C8Q
Avaya 1140E UNIStim Ddgphone 0625C8Q
Avayall40E SIP Deskphone 04.03.12.00

Enghouse Interactive Communications Po
running on Windows 2012 Server
Dialogic HMP Driver

Communications Portal 9.0 PRC2
Dialogic HMP 3.0 SU347
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5. Configuration of Avaya Communication Server 1000E

The configuration operations illustrated in this section were performed using terminal access to
the CS1000E using PuTTY. Itis assumed a fully working CS1000E is in place with the
necessary licensingor all other provisioning information, suétaministering Avaya

CS1000E, refer to product documentatioibection 11of these Application Notes.

Note: The configuration of PSTN trunks and routes are outside the scope of these Application
Notes.

Note: Not all prompts need an answer. The promptsireed below are mandatory for a basic
configuration. Accept the default responses for all other prompts by pressing the Return key.

Note: A full printout of the SIP BChannel, Route and Trunk information used for the
compliance testing is included inetAppendix B of these Application Notes.

5.1. Verify Licences

To ensure the CS1000E is licensed for SIPLIB@2 and typeSLT at theREQ prompt. Check
for SIP ACCESS PORTS(in bold below).

Prompt Response Description

> LD 22 Enter Overlay 22
REQ SLT

System type is - Communication Server 1000E/CPPM Linux
CPPM- Pentium M 1.4 GHz

IPMGs Registered: 1

IPMGs Unregistered: 0

IPMGs Configured/unregistered: 0

TRADITIONAL TELEPHONES 2000 LEFT 1992 USED 8
DECT USERS 2000 LEFT 2000 USED O
IP USERS 4000 LEFT 3978 USED 22

BASIC IP USERS 2000 LEFT 1998 USED 2
TEMPORARY IP USERS 2000 LEFT 2000 USED O
DECT VISITOR USER 2000 LEFT 200 0 USED O
ACD AGENTS 2000 LEFT 1995 USED 5

MOBILE EXTENSIONS 2000 LEFT 2000 USED O
TELEPHONY SERVICES 2000 LEFT 2000 USED O
CONVERGED MOBILE USERS 2000 LEFT 2000 USED O
AVAYA SIP LI NES 2000 LEFT 1997 USED 3
THIRD PARTY SIP LINES 2000 LEFT 1998 USED 2

PCA 2000 LEFT 2000 USED O

ITG ISDN TRUNKS 2000 LEFT 2000 USED O

H.323 ACCESS PORTS 2000 LEFT 1 990 USED 10

AST 2000 LEFT 1981 USED 19

SIP CONVERGED DESKTOPS 2000 LEFT 2000 USED 0

SIP CTI TR87 2000 LEFT 1992 USED 8

SIP ACCESS PORTS 2000 LEFT 1970 USED 30

RAN CON 2000 LEFT 2000 USED O

MUS CON 2000 LEFT 2000 USED O
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5.2. Configuring SIP connection on Avaya Communication Server
1000E

To configure the SIP connection there are a number of steps.
1 Create a Bchannel for th&IP trunk
1 Create Route Data Block
1 Add TIE Trunks

5.2.1. Create D-Channel

Use theCHG command irLD 17 to create a Ezhannel for the SIP connection. In the example
below, D-Channel 66 (i.eDCH 66) was created. At th€ TYP prompt, enteDCIP. This
signifies theSIP D-Channel.

LD 17

Prompt Response Description

> LD 17 Enter Overlay 17

REQ CHG Change

TYPE ADAN Change the Action Device and Number
ADAN NEW Create New Action Device and Number
TYPE DCH 1 Create new D - Channel 1

CTYP DCIP Card type is IP D - Channel

USR ISDL Integrated Services Digital Line

IFC SL1 D- Channel interface type

5.2.2. Create Route Data Block

Use theNEW command inLD 16 to create a Route Data Block. The route created I& aoute
which connects between the CH0& and Session ManagémsurevVTRK is set toYES and
PCID is SIP. Ensure that the other values highlighted are configured correctly. A complete
printout of all prompts can be foundAppendix B of these Application Notes.

LD 16

Prompt Response Descr iption

> LD 16 Enter Overlay 16

REQ NEW Create new

TYPE RDB Route Data block

CUST 0 Customer Number as defined in LD15

ROUT 22 Route Number

TKTP TIE Route Type

VTRK YES Virtual Route

PCID SIP Protocol ID for route

NODE 111 Node number of the CS1000E (as per Section6 )
DTRK NO Digital Trunk Route

ISDN YES Integrated Services Digital Network

MODE ISDL mode of operation

IFC SL1 Interface type

ACOD 8022 Access Code for trunk route
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5.2.3. Adding TIE Trunks

Use theNEW command inLD 14 to add (PTI) TIE trunks to the new route createdSection
5.2.2.If adding multiple trunks for each route, USEW XX, where XX is the number of trunks.
In the example belowO trunks were added.

LD 14

Prompt Response Description

> LD 14 Enter Overlay 14

REQ NEW 10 Create 10 New Trunks

TYPE IPTI IP TIE trunk

TN 100030 Loop Shelf Card Unit

CUST 0 Customer Number as defined in LD15
RTMB 221 Route number and Member number

5.3. Configure Coordinated Dialing Plan

A Coordinated Dialing Plan (CDI necessary to route the calls. During compliance testing

4300 was assigned to the Communication Portal and so when a caller dials 4300 that call will be
routed according to the CDR order to setup @DPboth aroute list index and a CDP are

added.

5.3.1. Create Route List Index

Use theNEW command ir.D 86 to create &LI . Enter the routeROUT) that was created in
Section 5.2.2.

LD 86

Prompt Response Description

>LD 86 Enter Overlay 86

REQ NEW Create New

cus 0 Customer Number as defined in LD15
FEAT RLB Route list Block

TYPE RLI Route list Index

RLI 22 Route list Index number

ENTR 0 First entry for the RLI

ROUT 22 Enter the route number

5.3.2. Create CDP

Use theNEW command irLD 87 to creaé aCDP entry. For each extension, a CDP entry needs
to be created. In the example below, B&Cis 430Q FLEN is 4 and theRLI is 22 The RLI
number used is the one createdettion5.3.1

LD 87

Prompt Response Description

> LD 87 Enter Overlay 87

REQ NEW Create new

CUST 0 Customer Number as defined in LD15
FEAT CDP Coordinated dialing plan

TYPE DSC Distance Steering code

DSC 4300 Distant Steering code

FLEN 4 Flexible Length number of digits

RLI 22 Route list index Nu mber
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6. Configure Avaya Communication Server 1000E SIP
Gateway

Access to the CS1000HP Gateways achieved by logging into System Manager using a Web
Browser by enteringttp://<FQDN >/SMGR, where<FQDN> is the fully qualified domain
name of System Manager http://<IP Adddress >/SMGR Log in using appropriate
credentials.

(2 System Manager - Windows Internet Explorer EHEE\

@'\?‘:/' [e] deveonnect.local | corntficate Error | | K| | |[2]-

Fle Edt View Favortes Tools Help
i Favorites | 5l &) SMGR62 € | NICE Perform® £ SMGRG3WMPG | RP_SMGR € | Avaya-Mortsl PEF Library

B : T
(& System Manager o B 7| o= - Page - Safety - Tools~ @+

Aura System Manager 6.3

UserID:  admin

This is Paul's PBX so unless you have his permission to enter Password: [ssesssses| |

please go away.
Reset

D supported Browsers: Internet Explorer 8.x, 9.x or 10.x or Firefox 19.0,
20.0 or 21.0.

Once loggedn, click on Communication Server 1000as highlighted

Last Logged on at December 13, 2013 12;
Help | About | Change Password | Log off a

Aura” System Manager 6.3

Home
Administrators Collaboration Environment Backup and Restore
Directory Synchronization Communication Manager Bulk Import and Export
Groups & Roles I Communication Server 1000 I Configurations
User Management Conferencing Events
User Provisioning Rule IP Office Geographic Redundancy
Meeting Exchange Inventory
Messaging Licenses
Presence Replication
Routing Reports
Session Manager Scheduler
Security
Shutdown
Software Management
Templates
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The following screen appears showing the variblesnents selectEM on cslkpg(note this
name may appear different depending on the sy$teroonfiguratior).

AVAyA Avaya Aura®System Manager 6.3 Help | Logou

Networle Host Name: smgrB3vmpg deveonnectiocal  User Hame: admin
Elements

CE 1000 Services
Corporate Directory

Elements

IP3izs Mew elements are registered into the security framewark, or may be added as simple hyperlinks. Click an element name to [aunch its management service. You can optianally filter,
Numbering Groups the list by entering a search term
Patches

SNIIF Profiles

Secure FTP Token
Software Deployment

User Services Add.... | | s a2
Administrative Users
Element Name Element Type Release Address Description
External Authentication [ Element Name e
SANL Configuration ] ?;E‘grr;ﬁ:mgg deveonnectlocal Base 03 76 10.10.40.32 S‘a;ﬁegitﬁ
FesmEn 20 Ellon cslipal 51000 75 192.168.40.101 New
Security element.
Roles ;[ cslkpaldevconnectiocal (member) — Linux Base 76 10.10.40.101 Base 0%
Paolicies : element.
Active Sessions 4[] 192.168.40.102 Media Gateway Controller 76 192.168.40.102 Mew
Tools element
=[] MRSL on csikpal Network Routing Service 7.6 192.168.40.101 Mew
element.

Navigate tdP NetworkA Nodes Servers and Media Cards the leftpaneland select the
Node associated with the CS1000& the example below thidode IDis 111 Open this node
by clicking on111highlighted below.

AVAYA CS1000 Element Manager

~ UCM Network Services # Managing: 182.1658.40.101 Username: admin
Syztem » IP Network » IP Telephony Nodss

-Home

Frint | Refresh

~ Links IP Telephony Nodes
- Virtual Terminals Click the Node ID to view or edit its properties.
+Alarms
- Maintenance Add
- Peripheral Equipment Mode D« Components Enabled Applications ELAM [P Mode/TLAN [Pvd4  Mode/TLAM IPVE  Status
P quip s =
=l Llef. 3IP Line, LTPS, Gateway

- System
+ Core Equipment
- - Synchroniz
||:| a1 1 (SIPGW) 101040111 | Synchronized

~ledia Gateways Show:  Modes [] Compenent servers and cards IPvG address
-Zones
- Host and Route Tables
- Metwork Address Translation
- Qo8 Thresholds
- Personal Directories
- Unicode Mame Directary
+Interfaces
- Engineered Values
+Emergency Senices
+ Software
- Customers
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SelectGateway (SIPGw)highlighted.

AVAYA

- UCM Network Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwork
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Host and Route Tables
- Network Address Translation
- Qo3 Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Humbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction
- Incoming Digit Translation

CS1000 Element Manager

4| Managing: 192.168.40.101  Username: admin
System » IP Network » P Telephony Nodes » Node Detailz

Node Details (ID: 111 - SIP Line, LTPS, Gateway ( SIPGw ))

Subnet mask:

255.255.255.0

IP Telephony Node Properties

Woice Gateway and Codecs

.

+ Quality of Service (Go3)
« LAN

* SNTP
.
.

Numbering Zones
MEDM Aternative Routing T

* Required Value.

Associated Signaling Servers & Cards

Select to add v

[] Hastname «
[ es1kpat

Show:

Tipe

Deployed

lications

Subnet mask:

Applications (click to edit configuration)
* SIP Line

+ Presence Publisher
* |P ledia Senices

ELAN IP

255.255.255.0

v

Print | Refresh

TLAMN IPv4 Role

SIF Line, LTPS, Gateway

Signaling_Server (SIP/H323), PD, Presence

192.165.40.101

Fublisher, IF Media Senices

10.10.40.101 Leader

Enter the correc®IP domain name Notethis domain namavill be referenced again iBection

7.2

AVAYA

- UCM Network Services
- Home
- Links
- irtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IF Network
-MNodes: Sewvers. Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
-Host and Route Tables
- Metwork Address Translation
- QoS Thresholds
- Personal Directories
- Unicode Mame Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwoark
- Flexible Code Restriction

C&1000 Element Manager

4 Managing: 192.168.40.101 Username: admin
Swatem » IP Network » P Telephonv Nodes » Node Details » Virtual Trunk Gateway Configuration

Node ID: 111 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Seftings | SIP Gateway Senvices

Virk gateway application: Enable gateway service onthis node

General

Virk gateway application

SIP Gateway (SIPGw)

Virtual Trunk Network Health Monitor

SIP domain name

devconnect local

[1 Monitor IP addresses (listed below)

Information will be captured for the IP addresses listed

A below
Local SIP port: [5060  (1-65535 =
Monitor 1P
Gateway endpoint name: |CS1KPG1 )
IMonitor addresses
Gateway password
Application node 1D: | 111

Enable failsafe NRS

Note: FailSafe NRS cannot be
& have NRS application d d.

* Required Value.

bled, if all servers in the

Note: Changes made on thiz page will NOT be
tranzmitted until the Node i= alzo saved.

-~
w
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Scroll down toProxy Or Redirect Server: Proxy Server Route land enter theA Address of
Session Manager for ti&rimary TLAN IP address. Ensure théort number is set t8060and
theTransport protocol is set toT CP. Notethis informationwill be referenced again iBection
7.10 Everything else can be left as default.

AVAYA

-UCM Hetwork Services L

-Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Network
-Nodes: Servers. Media Cards
- Maintenance and Reports
- Media Gateways
-Zones
- Host and Route Tables
- Netwark Address Translation
- Qo Thresholds
- Personal Directories
- Unicode Mame Directary
+Interfaces
- Engineered Values
+Emergency Senvices
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Metwork
- Flexible Code Restriction

C&1000 Element Manager

Managing: 192.1658.40.101 Username: admin
System » IP Network » |P Telephony Nodes » Node Details » Virtual Trunk Gateway Configuration

Node ID: 111 - Virtual Trunk Gateway Configuration Details

General | SIP Gateway Sefings | SIP Gateway Services

M T TR T T e T e e T T e e T

Proxy Or Redirect Server:

Proxy Server Route 1:

Primary TLAMN IP address: {1010 40 .34

Transport protocol:

Options: [] Support registration
Primary CDS proxy

0000

Secondary TLAN IP address:

a

Port: [5060 Il

Transport protocol: | TCP W

Nete: Changes made on thiz pages will NOT be

CEEIE AL transmitted until the Mode is alzo zaved.

Ensurethe same details are filled in for tReoxy Server Route 2 Click onSaveat the bottom

right of the screen.

AVAYA

- UCM Network Services L’

- Home
- Links
- irtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Metwork
-Modes: Servers. Media Cards
-Maintenance and Reports
-Media Gateways
-Zones
-Host and Route Tables
- Network Address Translation
- 08 Thresholds
-Personal Directories
- Unicode Mame Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
- D-Channels
- Digital Trunk Interface
- Dialing and Numbering Plans
- Electronic Switched Network
- Flexible Code Restriction

CS1000 Element Manager

Managing: 192.168.40.101 Username: admin
System » [P Network » |P Telephony Nodes » Mode Details » Virtual Trunk Gateway Configuration

Node ID: 111 - Virtual Trunk Gateway Configuration Details

General

| SIP Gateway Seftings | SIP Gateway Services

Options: [] Support registration
[ Tertiary COS proxy

Proxy Server Route 2:

10.10.40.34

n an have either IPv4

Frimary TLAM IP address:

Port: |5060 1-8

Transport protocol: | TCP »

Options: Registration not supported

[] Primary CDS proxy

CLID Presentation:
Country code (CCC)

Area code: MPA in North Ame

Note: Changes made on thiz pags will NOT be
tranzmitted until the Node iz alzo zaved

w

* Required Value.
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Click onSaveagai

n as highlighted below.

AVAYA

- UCIM Network Services
-Home
-Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IF Network

Jaintenance and Reports
- Media Gateways
- Zones
- Host and Route Tables
- Metwork Address Translation
- Q0S8 Thresholds
- Personal Directories
- Unicode Wame Directory
+Interfaces
- Engineered Values
+ Emergency Services
+ Software
- Customers
- Routes and Trunks
- Routes and Trunks
-D-Channels

CS1000 Element Manager

#| Managing: 192.168.40.101 Username: admin

System » IP Network » |P Telephony Nodes » Node Detaile

Node Details (ID: 111 - SIP Line, LTP S, Gateway ( SIPGw ))

Mode ID:

Call server IP address: [192.168.40.101

- Modes: Servers, Media Cards

Embedded LAN (ELAN)

Gateway IP address: [192.168.40.1

Subnetmask: |255.255.255.0

* Required Value.

Associated Signaling Servers & Cards

Selectto add |+

~
TLAN address type: @ IPv4 anly
C I1Pv4 and IPvG
Telephony LAH {(TLAN)
MNode IPv4 address: 101040111
Subnet mask: |255.255.255.0
v

Frint | Refresh

o~ [] Hastname « Type Deployed lications ELAM IP TLAM [Pvd Role
- Digital Trunk Interface - SIP L LTPS, Gat
L ) SIF Lineg, S, Gateway
~Diaing and flumbering Plans. [ cstkpat Signaling_Server (SIP/H323) PD, Presencs 19216840101 10.10.40.101 Leader
SelectTransfer Now as shown below.
AVAYA C$1000 Element Manager
_UCM Network Services 4 Managing: 192.168.40.101 Username: admin
- Home System » IP Network » IP Telephony Nodes » Node Saved
_Links Node Saved
- Virtual Terminals
- System
+Alarms Mode ID: 111 has been saved on the call server.
- Maintenance
+ Core Equipment The new configuration must also be transferred to associated servers and media cards.
- Peripheral Equipment
- IP Metwork
_ Nodes: Servers. Media Cards |[ Transfer Now... ]IY-JU will be given an option to select individual servers, or transfer to all.
- Maintenance and Reports
- Media Gat
—Z;n;‘s e [ Show Nodes ]‘r’-:nu may initiate a transfer manually at a later time.
- Host and Route Tables
- Metwork Address Translation
- 205 Thresholds
- Personal Directories
- Unicode Name Directory
+Interfaces
- Engineered Values
+Emergency Services
+ Software
PG; Reviewed: Solution & Interoperability Test Lab Applidah Notes 130f 48

SPOC7/15/2014

©2014 Avaya Inc. All Rights Reserved.

EnghseCP9CS1K7!



The following screen is displayed requiring that syonalzation is performed followed by a
restart of the Applications. Ensure tHestnameis ticked and click oistart Sync.

AVAYA

CS1000 Element Manager

- UCM Hetwork Services
- Home
- Links
- Virtual Terminals
- System
+Alarms
- Maintenance
+ Core Equipment
- Peripheral Equipment
- IP Network
- Nodes: Servers, Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
- Hostand Route Tables
- Metwork Address Translation
- Qo8 Thresholds
- Personal Directories
- Unicede Name Directory
+Interfaces
- Engineered Values
+ Emergency Senices
+ Software
- Customers

#  Managing: 192.168.40.101 Username: admin
System » IP Network » |P Telephony Nodes » Synchrenize Configuration Files

Synchronize Configuration Files (Node ID <111>)

Mote: Select components to synchronize their configuration files with call server data. This process transfers server [N files to selected

lcomponents, and requires a restart* of applications on affected serveris} when complete

I Start Sync I[ Cancel H Restart Applications ]

Haostname Type Applications Synchronization Status
SIP Line, LTPS,
Gateway (SIP/H323),

Signaling_Server PD, Presence Sync required
Publisher, IP Media
Senices

* Application restart is only required for initial system configuration or if changes have been made to general LAN configurations, SNTP settings, SIP and
23 Gateway settings, network connectivity related parameters like ports and IP address, enabling or disabling services, or adding or removing application

Print | Refresh

The following screen

shows ti8ync in progress

- Maintenance
+Core Equipment
- Peripheral Equipment
—IP Metwork
-DModes: Severs, Media Cards
—Maintenance and Reports
- Media Gateways
-Zones
—Hostand Route Tables
- MNetwork Address Translation
— Qo3 Thresholds
- Personal Directories
—Unicede MName Directory
+Interfaces
-Engineered Values
+Emergency Services
+ Software
— Customers

AVAYA C€S1000 Element Manager

_UCM Network Services | Managing: 192.165.40.101 Username: admin

T System » IP Network » |P Telephony Nodes » Synchronize Configuration Files

_Links Synchronize Configuration Files (Node ID <111>)
= ¥irtual Terminals Synchronization in progress. Status will be updated automatically.

- System (vou may also navigate away from this page and return to the [P Teleshony Nodes list to verify completion.)
+Alarms

Hostname Type Applications Synchranization Status
SIP Ling, LTPS

Gateway (SIPTHa2a)
cs1kpgl Signaling_Server PD, Presence Syncin progress
Eublisher P Lledia

Services

Print | Refresh

Once the Sync is completed selectltmstnameagain and click oiRRestart Applications. This
will complete the Signalling Server configuration for Session Manager routing.

AVAYA

CS1000 Element Manager

- Maintenance
+Core Equipment
- Peripheral Equipment
- IP Network
- Modes: Servers. Media Cards
- Maintenance and Reports
- Media Gateways
- Zones
-Host and Route Tables
- Metwork Address Translation
- Q08 Thresholds
- Persanal Directaries
- Unicode Mame Directory
+Interfaces
- Engineered Values
+Emergency Services
+Software
- Customers

~ UCM Metwork Services | Managing: 192.168.40.101 Username: admin

— stem » IP Network » IP Telephony Nodes » Synchronize Configuration Files

_Links Synchronize Configuration Files (Node ID <111>)
- Virtual Terminals

B Sislgerms Mote: Select components to synchronize their configuration files with call server data. This process transfers server NI files fo selected
+

components, and requires a restart* of applications on affected server(s) when complete

[__start Sync H Cancel ]l Restart Applications ]l

Hostname Type Applications Synchronization Status
SIP Ling, LTPS,
Gateway (SIP/H323),

Signaling_Server PO, Presence Syncregquired
Publisher, IP Media
Senices

A
23 G
TVErS.

w T

3

* Application restart is enly reguired for initial 8ystem configuration er if changes have been made te general LAN configurations, SNTP settings, SIP and
3 Gateway settings, network connectivity related parameters like porte and IP address, enabling or dizabling services, or adding or removing application

Print | Refresh
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7. Configure Avaya Aura® Session Manager

This section provides the procedures for configuring Session Manager. Session Manager is
configured via System Managéihe procedures include the following areas:

Log in to SystemManager
Administer SIP Domain
Administer Location
Administer SIP Entities

=4 =4 =4 -8 8 19

Administer Dial Patterns

Administer Routing Policies

7.1. Log in to Avaya Aura® System Manager

Access System Manager usingvab Browser by enterinigttp://<FQDN >/SMGR, where
<FQDN> is the fully qualified domain name of System Managdrttp://<IP Adddress
>/SMGR. Log in using appropriate credentials.

= System Manager - Windows Internet Explorer

devconnect t.local

Go- E

File Edt View Favorites Took Help
i Favorites

(& System Manager

9% B SMERE2 & NICE Perform@ | SMGREIUMPG €| RP_SMGR & | Avaya-Martel PEP Library

| 1 Certificate Error

[ 5] 7 g v Page v

Safety v Tools v i by

This is Paul's PBX so unless you have his permission to enter
please go away.

UserID:  admin

Aura® System Manager 6.3 |

Reset

@ supported Browsers: Internet Explorer §.x, 9.x or 10.x or Firefox 19.0,
a.

20.0 or 21.

Once logged ion click oRouting as highlighted.

January 5, 2014 10|
assword | Log off a

Aura® System Manager 6.3

Administrators
Directory Synchronization
Groups & Roles

User Management

User Provisioning Rule

Collaboration Environment

Communication Manager

Communication Server 1000

Conferencing
1P Office

Meeting Exchange
Messaging

Presence

Session Manager

Backup and Restore
Bulk Import and Export
Configurations

Events

Geographic Redundancy
Inventory

Licenses

Replication

Reports

Scheduler

Security

shutdown

Software Management

Templates
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7.2. Administer SIP Domain

Click onDomainsin the leftpanel If there is not a domain already configured clickiNew
highlighted below

on at D

3 12:52 PM

Last Logged on & . 2013 1
elp | About | Change P ff i
Aura System Manager 6.3 Help | About | Change P d | Log off admin

x

4« Home / Elements / Routing / Domains

Help ?
Domain Management

Adaptations

[0 devcon.avaya sip
[0 devconnect.local <ip
select Al tone
[ vetaus |

Enter the name of the domain note this was referencgddtion 6 TheType should besip.
Click onCommit once done.

Aura System Manager 6.3

Home Routing *
~ Routing 4« Home / El / Routing / D
= Help ?
Domains =
= Domain Management -Cummit -Cam:el
Locations
Adaptations
1ltem & Filcer: Enable
Entity Links
Name |Tvne Notes
Time Ranges *[deveonnect.local |

Routing Policies
Dial Patterns

Regular Expressions

Defaults

7.3. Configure Location
SelectLocations from the leftpaneland selecNew from the main window.

Aura  System Me

Home Routing *

4 Home / Elements / Routing / Locations

Domains R

Location
Locations
Adaptations
Entity Links 1ltem &

N
Time Ranges g | amse
= — O

Routing Policies

Select : All, None

Dial Patterns

Regular Expressions

-
9
Py
)
<.
@
=
®
o
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Enter a suitable name for the location and scroll down to the bottom of the page and enter the IP
addresses associated with the locatiantheAdd button.In the casédelow,there are two
rangesl0.10.40.xand192.168.50.>added for the locatiodnce completed, click o@ommit to
continue.

Aura System Ma

Home Routing *

4+ Home / Elements / Routing / Locations

Domains

Location Details

Locations

Adaptati
SRS General

* Name: DevConnectPGa3

Entity Links

Notes:

Time Ranges

Routing Policies i i i
Dial Plan Transparency in Survivable Mode

Enabled: []

Dial Patterns

Regular Expressions
Listed Directory Number:

Associated CM SIP Entity:

* Minimum Multimedia Bandwidth: &4 Kbit/Sec

* Default Audio Bandwidth: 80 Kbit/sec »

Alarm Threshold

Overall Alarm Threshold: |50 | %
Multimedia Alarm Threshold: |30 | O
* Latency before Overall Alarm Trigger: LS Minutes
* Latency before Multimedia Alarm Trigger: LS Minutes
Location Pattern
IAddI Remaove
2 Items @
| |IP Address Pattern “ Motes
[0 =[io.i0.40.%
[  +#|igz.188.50.%
Select : All, None
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7.4. Configure Adaptation

To configure a new Adaptation seléaaptations from the leftpaneland click onNew from
the main window.

Aura  System Mana,

Home Routing ®

4 Home / Elements / Routing / Adaptations

Adaptations

]
SIP Entities

Entity Links 3Items &

Time Ranges [ |Name Module Name

Routing Policies
Dial Patterns

Regular Expressions

Select : All, Mone

Enter a suitabl®lameand selecDigitConversionAdapter for theModule Name.Select
Name-Value Parameteras theModule Parameter Type Add the following Parameters:

Name Value
1 fromto true
9 iodstd SIP domain name as configured3adion 7.2
i iosrcd SIP domain name as configureddaction 7.2

Last
elp | About | Chz
Aura System Mana Help | About | Ch

Home Routing ¥
M< Home / Elements / Routing / Adaptations
Adaptation Details Commit||Cancel
Locations p [ancel
Adaptations General
SIP Entities .
* adaptation Name: [EngHouse|
Entity Links .
Module Name: |DigitConversionAdapter v
Module Parameter Type: |Mame-Value Parameter ¥
Routing Policies
Dial Patterns
Regular Expressions F] |Name - value
[0 liedstd devconnect.local
[0 lissred devconnect.local
Select : All, None [4 4 Page| 1 |of2 b M
Egress URI Parameters:
Notes:
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Continue to add the following Parameters:

Name Value
i odstd Communications PortdlP Address
1 osrcd Session Manager IP Address

Click onCommit once completed.

st

=
elp | About | Ch
Aura System Mal Help | About | CF

Home Routing *
Mq Home / Elements / Routing / Adaptations
|
Adaptation Details Commitf|Cancel
Locations p | commit(cancel]
Adaptations General
SIP Entities .
* Adaptation Name: EngHouse
Module Name: DigitConversioniAdapter v
Module Parameter Type: MName-Value Parameter ¥
Dial Patterns
e -
O |esred 10.10.40.34
Select : All, Mone I4 4 page| 2 |of2 b Pkl
Egress URI Parameters:
Notes:
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7.5. Configure SIP Entity for Enghouse Interactive Communications
Portal

SelectSIP Entities from the leftpaneland click onNew in the main window.

Last (i}
5 Help | About
Aura” System Manager 6.3 | |

Home Routing *
M< Home / Elements / Routing / SIP Entities
SIP Entities
Adaptations
SIP Entities
Entity Links 3 Items Filter: E
F ‘Name ‘FQDN or IP Address Type Notes
| TmeRanges |
[0 AAMessaging 192.168.50.60 SIP Trunk
fetr s [l ASCOMDECT1 10.10.40.181 <17 Trunk
Dial Patterns O comez 192.168.50.13 oM
Regular Expressions O cme3vmpes 10.10.40.31 cM
m [0 csikpGl 10.10.40.111 SIP Trunk
[0 csikpc2 192.168.50.99 SIP Trunk
[0 sMmé3vmpg 10.10.40.34 Session Manager
Select : All, None

Enter a suitabl®lameand ensure that thedaptation that was created iBection 7.4is used.
Enter theLocation that was configued inSection 73 and the correctime Zone.
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