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Abstract 
 

 

These Application Notes describe the configuration steps for Enghouse Interactive 

Communications Portal 9.0 to successfully interoperate with Avaya Aura® Session Manager 

R6.3 and Avaya Communication Server 1000E R7.6. Communications Portal is an IVR 

application that connects to Session Manager as a SIP Entity. 
 

Information in these Application Notes has been obtained through DevConnect compliance 

testing and additional technical discussions.  Testing was conducted via the DevConnect 

Program at the Avaya Solution and Interoperability Test Lab. 
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1. Introduction 

These Application Notes describe the configuration steps for Enghouse Interactive 

Communications Portal 9.0 to successfully interoperate with Avaya Aura® Session Manager 

R6.3 and Avaya Communication Server 1000E R7.6 (CS1000E).  

 

Enghouse Interactive Communications Portal (formerly Syntellect Communications Portal) is an 

open, standards-based platform with integrated application development and management 

components. 

¶ Voice self-service solutions, such as interactive voice response (IVR), interactive voice 

and video response (IVVR), outbound dialing, and speech-enabled self-service systems. 

¶ SMS, email, standards-based voice mail. 

¶ Contact center solutions, including outbound dialing, intelligent routing applications and 

screen pop applications. 

¶ Unified communications solutions, including standards-based voice-mail systems and 

applications that combine traditional voice, IP telephony, video messaging, SMS, email, 

and fax communication. 

2. General Test Approach and Test Results  

The IVR application telephony functionality of Communications Portal 9.0 (CP) was the only 

one tested. This IVR application (CP script) connects to Session Manager as a SIP Trunk entity 

and can be integrated with the CS1000E by passing SIP calls to and from the PBX. Session 

Manager directs the call over SIP trunks to the CP scripts which in turn handles the call 

depending on the digits dialed using SIP signaling. Communications Portal utilizes Dialogic 

HMP 3.0 driver to perform all telephony functions on the server. The Dialogic Host Media 

Processing (HMP) software 3.0 facilitates the Communications Portal connectivity to Session 

Manager.  

 

DevConnect Compliance Testing is conducted jointly by Avaya and DevConnect members.  The 

jointly-defined test plan focuses on exercising APIs and/or standards-based interfaces pertinent 

to the interoperability of the tested products and their functionalities.  DevConnect Compliance 

Testing is not intended to substitute full product performance or feature testing performed by 

DevConnect members, nor is it to be construed as an endorsement by Avaya of the suitability or 

completeness of a DevConnect memberôs solution. 
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2.1. Interoperability Compliance Testing 

The interoperability compliance test included both feature functionality and serviceability 

testing. The feature functionality testing focused on placing various calls to the Communications 

Portal IVR: 

¶ Basic Inbound/Outbound ï Tests inbound calls to Enghouse Interactive 

Communications Portal. 

¶ Call Hold ï Tests held calls to/from Enghouse Interactive Communications Portal. 

¶ Call Transfer ï Tests transferred calls to/from Enghouse Interactive Communications 

Portal. 

¶ IVR Functionality ï Tests of various IVR features like ANI/DNIS detection, leaving 

voice message/voice mail (Recording), DTMF collection, Barge-in and Trombone 

Referral on the Enghouse Interactive Communications Portal. 

¶ Failover/Service ï Tests the behaviour of Enghouse Interactive Communications Portal 

in certain failed conditions. 

 

The serviceability testing focused on verifying the ability of Communications Portal to recover 

from disconnection and reconnection to the Avaya solution. 

2.2. Test Results 

All functionality and serviceability test cases were completed successfully. 

2.3. Support 

Technical support can be obtained for Enghouse Interactive as follows:  

 

USA 

¶ Email:   scpsupport@enghouse.com 

¶ Website: http://enghouseinteractive.com/support.php 

¶ Phone:  +1 800.788.9730 Self-Service 

¶ Phone:  +1 800.872.2272 Live-Service 

 

EMEA 

¶ Email:  supportenvox@syntellect.com 

¶ Website: http://enghouseinteractive.co.uk/support/contact_support/ 

¶ Phone:  +44 203 357 3001 
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3. Reference Configuration 

The configuration in Figure 1 was used to compliance test Enghouse Interactive 

Communications Portal 9.0 with Session Manager and CS1000E using SIP signalling over SIP 

trunks to route calls from CS1000E to Communications Portal 9.0. 

 

 
 

Figure 1: Connection of Enghouse Interactive Communications Portal 9.0 with Avaya Aura® 

Session Manager R6.3 and Avaya Communication Server 1000E R7.6 
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4. Equipment and Software Validated 

The following equipment and software were used for the sample configuration provided: 

 

Equipment/Software Release/Version 

Avaya Aura
®
 System Manager running on a 

Virtual Platform 

R6.3 SP3 

Build 6.3.0.8.5682-6.3.8.2651 

Software Update Revision 6.3.4.4.1904 

Avaya Aura
®
 Session Manager running on a 

Virtual Platform 

R6.3 SP4 

6.3.4.0.634014  

Avaya Communication Server 1000E running 

on an Avaya CPPM card 
R7.6 (See appendix for list of Patches) 

Avaya 1120E UNIStim Deskphone 

Avaya 1140E UNIStim Deskphone 

0624C8Q 

0625C8Q 

Avaya 1140E SIP Deskphone 04.03.12.00 

Enghouse Interactive Communications Portal 

running on Windows 2012 Server 

Dialogic HMP Driver 

 

Communications Portal 9.0 PRC2 

Dialogic HMP 3.0 SU347 
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5. Configuration of Avaya Communication Server 1000E 

The configuration operations illustrated in this section were performed using terminal access to 

the CS1000E using PuTTY. It is assumed a fully working CS1000E is in place with the 

necessary licensing. For all other provisioning information, such Administering Avaya 

CS1000E, refer to product documentation in Section 11 of these Application Notes. 

 

Note: The configuration of PSTN trunks and routes are outside the scope of these Application 

Notes. 

 

Note: Not all prompts need an answer. The prompts outlined below are mandatory for a basic 

configuration. Accept the default responses for all other prompts by pressing the Return key. 

 

Note: A full printout of the SIP D-Channel, Route and Trunk information used for the 

compliance testing is included in the Appendix B of these Application Notes.  

5.1. Verify Licences 

To ensure the CS1000E is licensed for SIP use LD 22 and type SLT at the REQ prompt. Check 

for SIP ACCESS PORTS (in bold below). 
 
Prompt   Response   Description  

>   LD 22    Enter Overlay 22  

REQ   SLT 

 

System type is -  Communication Server 1000E/CPPM Linux  

CPPM -  Pentium M 1.4 GHz  

 

IPMGs Registered:               1  

IPMGs Unregistered:             0  

IPMGs Configured/unregistered:  0  

 

TRADITIONAL TELEPHONES  2000    LEFT  1992    USED     8  

DECT USERS              2000    LEFT  2000    USED     0  

IP USERS                4000    LEFT  3978    USED    22  

BASIC IP USERS          2000    LEFT  1998    USED     2  

TEMPORARY IP USERS      2000    LEFT  2000    USED     0  

DECT VISITOR USER       2000    LEFT  200 0    USED     0  

ACD AGENTS              2000    LEFT  1995    USED     5  

MOBILE EXTENSIONS       2000    LEFT  2000    USED     0  

TELEPHONY SERVICES      2000    LEFT  2000    USED     0  

CONVERGED MOBILE USERS  2000    LEFT  2000    USED     0  

AVAYA SIP LI NES         2000    LEFT  1997    USED     3  

THIRD PARTY SIP LINES   2000    LEFT  1998    USED     2  

 

PCA                     2000    LEFT  2000    USED     0  

ITG ISDN TRUNKS         2000    LEFT  2000    USED     0  

H.323 ACCESS PORTS      2000    LEFT  1 990    USED    10  

AST                     2000    LEFT  1981    USED    19  

SIP CONVERGED DESKTOPS  2000    LEFT  2000    USED     0  

SIP CTI TR87            2000    LEFT  1992    USED     8  

SIP ACCESS PORTS        2000    LEFT  1970    USED    30  

RAN CON                 2000    LEFT  2000    USED     0  

MUS CON                 2000    LEFT  2000    USED     0  
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5.2. Configuring SIP connection on Avaya Communication Server 
1000E 

To configure the SIP connection there are a number of steps.  

¶ Create a D-channel for the SIP trunk 

¶ Create Route Data Block 

¶ Add TIE Trunks 

5.2.1. Create D-Channel  

Use the CHG command in LD 17 to create a D-channel for the SIP connection. In the example 

below, D-Channel 66 (i.e. DCH 66) was created. At the CTYP prompt, enter DCIP. This 

signifies the SIP D-Channel. 

 

LD 17 
Prompt   Response   Description  

>   LD 17    Enter Overlay 17  

REQ   CHG   Change 

TYPE   ADAN   Change the Action Device and Number  

ADAN   NEW   Create New Action Device and Number  

TYPE    DCH 1   Create new D - Channel 1  

CTYP    DCIP   Card type is IP D - Channel  

USR    ISDL    Integrated Services Digital Line  

IFC    SL1   D- Channel interface type  

5.2.2. Create Route Data Block 

Use the NEW command in LD 16 to create a Route Data Block. The route created is a TIE  route 

which connects between the CS1000E and Session Manager. Ensure VTRK  is set to YES and 

PCID is SIP. Ensure that the other values highlighted are configured correctly. A complete 

printout of all prompts can be found in Appendix B of these Application Notes. 

 

LD 16 
Prompt   Response   Descr iption  

>   LD 16    Enter Overlay 16  

REQ   NEW   Create new  

TYPE   RDB   Route Data block  

CUST    0   Customer Number as defined in LD15  

ROUT    22    Route Number  

TKTP   TIE    Route Type  

VTRK   YES   Virtual Route  

PCID   SIP    Protocol ID for route  

NODE    111    Node number of the CS1000E (as per Section 6 )  

DTRK   NO   Digital Trunk Route  

ISDN   YES   Integrated Services Digital Network  

MODE   ISDL    mode of operation  

IFC    SL1   Interface type  

ACOD   8022    Access Code for trunk route  
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5.2.3. Adding TIE Trunks 

Use the NEW command in LD 14 to add (IPTI ) TIE  trunks to the new route created in Section 

5.2.2. If adding multiple trunks for each route, use NEW XX , where XX is the number of trunks. 

In the example below 10 trunks were added. 

 

LD 14 
Prompt   Response    Description  

>   LD 14    Enter Overlay 14  

REQ   NEW 10   Create 10 New Trunks  

TYPE   IPTI    IP TIE trunk  

TN   100 0 3 0   Loop Shelf Card Unit  

CUST   0   Customer Number as defined in LD15  

RTMB   22 1    Route number and Member number  

5.3. Configure Coordinated Dialing Plan 

A Coordinated Dialing Plan (CDP) is necessary to route the calls. During compliance testing 

4300 was assigned to the Communication Portal and so when a caller dials 4300 that call will be 

routed according to the CDP. In order to setup a CDP both a route list index and a CDP are 

added. 

5.3.1. Create Route List Index 

Use the NEW command in LD 86 to create a RLI . Enter the route (ROUT) that was created in 

Section 5.2.2. 
 

LD 86 
Prompt    Response   Description  

>LD 86    Enter Overlay 86  

REQ   NEW   Create New  

CUST   0   Customer Number as defined in LD15  

FEAT   RLB   Route list Block  

TYPE   RLI    Route list Index  

RLI    22    Route list Index number  

ENTR   0   First entry for the RLI  

ROUT   22    Enter the route number  

5.3.2. Create CDP 

Use the NEW command in LD 87 to create a CDP entry. For each extension, a CDP entry needs 

to be created. In the example below, the DSC is 4300, FLEN  is 4 and the RLI  is 22. The RLI 

number used is the one created in Section 5.3.1. 

 

LD 87 
Prompt    Response   Description  

>   LD 87    Enter Overlay  87 

REQ   NEW   Create new  

CUST   0   Customer Number as defined in LD15  

FEAT   CDP   Coordinated dialing plan  

TYPE   DSC   Distance Steering code  

DSC   4300    Distant Steering code  

FLEN   4   Flexible Length number of digits  

RLI    22    Route list index Nu mber  
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6. Configure Avaya Communication Server 1000E SIP 
Gateway  

Access to the CS1000E SIP Gateway is achieved by logging into System Manager using a Web 

Browser by entering http://<FQDN >/SMGR , where <FQDN> is the fully qualified domain 

name of System Manager or http://<IP  Adddress >/SMGR. Log in using appropriate 

credentials. 

 

 
 

Once logged in, click on Communication Server 1000 as highlighted 
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The following screen appears showing the various Elements, select EM on cs1kpg (note this 

name may appear different depending on the system for configuration). 

 

 
 

Navigate to IP NetworkĄNodes Servers and Media Cards in the left panel and select the 

Node associated with the CS1000E.  In the example below this Node ID is 111. Open this node 

by clicking on 111 highlighted below. 
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Select Gateway (SIPGw) highlighted. 

 

 
 

Enter the correct SIP domain name. Note this domain name will be referenced again in Section 

7.2. 
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Scroll down to Proxy Or Redirect Server: Proxy Server Route 1 and enter the IP Address of 

Session Manager for the Primary TLAN IP address . Ensure the Port number is set to 5060 and 

the Transport protocol  is set to TCP. Note this information will be referenced again in Section 

7.10. Everything else can be left as default. 

 

 
 

Ensure the same details are filled in for the Proxy Server Route 2. Click on Save at the bottom 

right of the screen. 
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Click on Save again as highlighted below. 

 

 
 

Select Transfer Now as shown below. 
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The following screen is displayed requiring that synchronization is performed followed by a 

restart of the Applications. Ensure the Hostname is ticked and click on Start Sync. 

 

 
 

The following screen shows the Sync in progress. 

 

 
 

Once the Sync is completed select the Hostname again and click on Restart Applications. This 

will complete the Signalling Server configuration for Session Manager routing. 
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7. Configure Avaya Aura® Session Manager 

This section provides the procedures for configuring Session Manager. Session Manager is 

configured via System Manager. The procedures include the following areas: 

¶ Log in to System Manager 

¶ Administer SIP Domain 

¶ Administer Location 

¶ Administer SIP Entities  

¶ Administer Routing Policies 

¶ Administer Dial Patterns 

7.1. Log in to Avaya Aura® System Manager 

Access System Manager using a Web Browser by entering http://<FQDN >/SMGR , where 

<FQDN> is the fully qualified domain name of System Manager or http://<IP  Adddress 

>/SMGR. Log in using appropriate credentials. 

 

 
 

Once logged ion click on Routing as highlighted. 
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7.2. Administer SIP Domain 

Click on Domains in the left panel. If there is not a domain already configured click on New 

highlighted below. 

 

 
 

Enter the name of the domain note this was referenced in Section 6. The Type should be sip. 

Click on Commit once done. 

 

 

7.3. Configure Location 

Select Locations from the left panel and select New from the main window. 
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Enter a suitable name for the location and scroll down to the bottom of the page and enter the IP 

addresses associated with the location via the Add button. In the case below, there are two 

ranges 10.10.40.x and 192.168.50.x added for the location. Once completed, click on Commit to 

continue. 
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7.4. Configure Adaptation 

To configure a new Adaptation select Adaptations from the left panel and click on New from 

the main window. 

 

 
 

Enter a suitable Name and select DigitConversionAdapter for the Module Name. Select 

Name-Value Parameter as the Module Parameter Type. Add the following Parameters: 

Name  Value 

¶ fromto  true 

¶ iodstd  SIP domain name as configured in Section 7.2 

¶ iosrcd   SIP domain name as configured in Section 7.2 
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Continue to add the following Parameters: 

Name  Value 

¶ odstd  Communications Portal IP Address 

¶ osrcd  Session Manager IP Address 

 

Click on Commit once completed. 
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7.5. Configure SIP Entity for Enghouse Interactive Communications 
Portal 

Select SIP Entities from the left panel and click on New in the main window. 

 

 
 

Enter a suitable Name and ensure that the Adaptation that was created in Section 7.4 is used. 

Enter the Location that was configured in Section 7.3 and the correct Time Zone. 

 

 


